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FEDERAL COMMUNICATIONS
COMMISSION

[AU Docket No. 10-107; DA 10-1630]

Wireless Telecommunications Bureau
Postpones Auction of 218-219 MHz
Service and Phase Il 220 MHz Service
Licenses (Auction 89)

AGENCY: Federal Communications
Commission.

ACTION: Notice.

SUMMARY: This document announces the
postponement of Auction 89.

FOR FURTHER INFORMATION CONTACT:
Wireless Telecommunications Bureau,
Auctions and Spectrum Access Division:
Sayuri Rajapakse or Lisa Stover at (202)
418-0660.

SUPPLEMENTARY INFORMATION: This is a
summary of the Auction 89
Postponement Public Notice, which was
released on August 26, 2010. The
complete text of the Auction 89
Postponement Public Notice and related
Commission documents are available for
public inspection and copying from 8
a.m. to 4:30 p.m. ET Monday through
Thursday and from 8 a.m. to 11:30 a.m.
ET on Fridays in the FCC Reference
Information Center, 445 12th Street,
SW., Room CY-A257, Washington, DC
20554. The Auction 89 Postponement
Public Notice and related Commission
documents may also be purchased from
the Commission’s duplicating
contractor, Best Copy and Printing, Inc.
(BCPI), Portals II, 445 12th Street, SW.,
Room CY-B402, Washington, DC 20554,
telephone 202-488-5300, facsimile
202—488-5563, or Web site: http://
www.BCPIWEB.com, using document
number DA 10-1630 for the Auction 89
Postponement Public Notice. The
Auction 89 Postponement Public Notice
and related documents are also available
on the Internet at the Commission’s Web
site: http://wireless.fcc.gov/auctions/89/

1. The auction of 218-219 MHz
Service and Phase II 220 MHz Service
licenses (Auction 89) previously
scheduled to begin December 7, 2010, is
postponed until further notice to
provide more time for bidder
preparation and planning. A subsequent
public notice will be released
announcing a new starting date and
other relevant dates for Auction 89.

2. Interested parties may keep
apprised of the FCC’s schedule for this
auction through the Auction 89 Web site
at http://wireless.fcc.gov/auctions/89/.

3. This action is taken by the Chief,
Wireless Telecommunications Bureau
pursuant to authority delegated by 47
CFR 0.131.

Federal Communications Commission.
Gary D. Michaels,

Deputy Chief, Auctions and Spectrum Access
Division, WTB.

[FR Doc. 2010-23164 Filed 9-15-10; 8:45 am]
BILLING CODE 6712-01-P

FEDERAL COMMUNICATIONS
COMMISSION

Public Safety and Homeland Security
Bureau; Federal Advisory Committee
Act; Communications Security,
Reliability, and Interoperability Council

AGENCY: Federal Communications
Commission.

ACTION: Notice of public meeting.

SUMMARY: In accordance with the
Federal Advisory Committee Act, this
notice advises interested persons that
the Federal Communications
Commission’s (FCC) Communications
Security, Reliability, and
Interoperability Council (CSRIC) will
hold its third meeting on October 7,
2010, at 9 a.m. in the Commission
Meeting Room of the Federal
Communications Commission, Room
TW-C305, 445 12th Street, SW.,
Washington, DC 20554.

DATES: October 7, 2010

ADDRESSES: Federal Communications
Commission, Room TW-C305
(Commission Meeting Room), 445 12th
Street, SW., Washington, DC 20554.
FOR FURTHER INFORMATION CONTACT:
Jeffery Goldthorp, Designated Federal
Officer of the FCC’s CSRIC, (202) 418—
1096 (voice) or jeffery.goldthorp@fcc.gov
(e-mail); or Lauren Kravetz, Deputy
Designated Federal Officer of the FCC’s
CSRIC, 202—418-7944 (voice) or
Lauren.kravetz@fcc.gov (e-mail).
SUPPLEMENTARY INFORMATION: The
CSRIC is a Federal Advisory Committee
that will provide recommendations to
the FCC regarding best practices and
actions the FCC can take to ensure
optimal security, reliability, and
interoperability of communications
systems. On March 19, 2009, the FCC,
pursuant to the Federal Advisory
Committee Act, renewed the charter for
the CSRIC for a period of two years
through March 18, 2011.

Several working groups will be
presenting their proposed
recommendations on issues such as
public safety consolidation, E911
reliability and emergency alerting for
consideration by the full Council. The
Council may take action on any of the
issues and recommendations presented
during the meeting. The co-chairs of the
remaining CSRIC working groups will
provide updates on their plans for

completing their tasks. Members of the
general public may attend the meeting.

The FCC will attempt to accommodate
as many people as possible. However,
admittance will be limited to seating
availability. The Commission will
provide audio and/or video coverage of
the meeting over the Internet from the
FCC’s Web page at http://www.fcc.gov/
live. The public may submit written
comments before the meeting to Jeffery
Goldthorp, the FCC’s Designated
Federal Officer for the CSRIC by e-mail
to Jeffery.goldthorp@fcc.gov or U.S.
Postal Service Malil to Jeffery Goldthorp,
Associate Chief for Cybersecurity and
Communications Reliability Public
Safety and Homeland Security Bureau,
Federal Communications Commission,
445 12th Street, SW., Room 7-A325,
Washington, DC 20554.

Open captioning will be provided for
this event. Other reasonable
accommodations for people with
disabilities are available upon request.
Requests for such accommodations
should be submitted via e-mail to
fcc504@fcc.gov or by calling the
Consumer & Governmental Affairs 418—
0432 (TTY). Such requests should
include a detailed description of the
accommodation needed. In addition,
please include a way the FCC can
contact you if it needs more
information. Please allow at least five
days advance notice; last minute
requests will be accepted, but may be
impossible to fill.

Additional information regarding the
CSRIC can be found at: http://
www.fcc.gov/pshs/advisory/csric/.

Federal Communications Commission.
Marlene H. Dortch,

Secretary.

[FR Doc. 2010-23161 Filed 9-15-10; 8:45 am]
BILLING CODE 6712-01-P

FEDERAL COMMUNICATIONS
COMMISSION

Privacy Act System of Records

AGENCY: Federal Communications
Commission (FCC or Commission).
ACTION: Notice; one new Privacy Act
system of records.

SUMMARY: Pursuant to subsection (e)(4)
of the Privacy Act of 1974, as amended
(Privacy Act), 5 U.S.C. 552a, the FCC
proposes to add one new system of
records, FCC/OMD-23, “Cadapult Space
Management System (CSMS).” The
FCC’s Space Management Center (SMC)
in the Office of Managing Director
(OMD) will use the CSMS information
system to allocate the offices,
workstations, and facility workspaces
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for FCC employees and contractors
following the FCC/National Treasury
Union (NTEU) space assignment policy.
In the event of an emergency, the SMC
staff will devise a “Reconstitution Plan”
in which they will extract information
from the CSMS information system to
create the space requirements for
alternative work location(s) in other
buildings to be used to relocate FCC
employees and/or contractors. This
information may be shared with the
General Services Administration (GSA),
National Telecommunications and
Information Administration (NTIA),
Department of Homeland Security
(DHS), and Federal Emergency
Management Agency (FEMA), etc.;
District of Columbia, Virginia, and
Maryland state governments, etc.; and
other Federal, state, and local agencies
involved in Federal agency evacuation,
emergency facilities, space management,
and/or relocation policies and plans,
etc., as part of the FCC’s Reconstitution
Plan.

DATES: In accordance with 5 U.S.C.
552a(e)(4) and (e)(11) of the Privacy Act,
any interested person may submit
written comments concerning the new
system(s) of records on or before
October 18, 2010. The Office of
Management and Budget (OMB), which
has oversight responsibility under the
Privacy Act to review the system of
records, and Congress may submit
comments on or before October 26,
2010. The proposed new system of
records will become effective on
October 26, 2010 unless the FCC
receives comments that require a
contrary determination. The
Commission will publish a document in
the Federal Register notifying the
public if any changes are necessary. As
required by 5 U.S.C. 552a(r) of the
Privacy Act, the FCC is submitting
reports on this proposed new system to
OMB and Congress.

ADDRESSES: Address comments to Leslie
F. Smith, Privacy Analyst, Performance
Evaluation and Records Management
(PERM), Federal Communications
Commission (FCC), 445 12th Street,
SW., Washington, DC 20554, or via the
Internet at Leslie.Smith@fcc.gov.

FOR FURTHER INFORMATION CONTACT:
Contact Leslie F. Smith, Performance
Evaluation and Records Management
(PERM), Federal Communications
Commission (FCC), 445 12th Street,
SW., Washington, DC 20554, (202) 418—
0217, or via the Internet at
Leslie.Smith@fcc.gov.

SUPPLEMENTARY INFORMATION: As
required by the Privacy Act of 1974, as
amended, 5 U.S.C. 552a(e)(4) and
(e)(11), this document sets forth notice

of the proposed new system of records
to be maintained by the FCC. This
notice is a summary of the more
detailed information about the proposed
new system of records, which may be
viewed at the location given above in
the ADDRESSES section. The purpose for
adding this new system of records, FCC/
OMD-23, “Cadapult Space Management
System (CSMS)” is to enable the FCC’s
Space Management Center (SMC) to use
the CSMS information system to
allocate the offices, workstations, and
facility workspaces for FCC employees
and contractors following the FCC/
National Treasury Union (NTEU) space
assignment policy. In the event of an
emergency, the SMC staff will devise a
“Reconstitution Plan” in which they will
extract information from the CSMS
information system to create the space
requirements for alternative work
location(s) in other buildings to be used
to relocate FCC employees and/or
contractors. This information may be
shared with the General Services
Administration (GSA), National
Telecommunications and Information
Administration (NTIA), Department of
Homeland Security (DHS), and Federal
Emergency Management Agency
(FEMA), etc.; District of Columbia,
Virginia, and Maryland state
governments, etc.; and other Federal,
state, and local agencies involved in
Federal agency evacuation, emergency
facilities, space management, and/or
relocation policies and plans, etc., as
part of the FCC’s Reconstitution Plan.

This notice meets the requirement
documenting the proposed new
system(s) of records that is/are to be
added to the systems of records that the
FCC maintains, and provides the public,
OMB, and Congress with an opportunity
to comment.

FCC/OMD-23

SYSTEM NAME:

Cadapult Space Management System
(CSMS).

SECURITY CLASSIFICATION:

The FCC’s Security Operations Center
(SOC) has not assigned a security
classification to this system of records.

SYSTEM LOCATION:

Space Management Center (SMC),
Office of Managing Director (OMD),
Federal Communications Commission
(FCQ), 445 12th Street, SW.,
Washington, DC 20554.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

The categories of individuals in this
system are the FCC employees and
contractors.

CATEGORIES OF RECORDS IN THE SYSTEM:

The categories of records in this
system include each FCC employee and/
or contractor’s organization (bureau/
office/division), pay type, grade,
supervisory status, bargaining unit,
workspace location (office or
workstation), work telephone number,
and barcode(s) on information
technology (IT) equipment assigned to
the employee or contractor.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301, 44 U.S.C. 3101,
Executive Order 12411, Government
Work Space Management Reforms,
Section 486 of Title 40 of the United
States Code, and the NTEU/FCC Basic
Negotiated Agreement, Article 9,
Employee Space and Facilities.

PURPOSE(S):

Space Management Center (SMC) uses
the CSMS information system to
allocate the offices, workstations, and
facility workspaces for FCC employees
and contractors following the FCC/
National Treasury Union (NTEU) space
assignment policy. In the event of an
emergency, the SMC staff will devise a
“Reconstitution Plan” in which they will
extract information from the CSMS
information system to create the space
requirements for alternative work
location(s) in other buildings to be used
to relocate FCC employees and/or
contractors. This information may be
shared with the General Services
Administration (GSA), National
Telecommunications and Information
Administration (NTIA), Department of
Homeland Security (DHS), and Federal
Emergency Management Agency
(FEMA), etc.; District of Columbia,
Virginia, and Maryland state
governments, etc.; and other Federal,
state, and local agencies involved in
Federal agency evacuation, emergency
facilities, space management, and/or
relocation policies and plans, etc., as
part of the FCC’s Reconstitution Plan.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Information about individuals in this
system of records may routinely be
disclosed under the following
conditions:

1. Emergency Response—A record on
an individual in this system of records
may be disclosed to emergency medical
personnel, e.g., doctors, nurses, and/or
paramedics, or to law enforcement
officials in case of a medical or other
emergency involving the FCC employee
without the subsequent notification to
the individual identified in 5 U.S.C.
552a(b)(8);
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2. First Responders—A record from
this system of records may be disclosed
to law enforcement officials,
Department of Homeland Security
(DHS), Federal Emergency Management
Agency (FEMA), Department of Defense
(DOD), National Telecommunications
and Information Administration (NTIA),
White House Communications Agency,
other federal agencies, and state and
local emergency response officials, e.g.,
fire, safety, and rescue personnel, etc.,
and medical personnel, e.g., doctors,
nurses, and paramedics, etc., in case of
an emergency situation at FCC facilities
without the subsequent notification to
the individual identified in 5 U.S.C.
552a(b)(8);

3. Reconstitution Plan—A record from
this system of records may be disclosed
to the General Services Administration
(GSA), National Telecommunications
and Information Administration (NTIA),
Department of Homeland Security
(DHS), and Federal Emergency
Management Agency (FEMA), etc.;
District of Columbia, Virginia, and
Maryland state governments, etc.; and
other Federal, state, and local agencies
involved in Federal agency evacuation,
emergency facilities, space management,
and/or relocation policies and plans,
etc.

4. Congressional Inquiries—When
requested by a Congressional office in
response to an inquiry by an individual
made to the Congressional office for
their own records;

5. Government-wide Program
Management and Oversight—When
requested by the National Archives and
Records Administration (NARA) for the
purpose of records management
inspections conducted under authority
of 44 U.S.C. 2904 and 2906; when the
U.S. Department of Justice (DOJ) is
contacted in order to obtain that
department’s advice regarding
disclosure obligations under the
Freedom of Information Act; or when
the Office of Management and Budget
(OMB) is contacted in order to obtain
that office’s advice regarding obligations
under the Privacy Act;

6. Breach Notification—A record from
this system may be disclosed to
appropriate agencies, entities, and
persons when (1) the Commission
suspects or has confirmed that the
security or confidentiality of
information in the system of records has
been compromised; (2) the Commission
has determined that as a result of the
suspected or confirmed compromise
there is a risk of harm to economic or
property interests, identity theft or
fraud, or harm to the security or
integrity of this system or other systems
or programs (whether maintained by the

Commission or another agency or entity)
that rely upon the compromised
information; and (3) the disclosure
made to such agencies, entities, and
persons is reasonably necessary to assist
in connection with the Commission’s
efforts to respond to the suspected or
confirmed compromise and prevent,
minimize, or remedy such harm.

In each of these cases, the FCC will
determine whether disclosure of the
records is compatible with the purpose
for which the records were collected.

DISCLOSURE TO CONSUMER REPORTING
AGENCIES:

None.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Information in the Cadapult Space
Management System (CSMS) consists of
electronic data, files, and records, which
are housed in the FCC’s computer
network databases.

RETRIEVABILITY:

Information in the CSMS information
system is retrieved by the FCC employee
or contractor’s name, workspace
location, and organizational unit, e.g.,
bureau/office.

SAFEGUARDS:

The CSMS information system’s
electronic records, data, and files are
maintained in the FCC’s computer
network databases. Access to the
information in these databases is
restricted to authorized CMS
supervisors, staff, and contractors and to
staff and contractors in the Information
Technology Center (ITC), who maintain
the FCC’s computer network databases.
Other FCC employees and contractors
may be granted access on a “need-to-
know” basis. The FCC’s computer
network databases are protected by the
FCC’s security protocols, which include
controlled access, passwords, and other
security features. The information that
is resident on the SMC database is
backed-up routinely onto magnetic
media. Back-up tapes are stored on-site
and at a secured, off-site location.

RETENTION AND DISPOSAL:

The FCC maintains information about
the FCC employee and/or contractor
only as long as he/she works at the
Commission. The records in this system
are deleted entirely upon the FCC
employee’s retirement, voluntary
resignation, transfer, or re-assignment
outside the Commission, and when the
contractor is no longer working at the
Commission. The CMS staff uses a sign-
out procedure to verify that the FCC

employee or contractor is no longer
working at the Commission, then the
individual’s information is deleted from
the CSMS system.

SYSTEM MANAGER(S) AND ADDRESS:

Space Management Center (SMC),
Office of Managing Director (OMD),
Federal Communications Commission
(FCQC), 445 12th Street, SW.,
Washington, DC 20554.

NOTIFICATION PROCEDURE:

Address inquiries to the Space
Management Center (SMC), Office of
Managing Director (OMD), Federal
Communications Commission (FCC),
445 12th Street, SW., Washington, DC
20554.

RECORD ACCESS PROCEDURES:

Address inquiries to the Space
Management Center (SMC), Office of
Managing Director (OMD), Federal
Communications Commission (FCC),
445 12th Street, SW., Washington, DC
20554.

CONTESTING RECORD PROCEDURES:

Address inquiries to the Space
Management Center (SMC), Office of
Managing Director (OMD), Federal
Communications Commission (FCC),
445 12th Street, SW., Washington, DC
20554.

RECORD SOURCE CATEGORIES:

The sources for the records in the
CSMS information system include the
FCC employee and/or contractor, his/
her workspace requirements,
organization, pay type, grade,
supervisory status, bargaining unit,
workspace location, work telephone
number, and IT barcodes on IT
equipment assigned to the employee or
contractor.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

Federal Communications Commission.

Marlene H. Dortch,

Secretary.

[FR Doc. 2010-23163 Filed 9—15-10; 8:45 am]

BILLING CODE 6712-01-P

FEDERAL RESERVE SYSTEM

Change in Bank Control Notices;
Acquisition of Shares of Bank or Bank
Holding Companies

The notificants listed below have
applied under the Change in Bank
Control Act (12 U.S.C. 1817(j)) and
§ 225.41 of the Board’s Regulation Y (12
CFR 225.41) to acquire a bank or bank
holding company. The factors that are
considered in acting on the notices are
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