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DEPARTMENT OF HOMELAND
SECURITY

[DHS-2006-0042]

Science and Technology Directorate;
Submission for Review; Reinstatement
of a Previously Approved Information
Collection Request for Support of
SAFETY Act Application Kit 1640—-0001

AGENCY: Science and Technology
Directorate, DHS.

ACTION: 30-day notice of information
collections under review: the
application forms and instructions
(hereinafter “Applications Kit”’)
designed to assist persons applying for
coverage under the SAFTY Act of 2002.

SUMMARY: The Department of Homeland
Security (DHS) has submitted the
following information collection request
(ICR) to the Office of Management and
Budget (OMB) for review and clearance
in accordance with the Paperwork
Reduction Act of 1995: 1640-0001. This
notice and request for comments is
required by the Paperwork Reduction
Act of 1995 (Pub. L. 104-13, 44 U.S.C.
chapter 35).

DATES: Comments are encouraged and
will be accepted until November 29,
2006. This process is conduced in
accordance with 5 CFR 1320.10.
ADDRESSES: Interested persons are
invited to submit written comments on
the proposed information collection to
the Office of Information and Regulatory
Affairs, Office of Management and
Budget. Comments should be addressed
to Nathan Lesser, Desk Officer for the
Department of Homeland Security/
Science and Technology Directorate,
and sent via electronic mail to
oira_submission@omb.eop.gov or faxed
to (202) 395-6974.

FOR FURTHER INFORMATION CONTACT: Ken
Rogers, (202) 254—6185.
SUPPLEMENTARY INFORMATION: On June 8,
2006, DHS published a final rule
interpreting and implementing the
SAFETY Act of 2002 (see 71 FR 33147).
In connection with the issuance of this
final rule, DHS consolidated the forms
and instructions designed to assist
persons applying for SAFETY Act
coverage. The forms and instructions
were consolidated into one Application
Kit.

This ICR was previously published in
the Federal Register on August 17,
2006, at 71 FR 47507 for a 60-day public
comment period ending October 16,
2006. No comments were received by
DHS on this ICR during the 60-day
comment period. The purpose of this
notice is to allow an additional 30 days
for public comments. This notice and

request for comments is required by the
Paperwork Reduction Act of 1995 (Pub.
L. 104-13, 44 U.S.C. chapter 35).

DHS invites the general public to
comment on the proposed reinstatement
of OMB Information Collection 1640—
0001 (Application Kit), as described
below.

Interested parties can obtain copies of
the Application Kit by going to the
Office of Safety Act Web site and
downloading copies thereof. The
address is: http://www.safetyact.gov.
The Application Kit and applicable
supporting documentation may also be
obtained by calling or writing the point
of contact listed above.

Please note that the Application Kit
includes various forms for different
types of SAFETY Act applications. As
explained herein, these separate forms
are intended to be flexible and permit
the Applicants to provide relevant
information to their specific
applications without undue
bureaucratic burden. The Department is
committed to improving its SAFETY
Act processes and urges all interested
parties to suggest how these materials
can further reduce burden while seeking
necessary information under the Act.

DHS is particularly interested in
comments that:

(1) Evaluate whether the proposed
collection of information is necessary
for the proper performance of the
functions of the agency, including
whether the information will have
practical utility;

(2) Evaluate the accuracy of the
agency’s estimate of the burden of the
proposed collection of information,
including the validity of the
methodology and assumptions used;

(3) Suggest ways to enhance the
quality, utility, and clarity of the
information to be collected; and

(4) Suggest ways to minimize the
burden of the collection of information
on those who are to respond, including
through the use of appropriate
automated, electronic, mechanical, or
other technological collection
techniques or other forms of information
technology, e.g., permitting electronic
submissions of responses.

Overview of This Information
Collection:

(1) Type of Information Collection:
Reinstatement of a previously approved
collection.

(2) Title of the Form/Collection:
SAFETY Act Application Kit.

(3) Agency Form Number, if any, and
the applicable component of the
Department of Homeland Security
sponsoring the collection: DHS\S&T-I
SAFETY-0001 through 0010.

(4) Affected public who will be asked
or required to respond, as well as a brief
abstract: Business or other for-profit and
not-for profit institutions; the data
collected through the Application Kit
will facilitate efforts of responding
persons to develop vital anti-terrorist
technology by obtaining coverage under
the SAFETY Act.

(5) An estimate of the total number of
respondents and the amount of time
estimated for an average respondent to
respond: 2500 respondents with an
average of slightly more than 48.5 hours
per respondent.

(6) An estimate of the total public
burden (in hours) associated with the
collection: 121,400 burden hours.

Dated: October 24, 2006.

Deborah Diaz,

Chief Information Officer, Science and
Technology Directorate.

[FR Doc. E6-18195 Filed 10-27-06; 8:45 am]|
BILLING CODE 4410-10-P

DEPARTMENT OF HOMELAND
SECURITY

Office of the Secretary
[DHS-2006-0041]

Privacy Act of 1974; System of
Records

AGENCY: Office of the Chief Human
Capital Officer; Department of
Homeland Security.

ACTION: Notice of Privacy Act System of
Records.

SUMMARY: Pursuant to the Privacy Act of
1974, the Department of Homeland
Security proposes to add a new system
of records to the Department’s
inventory, entitled ‘“the MaxHR e-
Performance Management System.”
This system is an employee
performance management e-tool that
will standardize and automate related
human resources functions that will
support a portion of the Department’s
MaxHR program. This program will
support the Department’s ability to
continue to attract, retain, and reward a
robust and highly qualified workforce
by transforming DHS human resources
policies, processes, systems,
streamlining business processes, and
consolidating several disparate systems
currently in operation. Implementation
of the the MaxHR e-Performance
Management System will provide
greater flexibility and accountability in
the way employees are paid, developed,
and evaluated. Employees, through a
password protected portal, can access
the system to initiate each step in the
performance cycle, including
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performance planning, quarterly
reviews, and performance appraisals.
Supervisors will utilize various features
of the system to review employees’
performance, determine completion of
goals, and complete performance
appraisals. Each step in the performance
management cycle, as reflected in the
automated system, will serve as a
catalyst for increased communication
between supervisor and employees to
enhance performance and ensure that
work is accomplished in an efficient
and effective manner.

DATES: The new system of records will
be effective November 29, 2006, unless
comments are received that result in a

contrary determination.

ADDRESSES: You may submit comments,
identified by docket number DHS—
2006-0041, by one of the following
methods:

e Federal e-Rulemaking Portal: http://
www.regulations.gov. Follow the
instructions for submitting comments.

e FAX:202-357-8474 (Not a toll-free
number).

e Mail: John S. Allen, U.S.
Department of Homeland Security,
Director of Human Capital Business
Systems, Office of the Chief Human
Capital Officer, 245 Murray Lane, SW.,
Building 410, Washington, DC 20528; or
E-mail: John.s.allen@dhs.gov.

FOR FURTHER INFORMATION CONTACT: John
S. Allen, U.S. Department of Homeland
Security, Office of the Chief Human
Capital Officer, Human Capital Business
Systems, 245 Murray Lane, SW.,
Building 410, Washington, DC 20528; or
Shila Ressler, U.S. Department of
Homeland Security, Executive
Secretariat-Management, Washington,
DC 20393. For privacy issues please
contact: Hugo Teufel III (571-227—
3813), Chief Privacy Officer, Privacy
Office, U.S. Department of Homeland
Security, Washington, DC 20528.

SUPPLEMENTARY INFORMATION:

The Department of Homeland
Security (DHS), Office of the Chief
Human Capital Officer (OCHCO), is
publishing a Privacy Act System of
Records Notice to cover its collection,
use, and maintenance of records relating
to its performance management
responsibilities for the Department.
Until now, pursuant to the savings
clause in the Homeland Security Act of
2002, Public Law 107-296, sec. 1512,
116 Stat. 2310 (Nov. 25, 2002) (6 U.S.C.
552), the Department has been relying
on legacy Privacy Act systems for this
purpose, including Office of Personnel
Management’s (OPM) Government 2—
Employee Performance File System of
Records.

The MaxHR Program was established
by DHS to implement the human capital
provisions of the Homeland Security
Act of 2002. The MaxHR program is a
collection of functions and systems
centered on a core enterprise entitled
the Human Resource Management
System. A primary component of this
overall system is an electronic
performance management program
based on pay-for-performance
principles. Each employee’s goals are
cascaded down from the organization’s
goals. By using this approach, each
employee’s individual work plan is
linked to the organization’s goals.

DHS developed the MaxHR
ePerformance Management System (“the
ePerformance System”) to facilitate the
implementation and management of this
new automated pay-for-performance
program. The ePerformance System is
designed to support the ongoing review
and evaluation of employees by their
supervisors. This system collects
personally identifiable data from DHS
employees, including their full name,
Social Security number, pay plan, grade,
step, series, supervisory code,
organizational code, employee status,
probationary dates, and duty locations.
The ePerformance tool will be used to
set and communicate performance
expectations; monitor performance and
provide feedback; develop performance
goals; complete the appraisal process;
address poor performance and reward
good performance; and produce
performance-related reports. The new
system will replace current performance
management systems that are largely
paper-based and that do not adequately
support the new MaxHR program
requirements for pay-for-performance.

The Privacy Act embodies fair
information principles in a statutory
framework governing the means by
which the U.S. Government collects,
maintains, uses and disseminates
personally identifiable information. The
Privacy Act applies to information that
is maintained in a “‘system of records.”
A “‘system of records” is a group of any
records under the control of an agency
from which information is retrieved by
the name of the individual or by some
identifying number such as property
address, mailing address, symbol, or
other identifying particular assigned to
the individual. The MaxHR Performance
Management System is such a system of
records.

The Privacy Act requires each agency
to publish in the Federal Register a
description denoting the type and
character of each system of records that
the agency maintains, and the routine
uses that are contained in each system
in order to make agency record keeping

practices transparent, to notify
individuals regarding the uses to which
personally identifiable information is
put, and to assist individuals to more
easily find such files within the agency.
Below is the description of the MaxHR
e-Performance Management System.

In accordance with 5 U.S.C. 552a(r),
DHS has provided a report of this new
system of records to the Office of
Management and Budget and to
Congress.

DHS/OCHCO-001

SYSTEM NAME:

MAXHR ePerformance Management
System.

SECURITY CLASSIFICATION:
Unclassified but sensitive.

SYSTEM LOCATION:

The system is located at ServerVault,
1506 Moran Road, Dulles, VA 20166.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Department of Homeland Security
managers, supervisors, and non-
bargaining unit employees.

CATEGORIES OF RECORDS IN THE SYSTEM:

The following records are maintained
in the ePerformance system: personnel
position information, such as position
title, name, Social Security number,
occupational series, grade, organization,
component and duty location;
information related to employee
performance, including performance
goals and competencies, performance
appraisals, individual development
plans, and notes regarding employee
performance.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

Homeland Security Act of 2002 at
Section 841; 5 U.S.C. 9701(a); 5 CFR
9701; DHS Management Directive 3181.

PURPOSE(S):

The MaxHR ePerformance
Management System will help DHS
meet its critical mission needs by
transforming disparate paper-based and
automated performance management
systems into one cohesive, unified
enterprise-wide electronic system. The
ePerformance System will be used to set
and communicate performance
expectations; monitor performance and
provide feedback; develop performance
goals; complete the appraisal process;
address poor performance and reward
good performance; and produce
performance-related reports. By
leveraging technology to transform a
wide variety of processes and systems,
the end result will be greater flexibility
and accountability in the way
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employees are paid, developed, and
evaluated.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

In addition to those disclosures
generally permitted under 5 U.S.C.
552a(b) of the Privacy Act, all or a
portion of the records or information
contained in this system may be
disclosed outside DHS as a routine use
as follows:

A. To the National Finance Center,
United States Department of
Agriculture, to update employee
personnel records and meet government
record keeping and reporting
requirements.

B. When a record, either on its face on
in conjunction with other information,
indicates a violation or potential
violation of law, whether criminal, civil
or administrative, the relevant records
may be referred to an appropriate
Federal, State, territorial, tribal, local,
international, or foreign law
enforcement agency or other appropriate
authority charged with investigating or
prosecuting such a violation or
enforcing or implementing such law.

C. To a Federal, state, tribal, local or
foreign government agency or
professional licensing authority in
response to its request, in connection
with the hiring or retention of an
employee, the issuance of a security
clearance, the reporting of an
investigation of an employee, the letting
of a contract, or the issuance or status
of a license, grant, or other benefit by
the requesting entity, to the extent that
the information is relevant and
necessary to the requesting entity’s
decision on the matter.

D. To the news media and the public
where there exists a legitimate public
interest in the disclosure of the
information or when disclosure is
necessary to preserve confidence in the
integrity of the Department or is
necessary to demonstrate the
accountability of the Department’s
officers, employees, or individuals
covered by the system, except to the
extent it is determined that release of
the specific information in the context
of a particular case would constitute an
unwarranted invasion of personal
privacy.

E. To the National Archives and
Records Administration or other federal
government agencies in records
management inspections conducted
under the authority of 44 U.S.C. 2904
and 2906.

F. To contractors, grantees, experts,
consultants, students, and others
performing or working on a contract,

service, grant, cooperative agreement, or
other assignment for the Federal
Government, when necessary to
accomplish an agency function related
to this system of records.

G. To the Department of Justice (DOJ)
or other Federal agency conducting
litigation or in proceedings before any
court, adjudicative or administrative
body, when: (a) DHS, or (b) any
employee of DHS in his/her official
capacity, or (c) any employee of DHS in
his/her individual capacity where DOJ
or DHS has agreed to represent the
employee, or (d) the United States or
any agency thereof, is a party to the
litigation or has an interest in such
litigation, and DHS determines that
disclosure is relevant and necessary to
the litigation.

H. To a congressional office from the
record of an individual in response to
an inquiry from that congressional office
made at the request of the individual to
whom the record pertains.

I. To an agency, organization, or
individual for the purposes of
performing audit or oversight operations
as authorized by law.

J. To the Equal Employment
Opportunity Commission, Merit
Systems Protection Board, Office of the
Special Counsel, Federal Labor
Relations Authority, or Office of
Personnel Management or to arbitrators
and other parties responsible for
processing any personnel actions or
conducting administrative hearings or
appeals, or if needed in the performance
of authorized duties.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Data is stored in a commercial
database management system,
(Microsoft SQL Server) located at
ServerVault, 1506 Moran Road, Dulles,
VA 20166. The magnetic storage devices
used to store the database are located in
a locked vault, accessed only by
authorized personnel. The storage
media is further protected from loss or
damage due to media failure using
redundant storage technology that
simultaneously updates a backup copy
of the database.

RETRIEVABILITY:

Data may be retrieved by the
individual’s name, Social Security
number, or other assigned personal
identifier.

SAFEGUARDS:

Information in this system is
safeguarded in accordance with
applicable laws, rules, and policies,

including the DHS Information
Technology Security Program
Handbook. All records are protected
from unauthorized access through
appropriate administrative, physical,
and technical safeguards. These
safeguards include restricting access to
authorized personnel who have a “need-
to-know,” using locks and password
protection identification features. DHS
file areas are locked after normal duty
hours and the facilities are protected
from the outside by security personnel.

Further system and data safeguards
are outlined in detail in the System
Security Plan developed by DHS and
Softscape (Automated Service Provider
makers of commercial off the shelf
software) and ServerVault (the hosting
center). Additionally, DHS’s Privacy
Office is reissuing the ePerformance
Privacy Impact Assessment (PIA) with
the issuance of this notice. The PIA can
be accessed at http://www.dhs.gov/
privacy.

RETENTION AND DISPOSAL:

The General Records Schedule
specifies that performance records for
non-Senior Executive Service
employees should be destroyed when
four (4) years old or no longer needed;
for Senior Executive Service employees,
when five (5) years old or no longer
needed. OCHCO will follow this and the
NARA guidance on Employee
Performance File System Records.

SYSTEM MANAGER(S) AND ADDRESS:

John S. Allen, U.S. Department of
Homeland Security, Chief Human
Capital Officer, Human Capital Business
Systems, 1201 New York Avenue, NW.,
Suite 1200, Washington, DC, 20005; or
Shila Ressler, U.S. Department of
Homeland Security, Executive
Secretariat—Management, Washington,
DC 20393.

NOTIFICATION AND PROCEDURE:

To determine whether this system
contains records relating to you, write to
the System Manager identified above.

RECORD ACCESS PROCEDURE:

A request for access to records in this
system may be made by writing to the
System Manager, identified above, or to
the Director for Departmental Disclosure
and FOIA in conformance with 6 CFR
part 5, subpart B, which provides the
rules for requesting access to Privacy
Act records maintained by DHS.

CONTESTING RECORD PROCEDURES:

See “Notification Procedure” above.
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RECORD SOURCE CATEGORIES:

Records are obtained from employees,
supervisors, and the National Finance
Center.

EXEMPTION CLAIMED FOR THE SYSTEM:
None.
Dated: October 17, 2006.
Hugo Teufel III,
Chief Privacy Officer.
[FR Doc. E6—-17949 Filed 10-27-06; 8:45 am]|
BILLING CODE 4410-10-P

DEPARTMENT OF HOUSING AND
URBAN DEVELOPMENT

[Docket No. FR-5041-N-39]

Notice of Proposed Information
Collection: Comment Request;
Mortgagees Annual Notification to
Mortgagors

AGENCY: Office of the Assistant
Secretary for Housing-Federal Housing
Commissioner, HUD.

ACTION: Notice.

SUMMARY: The proposed information
collection requirement described below
will be submitted to the Office of
Management and Budget (OMB) for
review, as required by the Paperwork
Reduction Act. The Department is
soliciting public comments on the
subject proposal.

DATES: Comments Due Date: December
29, 2006.

ADDRESSES: Interested persons are
invited to submit comments regarding
this proposal. Comments should refer to
the proposal by name and/or OMB
Control Number and should be sent to:
Lillian Deitzer, Reports Management
Officer, Department of Housing and
Urban Development, 451 7th Street,
SW., L’Enfant Plaza Building, Room
8003, Washington, DC 20410 or
Lillian_Deitzer@hud.gov.

FOR FURTHER INFORMATION CONTACT:
Laurie Maggiano, Acting Director, Office
of Single Family Asset Management,
Department of Housing and Urban
Development, 451 7th Street SW.,
Washington, DC 20410, telephone (202)
708-1672 (this is not a toll free number)
for copies of the proposed forms and
other available information.
SUPPLEMENTARY INFORMATION: The
Department is submitting the proposed
information collection to OMB for
review, as required by the Paperwork
Reduction Act of 1995 (44 U.S.C.
chapter 35, as amended).

This Notice is soliciting comments
from members of the public and affected
agencies concerning the proposed

collection of information to: (1) Evaluate
whether the proposed collection is
necessary for the proper performance of
the functions of the agency, including
whether the information will have
practical utility; (2) evaluate the
accuracy of the agency’s estimate of the
burden of the proposed collection of
information; (3) enhance the quality,
utility, and clarity of the information to
be collected; and (4) minimize the
burden of the collection of information
on those who are to respond; including
the use of appropriate automated
collection techniques or other forms of
information technology, e.g., permitting
electronic submission of responses.

This Notice also lists the following
information:

Title of Proposal: Mortgagees Annual
Notification to Mortgagors.

OMB Control Number, if applicable:
2502-0235.

Description of the need for the
information and proposed use: The
purpose of this notice is to extend the
use of 24 CFR 203.508(c) and 24 CFR
235.1001. The requirements of the 24
CFR 203.508(c) state, in part, that
“within thirty days after the end of each
calendar year, the mortgagee shall
furnish to the mortgagor a statement of
the interest paid, and of the taxes
disbursed from the escrow account
during the preceding year”. The
requirements of 24 CFR 235.1001 state,
in part, that “mortgagees must provide
to the mortgagor an annual statement of
interest paid and taxes disbursed and
shall include an accounting of the total
amount of assistance payments paid by
HUD and applied to the mortgagor’s
account during the preceding year.”

Agency form numbers, if applicable:
None.

Estimation of the total hours needed
to prepare the information collection
including number of respondents,
frequency of response, and hours of
response: The estimated total number of
burden hours needed to prepare the
information collection is 1,143; the
number of respondents is 438 generating
approximately 4,003,880 annual
responses; the frequency of response is
annually and third party disclosures;
and the estimated time needed to
prepare the response is less than 1
minute.

Status of the proposed information
collection: Extension is a previously
approved collection.

Authority: The Paperwork Reduction Act
of 1995, 44 U.S.C., Chapter 35, as amended.

Dated: October 23, 2006.
Frank L. Davis,

General Deputy Assistant Secretary for
Housing-Deputy Federal Housing
Commissioner.

[FR Doc. E6—-18069 Filed 10-27-06; 8:45 am]|

BILLING CODE 4210-67-P

DEPARTMENT OF HOUSING AND
URBAN DEVELOPMENT

[Docket No. FR-5041-N-38]

Notice of Proposed Information
Collection: Comment Request; Rental
Schedule—Low Rent Housing

AGENCY: Office of the Assistant
Secretary for Housing, HUD.

ACTION: Notice.

SUMMARY: The proposed information
collection requirement described below
will be submitted to the Office of
Management and Budget (OMB) for
review, as required by the Paperwork
Reduction Act. The Department is
soliciting public comments on the
subject proposal.

DATES: Comments Due Date: December
29, 2006.

ADDRESSES: Interested persons are
invited to submit comments regarding
this proposal. Comments should refer to
the proposal by name and/or OMB
Control Number and should be sent to:
Lillian Deitzer, Reports Management
Officer, Department of Housing and
Urban Development, 451 7th Street,
SW., L’Enfant Building, Room 8202,
Washington, DC 20410, telephone (202)
708-5221 (this is not a toll-free number)
for copies of the proposed forms and
other available information.

FOR FURTHER INFORMATION CONTACT:
Kimberly Munson, Office of Asset
Management, Policy and Participation
Standards Division, Department of
Housing and Urban Development, 451
7th Street, SW., Washington, DC 20410,
telephone number (202) 708-1320 (this
is not a toll-free number).

SUPPLEMENTARY INFORMATION: The
Department is submitting the proposed
information collection to OMB for
review, as required by the Paperwork
Reduction Act of 1995 (44 U.S.C.
chapter 35, as amended).

This Notice is soliciting comments
from members of the public and affected
agencies concerning the proposed
collection of information to: (1) Evaluate
whether the proposed collection is
necessary for the proper performance of
the functions of the agency, including
whether the information will have
practical utility; (2) Evaluate the
accuracy of the agency’s estimate of the
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