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Mr. Thune to the bill S. 4049, supra; which
was ordered to lie on the table.

SA 2278. Mr. LEE submitted an amendment
intended to be proposed by him to the bill S.
4049, supra; which was ordered to lie on the
table.

SA 2279. Mr. LEE submitted an amendment
intended to be proposed by him to the bill S.
4049, supra; which was ordered to lie on the
table.

SA 2280. Mr. LEE (for himself and Mr.
JOHNSON) submitted an amendment intended
to be proposed by him to the bill S. 4049,
supra; which was ordered to lie on the table.

SA 2281. Mr. HOEVEN (for himself, Mr.
UDALL, Mr. BARRASSO, Ms. MURKOWSKI, Ms.
MCSALLY, Mr. TESTER, Mr. SCHATZ, Mr.
CRAMER, Ms. SMITH, and Mr. DAINES) sub-
mitted an amendment intended to be pro-
posed by him to the bill S. 4049, supra; which
was ordered to lie on the table.

SA 2282. Mr. HOEVEN submitted an
amendment intended to be proposed by him
to the bill S. 4049, supra; which was ordered
to lie on the table.

SA 2283. Ms. COLLINS (for herself, Mr.
HEINRICH, and Ms. SMITH) submitted an
amendment intended to be proposed by her
to the bill S. 4049, supra; which was ordered
to lie on the table.

SA 2284. Mr. SASSE (for himself, Mr.
ScoTT of South Carolina, Mr. COTTON, and
Mr. ScoTT of Florida) submitted an amend-
ment intended to be proposed by him to the
bill S. 4049, supra; which was ordered to lie
on the table.

SA 2285. Mr. SASSE submitted an amend-
ment intended to be proposed by him to the
bill S. 4049, supra; which was ordered to lie
on the table.

SA 2286. Mr. SASSE submitted an amend-
ment intended to be proposed by him to the
bill S. 4049, supra; which was ordered to lie
on the table.

SA 2287. Mr. SASSE submitted an amend-
ment intended to be proposed by him to the
bill S. 4049, supra; which was ordered to lie
on the table.

SA 2288. Mr. SASSE submitted an amend-
ment intended to be proposed by him to the
bill S. 4049, supra; which was ordered to lie
on the table.

SA 2289. Mr. SASSE submitted an amend-
ment intended to be proposed by him to the
bill S. 4049, supra; which was ordered to lie
on the table.

SA 2290. Mr. LEE submitted an amendment
intended to be proposed by him to the bill S.
4049, supra; which was ordered to lie on the
table.

SA 2291. Mr. LEE submitted an amendment
intended to be proposed by him to the bill S.
4049, supra; which was ordered to lie on the
table.

SA 2292. Mr. LEE submitted an amendment
intended to be proposed by him to the bill S.
4049, supra; which was ordered to lie on the
table.

SA 2293. Mr. CARPER submitted an amend-
ment intended to be proposed by him to the
bill S. 4049, supra; which was ordered to lie
on the table.

SA 2294. Mr. MURPHY submitted an
amendment intended to be proposed by him
to the bill S. 4049, supra; which was ordered
to lie on the table.

SA 2295. Ms. KLOBUCHAR (for herself and
Mr. CORNYN) submitted an amendment in-
tended to be proposed by her to the bill S.
4049, supra; which was ordered to lie on the
table.

SA 2296. Mr. BLUMENTHAL submitted an
amendment intended to be proposed by him
to the bill S. 4049, supra; which was ordered
to lie on the table.

SA 2297. Mr. BLUMENTHAL submitted an
amendment intended to be proposed by him
to the bill S. 4049, supra; which was ordered
to lie on the table.
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SA 2298. Mr. BOOZMAN submitted an
amendment intended to be proposed by him
to the bill S. 4049, supra; which was ordered
to lie on the table.

SA 2299. Mr. BOOZMAN submitted an
amendment intended to be proposed by him
to the bill S. 4049, supra; which was ordered
to lie on the table.

SA 2300. Mr. INHOFE submitted an amend-
ment intended to be proposed by him to the
bill S. 4049, supra; which was ordered to lie
on the table.

SA 2301. Mr. INHOFE proposed an amend-
ment to the bill S. 4049, supra.

SA 2302. Mr. CRAPO submitted an amend-
ment intended to be proposed to amendment
SA 2301 proposed by Mr. INHOFE to the bill S.
4049, supra; which was ordered to lie on the
table.

SA 2303. Ms. McSALLY submitted an
amendment intended to be proposed to
amendment SA 2301 proposed by Mr. INHOFE
to the bill S. 4049, supra; which was ordered
to lie on the table.

SA 2304. Mr. RUBIO submitted an amend-
ment intended to be proposed to amendment
SA 2301 proposed by Mr. INHOFE to the bill S.
4049, supra; which was ordered to lie on the
table.

SA 2305. Mr. RUBIO submitted an amend-
ment intended to be proposed to amendment
SA 2301 proposed by Mr. INHOFE to the bill S.
4049, supra; which was ordered to lie on the
table.

SA 2306. Mr. DAINES submitted an amend-
ment intended to be proposed to amendment
SA 2301 proposed by Mr. INHOFE to the bill S.
4049, supra; which was ordered to lie on the
table.

SA 2307. Mrs. LOEFFLER submitted an
amendment intended to be proposed to
amendment SA 2301 proposed by Mr. INHOFE
to the bill S. 4049, supra; which was ordered
to lie on the table.

SA 2308. Mr. CRUZ (for himself, Ms.
SINEMA, Mr. WICKER, Ms. CANTWELL, Mr.
KAINE, Mr. CORNYN, and Mr. RUBIO) sub-
mitted an amendment intended to be pro-
posed to amendment SA 2301 proposed by Mr.
INHOFE to the bill S. 4049, supra; which was
ordered to lie on the table.

SA 2309. Ms. BALDWIN submitted an
amendment intended to be proposed to
amendment SA 2301 proposed by Mr. INHOFE
to the bill S. 4049, supra; which was ordered
to lie on the table.

SA 2310. Mrs. LOEFFLER submitted an
amendment intended to be proposed to
amendment SA 2301 proposed by Mr. INHOFE
to the bill S. 4049, supra; which was ordered
to lie on the table.

SA 2311. Mr. CASSIDY submitted an
amendment intended to be proposed by him
to the bill S. 4049, supra; which was ordered
to lie on the table.

SA 2312. Mr. INHOFE (for himself and Mr.
MORAN) submitted an amendment intended
to be proposed by him to the bill S. 4049,
supra; which was ordered to lie on the table.

SA 2313. Ms. CORTEZ MASTO (for herself,
Ms. ROSEN, Mr. HEINRICH, Mr. MANCHIN, and
Mr. COONS) submitted an amendment in-
tended to be proposed to amendment SA 2301
proposed by Mr. INHOFE to the bill S. 4049,
supra; which was ordered to lie on the table.

SA 2314. Ms. CORTEZ MASTO (for herself
and Ms. ROSEN) submitted an amendment in-
tended to be proposed to amendment SA 2301
proposed by Mr. INHOFE to the bill S. 4049,
supra; which was ordered to lie on the table.

SA 2315. Mr. UDALL submitted an amend-
ment intended to be proposed to amendment
SA 2301 proposed by Mr. INHOFE to the bill S.
4049, supra; which was ordered to lie on the
table.

SA 2316. Mr. UDALL submitted an amend-
ment intended to be proposed to amendment
SA 2301 proposed by Mr. INHOFE to the bill S.
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4049, supra; which was ordered to lie on the
table.

SA 2317. Ms. HARRIS submitted an amend-
ment intended to be proposed to amendment
SA 2301 proposed by Mr. INHOFE to the bill S.
4049, supra; which was ordered to lie on the
table.

SA 2318. Ms. HARRIS submitted an amend-
ment intended to be proposed to amendment
SA 2301 proposed by Mr. INHOFE to the bill S.
4049, supra; which was ordered to lie on the
table.

SA 2319. Ms. KLOBUCHAR (for herself, Mr.
TILLIS, and Mrs. MURRAY) submitted an
amendment intended to be proposed to
amendment SA 2301 proposed by Mr. INHOFE
to the bill S. 4049, supra; which was ordered
to lie on the table.

SA 2320. Mr. THUNE submitted an amend-
ment intended to be proposed by him to the
bill S. 4049, supra; which was ordered to lie
on the table.

SA 2321. Mrs. SHAHEEN submitted an
amendment intended to be proposed by her
to the bill S. 4049, supra; which was ordered
to lie on the table.

SA 2322. Mr. DURBIN (for himself, Mr.
BROWN, Ms. WARREN, and Ms. HASSAN) sub-
mitted an amendment intended to be pro-
posed by him to the bill S. 4049, supra; which
was ordered to lie on the table.

SA 2323. Mr. DURBIN (for himself, Mr.
BROWN, Ms. WARREN, and Ms. HASSAN) sub-
mitted an amendment intended to be pro-
posed by him to the bill S. 4049, supra; which
was ordered to lie on the table.

SA 2324. Mr. DURBIN submitted an amend-
ment intended to be proposed by him to the
bill S. 4049, supra; which was ordered to lie
on the table.

SA 2325. Mr. DURBIN submitted an amend-
ment intended to be proposed by him to the
bill S. 4049, supra; which was ordered to lie
on the table.

——
TEXT OF AMENDMENTS

SA 2214. Mr. KING submitted an
amendment intended to be proposed by
him to the bill S. 4049, to authorize ap-
propriations for fiscal year 2021 for
military activities of the Department
of Defense, for military construction,
and for defense activities of the De-
partment of Energy, to prescribe mili-
tary personnel strengths for such fiscal
year, and for other purposes; which was
ordered to lie on the table; as follows:

At the title X, add the following:

Subtitle —National Cybersecurity
Certification and Labeling
SEC. _ 01. DEFINITIONS.

In this subtitle:

(1) ACCREDITED CERTIFYING AGENT.—The
term ‘‘accredited certifying agent’” means
any person who is accredited by the National
Cybersecurity Certification and Labeling
Authority as a certifying agent for the pur-
poses of certifying a specific class of critical

information and communications tech-
nology.
(2) CERTIFICATION.—The term ‘‘certifi-

cation’ means a seal or symbol provided by
the National Cybersecurity Certification and
Labeling Authority or an accredited certi-
fying agent, that results from passage of a
comprehensive evaluation of an information
and communications technology that estab-
lishes the extent to which a particular de-
sign and implementation meets a set of spec-
ified security standards.

(3) CRITICAL INFORMATION AND COMMUNICA-
TIONS TECHNOLOGY.—The term ‘‘critical in-
formation and communications technology’’
means information and communications
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technology that is in use in critical infra-
structure sectors and that underpins na-
tional critical functions as determined by
the Secretary of Homeland Security.

(4) LABEL.—The term ‘label” means a
clear, visual, and easy to understand symbol
or list that conveys specific information
about a product’s security attributes, char-
acteristics, functionality, components, or
other features
SEC. 02. NATIONAL CYBERSECURITY CERTIFI-

CATION AND LABELING AUTHORITY
AND PROGRAM.

(a) ESTABLISHMENT.—There is established a
National Cybersecurity Certification and La-
beling Authority (hereinafter referred to as
the ‘‘Authority’’) for the purpose of admin-
istering a voluntary program, which the Au-
thority shall establish, for the certification
and labeling of critical information and com-
munications technologies.

(b) ACCREDITATION OF CERTIFYING
AGENTS.—As part of the program established
and administered under subsection (a), the
Authority shall define and publish a process
whereby nongovernmental entities may
apply to become accredited agents for the
certification of specific critical information
and communications technologies.

(c) IDENTIFICATION OF STANDARDS, FRAME-
WORKS, AND BENCHMARKS.—As part of the
program established and administered under
subsection (a), the Authority shall work in
close coordination with the Secretary of
Commerce, the Secretary of Homeland Secu-
rity, and subject matter experts from the
Federal Government, academia, nongovern-
mental organizations, and the private sector
to identify and harmonize common security
standards, frameworks, and benchmarks
against which the security of critical infor-
mation and communications technologies
may be measured.

(d) PRODUCT CERTIFICATION.—ASs part of the
program established and administered under
subsection (a), the Authority, in consulta-
tion with the Secretary of Commerce, the
Secretary of Homeland Security, and other
experts from the Federal Government, aca-
demia, nongovernmental organizations, and
the private sector, shall—

(1) develop, and disseminate to accredited
certifying agents, guidelines to standardize
the presentation of certifications to commu-
nicate the level of security for critical infor-
mation and communications technologies;

(2) develop, or permit agents accredited
under subsection (b) to develop, certification
criteria for critical information and commu-
nications technologies based on identified se-
curity standards, frameworks, and bench-
marks, through the work conducted pursu-
ant to subsection (c¢);

(3) issue, or permit agents accredited under
subsection (b) to issue, certifications for
products and services that meet and comply
with security standards, frameworks, and
benchmarks the standards, frameworks, and
benchmarks identified under subsection (c);

(4) permit a manufacturer or distributor of
a critical information and communication
technology to display a certificate reflecting
the extent to which the covered product
meets the standards, frameworks, and bench-
marks identified under subsection (c);

(5) remove the certification of a critical in-
formation and communication technology as
a critical information and communication
technology certified under the program if
the manufacturer of the certified critical in-
formation and communication technology
falls out of conformity with the standards,
frameworks, and benchmarks identified
under subsection (c);

(6) work to enhance public awareness of
the Authority’s certificates and labeling, in-
cluding through public outreach, education,
research and development, and other means;
and
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(7) publicly display a list of certified crit-
ical information and communication tech-
nology, along with their respective certifi-
cation information.

(e) CERTIFICATIONS.—

(1) IN GENERAL.—Certifications issued
under the program established and adminis-
tered under subsection (a) shall remain valid
for one year from the date of issuance.

(2) CLASSES OF CERTIFICATION.—In identi-
fying and harmonizing the standards, frame-
works, and benchmarks under subsection (c),
the Authority shall designate at least three
classes of certifications, including—

(A) for products and services that product
manufacturers and service providers of crit-
ical information and communications attest
meet the criteria for certification under the
program established and administered under
subsection (a), attestation-based certifi-
cation;

(B) for products that have undergone a se-
curity evaluation and testing process by a
qualifying third party, accreditation-based
certification; and

(C) for products that have undergone a se-
curity evaluation and testing process by a
qualifying third party, test-based certifi-
cation.

(f) PRODUCT LABELING.—The Authority, in
consultation with the Secretary of Com-
merce, the Secretary of Homeland Security,
and other experts from the Federal Govern-
ment, academia, nongovernmental organiza-
tions, and the private sector, shall—

(1) collaborate with the private sector to
standardize language and define a labeling
schema to provide transparent information
on the security characteristics and con-
stituent components of a software or hard-
ware product that includes critical informa-
tion and communication technology; and

(2) establish a mechanism by which prod-
uct developers can provide this information
for both product labeling and public posting.

(g) ENFORCEMENT.—

(1) PROHIBITION.—It shall be unlawful for a
person—

(A) to falsely attested to, or falsify an
audit or test for, a security standard, frame-
work, or benchmark for certification;

(B) to intentionally mislabel a product; or

(C) to failed to maintain a security stand-
ard, framework, or benchmark to which the
person has attested for a security standard,
framework, or benchmark for certification.

(2) ENFORCEMENT BY FEDERAL TRADE COM-
MISSION.—

(A) UNFAIR OR DECEPTIVE ACTS OR PRAC-
TICES.—A violation of paragraph (1) shall be
treated as an unfair and deceptive act or
practice in violation of a regulation under
section 18(a)(1)(B) of the Federal Trade Com-
mission Act (15 U.S.C. 57a(a)(1)(B)) regarding
unfair or deceptive acts or practices.

(B) POWERS OF COMMISSION.—

(i) IN GENERAL.—The Federal Trade Com-
mission shall enforce this subsection in the
same manner, by the same means, and with
the same jurisdiction, powers, and duties as
though all applicable terms and provisions of
the Federal Trade Commission Act (156 U.S.C.
41 et seq.) were incorporated into and made
a part of this subsection.

(ii) PRIVILEGES AND IMMUNITIES.—ANy per-
son who violates this subsection shall be sub-
ject to the penalties and entitled to the
privileges and immunities provided in the
Federal Trade Commission Act (15 U.S.C. 41
et seq.).

SEC. 03. SELECTION OF THE AUTHORITY.

(a) SELECTION.—The Secretary of Com-
merce, in coordination with the Secretary of
Homeland Security, shall issue a notice of
funding opportunity and select, on a com-
petitive basis, a nonprofit, nongovernmental
organization to serve as the National Cyber-
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security Certification and Labeling Author-
ity (in this section referred to as the ‘“Au-
thority’’) for period of five years.

(b) ELIGIBILITY FOR SELECTION.—The Sec-
retary of Commerce may only select an orga-
nization to serve as the Authority if such or-
ganization—

(1) is a nongovernmental,
that is—

(A) exempt from taxation under section
501(a) of the Internal Revenue Code of 1986;
and

(B) described in sections 501(c)(3) and
170(b)(1)(A)(vi) of that Code;

(2) has a demonstrable track record of
work on cybersecurity and information secu-
rity standards, frameworks, and bench-
marks; and

(3) possesses requisite staffing and exper-
tise, with demonstrable prior experience in
technology security or safety standards,
frameworks, and benchmarks, as well as cer-
tification.

(c) APPLICATION.—The Secretary shall es-
tablish a process by which a nonprofit, non-
governmental organization that seeks to be
selected as the Authority may apply for con-
sideration.

(d) PROGRAM EVALUATION.—Not later than
the date that is four years after the initial
selection pursuant subsection (a), and every
four years thereafter, the Secretary of Com-
merce, in consultation with the Secretary of
Homeland Security, shall—

(1) assess the effectiveness of the labels and
certificates produced by the Authority, in-
cluding—

(A) assessing the costs to businesses that
manufacture critical information and com-
munication technologies participating in the
Authority’s program;

(B) evaluating the level of participation in
the Authority’s program by businesses that
manufacture critical information and com-
munication technologies; and

(C) assessing the level of public awareness
and consumer awareness of the labels under
the Authority’s program;

(2) audit the impartiality and fairness of
the activities of the Authority;

(3) issue a public report on the assessment
most recently carried out under paragraph
(1) and the audit most recently carried out
under paragraph (2); and

(4) brief Congress on the findings of the
Secretary of Commerce with respect to the
most recent assessment under paragraph (1)
and the most recent audit under paragraph
(2).
(e) RENEWAL.—After the initial selection
pursuant to subsection (a), the Secretary of
Commerce, in consultation with the Sec-
retary of Homeland Security, shall, every
five years—

(1) accept applications from nonprofit,
nongovernmental organizations seeking se-
lection as the Authority; and

(2) following competitive consideration of
all applications—

(A) renew the selection of the existing Au-
thority; or

(B) select another applicant organization
to serve as the Authority.

SEC. 04. AUTHORIZATION OF APPROPRIATIONS.

There is authorized to be appropriated
such sums as may be necessary to carry out
this subtitle. Such funds shall remain avail-
able until expended.

SA 2215. Mr. KING (for himself and
Mr. SASSE) submitted an amendment
intended to be proposed by him to the
bill S. 4049, to authorize appropriations
for fiscal year 2021 for military activi-
ties of the Department of Defense, for
military construction, and for defense
activities of the Department of Energy,

not-for-profit
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to prescribe military personnel
strengths for such fiscal year, and for
other purposes; which was ordered to
lie on the table; as follows:

At the appropriate place, insert the fol-
lowing:

SEC. . CISA DIRECTOR.

Subchapter II of chapter 53 of title 5,
United States Code, is amended—

(1) in section 5313, by inserting after the
item relating to ‘‘Administrator of the
Transportation Security Administration”
the following:

“Director, Cybersecurity and Infrastructure
Security Agency.”’; and

(2) in section 5314, by striking the item re-
lating to ‘‘Director, Cybersecurity and Infra-
structure Security Agency.”’.

SEC. . AGENCY REVIEW.

(a) REQUIREMENT OF COMPREHENSIVE RE-
VIEW.—In order to strengthen the Cybersecu-
rity and Infrastructure Security Agency, the
Secretary of Homeland Security shall con-
duct a comprehensive review of the ability of
the Cybersecurity and Infrastructure Secu-
rity Agency to fulfill—

(1) the missions of the Cybersecurity and
Infrastructure Security Agency; and

(2) the recommendations detailed in the re-
port issued by the Cyberspace Solarium
Commission under section 1652(k) of the
John S. McCain National Defense Authoriza-
tion Act for Fiscal Year 2019 (Public Law
115-232).

(b) ELEMENTS OF REVIEW.—The review con-
ducted under subsection (a) shall include the
following elements:

(1) An assessment of how additional budget
resources could be used by the Cybersecurity
and Infrastructure Security Agency for
projects and programs that—

(A) support the national risk management
mission;

(B) support public and private-sector cy-
bersecurity;

(C) promote public-private integration; and

(D) provide situational awareness of cyber-
security threats.

(2) A comprehensive force structure assess-
ment of the Cybersecurity and Infrastruc-
ture Security Agency including—

(A) a determination of the appropriate size
and composition of personnel to accomplish
the mission of the Cybersecurity and Infra-
structure Security Agency, as well as the
recommendations detailed in the report
issued by the Cyberspace Solarium Commis-
sion under section 16562(k) of the John S.
McCain National Defense Authorization Act
for Fiscal Year 2019 (Public Law 115-232);

(B) an assessment of whether existing per-
sonnel are appropriately matched to the
prioritization of threats in the cyber domain
and risks in critical infrastructure;

(C) an assessment of whether the Cyberse-
curity and Infrastructure Security Agency
has the appropriate personnel and resources
to—

(i) perform risk assessments, threat hunt-
ing, incident response to support both pri-
vate and public cybersecurity;

(ii) carry out the responsibilities of the Cy-
bersecurity and Infrastructure Security
Agency related to the security of Federal in-
formation and Federal information systems;
and

(iii) carry out the critical infrastructure
responsibilities of the Cybersecurity and In-
frastructure Security Agency, including na-
tional risk management; and

(D) an assessment of whether current
structure, personnel, and resources of re-
gional field offices are sufficient in fulfilling
agency responsibilities and mission require-
ments.

(c) SUBMISSION OF REVIEW.—Not later than
1 year after the date of the enactment of this
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Act, the Secretary of Homeland Security

shall submit a report to Congress detailing

the results of the assessments required under

subsection (b), including recommendations

to address any identified gaps.

SEC. . GENERAL SERVICES ADMINISTRATION
REVIEW.

(a) REVIEW.—The Administrator of the
General Services Administration shall—

(1) conduct a review of current Cybersecu-
rity and Infrastructure Security Agency fa-
cilities and assess the suitability of such fa-
cilities to fully support current and pro-
jected mission requirements nationally and
regionally; and

(2) make recommendations regarding re-
sources needed to procure or build a new fa-
cility or augment existing facilities to en-
sure sufficient size and accommodations to
fully support current and projected mission
requirements, including the integration of
personnel from the private sector and other
departments and agencies.

(b) SUBMISSION OF REVIEW.—Not later than
1 year after the date of the enactment of this
Act, the Administrator of the General Serv-
ices Administration shall submit the review
required under subsection (a) to—

(1) the President;

(2) the Secretary of Homeland Security;
and

(3) to the Committee on Homeland Secu-
rity and Governmental Affairs of the Senate
and the Committee on Homeland Security of
the House of Representatives.

SA 2216. Ms. HIRONO submitted an
amendment intended to be proposed by
her to the bill S. 4049, to authorize ap-
propriations for fiscal year 2021 for
military activities of the Department
of Defense, for military construction,
and for defense activities of the De-
partment of Energy, to prescribe mili-
tary personnel strengths for such fiscal
year, and for other purposes; which was
ordered to lie on the table; as follows:

At the end of subtitle E of title XII, add
the following:

SEC. 1262. SENSE OF SENATE ON SECURITY CO-
OPERATION WITH JAPAN AND AUS-
TRALIA.

It is the sense of the Senate that it should
be the policy of the United States to con-
tinue to develop security cooperation efforts
with the Government of Japan and the Gov-
ernment of Australia and strengthen mili-
tary engagement in the Indo-Pacific region
by—

(1) developing a regular trilateral exercise
for amphibious operations among the United
States, Japan, and Australia;

(2) conducting frequent submarine and
anti-submarine warfare exercises;

(3) taking advantage of opportunities to
build trilateral humanitarian assistance and
disaster response operational expertise;

(4) cooperating on development of next-
generation platforms;

(5) exploring opportunities to share, de-
velop, and leverage logistics and distribution
capabilities throughout the Indo-Pacific re-
gion; and

(6) encouraging annual leader-level meet-
ings.

SA 2217. Mrs. FEINSTEIN (for her-
self, Mr. CORNYN, Mr. BLUMENTHAL, Ms.
ROSEN, Ms. HARRIS, and Mr. MARKEY)
submitted an amendment intended to
be proposed by her to the bill S. 4049, to
authorize appropriations for fiscal year
2021 for military activities of the De-
partment of Defense, for military con-
struction, and for defense activities of
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the Department of Energy, to prescribe
military personnel strengths for such
fiscal year, and for other purposes;
which was ordered to lie on the table;
as follows:

At the end of subtitle C of title VII, add
the following:

SEC. 752. STUDY ON THE INCIDENCE OF CANCER
DIAGNOSIS AND MORTALITY AMONG
MILITARY AVIATORS AND AVIATION
SUPPORT PERSONNEL.

(a) STUDY.—

(1) IN GENERAL.—The Secretary of Defense,
in conjunction with the National Institutes
of Health and the National Cancer Institute,
shall conduct a study on cancer among cov-
ered individuals in two phases as provided in
this subsection.

(2) PHASE 1.—

(A) IN GENERAL.—Under the initial phase of
the study conducted under paragraph (1), the
Secretary of Defense shall determine if there
is a higher incidence of cancers occurring for
covered individuals as compared to similar
age groups in the general population through
the use of the database of the Surveillance,
Epidemiology, and End Results program of
the National Cancer Institute.

(B) REPORT.—Not later than one year after
the date of the enactment of this Act, the
Secretary shall submit to the appropriate
committees of Congress a report on the find-
ings of the initial phase of the study under
subparagraph (A).

(3) PHASE 2.—

(A) IN GENERAL.—If, pursuant to the initial
phase of the study under paragraph (2), the
Secretary concludes that there is an in-
creased rate of cancers among covered indi-
viduals, the Secretary shall conduct a second
phase of the study under which the Sec-
retary shall do the following:

(i) Identify the carcinogenic toxins or haz-
ardous materials associated with military
flight operations from shipboard or land
bases or facilities, such as fuels, fumes, and
other liquids.

(ii) Identify the operating environments,
including frequencies or electromagnetic
fields, where exposure to ionizing radiation
(associated with high altitude flight) and
nonionizing radiation (associated with air-
borne, ground, and shipboard radars) oc-
curred in which covered individuals could
have received increased radiation amounts.

(iii) Identify, for each covered individual,
duty stations, dates of service, aircraft
flown, and additional duties (including Land-
ing Safety Officer, Catapult and Arresting
Gear Officer, Air Liaison Officer, Tactical
Air Control Party, or personnel associated
with aircraft maintenance, supply, logistics,
fuels, or transportation) that could have in-
creased the risk of cancer for such covered
individual.

(iv) Determine locations where a covered
individual served or additional duties of a
covered individual that are associated with
higher incidences of cancers.

(v) Identify potential exposures due to
service in the Armed Forces that are not re-
lated to aviation, such as exposure to burn
pits or toxins in contaminated water, embed-
ded in the soil, or inside bases or housing.

(vi) Determine the appropriate age to
begin screening covered individuals for can-
cer based on race, gender, flying hours, pe-
riod of service as aviation support personnel,
Armed Force, type of aircraft, and mission.

(B) DATA.—The Secretary shall format all
data included in the study conducted under
this paragraph in accordance with the Sur-
veillance, Epidemiology, and End Results
program of the National Cancer Institute, in-
cluding by disaggregating such data by race,
gender, and age.
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(C) REPORT.—Not later than one year after
the submittal of the report under paragraph
(2)(B), if the Secretary conducts the second
phase of the study under this paragraph, the
Secretary shall submit to the appropriate
committees of Congress a report on the find-
ings of the study conducted under this para-
graph.

(4) USE OF DATA FROM PREVIOUS STUDIES.—
In conducting the study under this sub-
section, the Secretary of Defense shall incor-
porate data from previous studies conducted
by the Air Force, the Navy, or the Marine
Corps that are relevant to the study under
this subsection, including data from the
comprehensive study conducted by the Air
Force identifying each covered individual
and documenting the cancers, dates of diag-
noses, and mortality of each covered indi-
vidual.

(b) DEFINITIONS.—In this section:

(1) APPROPRIATE COMMITTEE OF CONGRESS.—
The term ‘‘appropriate committees of Con-
gress’ means—

(A) the Committee on Armed Services and
the Committee on Veterans’ Affairs of the
Senate; and

(B) the Committee on Armed Services and
the Committee on Veterans’ Affairs of the
House of Representatives.

(2) ARMED FORCES.—The
Forces”—

(A) has the meaning given the term
“‘armed forces’ in section 101 of title 10,
United States Code; and

(B) includes the reserve components named
in section 10101 of such title.

(3) COVERED INDIVIDUAL.—The term ‘‘cov-
ered individual’—

(A) means an aviator or aviation support
personnel who—

(i) served in the Armed Forces on or after
February 28, 1961; and

(ii) receives benefits under chapter 55 of
title 10, United States Code; and

(B) includes any air crew member of fixed-
wing aircraft and personnel supporting gen-
eration of the aircraft, including pilots,
navigators, weapons systems operators, air-
craft system operators, personnel associated
with aircraft maintenance, supply, logistics,
fuels, or transportation, and any other crew
member who regularly flies in an aircraft or
is required to complete the mission of the
aircraft.

SA 2218. Mr. TESTER (for himself,
Mr. YouNG, and Mr. MURPHY) sub-
mitted an amendment intended to be
proposed by him to the bill S. 4049, to
authorize appropriations for fiscal year
2021 for military activities of the De-
partment of Defense, for military con-
struction, and for defense activities of
the Department of Energy, to prescribe
military personnel strengths for such
fiscal year, and for other purposes;
which was ordered to lie on the table;
as follows:

At the end of subtitle G of title X, add the
following:

SEC. . EXPANSION OF ELIGIBILITY FOR HUD-
VASH.

(a) HUD PROVISIONS.—Section 8(0)(19) of
the United States Housing Act of 1937 (42
U.S.C. 1437f(0)(19)) is amended by adding at
the end the following new subparagraph:

‘(D) VETERAN DEFINED.—In this paragraph,
the term ‘veteran’ has the meaning given
that term in section 2002(b) of title 38,
United States Code.”.

(b) VHA CASE MANAGERS.—Subsection (b)
of section 2003 of title 38, United States Code,
is amended—

(1) by inserting
retary’’; and

term ‘‘Armed

‘(1) before ‘““The Sec-
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(2) by adding at the end the following new
paragraph:

‘(2) In the case of vouchers provided under
the HUD-VASH program under section
8(0)(19) of such Act, for purposes of para-
graph (1), the term ‘veteran’ shall have the
meaning given such term in section 2002(b) of
this title.”.

(c) ANNUAL REPORTS ON HOMELESSNESS
SERVICES PROVIDED BY DEPARTMENT OF VET-
ERANS AFFAIRS.—

(1) IN GENERAL.—Not less frequently than
once each year, the Secretary of Veterans
Affairs shall submit to the Committee on
Veterans’ Affairs of the Senate and the Com-
mittee on Veterans’ Affairs of the House of
Representatives a report on the homeless-
ness services provided under programs of the
Department of Veterans Affairs, including
services under the HUD-VASH program
under section 8(0)(19) of the United States
Housing Act of 1937 (42 U.S.C. 1437f(0)(19)).

(2) INCLUDED INFORMATION.—Each such an-
nual report shall include, with respect to the
year preceding the submittal of the report, a
statement of the number of eligible individ-
uals who were furnished such homelessness
services and the number of individuals fur-
nished such services under each such pro-
gram, disaggregated by the number of men
who received such services and the number
of women who received such services, and
such other information as the Secretary con-
siders appropriate

SA 2219. Mr. WARNER (for himself,
Mr. BENNET, Ms. HARRIS, Mr. KING, Mr.
HEINRICH, Mr. WYDEN, and Ms. COLLINS)
submitted an amendment intended to
be proposed by him to the bill S. 4049,
to authorize appropriations for fiscal
yvear 2021 for military activities of the
Department of Defense, for military
construction, and for defense activities
of the Department of Energy, to pre-
scribe military personnel strengths for
such fiscal year, and for other pur-
poses; which was ordered to lie on the
table; as follows:

At the appropriate place in title X, insert
the following:

SEC. . DUTY TO REPORT COUNTERINTEL-
LIGENCE THREATS TO CAMPAIGNS.

(a) IN GENERAL.—Section 304 of the Federal
Election Campaign Act of 1971 (62 U.S.C.
30104) is amended by adding at the end the
following new subsection:

““(j) DISCLOSURE OF REPORTABLE FOREIGN
CONTACTS.—

‘(1) COMMITTEE OBLIGATION.—Not later
than 1 week after a reportable foreign con-
tact, each authorized committee of a can-
didate for President shall notify the Federal
Bureau of Investigation of the reportable for-
eign contact and provide a summary of the
circumstances with respect to such report-
able foreign contact.

“(2) INDIVIDUAL OBLIGATION.—Not later
than 1 week after a reportable foreign con-
tact—

‘“(A) each candidate for the office of Presi-
dent shall notify the treasurer or other des-
ignated official of the principal campaign
committee of such candidate of the report-
able foreign contact and provide a summary
of the circumstances with respect to such re-
portable foreign contact; and

‘“(B) each official, employee, or agent of an
authorized committee of a candidate for the
office of President shall notify the treasurer
or other designated official of the authorized
committee of the reportable foreign contact
and provide a summary of the circumstances
with respect to such reportable foreign con-
tact.

¢“(3) REPORTABLE FOREIGN CONTACT.—In this
subsection:
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““(A) IN GENERAL.—The term ‘reportable
foreign contact’ means any direct or indirect
contact or communication that—

‘(i) is between—

“(I) a candidate for the office of President,
an authorized committee of such a can-
didate, or any official, employee, or agent of
such authorized committee; and

“(IT) an individual that the person de-
scribed in subclause (I) knows, has reason to
know, or reasonably believes is a covered for-
eign national; and

‘“(ii) the person described in clause (i)(I)
knows, has reason to know, or reasonably be-
lieves involves—

“(I) a contribution, donation, expenditure,
disbursement, or solicitation described in
section 319; or

‘“(IT) coordination or collaboration with an
offer or provision of information or services
to or from, or persistent and repeated con-
tact with a covered foreign national in con-
nection with an election.

‘(B) EXCEPTION.—Such term shall not in-
clude any contact or communication with a
covered foreign national by an elected offi-
cial or an employee of an elected official
solely in an official capacity as such an offi-
cial or employee.

¢(C) COVERED FOREIGN NATIONAL DEFINED.—

‘(i) IN GENERAL.—In this paragraph, the
term ‘covered foreign national’ means—

““(I) a foreign principal (as defined in sec-
tion 1(b) of the Foreign Agents Registration
Act of 1938 (22 U.S.C. 611(b)) that is a govern-
ment of a foreign country or a foreign polit-
ical party;

“(IT) any person who acts as an agent, rep-
resentative, employee, or servant, or any
person who acts in any other capacity at the
order, request, or under the direction or con-
trol, of a foreign principal described in sub-
clause (I) or of a person any of whose activi-
ties are directly or indirectly supervised, di-
rected, controlled, financed, or subsidized in
whole or in major part by a foreign principal
described in subclause (I); or

‘(III) any person included in the list of spe-
cially designated nationals and blocked per-
sons maintained by the Office of Foreign As-
sets Control of the Department of the Treas-
ury pursuant to authorities relating to the
imposition of sanctions relating to the con-
duct of a foreign principal described in sub-
clause (I).

¢‘(ii) CLARIFICATION REGARDING APPLICATION
TO CITIZENS OF THE UNITED STATES.—In the
case of a citizen of the United States, sub-
clause (II) of clause (i) applies only to the ex-
tent that the person involved acts within the
scope of that person’s status as the agent of
a foreign principal described in subclause (I)
of clause (i).

‘(4) CLARIFICATION REGARDING VOLUN-
TEERS.—For purposes of paragraphs (2)(B)
and (3)(A)({1)(I), an unpaid volunteer shall not
be treated as an official, employee, or agent
of an authorized committee unless such un-
paid volunteer has a significant supervisory
role or provides advice or input to the can-
didate or to senior officials of the authorized
committee.”.

(b) FEDERAL CAMPAIGN FOREIGN CONTACT
REPORTING COMPLIANCE SYSTEM.—Section
302(e) of the Federal Election Campaign Act
of 1971 (52 U.S.C. 30102(e)) is amended by add-
ing at the end the following new paragraph:

‘(6) REPORTABLE FOREIGN CONTACTS COM-
PLIANCE POLICY.—

‘““(A) REPORTING.—Each authorized com-
mittee of a candidate for the office of Presi-
dent shall establish a policy that requires all
officials, employees, and agents of such com-
mittee to notify the treasurer or other ap-
propriate designated official of the com-
mittee of any reportable foreign contact (as
defined in section 304(j)) not later than 1
week after such contact was made.
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‘“(B) RETENTION AND PRESERVATION OF
RECORDS.—Each authorized committee of a
candidate for the office of President shall es-
tablish a policy that provides for the reten-
tion and preservation of records and infor-
mation related to reportable foreign con-
tacts (as so defined) for a period of not less
than 3 years.

‘‘(C) CERTIFICATION.—Upon designation of a
political committee as an authorized com-
mittee by a candidate for the office of Presi-
dent, and with each report filed by such com-
mittee under section 304(a), the candidate
shall certify that—

‘(i) the committee has in place policies
that meet the requirements of subparagraphs
(A) and (B);

‘“(ii) the committee has designated an offi-
cial to monitor compliance with such poli-
cies; and

‘“(iii) not later than 1 week after the begin-
ning of any formal or informal affiliation
with the committee, all officials, employees,
and agents of such committee will—

“(I) receive notice of such policies;

““(IT) be informed of the prohibitions under
section 319; and

“(IIT) sign a certification affirming their
understanding of such policies and prohibi-
tions.”.

(c) CRIMINAL PENALTIES.—Section 309(d)(1)
of the Federal Election Campaign Act of 1971
(52 U.S.C. 30109(d)(1)) is amended by adding
at the end the following new subparagraphs:

‘“(BE) Any person who knowingly and will-
fully commits a violation of section 304(j) or
section 302(e)(6) shall be fined under title 18,
United States Code, imprisoned for not more
than 3 years, or both.

‘“(F) Any person who knowingly and will-
fully conceals or destroys any materials re-
lating to a reportable foreign contact (as de-
fined in section 304(j)) shall be fined under
title 18, United States Code, imprisoned for
not more than 3 years, or both.”.

(d) RULE OF CONSTRUCTION.—Nothing in
this section or the amendments made by this
section shall be construed—

(1) to impede legitimate journalistic ac-
tivities; or

(2) to impose any additional limitation on
the right of any individual who is not a cit-
izen of the United States or a national of the
United States (as defined in section 101(a)(22)
of the Immigration and Nationality Act) and
who is not lawfully admitted for permanent
residence, as defined by section 101(a)(20) of
the Immigration and Nationality Act (8
U.S.C. 1101(a)(20)) to express political views
or to participate in public discourse.

SA 2220. Mr. HEINRICH (for himself
and Mr. BARRASSO) submitted an
amendment intended to be proposed by
him to the bill S. 4049, to authorize ap-
propriations for fiscal year 2021 for
military activities of the Department
of Defense, for military construction,
and for defense activities of the De-
partment of Energy, to prescribe mili-
tary personnel strengths for such fiscal
year, and for other purposes; which was
ordered to lie on the table; as follows:

At the end of subtitle F of title XXXI, add
the following:

SEC. 3168. SENSE OF THE SENATE ON EXTENSION
OF LIMITATIONS ON IMPORTATION
OF URANIUM FROM RUSSIAN FED-
ERATION.

It is the sense of the Senate that—

(1) a secure nuclear fuel supply chain is es-
sential to the economic and national secu-
rity of the United States;

(2) the United States should—

(A) expeditiously complete negotiation of
an extension of the Agreement Suspending
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the Antidumping Investigation on Uranium
from the Russian Federation (commonly re-
ferred to as the ‘“‘Russian Suspension Agree-
ment’’); or

(B) if an agreement to extend the Russian
Suspension Agreement cannot be reached,
complete the antidumping investigation
under title VII of the Tariff Act of 1930 (19
U.S.C. 1671 et seq.) with respect to imports of
uranium from the Russian Federation—

(i) to avoid unfair trade in uranium and
maintain a nuclear fuel supply chain in the
United States, consistent with the national
security and nonproliferation goals of the
United States; and

(ii) to protect the United States nuclear
fuel supply chain from the continued manip-
ulation of the global and United States ura-
nium markets by the Russian Federation
and Russian-influenced competitors;

(3) a renegotiated, long-term extension of
the Russian Suspension Agreement can pre-
vent adversaries of the United States from
monopolizing the nuclear fuel supply chain;

(4) as was done in 2008, upon completion of
a new negotiated long-term extension of the
Russian Suspension Agreement, Congress
should enact legislation to codify the terms
of extension into law to ensure long-term
stability for the domestic nuclear fuel supply
chain; and

(b) if the negotiations to extend the Rus-
sian Suspension Agreement prove unsuccess-
ful, Congress should be prepared to enact leg-
islation to prevent the manipulation by the
Russian Federation of global uranium mar-
kets and potential domination by the Rus-
sian Federation of the United States ura-
nium market.

SA 2221. Mr. HEINRICH submitted an
amendment intended to be proposed by
him to the bill S. 4049, to authorize ap-
propriations for fiscal year 2021 for
military activities of the Department
of Defense, for military construction,
and for defense activities of the De-
partment of Energy, to prescribe mili-
tary personnel strengths for such fiscal
year, and for other purposes; which was
ordered to lie on the table; as follows:

At the appropriate place in title XVI, in-
sert the following:

SEC. . REPORT ON ESTABLISHING AN ELE-
MENT OF THE INTELLIGENCE COM-
MUNITY WITHIN THE UNITED
STATES SPACE FORCE.

(a) IN GENERAL.—Not later than one year
after the date of the enactment of this Act,
the Director of National Intelligence and the
Under Secretary of Defense for Intelligence
and Security, in coordination with the Sec-
retary of the Air Force and the Chief of
Space Operations, shall submit to the appro-
priate committees of Congress a report on
the potential for establishing an element of
the intelligence community and a national
intelligence center within the United States
Space Force.

(b) DEFINITION OF APPROPRIATE COMMIT-
TEES OF CONGRESS.—For purposes of this sec-
tion, the term ‘‘appropriate committees of
Congress’” means—

(1) the Committee on Armed Services, the
Select Committee on Intelligence, and the
Committee on Appropriations of the Senate;
and

(2) the Committee on Armed Services, the
Permanent Select Committee on Intel-
ligence, and the Committee on Appropria-
tions of the House of Representatives.

SA 2222, Mr. HEINRICH submitted an
amendment intended to be proposed by
him to the bill S. 4049, to authorize ap-
propriations for fiscal year 2021 for
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military activities of the Department
of Defense, for military construction,
and for defense activities of the De-
partment of Energy, to prescribe mili-
tary personnel strengths for such fiscal
year, and for other purposes; which was
ordered to lie on the table; as follows:

On page 1083, line 23, insert after ‘‘safety”’
the following: ‘‘that are agreed to by the
Board and the Secretary of Energy’’.

SA 2223. Mr. HEINRICH submitted an
amendment intended to be proposed by
him to the bill S. 4049, to authorize ap-
propriations for fiscal year 2021 for
military activities of the Department
of Defense, for military construction,
and for defense activities of the De-
partment of Energy, to prescribe mili-
tary personnel strengths for such fiscal
year, and for other purposes; which was
ordered to lie on the table; as follows:

Strike section 3203.

SA 2224. Mr. JOHNSON submitted an
amendment intended to be proposed by
him to the bill S. 4049, to authorize ap-
propriations for fiscal year 2021 for
military activities of the Department
of Defense, for military construction,
and for defense activities of the De-
partment of Energy, to prescribe mili-
tary personnel strengths for such fiscal
year, and for other purposes; which was
ordered to lie on the table; as follows:

At the appropriate place, insert the fol-
lowing:
SEC.

FEDERAL CLEARINGHOUSE ON
SCHOOL SAFETY BEST PRACTICES.

(a) SHORT TITLE.—This section may be
cited as the ‘“‘Luke and Alex School Safety
Act of 2020”.

(b) CLEARINGHOUSE.—Subtitle A of title
XXII of the Homeland Security Act of 2002 (6
U.S.C. 651 et seq.) is amended by inserting
after section 2214 the following:

“SEC. 2215. FEDERAL CLEARINGHOUSE ON
SCHOOL SAFETY BEST PRACTICES.

‘‘(a) ESTABLISHMENT.—

‘(1) IN GENERAL.—The Secretary, in coordi-
nation with the Secretary of Education, the
Attorney General, and the Secretary of
Health and Human Services, shall establish a
Federal Clearinghouse on School Safety Best
Practices (in this section referred to as the
‘Clearinghouse’) within the Department.

‘“(2) PURPOSE.—The Clearinghouse shall be
the primary resource of the Federal Govern-
ment to identify and publish online through
SchoolSafety.gov, or any successor website,
the best practices and recommendations for
school safety for use by State and local edu-
cational agencies, institutions of higher edu-
cation, State and local law enforcement
agencies, health professionals, and the gen-
eral public.

*“(3) PERSONNEL.—

““(A)  ASSIGNMENTS.—The Clearinghouse
shall be assigned such personnel and re-
sources as the Secretary considers appro-
priate to carry out this section.

‘“(B) DETAILEES.—The Secretary of Edu-
cation, the Attorney General, and the Sec-
retary of Health and Human Services may
detail personnel to the Clearinghouse.

‘“(4) EXEMPTIONS.—

‘“(A) PAPERWORK REDUCTION ACT.—Chapter
35 of title 44, United States Code (commonly
known as the ‘Paperwork Reduction Act’)
shall not apply to any rulemaking or infor-
mation collection required under this sec-
tion.

‘(B) FEDERAL ADVISORY COMMITTEE ACT.—
The Federal Advisory Committee Act (b
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U.S.C. App.) shall not apply for the purposes
of carrying out this section.

““(b) CLEARINGHOUSE CONTENTS.—

‘(1) CONSULTATION.—In identifying the best
practices and recommendations for the
Clearinghouse, the Secretary may consult
with appropriate Federal, State, local, Trib-
al, private sector, and nongovernmental or-
ganizations.

¢“(2) CRITERIA FOR BEST PRACTICES AND REC-
OMMENDATIONS.—The best practices and rec-
ommendations of the Clearinghouse shall, at
a minimum—

“‘(A) involve comprehensive school safety
measures, including threat prevention, pre-
paredness, protection, mitigation, incident
response, and recovery to improve the safety
posture of a school upon implementation;

‘(B) include any evidence or research ra-
tionale supporting the determination of the
Clearinghouse that the best practice or rec-
ommendation under subparagraph (A) has
been shown to have a significant effect on
improving the health, safety, and welfare of
persons in school settings, including—

‘(i) relevant research that is evidence-
based, as defined in section 8101 of the Ele-
mentary and Secondary Education Act of
1965 (20 U.S.C. 7801), supporting the best prac-
tice or recommendation;

‘‘(ii) findings and data from previous Fed-
eral or State commissions recommending
improvements to the safety posture of a
school; or

‘‘(iii) other supportive evidence or findings
relied upon by the Clearinghouse in deter-
mining best practices and recommendations
to improve the safety posture of a school
upon implementation; and

“(C) include information on Federal grant
programs for which implementation of each
best practice or recommendation is an eligi-
ble use for the program.

‘(3) PAST COMMISSION RECOMMENDATIONS.—
To the greatest extent practicable, the
Clearinghouse shall present, as appropriate,
Federal, State, local, Tribal, private sector,
and nongovernmental organization issued
best practices and recommendations and
identify any best practice or recommenda-
tion of the Clearinghouse that was pre-
viously issued by any such organization or
commission.

‘“(c) ASSISTANCE AND TRAINING.—The Sec-
retary may produce and publish materials on
the Clearinghouse to assist and train edu-
cational agencies and law enforcement agen-
cies on the implementation of the best prac-
tices and recommendations.

“(d) CONTINUOUS IMPROVEMENT.—The Sec-
retary shall—

‘(1) collect for the purpose of continuous
improvement of the Clearinghouse—

‘‘(A) Clearinghouse data analytics;

‘(B) user feedback on the implementation
of resources, best practices, and rec-
ommendations identified by the Clearing-
house; and

‘“(C) any evaluations conducted on imple-
mentation of the best practices and rec-
ommendations of the Clearinghouse; and

‘(2) in coordination with the Secretary of
Education, the Secretary of Health and
Human Services, and the Attorney General—

““(A) regularly assess and identify Clearing-
house best practices and recommendations
for which there are no resources available
through Federal Government programs for
implementation; and

‘(B) establish an external advisory board,
which shall be comprised of appropriate
State, local, Tribal, private sector, and non-
governmental organizations, including orga-
nizations representing parents of elementary
and secondary school students, to—

‘(i) provide feedback on the implementa-
tion of best practices and recommendations
of the Clearinghouse; and
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‘(i) propose additional recommendations
for best practices for inclusion in the Clear-
inghouse.

‘‘(e) PARENTAL ASSISTANCE.—The Clearing-
house shall produce materials to assist par-
ents and legal guardians of students with
identifying relevant Clearinghouse resources
related to supporting the implementation of
Clearinghouse best practices and rec-
ommendations.”.

(1) TECHNICAL AMENDMENTS.—The table of
contents in section 1(b) of the Homeland Se-
curity Act of 2002 (Public Law 107-296; 116
Stat. 2135) is amended by inserting after the
item relating to section 2214 the following:
‘“Sec. 2215. Federal Clearinghouse on School

Safety Best Practices.”.

(c) NOTIFICATION OF CLEARINGHOUSE.—

(1) NOTIFICATION BY THE SECRETARY OF EDU-
CATION.—The Secretary of Education shall
provide written notification of the publica-
tion of the Federal Clearinghouse on School
Safety Best Practices (referred to in this
subsection and subsection (d) as the ‘‘Clear-
inghouse’), as required to be established
under section 2215 of the Homeland Security
Act of 2002, as added by subsection (b), to—

(A) every State and local educational agen-
cy; and

(B) other Department of Education part-
ners in the implementation of the best prac-
tices and recommendations of the Clearing-
house, as determined appropriate by the Sec-
retary of Education.

(2) NOTIFICATION BY THE SECRETARY OF
HOMELAND SECURITY.—The Secretary of
Homeland Security shall provide written no-
tification of the publication of the Clearing-
house, as required to be established under
section 2215 of the Homeland Security Act of
2002, as added by subsection (b), to—

(A) every State homeland security advisor;

(B) every State department of homeland
security; and

(C) other Department of Homeland Secu-
rity partners in the implementation of the
best practices and recommendations of the
Clearinghouse, as determined appropriate by
the Secretary of Homeland Security.

(3) NOTIFICATION BY THE SECRETARY OF
HEALTH AND HUMAN SERVICES.—The Secretary
of Health and Human Services shall provide
written notification of the publication of the
Clearinghouse, as required to be established
under section 2215 of the Homeland Security
Act of 2002, as added by subsection (b), to—

(A) every State department of public
health; and

(B) other Department of Health and
Human Services partners in the implementa-
tion of the best practices and recommenda-
tions of the Clearinghouse, as determined ap-
propriate by the Secretary of Health and
Human Services.

(4) NOTIFICATION BY THE ATTORNEY GEN-
ERAL.—The Attorney General shall provide
written notification of the publication of the
Clearinghouse, as required to be established
under section 2215 of the Homeland Security
Act of 2002, as added by subsection (b), to—

(A) every State department of justice; and

(B) other Department of Justice partners
in the implementation of the best practices
and recommendations of the Clearinghouse,
as determined appropriate by the Attorney
General.

(d) GRANT PROGRAM REVIEW.—

(1) FEDERAL GRANTS AND RESOURCES.—The
Secretary of Education, the Secretary of
Homeland Security, the Secretary of Health
and Human Services, and the Attorney Gen-
eral shall each—

(A) review grant programs administered by
their respective agency and identify any
grant program that may be used to imple-
ment best practices and recommendations of
the Clearinghouse;
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(B) identify any best practices and rec-
ommendations of the Clearinghouse for
which there is not a Federal grant program
that may be used for the purposes of imple-
menting the best practice or recommenda-
tion as applicable to the agency; and

(C) periodically report any findings under
subparagraph (B) to the appropriate commit-
tees of Congress.

(2) STATE GRANTS AND RESOURCES.—The
Clearinghouse shall, to the extent prac-
ticable, identify, for each State—

(A) each agency responsible for school safe-
ty in the State, or any State that does not
have such an agency designated;

(B) any grant program that may be used
for the purposes of implementing best prac-
tices and recommendations of the Clearing-
house; and

(C) any resources other than grant pro-
grams that may be used to assist in imple-
mentation of best practices and rec-
ommendations of the Clearinghouse.

(e) RULES OF CONSTRUCTION.—

(1) WAIVER OF REQUIREMENTS.—Nothing in
this section or the amendments made by this
section shall be construed to create, satisfy,
or waive any requirement under—

(A) title II or III of the Americans With
Disabilities Act of 1990 (42 U.S.C. 12131 et
seq., 12181 et seq.);

(B) the Rehabilitation Act of 1973 (29 U.S.C.
701 et seq.);

(C) title IV or VI of the Civil Rights Act of
1964 (42 U.S.C. 2000c et seq., 2000d et seq.);

(D) title IX of the Education Amendments
of 1972 (20 U.S.C. 1681 et seq.);

(E) the Age Discrimination Act of 1975 (42
U.S.C. 6101 et seq.); or

(F) the Equal Educational Opportunities
Act of 1974 (20 U.S.C. 1701 et seq.).

(2) PROHIBITION ON FEDERALLY DEVELOPED,
MANDATED, OR ENDORSED CURRICULUM.—Noth-
ing in this section or the amendments made
by this section shall be construed to author-
ize any officer or employee of the Federal
Government to engage in an activity other-
wise prohibited under section 103(b) of the
Department of Education Organization Act
(20 U.S.C. 3403(b)).

SA 2225. Mr. RUBIO (for himself, Mr.
WARNER, Mr. BURR, Mr. CORNYN, Mr.
BENNET, Mr. SASSE, and Mr. COTTON)
submitted an amendment intended to
be proposed by him to the bill S. 4049,
to authorize appropriations for fiscal
year 2021 for military activities of the
Department of Defense, for military
construction, and for defense activities
of the Department of Energy, to pre-
scribe military personnel strengths for
such fiscal year, and for other pur-
poses; which was ordered to lie on the
table; as follows:

At the end of title X, add the following:
Subtitle H—Wireless Supply Chain
Innovation and Multilateral Security

SEC. 1091. DEFINITIONS.

In this subtitle:

(1) 3GPP.—The term ‘3GPP’’ means the
Third Generation Partnership Project.

(2) 5G NETWORK.—The term ‘‘6G network”
means a radio network as described by 3GPP
Release 15 or higher.

(3) COMMISSION.—The term ‘‘Commission”
means the Federal Communications Com-
mission.

(4) NTIA ADMINISTRATOR.—The term ‘‘NTTA
Administrator” means the Assistant Sec-
retary of Commerce for Communications and
Information.

(6) OPEN-RAN.—The term ‘‘Open-RAN”’
means the Open Radio Access Network ap-
proach to standardization adopted by the O-
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RAN Alliance, Telecom Infra Project, or
3GPP, or any similar set of open standards
for multi-vendor network equipment inter-
operability.

(6) RELEVANT COMMITTEES OF CONGRESS.—
The term ‘‘relevant committees of Congress”
means—

(A) the Select Committee on Intelligence
of the Senate;

(B) the Committee on Foreign Relations of
the Senate;

(C) the Committee on Homeland Security
and Governmental Affairs of the Senate;

(D) the Committee on Armed Services of
the Senate;

(E) the Committee on Commerce, Science,
and Transportation of the Senate;

(F) the Committee on Appropriations of
the Senate;

(G) the Permanent Select Committee on
Intelligence of the House of Representatives;

(H) the Committee on Foreign Affairs of
the House of Representatives;

(I) the Committee on Homeland Security
of the House of Representatives;

(J) the Committee on Armed Services of
the House of Representatives;

(K) the Committee on Energy and Com-
merce of the House of Representatives; and

(L) the Committee on Appropriations of
the House of Representatives.

SEC. 1092. COMMUNICATIONS TECHNOLOGY SE-
CURITY FUNDS.

(a) AUTHORIZATION OF APPROPRIATIONS.—

(1) IN GENERAL.—There are authorized to be
appropriated for fiscal years 2021 through
2031—

(A) $50,000,000 for the Public Wireless Sup-
ply Chain Innovation Fund established under
subsection (b) of this section; and

(B) $25,000,000 for the Multilateral Tele-
communications Security Fund established
under subsection (c) of this section.

(2) AVAILABILITY.—Amounts made avail-
able under paragraph (1) shall remain avail-
able through fiscal year 2031.

(b) PUBLIC WIRELESS SUPPLY CHAIN INNOVA-
TION FUND.—

(1) ESTABLISHMENT.—

(A) IN GENERAL.—There is established in
the Treasury of the United States a trust
fund to be known as the ‘‘Public Wireless
Supply Chain Innovation Fund” (referred to
in this subsection as the “‘R&D Fund’).

(B) AVAILABILITY.—

(i) IN GENERAL.—Amounts deposited in the
R&D Fund shall remain available through
the end of the tenth fiscal year beginning
after the date of enactment of this Act.

(i) REMAINDER TO TREASURY.—ANy
amounts remaining in the R&D Fund after
the end of the tenth fiscal year beginning
after the date of enactment of this Act shall
be deposited in the general fund of the Treas-
ury.

(2) USE OF FUND.—

(A) IN GENERAL.—Amounts appropriated to
the R&D Fund shall be available to the NTIA
Administrator to make grants under this
subsection in such amounts as the NTIA Ad-
ministrator determines appropriate, subject
to clause (ii) of this subparagraph.

(B) LIMITATION ON GRANT AMOUNTS.—The
amount of a grant awarded under this sub-
section to a recipient for a specific research
focus area may not exceed $50,000,000.

(3) ADMINISTRATION OF FUND.—The NTIA
Administrator, in consultation with the
Commission, the Director of the National In-
stitute of Standards and Technology, the
Secretary of Homeland Security, the Sec-
retary of Defense, and the Director of the In-
telligence Advanced Research Projects Ac-
tivity of the Office of the Director of Na-
tional Intelligence, shall establish criteria
for grants awarded under this subsection,
and administer the R&D Fund, to support re-
search and the commercial application of
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that research,
areas:

(A) Promoting the development of tech-
nology, including software, hardware, and
microprocessing technology, that will en-
hance competitiveness in the fifth-genera-
tion (commonly known as ‘5G’’) and suc-
cessor wireless technology supply chains.

(B) Accelerating development and deploy-
ment of open interface standards-based com-
patible, interoperable equipment, such as
equipment developed pursuant to the stand-
ards set forth by organizations such as the O-
RAN Alliance, the Telecom Infra Project,
3GPP, the Open-RAN Software Community,
or any successor organizations.

(C) Promoting compatibility of new 5G
equipment with future open standards-based,
interoperable equipment.

(D) Managing integration of multi-vendor
network environments.

(E) Objective criteria to define equipment
as compliant with open standards for multi-
vendor network equipment interoperability.

(F) Promoting development and inclusion
of security features enhancing the integrity
and availability of equipment in multi-ven-
dor networks.

(G) Promoting the application of network
function virtualization to facilitate multi-
vendor interoperability and a more diverse
vendor market.

(4) TIMING.—Not later than 1 year after the
date of enactment of this Act, the NTIA Ad-
ministrator shall begin awarding grants
under this subsection.

(6) FEDERAL ADVISORY BODY.—

(A) ESTABLISHMENT.—The NTIA Adminis-
trator shall establish a Federal advisory
committee, in accordance with the Federal
Advisory Committee Act (6 U.S.C. App.),
composed of government and private sector
experts, to advise the NTIA Administrator
on the administration of the R&D Fund.

(B) CoMPOSITION.—The advisory committee
established under subparagraph (A) shall be
composed of—

(i) representatives from—

(I) the Commission;

(IT) the Department of Defense;

(ITI) the Intelligence Advanced Research
Projects Activity of the Office of the Direc-
tor of National Intelligence;

(IV) the National Institute of Standards
and Technology;

(V) the Department of State;

(VI) the National Science Foundation; and

(VII) the Department of Homeland Secu-
rity; and

(ii) other representatives from the private
and public sectors, at the discretion of the
NTIA Administrator.

(C) DUTIES.—The advisory committee es-
tablished under subparagraph (A) shall ad-
vise the NTIA Administrator on technology
developments to help inform—

(i) the strategic direction of the R&D
Fund; and

(ii) efforts of the Federal Government to
promote a more secure, diverse, sustainable,
and competitive supply chain.

(6) REPORTS TO CONGRESS.—

(A) INITIAL REPORT.—Not later than 180
days after the date of enactment of this Act,
the NTIA Administrator shall submit to the
relevant committees of Congress a report
with—

(i) additional recommendations on pro-
moting the competitiveness and sustain-
ability of trusted suppliers in the wireless
supply chain; and

(ii) any additional authorities needed to fa-
cilitate the timely adoption of open stand-
ards-based equipment, including authority to
provide loans, loan guarantees, and other
forms of credit extension that would maxi-
mize the use of designated funds.
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(B) ANNUAL REPORT.—For each fiscal year
for which amounts in the R&D Fund are
available under this subsection, the NTIA
Administrator shall submit to Congress a re-
port that—

(i) describes how, and to whom, amounts in
the R&D Fund have been deployed;

(ii) details the progress of the NTIA Ad-
ministrator in meeting the objectives de-
scribed in paragraph (3); and

(iii) includes any additional information
that the NTIA Administrator determines ap-
propriate.

(¢) MULTILATERAL TELECOMMUNICATIONS
SECURITY FUND.—

(1) ESTABLISHMENT OF FUND.—

(A) IN GENERAL.—There is established in
the Treasury of the United States a trust
fund to be known as the ‘“Multilateral Tele-
communications Security Fund’.

(B) USE OF FUND.—Amounts appropriated
to the Multilateral Telecommunications Se-
curity Fund shall be available to the Sec-
retary of State to make expenditures under
this subsection in such amounts as the Sec-
retary of State determines appropriate.

(C) AVAILABILITY.—

(i) IN GENERAL.—Amounts deposited in the
Multilateral Telecommunications Security
Fund—

(I) shall remain available through the end
of the tenth fiscal year beginning after the
date of enactment of this Act; and

(IT) may only be allocated upon the Sec-
retary of State reaching an agreement with
foreign government partners to participate
in the common funding mechanism described
in paragraph (2).

(ii) REMAINDER TO TREASURY.—ANy
amounts remaining in the Multilateral Tele-
communications Security Fund after the end
of the tenth fiscal year beginning after the
date of enactment of this Act shall be depos-
ited in the general fund of the Treasury.

(2) ADMINISTRATION OF FUND.—The Sec-
retary of State, in consultation with the
NTIA Administrator, the Secretary of Home-
land Security, the Secretary of Defense, the
Secretary of the Treasury, the Director of
National Intelligence, and the Commission,
shall establish a common funding mecha-
nism, in coordination with foreign partners,
that uses amounts from the Multilateral
Telecommunications Security Fund to sup-
port the development and adoption of secure
and trusted telecommunications tech-
nologies.

(3) ANNUAL REPORT TO CONGRESS.—Not later
than 1 year after the date of enactment of
this Act, and annually thereafter for each
fiscal year during which amounts in the Mul-
tilateral Telecommunications Security Fund
are available, the Secretary of State shall
submit to the relevant committees of Con-
gress a report on the status and progress of
the funding mechanism established under
paragraph (2), including—

(A) any funding commitments from foreign
partners, including each specific amount
committed;

(B) governing criteria for use of the Multi-
lateral Telecommunications Security Fund;

(C) an account of—

(i) how, and to whom, funds have been de-
ployed;

(ii) amounts remaining in the Multilateral
Telecommunications Security Fund; and

(iii) the progress of the Secretary of State
in meeting the objective described in para-
graph (2); and

(D) additional authorities needed to en-
hance the effectiveness of the Multilateral
Telecommunications Security Fund in
achieving the security goals of the United
States.
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SEC. 1093. PROMOTING UNITED STATES LEADER-
SHIP IN INTERNATIONAL ORGANIZA-
TIONS AND COMMUNICATIONS
STANDARDS-SETTING BODIES.

(a) IN GENERAL.—The Secretary of State,
the Secretary of Commerce, and the Chair-
man of the Commission, or their designees,
shall consider how to enhance representation
of the United States at international forums
that set standards for 5G networks and for
future generations of wireless communica-
tions networks, including—

(1) the International Telecommunication
Union (commonly known as “ITU”);

(2) the International Organization for

Standardization (commonly known as
“IS0”):
(3) the Inter-American Telecommuni-

cations Commission (commonly known as
“CITEL”); and

(4) the voluntary standards organizations
that develop protocols for wireless devices
and other equipment, such as the 3GPP and
the Institute of Electrical and Electronics
Engineers (commonly known as “IEEE’).

(b) ANNUAL REPORT.—The Secretary of
State, the Secretary of Commerce, and the
Chairman of the Commission shall jointly
submit to the relevant committees of Con-
gress an annual report on the progress made
under subsection (a).

SA 2226. Mr. RUBIO (for himself and
Mr. WARNER) submitted an amendment
intended to be proposed by him to the
bill S. 4049, to authorize appropriations
for fiscal year 2021 for military activi-
ties of the Department of Defense, for
military construction, and for defense
activities of the Department of Energy,
to prescribe military personnel
strengths for such fiscal year, and for
other purposes; which was ordered to
lie on the table; as follows:

At the appropriate place, insert the fol-
lowing:

DIVISION  —INTELLIGENCE

AUTHORIZATIONS FOR FISCAL YEAR 2021

SEC. 1. SHORT TITLE; TABLE OF CONTENTS.

(a) SHORT TITLE.—This division may be
cited as the ‘“‘Intelligence Authorization Act
for Fiscal Year 2021”.

(b) TABLE OF CONTENTS.—The table of con-
tents for this division is as follows:

DIVISION  —INTELLIGENCE

AUTHORIZATIONS FOR FISCAL YEAR 2021

Sec. 1. Short title; table of contents.

Sec. 2. Definitions.

TITLE I—INTELLIGENCE ACTIVITIES
Sec. 101. Authorization of appropriations.
Sec. 102. Classified Schedule of Authoriza-

tions.

Sec. 103. Intelligence Community Manage-
ment Account.

TITLE II—-CENTRAL INTELLIGENCE
AGENCY RETIREMENT AND DIS-
ABILITY SYSTEM

Sec. 201. Authorization of appropriations.
TITLE III-INTELLIGENCE COMMUNITY

MATTERS
Subtitle A—General Intelligence Community
Matters

Sec. 301. Restriction on conduct of intel-
ligence activities.

Sec. 302. Increase in employee compensation
and benefits authorized by law.

Sec. 303. Clarification of authorities and re-
sponsibilities of National Man-
ager for National Security
Telecommunications and Infor-
mation Systems Security.

Sec. 304. Continuity of operations plans for
certain elements of the intel-
ligence community in the case
of a national emergency.
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Sec. 305. Application of Executive Schedule
level III to position of Director
of National Reconnaissance Of-
fice.

National Intelligence University.

Requiring facilitation of establish-
ment of Social Media Data and
Threat Analysis Center.

Data collection on attrition in in-
telligence community.

Limitation on delegation of respon-
sibility for program manage-
ment of information-sharing
environment.

Improvements to provisions relat-
ing to intelligence community
information technology envi-
ronment.

Requirements and authorities for
Director of the Central Intel-
ligence Agency to improve edu-
cation in science, technology,
engineering, arts, and mathe-
madtics.

Subtitle B—Reports and Assessments
Pertaining to Intelligence Community

Sec. 321. Assessment by the Comptroller
General of the United States on
efforts of the intelligence com-
munity and the Department of
Defense to identify and miti-
gate risks posed to the intel-
ligence community and the De-
partment by the use of direct-
to-consumer genetic testing by
the Government of the People’s
Republic of China.

Report on use by intelligence com-
munity of hiring flexibilities
and expedited human resources
practices to assure quality and
diversity in the workforce of
the intelligence community.

Report on signals intelligence pri-
orities and requirements.

Assessment of demand for student
loan repayment program ben-
efit.

Assessment of intelligence commu-
nity demand for child care.

Sec. 326. Open source intelligence strategies

and plans for the intelligence
community.

TITLE IV—SECURITY CLEARANCES AND
TRUSTED WORKFORCE

Sec. 401. Exclusivity, consistency, and
transparency in security clear-
ance procedures, and right to
appeal.

Sec. 402. Establishing process parity for se-
curity clearance revocations.

Sec. 403. Federal policy on sharing of derog-
atory information pertaining to
contractor employees in the
trusted workforce.

TITLE V—REPORTS AND OTHER
MATTERS

Subtitle A—Wireless Supply Chain
Innovation and Multilateral Security

Sec. 501. Definitions.

Sec. 502. Communications technology secu-
rity funds.

Sec. 503. Promoting United States Ileader-
ship in international organiza-
tions and communications
standards-setting bodies.

Subtitle B—Reports and Other Matters

Sec. 511. Report on attempts by foreign ad-
versaries to build telecommuni-
cations and cybersecurity
equipment and services for, or
to provide such equipment and
services to, certain allies of the
United States.

306.
307.

Sec.
Sec.

Sec. 308.

Sec. 309.

Sec. 310.

Sec. 311.

Sec. 322.

Sec. 323.

Sec. 324.

Sec. 325.
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Report on threats posed by use by
foreign governments and enti-
ties of commercially available
cyber intrusion and surveil-
lance technology.

Reports on recommendations of the
Cyberspace Solarium Commis-
sion.

Assessment of critical technology
trends relating to artificial in-
telligence, microchips, and
semiconductors and related
supply chains.

Combating Chinese influence oper-
ations in the United States and
strengthening civil liberties
protections.

Annual report on corrupt activities
of senior officials of the Chinese
Communist Party.

Report on corrupt activities of Rus-
sian and other Eastern Euro-
pean oligarchs.

Report on biosecurity risk and
disinformation by the Chinese
Communist Party and the Gov-
ernment of the People’s Repub-
lic of China.

Report on effect of lifting of United
Nations arms embargo on Is-
lamic Republic of Iran.

Report on Iranian activities relat-
ing to nuclear nonproliferation.

Sense of Congress on Third Option
Foundation.

SEC. 2. DEFINITIONS.

In this division:

(1) CONGRESSIONAL INTELLIGENCE COMMIT-
TEES.—The term ‘‘congressional intelligence
committees’” has the meaning given such
term in section 3 of the National Security
Act of 1947 (50 U.S.C. 3003).

(2) INTELLIGENCE COMMUNITY.—The term
“intelligence community” has the meaning
given such term in such section.

TITLE I—-INTELLIGENCE ACTIVITIES

SEC. 101. AUTHORIZATION OF APPROPRIATIONS.

Funds are hereby authorized to be appro-
priated for fiscal year 2021 for the conduct of
the intelligence and intelligence-related ac-
tivities of the following elements of the
United States Government:

(1) The Office of the Director of National
Intelligence.

(2) The Central Intelligence Agency.

(3) The Department of Defense.

(4) The Defense Intelligence Agency.

(5) The National Security Agency.

(6) The Department of the Army, the De-
partment of the Navy, and the Department
of the Air Force.

(7) The Coast Guard.

(8) The Department of State.

(9) The Department of the Treasury.

(10) The Department of Energy.

(11) The Department of Justice.

(12) The Federal Bureau of Investigation.

(13) The Drug Enforcement Administra-
tion.

(14) The National Reconnaissance Office.

(15) The National Geospatial-Intelligence
Agency.

(16) The Department of Homeland Secu-
rity.

SEC. 102. CLASSIFIED SCHEDULE OF AUTHORIZA-

TIONS.

(a) SPECIFICATIONS OF AMOUNTS.—The
amounts authorized to be appropriated under
section 101 for the conduct of the intel-
ligence activities of the elements listed in
paragraphs (1) through (16) of section 101, are
those specified in the classified Schedule of
Authorizations prepared to accompany this
division.

(b) AVAILABILITY OF CLASSIFIED SCHEDULE
OF AUTHORIZATIONS.—

(1) AVAILABILITY.—The classified Schedule
of Authorizations referred to in subsection

Sec. 512.

Sec. 513.

Sec. 514.

Sec. 515.

Sec. 516.

Sec. 517.

Sec. 518.

Sec. 519.

Sec. 520.

Sec. 521.
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(a) shall be made available to the Committee
on Appropriations of the Senate, the Com-
mittee on Appropriations of the House of
Representatives, and to the President.

(2) DISTRIBUTION BY THE PRESIDENT.—Sub-
ject to paragraph (3), the President shall pro-
vide for suitable distribution of the classified
Schedule of Authorizations referred to in
subsection (a), or of appropriate portions of
such Schedule, within the executive branch
of the Federal Government.

(3) LIMITS ON DISCLOSURE.—The President
shall not publicly disclose the -classified
Schedule of Authorizations or any portion of
such Schedule except—

(A) as provided in section 601(a) of the Im-
plementing Recommendations of the 9/11
Commission Act of 2007 (50 U.S.C. 3306(a));

(B) to the extent necessary to implement
the budget; or

(C) as otherwise required by law.

SEC. 103. INTELLIGENCE COMMUNITY MANAGE-
MENT ACCOUNT.

(a) AUTHORIZATION OF APPROPRIATIONS.—
There is authorized to be appropriated for
the Intelligence Community Management
Account of the Director of National Intel-
ligence for fiscal year 2021 the sum of
$731,200,000.

(b) CLASSIFIED AUTHORIZATION OF APPRO-
PRIATIONS.—In addition to amounts author-
ized to be appropriated for the Intelligence
Community Management Account by sub-
section (a), there are authorized to be appro-
priated for the Intelligence Community Man-
agement Account for fiscal year 2021 such ad-
ditional amounts as are specified in the clas-
sified Schedule of Authorizations referred to
in section 102(a).

TITLE II—CENTRAL INTELLIGENCE AGEN-
CY RETIREMENT AND DISABILITY SYS-
TEM

SEC. 201. AUTHORIZATION OF APPROPRIATIONS.
There is authorized to be appropriated for

the Central Intelligence Agency Retirement

and Disability Fund $514,000,000 for fiscal

year 2021.

TITLE III—-INTELLIGENCE COMMUNITY

MATTERS
Subtitle A—General Intelligence Community
Matters

SEC. 301. RESTRICTION ON CONDUCT OF INTEL-
LIGENCE ACTIVITIES.

The authorization of appropriations by
this division shall not be deemed to con-
stitute authority for the conduct of any in-
telligence activity which is not otherwise
authorized by the Constitution or the laws of
the United States.

SEC. 302. INCREASE IN EMPLOYEE COMPENSA-
TION AND BENEFITS AUTHORIZED
BY LAW.

Appropriations authorized by this division
for salary, pay, retirement, and other bene-
fits for Federal employees may be increased
by such additional or supplemental amounts
as may be necessary for increases in such
compensation or benefits authorized by law.
SEC. 303. CLARIFICATION OF AUTHORITIES AND

RESPONSIBILITIES OF NATIONAL
MANAGER FOR NATIONAL SECURITY
TELECOMMUNICATIONS AND INFOR-
MATION SYSTEMS SECURITY.

In carrying out the authorities and respon-
sibilities of the National Manager for Na-
tional Security Telecommunications and In-
formation Systems Security under National
Security Directive 42 (signed by the Presi-
dent on July 5, 1990), the National Manager
shall not supervise, oversee, or execute, ei-
ther directly or indirectly, any aspect of the
National Intelligence Program.

SEC. 304. CONTINUITY OF OPERATIONS PLANS
FOR CERTAIN ELEMENTS OF THE IN-
TELLIGENCE COMMUNITY IN THE
CASE OF A NATIONAL EMERGENCY.

(a) DEFINITION OF COVERED NATIONAL EMER-
GENCY.—In this section, the term ‘‘covered
national emergency’ means the following:
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(1) A major disaster declared by the Presi-
dent under section 401 of the Robert T. Staf-
ford Disaster Relief and Emergency Assist-
ance Act (42 U.S.C. 5170).

(2) An emergency declared by the President
under section 501 of the Robert T. Stafford
Disaster Relief and Emergency Assistance
Act (42 U.S.C. 5191).

(3) A national emergency declared by the
President under the National Emergencies
Act (50 U.S.C. 1601 et seq.).

(4) A public health emergency declared
under section 319 of the Public Health Serv-
ice Act (42 U.S.C. 247d).

(b) IN GENERAL.—The Director of National
Intelligence, the Director of the Central In-
telligence Agency, the Director of the Na-
tional Reconnaissance Office, the Director of
the Defense Intelligence Agency, the Direc-
tor of the National Security Agency, and the
Director of the National Geospatial-Intel-
ligence Agency shall each establish con-
tinuity of operations plans for use in the
case of covered national emergencies for the
element of the intelligence community con-
cerned.

() SUBMISSION TO CONGRESS.—

(1) DIRECTOR OF NATIONAL INTELLIGENCE
AND DIRECTOR OF THE CENTRAL INTELLIGENCE
AGENCY.—Not later than 7 days after the date
on which a covered national emergency is de-
clared, the Director of National Intelligence
and the Director of the Central Intelligence
Agency shall each submit to the congres-
sional intelligence committees the plan es-
tablished under subsection (b) for that emer-
gency for the element of the intelligence
community concerned.

(2) DIRECTOR OF NATIONAL RECONNAISSANCE
OFFICE, DIRECTOR OF DEFENSE INTELLIGENCE
AGENCY, DIRECTOR OF NATIONAL SECURITY
AGENCY, AND DIRECTOR OF  NATIONAL
GEOSPATIAL-INTELLIGENCE AGENCY.—Not later
than 7 days after the date on which a covered
national emergency is declared, the Director
of the National Reconnaissance Office, the
Director of the Defense Intelligence Agency,
the Director of the National Security Agen-
cy, and the Director of the National
Geospatial-Intelligence Agency shall each
submit the plan established under subsection
(b) for that emergency for the element of the
intelligence community concerned to the fol-
lowing:

(A) The congressional intelligence commit-
tees.

(B) The Committee on Armed Services of
the Senate.

(C) The Committee on Armed Services of
the House of Representatives.

(d) UPDATES.—During a covered national
emergency, the Director of National Intel-
ligence, the Director of the Central Intel-
ligence Agency, the Director of the National
Reconnaissance Office, the Director of the
Defense Intelligence Agency, the Director of
the National Security Agency, and the Di-
rector of the National Geospatial-Intel-
ligence Agency shall each submit any up-
dates to the plans submitted under sub-
section (c)—

(1) in accordance with that subsection; and

(2) in a timely manner consistent with sec-
tion 501 of the National Security Act of 1947
(60 U.S.C. 3091).

SEC. 305. APPLICATION OF EXECUTIVE SCHED-
ULE LEVEL III TO POSITION OF DI-
RECTOR OF NATIONAL RECONNAIS-
SANCE OFFICE.

Section 5314 of title 5, United States Code,
is amended by adding at the end the fol-
lowing:

“Director of the National Reconnaissance
Office.”’.

SEC. 306. NATIONAL INTELLIGENCE UNIVERSITY.

(a) IN GENERAL.—Title X of the National
Security Act of 1947 (50 U.S.C. 3191 et seq.) is
amended by adding at the end the following:
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“Subtitle D—National Intelligence University
“SEC. 1031. TRANSFER DATE.

“In this subtitle, the term ‘transfer date’
means the date on which the National Intel-
ligence University is transferred from the
Defense Intelligence Agency to the Director
of National Intelligence under section 5324(a)
of the National Defense Authorization Act
for Fiscal Year 2020 (Public Law 116-92).

“SEC. 1032. DEGREE-GRANTING AUTHORITY.

‘‘(a) IN GENERAL.—Beginning on the trans-
fer date, under regulations prescribed by the
Director of National Intelligence, the Presi-
dent of the National Intelligence University
may, upon the recommendation of the fac-
ulty of the University, confer appropriate de-
grees upon graduates who meet the degree
requirements.

‘“(b) LIMITATION.—A degree may not be con-
ferred under this section unless—

‘(1) the Secretary of Education has rec-
ommended approval of the degree in accord-
ance with the Federal Policy Governing
Granting of Academic Degrees by Federal
Agencies; and

‘“(2) the University is accredited by the ap-
propriate academic accrediting agency or or-
ganization to award the degree, as deter-
mined by the Secretary of Education.

‘‘(c) CONGRESSIONAL NOTIFICATION REQUIRE-
MENTS.—

‘(1) ACTIONS ON NONACCREDITATION.—Begin-
ning on the transfer date, the Director shall
promptly—

‘“(A) notify the congressional intelligence
committees of any action by the Middle
States Commission on Higher Education, or
other appropriate academic accrediting
agency or organization, to not accredit the
University to award any new or existing de-
gree; and

“(B) submit to such committees a report
containing an explanation of any such ac-
tion.

‘(2) MODIFICATION OR REDESIGNATION OF DE-
GREE-GRANTING AUTHORITY.—Beginning on
the transfer date, upon any modification or
redesignation of existing degree-granting au-
thority, the Director shall submit to the
congressional intelligence committees a re-
port containing—

‘“(A) the rationale for the proposed modi-
fication or redesignation; and

“(B) any subsequent recommendation of
the Secretary of Education with respect to
the proposed modification or redesignation.
“SEC. 1033. FACULTY MEMBERS; EMPLOYMENT

AND COMPENSATION.

‘“(a) AUTHORITY OF DIRECTOR.—Beginning
on the transfer date, the Director of Na-
tional Intelligence may employ as many pro-
fessors, instructors, and lecturers at the Na-
tional Intelligence University as the Direc-
tor considers necessary.

“(b) COMPENSATION OF FACULTY MEM-
BERS.—The compensation of persons em-
ployed under this section shall be as pre-
scribed by the Director.

‘‘(c) COMPENSATION PLAN.—The Director
shall provide each person employed as a pro-
fessor, instructor, or lecturer at the Univer-
sity on the transfer date an opportunity to
elect to be paid under the compensation plan
in effect on the day before the transfer date
(with no reduction in pay) or under the au-
thority of this section.

“SEC. 1034. ACCEPTANCE OF FACULTY RESEARCH
GRANTS.

“The Director of National Intelligence
may authorize the President of the National
Intelligence University to accept qualifying
research grants in the same manner and to
the same degree as the President of the Na-
tional Defense University under section
2165(e) of title 10, United States Code.
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“SEC. 1035. CONTINUED APPLICABILITY OF THE
FEDERAL ADVISORY COMMITTEE
ACT TO THE BOARD OF VISITORS.

“The Federal Advisory Committee Act (6
U.S.C. App.) shall continue to apply to the
Board of Visitors of the National Intel-
ligence University on and after the transfer
date.”.

(b) CONFORMING AMENDMENTS.—Section
5324 of the National Defense Authorization
Act for Fiscal Year 2020 (Public Law 116-92)
is amended—

(1) in subsection (b)(1)(C), by striking ‘‘sub-
section (e)(2)” and inserting ‘‘section 1032(b)
of the National Security Act of 1947"’;

(2) by striking subsections (e) and (f); and

(3) by redesignating subsections (g) and (h)
as subsections (e) and (f), respectively.

(c) CLERICAL AMENDMENT.—The table of
contents of the National Security Act of 1947
is amended by inserting after the item relat-
ing to section 1024 the following:

‘““‘Subtitle D—National Intelligence
University

Transfer date.

Degree-granting authority.

Faculty members; employment
and compensation.

Acceptance of faculty research
grants.

Continued applicability of the
Federal Advisory Committee
Act to the Board of Visitors.”.

SEC. 307. REQUIRING FACILITATION OF ESTAB-

LISHMENT OF SOCIAL MEDIA DATA
AND THREAT ANALYSIS CENTER.

(a) REQUIREMENT TO FACILITATE ESTABLISH-
MENT.—Subsection (c)(1) of section 5323 of
the National Defense Authorization Act for
Fiscal Year 2020 (Public Law 116-92) is
amended, by striking ‘“‘may’’ and inserting
“shall”.

(b) DEADLINE TO FACILITATE ESTABLISH-
MENT.—Such subsection is further amended
by striking ‘‘The Director’” and inserting
“Not later than 180 days after the date of the
enactment of the Intelligence Authorization
Act for Fiscal Year 2021, the Director’.

(c) CONFORMING AMENDMENTS.—

(1) REPORTING.—Subsection (d) of such sec-
tion is amended—

(A) in the matter before paragraph (1), by
striking “If the Director’” and all that fol-
lows through ‘‘the Center, the” and inserting
“The’’; and

(B) in paragraph (1), by striking ‘180 days
after the date of the enactment of this Act”
and inserting ‘180 days after the date of the
enactment of the Intelligence Authorization
Act for Fiscal Year 2021,

(2) FuNDING.—Subsection (f) of such section
is amended by striking ‘‘fiscal year 2020 and
2021 and inserting ‘‘fiscal year 2021 and
2022.

(3) CLERICAL.—Subsection (c¢) of such sec-
tion is amended—

(A) in the subsection heading, by striking
“AUTHORITY”’ and inserting ‘‘REQUIREMENT’’;
and

(B) in paragraph (1), in the paragraph head-
ing, by striking ‘“AUTHORITY’ and inserting
“REQUIREMENT”’.

SEC. 308. DATA COLLECTION ON ATTRITION IN

INTELLIGENCE COMMUNITY.

(a) STANDARDS FOR DATA COLLECTION.—

(1) IN GENERAL.—Not later than 90 days
after the date of the enactment of this Act,
the Director of National Intelligence shall
establish standards for collecting data relat-
ing to attrition in the intelligence commu-
nity workforce across demographics, speci-
alities, and length of service.

(2) INCLUSION OF CERTAIN CANDIDATES.—The
Director shall include, in the standards es-
tablished under paragraph (1), standards for
collecting data from candidates who accept-
ed conditional offers of employment but

1031.
1032.
1033.

‘“Sec.
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‘‘Sec. 1034.
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chose to withdraw from the hiring process
before entering into service, including data
with respect to the reasons such candidates
chose to withdraw.

(b) COLLECTION OF DATA.—Not later than
120 days after the date of the enactment of
this Act, each element of the intelligence
community shall begin collecting data on
workforce and candidate attrition in accord-
ance with the standards established under
subsection (a).

(c) ANNUAL REPORT.—Not later than 1 year
after the date of the enactment of this Act,
and annually thereafter, the Director shall
submit to the congressional intelligence
committees a report on workforce and can-
didate attrition in the intelligence commu-
nity that includes—

(1) the findings of the Director based on
the data collected under subsection (b);

(2) recommendations for addressing any
issues identified in those findings; and

(3) an assessment of timeliness in proc-
essing hiring applications of individuals pre-
viously employed by an element of the intel-
ligence community, consistent with the
Trusted Workforce 2.0 initiative sponsored
by the Security Clearance, Suitability, and
Credentialing Performance Accountability
Council.

SEC. 309. LIMITATION ON DELEGATION OF RE-
SPONSIBILITY FOR PROGRAM MAN-
AGEMENT OF INFORMATION-SHAR-
ING ENVIRONMENT.

(a) IN GENERAL.—Section 1016(b) of the In-
telligence Reform and Terrorism Prevention
Act of 2004 (6 U.S.C. 485(b)), as amended by
section 6402(a) of the National Defense Au-
thorization Act for Fiscal Year 2020 (Public
Law 116-92), is further amended—

(1) in paragraph (1), in the matter before
subparagraph (A), by striking ‘Director of
National Intelligence’” and inserting ‘‘Presi-
dent’’;

(2) in paragraph (2), by striking ‘‘Director
of National Intelligence’ both places it ap-
pears and inserting ‘‘President’’; and

(3) by adding at the end the following:

““(3) DELEGATION.—

‘“(A) IN GENERAL.—Subject to subparagraph
(B), the President may delegate responsi-
bility for carrying out this subsection.

‘“(B) LIMITATION.—The President may not
delegate responsibility for carrying out this
subsection to the Director of National Intel-
ligence.”.

(b) EFFECTIVE DATE.—The amendments
made by subsection (a) shall take effect on
October 1, 2020.

SEC. 310. IMPROVEMENTS TO PROVISIONS RE-
LATING TO INTELLIGENCE COMMU-
NITY INFORMATION TECHNOLOGY
ENVIRONMENT.

Section 6312 of the National Defense Au-
thorization Act for Fiscal Year 2020 (Public
Law 116-92) is amended by striking sub-
sections (e) through (i) and inserting the fol-
lowing:

‘‘(e) LONG-TERM ROADMAP.—Not later than
180 days after the date of the enactment of
the Intelligence Authorization Act for Fiscal
Year 2021, the Director of National Intel-
ligence shall develop and maintain a long-
term roadmap for the intelligence commu-
nity information technology environment.

“(f) BUSINESS PLAN.—Not later than 180
days after the date of the enactment of the
Intelligence Authorization Act for Fiscal
Year 2021, the Director of National Intel-
ligence shall develop and maintain a busi-
ness plan to implement the long-term road-
map required by subsection (e).”’.
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SEC. 311. REQUIREMENTS AND AUTHORITIES
FOR DIRECTOR OF THE CENTRAL IN-
TELLIGENCE AGENCY TO IMPROVE
EDUCATION IN SCIENCE, TECH-
NOLOGY, ENGINEERING, ARTS, AND
MATHEMATICS.

The Central Intelligence Agency Act of
1949 (50 U.S.C. 3501 et seq.) is amended by
adding the following:

“SEC. 24. IMPROVEMENT OF EDUCATION IN
SCIENCE, TECHNOLOGY, ENGINEER-
ING, ARTS, AND MATHEMATICS.

‘‘(a) DEFINITIONS.—In this section:

‘(1) ELIGIBLE ENTITY.—The term ‘eligible
entity’ includes a department or agency of
the Federal Government, a State, a political
subdivision of a State, an individual, and a
not-for-profit or other organization in the
private sector.

‘“(2) EDUCATIONAL INSTITUTION.—The term
‘educational institution’ includes any public
or private elementary school or secondary
school, institution of higher education, col-
lege, university, or any other profit or non-
profit institution that is dedicated to im-
proving science, technology, engineering, the
arts, mathematics, business, law, medicine,
or other fields that promote development

and education relating to science, tech-
nology, engineering, the arts, or mathe-
matics.

“(8) STATE.—The term ‘State’ means each
of the several States, the District of Colum-
bia, the Commonwealth of Puerto Rico, the
Commonwealth of the Northern Mariana Is-
lands, and any other territory or possession
of the United States.

‘“(b) REQUIREMENTS.—The Director shall,
on a continuing basis—

‘(1) identify actions that the Director may
take to improve education in the scientific,
technology, engineering, arts, and mathe-
matics (known as ‘STEAM’) skills necessary
to meet the long-term national security
needs of the United States for personnel pro-
ficient in such skills; and

‘“(2) establish and conduct programs to
carry out such actions.

““(c) AUTHORITIES.—

‘(1) IN GENERAL.—The Director, in support
of educational programs in science, tech-
nology, engineering, the arts, and mathe-
matics, may—

““(A) award grants to eligible entities;

‘(B) provide cash awards and other items
to eligible entities;

‘(C) accept voluntary services from eligi-
ble entities;

‘(D) support national competition judging,
other educational event activities, and asso-
ciated award ceremonies in connection with
such educational programs; and

‘“(E) enter into one or more education part-
nership agreements with educational institu-
tions in the United States for the purpose of
encouraging and enhancing study in science,
technology, engineering, the arts, and math-
ematics disciplines at all levels of education.

‘(2) EDUCATION PARTNERSHIP  AGREE-
MENTS.—

‘““(A) NATURE OF ASSISTANCE PROVIDED.—
Under an education partnership agreement
entered into with an educational institution
under paragraph (1)(E), the Director may
provide assistance to the educational insti-
tution by—

‘(i) loaning equipment to the educational
institution for any purpose and duration in
support of such agreement that the Director
considers appropriate;

‘(ii) making personnel available to teach
science courses or to assist in the develop-
ment of science courses and materials for the
educational institution;

‘‘(iii) providing sabbatical opportunities
for faculty and internship opportunities for
students;

‘(iv) involving faculty and students of the
educational institution in Agency projects,
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including research and technology transfer
or transition projects;

‘‘(v) cooperating with the educational in-
stitution in developing a program under
which students may be given academic cred-
it for work on Agency projects, including re-
search and technology transfer for transition
projects; and

“(vi) providing academic and career advice
and assistance to students of the educational
institution.

‘(B) PRIORITIES.—In entering into edu-
cation partnership agreements under para-
graph (1)(E), the Director shall prioritize en-
tering into education partnership agree-
ments with the following:

‘(i) Historically Black colleges and univer-
sities and other minority-serving institu-
tions, as described in section 371(a) of the
Higher Education Act of 1965 (20 U.S.C.
1067q(a)).

‘(ii) Educational institutions serving
women, members of minority groups, and
other groups of individuals who traditionally
are involved in the science, technology, engi-
neering, arts, and mathematics professions
in disproportionately low numbers.

‘“(d) DESIGNATION OF ADVISOR.—The Direc-
tor shall designate one or more individuals
within the Agency to advise and assist the
Director regarding matters relating to
science, technology, engineering, the arts,
and mathematics education and training.”.

Subtitle B—Reports and Assessments
Pertaining to Intelligence Community
SEC. 321. ASSESSMENT BY THE COMPTROLLER
GENERAL OF THE UNITED STATES
ON EFFORTS OF THE INTELLIGENCE
COMMUNITY AND THE DEPARTMENT
OF DEFENSE TO IDENTIFY AND MITI-
GATE RISKS POSED TO THE INTEL-
LIGENCE COMMUNITY AND THE DE-
PARTMENT BY THE USE OF DIRECT-
TO-CONSUMER GENETIC TESTING BY
THE GOVERNMENT OF THE PEO-

PLE’S REPUBLIC OF CHINA.

(a) ASSESSMENT REQUIRED.—The Comp-
troller General of the United States shall as-
sess the efforts of the intelligence commu-
nity and the Department of Defense to iden-
tify and mitigate the risks posed to the in-
telligence community and the Department
by the use of direct-to-consumer genetic
testing by the Government of the People’s
Republic of China.

(b) REPORT REQUIRED.—

(1) DEFINITION OF UNITED STATES DIRECT-TO-
CONSUMER GENETIC TESTING COMPANY.—In this
subsection, the term ‘‘United States direct-
to-consumer genetic testing company”’
means a private entity that—

(A) carries out direct-to-consumer genetic
testing; and

(B) is organized under the laws of the
United States or any jurisdiction within the
United States.

(2) IN GENERAL.—Not later than 180 days
after the date of the enactment of this Act,
the Comptroller General shall submit to
Congress, including the congressional intel-
ligence committees, the Committee on
Armed Services of the Senate, and the Com-
mittee on Armed Services of the House of
Representatives, a report on the assessment
required by subsection (a).

(3) ELEMENTS.—The report required by
paragraph (2) shall include the following:

(A) A description of key national security
risks and vulnerabilities associated with di-
rect-to-consumer genetic testing, includ-
ing—

(i) how the Government of the People’s Re-
public of China may be using data provided
by personnel of the intelligence community
and the Department through direct-to-con-
sumer genetic tests; and

(ii) how ubiquitous technical surveillance
may amplify those risks.
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(B) An assessment of the extent to which
the intelligence community and the Depart-
ment have identified risks and
vulnerabilities posed by direct-to-consumer
genetic testing and have sought to mitigate
such risks and vulnerabilities, or have plans
for such mitigation, including the extent to
which the intelligence community has deter-
mined—

(i) in which United States direct-to-con-
sumer genetic testing companies the Govern-
ment of the People’s Republic of China or en-
tities owned or controlled by the Govern-
ment of the People’s Republic of China have
an ownership interest; and

(ii) which United States direct-to-con-
sumer genetic testing companies may have
sold data to the Government of the People’s
Republic of China or entities owned or con-
trolled by the Government of the People’s
Republic of China.

(C) Such recommendations as the Comp-
troller General may have for action by the
intelligence community and the Department
to improve the identification and mitigation
of risks and vulnerabilities posed by the use
of direct-to-consumer genetic testing by the
Government of the People’s Republic of
China.

(4) ForM.—The report required by para-
graph (2) shall be submitted in unclassified
form, but may include a classified annex.

(c) COOPERATION.—The heads of relevant
elements of the intelligence community and
components of the Department shall—

(1) fully cooperate with the Comptroller
General in conducting the assessment re-
quired by subsection (a); and

(2) provide any information and data re-
quired by the Comptroller General to con-
duct the assessment.

SEC. 322. REPORT ON USE BY INTELLIGENCE
COMMUNITY OF HIRING FLEXIBILI-
TIES AND EXPEDITED HUMAN RE-
SOURCES PRACTICES TO ASSURE
QUALITY AND DIVERSITY IN THE
WORKFORCE OF THE INTELLIGENCE
COMMUNITY.

(a) IN GENERAL.—Not later than 180 days
after the date of the enactment of this Act,
the Director of National Intelligence shall
submit to the congressional intelligence
committees a report on how elements of the
intelligence community are exercising hiring
flexibilities and expedited human resources
practices afforded under section 3326 of title
5, United States Code, and subpart D of part
315 of title 5, Code of Federal Regulations, or
successor regulation, to assure quality and
diversity in the workforce of the intelligence
community.

(b) OBSTACLES.—The report submitted
under subsection (a) shall include identifica-
tion of any obstacles encountered by the in-
telligence community in exercising the au-
thorities described in such subsection.

SEC. 323. REPORT ON SIGNALS INTELLIGENCE
PRIORITIES AND REQUIREMENTS.

(a) REPORT REQUIRED.—Not later than 30
days after the date of the enactment of this
Act, the Director of National Intelligence
shall submit to the congressional intel-
ligence committees a report on signals intel-
ligence priorities and requirements subject
to Presidential Policy Directive 28.

(b) ELEMENTS.—The report required by sub-
section (a) shall cover the following:

(1) The implementation of the annual proc-
ess for advising the Director on signals intel-
ligence priorities and requirements described
in section 3 of Presidential Policy Directive
28.

(2) The signals intelligence priorities and
requirements as of the most recent annual
process.

(3) The application of such priorities and
requirements to the signals intelligence col-
lection efforts of the intelligence commu-
nity.
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(4) The contents of the classified annex ref-
erenced in section 3 of Presidential Policy
Directive 28.

(¢c) ForRM.—The report submitted under
subsection (a) shall be submitted in unclassi-
fied form, but may include a classified
annex.

SEC. 324. ASSESSMENT OF DEMAND FOR STU-
DENT LOAN REPAYMENT PROGRAM
BENEFIT.

(a) IN GENERAL.—Not later than 90 days
after the date of the enactment of this Act,
the head of each element of the intelligence
community shall—

(1) calculate the number of personnel of
that element who qualify for a student loan
repayment program benefit;

(2) compare the number calculated under
paragraph (1) to the number of personnel
who apply for such a benefit;

(3) provide recommendations for how to
structure such a program to optimize par-
ticipation and enhance the effectiveness of
the benefit as a retention tool, including
with respect to the amount of the benefit of-
fered and the length of time an employee re-
ceiving a benefit is required to serve under a
continuing service agreement; and

(4) identify any shortfall in funds or au-
thorities needed to provide such a benefit.

(b) INCLUSION IN FISCAL YEAR 2022 BUDGET
SUBMISSION.—The Director of National Intel-
ligence shall include in the budget justifica-
tion materials submitted to Congress in sup-
port of the budget for the intelligence com-
munity for fiscal year 2022 (as submitted
with the budget of the President under sec-
tion 1105(a) of title 31, United States Code) a
report on the findings of the elements of the
intelligence community under subsection
(a).

SEC. 325. ASSESSMENT OF INTELLIGENCE COM-
MUNITY DEMAND FOR CHILD CARE.

(a) IN GENERAL.—Not later than 180 days
after the date of the enactment of this Act,
the Director of National Intelligence, in co-
ordination with the heads of the elements of
the intelligence community specified in sub-
section (b), shall submit to the congressional
intelligence committees a report that in-
cludes—

(1) a calculation of the total annual de-
mand for child care by employees of such
elements, at or near the workplaces of such
employees, including a calculation of the de-
mand for early morning and evening child
care;

(2) an identification of any shortfall be-
tween the demand calculated under para-
graph (1) and the child care supported by
such elements as of the date of the report;

(3) an assessment of options for addressing
any such shortfall, including options for pro-
viding child care at or near the workplaces
of employees of such elements;

(4) an identification of the advantages, dis-
advantages, security requirements, and costs
associated with each such option;

(5) a plan to meet, by the date that is 5
years after the date of the report—

(A) the demand calculated under paragraph
(1); or

(B) an alternative standard established by
the Director for child care available to em-
ployees of such elements; and

(6) an assessment of needs of specific ele-
ments of the intelligence community, in-
cluding any Government-provided child care
that could be collocated with a workplace of
employees of such an element and any avail-
able child care providers in the proximity of
such a workplace.

(b) ELEMENTS SPECIFIED.—The elements of
the intelligence community specified in this
subsection are the following:

(1) The Central Intelligence Agency.

(2) The National Security Agency.

(3) The Defense Intelligence Agency.
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(4) The National Geospatial-Intelligence
Agency.

(5) The National Reconnaissance Office.

(6) The Office of the Director of National
Intelligence.

SEC. 326. OPEN SOURCE INTELLIGENCE STRATE-
GIES AND PLANS FOR THE INTEL-
LIGENCE COMMUNITY.

(a) REQUIREMENT FOR SURVEY AND EVALUA-
TION OF CUSTOMER FEEDBACK.—Not later
than 90 days after the date of the enactment
of this Act, the Director of National Intel-
ligence, in coordination with the head of
each element of the intelligence community,
shall—

(1) conduct a survey of the open source in-
telligence requirements, goals, monetary
and property investments, and capabilities
for each element of the intelligence commu-
nity; and

(2) evaluate the usability and utility of the
Open Source Enterprise by soliciting cus-
tomer feedback and evaluating such feed-
back.

(b) REQUIREMENT FOR OVERALL STRATEGY
AND FOR INTELLIGENCE COMMUNITY, PLAN FOR
IMPROVING USABILITY OF OPEN SOURCE EN-
TERPRISE, AND RISK ANALYSIS OF CREATING
OPEN SOURCE CENTER.—Not later than 180
days after the date of the enactment of this
Act, the Director, in coordination with the
head of each element of the intelligence
community and using the findings of the Di-
rector with respect to the survey conducted
under subsection (a), shall—

(1) develop a strategy for open source intel-
ligence collection, analysis, and production
that defines the overarching goals, roles, re-
sponsibilities, and processes for such collec-
tion, analysis, and production for the intel-
ligence community;

(2) develop a plan for improving usability
and utility of the Open Source Enterprise
based on the customer feedback solicited
under subsection (a)(2); and

(3) conduct a risk and benefit analysis of
creating an open source center independent
of any current intelligence community ele-
ment.

(¢) REQUIREMENT FOR PLAN FOR CENTRAL-
IZED DATA REPOSITORY.—Not later than 270
days after the date of the enactment of this
Act and using the findings of the Director
with respect to the survey and evaluation
conducted under subsection (a), the strategy
and plan developed under subsection (b), and
the risk and benefit analysis conducted
under such subsection, the Director shall de-
velop a plan for a centralized data repository
of open source intelligence that enables all
elements of the intelligence community—

(1) to use such repository for their specific
requirements; and

(2) to derive open source intelligence ad-
vantages.

(d) REQUIREMENT FOR  COST-SHARING
MODEL.—Not later than 1 year after the date
of the enactment of this Act and using the
findings of the Director with respect to the
survey and evaluation conducted under sub-
section (a), the strategy and plan developed
under subsection (b), the risk and benefit
analysis conducted under such subsection,
and the plan developed under subsection (c),
the Director shall develop a cost-sharing
model that leverages the open source intel-
ligence investments of each element of the
intelligence community for the beneficial
use of the entire intelligence community.

(e) CONGRESSIONAL BRIEFING.—Not later
than 1 year after the date of the enactment
of this Act, the Director of National Intel-
ligence, the Director of the Central Intel-
ligence Agency, the Director of the Defense
Intelligence Agency, the Director of the Na-
tional Geospatial-Intelligence Agency, and
the Director of the National Security Agen-
cy shall jointly brief the congressional intel-
ligence committees on—
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(1) the strategy developed under paragraph
(1) of subsection (b);

(2) the plan developed under paragraph (2)
of such subsection;

(3) the plan developed under subsection (c);
and

(4) the cost-sharing model developed under
subsection (d).

TITLE IV—SECURITY CLEARANCES AND
TRUSTED WORKFORCE

EXCLUSIVITY, CONSISTENCY, AND
TRANSPARENCY IN SECURITY
CLEARANCE PROCEDURES, AND
RIGHT TO APPEAL.

(a) EXCLUSIVITY OF PROCEDURES.—Section
801 of the National Security Act of 1947 (50
U.S.C. 3161) is amended by adding at the end
the following:

‘“‘(c) ExXcLusiviTY.—Except as provided in
subsection (b) and subject to sections 801A
and 801B, the procedures established pursu-
ant to subsection (a) and promulgated and
set forth under subpart A of title 32, Code of
Federal Regulations, or successor regula-
tions, shall be the exclusive procedures by
which decisions about eligibility for access
to classified information are governed.”’.

(b) TRANSPARENCY.—Such section is fur-
ther amended by adding at the end the fol-
lowing:

““(d) PUBLICATION.—

‘(1) IN GENERAL.—Not later than 180 days
after the date of the enactment of this sub-
section, the President shall—

‘“(A) publish in the Federal Register the
procedures established pursuant to sub-
section (a); or

‘(B) submit to Congress a certification
that the procedures currently in effect that
govern access to classified information as de-
scribed in subsection (a)—

‘(i) are published in the Federal Register;
and

‘“(ii) comply with the requirements of sub-
section (a).

‘“(2) UPDATES.—Whenever the President
makes a revision to a procedure established
pursuant to subsection (a), the President
shall publish such revision in the Federal
Register not later than 30 days before the
date on which the revision becomes effec-
tive.”.

(¢) CONSISTENCY.—

(1) IN GENERAL.—Title VIII of the National
Security Act of 1947 (50 U.S.C. 3161 et seq.) is
amended by inserting after section 801 the
following:

“SEC. 801A. DECISIONS RELATING TO ACCESS TO
CLASSIFIED INFORMATION.

‘‘(a) DEFINITIONS.—In this section:

‘(1) AGENCY.—The term ‘agency’ has the
meaning given the term ‘Executive agency’
in section 105 of title 5, United States Code.

““(2) CLASSIFIED INFORMATION.—The term
‘classified information’ includes sensitive
compartmented information, restricted data,
restricted handling information, and other
compartmented information.

¢(3) ELIGIBILITY FOR ACCESS TO CLASSIFIED
INFORMATION.—The term ‘eligibility for ac-
cess to classified information’ has the mean-
ing given such term in the procedures estab-
lished pursuant to section 801(a).

‘“(b) IN GENERAL.—Each head of an agency
that makes a determination regarding eligi-
bility for access to classified information
shall ensure that in making the determina-
tion, the head of the agency or any person
acting on behalf of the head of the agency—

‘(1) does not violate any right or protec-
tion enshrined in the Constitution of the
United States, including rights articulated
in the First, Fifth, and Fourteenth Amend-
ments;

‘“(2) does not discriminate for or against an
individual on the basis of race, ethnicity,
color, religion, sex, national origin, age, or
handicap;
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‘“(3) is not carrying out—

““(A) retaliation for political activities or
beliefs; or

‘“(B) a coercion or reprisal described in sec-
tion 2302(b)(3) of title 5, United States Code;
and

‘“(4) does not violate section 3001(j)(1) of
the Intelligence Reform and Terrorism Pre-
vention Act of 2004 (50 U.S.C. 3341(j)(1)).”.

(2) CLERICAL AMENDMENT.—The table of
contents in the matter preceding section 2 of
the National Security Act of 1947 (50 U.S.C.
3002) is amended by inserting after the item
relating to section 801 the following:

“Sec. 801A. Decisions relating to access to
classified information.”.

(d) RIGHT TO APPEAL.—

(1) IN GENERAL.—Such title, as amended by
subsection (c), is further amended by insert-
ing after section 801A the following:

“SEC. 801B. RIGHT TO APPEAL.

‘‘(a) DEFINITIONS.—In this section:

‘(1) AGENCY.—The term ‘agency’ has the
meaning given the term ‘Executive agency’
in section 105 of title 5, United States Code.

‘“(2) COVERED PERSON.—The term ‘covered
person’ means a person, other than the
President and Vice President, currently or
formerly employed in, detailed to, assigned
to, or issued an authorized conditional offer
of employment for a position that requires
access to classified information by an agen-
cy, including the following:

“(A) A member of the Armed Forces.

““(B) A civilian.

“(C) An expert or consultant with a con-
tractual or personnel obligation to an agen-
cy.
‘(D) Any other category of person who acts
for or on behalf of an agency as determined
by the head of the agency.

‘“(3) ELIGIBILITY FOR ACCESS TO CLASSIFIED
INFORMATION.—The term ‘eligibility for ac-
cess to classified information’ has the mean-
ing given such term in the procedures estab-
lished pursuant to section 801(a).

‘“(4) NEED FOR ACCESS.—The term ‘need for
access’ has such meaning as the President
may define in the procedures established
pursuant to section 801(a).

*“(5) RECIPROCITY OF CLEARANCE.—The term
‘reciprocity of clearance’, with respect to a
denial by an agency, means that the agency,
with respect to a covered person—

“‘(A) failed to accept a security clearance
background investigation as required by
paragraph (1) of section 3001(d) of the Intel-
ligence Reform and Terrorism Prevention
Act of 2004 (50 U.S.C. 3341(d));

‘‘(B) failed to accept a transferred security
clearance background investigation required
by paragraph (2) of such section;

‘“(C) subjected the covered person to an ad-
ditional investigative or adjudicative re-
quirement in violation of paragraph (3) of
such section; or

‘(D) conducted an investigation in viola-
tion of paragraph (4) of such section.

¢‘(6) SECURITY EXECUTIVE AGENT.—The term
‘Security Executive Agent’ means the officer
serving as the Security Executive Agent pur-
suant to section 803.

““(b) AGENCY REVIEW.—

‘(1) IN GENERAL.—Not later than 180 days
after the date of the enactment of the Intel-
ligence Authorization Act for Fiscal Year
2021, each head of an agency shall, consistent
with the interest of national security, estab-
lish and publish in the Federal Register a
process by which a covered person to whom
eligibility for access to classified informa-
tion was denied or revoked by the agency or
for whom reciprocity of clearance was denied
by the agency can appeal that denial or rev-
ocation within the agency.

‘(2) ELEMENTS.—The process required by
paragraph (1) shall include the following:
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““(A) In the case of a covered person to
whom eligibility for access to classified in-
formation or reciprocity of clearance is de-
nied or revoked by an agency, the following:

‘(i) The head of the agency shall provide
the covered person with a written—

‘“(I) detailed explanation of the basis for
the denial or revocation as the head of the
agency determines is consistent with the in-
terests of national security and as permitted
by other applicable provisions of law; and

“‘(ITI) notice of the right of the covered per-
son to a hearing and appeal under this sub-
section.

‘‘(ii) Not later than 30 days after receiving
a request from the covered person for copies
of the documents that formed the basis of
the agency’s decision to revoke or deny, in-
cluding the investigative file, the head of the
agency shall provide to the covered person
copies of such documents as—

‘“(I) the head of the agency determines is
consistent with the interests of national se-
curity; and

“(IT) permitted by other applicable provi-
sions of law, including—

‘‘(aa) section 552 of title 5, United States
Code (commonly known as the ‘Freedom of
Information Act’);

““(bb) section 552a of such title (commonly
known as the ‘Privacy Act of 1974’); and

‘“(ce) such other provisions of law relating
to the protection of confidential sources and
privacy of individuals.

‘“(iii)(I) The covered person shall have the
opportunity to retain counsel or other rep-
resentation at the covered person’s expense.

“(IT) Upon the request of the covered per-
son, and a showing that the ability to review
classified information is essential to the res-
olution of an appeal under this subsection,
counsel or other representation retained
under this clause shall be considered for ac-
cess to classified information for the limited
purposes of such appeal.

“(iv)(I) The head of the agency shall pro-
vide the covered person an opportunity, at a
point in the process determined by the agen-
cy head—

‘‘(aa) to appear personally before an adju-
dicative or other authority, other than the
investigating entity, and to present to such
authority relevant documents, materials,
and information, including evidence that
past problems relating to the denial or rev-
ocation have been overcome or sufficiently
mitigated; and

‘““(bb) to call and cross-examine witnesses
before such authority, unless the head of the
agency determines that calling and cross-ex-
amining witnesses is not consistent with the
interests of national security.

‘‘(IT) The head of the agency shall make, as
part of the security record of the covered
person, a written summary, transcript, or re-
cording of any appearance under item (aa) of
subclause (I) or of any calling or cross-exam-
ining of witnesses under item (bb) of such
subclause.

‘“(v) On or before the date that is 30 days
after the date on which the covered person
receives copies of documents under clause
(ii), the covered person may request a hear-
ing of the decision to deny or revoke by fil-
ing a written appeal with the head of the
agency.

‘“(B) A requirement that each review of a
decision under this subsection is completed
on average not later than 180 days after the
date on which a hearing is requested under
subparagraph (A)(v).

‘“(3) AGENCY REVIEW PANELS.—

‘“(A) IN GENERAL.—Each head of an agency
shall establish a panel to hear and review ap-
peals under this subsection.

‘(B) MEMBERSHIP.—

‘(i) CoMPOSITION.—Each panel established
by the head of an agency under subparagraph

CONGRESSIONAL RECORD — SENATE

(A) shall be composed of at least three em-
ployees of the agency selected by the agency
head, two of whom shall not be members of
the security field.

‘“(ii) TERMS.—A term of service on a panel
established by the head of an agency under
subparagraph (A) shall not exceed 2 years.

¢“(C) DECISIONS.—

‘(i) WRITTEN.—Each decision of a panel es-
tablished under subparagraph (A) shall be in
writing and contain a justification of the de-
cision.

‘‘(ii) CoNSISTENCY.—Each head of an agency
that establishes a panel under subparagraph
(A) shall ensure that each decision of the
panel is consistent with the interests of na-
tional security and applicable provisions of
law.

¢“(iii) OVERTURN.—The head of an agency
may overturn a decision of the panel if, not
later than 30 days after the date on which
the panel issues the decision, the agency
head personally exercises the authority
granted by this clause to overturn such deci-
sion.

‘“(iv) FINALITY.—Each decision of a panel
established under subparagraph (A) or over-
turned pursuant to clause (iii) of this sub-
paragraph shall be final.

‘(D) ACCESS TO CLASSIFIED INFORMATION.—
The head of an agency that establishes a
panel under subparagraph (A) shall afford ac-
cess to classified information to the mem-
bers of the panel as the agency head deter-
mines—

‘(1) necessary for the panel to hear and re-
view an appeal under this subsection; and

‘“(ii) consistent with the interests of na-
tional security.

‘‘(4) REPRESENTATION BY COUNSEL.—

‘‘(A) IN GENERAL.—Each head of an agency
shall ensure that, under this subsection, a
covered person appealing a decision of the
head’s agency under this subsection has an
opportunity to retain counsel or other rep-
resentation at the covered person’s expense.

““(B) ACCESS TO CLASSIFIED INFORMATION.—

‘(i) IN GENERAL.—Upon the request of a
covered person appealing a decision of an
agency under this subsection and a showing
that the ability to review classified informa-
tion is essential to the resolution of the ap-
peal under this subsection, the head of the
agency shall sponsor an application by the
counsel or other representation retained
under this paragraph for access to classified
information for the limited purposes of such
appeal.

‘“(ii) EXTENT OF ACCESS.—Counsel or an-
other representative who is cleared for ac-
cess under this subparagraph may be af-
forded access to relevant classified materials
to the extent consistent with the interests of
national security.

¢“(5) PUBLICATION OF DECISIONS.—

‘“(A) IN GENERAL.—Each head of an agency
shall publish each final decision on an appeal
under this subsection.

‘(B) REQUIREMENTS.—In order to ensure
transparency, oversight by Congress, and
meaningful information for those who need
to understand how the clearance process
works, each publication under subparagraph
(A) shall be—

‘“(i) made in a manner that is consistent
with section 552 of title 5, United States
Code, as amended by the Electronic Freedom
of Information Act Amendments of 1996
(Public Law 104-231);

‘(i) published to explain the facts of the
case, redacting personally identifiable infor-
mation and sensitive program information;
and

‘“(iii) made available on a website that is
searchable by members of the public.

¢(¢c) PERIOD OF TIME FOR THE RIGHT TO AP-
PEAL.—
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‘(1) IN GENERAL.—Except as provided in
paragraph (2), any covered person who has
been the subject of a decision made by the
head of an agency to deny or revoke eligi-
bility for access to classified information
shall retain all rights to appeal under this
section until the conclusion of the appeals
process under this section.

*“(2) WAIVER OF RIGHTS.—

‘““(A) PERSONS.—Any covered person may
voluntarily waive the covered person’s right
to appeal under this section and such waiver
shall be conclusive.

‘“‘(B) AGENCIES.—The head of an agency
may not require a covered person to waive
the covered person’s right to appeal under
this section for any reason.

“(d) WAIVER OF AVAILABILITY OF PROCE-
DURES FOR NATIONAL SECURITY INTEREST.—

‘(1) IN GENERAL.—If the head of an agency
determines that a procedure established
under subsection (b) cannot be made avail-
able to a covered person in an exceptional
case without damaging a national security
interest of the United States by revealing
classified information, such procedure shall
not be made available to such covered per-
son.

‘(2) FINALITY.—A determination under
paragraph (1) shall be final and conclusive
and may not be reviewed by any other offi-
cial or by any court.

‘(3) REPORTING.—

‘“(A) CASE-BY-CASE.—

‘(i) IN GENERAL.—In each case in which the
head of an agency determines under para-
graph (1) that a procedure established under
subsection (b) cannot be made available to a
covered person, the agency head shall, not
later than 30 days after the date on which
the agency head makes such determination,
submit to the Security Executive Agent and
to the congressional intelligence committees
a report stating the reasons for the deter-
mination.

‘(i) FOorRM.—A report submitted under
clause (i) may be submitted in classified
form as necessary.

‘(B) ANNUAL REPORTS.—

‘(i) IN GENERAL.—Not less frequently than
once each fiscal year, the Security Executive
Agent shall submit to the congressional in-
telligence committees a report on the deter-
minations made under paragraph (1) during
the previous fiscal year.

‘(ii) CoONTENTS.—Each report submitted
under clause (i) shall include, for the period
covered by the report, the following:

‘“(I) The number of cases and reasons for
determinations made under paragraph (1),
disaggregated by agency.

“(II) Such other matters as the Security
Executive Agent considers appropriate.

‘“(e) DENIALS AND REVOCATIONS UNDER
OTHER PROVISIONS OF LAW.—

‘(1) RULE OF CONSTRUCTION.—Nothing in
this section shall be construed to limit or af-
fect the responsibility and power of the head
of an agency to deny or revoke eligibility for
access to classified information or to deny
reciprocity of clearance in the interest of na-
tional security.

‘“(2) DENIALS AND REVOCATION.—The power
and responsibility to deny or revoke eligi-
bility for access to classified information or
to deny reciprocity of clearance pursuant to
any other provision of law or Executive
order may be exercised only when the head
of an agency determines that an applicable
process established under this section cannot
be invoked in a manner that is consistent
with national security.

‘“(3) FINALITY.—A determination under
paragraph (2) shall be final and conclusive
and may not be reviewed by any other offi-
cial or by any court.

*“(4) REPORTING.—

‘“(A) CASE-BY-CASE.—
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‘(i) IN GENERAL.—In each case in which the
head of an agency determines under para-
graph (2) that a determination relating to a
denial or revocation of eligibility for access
to classified information or denial of reci-
procity of clearance could not be made pur-
suant to a process established under this sec-
tion, the agency head shall, not later than 30
days after the date on which the agency head
makes such a determination under para-
graph (2), submit to the Security Executive
Agent and to the congressional intelligence
committees a report stating the reasons for
the determination.

‘‘(ii) FORM.—A report submitted under
clause (i) may be submitted in classified
form as necessary.

‘(B) ANNUAL REPORTS.—

‘(i) IN GENERAL.—Not less frequently than
once each fiscal year, the Security Executive
Agent shall submit to the congressional in-
telligence committees a report on the deter-
minations made under paragraph (2) during
the previous fiscal year.

‘‘(ii) CONTENTS.—Each report submitted
under clause (i) shall include, for the period
covered by the report, the following:

“(I) The number of cases and reasons for
determinations made under paragraph (2),
disaggregated by agency.

“(II) Such other matters as the Security
Executive Agent considers appropriate.

¢“(f) RELATIONSHIP TO SUITABILITY.—No per-
son may use a determination of suitability
under part 731 of title 5, Code of Federal Reg-
ulations, or successor regulation, for the
purpose of denying a covered person the re-
view proceedings of this section where there
has been a denial or revocation of eligibility
for access to classified information or a de-
nial of reciprocity of clearance.

‘(g) PRESERVATION OF ROLES AND RESPON-
SIBILITIES UNDER EXECUTIVE ORDER 10865 AND
OF THE DEFENSE OFFICE OF HEARINGS AND AP-
PEALS.—Nothing in this section shall be con-
strued to diminish or otherwise affect the
procedures in effect on the day before the
date of the enactment of this Act for denial
and revocation procedures provided to indi-
viduals by Executive Order 10865 (50 U.S.C.
3161 note; relating to safeguarding classified
information within industry), or successor
order, including those administered through
the Defense Office of Hearings and Appeals of
the Department of Defense under Depart-
ment of Defense Directive 5220.6, or successor
directive.

‘““(h) RULE OF CONSTRUCTION RELATING TO
CERTAIN OTHER PROVISIONS OF LAW.—This
section and the processes and procedures es-
tablished under this section shall not be con-
strued to apply to paragraphs (6) and (7) of
section 3001(j) of the Intelligence Reform and
Terrorism Prevention Act of 2004 (50 U.S.C.
3341(3)).”.

(2) CLERICAL AMENDMENT.—The table of
contents in the matter preceding section 2 of
the National Security Act of 1947 (560 U.S.C.
3002), as amended by subsection (c¢), is fur-
ther amended by inserting after the item re-
lating to section 801A the following:

‘““‘Sec. 801B. Right to appeal.”.

SEC. 402. ESTABLISHING PROCESS PARITY FOR
SECURITY CLEARANCE REVOCA-
TIONS.

Subparagraph (C) of section 3001(j)(4) of the
Intelligence Reform and Terrorism Preven-
tion Act of 2004 (50 U.S.C. 3341(j)(4)) is
amended to read as follows:

¢“(C) BURDENS OF PROOF.—

‘(i) IN GENERAL.—Subject to clause (iii), in
determining whether the adverse security
clearance or access determination violated
paragraph (1), the agency shall find that
paragraph (1) was violated if the individual
has demonstrated that a disclosure described
in paragraph (1) was a contributing factor in
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the adverse security clearance or access de-
termination taken against the individual.

¢“(i1) CIRCUMSTANTIAL EVIDENCE.—An indi-
vidual under clause (i) may demonstrate that
the disclosure was a contributing factor in
the adverse security clearance or access de-
termination taken against the individual
through circumstantial evidence, such as
evidence that—

‘“(I) the official making the determination
knew of the disclosure; and

‘“(IT1) the determination occurred within a
period such that a reasonable person could
conclude that the disclosure was a contrib-
uting factor in the determination.

‘“(iii) DEFENSE.—In determining whether
the adverse security clearance or access de-
termination violated paragraph (1), the agen-
cy shall not find that paragraph (1) was vio-
lated if, after a finding that a disclosure was
a contributing factor, the agency dem-
onstrates by clear and convincing evidence
that it would have made the same security
clearance or access determination in the ab-
sence of such disclosure.”’.

SEC. 403. FEDERAL POLICY ON SHARING OF DE-
ROGATORY INFORMATION PER-
TAINING TO CONTRACTOR EMPLOY-
EES IN THE TRUSTED WORKFORCE.

(a) PoLicy REQUIRED.—Not later than 180
days after the date of the enactment of this
Act, the Security Executive Agent, in co-
ordination with the principal members of the
Performance Accountability Council and the
Attorney General, shall issue a policy for the
Federal Government on sharing of deroga-
tory information pertaining to contractor
employees engaged by the Federal Govern-
ment.

(b) CONSENT REQUIREMENT.—

(1) IN GENERAL.—The policy issued under
subsection (a) shall require, as a condition of
accepting a security clearance with the Fed-
eral Government, that a contractor em-
ployee provide prior written consent for the
Federal Government to share covered derog-
atory information with the chief security of-
ficer of the contractor employer that em-
ploys the contractor employee.

(2) COVERED DEROGATORY INFORMATION.—
For purposes of this section, covered deroga-
tory information—

(A) is information that—

(i) contravenes National Security Adju-
dicative Guidelines as specified in Security
Executive Agent Directive 4 (10 C.F.R. 710
app. A), or any successor Federal policy;

(ii) a Federal Government agency certifies
is accurate and reliable;

(iii) is relevant to a contractor’s ability to
protect against insider threats as required
by section 1-202 of the National Industrial
Security Program Operating Manual
(NISPOM), or successor manual; and

(iv) may have a bearing on the contractor
employee’s suitability for a position of pub-
lic trust or to receive credentials to access
certain facilities of the Federal Government;
and

(B) shall include any negative information
considered in the adjudicative process, in-
cluding information provided by the con-
tractor employee on forms submitted for the
processing of the contractor employee’s se-
curity clearance.

(¢c) ELEMENTS.—The policy issued under
subsection (a) shall—

(1) require Federal agencies, except under
exceptional circumstances specified by the
Security Executive Agent, to share with the
contractor employer of a contractor em-
ployee engaged with the Federal Government
the existence of potentially derogatory in-
formation and which National Security Ad-
judicative Guideline it falls under, with the
exception that the Security Executive Agent
may waive such requirement in cir-
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cumstances the Security Executive Agent
considers extraordinary;

(2) require that covered derogatory infor-
mation shared with a contractor employer as
described in subsection (b)(1) be used by the
contractor employer exclusively for risk
mitigation purposes under section 1-202 of
the National Industrial Security Program
Operating Manual, or successor manual;

(3) require Federal agencies to share any
mitigation measures in place to address the
derogatory information;

(4) establish standards for timeliness for
sharing the derogatory information;

(5) specify the methods by which covered
derogatory information will be shared with
the contractor employer of the contractor
employee;

(6) allow the contractor employee, within a
specified timeframe, the right—

(A) to contest the accuracy and reliability
of covered derogatory information;

(B) to address or remedy any concerns
raised by the covered derogatory informa-
tion; and

(C) to provide documentation pertinent to
subparagraph (A) or (B) for an agency to
place in relevant security clearance data-
bases;

(7) establish a procedure by which the con-
tractor employer of the contractor employee
may consult with the Federal Government
prior to taking any remedial action under
section 1-202 of the National Industrial Secu-
rity Program Operating Manual, or successor
manual, to address the derogatory informa-
tion the Federal agency has provided;

(8) stipulate that the chief security officer
of the contractor employer is prohibited
from sharing or discussing covered deroga-
tory information with other parties, includ-
ing nonsecurity professionals at the con-
tractor employer; and

(9) require companies in the National In-
dustrial Security Program to comply with
the policy.

(d) CONSIDERATION OF LESSONS LEARNED
FROM INFORMATION-SHARING PROGRAM FOR
POSITIONS OF TRUST AND SECURITY CLEAR-
ANCES.—In developing the policy issued
under subsection (a), the Director shall con-
sider, to the extent available, lessons learned
from actions taken to carry out section
6611(f) of the National Defense Authorization
Act for Fiscal Year 2020 (Public Law 116-92).
TITLE V—REPORTS AND OTHER MATTERS

Subtitle A—Wireless Supply Chain
Innovation and Multilateral Security
SEC. 501. DEFINITIONS.

In this subtitle:

(1) 3GPP.—The term ‘‘3GPP’”’ means the
Third Generation Partnership Project.

(2) 5G: NETWORK.—The term ‘‘5G network”
means a radio network as described by 3GPP
Release 15 or higher.

(3) COMMISSION.—The term ‘‘Commission”’
means the Federal Communications Com-
mission.

(4) NTIA ADMINISTRATOR.—The term ‘‘NTIA
Administrator” means the Assistant Sec-
retary of Commerce for Communications and
Information.

(6) OPEN-RAN.—The term ‘‘Open-RAN”
means the Open Radio Access Network ap-
proach to standardization adopted by the O-
RAN Alliance, Telecom Infra Project, or
3GPP, or any similar set of open standards
for multi-vendor network equipment inter-
operability.

(6) RELEVANT COMMITTEES OF CONGRESS.—
The term ‘‘relevant committees of Congress”’
means—

(A) the Select Committee on Intelligence
of the Senate;

(B) the Committee on Foreign Relations of
the Senate;

(C) the Committee on Homeland Security
and Governmental Affairs of the Senate;
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(D) the Committee on Armed Services of
the Senate;

(E) the Committee on Commerce, Science,
and Transportation of the Senate;

(F') the Committee on Appropriations of
the Senate;

(G) the Permanent Select Committee on
Intelligence of the House of Representatives;

(H) the Committee on Foreign Affairs of
the House of Representatives;

(I) the Committee on Homeland Security
of the House of Representatives;

(J) the Committee on Armed Services of
the House of Representatives;

(K) the Committee on Energy and Com-
merce of the House of Representatives; and

(L) the Committee on Appropriations of
the House of Representatives.

SEC. 502. COMMUNICATIONS TECHNOLOGY SECU-
RITY FUNDS.

(a) AUTHORIZATION OF APPROPRIATIONS.—

(1) IN GENERAL.—There are authorized to be
appropriated for fiscal years 2021 through
2031—

(A) $50,000,000 for the Public Wireless Sup-
ply Chain Innovation Fund established under
subsection (b) of this section; and

(B) $25,000,000 for the Multilateral Tele-
communications Security Fund established
under subsection (c) of this section.

(2) AVAILABILITY.—Amounts made avail-
able under paragraph (1) shall remain avail-
able through fiscal year 2031.

(b) PUBLIC WIRELESS SUPPLY CHAIN INNOVA-
TION FUND.—

(1) ESTABLISHMENT.—

(A) IN GENERAL.—There is established in
the Treasury of the United States a trust
fund to be known as the ‘‘Public Wireless
Supply Chain Innovation Fund” (referred to
in this subsection as the “‘R&D Fund’’).

(B) AVAILABILITY.—

(i) IN GENERAL.—Amounts deposited in the
R&D Fund shall remain available through
the end of the tenth fiscal year beginning
after the date of enactment of this Act.

(ii) REMAINDER TO TREASURY.—ANy
amounts remaining in the R&D Fund after
the end of the tenth fiscal year beginning
after the date of enactment of this Act shall
be deposited in the general fund of the Treas-
ury.

(2) USE OF FUND.—

(A) IN GENERAL.—Amounts appropriated to
the R&D Fund shall be available to the NTIA
Administrator to make grants under this
subsection in such amounts as the NTIA Ad-
ministrator determines appropriate, subject
to clause (ii) of this subparagraph.

(B) LIMITATION ON GRANT AMOUNTS.—The
amount of a grant awarded under this sub-
section to a recipient for a specific research
focus area may not exceed $50,000,000.

(3) ADMINISTRATION OF FUND.—The NTIA
Administrator, in consultation with the
Commission, the Director of the National In-
stitute of Standards and Technology, the
Secretary of Homeland Security, the Sec-
retary of Defense, and the Director of the In-
telligence Advanced Research Projects Ac-
tivity of the Office of the Director of Na-
tional Intelligence, shall establish criteria
for grants awarded under this subsection,
and administer the R&D Fund, to support re-
search and the commercial application of
that research, including in the following
areas:

(A) Promoting the development of tech-
nology, including software, hardware, and
microprocessing technology, that will en-
hance competitiveness in the fifth-genera-
tion (commonly known as ‘“‘6G’’) and suc-
cessor wireless technology supply chains.

(B) Accelerating development and deploy-
ment of open interface standards-based com-
patible, interoperable equipment, such as
equipment developed pursuant to the stand-
ards set forth by organizations such as the O-
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RAN Alliance, the Telecom Infra Project,
3GPP, the Open-RAN Software Community,
or any successor organizations.

(C) Promoting compatibility of new 5G
equipment with future open standards-based,
interoperable equipment.

(D) Managing integration of multi-vendor
network environments.

(E) Objective criteria to define equipment
as compliant with open standards for multi-
vendor network equipment interoperability.

(F) Promoting development and inclusion
of security features enhancing the integrity
and availability of equipment in multi-ven-
dor networks.

(G) Promoting the application of network
function virtualization to facilitate multi-
vendor interoperability and a more diverse
vendor market.

(4) TIMING.—Not later than 1 year after the
date of enactment of this Act, the NTTA Ad-
ministrator shall begin awarding grants
under this subsection.

(5) FEDERAL ADVISORY BODY.—

(A) ESTABLISHMENT.—The NTIA Adminis-
trator shall establish a Federal advisory
committee, in accordance with the Federal
Advisory Committee Act (6 U.S.C. App.),
composed of government and private sector
experts, to advise the NTIA Administrator
on the administration of the R&D Fund.

(B) COMPOSITION.—The advisory committee
established under subparagraph (A) shall be
composed of—

(i) representatives from—

(I) the Commission;

(IT) the Department of Defense;

(III) the Intelligence Advanced Research
Projects Activity of the Office of the Direc-
tor of National Intelligence;

(IV) the National Institute of Standards
and Technology;

(V) the Department of State;

(VI) the National Science Foundation; and

(VII) the Department of Homeland Secu-
rity; and

(ii) other representatives from the private
and public sectors, at the discretion of the
NTIA Administrator.

(C) DUTIES.—The advisory committee es-
tablished under subparagraph (A) shall ad-
vise the NTIA Administrator on technology
developments to help inform—

(i) the strategic direction of the R&D
Fund; and

(ii) efforts of the Federal Government to
promote a more secure, diverse, sustainable,
and competitive supply chain.

(6) REPORTS TO CONGRESS.—

(A) INITIAL REPORT.—Not later than 180
days after the date of enactment of this Act,
the NTIA Administrator shall submit to the
relevant committees of Congress a report
with—

(i) additional recommendations on pro-
moting the competitiveness and sustain-
ability of trusted suppliers in the wireless
supply chain; and

(ii) any additional authorities needed to fa-
cilitate the timely adoption of open stand-
ards-based equipment, including authority to
provide loans, loan guarantees, and other
forms of credit extension that would maxi-
mize the use of designated funds.

(B) ANNUAL REPORT.—For each fiscal year
for which amounts in the R&D Fund are
available under this subsection, the NTIA
Administrator shall submit to Congress a re-
port that—

(i) describes how, and to whom, amounts in
the R&D Fund have been deployed;

(ii) details the progress of the NTIA Ad-
ministrator in meeting the objectives de-
scribed in paragraph (3); and

(iii) includes any additional information
that the NTIA Administrator determines ap-
propriate.
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(¢) MULTILATERAL TELECOMMUNICATIONS
SECURITY FUND.—

(1) ESTABLISHMENT OF FUND.—

(A) IN GENERAL.—There is established in
the Treasury of the United States a trust
fund to be known as the ‘‘Multilateral Tele-
communications Security Fund”.

(B) USE OF FUND.—Amounts appropriated
to the Multilateral Telecommunications Se-
curity Fund shall be available to the Sec-
retary of State to make expenditures under
this subsection in such amounts as the Sec-
retary of State determines appropriate.

(C) AVAILABILITY.—

(i) IN GENERAL.—Amounts deposited in the
Multilateral Telecommunications Security
Fund—

(I) shall remain available through the end
of the tenth fiscal year beginning after the
date of enactment of this Act; and

(IT) may only be allocated upon the Sec-
retary of State reaching an agreement with
foreign government partners to participate
in the common funding mechanism described
in paragraph (2).

(i) REMAINDER TO TREASURY.—ANy
amounts remaining in the Multilateral Tele-
communications Security Fund after the end
of the tenth fiscal year beginning after the
date of enactment of this Act shall be depos-
ited in the general fund of the Treasury.

(2) ADMINISTRATION OF FUND.—The Sec-
retary of State, in consultation with the
NTIA Administrator, the Secretary of Home-
land Security, the Secretary of Defense, the
Secretary of the Treasury, the Director of
National Intelligence, and the Commission,
shall establish a common funding mecha-
nism, in coordination with foreign partners,
that uses amounts from the Multilateral
Telecommunications Security Fund to sup-
port the development and adoption of secure
and trusted telecommunications tech-
nologies.

(3) ANNUAL REPORT TO CONGRESS.—Not later
than 1 year after the date of enactment of
this Act, and annually thereafter for each
fiscal year during which amounts in the Mul-
tilateral Telecommunications Security Fund
are available, the Secretary of State shall
submit to the relevant committees of Con-
gress a report on the status and progress of
the funding mechanism established under
paragraph (2), including—

(A) any funding commitments from foreign
partners, including each specific amount
committed;

(B) governing criteria for use of the Multi-
lateral Telecommunications Security Fund;

(C) an account of—

(i) how, and to whom, funds have been de-
ployed;

(ii) amounts remaining in the Multilateral
Telecommunications Security Fund; and

(iii) the progress of the Secretary of State
in meeting the objective described in para-
graph (2); and

(D) additional authorities needed to en-
hance the effectiveness of the Multilateral
Telecommunications Security Fund in
achieving the security goals of the United
States.

SEC. 503. PROMOTING UNITED STATES LEADER-
SHIP IN INTERNATIONAL ORGANIZA-
TIONS AND COMMUNICATIONS
STANDARDS-SETTING BODIES.

(a) IN GENERAL.—The Secretary of State,
the Secretary of Commerce, and the Chair-
man of the Commission, or their designees,
shall consider how to enhance representation
of the United States at international forums
that set standards for 5G networks and for
future generations of wireless communica-
tions networks, including—

(1) the International Telecommunication
Union (commonly known as “ITU”);
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(2) the International Organization for

Standardization (commonly known as
“IS0”):
(3) the Inter-American Telecommuni-

cations Commission (commonly known as
“CITEL”); and

(4) the voluntary standards organizations
that develop protocols for wireless devices
and other equipment, such as the 3GPP and
the Institute of Electrical and Electronics
Engineers (commonly known as “IEEE’).

(b) ANNUAL REPORT.—The Secretary of
State, the Secretary of Commerce, and the
Chairman of the Commission shall jointly
submit to the relevant committees of Con-
gress an annual report on the progress made
under subsection (a).

Subtitle B—Reports and Other Matters
SEC. 511. REPORT ON ATTEMPTS BY FOREIGN AD-
VERSARIES TO BUILD TELE-
COMMUNICATIONS AND CYBERSE-
CURITY EQUIPMENT AND SERVICES
FOR, OR TO PROVIDE SUCH EQUIP-
MENT AND SERVICES TO, CERTAIN

ALLIES OF THE UNITED STATES.

(a) DEFINITIONS.—In this section:

(1) APPROPRIATE COMMITTEES OF CON-
GRESS.—The term ‘‘appropriate committees
of Congress’ means—

(A) the Committee on Armed Services and
the Select Committee on Intelligence of the
Senate; and

(B) the Committee on Armed Services and
the Permanent Select Committee on Intel-
ligence of the House of Representatives.

(2) FIVE EYES COUNTRY.—The term ‘“Five
Eyes country’ means any of the following:

(A) Australia.

(B) Canada.

(C) New Zealand.

(D) The United Kingdom.

(E) The United States.

(b) REPORT REQUIRED.—Not later than 90
days after the date of the enactment of this
Act, the Director of the Central Intelligence
Agency, the Director of the National Secu-
rity Agency, and the Director of the Defense
Intelligence Agency shall jointly submit to
the appropriate committees of Congress a re-
port on attempts by foreign adversaries to
build telecommunications and cybersecurity
equipment and services for, or to provide
such equipment and services to, Five Eyes
countries.

(c) ELEMENTS.—The report submitted
under subsection (b) shall include the fol-
lowing:

(1) An assessment of United States intel-
ligence sharing and intelligence and military
force posture in any Five Eyes country that
currently uses or intends to wuse tele-
communications or cybersecurity equipment
or services provided by a foreign adversary of
the United States, including China and Rus-
sia.

(2) A description and assessment of mitiga-
tion of any potential compromises or risks
for any circumstance described in paragraph
Q).
(d) ForM.—The report required by sub-
section (b) shall include an unclassified exec-
utive summary, and may include a classified
annex.

SEC. 512. REPORT ON THREATS POSED BY USE BY
FOREIGN GOVERNMENTS AND ENTI-
TIES OF COMMERCIALLY AVAILABLE
CYBER INTRUSION AND SURVEIL-
LANCE TECHNOLOGY.

(a) REPORT REQUIRED.—Not later than 180
days after the date of the enactment of this
Act, the Director of National Intelligence
shall submit to the congressional intel-
ligence committees a report on the threats
posed by the use by foreign governments and
entities of commercially available cyber in-
trusion and other surveillance technology.

(b) CONTENTS.—The report required by sub-
section (a) shall include the following:
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(1) Matters relating to threats described in
subsection (a) as they pertain to the fol-
lowing:

(A) The threat posed to United States per-
sons and persons inside the United States.

(B) The threat posed to United States per-
sonnel overseas.

(C) The threat posed to employees of the
Federal Government, including through both
official and personal accounts and devices.

(2) A description of which foreign govern-
ments and entities pose the greatest threats
from the use of technology described in sub-
section (a) and the nature of those threats.

(3) An assessment of the source of the com-
mercially available cyber intrusion and
other surveillance technology that poses the
threats described in subsection (a), including
whether such technology is made by United
States companies or companies in the United
States or by foreign companies.

(4) An assessment of actions taken, as of
the date of the enactment of this Act, by the
Federal Government and foreign govern-
ments to limit the export of technology de-
scribed in subsection (a) from the United
States or foreign countries to foreign gov-
ernments and entities in ways that pose the
threats described in such subsection.

(5) Matters relating to how the Federal
Government, Congress, and foreign govern-
ments can most effectively mitigate the
threats described in subsection (a), including
matters relating to the following:

(A) Working with the technology and tele-
communications industry to identify and im-
prove the security of consumer software and
hardware used by United States persons and
persons inside the United States that is tar-
geted by commercial cyber intrusion and
surveillance software.

(B) Export controls.

(C) Diplomatic pressure.

(D) Trade agreements.

(c) ForM.—The report submitted under
subsection (a) shall be submitted in unclassi-
fied form, but may include a classified
annex.

SEC. 513. REPORTS ON RECOMMENDATIONS OF
THE CYBERSPACE SOLARIUM COM-
MISSION.

(a) APPROPRIATE COMMITTEES OF CON-
GRESS.—In this section, the term ‘‘appro-
priate committees of Congress’ means—

(1) the Committee on Armed Services, the
Select Committee on Intelligence, the Com-
mittee on Homeland Security and Govern-
mental Affairs, the Committee on Com-
merce, Science, and Tra