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Americans Act of 1965 (42 U.S.C. 3026) is
amended by adding at the end the following:

“(g) Nothing in this Act shall restrict an
area agency on aging from providing services
not provided or authorized under this Act,
including through—

‘(1) contracts with health care payers;

‘“(2) consumer private pay programs; or

‘(3) other arrangements with entities or
individuals that increase the availability of
home and community-based services and
supports in the planning and service area
supported by the area agency on aging.”’.

By Mr. MCCONNELL:

S. 1021. A bill to amend the Inter-
modal Surface Transportation Effi-
ciency Act of 1991 with respect to a
portion of the Wendell H. Ford (West-
ern Kentucky) Parkway, and for other
purposes; to the Committee on Envi-
ronment and Public Works.

Mr. McCONNELL. Mr. President, I
ask unanimous consent that the text of
the bill be printed in the RECORD.

There being no objection, the text of
the bill was ordered to be printed in
the RECORD, as follows:
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Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in
Congress assembled,

SECTION 1. WENDELL H. FORD (WESTERN KEN-
TUCKY) PARKWAY.

(a) DESIGNATION AS HIGH PRIORITY COR-
RIDOR.—Section 1105(c) of the Intermodal
Surface Transportation Efficiency Act of
1991 (Public Law 102-240; 105 Stat. 2032; 131
Stat. 797) is amended by adding at the end
the following:

‘“(91) The Wendell H. Ford (Western Ken-
tucky) Parkway from the interchange with
the William H. Natcher Parkway in Ohio
County, Kentucky, west to the interchange
of the Western Kentucky Parkway with the
Edward T. Breathitt (Pennyrile) Parkway.”’.

(b) DESIGNATION AS FUTURE INTERSTATE.—
Section 1105(e)(5)(A) of the Intermodal Sur-
face Transportation Efficiency Act of 1991
(Public Law 102-240; 109 Stat. 597; 131 Stat.
797) is amended in the first sentence by
striking ‘‘and subsection (¢)(90)’ and insert-

ing ‘‘subsection (¢)(90), and subsection
(©OD”.
(¢) NUMBERING OF PARKWAY.—Section

1105(e)(5)(C)(1) of the Intermodal Surface
Transportation Efficiency Act of 1991 (Public
Law 102-240; 109 Stat. 598; 126 Stat. 426; 131
Stat. 797) is amended by adding at the end
the following: ‘““The route referred to in sub-
section (c¢)(91) is designated as Interstate
Route I-369.”.

(d) OPERATION OF VEHICLES.—Section
127(1)(3)(A) of title 23, United States Code, is
amended—

(1) in the matter preceding clause (i), in
the first sentence, by striking ‘‘clause (i) or
(ii)”’ and inserting ‘‘clauses (i) through (iii)’’;
and

(2) by adding at the end the following:

‘“(iii) The Wendell H. Ford (Western Ken-
tucky) Parkway (to be designated as a spur
of Interstate Route 69) from the interchange
with the William H. Natcher Parkway in
Ohio County, Kentucky, west to the inter-
change of the Western Kentucky Parkway
with the Edward T. Breathitt (Pennyrile)
Parkway.”.
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SUBMITTED RESOLUTIONS

SENATE RESOLUTION 140—URGING
THE ESTABLISHMENT OF A
CYBER LEAGUE OF INDO-PACIFIC
STATES TO ADDRESS CYBER
THREATS

Mr. GARDNER (for himself and Mr.
CoONS) submitted the following resolu-
tion; which was referred to the Com-
mittee on Foreign Relations:

S. REs. 140

Whereas the world has benefitted greatly
from technological innovations under the
leadership of the United States in the post-
World War era, including the creation of the
World Wide Web which has provided an en-
tirely new platform for wealth creation and
human flourishing through cyber-commerce
and connectivity;

Whereas cybercrime affects companies
large and small, as well as infrastructure
that is vital to the economy as a whole;

Whereas a 2018 study from the Center for
Strategic and International Studies, in part-
nership with McAfee, estimates that the
global economic losses from cybercrime are
approximately $600,000,000,000 annually and
rising;

Whereas, according to the Pew Charitable
Trust, 64 percent of people in the United
States had fallen victim to cybercriminals as
of 2017;

Whereas, on July 9, 2012, General Keith
Alexander, then-Director of the National Se-
curity Agency, termed theft of United States
intellectual property ‘‘the greatest transfer
of wealth in history’’;

Whereas, on September 25, 2015, the United
States and the People’s Republic of China
announced a commitment that ‘‘neither
country’s government will conduct or know-
ingly support cyber-enabled theft of intellec-
tual property, including trade secrets or
other confidential business information,
with the intent of providing competitive ad-
vantages to companies or commercial sec-
tors’’;

Whereas the People’s Republic of China
nonetheless continues to contribute to the
rise of cybercrime, exploiting weaknesses in
the international system to undermine fair
competition in technology and cyberspace,
including through theft of intellectual prop-
erty and state-sponsored malicious actions
to undermine and weaken competition;

Whereas, according to the 2019 Worldwide
Threat Assessment by the Director of Na-
tional Intelligence: ‘‘China, Russia, Iran, and
North Korea increasingly use cyber oper-
ations to threaten both minds and machines
in an expanding number of ways—to steal in-
formation, to influence our citizens, or to
disrupt critical infrastructure.”’;

Whereas, from 2011 to 2018, more than 90
percent of cases handled by the Department
of Justice alleging economic espionage by or
to benefit a foreign country involved the
People’s Republic of China;

Whereas more than %3 of the cases handled
by the Department of Justice involving theft
of trade secrets have a nexus to the People’s
Republic of China;

Whereas experts have asserted that the
Made in China 2025 strategy of the Govern-
ment of the People’s Republic of China will
incentivize Chinese entities to engage in un-
fair competitive behavior, including addi-
tional theft of technologies and intellectual
property;

Whereas the Democratic People’s Republic
of Korea has also contributed to the rise of
cybercrime and according to the 2018 World-
wide Threat Assessment by the Director of
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National Intelligence: ‘“We expect the heav-
ily sanctioned North Korea to use cyber op-
erations to raise funds and to gather intel-
ligence or launch attacks on South Korea
and the United States. . . . North Korean ac-
tors developed and launched the WannaCry
ransomware in May 2017, judging from tech-
nical links to previously identified North Ko-
rean cyber tools, tradecraft, and operational
infrastructure. We also assess that these ac-
tors conducted the cyber theft of $81 million
from the Bank of Bangladesh in 2016.’;

Whereas section 2(a)(8) of the North Korea
Sanctions and Policy Enhancement Act of
2016 (22 U.S.C. 9201(a)(8)) states, ‘“The Gov-
ernment of North Korea has provided tech-
nical support and conducted destructive and
coercive cyberattacks, including against
Sony Pictures Entertainment and other
United States persons.’’;

Whereas the United States has taken ac-
tion on its own against international
cybercrime, including through—

(1) the North Korea Sanctions and Policy
Enhancement Act of 2016 (Public Law 114-
122), which imposed mandatory sanctions
against persons engaging in significant ac-
tivities undermining cybersecurity on behalf
of the Democratic People’s Republic of
Korea; and

(2) criminal charges filed by the Depart-
ment of Justice on October 25, 2018, in which
the Department alleged that the Chinese in-
telligence services conducted cyber intru-
sions against at least a dozen companies in
order to obtain information on a commercial
jet engine;

Whereas the March 2016 Department of
State International Cyberspace Policy Strat-
egy noted that ‘“‘the Department of State an-
ticipates a continued increase and expansion
of our cyber-focused diplomatic efforts for
the foreseeable future’’;

Whereas concerted action by countries
that share concerns about state-sponsored
cyber theft is necessary to prevent the
growth of cybercrime and other destabilizing
national security and economic outcomes;
and

Whereas section 215 of the Asia Reassur-
ance Initiative Act of 2018 (Public Law 115
409) calls for ‘‘robust cybersecurity coopera-
tion between the United States and nations
in the Indo-Pacific region” and ‘‘authorized
to be appropriated $100,000,000 for each of the
fiscal years 2019 through 2023 to enhance co-
operation between the United States and the
Indo-Pacific nations for the purpose of com-
batting cybersecurity threats’: Now, there-
fore, be it

Resolved, That the Senate—

(1) urges the President to propose and
champion the negotiation of a treaty with
like-minded partners in the Indo-Pacific to
ensure a free and open Internet free from
economically crippling cyberattacks;

(2) calls for the treaty, which can be re-
ferred to as the Cyber League of Indo-Pacific
States (in this resolution referred to as
“CLIPS”’), to include the creation of an In-
formation Sharing Analysis Center to pro-
vide around-the-clock cyber threat moni-
toring and mitigation for governments that
are parties to the treaty; and

(3) calls for members of CLIPS—

(A) to consult on emerging cyber threats;

(B) to pledge not to conduct or support
theft of intellectual property, including
trade secrets or other confidential business
information;

(C) to introduce and enforce minimum
criminal punishment for cyber theft;

(D) to extradite alleged cyber thieves, con-
sistent with existing agreements and re-
specting national sovereignty;

(E) to enforce laws protecting intellectual
property, including patents;
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(F) to ensure that government agencies
comply with software license terms;

(G) to minimize data localization require-
ments (consistent with the Agreement be-
tween the United States of America, the
United Mexican States, and Canada, signed
at Buenos Aires November 30, 2018 (com-
monly known as the ‘“United States-Mexico-
Canada Agreement’’));

(H) to seek cooperation with respect to the
standards described in the Arrangement on
the Recognition of Common Criteria Certifi-
cates in the field of Information Technology
Security, dated May 14, 2014;

(I) to provide for public input when devis-
ing legislation on cybersecurity; and

(J) to cooperate on the attribution of
cyberattacks and impose appropriate con-
sequences.

———

AMENDMENTS SUBMITTED AND
PROPOSED

SA 247. Mr. GRASSLEY (for himself, Ms.
ERNST, Mrs. FISCHER, and Mr. BLUNT) sub-
mitted an amendment intended to be pro-
posed to amendment SA 201 proposed by Mr.
SHELBY to the bill H.R. 268, making supple-
mental appropriations for the fiscal year
ending September 30, 2019, and for other pur-
poses; which was ordered to lie on the table.

————

TEXT OF AMENDMENTS

SA 247. Mr. GRASSLEY (for himself,
Ms. ERNST, Mrs. FISCHER, and Mr.
BLUNT) submitted an amendment in-
tended to be proposed to amendment
SA 201 proposed by Mr. SHELBY to the
bill H.R. 268, making supplemental ap-
propriations for the fiscal year ending
September 30, 2019, and for other pur-
poses; which was ordered to lie on the
table; as follows:

On page 3, line 16, strike ‘“‘milk” and insert

“milk, on-farm stored commodities, crops
prevented from being planted in 2019,”’.
——
AUTHORITY FOR COMMITTEES TO
MEET

Mr. CORNYN. Mr. President, I have 7
requests for committees to meet during
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today’s session of the Senate. They
have the approval of the Majority and
Minority leaders.

Pursuant to rule XXVI, paragraph
5(a), of the Standing Rules of the Sen-
ate, the following committees are au-
thorized to meet during today’s session
of the Senate:

COMMITTEE ON COMMERCE, SCIENCE, AND
TRANSPORTATION

The Committee on Commerce,
Science, and Transportation is author-
ized to meet during the session of the
Senate on Wednesday, April 3, 2019, at
9:30 a.m., to conduct a hearing on pend-
ing legislation.

COMMITTEE ON FOREIGN RELATIONS

The Committee on Foreign Relations
is authorized to meet during the ses-
sion of the Senate on Wednesday, April
3, 2019, at 2:15 p.m., to conduct a hear-
ing.

COMMITTEE ON INDIAN AFFAIRS

The Committee on Indian Affairs is
authorized to meet during the session
of the Senate on Wednesday, April 3,
2019, at 2:30 p.m., to conduct a hearing
entitled, ‘“Enhancing Tribal self-gov-
ernance and safety of Indian roads.”

COMMITTEE ON SMALL BUSINESS AND
ENTREPRENEURSHIP

The Committee on Small Business
and Entrepreneurship is authorized to
meet during the session of the Senate
on Wednesday, April 3, 2019, at 2:45
p.m., to conduct a hearing entitled,
‘“Reauthorization, of the SBA’s access
to capitol programs.”

SUBCOMMITTEE ON SEAPOWER

The Subcommittee on Seapower of
the Committee on Armed Services is
authorized to meet during the session
of the Senate on Wednesday, April 3,
2019, at 3 p.m., to conduct a hearing.

SUBCOMMITTEE ON STRATEGIC FORCES

The Subcommittee on Strategic
Forces of the Committee on Armed
Services is authorized to meet during
the session of the Senate on Tuesday,
April 2, 2019, at 2:30 p m., to conduct a
hearing.
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SUBCOMMMITTEE ON INTELLECTUAL PROPERTY

The Subcommittee on Intellectual
Property of the Committee on the Ju-
diciary is authorized to meet during
the session of the Senate on Tuesday,
April 2, 2019, at 2:45 p.m., to conduct a
hearing, ‘‘Trailblazers and lost Ein-
steins: Women inventors and the future
of American innovation.”

———

ORDERS FOR THURSDAY, APRIL 4,
2019

Mr. CORNYN. Mr. President, I ask
unanimous consent that when the Sen-
ate completes its business today, it ad-
journ until 11 a.m., Thursday, April 4;
further, that following the prayer and
pledge, the morning hour be deemed
expired, the Journal of proceedings be
approved to date, the time for the two
leaders be reserved for their use later
in the day, morning business be closed,
and the Senate proceed to executive
session and resume consideration of
the Calabria nomination.

The PRESIDING OFFICER. Without
objection, it is so ordered.

———

ADJOURNMENT UNTIL 11 A.M.
TOMORROW

Mr. CORNYN. Mr. President, if there
is no further business to come before
the Senate, I ask unanimous consent
that the Senate stand adjourned under
the previous order.

There being no objection, the Senate,
at 6:42 p.m., adjourned until Thursday,
April 4, 2019, at 11 a.m.

—————

CONFIRMATION
Executive nomination confirmed by
the Senate April 3, 2019:
DEPARTMENT OF COMMERCE

JEFFREY KESSLER, OF VIRGINIA, TO BE AN ASSISTANT
SECRETARY OF COMMERCE.
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