
CONGRESSIONAL RECORD — HOUSE H9501 November 13, 2018 
GULF ISLANDS NATIONAL SEA-

SHORE LAND EXCHANGE ACT OF 
2017 

The SPEAKER. Without objection, 5- 
minute voting will continue. 

There was no objection. 
The SPEAKER. The unfinished busi-

ness is the vote on the motion to sus-
pend the rules and concur in the Sen-
ate amendment to the bill (H.R. 2615) 
to authorize the exchange of certain 
land located in Gulf Islands National 
Seashore, Jackson County, Mississippi, 
between the National Park Service and 
the Veterans of Foreign Wars, and for 
other purposes, on which the yeas and 
nays were ordered. 

The Clerk read the title of the bill. 
The SPEAKER. The question is on 

the motion offered by the gentleman 
from Arizona (Mr. GOSAR) that the 
House suspend the rules and concur in 
the Senate amendment. 

This is a 5-minute vote. 
The vote was taken by electronic de-

vice, and there were—yeas 375, nays 1, 
not voting 54, as follows: 

[Roll No. 417] 

YEAS—375 

Abraham 
Adams 
Aderholt 
Aguilar 
Allen 
Amodei 
Arrington 
Babin 
Bacon 
Balderson 
Banks (IN) 
Barr 
Barragán 
Barton 
Bass 
Beatty 
Bera 
Bergman 
Beyer 
Biggs 
Bilirakis 
Bishop (GA) 
Bishop (MI) 
Bishop (UT) 
Black 
Blumenauer 
Blunt Rochester 
Bonamici 
Bost 
Boyle, Brendan 

F. 
Brady (TX) 
Brat 
Brooks (AL) 
Brooks (IN) 
Brown (MD) 
Buck 
Budd 
Burgess 
Bustos 
Butterfield 
Byrne 
Calvert 
Carbajal 
Cárdenas 
Carson (IN) 
Carter (GA) 
Carter (TX) 
Cartwright 
Castor (FL) 
Castro (TX) 
Chabot 
Cheney 
Chu, Judy 
Clark (MA) 
Clarke (NY) 
Clay 
Cleaver 
Cloud 
Clyburn 
Coffman 

Cole 
Collins (GA) 
Collins (NY) 
Comer 
Conaway 
Cook 
Cooper 
Correa 
Costa 
Courtney 
Crawford 
Crist 
Crowley 
Cuellar 
Culberson 
Cummings 
Curtis 
Davidson 
Davis (CA) 
Davis, Danny 
Davis, Rodney 
DeGette 
Delaney 
DeLauro 
DelBene 
Demings 
Denham 
DesJarlais 
Deutch 
Diaz-Balart 
Dingell 
Doggett 
Donovan 
Doyle, Michael 

F. 
Duffy 
Duncan (SC) 
Duncan (TN) 
Dunn 
Emmer 
Engel 
Eshoo 
Espaillat 
Estes (KS) 
Esty (CT) 
Evans 
Faso 
Ferguson 
Fitzpatrick 
Fleischmann 
Flores 
Fortenberry 
Foster 
Foxx 
Frankel (FL) 
Frelinghuysen 
Fudge 
Gabbard 
Gallagher 
Gallego 
Garamendi 

Garrett 
Gianforte 
Gibbs 
Gohmert 
Gomez 
Gonzalez (TX) 
Gosar 
Gottheimer 
Granger 
Graves (GA) 
Graves (LA) 
Graves (MO) 
Green, Al 
Green, Gene 
Griffith 
Grothman 
Guthrie 
Hanabusa 
Handel 
Harper 
Harris 
Hartzler 
Heck 
Hensarling 
Hern 
Herrera Beutler 
Hice, Jody B. 
Higgins (LA) 
Hill 
Himes 
Holding 
Hollingsworth 
Hoyer 
Hudson 
Huffman 
Hultgren 
Hunter 
Hurd 
Jackson Lee 
Jayapal 
Jeffries 
Johnson (GA) 
Johnson (LA) 
Johnson (OH) 
Johnson, E. B. 
Johnson, Sam 
Jordan 
Joyce (OH) 
Kaptur 
Katko 
Keating 
Kelly (IL) 
Kelly (MS) 
Kelly (PA) 
Kennedy 
Khanna 
Kihuen 
Kildee 
Kilmer 
Kind 
King (IA) 

King (NY) 
Krishnamoorthi 
Kuster (NH) 
Kustoff (TN) 
Labrador 
LaHood 
LaMalfa 
Lamb 
Lamborn 
Lance 
Langevin 
Larson (CT) 
Latta 
Lawrence 
Lawson (FL) 
Lee 
Lesko 
Levin 
Lewis (GA) 
Lewis (MN) 
Lipinski 
LoBiondo 
Loebsack 
Lofgren 
Long 
Loudermilk 
Lowenthal 
Lowey 
Lucas 
Luetkemeyer 
Lujan Grisham, 

M. 
Luján, Ben Ray 
Lynch 
MacArthur 
Maloney, 

Carolyn B. 
Marchant 
Marino 
Marshall 
Massie 
Mast 
McCarthy 
McCaul 
McClintock 
McCollum 
McEachin 
McGovern 
McHenry 
McKinley 
McMorris 

Rodgers 
McNerney 
Meadows 
Meeks 
Meng 
Messer 
Mitchell 
Moolenaar 
Mooney (WV) 
Moore 
Morelle 
Moulton 
Mullin 
Murphy (FL) 
Nadler 

Napolitano 
Neal 
Newhouse 
Norcross 
Norman 
Nunes 
O’Rourke 
Palazzo 
Pallone 
Palmer 
Panetta 
Pascrell 
Paulsen 
Payne 
Pearce 
Pelosi 
Perlmutter 
Perry 
Peterson 
Pingree 
Pocan 
Poe (TX) 
Posey 
Price (NC) 
Quigley 
Raskin 
Reed 
Reichert 
Renacci 
Rice (NY) 
Rice (SC) 
Richmond 
Roby 
Roe (TN) 
Rogers (AL) 
Rogers (KY) 
Rohrabacher 
Rokita 
Ros-Lehtinen 
Rosen 
Roskam 
Ross 
Rothfus 
Rouzer 
Roybal-Allard 
Royce (CA) 
Ruiz 
Ruppersberger 
Rush 
Russell 
Rutherford 
Sánchez 
Sanford 
Sarbanes 
Scalise 
Scanlon 
Schakowsky 
Schiff 
Schneider 
Schrader 
Schweikert 
Scott (VA) 
Scott, Austin 
Scott, David 
Sensenbrenner 
Serrano 

Sessions 
Sewell (AL) 
Shea-Porter 
Sherman 
Shimkus 
Shuster 
Simpson 
Sinema 
Sires 
Smith (MO) 
Smith (NE) 
Smith (NJ) 
Smith (WA) 
Smucker 
Soto 
Stefanik 
Stewart 
Stivers 
Suozzi 
Swalwell (CA) 
Takano 
Taylor 
Tenney 
Thompson (CA) 
Thompson (MS) 
Thompson (PA) 
Thornberry 
Tipton 
Titus 
Tonko 
Torres 
Trott 
Tsongas 
Turner 
Upton 
Valadao 
Vargas 
Veasey 
Vela 
Velázquez 
Visclosky 
Wagner 
Walberg 
Walden 
Walker 
Walorski 
Walters, Mimi 
Wasserman 

Schultz 
Waters, Maxine 
Weber (TX) 
Webster (FL) 
Welch 
Wenstrup 
Westerman 
Williams 
Wilson (SC) 
Wittman 
Womack 
Woodall 
Yarmuth 
Yoder 
Yoho 
Young (AK) 
Young (IA) 
Zeldin 

NAYS—1 

Amash 

NOT VOTING—54 

Barletta 
Blackburn 
Blum 
Brady (PA) 
Brownley (CA) 
Buchanan 
Bucshon 
Capuano 
Cicilline 
Cohen 
Comstock 
Connolly 
Costello (PA) 
Cramer 
Curbelo (FL) 
DeFazio 
DeSaulnier 
Ellison 
Gaetz 

Goodlatte 
Gowdy 
Grijalva 
Gutiérrez 
Hastings 
Higgins (NY) 
Huizenga 
Issa 
Jenkins (KS) 
Jones 
Kinzinger 
Knight 
Larsen (WA) 
Lieu, Ted 
Love 
Maloney, Sean 
Matsui 
McSally 
Noem 

Nolan 
O’Halleran 
Olson 
Peters 
Pittenger 
Poliquin 
Polis 
Ratcliffe 
Rooney, Francis 
Rooney, Thomas 

J. 
Ryan (OH) 
Smith (TX) 
Speier 
Walz 
Watson Coleman 
Wilson (FL) 

b 1924 

So (two-thirds being in the affirma-
tive) the rules were suspended and the 
Senate amendment was concurred in. 

The result of the vote was announced 
as above recorded. 

A motion to reconsider was laid on 
the table. 

PERSONAL EXPLANATION 
Mr. DESAULNIER. Mr. Speaker, I regret that 

I was unable to vote on Tuesday, November 
13, 2018, as I was attending an event recog-
nizing the importance of cancer research and 
honoring cancer survivors. 

Had I been present, I would have voted 
‘‘yea’’ on rollcall No. 416, H.R. 6064 and ‘‘yea’’ 
on rollcall No. 417, H.R. 2615. 

f 

CYBERSECURITY AND INFRA-
STRUCTURE SECURITY AGENCY 
ACT OF 2018 

Mr. MCCAUL. Mr. Speaker, I ask 
unanimous consent to take from the 
Speaker’s table the bill (H.R. 3359) to 
amend the Homeland Security Act of 
2002 to authorize the Cybersecurity and 
Infrastructure Security Agency of the 
Department of Homeland Security, and 
for other purposes, with the Senate 
amendment thereto, and concur in the 
Senate amendment. 

The Clerk read the title of the bill. 
The SPEAKER pro tempore (Mr. 

MAST). The Clerk will report the Sen-
ate amendment. 

The Clerk read as follows: 
Senate amendment: 

Strike out all after the enacting clause 
and insert: 

SECTION 1. SHORT TITLE. 
This Act may be cited as the ‘‘Cybersecurity 

and Infrastructure Security Agency Act of 
2018’’. 
SEC. 2. CYBERSECURITY AND INFRASTRUCTURE 

SECURITY AGENCY. 
(a) IN GENERAL.—The Homeland Security Act 

of 2002 (6 U.S.C. 101 et seq.) is amended by add-
ing at the end the following: 

‘‘TITLE XXII—CYBERSECURITY AND 
INFRASTRUCTURE SECURITY AGENCY 

‘‘Subtitle A—Cybersecurity and Infrastructure 
Security 

‘‘SEC. 2201. DEFINITIONS. 
‘‘In this subtitle: 
‘‘(1) CRITICAL INFRASTRUCTURE INFORMA-

TION.—The term ‘critical infrastructure informa-
tion’ has the meaning given the term in section 
2222. 

‘‘(2) CYBERSECURITY RISK.—The term ‘cyberse-
curity risk’ has the meaning given the term in 
section 2209. 

‘‘(3) CYBERSECURITY THREAT.—The term ‘cy-
bersecurity threat’ has the meaning given the 
term in section 102(5) of the Cybersecurity Act of 
2015 (contained in division N of the Consoli-
dated Appropriations Act, 2016 (Public Law 114– 
113; 6 U.S.C. 1501)). 

‘‘(4) NATIONAL CYBERSECURITY ASSET RE-
SPONSE ACTIVITIES.—The term ‘national cyberse-
curity asset response activities’ means— 

‘‘(A) furnishing cybersecurity technical assist-
ance to entities affected by cybersecurity risks to 
protect assets, mitigate vulnerabilities, and re-
duce impacts of cyber incidents; 

‘‘(B) identifying other entities that may be at 
risk of an incident and assessing risk to the 
same or similar vulnerabilities; 

‘‘(C) assessing potential cybersecurity risks to 
a sector or region, including potential cascading 
effects, and developing courses of action to miti-
gate such risks; 

‘‘(D) facilitating information sharing and 
operational coordination with threat response; 
and 

‘‘(E) providing guidance on how best to utilize 
Federal resources and capabilities in a timely, 
effective manner to speed recovery from cyberse-
curity risks. 
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‘‘(5) SECTOR-SPECIFIC AGENCY.—The term ‘Sec-

tor-Specific Agency’ means a Federal depart-
ment or agency, designated by law or presi-
dential directive, with responsibility for pro-
viding institutional knowledge and specialized 
expertise of a sector, as well as leading, facili-
tating, or supporting programs and associated 
activities of its designated critical infrastructure 
sector in the all hazards environment in coordi-
nation with the Department. 

‘‘(6) SHARING.—The term ‘sharing’ has the 
meaning given the term in section 2209. 
‘‘SEC. 2202. CYBERSECURITY AND INFRASTRUC-

TURE SECURITY AGENCY. 
‘‘(a) REDESIGNATION.— 
‘‘(1) IN GENERAL.—The National Protection 

and Programs Directorate of the Department 
shall, on and after the date of the enactment of 
this subtitle, be known as the ‘Cybersecurity 
and Infrastructure Security Agency’ (in this 
subtitle referred to as the ‘Agency’). 

‘‘(2) REFERENCES.—Any reference to the Na-
tional Protection and Programs Directorate of 
the Department in any law, regulation, map, 
document, record, or other paper of the United 
States shall be deemed to be a reference to the 
Cybersecurity and Infrastructure Security Agen-
cy of the Department. 

‘‘(b) DIRECTOR.— 
‘‘(1) IN GENERAL.—The Agency shall be head-

ed by a Director of Cybersecurity and Infra-
structure Security (in this subtitle referred to as 
the ‘Director’), who shall report to the Sec-
retary. 

‘‘(2) REFERENCE.—Any reference to an Under 
Secretary responsible for overseeing critical in-
frastructure protection, cybersecurity, and any 
other related program of the Department as de-
scribed in section 103(a)(1)(H) as in effect on the 
day before the date of enactment of this subtitle 
in any law, regulation, map, document, record, 
or other paper of the United States shall be 
deemed to be a reference to the Director of Cy-
bersecurity and Infrastructure Security of the 
Department. 

‘‘(c) RESPONSIBILITIES.—The Director shall— 
‘‘(1) lead cybersecurity and critical infrastruc-

ture security programs, operations, and associ-
ated policy for the Agency, including national 
cybersecurity asset response activities; 

‘‘(2) coordinate with Federal entities, includ-
ing Sector-Specific Agencies, and non-Federal 
entities, including international entities, to 
carry out the cybersecurity and critical infra-
structure activities of the Agency, as appro-
priate; 

‘‘(3) carry out the responsibilities of the Sec-
retary to secure Federal information and infor-
mation systems consistent with law, including 
subchapter II of chapter 35 of title 44, United 
States Code, and the Cybersecurity Act of 2015 
(contained in division N of the Consolidated Ap-
propriations Act, 2016 (Public Law 114–113)); 

‘‘(4) coordinate a national effort to secure and 
protect against critical infrastructure risks, con-
sistent with subsection (e)(1)(E); 

‘‘(5) upon request, provide analyses, expertise, 
and other technical assistance to critical infra-
structure owners and operators and, where ap-
propriate, provide those analyses, expertise, and 
other technical assistance in coordination with 
Sector-Specific Agencies and other Federal de-
partments and agencies; 

‘‘(6) develop and utilize mechanisms for active 
and frequent collaboration between the Agency 
and Sector-Specific Agencies to ensure appro-
priate coordination, situational awareness, and 
communications with Sector-Specific Agencies; 

‘‘(7) maintain and utilize mechanisms for the 
regular and ongoing consultation and collabora-
tion among the Divisions of the Agency to fur-
ther operational coordination, integrated situa-
tional awareness, and improved integration 
across the Agency in accordance with this Act; 

‘‘(8) develop, coordinate, and implement— 
‘‘(A) comprehensive strategic plans for the ac-

tivities of the Agency; and 
‘‘(B) risk assessments by and for the Agency; 

‘‘(9) carry out emergency communications re-
sponsibilities, in accordance with title XVIII; 

‘‘(10) carry out cybersecurity, infrastructure 
security, and emergency communications stake-
holder outreach and engagement and coordinate 
that outreach and engagement with critical in-
frastructure Sector-Specific Agencies, as appro-
priate; and 

‘‘(11) carry out such other duties and powers 
prescribed by law or delegated by the Secretary. 

‘‘(d) DEPUTY DIRECTOR.—There shall be in the 
Agency a Deputy Director of Cybersecurity and 
Infrastructure Security who shall— 

‘‘(1) assist the Director in the management of 
the Agency; and 

‘‘(2) report to the Director. 
‘‘(e) CYBERSECURITY AND INFRASTRUCTURE SE-

CURITY AUTHORITIES OF THE SECRETARY.— 
‘‘(1) IN GENERAL.—The responsibilities of the 

Secretary relating to cybersecurity and infra-
structure security shall include the following: 

‘‘(A) To access, receive, and analyze law en-
forcement information, intelligence information, 
and other information from Federal Government 
agencies, State, local, tribal, and territorial gov-
ernment agencies, including law enforcement 
agencies, and private sector entities, and to in-
tegrate that information, in support of the mis-
sion responsibilities of the Department, in order 
to— 

‘‘(i) identify and assess the nature and scope 
of terrorist threats to the homeland; 

‘‘(ii) detect and identify threats of terrorism 
against the United States; and 

‘‘(iii) understand those threats in light of ac-
tual and potential vulnerabilities of the home-
land. 

‘‘(B) To carry out comprehensive assessments 
of the vulnerabilities of the key resources and 
critical infrastructure of the United States, in-
cluding the performance of risk assessments to 
determine the risks posed by particular types of 
terrorist attacks within the United States, in-
cluding an assessment of the probability of suc-
cess of those attacks and the feasibility and po-
tential efficacy of various countermeasures to 
those attacks. At the discretion of the Secretary, 
such assessments may be carried out in coordi-
nation with Sector-Specific Agencies. 

‘‘(C) To integrate relevant information, anal-
ysis, and vulnerability assessments, regardless 
of whether the information, analysis, or assess-
ments are provided or produced by the Depart-
ment, in order to make recommendations, in-
cluding prioritization, for protective and sup-
port measures by the Department, other Federal 
Government agencies, State, local, tribal, and 
territorial government agencies and authorities, 
the private sector, and other entities regarding 
terrorist and other threats to homeland security. 

‘‘(D) To ensure, pursuant to section 202, the 
timely and efficient access by the Department to 
all information necessary to discharge the re-
sponsibilities under this title, including obtain-
ing that information from other Federal Govern-
ment agencies. 

‘‘(E) To develop, in coordination with the Sec-
tor-Specific Agencies with available expertise, a 
comprehensive national plan for securing the 
key resources and critical infrastructure of the 
United States, including power production, gen-
eration, and distribution systems, information 
technology and telecommunications systems (in-
cluding satellites), electronic financial and 
property record storage and transmission sys-
tems, emergency communications systems, and 
the physical and technological assets that sup-
port those systems. 

‘‘(F) To recommend measures necessary to 
protect the key resources and critical infrastruc-
ture of the United States in coordination with 
other Federal Government agencies, including 
Sector-Specific Agencies, and in cooperation 
with State, local, tribal, and territorial govern-
ment agencies and authorities, the private sec-
tor, and other entities. 

‘‘(G) To review, analyze, and make rec-
ommendations for improvements to the policies 

and procedures governing the sharing of infor-
mation relating to homeland security within the 
Federal Government and between Federal Gov-
ernment agencies and State, local, tribal, and 
territorial government agencies and authorities. 

‘‘(H) To disseminate, as appropriate, informa-
tion analyzed by the Department within the De-
partment to other Federal Government agencies 
with responsibilities relating to homeland secu-
rity and to State, local, tribal, and territorial 
government agencies and private sector entities 
with those responsibilities in order to assist in 
the deterrence, prevention, or preemption of, or 
response to, terrorist attacks against the United 
States. 

‘‘(I) To consult with State, local, tribal, and 
territorial government agencies and private sec-
tor entities to ensure appropriate exchanges of 
information, including law enforcement-related 
information, relating to threats of terrorism 
against the United States. 

‘‘(J) To ensure that any material received pur-
suant to this Act is protected from unauthorized 
disclosure and handled and used only for the 
performance of official duties. 

‘‘(K) To request additional information from 
other Federal Government agencies, State, local, 
tribal, and territorial government agencies, and 
the private sector relating to threats of terrorism 
in the United States, or relating to other areas 
of responsibility assigned by the Secretary, in-
cluding the entry into cooperative agreements 
through the Secretary to obtain such informa-
tion. 

‘‘(L) To establish and utilize, in conjunction 
with the Chief Information Officer of the De-
partment, a secure communications and infor-
mation technology infrastructure, including 
data-mining and other advanced analytical 
tools, in order to access, receive, and analyze 
data and information in furtherance of the re-
sponsibilities under this section, and to dissemi-
nate information acquired and analyzed by the 
Department, as appropriate. 

‘‘(M) To coordinate training and other sup-
port to the elements and personnel of the De-
partment, other Federal Government agencies, 
and State, local, tribal, and territorial govern-
ment agencies that provide information to the 
Department, or are consumers of information 
provided by the Department, in order to facili-
tate the identification and sharing of informa-
tion revealed in their ordinary duties and the 
optimal utilization of information received from 
the Department. 

‘‘(N) To coordinate with Federal, State, local, 
tribal, and territorial law enforcement agencies, 
and the private sector, as appropriate. 

‘‘(O) To exercise the authorities and oversight 
of the functions, personnel, assets, and liabil-
ities of those components transferred to the De-
partment pursuant to section 201(g). 

‘‘(P) To carry out the functions of the na-
tional cybersecurity and communications inte-
gration center under section 2209. 

‘‘(Q) To carry out the requirements of the 
Chemical Facility Anti-Terrorism Standards 
Program established under title XXI and the se-
cure handling of ammonium nitrate program es-
tablished under subtitle J of title VIII, or any 
successor programs. 

‘‘(2) REALLOCATION.—The Secretary may re-
allocate within the Agency the functions speci-
fied in sections 2203(b) and 2204(b), consistent 
with the responsibilities provided in paragraph 
(1), upon certifying to and briefing the appro-
priate congressional committees, and making 
available to the public, at least 60 days prior to 
the reallocation that the reallocation is nec-
essary for carrying out the activities of the 
Agency. 

‘‘(3) STAFF.— 
‘‘(A) IN GENERAL.—The Secretary shall pro-

vide the Agency with a staff of analysts having 
appropriate expertise and experience to assist 
the Agency in discharging the responsibilities of 
the Agency under this section. 
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‘‘(B) PRIVATE SECTOR ANALYSTS.—Analysts 

under this subsection may include analysts from 
the private sector. 

‘‘(C) SECURITY CLEARANCES.—Analysts under 
this subsection shall possess security clearances 
appropriate for their work under this section. 

‘‘(4) DETAIL OF PERSONNEL.— 
‘‘(A) IN GENERAL.—In order to assist the Agen-

cy in discharging the responsibilities of the 
Agency under this section, personnel of the Fed-
eral agencies described in subparagraph (B) 
may be detailed to the Agency for the perform-
ance of analytic functions and related duties. 

‘‘(B) AGENCIES.—The Federal agencies de-
scribed in this subparagraph are— 

‘‘(i) the Department of State; 
‘‘(ii) the Central Intelligence Agency; 
‘‘(iii) the Federal Bureau of Investigation; 
‘‘(iv) the National Security Agency; 
‘‘(v) the National Geospatial-Intelligence 

Agency; 
‘‘(vi) the Defense Intelligence Agency; 
‘‘(vii) Sector-Specific Agencies; and 
‘‘(viii) any other agency of the Federal Gov-

ernment that the President considers appro-
priate. 

‘‘(C) INTERAGENCY AGREEMENTS.—The Sec-
retary and the head of a Federal agency de-
scribed in subparagraph (B) may enter into 
agreements for the purpose of detailing per-
sonnel under this paragraph. 

‘‘(D) BASIS.—The detail of personnel under 
this paragraph may be on a reimbursable or 
non-reimbursable basis. 

‘‘(f) COMPOSITION.—The Agency shall be com-
posed of the following divisions: 

‘‘(1) The Cybersecurity Division, headed by an 
Assistant Director. 

‘‘(2) The Infrastructure Security Division, 
headed by an Assistant Director. 

‘‘(3) The Emergency Communications Division 
under title XVIII, headed by an Assistant Direc-
tor. 

‘‘(g) CO-LOCATION.— 
‘‘(1) IN GENERAL.—To the maximum extent 

practicable, the Director shall examine the es-
tablishment of central locations in geographical 
regions with a significant Agency presence. 

‘‘(2) COORDINATION.—When establishing the 
central locations described in paragraph (1), the 
Director shall coordinate with component heads 
and the Under Secretary for Management to co- 
locate or partner on any new real property 
leases, renewing any occupancy agreements for 
existing leases, or agreeing to extend or newly 
occupy any Federal space or new construction. 

‘‘(h) PRIVACY.— 
‘‘(1) IN GENERAL.—There shall be a Privacy 

Officer of the Agency with primary responsi-
bility for privacy policy and compliance for the 
Agency. 

‘‘(2) RESPONSIBILITIES.—The responsibilities of 
the Privacy Officer of the Agency shall in-
clude— 

‘‘(A) assuring that the use of technologies by 
the Agency sustain, and do not erode, privacy 
protections relating to the use, collection, and 
disclosure of personal information; 

‘‘(B) assuring that personal information con-
tained in systems of records of the Agency is 
handled in full compliance as specified in sec-
tion 552a of title 5, United States Code (com-
monly known as the ‘Privacy Act of 1974’); 

‘‘(C) evaluating legislative and regulatory 
proposals involving collection, use, and disclo-
sure of personal information by the Agency; and 

‘‘(D) conducting a privacy impact assessment 
of proposed rules of the Agency on the privacy 
of personal information, including the type of 
personal information collected and the number 
of people affected. 

‘‘(i) SAVINGS.—Nothing in this title may be 
construed as affecting in any manner the au-
thority, existing on the day before the date of 
enactment of this title, of any other component 
of the Department or any other Federal depart-
ment or agency, including the authority pro-
vided to the Sector-Specific Agency specified in 

section 61003(c) of division F of the Fixing 
America’s Surface Transportation Act (6 U.S.C. 
121 note; Public Law 114–94). 
‘‘SEC. 2203. CYBERSECURITY DIVISION. 

‘‘(a) ESTABLISHMENT.— 
‘‘(1) IN GENERAL.—There is established in the 

Agency a Cybersecurity Division. 
‘‘(2) ASSISTANT DIRECTOR.—The Cybersecurity 

Division shall be headed by an Assistant Direc-
tor for Cybersecurity (in this section referred to 
as the ‘Assistant Director’), who shall— 

‘‘(A) be at the level of Assistant Secretary 
within the Department; 

‘‘(B) be appointed by the President without 
the advice and consent of the Senate; and 

‘‘(C) report to the Director. 
‘‘(3) REFERENCE.—Any reference to the Assist-

ant Secretary for Cybersecurity and Commu-
nications in any law, regulation, map, docu-
ment, record, or other paper of the United States 
shall be deemed to be a reference to the Assist-
ant Director for Cybersecurity. 

‘‘(b) FUNCTIONS.—The Assistant Director 
shall— 

‘‘(1) direct the cybersecurity efforts of the 
Agency; 

‘‘(2) carry out activities, at the direction of 
the Director, related to the security of Federal 
information and Federal information systems 
consistent with law, including subchapter II of 
chapter 35 of title 44, United States Code, and 
the Cybersecurity Act of 2015 (contained in divi-
sion N of the Consolidated Appropriations Act, 
2016 (Public Law 114–113)); 

‘‘(3) fully participate in the mechanisms re-
quired under section 2202(c)(7); and 

‘‘(4) carry out such other duties and powers 
as prescribed by the Director. 
‘‘SEC. 2204. INFRASTRUCTURE SECURITY DIVI-

SION. 
‘‘(a) ESTABLISHMENT.— 
‘‘(1) IN GENERAL.—There is established in the 

Agency an Infrastructure Security Division. 
‘‘(2) ASSISTANT DIRECTOR.—The Infrastructure 

Security Division shall be headed by an Assist-
ant Director for Infrastructure Security (in this 
section referred to as the ‘Assistant Director’), 
who shall— 

‘‘(A) be at the level of Assistant Secretary 
within the Department; 

‘‘(B) be appointed by the President without 
the advice and consent of the Senate; and 

‘‘(C) report to the Director. 
‘‘(3) REFERENCE.—Any reference to the Assist-

ant Secretary for Infrastructure Protection in 
any law, regulation, map, document, record, or 
other paper of the United States shall be deemed 
to be a reference to the Assistant Director for 
Infrastructure Security. 

‘‘(b) FUNCTIONS.—The Assistant Director 
shall— 

‘‘(1) direct the critical infrastructure security 
efforts of the Agency; 

‘‘(2) carry out, at the direction of the Director, 
the Chemical Facilities Anti-Terrorism Stand-
ards Program established under title XXI and 
the secure handling of ammonium nitrate pro-
gram established under subtitle J of title VIII, or 
any successor programs; 

‘‘(3) fully participate in the mechanisms re-
quired under section 2202(c)(7); and 

‘‘(4) carry out such other duties and powers 
as prescribed by the Director.’’. 

(b) TREATMENT OF CERTAIN POSITIONS.— 
(1) UNDER SECRETARY.—The individual serv-

ing as the Under Secretary appointed pursuant 
to section 103(a)(1)(H) of the Homeland Security 
Act of 2002 (6 U.S.C. 113(a)(1)(H)) of the Depart-
ment of Homeland Security on the day before 
the date of enactment of this Act may continue 
to serve as the Director of Cybersecurity and In-
frastructure Security of the Department on and 
after such date. 

(2) DIRECTOR FOR EMERGENCY COMMUNICA-
TIONS.—The individual serving as the Director 
for Emergency Communications of the Depart-
ment of Homeland Security on the day before 

the date of enactment of this Act may continue 
to serve as the Assistant Director for Emergency 
Communications of the Department on and after 
such date. 

(3) ASSISTANT SECRETARY FOR CYBERSECURITY 
AND COMMUNICATIONS.—The individual serving 
as the Assistant Secretary for Cybersecurity and 
Communications on the day before the date of 
enactment of this Act may continue to serve as 
the Assistant Director for Cybersecurity on and 
after such date. 

(4) ASSISTANT SECRETARY FOR INFRASTRUC-
TURE PROTECTION.—The individual serving as 
the Assistant Secretary for Infrastructure Pro-
tection on the day before the date of enactment 
of this Act may continue to serve as the Assist-
ant Director for Infrastructure Security on and 
after such date. 

(c) REFERENCE.—Any reference to— 
(1) the Office of Emergency Communications 

in any law, regulation, map, document, record, 
or other paper of the United States shall be 
deemed to be a reference to the Emergency Com-
munications Division; and 

(2) the Director for Emergency Communica-
tions in any law, regulation, map, document, 
record, or other paper of the United States shall 
be deemed to be a reference to the Assistant Di-
rector for Emergency Communications. 

(d) OVERSIGHT.—The Director of Cybersecu-
rity and Infrastructure Security of the Depart-
ment of Homeland Security shall provide to 
Congress, in accordance with the deadlines 
specified in paragraphs (1) through (6), informa-
tion on the following: 

(1) Not later than 60 days after the date of en-
actment of this Act, a briefing on the activities 
of the Agency relating to the development and 
use of the mechanisms required pursuant to sec-
tion 2202(c)(6) of the Homeland Security Act of 
2002 (as added by subsection (a)). 

(2) Not later than 1 year after the date of the 
enactment of this Act, a briefing on the activi-
ties of the Agency relating to the use and im-
provement by the Agency of the mechanisms re-
quired pursuant to section 2202(c)(6) of the 
Homeland Security Act of 2002 and how such 
activities have impacted coordination, situa-
tional awareness, and communications with 
Sector-Specific Agencies. 

(3) Not later than 90 days after the date of the 
enactment of this Act, information on the mech-
anisms of the Agency for regular and ongoing 
consultation and collaboration, as required pur-
suant to section 2202(c)(7) of the Homeland Se-
curity Act of 2002 (as added by subsection (a)). 

(4) Not later than 1 year after the date of the 
enactment of this Act, information on the activi-
ties of the consultation and collaboration mech-
anisms of the Agency as required pursuant to 
section 2202(c)(7) of the Homeland Security Act 
of 2002, and how such mechanisms have im-
pacted operational coordination, situational 
awareness, and integration across the Agency. 

(5) Not later than 180 days after the date of 
enactment of this Act, information, which shall 
be made publicly available and updated as ap-
propriate, on the mechanisms and structures of 
the Agency responsible for stakeholder outreach 
and engagement, as required under section 
2202(c)(10) of the Homeland Security Act of 2002 
(as added by subsection (a)). 

(e) CYBER WORKFORCE.—Not later than 90 
days after the date of enactment of this Act, the 
Director of the Cybersecurity and Infrastructure 
Security Agency of the Department of Homeland 
Security, in coordination with the Director of 
the Office of Personnel Management, shall sub-
mit to Congress a report detailing how the Agen-
cy is meeting legislative requirements under the 
Cybersecurity Workforce Assessment Act (Public 
Law 113–246; 128 Stat. 2880) and the Homeland 
Security Cybersecurity Workforce Assessment 
Act (enacted as section 4 of the Border Patrol 
Agent Pay Reform Act of 2014; Public Law 113– 
277) to address cyber workforce needs. 

(f) FACILITY.—Not later than 180 days after 
the date of enactment of this Act, the Director 
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of the Cybersecurity and Infrastructure Security 
Agency of the Department of Homeland Security 
shall report to Congress on the most efficient 
and effective methods of consolidating Agency 
facilities, personnel, and programs to most effec-
tively carry out the Agency’s mission. 

(g) TECHNICAL AND CONFORMING AMENDMENTS 
TO THE HOMELAND SECURITY ACT OF 2002.—The 
Homeland Security Act of 2002 (6 U.S.C. 101 et 
seq.) is amended— 

(1) by amending section 103(a)(1)(H) (6 U.S.C. 
113(a)(1)(H)) to read as follows: 

‘‘(H) A Director of the Cybersecurity and In-
frastructure Security Agency.’’; 

(2) in title II (6 U.S.C. 121 et seq.)— 
(A) in the title heading, by striking ‘‘AND IN-

FRASTRUCTURE PROTECTION’’; 
(B) in the subtitle A heading, by striking 

‘‘and Infrastructure Protection’’; 
(C) in section 201 (6 U.S.C. 121)— 
(i) in the section heading, by striking ‘‘AND IN-

FRASTRUCTURE PROTECTION’’; 
(ii) in subsection (a)— 
(I) in the subsection heading, by striking 

‘‘AND INFRASTRUCTURE PROTECTION’’; and 
(II) by striking ‘‘and an Office of Infrastruc-

ture Protection’’; 
(iii) in subsection (b)— 
(I) in the subsection heading, by striking 

‘‘AND ASSISTANT SECRETARY FOR INFRASTRUC-
TURE PROTECTION’’; and 

(II) by striking paragraph (3); 
(iv) in subsection (c)— 
(I) by striking ‘‘and infrastructure protec-

tion’’; and 
(II) by striking ‘‘or the Assistant Secretary for 

Infrastructure Protection, as appropriate’’; 
(v) in subsection (d)— 
(I) in the subsection heading, by striking 

‘‘AND INFRASTRUCTURE PROTECTION’’; 
(II) in the matter preceding paragraph (1), by 

striking ‘‘and infrastructure protection’’; 
(III) by striking paragraphs (5), (6), and (25); 
(IV) by redesignating paragraphs (7) through 

(24) as paragraphs (5) through (22), respectively; 
(V) by redesignating paragraph (26) as para-

graph (23); and 
(VI) in paragraph (23)(B)(i), as so redesig-

nated, by striking ‘‘section 319’’ and inserting 
‘‘section 320’’; 

(vi) in subsection (e)(1), by striking ‘‘and the 
Office of Infrastructure Protection’’; and 

(vii) in subsection (f)(1), by striking ‘‘and the 
Office of Infrastructure Protection’’; 

(D) in section 202 (6 U.S.C. 122)— 
(i) in subsection (c), in the matter preceding 

paragraph (1), by striking ‘‘Director of Central 
Intelligence’’ and inserting ‘‘Director of Na-
tional Intelligence’’; and 

(ii) in subsection (d)(2), by striking ‘‘Director 
of Central Intelligence’’ and inserting ‘‘Director 
of National Intelligence’’; 

(E) in section 204 (6 U.S.C. 124a)— 
(i) in subsection (c)(1), in the matter preceding 

subparagraph (A), by striking ‘‘Assistant Sec-
retary for Infrastructure Protection’’ and insert-
ing ‘‘Director of the Cybersecurity and Infra-
structure Security Agency’’; and 

(ii) in subsection (d)(1), in the matter pre-
ceding subparagraph (A), by striking ‘‘Assistant 
Secretary for Infrastructure Protection’’ and in-
serting ‘‘Director of the Cybersecurity and In-
frastructure Security Agency’’; 

(F) in section 210A(c)(2)(B) (6 U.S.C. 
124h(c)(2)(B)), by striking ‘‘Office of Infrastruc-
ture Protection’’ and inserting ‘‘Cybersecurity 
and Infrastructure Security Agency’’; 

(G) by redesignating section 210E (6 U.S.C. 
124l) as section 2214 and transferring such sec-
tion to appear after section 2213 (as redesig-
nated by subparagraph (I)); 

(H) in subtitle B, by redesignating sections 211 
through 215 (6 U.S.C. 101 note, and 131 through 
134) as sections 2221 through 2225, respectively, 
and transferring such subtitle, including the 
enumerator and heading of subtitle B and such 
sections, to appear after section 2214 (as redesig-
nated by subparagraph (G)); 

(I) by redesignating sections 223 through 230 
(6 U.S.C. 143 through 151) as sections 2205 
through 2213, respectively, and transferring 
such sections to appear after section 2204, as 
added by this Act; 

(J) by redesignating section 210F as section 
210E; and 

(K) by redesignating subtitles C and D as sub-
titles B and C, respectively; 

(3) in title III (6 U.S.C. 181 et seq.)— 
(A) in section 302 (6 U.S.C. 182)— 
(i) by striking ‘‘biological,,’’ each place that 

term appears and inserting ‘‘biological,’’; and 
(ii) in paragraph (3), by striking ‘‘Assistant 

Secretary for Infrastructure Protection’’ and in-
serting ‘‘Director of the Cybersecurity and In-
frastructure Security Agency’’; 

(B) by redesignating the second section 319 (6 
U.S.C. 195f) (relating to EMP and GMD mitiga-
tion research and development) as section 320; 
and 

(C) in section 320(c)(1), as so redesignated, by 
striking ‘‘Section 214’’ and inserting ‘‘Section 
2224’’; 

(4) in title V (6 U.S.C. 311 et seq.)— 
(A) in section 508(d)(2)(D) (6 U.S.C. 

318(d)(2)(D)), by striking ‘‘The Director of the 
Office of Emergency Communications of the De-
partment of Homeland Security’’ and inserting 
‘‘The Assistant Director for Emergency Commu-
nications’’; 

(B) in section 514 (6 U.S.C. 321c)— 
(i) by striking subsection (b); and 
(ii) by redesignating subsection (c) as sub-

section (b); and 
(C) in section 523 (6 U.S.C. 321l)— 
(i) in subsection (a), in the matter preceding 

paragraph (1), by striking ‘‘Assistant Secretary 
for Infrastructure Protection’’ and inserting 
‘‘Director of Cybersecurity and Infrastructure 
Security’’; and 

(ii) in subsection (c), by striking ‘‘Assistant 
Secretary for Infrastructure Protection’’ and in-
serting ‘‘Director of Cybersecurity and Infra-
structure Security’’; 

(5) in title VIII (6 U.S.C. 361 et seq.)— 
(A) in section 884(d)(4)(A)(ii) (6 U.S.C. 

464(d)(4)(A)(ii)), by striking ‘‘Under Secretary 
responsible for overseeing critical infrastructure 
protection, cybersecurity, and other related pro-
grams of the Department’’ and inserting ‘‘Direc-
tor of Cybersecurity and Infrastructure Secu-
rity’’; and 

(B) in section 899B(a) (6 U.S.C. 488a(a)), by 
adding at the end the following: ‘‘Such regula-
tions shall be carried out by the Cybersecurity 
and Infrastructure Security Agency.’’; 

(6) in title XVIII (6 U.S.C. 571 et seq.)— 
(A) in section 1801 (6 U.S.C. 571)— 
(i) in the section heading, by striking ‘‘OFFICE 

OF EMERGENCY COMMUNICATIONS’’ and inserting 
‘‘EMERGENCY COMMUNICATIONS DIVISION’’; 

(ii) in subsection (a)— 
(I) by striking ‘‘Office of Emergency Commu-

nications’’ and inserting ‘‘Emergency Commu-
nications Division’’; and 

(II) by adding at the end the following: ‘‘The 
Division shall be located in the Cybersecurity 
and Infrastructure Security Agency.’’; 

(iii) by amending subsection (b) to read as fol-
lows: 

‘‘(b) ASSISTANT DIRECTOR.—The head of the 
Division shall be the Assistant Director for 
Emergency Communications. The Assistant Di-
rector shall report to the Director of Cybersecu-
rity and Infrastructure Security. All decisions of 
the Assistant Director that entail the exercise of 
significant authority shall be subject to the ap-
proval of the Director of Cybersecurity and In-
frastructure Security.’’; 

(iv) in subsection (c)— 
(I) in the matter preceding paragraph (1), by 

inserting ‘‘Assistant’’ before ‘‘Director’’; 
(II) in paragraph (14), by striking ‘‘and’’ at 

the end; 
(III) in paragraph (15), by striking the period 

at the end and inserting ‘‘; and’’; and 
(IV) by inserting after paragraph (15) the fol-

lowing: 

‘‘(16) fully participate in the mechanisms re-
quired under section 2202(c)(7).’’; 

(v) in subsection (d), in the matter preceding 
paragraph (1), by inserting ‘‘Assistant’’ before 
‘‘Director’’; and 

(vi) in subsection (e), in the matter preceding 
paragraph (1), by inserting ‘‘Assistant’’ before 
‘‘Director’’; 

(B) in sections 1802 through 1805 (6 U.S.C. 572 
through 575), by striking ‘‘Director for Emer-
gency Communications’’ each place that term 
appears and inserting ‘‘Assistant Director for 
Emergency Communications’’; 

(C) in section 1809 (6 U.S.C. 579)— 
(i) by striking ‘‘Director of Emergency Com-

munications’’ each place that term appears and 
inserting ‘‘Assistant Director for Emergency 
Communications’’; 

(ii) in subsection (b)— 
(I) by striking ‘‘Director for Emergency Com-

munications’’ and inserting ‘‘Assistant Director 
for Emergency Communications’’; and 

(II) by striking ‘‘Office of Emergency Commu-
nications’’ and inserting ‘‘Emergency Commu-
nications Division’’; 

(iii) in subsection (e)(3), by striking ‘‘the Di-
rector’’ and inserting ‘‘the Assistant Director’’; 
and 

(iv) in subsection (m)(1)— 
(I) by striking ‘‘The Director’’ and inserting 

‘‘The Assistant Director’’; 
(II) by striking ‘‘the Director determines’’ and 

inserting ‘‘the Assistant Director determines’’; 
and 

(III) by striking ‘‘Office of Emergency Com-
munications’’ and inserting ‘‘Cybersecurity and 
Infrastructure Security Agency’’; 

(D) in section 1810 (6 U.S.C. 580)— 
(i) in subsection (a)(1), by striking ‘‘Director 

of the Office of Emergency Communications (re-
ferred to in this section as the ‘Director’)’’ and 
inserting ‘‘Assistant Director for Emergency 
Communications (referred to in this section as 
the ‘Assistant Director’)’’; 

(ii) in subsection (c), by striking ‘‘Office of 
Emergency Communications’’ and inserting 
‘‘Emergency Communications Division’’; and 

(iii) by striking ‘‘Director’’ each place that 
term appears and inserting ‘‘Assistant Direc-
tor’’; 

(7) in title XX (6 U.S.C. 601 et seq.)— 
(A) in paragraph (4)(A)(iii)(II) of section 2001 

(6 U.S.C. 601), by striking ‘‘section 210E(a)(2)’’ 
and inserting ‘‘section 2214(a)(2)’’; 

(B) in section 2008(a)(3) (6 U.S.C. 609(a)(3)), 
by striking ‘‘section 210E(a)(2)’’ and inserting 
‘‘section 2214(a)(2)’’; and 

(C) in section 2021 (6 U.S.C. 611)— 
(i) by striking subsection (c); and 
(ii) by redesignating subsection (d) as sub-

section (c); 
(8) in title XXI (6 U.S.C. 621 et seq.)— 
(A) in section 2102(a)(1) (6 U.S.C. 622(a)(1)), 

by inserting ‘‘, which shall be located in the Cy-
bersecurity and Infrastructure Security Agen-
cy’’ before the period at the end; and 

(B) in section 2104(c)(2) (6 U.S.C. 624(c)(2)), by 
striking ‘‘Under Secretary responsible for over-
seeing critical infrastructure protection, cyberse-
curity, and other related programs of the De-
partment appointed under section 103(a)(1)(H)’’ 
and inserting ‘‘Director of Cybersecurity and 
Infrastructure Security’’; and 

(9) in title XXII, as added by this Act— 
(A) in subtitle A— 
(i) in section 2205, as so redesignated— 
(I) in the matter preceding paragraph (1)— 
(aa) by striking ‘‘section 201’’ and inserting 

‘‘section 2202’’; and 
(bb) by striking ‘‘Under Secretary appointed 

under section 103(a)(1)(H)’’ and inserting ‘‘Di-
rector of Cybersecurity and Infrastructure Secu-
rity’’; and 

(II) in paragraph (1)(B), by striking ‘‘and’’ at 
the end; 

(ii) in section 2206, as so redesignated, by 
striking ‘‘Assistant Secretary for Infrastructure 
Protection’’ and inserting ‘‘Director of Cyberse-
curity and Infrastructure Security’’; 
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(iii) in section 2209, as so redesignated— 
(I) by striking ‘‘Under Secretary appointed 

under section 103(a)(1)(H)’’ each place that term 
appears and inserting ‘‘Director’’; 

(II) in subsection (a)(4), by striking ‘‘section 
212(5)’’ and inserting ‘‘section 2222(5)’’; 

(III) in subsection (b), by adding at the end 
the following: ‘‘The Center shall be located in 
the Cybersecurity and Infrastructure Security 
Agency. The head of the Center shall report to 
the Assistant Director for Cybersecurity.’’; and 

(IV) in subsection (c)(11), by striking ‘‘Office 
of Emergency Communications’’ and inserting 
‘‘Emergency Communications Division’’; 

(iv) in section 2210, as so redesignated— 
(I) by striking ‘‘section 227’’ each place that 

term appears and inserting ‘‘section 2209’’; and 
(II) in subsection (c)— 
(aa) by striking ‘‘Under Secretary appointed 

under section 103(a)(1)(H)’’ and inserting ‘‘Di-
rector of Cybersecurity and Infrastructure Secu-
rity’’; and 

(bb) by striking ‘‘section 212(5)’’ and inserting 
‘‘section 2222(5)’’; 

(v) in section 2211(b)(2)(A), as so redesignated, 
by striking ‘‘the section 227’’ and inserting ‘‘sec-
tion 2209’’; 

(vi) in section 2212, as so redesignated, by 
striking ‘‘section 212(5)’’ and inserting ‘‘section 
2222(5)’’; 

(vii) in section 2213(a), as so redesignated— 
(I) in paragraph (3), by striking ‘‘section 228’’ 

and inserting ‘‘section 2210’’; and 
(II) in paragraph (4), by striking ‘‘section 

227’’ and inserting ‘‘section 2209’’; and 
(viii) in section 2214, as so redesignated— 
(I) by striking subsection (e); and 
(II) by redesignating subsection (f) as sub-

section (e); and 
(B) in subtitle B— 
(i) in section 2222(8), as so redesignated, by 

striking ‘‘section 227’’ and inserting ‘‘section 
2209’’; and 

(ii) in section 2224(h), as so redesignated, by 
striking ‘‘section 213’’ and inserting ‘‘section 
2223’’; 

(h) TECHNICAL AND CONFORMING AMENDMENTS 
TO OTHER LAWS.— 

(1) CYBERSECURITY ACT OF 2015.—The Cyberse-
curity Act of 2015 (6 U.S.C. 1501 et seq.) is 
amended— 

(A) in section 202(2) (6 U.S.C. 131 note)— 
(i) by striking ‘‘section 227’’ and inserting 

‘‘section 2209’’; and 
(ii) by striking ‘‘, as so redesignated by section 

223(a)(3) of this division’’; 
(B) in section 207(2) (Public Law 114–113; 129 

Stat. 2962)— 
(i) by striking ‘‘section 227’’ and inserting 

‘‘section 2209’’; and 
(ii) by striking ‘‘, as redesignated by section 

223(a) of this division,’’; 
(C) in section 208 (Public Law 114–113; 129 

Stat. 2962), by striking ‘‘Under Secretary ap-
pointed under section 103(a)(1)(H) of the Home-
land Security Act of 2002 (6 U.S.C. 
113(a)(1)(H))’’ and inserting ‘‘Director of Cyber-
security and Infrastructure Security of the De-
partment’’; 

(D) in section 222 (6 U.S.C. 1521)— 
(i) in paragraph (2)— 
(I) by striking ‘‘section 228’’ and inserting 

‘‘section 2210’’; and 
(II) by striking ‘‘, as added by section 

223(a)(4) of this division’’; and 
(ii) in paragraph (4)— 
(I) by striking ‘‘section 227’’ and inserting 

‘‘section 2209’’; and 
(II) by striking ‘‘, as so redesignated by sec-

tion 223(a)(3) of this division’’; 
(E) in section 223(b) (6 U.S.C. 151 note)— 
(i) by striking ‘‘section 230(b)(1) of the Home-

land Security Act of 2002, as added by sub-
section (a)’’ each place that term appears and 
inserting ‘‘section 2213(b)(1) of the Homeland 
Security Act of 2002’’; and 

(ii) in paragraph (1)(B), by striking ‘‘section 
230(b)(2) of the Homeland Security Act of 2002, 

as added by subsection (a)’’ and inserting ‘‘sec-
tion 2213(b)(2) of the Homeland Security Act of 
2002’’; 

(F) in section 226 (6 U.S.C. 1524)— 
(i) in subsection (a)— 
(I) in paragraph (1)— 
(aa) by striking ‘‘section 230’’ and inserting 

‘‘section 2213’’; and 
(bb) by striking ‘‘, as added by section 

223(a)(6) of this division’’; 
(II) in paragraph (4)— 
(aa) by striking ‘‘section 228(b)(1)’’ and insert-

ing ‘‘section 2210(b)(1)’’; and 
(bb) by striking ‘‘, as added by section 

223(a)(4) of this division’’; and 
(III) in paragraph (5)— 
(aa) by striking ‘‘section 230(b)’’ and inserting 

‘‘section 2213(b)’’; and 
(bb) by striking ‘‘, as added by section 

223(a)(6) of this division’’; and 
(ii) in subsection (c)(1)(A)(vi)— 
(I) by striking ‘‘section 230(c)(5)’’ and insert-

ing ‘‘section 2213(c)(5)’’; and 
(II) by striking ‘‘, as added by section 

223(a)(6) of this division’’; 
(G) in section 227 (6 U.S.C. 1525)— 
(i) in subsection (a)— 
(I) by striking ‘‘section 230’’ and inserting 

‘‘section 2213’’; and 
(II) by striking ‘‘, as added by section 

223(a)(6) of this division,’’; and 
(ii) in subsection (b)— 
(I) by striking ‘‘section 230(d)(2)’’ and insert-

ing ‘‘section 2213(d)(2)’’; and 
(II) by striking ‘‘, as added by section 

223(a)(6) of this division,’’; and 
(H) in section 404 (6 U.S.C. 1532)— 
(i) by striking ‘‘Director for Emergency Com-

munications’’ each place that term appears and 
inserting ‘‘Assistant Director for Emergency 
Communications’’; and 

(ii) in subsection (a)— 
(I) by striking ‘‘section 227’’ and inserting 

‘‘section 2209’’; and 
(II) by striking ‘‘, as redesignated by section 

223(a)(3) of this division,’’. 
(2) SMALL BUSINESS ACT.—Section 21(a)(8)(B) 

of the Small Business Act (15 U.S.C. 
648(a)(8)(B)) is amended by striking ‘‘section 
227(a) of the Homeland Security Act of 2002 (6 
U.S.C. 148(a))’’ and inserting ‘‘section 2209(a) of 
the Homeland Security Act of 2002’’. 

(3) TITLE 5.—Subchapter II of chapter 53 of 
title 5, United States Code, is amended— 

(A) in section 5314, by inserting after ‘‘Under 
Secretaries, Department of Homeland Security.’’ 
the following: 

‘‘Director, Cybersecurity and Infrastructure 
Security Agency.’’; and 

(B) in section 5315, by inserting after ‘‘Assist-
ant Secretaries, Department of Homeland Secu-
rity.’’ the following: 

‘‘Assistant Director for Cybersecurity, Cyber-
security and Infrastructure Security Agency. 

‘‘Assistant Director for Infrastructure Secu-
rity, Cybersecurity and Infrastructure Security 
Agency.’’. 

(i) TABLE OF CONTENTS AMENDMENTS.—The 
table of contents in section 1(b) of the Homeland 
Security Act of 2002 (Public Law 107–296; 116 
Stat. 2135) is amended— 

(1) by striking the item relating to title II and 
inserting the following: 

‘‘TITLE II—INFORMATION ANALYSIS’’; 
(2) by striking the item relating to subtitle A 

of title II and inserting the following: 
‘‘Subtitle A—Information and Analysis; Access 

to Information’’; 
(3) by striking the item relating to section 201 

and inserting the following: 
‘‘Sec. 201. Information and analysis.’’; 

(4) by striking the items relating to sections 
210E and 210F and inserting the following: 
‘‘Sec. 210E. Classified Information Advisory Of-

ficer.’’; 
(5) by striking the items relating to subtitle B 

of title II and sections 211 through 215; 

(6) by striking the items relating to section 223 
through section 230; 

(7) by striking the item relating to subtitle C 
and inserting the following: 

‘‘Subtitle B—Information Security’’; 
(8) by striking the item relating to subtitle D 

and inserting the following: 
‘‘Subtitle C—Office of Science and Technology’’; 

(9) by striking the items relating to sections 
317, 319, 318, and 319 and inserting the fol-
lowing: 
‘‘Sec. 317. Promoting antiterrorism through 

international cooperation pro-
gram. 

‘‘Sec. 318. Social media working group. 
‘‘Sec. 319. Transparency in research and devel-

opment. 
‘‘Sec. 320. EMP and GMD mitigation research 

and development.’’; 
(10) by striking the item relating to section 

1801 and inserting the following: 
‘‘Sec. 1801. Emergency Communications Divi-

sion.’’; and 
(11) by adding at the end the following: 

‘‘TITLE XXII—CYBERSECURITY AND 
INFRASTRUCTURE SECURITY AGENCY 

‘‘Subtitle A—Cybersecurity and Infrastructure 
Security 

‘‘Sec. 2201. Definitions. 
‘‘Sec. 2202. Cybersecurity and Infrastructure 

Security Agency. 
‘‘Sec. 2203. Cybersecurity Division. 
‘‘Sec. 2204. Infrastructure Security Division. 
‘‘Sec. 2205. Enhancement of Federal and non- 

Federal cybersecurity. 
‘‘Sec. 2206. Net guard. 
‘‘Sec. 2207. Cyber Security Enhancement Act of 

2002. 
‘‘Sec. 2208. Cybersecurity recruitment and re-

tention. 
‘‘Sec. 2209. National cybersecurity and commu-

nications integration center. 
‘‘Sec. 2210. Cybersecurity plans. 
‘‘Sec. 2211. Cybersecurity strategy. 
‘‘Sec. 2212. Clearances. 
‘‘Sec. 2213. Federal intrusion detection and pre-

vention system. 
‘‘Sec. 2214. National Asset Database. 

‘‘Subtitle B—Critical Infrastructure Information 

‘‘Sec. 2221. Short title. 
‘‘Sec. 2222. Definitions. 
‘‘Sec. 2223. Designation of critical infrastruc-

ture protection program. 
‘‘Sec. 2224. Protection of voluntarily shared 

critical infrastructure informa-
tion. 

‘‘Sec. 2225. No private right of action.’’. 
SEC. 3. TRANSFER OF OTHER ENTITIES. 

(a) OFFICE OF BIOMETRIC IDENTITY MANAGE-
MENT.—The Office of Biometric Identity Man-
agement of the Department of Homeland Secu-
rity located in the National Protection and Pro-
grams Directorate of the Department of Home-
land Security on the day before the date of en-
actment of this Act is hereby transferred to the 
Management Directorate of the Department. 

(b) FEDERAL PROTECTIVE SERVICE.— 
(1) IN GENERAL.—Not later than 90 days after 

the completion of the Government Account-
ability Office review of the organizational place-
ment of the Federal Protective Service (author-
ized under section 1315 of title 40, United States 
Code), the Secretary of Homeland Security shall 
determine the appropriate placement of the 
Service within the Department of Homeland Se-
curity and commence the transfer of the Service 
to such component, directorate, or other office 
of the Department that the Secretary so deter-
mines appropriate. 

(2) EXCEPTION.—If the Secretary of Homeland 
Security determines pursuant to paragraph (1) 
that no component, directorate, or other office 
of the Department of Homeland Security is an 
appropriate placement for the Federal Protective 
Service, the Secretary shall— 
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(A) provide to the Committee on Homeland Se-

curity and the Committee on Transportation 
and Infrastructure of the House of Representa-
tives and the Committee on Homeland Security 
and Governmental Affairs of the Senate and the 
Office of Management and Budget a detailed ex-
planation, in writing, of the reason for such de-
termination that includes— 

(i) information on how the Department con-
sidered the Government Accountability Office 
review described in such paragraph; 

(ii) a list of the components, directorates, or 
other offices of the Department that were con-
sidered for such placement; and 

(iii) information on why each such compo-
nent, directorate, or other office of the Depart-
ment was determined to not be an appropriate 
placement for the Service; 

(B) not later than 120 days after the comple-
tion of the Government Accountability Office re-
view described in such paragraph, develop and 
submit to the committees specified in subpara-
graph (A) and the Office of Management and 
Budget a plan to coordinate with other appro-
priate Federal agencies, including the General 
Services Administration, to determine a more ap-
propriate placement for the Service; and 

(C) not later than 180 days after the comple-
tion of such Government Accountability Office 
review, submit to such committees and the Office 
of Management and Budget a recommendation 
regarding the appropriate placement of the 
Service within the executive branch of the Fed-
eral Government. 
SEC. 4. DHS REPORT ON CLOUD-BASED CYBERSE-

CURITY. 
(a) DEFINITION.—In this section, the term 

‘‘Department’’ means the Department of Home-
land Security. 

(b) REPORT.—Not later than 120 days after the 
date of enactment of this Act, the Secretary of 
Homeland Security, in coordination with the Di-
rector of the Office of Management and Budget 
and the Administrator of General Services, shall 
submit to the Committee on Homeland Security 
and Governmental Affairs of the Senate and the 
Committee on Oversight and Government Re-
form and the Committee on Homeland Security 
of the House of Representatives a report on the 
leadership role of the Department in cloud- 
based cybersecurity deployments for civilian 
Federal departments and agencies, which shall 
include— 

(1) information on the plan of the Department 
for ensuring access to a security operations cen-
ter as a service capability in accordance with 
the December 19, 2017 Report to the President on 
Federal IT Modernization issued by the Amer-
ican Technology Council; 

(2) information on what service capabilities 
under paragraph (1) the Department will 
prioritize, including— 

(A) criteria the Department will use to evalu-
ate capabilities offered by the private sector; 
and 

(B) how Federal government- and private sec-
tor-provided capabilities will be integrated to 
enable visibility and consistency of such capa-
bilities across all cloud and on premise environ-
ments, as called for in the report described in 
paragraph (1); and 

(3) information on how the Department will 
adapt the current capabilities of, and future en-
hancements to, the intrusion detection and pre-
vention system of the Department and the Con-
tinuous Diagnostics and Mitigation Program of 
the Department to secure civilian Federal gov-
ernment networks in a cloud environment. 
SEC. 5. RULE OF CONSTRUCTION. 

Nothing in this Act or an amendment made by 
this Act may be construed as— 

(1) conferring new authorities to the Secretary 
of Homeland Security, including programmatic, 
regulatory, or enforcement authorities, outside 
of the authorities in existence on the day before 
the date of enactment of this Act; 

(2) reducing or limiting the programmatic, reg-
ulatory, or enforcement authority vested in any 
other Federal agency by statute; or 

(3) affecting in any manner the authority, ex-
isting on the day before the date of enactment 
of this Act, of any other Federal agency or com-
ponent of the Department of Homeland Secu-
rity. 
SEC. 6. PROHIBITION ON ADDITIONAL FUNDING. 

No additional funds are authorized to be ap-
propriated to carry out this Act or the amend-
ments made by this Act. This Act and the 
amendments made by this Act shall be carried 
out using amounts otherwise authorized. 

Mr. MCCAUL (during the reading). 
Mr. Speaker, I ask unanimous consent 
to dispense with the reading of the 
amendment. 

The SPEAKER pro tempore. Is there 
objection to the request of the gen-
tleman from Texas? 

There was no objection. 
The SPEAKER pro tempore. Is there 

objection to the original request of the 
gentleman from Texas? 

There was no objection. 
A motion to reconsider was laid on 

the table. 
f 

CONDEMNING THE ANTI-SEMITIC 
ATTACK ON THE BUILDING 
HOUSING THREE CONGREGA-
TIONS, TREE OF LIFE, DOR 
HADASH, AND NEW LIGHT, HON-
ORING THE MEMORY OF THE 
VICTIMS OF THE ATTACK, AND 
OFFERING CONDOLENCES TO 
AND EXPRESSING SUPPORT FOR 
THEIR FAMILIES, FRIENDS, AND 
COMMUNITY 

Ms. FOXX. Mr. Speaker, I ask unani-
mous consent that the Committee on 
Oversight and Government Reform be 
discharged from further consideration 
of the resolution (H. Res. 1138) con-
demning the anti-Semitic attack on 
the building housing three congrega-
tions, Tree of Life, Dor Hadash, and 
New Light, honoring the memory of 
the victims of the attack, and offering 
condolences to and expressing support 
for their families, friends, and commu-
nity, and ask for its immediate consid-
eration in the House. 

The Clerk read the title of the resolu-
tion. 

The SPEAKER pro tempore. Is there 
objection to the request of the gentle-
woman from North Carolina? 

Mr. MICHAEL F. DOYLE of Pennsyl-
vania. Mr. Speaker, reserving the right 
to object, although I don’t object, I rise 
today with a heavy heart. 

A few short weeks after a gunman en-
tered the Tree of Life synagogue build-
ing in Pittsburgh, my hometown, and 
took the lives of 11 innocent people and 
injured 6 others, I ask the House to 
pause now to remember those who were 
taken from us: Joyce Fienberg, Rich-
ard Gottfried, Rose Malinger, Jerry 
Rabinowitz, Cecil and David Rosenthal, 
Bernice Simon, Sylvan Simon, Daniel 
Stein, Melvin Wax, and Irving Younger. 
If we could pause for a moment of si-
lence for these people. 

b 1930 

I would also like to honor the law en-
forcement officers, the first responders, 
and the medical professionals who he-

roically responded to the attack. And I 
continue to wish a full and speedy re-
covery for those who are wounded. 

The attack happened because one 
man had a dark hatred in his heart for 
the Jewish people. But the Jewish com-
munity in Pittsburgh and the city as a 
whole have proven to be stronger than 
hate. 

I want to thank the Bipartisan 
Taskforce to Combat Anti-Semitism 
for their support and all of the Amer-
ican people who have reached out with 
their comforting words and support. 

We all must do more to combat this 
hate in our neighborhoods and stop 
these tragedies from happening. This 
resolution is just a step in the healing 
process for our city and our country. 

Mr. Speaker, I withdraw my reserva-
tion of objection. 

The SPEAKER pro tempore. Is there 
objection to the request of the gentle-
woman from North Carolina? 

There was no objection. 
The text of the resolution is as fol-

lows: 
H. RES. 1138 

Whereas, on October 27, 2018, an anti-Se-
mitic attack took place at the Tree of Life 
synagogue building in the Squirrel Hill 
neighborhood of Pittsburgh, Pennsylvania, 
where members of the Tree of Life, Dor 
Hadash, and New Light Jewish congregations 
were engaged in morning Shabbat services, 
killing 11 and wounding six innocent people; 

Whereas the people of the United States 
mourn the lives of Joyce Feinberg, Richard 
Gottfried, Rose Mallinger, Jerry Rabinowitz, 
Cecil Rosenthal, David Rosenthal, Bernice 
Simon, Sylvan Simon, Daniel Stein, Melvin 
Wax, and Irving Younger; 

Whereas the people of the United States 
hope for the speedy recovery of those who 
were injured; 

Whereas the people of the United States 
are grateful for the swift action of law en-
forcement, emergency response teams, and 
medical professionals who responded to the 
attack; 

Whereas the attack is believed to the be 
deadliest assault on Jewish people in Amer-
ican history; 

Whereas the Federal Bureau of Investiga-
tion finds the majority of religious hate 
crimes are motivated by anti-Jewish bias; 
and 

Whereas anti-Semitism has been increas-
ing for years, including a reported 57 percent 
rise in anti-Semitic incidents from 2016 to 
2017, the largest single-year increase in anti- 
Jewish hate since such data was collected: 
Now, therefore, be it 

Resolved, That the House of Representa-
tives— 

(1) condemns the horrific, anti-Semitic at-
tack on the Tree of Life synagogue building 
in Pittsburgh, Pennsylvania, on October 27, 
2018, in which 11 innocent people were killed 
and six were injured; 

(2) condemns rising anti-Semitism in the 
United States and around the world; 

(3) honors the memory of Joyce Feinberg, 
Richard Gottfried, Rose Mallinger, Jerry 
Rabinowitz, Cecil Rosenthal, David Rosen-
thal, Bernice Simon, Sylvan Simon, Daniel 
Stein, Melvin Wax, and Irving Younger, who 
were killed in the attack; 

(4) expresses hope for a full and speedy re-
covery by and pledges continued support for 
those injured in the attack; 

(5) offers heartfelt condolences and deepest 
sympathies to the Tree of Life, Dor Hadash, 
and New Light Jewish congregations, as well 
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