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antisemite is by definition ideologically fanatic 
and pathologically racist . . . an antisemite is 
someone who has never met me, never heard 
of me, yet he hates me.’’ 

Mr. Wiesel and I worked together at the his-
toric 2004 Berlin conference of the Organiza-
tion for Security and Cooperation in Europe 
(OSCE). There, 55 participating governments 
committed to taking specific actions to combat 
anti-Semitism. In 2002, I led the original Con-
gressional push to place combating anti-Semi-
tism at the top of the OSCE agenda, and I 
was proud to lead this movement once again 
in 2004, together with parliamentarians from 
Germany, the UK, and France—and Mr. 
Wiesel. 

In his 2004 Berlin keynote address, Mr. 
Wiesel said, ‘‘We know . . . that anti-Semi-
tism is dangerous not only to Jews but to 
countries too, where it is allowed to flourish 
. . . When a Jew is slapped in the face, hu-
mankind itself falls to ground . . . Anti-
semitism is rooted in hatred; its language is a 
language of hatred, its doctrine is filled with 
hatred—and hatred by its nature, always runs 
overboard, crossing geographical boundaries 
and ethnic affiliations. It is a contagious dis-
ease.’’ 

Mr. Speaker, Mr. Wiesel dedicated his life to 
exposing the insidiousness of anti-Semitism 
and working to prevent other genocides, in-
cluding those in Bosnia, Rwanda, and Sudan. 
Named for him, the Elie Wiesel Genocide and 
Atrocities Prevention Act offers new ways for 
us to strengthen our fight against genocide, 
and I am proud to cosponsor this bill. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentleman from California (Mr. 
ROYCE) that the House suspend the 
rules and pass the bill, H.R. 3030, as 
amended. 

The question was taken. 
The SPEAKER pro tempore. In the 

opinion of the Chair, two-thirds being 
in the affirmative, the ayes have it. 

Mr. ROYCE of California. Mr. Speak-
er, on that I demand the yeas and nays. 

The yeas and nays were ordered. 
The SPEAKER pro tempore. Pursu-

ant to clause 8 of rule XX, further pro-
ceedings on this motion will be post-
poned. 

f 

PROTECTING DIPLOMATS FROM 
SURVEILLANCE THROUGH CON-
SUMER DEVICES ACT 
Mr. ROYCE of California. Mr. Speak-

er, I move to suspend the rules and 
pass the bill (H.R. 4989) to require the 
Department of State to establish a pol-
icy regarding the use of location-track-
ing consumer devices by employees at 
diplomatic and consular facilities, and 
for other purposes. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 4989 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Protecting 
Diplomats from Surveillance Through Con-
sumer Devices Act’’. 
SEC. 2. SECURE UNITED STATES DIPLOMATIC 

AND CONSULAR FACILITIES 
AGAINST CYBERSURVEILLANCE. 

(a) POLICY ON LOCATION-TRACKING CON-
SUMER DEVICES.—Not later than 60 days after 

the date of the enactment of this Act, the 
Secretary of State shall establish a policy on 
the use of location-tracking consumer de-
vices, including GPS-enabled devices, at 
United States diplomatic and consular facili-
ties by United States Government employ-
ees, contractors, locally employed staff and 
members of other agencies deployed to or 
stationed at such facilities. 

(b) SECURITY BRIEFING.—Existing and new 
employees at United States diplomatic and 
consular facilities, including contractors, lo-
cally employed staff, and members of other 
agencies deployed to or stationed at such fa-
cilities, shall, as a part of the security brief-
ings provided to such employees, be informed 
of the policy described in subsection (a) and 
given instructions on the use of location- 
tracking consumer devices both on and off 
the premises of such facilities. 

(c) COORDINATION.—The Secretary of State 
may coordinate with the heads of any other 
agencies whose employees are deployed to or 
stationed at United States diplomatic and 
consular facilities in the formulation of the 
policy described in subsection (a) and the 
dissemination of such policy pursuant to 
subsection (b). 

(d) REPORT.—Not later than 30 days after 
the formulation of the policy described in 
subsection (a), the Secretary of State shall 
submit to the Committee on Foreign Affairs 
of the House of Representatives and the 
Committee on Foreign Relations of the Sen-
ate a report on the details of such policy. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentleman from 
California (Mr. ROYCE) and the gen-
tleman from California (Mr. SHERMAN) 
each will control 20 minutes. 

The Chair recognizes the gentleman 
from California (Mr. ROYCE). 

Mr. ROYCE of California. Mr. Speak-
er, I yield myself such time as I may 
consume. 

First, I thank Mr. CASTRO and Mr. 
MCCAUL, the co-authors of this legisla-
tion. I know Mr. MCCAUL knows some 
of the dangers that our diplomats face 
overseas. In his past service to the 
United States, he has been in parts of 
this dangerous world, and this is what 
our diplomats face. As they work to 
prevent armed conflict, there are 
armed combatants on the other side of 
those issues. As they try to combat ter-
rorism, as they are working out there 
to empower women or to open new 
markets for U.S. exports, they are in 
tough environments. In turn, it is our 
job to ensure that our diplomats have 
the information and resources they 
need to stay safe while they serve our 
country overseas. 

b 1700 

Now more than ever, everyday de-
vices such as smartphones include loca-
tion tracking capabilities. While these 
are enormously useful tools, they also, 
obviously, present security concerns as 
users’ locations can then be tracked by 
others, by hostiles. 

For the thousands of State Depart-
ment employees who work overseas, 
this is a real concern. It is a real secu-
rity risk. 

While the State Department has 
longstanding and thorough policies on 
the use of these devices while in em-
bassies and in consulates, the Depart-
ment has no such policy to guide per-

sonnel outside Department grounds. 
And that is where we send them, out-
side the Department grounds. 

So the bill before us today addresses 
this security gap. It mandates that the 
State Department develop a com-
prehensive, modernized policy on de-
vices that contain tracking capability. 
It also requires that all current and fu-
ture diplomatic staff be briefed on the 
new policy and current best practices 
for using devices that are enabled with 
local tracking features. The objective 
is to build in a culture of safety and 
self-awareness. 

Technology is advancing every day, 
and we must not allow our agencies to 
expose personnel to new risks. 

I urge my colleagues to support this 
act, and I reserve the balance of my 
time. 

Mr. SHERMAN. Mr. Speaker, I yield 
myself such time as I may consume. 

I rise in support of H.R. 4989, the Pro-
tecting Diplomats from Surveillance 
Through Consumer Devices Act. This 
bill, again, passed our committee by 
unanimous, bipartisan voice vote. 

I want to begin by thanking Mr. CAS-
TRO, and also others, for introducing 
this legislation. I am pleased to be one 
of the cosponsors. 

This bill aims to ensure the Depart-
ment of State has policies in place to 
prevent our adversaries from tracking 
the locations of our Foreign Service of-
ficers through their electronic devices. 

From fitness trackers, to 
smartwatches, to phones, most of us 
have at least one device that could be 
used to track us with the right tech-
nology that has GPS capacities. Many 
of us would literally be lost without 
these devices, but they could pose a se-
curity risk. This is especially true for 
our diplomats overseas whose locations 
and travels can reveal sensitive infor-
mation sources. Location information 
is a potential gold mine to our adver-
saries. 

This commonsense measure would 
make sure that the Secretary of State 
has a policy in place on the safe use of 
consumer electronic devices by our dip-
lomatic and consular facilities and per-
sonnel. It would require proper train-
ing for employees and contractors, and 
ensure that the policy is coordinated 
across all parts of our government that 
use our diplomatic and consular facili-
ties. 

This bill would also improve congres-
sional oversight of this policy. 

This bill will reduce the security 
risks associated with GPS devices and 
other consumer electronic device. 

I urge my colleagues to support this 
bill, and I reserve the balance of my 
time. 

Mr. ROYCE of California. Mr. Speak-
er, I yield 3 minutes to the gentleman 
from Texas (Mr. MCCAUL), chairman of 
the Committee on Homeland Security, 
a senior member of the Foreign Affairs 
Committee, and the coauthor of this 
measure. 

Mr. MCCAUL. Mr. Speaker, I rise 
today in support of this bill, the Pro-
tecting Diplomats from Surveillance 
Through Consumer Devices Act. 
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Earlier this year, a private sector 

analysis revealed the risks of using 
wearable technologies, such as Fitbits 
and Apple Watches, which use GPS 
tracking. As the report stated, re-
searchers were able to track the move-
ments of the deployed troops in over-
seas locations. 

This, obviously, poses an enormous 
national security risk for our soldiers 
serving abroad. Enemies could track 
patrol routes or discover the locations 
of secret foreign installments. 

This exposure puts our diplomats at 
risk as well. We have men and women 
engaging in diplomatic efforts all over 
the world, often in sensitive and high- 
risk areas. We must not make it easier 
for our enemies to track their move-
ments. 

As such, our bill requires the Depart-
ment of State to establish a policy on 
use of location-tracking devices by dip-
lomats at U.S. facilities around the 
world. 

As the chairman said, many of us 
here have been to these hot spots— 
Iraq, Pakistan, Afghanistan, Egypt, 
Tunisia. I got briefed by the Libyan 
team in exile after Benghazi. And they 
deserve to be protected. This bill will 
do just that. 

I would like to thank my good friend 
Congressman CASTRO for his friendship 
and leadership on this issue, as well as 
Chairman ROYCE and Ranking Member 
ENGEL on this important legislation. 

Mr. SHERMAN. Mr. Speaker, I yield 
3 minutes to the gentleman from Texas 
(Mr. CASTRO), the author of the bill. 

Mr. CASTRO of Texas. Mr. Speaker, I 
thank Chairman ROYCE, Ranking Mem-
ber ENGEL, subcommittee Ranking 
Member SHERMAN, also my colleague 
from Texas and the coauthor, Rep-
resentative MCCAUL. I thank them for 
all of their hard work on this. 

Every day, diplomats work to ad-
vance the interests of the United 
States, often at embassies and con-
sulates in the most dangerous pockets 
of the world. They risk their lives to be 
our Nation’s frontline civilians and are 
faced with having to adapt to changing 
technologies that often come with se-
curity risks. 

As Members of Congress, and espe-
cially those who conduct oversight of 
the United States State Department, 
we must protect our diplomats who 
serve our Nation from any threats 
posed by evolving technology, includ-
ing fitness trackers, for example, that 
expose location. 

That is why I joined my fellow 
Texan, Chairman MICHAEL MCCAUL, to 
introduce the Protecting Diplomats 
from Surveillance Through Consumer 
Devices Act. This bill requires the 
State Department to account for these 
devices in the security policies of U.S. 
embassies and consulates worldwide 
and update embassy and consulate se-
curity policies by addressing vulnera-
bilities associated with location-track-
ing consumer devices worn by diplo-
matic personnel. 

These frontline civilians risk their 
lives in service to the United States. 

As lawmakers, we have a responsibility 
to ensure these brave diplomats and de-
velopment workers have the protec-
tions they deserve. 

I am glad to see this bill being con-
sidered on the House floor today, and I 
request and urge the support of all of 
my colleagues. 

Mr. ROYCE of California. Mr. Speak-
er, I reserve the balance of my time. 

Mr. SHERMAN. Mr. Speaker, I yield 
myself such time as I may consume. 

H.R. 4989 is commonsense legislation 
that will improve the safety of U.S. 
personnel overseas. I want to commend 
the chair and the ranking member for 
bringing this through our committee, 
and commend Mr. CASTRO of Texas and 
Mr. MCCAUL of Texas for their hard 
work in creating this legislation. 

This bill will ensure that the State 
Department is addressing the risks as-
sociated with consumer devices that 
can be used, in some cases, to track the 
locations of those who own them. 

This bill passed with a unanimous, 
bipartisan voice vote in our com-
mittee. I commend it to my colleagues. 
I will support this measure. I urge my 
colleagues to do the same. 

Mr. Speaker, I yield back the balance 
of my time. 

Mr. ROYCE of California. Mr. Speak-
er, I yield myself such time as I may 
consume. 

Our diplomats serve in some of the 
most dangerous parts of the world. 
They advance U.S. interests overseas, 
and while they serve our Nation over-
seas, it is our job here to ensure that 
they have the information and re-
sources that they need to stay safe. So 
I urge my colleagues to vote in favor of 
this timely bill. 

I yield back the balance of my time. 
Ms. JACKSON LEE. Mr. Speaker, I rise in 

strong support of H.R. 4989, Protecting Dip-
lomats from Surveillance Through Consumer 
Devices Act. 

H.R. 4989 directs the Department of State 
to: (1) establish a policy on the use of loca-
tion-tracking consumer devices, including 
GPS-enabled devices, at U.S. diplomatic and 
consular facilities by U.S. government employ-
ees, contractors, locally employed staff, and 
members of other agencies deployed to or 
stationed at such facilities; and (2) submit a 
related report to Congress. 

This bill states that existing and new em-
ployees at such facilities shall, as a part of 
their security briefings, be informed of such 
policy and given instructions on the use of lo-
cation-tracking consumer devices on and off 
facility premises. 

The State Department may coordinate pol-
icy formulation with other agencies whose em-
ployees are deployed to or stationed at U.S. 
diplomatic and consular facilities. 

The public release earlier this year of GPS 
tracking data from the American fitness com-
pany Strava revealed highly sensitive informa-
tion on U.S. activities abroad, such as military 
base locations, jogging paths of personnel lo-
cated at these bases and, in many cases, also 
identified paths with individual accounts. 

This data was collected from wearable elec-
tronic devices such as Fitbits and other tech-
nologies and presents a glaring security vul-

nerability that our adversaries may exploit to 
undermine our interests, thereby putting our 
personnel serving abroad at extreme risk. 

While the issue has most seriously affected 
U.S. military installations, in lieu of a policy on 
the use of these devices, State Department 
personnel remain at risk as well. 

As such, H.R. 4989 requires the Department 
of State to establish and disseminate a policy 
on the use of location-tracking consumer de-
vices by diplomats and other employees at 
U.S. embassies and consular facilities outside 
the United States. 

This is a commonsense step to ensure we 
are doing all we can to protect our diplomatic 
personnel serving our nation abroad. 

Our enemies and adversaries work around 
the clock to undermine our interests. 

We should not make it any easier for them. 
I thank my colleague and good friend, Con-

gressman JOAQUIN CASTRO, for introducing 
this important legislation. 

By passing H.R. 4989, we can help ensure 
the safety of our nation’s dutiful diplomats. 

I urge my colleagues to join me in voting for 
H.R. 4989. 

The SPEAKER pro tempore (Mr. POE 
of Texas). The question is on the mo-
tion offered by the gentleman from 
California (Mr. ROYCE) that the House 
suspend the rules and pass the bill, 
H.R. 4989. 

The question was taken. 
The SPEAKER pro tempore. In the 

opinion of the Chair, two-thirds being 
in the affirmative, the ayes have it. 

Mr. ROYCE of California. Mr. Speak-
er, on that I demand the yeas and nays. 

The yeas and nays were ordered. 
The SPEAKER pro tempore. Pursu-

ant to clause 8 of rule XX, further pro-
ceedings on this motion will be post-
poned. 

f 

BETTER UTILIZATION OF INVEST-
MENTS LEADING TO DEVELOP-
MENT ACT OF 2018 
Mr. ROYCE of California. Mr. Speak-

er, I move to suspend the rules and 
pass the bill (H.R. 5105) to establish the 
United States International Develop-
ment Finance Corporation, and for 
other purposes, as amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 5105 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE; TABLE OF CONTENTS. 

(a) SHORT TITLE.—This Act may be cited as 
the ‘‘Better Utilization of Investments Lead-
ing to Development Act of 2018’’ or the 
‘‘BUILD Act of 2018’’. 

(b) TABLE OF CONTENTS.—The table of con-
tents for this Act is as follows: 
Sec. 1. Short title; table of contents. 
Sec. 2. Definitions. 

TITLE I—ESTABLISHMENT 
Sec. 101. Statement of policy. 
Sec. 102. United States International Devel-

opment Finance Corporation. 
Sec. 103. Management of Corporation. 
Sec. 104. Inspector General of the Corpora-

tion. 
Sec. 105. Independent accountability mecha-

nism. 
TITLE II—AUTHORITIES 

Sec. 201. Authorities relating to provision of 
support. 
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