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b 1335 
So the resolution was agreed to. 
The result of the vote was announced 

as above recorded. 
A motion to reconsider was laid on 

the table. 
f 

MATTHEW YOUNG POLLARD IN-
TELLIGENCE AUTHORIZATION 
ACT FOR FISCAL YEARS 2018 
AND 2019 

GENERAL LEAVE 
Mr. NUNES. Mr. Speaker, I ask unan-

imous consent that all Members may 
have 5 legislative days within which to 
revise and extend their remarks and in-
clude extraneous material on the bill. 

The SPEAKER pro tempore (Mr. 
EMMER). Is there objection to the re-
quest of the gentleman from Cali-
fornia? 

There was no objection. 
The SPEAKER pro tempore. Pursu-

ant to House Resolution 989 and rule 
XVIII, the Chair declares the House in 
the Committee of the Whole House on 
the state of the Union for the consider-
ation of the bill, H.R. 6237. 

The Chair appoints the gentleman 
from Texas (Mr. WEBER) to preside over 
the Committee of the Whole. 

b 1337 
IN THE COMMITTEE OF THE WHOLE 

Accordingly, the House resolved 
itself into the Committee of the Whole 
House on the state of the Union for the 
consideration of the bill (H.R. 6237) to 
authorize appropriations for fiscal 
years 2018 and 2019 for intelligence and 
intelligence-related activities of the 
United States Government, the Com-
munity Management Account, and the 
Central Intelligence Agency Retire-
ment and Disability System, and for 
other purposes, with Mr. WEBER of 
Texas in the chair. 

The Clerk read the title of the bill. 
The CHAIR. Pursuant to the rule, the 

bill is considered read the first time. 
General debate shall not exceed 1 

hour, equally divided and controlled by 
the chair and ranking minority mem-
ber of the Permanent Select Com-
mittee on Intelligence. 

The gentleman from California (Mr. 
NUNES) and the gentleman from Cali-
fornia (Mr. SCHIFF) each will control 30 
minutes. 

The Chair recognizes the gentleman 
from California (Mr. NUNES). 

Mr. NUNES. Mr. Chairman, I yield 
myself such time as I may consume. 

Mr. Chairman, I rise today in support 
of H.R. 6237, the Matthew Young Pol-
lard Intelligence Authorization Act for 
Fiscal Years 2018 and 2019. 

Passing an annual intelligence au-
thorization bill is the most important 
tool Congress has to conduct effective 
oversight of the intelligence activities 
of the United States Government. 

Today, the Intelligence Committee is 
bringing its annual intelligence au-
thorization bill to the floor. Once 
again, the bill is a bipartisan product 
that reflects contributions from all 
committee members. It was reported 
out of the committee by a unanimous 
voice vote. 

The legislation provides the intel-
ligence community the necessary re-
sources and authorities to protect and 
defend the United States. For example, 
this bill authorizes a committee initia-
tive to streamline defense intelligence 
related to the Defense Intelligence 
Agency. It enhances congressional 
oversight of intelligence activities by 
mandating intelligence community re-
ports on threats to Federal elections, 
leaks of classified information, secu-
rity clearance processing, and other 
vital activities. Furthermore, the bill 
increases pay for employees with 
unique cyber skills and creates a secu-
rity center at the Department of En-
ergy to protect our energy infrastruc-
ture. 

Mr. Chairman, the bill authorizes en-
hanced injury benefits to CIA employ-
ees injured overseas due to hostile acts 
of terrorist activities. Moreover, it re-
authorizes the Public Interest Declas-
sification Board, aligns the reporting 
structure of the intelligence commu-
nity chief financial officer and chief in-
telligence officer with statutes that 
govern other Federal agencies, and 
codifies longstanding congressional re-

porting requirements regarding the in-
telligence community information 
technology environment. 

Mr. Chairman, the intelligence com-
munity comprises thousands of patri-
otic Americans who do difficult jobs, 
sometimes at great personal risk, to 
keep Americans safe from foreign 
threats. Today, these threats take 
many different forms and emanate 
from various parts of the world. 

In the Middle East, the threat from 
ISIS has not ceased, despite its dra-
matic loss of territory. In fact, our in-
telligence professionals now face the 
daunting task of tracking ISIS fighters 
fleeing Syria for countries throughout 
the region and beyond. 

Meanwhile, Iran is solidifying its in-
fluence, often through armed proxy mi-
litias, in its quest to control a Shiite 
Crescent across a wide swath of the 
Middle East. 

In Asia, China poses numerous secu-
rity challenges related to its expanding 
military capabilities, its growing inter-
national force projection, and its ex-
tensive extraterritorial claims. Addi-
tionally, the Chinese regime is engaged 
in widespread efforts, including licit 
and illicit means, to acquire critical 
U.S. national security technologies and 
intellectual property. 

Furthermore, Russia continues to 
pose a pressing threat to the United 
States and many of our allies. 

This is just a small snapshot of the 
threats the intelligence community ad-
dresses every day. 

Additionally, our intelligence profes-
sionals confront an array of challenges 
posed by failed states, cyber warfare, 
nuclear proliferation, and many other 
matters. 

This bill will ensure that the dedi-
cated men and women of our intel-
ligence community have the funding 
authorities and support they need to 
carry out the mission to keep the 
United States safe, while providing 
Congress with the tools it needs to pro-
vide robust oversight over their ac-
tions. 

I would like to thank the men and 
women of this country who serve in our 
intelligence community. I am honored 
to get to know so many of them in the 
course of the committee’s oversight 
work. 

I would also like to thank all of the 
committee’s members for their con-
tributions to our oversight over the 
past year, and especially to our sub-
committee chairmen and ranking 
members for their time and their ef-
forts. The many hearings, briefings, 
and oversight visits our members carry 
out during the year provide the input 
for this authorization and the direction 
of this bill. 

Finally, I would like to thank all the 
committee staff for their hard work 
and for their daily oversight of the in-
telligence community. 

Mr. Chairman, I reserve the balance 
of my time. 
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HOUSE OF REPRESENTATIVES, 

COMMITTEE ON HOMELAND SECURITY, 
Washington, DC, July 11, 2018. 

Hon. DEVIN NUNES, 
Chairman, Permanent Select Committee on In-

telligence, Washington, DC. 
DEAR CHAIRMAN NUNES: I am writing to 

you regarding H.R. 6237, the ‘‘Matthew 
Young Pollard Intelligence Authorization 
Act for Fiscal Years 2018 and 2019.’’ The bill 
includes provisions that fall within the juris-
diction of the Committee on Homeland Secu-
rity. 

I recognize and appreciate the desire to 
bring this legislation before the House of 
Representatives in an expeditious manner, 
and accordingly, the Committee on Home-
land Security will forego action on this bill. 
However, this is conditional based on our 
mutual understanding that by foregoing con-
sideration of H.R. 6237 at this time does not 
prejudice the Committee on Homeland Secu-
rity with respect to the appointment of con-
ferees or to any future jurisdictional claim 
over the subject matter contained in this bill 
or similar legislation. 

This waiver is also given with the under-
standing that the Committee on Homeland 
Security reserves its authority to seek con-
ferees on any provision within its jurisdic-
tion during any House-Senate conference 
that may be convened on this or similar leg-
islation, and requests your support for such 
a request. 

I would appreciate your response to this 
letter confirming this understanding with re-
spect to H.R. 6237, and ask that a copy of this 
letter and your response be included in the 
Congressional Record during consideration 
of this bill on the House floor. I look forward 
to working with the Permanent Select Com-
mittee on Intelligence as this bill moves 
through the legislative process. 

Sincerely, 
MICHAEL T. MCCAUL, 

Chairman. 

HOUSE OF REPRESENTATIVES, PER-
MANENT SELECT COMMITTEE ON IN-
TELLIGENCE, 

July 11, 2018. 
Hon. MICHAEL T. MCCAUL, 
Chairman, Committee on Homeland Security, 

House of Representatives, Washington, DC. 
DEAR MR. CHAIRMAN: Thank you for your 

letter regarding H.R. 6237, the Matthew 
Young Pollard Intelligence Authorization 
Act for Fiscal Years 2018 and 2019. As you 
noted, certain provisions of the bill are re-
lated to the jurisdictional interests of the 
Committee on Homeland Security. I agree 
that your letter in no way diminishes or al-
ters the jurisdiction of the Committee on the 
Homeland Security with respect to the ap-
pointment of conferees or any future juris-
dictional claim over the subject matters con-
tained in the bill or any similar legislation. 

I appreciate your willingness to assist in 
expediting this legislation for floor consider-
ation. I will include a copy of your letter and 
this response in the Congressional Record 
during consideration of the legislation on 
the House floor. Thank you for your assist-
ance with this matter. 

Sincerely, 
DEVIN NUNES, 

Chairman. 

Mr. SCHIFF. Mr. Chairman, I yield 
myself such time as I may consume. 

Mr. Chairman, I join the chairman in 
urging support for the combined 2018 
and 2019 Intelligence Authorization 
Act, which has been named in honor of 
Matthew Young Pollard, a Senate In-
telligence Committee staffer who re-
cently passed away, leaving behind a 

young son and bereaved colleagues 
both in the Senate and here in the 
House. 

For well over a year now, consider-
able attention has been focused on the 
House Intelligence Committee and the 
profound disagreements that we have 
had about the Russia investigation. 
Those differences remain, and the 
American people should know that my 
Democratic colleagues on the Intel-
ligence Committee and I continue the 
important work of investigating Rus-
sia’s interference in the 2016 Presi-
dential election. 

Despite our disagreements over Rus-
sia with the majority, however, I have 
consistently and publicly maintained 
that the committee must seek to cor-
don off our disagreements over the 
Russia investigation and continue with 
our other work on as bipartisan a basis 
as possible. We owe the tens of thou-
sands of men and women in the intel-
ligence community nothing less, not 
only because they put themselves at 
personal risk every day, but also be-
cause their work is so important to the 
country that it demands the shared re-
sponsibility and oversight of the Con-
gress. 

b 1345 
The Intelligence Committee has a 

history of producing bipartisan bills 
even under the most difficult political 
circumstances. 

I am pleased that our staffs have 
worked to reach a mutually acceptable 
final text, and have been able to weed 
out provisions that would have made it 
impossible to move forward jointly. 

Much of the committee’s oversight 
work is reflected in the bill as classi-
fied, but we can discuss some of the 
2018–2019 IAA’s elements openly, in-
cluding the fact that the bill helps to 
better ensure that our elections are 
free from interference or manipulation. 

This is essential to our democracy, 
and the bill includes important provi-
sions that continue the work that we 
have been doing in the committee dur-
ing the course of the work on the Rus-
sia investigation, and as a part of our 
normal oversight to maintain the in-
tegrity of our election system. 

The bill also provides funding to our 
intelligence community in order to 
meet all threats from terrorism to na-
tion-state actors. The bill authorizes 
funding across a wide range of endeav-
ors that will allow the intelligence 
community and the Department of De-
fense to not only respond to threats, 
but to preempt them. 

The bill takes steps to prevent a re-
peat of the Russian active measures 
campaign that targeted our 2016 elec-
tion, by including a minority-authored 
provision requiring a briefing to key 
congressional leaders, including mem-
bers of the intelligence community and 
committee, if the United States faces a 
significant foreign cyber intrusion or 
active measures campaign directed at a 
federal election. 

The bill also ensures that America’s 
technological advantage remains a pri-

ority for our intelligence services. As 
such, the bill resources and directs ef-
forts that will promote our advantages 
across a range of cutting-edge domains, 
from space to artificial intelligence. 

It enhances transparency and allows 
public access to certain work of the IC. 
The bill reauthorizes for 10 years the 
Public Interest Declassification Board 
which advises the President and execu-
tive branch agencies on the review and 
declassification of IC records of histor-
ical importance. 

The bill also includes minority provi-
sions related to parental leave, student 
loan repayment, and diversity and in-
clusiveness that are intended to make 
an exceptional workforce even better. 

In the end, the men and women who 
serve in the intelligence community 
and the Defense Department are the 
most important factor in the success of 
our national security. 

There are many other provisions in 
the bill that will build on the work of 
past years and move us further along 
technical and other pathways to meet 
new challenges and those still on the 
horizon. 

This bill advances our national secu-
rity, reinforces the principle of con-
gressional oversight, and honors our 
values as a Nation. 

Mr. Chair, I urge the support of the 
House, and look forward to considering 
amendments that will make a good bill 
even better. I reserve the balance of my 
time. 

Mr. NUNES. Mr. Chairman, I yield 3 
minutes to the gentleman from Texas 
(Mr. CONAWAY), the chairman of the 
Agriculture Committee. 

Mr. CONAWAY. Mr. Chairman, I 
thank the chairman for yielding and 
for his dedicated work on the com-
mittee leading us through these rather 
tumultuous times on a lot of fronts, 
but he has done a terrific job, and I 
have been proud to serve on the com-
mittee with him. 

Mr. Chairman, I rise today to speak 
in support of the 2018 Intelligence Au-
thorization Act. Intelligence gathering 
is of utmost importance in our na-
tional security and is essential in keep-
ing Americans safe here at home. 

It is imperative that we provide to 
those dedicated individuals of our in-
telligence community the tools, re-
sources, and support they need to carry 
out missions successfully, and Mr. 
Chairman, this bill does just that. 

The successful completion of increas-
ingly difficult missions by these con-
summate professionals ensures policy-
makers are provided the crucial infor-
mation that they need to make the 
most informed decisions to counter our 
near-term threats and those peaking 
on the horizon. 

This bill addresses both challenges of 
a constantly changing threat environ-
ment and advances in technology to 
keep American cybersecurity at the 
forefront of global efforts and a step 
ahead of our adversaries. 

Mr. Chair, as you and others in the 
room know as well, our democratic 
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elections have become the target of 
foreign influence campaigns, not only 
here at home, but across the Western 
world by adversaries seeking to under-
mine and disrupt one of our most sa-
cred democratic institutions. 

Mr. Chair, this bill allows for a path 
for the IC to advise and inform those 
on the front lines of our elections of 
the perceived threats from abroad. In 
addition, it also ensures that Congress 
stays informed of ongoing adversarial 
influence campaigns again democratic 
elections across the globe and here at 
home as well, as well as the actions 
that our IC is taking to counter those 
threats. 

Mr. Chair, I rise in strong support of 
this year’s Intelligence Authorization 
Act. I encourage all of my colleagues 
to vote for it. I look forward to imple-
menting this in the next year, and the 
oversight, authorities and tools that it 
gives Congress to be able to continue 
to provide the correct oversight for our 
intelligence agencies across the execu-
tive branch. 

Mr. SCHIFF. Mr. Chairman, it gives 
me great pleasure to yield 3 minutes to 
the gentleman from Indiana (Mr. CAR-
SON). He is the ranking member on the 
Emerging Threats Subcommittee and 
brings a wealth of experience in home-
land security to the Congress. 

Mr. CARSON of Indiana. Mr. Chair, I 
thank the gentleman from California 
(Mr. SCHIFF). 

Mr. Chairman, I rise today to say a 
few words about this very important 
bill. I say important because as we face 
threats around the world, threats like 
Russia, China, North Korea, Iran, and 
terrorism, the annual Intelligence Au-
thorization Act is meant to provide our 
intelligence personnel with the re-
sources and authorities they need to 
keep America safe. 

In some respects, Mr. Chairman, this 
bill accomplishes that very goal. We 
refocus our resources on countering 
our most significant adversary states. 
We better equip the intel community 
to counter foreign interference in our 
elections, which is very critical going 
into 2018, all the way to 2020. 

We give new authorities related to 
pervasive challenges, including threats 
to our supply chain, recruitment and 
development of minority talent, and 
strengthening of the cyber and tech-
nical workforce. 

I support these very important devel-
opments. Unfortunately, Mr. Chair-
man, the bill also supports or indicates 
significant problematic changes to 
many classified authorities. I am par-
ticularly concerned about what this 
means for the way we conduct counter-
terrorism operations. 

Mr. Chairman, the Trump adminis-
tration has changed counterterrorism 
policies in a way that does not make 
America safer. By expanding the areas 
where the U.S. Government may be op-
erating and broadening authorities, 
Mr. Chairman, we are planting the 
seeds of anger and hate which will fes-
ter and grow, increasing the threat of 
an attack in the future. 

Mr. Chairman, I strongly believe in 
protecting the United States and her 
allies. But, if two decades of the war 
against terrorism have taught us any-
thing, it is that we can’t fight our way 
out of this. Yes, we need to target 
known terrorist leaders, Mr. Chairman, 
but we also need to actively minimize 
actions that spur new hatred and drive 
people to terrorism. 

After years of striving for a more 
comprehensive, targeted, and produc-
tive counterterrorism approach, this 
bill sends us back to the days of broad 
unrestrained authorities. With so much 
on the line, Mr. Chairman, we should 
be using this bill to send a message to 
this administration that America must 
maintain her values. 

Success at any cost is not success at 
all, but a foolhardy approach to lever-
age power. We must keep America safe, 
Mr. Chairman. 

Mr. NUNES. Mr. Chairman, I reserve 
the balance of my time. 

Mr. SCHIFF. Mr. Chairman, I yield 3 
minutes to the gentlewoman from Ala-
bama (Ms. SEWELL). She is the ranking 
member on the Department of Defense 
Intelligence and Overhead Architecture 
Subcommittee and does a fabulous job 
for our committee. 

Ms. SEWELL of Alabama. Mr. Chair, 
I rise today in support of the Intel-
ligence Authorization Act for fiscal 
years 2018 and 2019. This bill recognizes 
the critical work that every member of 
the intelligence community performs 
to protect our Nation: first, by enhanc-
ing resources and authorities for our 
highest priority intelligence initia-
tives, and secondly, by enforcing and 
reinforcing the principles of good gov-
ernance, transparency, and account-
ability to the American people. 

Mr. Chairman, I am a strong advo-
cate for transparency, which is a chal-
lenge for the intelligence community 
because of the need to protect sensitive 
sources and equities, but a challenge 
that can be met. One groundbreaking 
example is the unclassified January 
2017 intelligence community assess-
ment that notified Americans about 
the Russian attack on our democracy 
in the 2016 election. 

This bill directs the intelligence 
community to continue public aware-
ness reporting related to election secu-
rity because the threat from Russia is 
still ongoing. 

As a ranking member on the HPSCI 
Subcommittee on Department of De-
fense Intelligence and Overhead Archi-
tecture for the last 3 years, one of my 
priorities is to ensure that the United 
States achieves and maintains a lead-
ership position in next-generation 
technologies, especially in space. 

Space is an emerging battleground, 
so it is imperative for our national se-
curity that America maintains a stra-
tegic advantage in space as well as we 
do on the ground and at sea. Over the 
last year, the subcommittee has con-
tinued our dialogue with the intel-
ligence community about its accom-
plishments, but also the challenges it 

faces and the resources it needs to 
meet these challenges. 

I am pleased to report that this bill 
includes provisions that strengthen our 
Nation’s access and resilience in space 
by investing in next-generation tech-
nologies and assets. 

Mr. Chairman, I am also a strong be-
liever that the success of our Nation’s 
intelligence operation hinges on our 
most important asset: our people. As 
our intelligence missions and objec-
tives continue to evolve, we will un-
doubtedly require a more diverse work-
force in the intelligence community to 
meet our needs. We must work to-
gether to build and promote an intel-
ligence community that is truly rep-
resentative of the rich diversity and in-
clusive society that makes our Nation 
great. 

In order to more effectively address 
these emerging and ongoing threats, 
we need an agile workforce with a wide 
range of backgrounds, experiences, 
skill sets, and talents. For that reason, 
Congress has invested in American uni-
versities and colleges to provide all 
students with the skills that they need 
to serve in our intelligence commu-
nity. 

As smart investors, we want to see 
that the investment is accomplishing 
the objectives and encouraging quali-
fied graduates to apply to join the in-
telligence community. This bill directs 
the Director of National Intelligence to 
take a more active role in ensuring 
that one program, in particular, the In-
telligence Community Centers for Aca-
demic Excellence, achieves that objec-
tive of diversity. 

I also strongly support the Hastings 
amendment that directs the intel-
ligence community to intensify re-
cruitment outreach at every corner of 
our Nation. Encouraging geographical 
diversity in the intelligence commu-
nity will naturally also enhance racial, 
gender, cultural, and economic diver-
sity. 

I want to see that every interested 
student, whether in a big city or a 
small town, is aware of the career op-
portunities in the intelligence commu-
nity. It is a path that is most impor-
tant. 

The CHAIR. The time of the gentle-
woman has expired. 

Mr. SCHIFF. Mr. Chair, I yield an ad-
ditional 1 minute to the gentlewoman 
from Alabama. 

Ms. SEWELL of Alabama. Mr. Chair, 
in conclusion, I believe for these rea-
sons and others that my colleagues 
should support this bill. 

Mr. NUNES. Mr. Chairman, I reserve 
the balance of my time. 

Mr. SCHIFF. Mr. Chair, it is now my 
pleasure to yield 2 minutes to the gen-
tleman from Washington (Mr. HECK), 
someone who we have come to rely on 
in our committee in a great many 
areas, but, in particular, the threat 
posed by foreign actors investing in 
American technologies, with an eye to-
ward either appropriating our intellec-
tual property, or making use of those 
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technologies for the purpose of spying 
on Americans. 

Mr. HECK. Mr. Chairman, I thank 
the ranking member. I am here to sup-
port the Matthew Young Pollard Intel-
ligence Authorization Act. 

Mr. Chair, I was just placed on the 
Intel Committee a year ago January, 
and I have learned an awful lot, most 
notably, how incredibly difficult it 
really is to do the work of an intel-
ligence officer. And I want to, frankly, 
take this opportunity to thank all of 
the members of the IC for their dedica-
tion and service. 

For as difficult a job as it is, it is 
even more difficult, if not impossible, 
to do it without a security clearance. 
In the first quarter—you are hearing 
this number correctly—of this year, 
the average processing time for a top 
security clearance was 534 days. That 
backlog creates difficulties in hiring in 
the intelligence and defense agencies. 
And, frankly, it is creating a legacy 
problem for our future. 

And you are hearing this number cor-
rectly, too. The backlog of people wait-
ing for those clearances is now over 
700,000, and that is what has led the 
Government Accountability Office to 
declare this ‘‘a high risk issue,’’ and 
that means that it is one of the areas 
that the GAO believes is most in need 
of reform. 

The country cannot wait 2 years to 
recruit top talent for our IC. Appli-
cants for clearance, of course, should 
be carefully scrutinized, and the United 
States should take care that only re-
sponsible and trustworthy parties gain 
access to our Nation’s classified infor-
mation. 

b 1400 

We absolutely should guard it as a 
national treasure. But we need to give 
the IC the people it needs to collect, 
process, analyze, and distribute infor-
mation, pure and simple. So the bill be-
fore us today does, in fact, include lan-
guage to address the issue of security 
clearances. 

As we progress forward, we must do 
so methodically, with feedback from 
the most affected. We have a long proc-
ess ahead of us, but if we don’t take 
steps now, frankly, pretty soon it is 
going to be too late. We must address 
the security clearance dilemma, and 
we must pass this bill to begin that 
process. 

Mr. NUNES. Mr. Chairman, I con-
tinue to reserve the balance of my 
time. 

Mr. SCHIFF. Mr. Chairman, I yield 2 
minutes to the gentleman from Mary-
land (Mr. RUPPERSBERGER), who is the 
former ranking member of the Perma-
nent Select Committee on Intelligence 
and a great stalwart for the men and 
women who work within the IC. 

Mr. RUPPERSBERGER. Mr. Chair-
man, I want to thank the ranking 
member for yielding. 

Mr. Chairman, I rise in strong sup-
port of this bipartisan bill. First and 
foremost, intelligence is about people. 

We cannot collect, analyze, and utilize 
intelligence effectively unless we can 
recruit, hire, and retain the best people 
possible. Therefore, I want to thank 
Chairman NUNES and Ranking Member 
SCHIFF, and their staffs, for working 
with me to include provisions in this 
bill that improve parental leave poli-
cies of the intelligence community. 

These provisions will ensure that 
these benefits are, to the fullest extent 
possible, in line with the private sec-
tor. Doing so will help the IC develop 
and retain the workforce required to 
keep America safe against all our foes, 
both new and old. 

This legislation also takes important 
steps to ensure the IC provides critical 
updates to Congress in the event the 
United States faces a foreign cyber at-
tack or other active measures that 
threaten the heart of our democracy: 
our elections. There is no doubt that 
Russia will continue to exert a malign 
influence on the heart and soul of our 
democracy. 

This cannot be tolerated, and I 
strongly support the efforts of the 
chairman and ranking member to en-
sure Congress will be informed of the 
most critical threats to our democracy. 

I thank the chairman and ranking 
member, and the entire intelligence 
community and staff, for their dedi-
cated oversight of the intelligence 
community and their commitment to 
enhancing national security. 

Mr. NUNES. Mr. Chair, I will briefly 
say that the former ranking member, 
Mr. RUPPERSBERGER, who has many in-
telligence professionals in his district, 
is highly regarded in our committee, 
and I respect and am thankful for his 
support of the bill. 

Mr. Chairman, I reserve the balance 
of my time. 

Mr. SCHIFF. Mr. Chairman, might I 
inquire of the gentleman whether he 
has any further speakers? 

Mr. NUNES. Mr. Chairman, I have no 
further speakers. 

Mr. SCHIFF. Mr. Chairman, I will 
take this opportunity to close, and I 
yield myself the balance of my time. 

Mr. Chairman, 1 month ago, the CIA 
held its annual memorial ceremony to 
honor its fallen. This year, the agency 
added four stars to the memorial wall, 
signifying four officers killed in the 
line of duty but who cannot be publicly 
named even in death. That, Mr. Chair-
man, is the sacrifice that we ask of our 
intelligence professionals, and it is one 
that they are prepared to make. 

In exchange for that fidelity, it is our 
job to provide the intelligence commu-
nity with the tools and authorities 
that it needs to keep us safe, all while 
exercising our constitutional authority 
of oversight and direction. This bill 
meets that responsibility, and I urge 
its passage by the House. 

I would also like to take this oppor-
tunity to thank my colleagues on the 
Permanent Select Committee on Intel-
ligence and our incredible staff. In par-
ticular, I thank Shannon Stuart, Carly 
Blake, Alan Souza, Mark Stewart, 

Wells Bennett, Scott Glabe, Rheanne 
Wirkkala, Amanda Rogers Thorpe, 
Thomas Eager, Kris Breaux, Christine 
Bocchino, Maher Bitar, Shannon 
Green, Linda Cohen, Patrick Boland, 
and Tim Bergreen. 

These staff members labor three 
floors below the Capitol in a space we 
affectionately call—and sometimes 
unaffectionately call—the bunker. 
They do so for long hours and without 
daylight. We are very grateful to them 
and for their service. 

Mr. Chairman, I yield back the bal-
ance of my time. 

Mr. NUNES. Mr. Chairman, I yield 
myself the balance of my time. 

I thank the staffs on both the major-
ity and minority sides. They do put in 
a lot of effort. It is one of the smallest 
staffs in the Capitol of any committee, 
so we are thankful that we were able to 
get this bill done in a bipartisan man-
ner. We look for its passage on the 
floor this afternoon. 

Mr. Chairman, I yield back the bal-
ance of my time. 

Ms. JACKSON LEE. Mr. Chair, I rise to 
speak on House consideration of H.R. 6237, 
the ‘‘Matthew Young Pollard Intelligence Au-
thorization Act for Fiscal Year 2018 and 
2019.’’ 

I thank Chairman NUNES, Ranking Member 
SCHIFF for their work to bring this bill before 
the full House of consideration. 

Our nation’s national security professionals 
require our support in words as well as deeds 
in the form of legislation like the authorization 
measure we are debating and sufficient fund-
ing to carry out the work of protecting our 
great nation from our enemies. 

I offered several Jackson Lee Amendments 
for consideration under this bill. 

I thank the Rules Committee for making in 
order Jackson Lee Amendment No. 3, des-
ignated as No. 33 on the Rules Committee 
roster for consideration for this bill. 

This Jackson Lee Amendment, amends the 
Sense of Congress already in the bill on the 
importance of re-review of security clearances 
held by individuals by adding consideration of 
whether the security clearance holder’s asso-
ciation or sympathy with persons or organiza-
tions that advocate, threaten, or use force or 
violence, or any other illegal or unconstitu-
tional means, in an effort to prevent others 
from exercising their rights under the Constitu-
tion or laws of the United States or of any 
state, on account of race, religion, national ori-
gin, disability, or other impermissible factors. 

In addition to this amendment, I offered 
three other Jackson Lee Amendments to H.R. 
6237: 

The first Jackson Lee Amendment is des-
ignated as No. 32 on the Rules Committee 
roster, and would have amended the Sense of 
Congress already in the bill that addresses the 
importance of conducting background checks 
for retention of security clearances or the 
issuance of new clearances to also consider 
an applicant’s membership in a hate group 
and their participation in activities espoused by 
hate groups that involve violence or incitement 
of violence which disrupts civic life. 

The second Jackson Lee Amendment is 
designated as No. 34, on the Rules Com-
mittee rosters, and would have amended the 
Sense of Congress already in the bill on the 
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importance of review of a security clearance 
by adding that a security clearance should not 
be held by an individual who actively engages 
in violent acts in the United States or its terri-
tories that target persons based upon their 
race, religion, ethnicity, national origin, sexual 
orientation, or gender identity for the purpose 
of inflicting physical harm or emotional distress 
with the objective of normalizing anti-social be-
havior towards vulnerable groups. 

The third Jackson Lee Amendment is des-
ignated as No. 38 on the Rules Committee 
rosters, and would have required that the Di-
rector of National Intelligence conduct an as-
sessment and report to Congress on the reli-
ance of intelligence activities on civilian con-
tractors to support Government activities, in-
cluding intelligence analysis. 

Each of these Jackson Lee Amendments 
sought to strengthen and improve the process 
of security clearance awards and oversight of 
contractors engaged in national security work. 

The rights and dignity of all Americans must 
be held dear and protected from assaults that 
challenge the very freedom we value most. 

It is our diversity and our capacity for toler-
ance of others who are different that is the es-
sence of American exceptionalism. 

As a nation we have come through many 
struggles and challenges to reach a point 
where we accept the diversity of our nation as 
a strength and not a weakness. 

A period in our history that challenges the 
very foundation of our nation was framed by a 
speech given by Abraham Lincoln on the oc-
casion of his nomination to become the Sen-
ator from the State of Illinois. 

He said: ‘‘A house divided against itself, 
cannot stand. I believe this government cannot 
endure, permanently, half slave and half free. 
I do not expect the Union to be dissolved—I 
do not expect the house to fall—but I do ex-
pect it will cease to be divided. It will become 
all one thing or all the other. Either the oppo-
nents of slavery will arrest the further spread 
of it, and place it where the public mind shall 
rest in the belief that it is in the course of ulti-
mate extinction; or its advocates will push it 
forward, till it shall become lawful in all the 
States, old as well as new—North as well as 
South.’’ 

He was speaking of the pernicious national 
shame of slavery that led ultimately to the Civil 
War that cost more than 600,00 lives over the 
very question of human rights and human dig-
nity for all persons. 

Although the question of equality and justice 
for all has been asked and answered during 
pivotal moments in our nation’s history today 
we are facing another challenge to our core 
beliefs. 

I offered these Jackson Lee Amendments to 
establish that this Congress is not wavering in 
its commitment to protect the lives, liberties or 
freedom of Americans from those who seek to 
do them harm. 

Specifically, four of the Jackson Lee 
Amendments were prompted by the actions of 
Mr. Miselis who has a security clearance and 
worked for Northrup Grumman, a major de-
fense contractor, at the time he engaged in 
physical violence against persons protesting 
racism and white supremacy in Charlottesville, 
Virginia. 

In May 2018, Northrup Grumman was in-
formed of Mr. Miselis’ membership in RAM 
and the violent assaults he initiated while he 
was in Charlottesville participating in activities 

in support of white supremacy, which were 
captured on video and in photos. 

Mr. Miselis worked for a government con-
tractor and held a security clearance author-
izing him to work on projects that were of vital 
interest to our nation and its defense. 

Northrup Grumman did not dismiss him until 
the story broke earlier this month with media 
reports on the violence Mr. Miselis engaged in 
at the white supremacists’ rally held in Char-
lottesville, Virginia. 

The violence of RAM members has been a 
hallmark of the group and its members. 

The Anti-Defamation League describes 
RAM as a white supremacist group whose 
members believe they are fighting against a 
‘‘modern world’’ corrupted by the ‘‘destructive 
cultural influences’’ of liberals, Jews, Muslims 
and non-white immigrants. 

They refer to themselves as the ‘‘premier 
MMA (mixed martial arts) club of the Alt- 
Right.’’ 

RAM is characterized as operating like a 
street-fighting club. 

Members actively train to do physical battle 
with their ideological foes, and have been in-
volved in violent clashes during political rallies 
and demonstrations. 

RAM members consider themselves to be 
part of the ‘‘Alt Right.’’ 

RAM’s membership has deep roots in Cali-
fornia’s racist skinhead movement, and in-
cludes individuals who have faced serious 
criminal charges, including assault, robbery 
and weapon offenses. 

RAM consists of several dozen loosely affili-
ated neo-Nazis and racist skinheads who were 
formerly known as the DIY Division, but re-
branded themselves as the Rise Above Move-
ment in the spring of 2017. 

The FBI has opened an informal investiga-
tion into this group because of the violence 
associated with its members. 

The United States is a nation of laws, which 
gives us the freedom to agree and most im-
portantly disagree with not only each other but 
with our government. 

But the limitations to the right to disagree 
can be best described by the ancient wisdom: 
‘‘Your right to swing your arms ends just 
where the other person’s nose begins.’’ 

There is a limit to the expression of free 
speech and the freedom to assemble and that 
limit is violence. 

I know that the work of our intelligence com-
munity is difficult and often goes without notice 
by the American public. 

I firmly believe that the actions of those who 
hold security clearances as they go about their 
lives should reflect the higher goals and val-
ues of nation. 

To engage in violent acts against persons 
engaged in constitutionally protected activity 
on account of race, religion, color, gender, 
sexual orientation, language of original, immi-
gration status, or creed is an affront to the 
framers of the Constitution for this great na-
tion. 

The actions of Mr. Miselis put at risk not 
only his career, but also the reputation of peo-
ple who hold national security clearances. 

The awarding of security clearances to con-
tractors must be better managed and the con-
sequences for involvement in activities that 
would be cause for dismissal from the armed 
services or any federal agency should not go 
unnoticed. 

I am committed to the task of building the 
capacity and resources of the intelligence 

community to ensure that our nation’s national 
security and national defense are all that they 
need to be. 

I ask that my colleagues support the Jack-
son Lee Amendment made in order for consid-
eration of H.R. 6237, and support the under-
lying bill. 

The Acting CHAIR (Mr. POE of 
Texas). All time for general debate has 
expired. 

Pursuant to the rule, the bill shall be 
considered for amendment under the 5- 
minute rule. 

In lieu of the amendment in the na-
ture of a substitute recommend by the 
Permanent Select Committee on Intel-
ligence, printed in the bill, it shall be 
in order to consider as an original bill 
for the purpose of amendment under 
the 5-minute rule an amendment in the 
nature of a substitute consisting of the 
text of Rules Committee Print 115–80. 
That amendment in the nature of a 
substitute shall be considered as read. 

The text of the amendment in the na-
ture of a substitute is as follows: 

H.R. 6237 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE; ORGANIZATION OF ACT 

INTO DIVISIONS. 
(a) SHORT TITLE.—This Act may be cited as 

the ‘‘Matthew Young Pollard Intelligence Au-
thorization Act for Fiscal Years 2018 and 2019’’. 

(b) ORGANIZATION.—This Act is organized into 
two divisions as follows: 

(1) DIVISION A.—Intelligence Authorization 
Act for Fiscal Year 2018. 

(2) DIVISION B.—Intelligence Authorization 
Act for Fiscal Year 2019. 
DIVISION A—INTELLIGENCE AUTHORIZA-

TION ACT FOR FISCAL YEAR 2018 
SEC. 101. SHORT TITLE; TABLE OF CONTENTS. 

(a) SHORT TITLE.—This division may be cited 
as the ‘‘Intelligence Authorization Act for Fiscal 
Year 2018’’. 

(b) TABLE OF CONTENTS.—The table of con-
tents for this division is as follows: 
Sec. 101. Short title; table of contents. 
Sec. 102. Definitions. 

TITLE I—INTELLIGENCE ACTIVITIES 
Sec. 1101. Authorization of appropriations. 
Sec. 1102. Classified Schedule of Authoriza-

tions. 
Sec. 1103. Personnel ceiling adjustments. 
Sec. 1104. Intelligence Community Management 

Account. 
TITLE II—CENTRAL INTELLIGENCE AGEN-

CY RETIREMENT AND DISABILITY SYS-
TEM 

Sec. 1201. Authorization of appropriations. 
Sec. 1202. Computation of annuities for employ-

ees of the Central Intelligence 
Agency. 

TITLE III—GENERAL INTELLIGENCE 
COMMUNITY MATTERS 

Sec. 1301. Restriction on conduct of intelligence 
activities. 

Sec. 1302. Increase in employee compensation 
and benefits authorized by law. 

TITLE IV—MATTERS RELATING TO ELE-
MENTS OF THE INTELLIGENCE COMMU-
NITY 

Sec. 1401. Authority for protection of current 
and former employees of the Of-
fice of the Director of National 
Intelligence. 

Sec. 1402. Designation of the program manager- 
information sharing environment. 

Sec. 1403. Technical modification to the execu-
tive schedule. 
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TITLE V—REPORTS AND OTHER MATTERS 

Sec. 1501. Period of overseas assignments for 
certain foreign service officers. 

Sec. 1502. Assessment of significant Russian in-
fluence campaigns directed at for-
eign elections and referenda. 

Sec. 1503. Foreign counterintelligence and cy-
bersecurity threats to Federal 
election campaigns. 

Sec. 1504. Intelligence community reports on se-
curity clearances. 

Sec. 1505. Assessment of threat finance relating 
to Russia. 

Sec. 1506. Report on cyber exchange program. 
Sec. 1507. Review of Intelligence Community 

whistleblower matters. 
Sec. 1508. Report on role of Director of National 

Intelligence with respect to cer-
tain foreign investments. 

Sec. 1509. Semiannual reports on investigations 
of unauthorized disclosures of 
classified information. 

Sec. 1510. Reports on intelligence community 
participation in vulnerabilities eq-
uities process of Federal Govern-
ment. 

Sec. 1511. Sense of Congress on notifications of 
certain disclosures of classified in-
formation. 

Sec. 1512. Technical amendments related to the 
Department of Energy. 

SEC. 102. DEFINITIONS. 
In this division, the terms ‘‘congressional in-

telligence committees’’ and ‘‘intelligence commu-
nity’’ have the meaning given those terms in 
section 3 of the National Security Act of 1947 (50 
U.S.C. 3003). 

TITLE I—INTELLIGENCE ACTIVITIES 
SEC. 1101. AUTHORIZATION OF APPROPRIATIONS. 

(a) IN GENERAL.—Funds are hereby author-
ized to be appropriated for fiscal year 2018 for 
the conduct of the intelligence and intelligence- 
related activities of the following elements of the 
United States Government: 

(1) The Office of the Director of National In-
telligence. 

(2) The Central Intelligence Agency. 
(3) The Department of Defense. 
(4) The Defense Intelligence Agency. 
(5) The National Security Agency. 
(6) The Department of the Army, the Depart-

ment of the Navy, and the Department of the 
Air Force. 

(7) The Coast Guard. 
(8) The Department of State. 
(9) The Department of the Treasury. 
(10) The Department of Energy. 
(11) The Department of Justice. 
(12) The Federal Bureau of Investigation. 
(13) The Drug Enforcement Administration. 
(14) The National Reconnaissance Office. 
(15) The National Geospatial-Intelligence 

Agency. 
(16) The Department of Homeland Security. 
(b) CERTAIN SPECIFIC AUTHORIZATION.—Funds 

appropriated by the Department of Defense Mis-
sile Defeat and Defense Enhancements Appro-
priations Act, 2018 (division B of Public Law 
115–96) for intelligence or intelligence-related 
activities are specifically authorized by the Con-
gress for purposes of section 504 of the National 
Security Act of 1947 (50 U.S.C. 3094), as specified 
in the classified Schedule of Authorizations pur-
suant to section 1102, and are subject to such 
section 504. 
SEC. 1102. CLASSIFIED SCHEDULE OF AUTHOR-

IZATIONS. 
(a) SPECIFICATIONS OF AMOUNTS.—The 

amounts authorized to be appropriated under 
section 1101 and, subject to section 1103, the au-
thorized personnel ceilings as of September 30, 
2018, for the conduct of the intelligence activi-
ties of the elements listed in paragraphs (1) 
through (16) of section 1101, are those specified 
in the classified Schedule of Authorizations pre-
pared to accompany this division. 

(b) AVAILABILITY OF CLASSIFIED SCHEDULE OF 
AUTHORIZATIONS.— 

(1) AVAILABILITY.—The classified Schedule of 
Authorizations referred to in subsection (a) 
shall be made available to the Committee on Ap-
propriations of the Senate, the Committee on 
Appropriations of the House of Representatives, 
and to the President. 

(2) DISTRIBUTION BY THE PRESIDENT.—Subject 
to paragraph (3), the President shall provide for 
suitable distribution of the classified Schedule of 
Authorizations referred to in subsection (a), or 
of appropriate portions of such Schedule, within 
the executive branch. 

(3) LIMITS ON DISCLOSURE.—The President 
shall not publicly disclose the classified Sched-
ule of Authorizations or any portion of such 
Schedule except— 

(A) as provided in section 601(a) of the Imple-
menting Recommendations of the 9/11 Commis-
sion Act of 2007 (50 U.S.C. 3306(a)); 

(B) to the extent necessary to implement the 
budget; or 

(C) as otherwise required by law. 
SEC. 1103. PERSONNEL CEILING ADJUSTMENTS. 

(a) AUTHORITY FOR INCREASES.—The Director 
of National Intelligence may authorize employ-
ment of civilian personnel in excess of the num-
ber authorized for fiscal year 2018 by the classi-
fied Schedule of Authorizations referred to in 
section 1102(a) if the Director of National Intel-
ligence determines that such action is necessary 
to the performance of important intelligence 
functions, except that the number of personnel 
employed in excess of the number authorized 
under such section may not, for any element of 
the intelligence community, exceed— 

(1) 3 percent of the number of civilian per-
sonnel authorized under such schedule for such 
element; or 

(2) 10 percent of the number of civilian per-
sonnel authorized under such schedule for such 
element for the purposes of converting the per-
formance of any function by contractors to per-
formance by civilian personnel. 

(b) TREATMENT OF CERTAIN PERSONNEL.—The 
Director of National Intelligence shall establish 
guidelines that govern, for each element of the 
intelligence community, the treatment under the 
personnel levels authorized under section 
1102(a), including any exemption from such per-
sonnel levels, of employment or assignment in— 

(1) a student program, trainee program, or 
similar program; 

(2) a reserve corps or as a reemployed annu-
itant; or 

(3) details, joint duty, or long-term, full-time 
training. 

(c) NOTICE TO CONGRESSIONAL INTELLIGENCE 
COMMITTEES.—Not later than 15 days prior to 
the exercise of an authority described in sub-
section (a), the Director of National Intelligence 
shall submit to the congressional intelligence 
committees— 

(1) a written notice of the exercise of such au-
thority; and 

(2) in the case of an exercise of such authority 
subject to the limitation in subsection (a)(2), a 
written justification for the contractor conver-
sion that includes a comparison of whole-of- 
Government costs. 
SEC. 1104. INTELLIGENCE COMMUNITY MANAGE-

MENT ACCOUNT. 
(a) AUTHORIZATION OF APPROPRIATIONS.— 

There is authorized to be appropriated for the 
Intelligence Community Management Account 
of the Director of National Intelligence for fiscal 
year 2018 the sum of $546,900,000. 

(b) AUTHORIZED PERSONNEL LEVELS.—The ele-
ments within the Intelligence Community Man-
agement Account of the Director of National In-
telligence are authorized 797 positions as of Sep-
tember 30, 2018. Personnel serving in such ele-
ments may be permanent employees of the Office 
of the Director of National Intelligence or per-
sonnel detailed from other elements of the 
United States Government. 

(c) CLASSIFIED AUTHORIZATIONS.— 
(1) AUTHORIZATION OF APPROPRIATIONS.—In 

addition to amounts authorized to be appro-
priated for the Intelligence Community Manage-
ment Account by subsection (a), there are au-
thorized to be appropriated for the Intelligence 
Community Management Account for fiscal year 
2018 such additional amounts as are specified in 
the classified Schedule of Authorizations re-
ferred to in section 1102(a). 

(2) AUTHORIZATION OF PERSONNEL.—In addi-
tion to the personnel authorized by subsection 
(b) for elements of the Intelligence Community 
Management Account as of September 30, 2018, 
there are authorized such additional personnel 
for the Community Management Account as of 
that date as are specified in the classified 
Schedule of Authorizations referred to in section 
1102(a). 
TITLE II—CENTRAL INTELLIGENCE AGEN-

CY RETIREMENT AND DISABILITY SYS-
TEM 

SEC. 1201. AUTHORIZATION OF APPROPRIATIONS. 
There is authorized to be appropriated for the 

Central Intelligence Agency Retirement and Dis-
ability Fund for fiscal year 2018 the sum of 
$514,000,000. 
SEC. 1202. COMPUTATION OF ANNUITIES FOR EM-

PLOYEES OF THE CENTRAL INTEL-
LIGENCE AGENCY. 

(a) COMPUTATION OF ANNUITIES.— 
(1) IN GENERAL.—Section 221 of the Central 

Intelligence Agency Retirement Act (50 U.S.C. 
2031) is amended— 

(A) in subsection (a)(3)(B), by striking the pe-
riod at the end and inserting ‘‘, as determined 
by using the annual rate of basic pay that 
would be payable for full-time service in that 
position.’’; 

(B) in subsection (b)(1)(C)(i), by striking ‘‘12- 
month’’ and inserting ‘‘2-year’’; 

(C) in subsection (f)(2), by striking ‘‘one year’’ 
and inserting ‘‘two years’’; 

(D) in subsection (g)(2), by striking ‘‘one 
year’’ each place such term appears and insert-
ing ‘‘two years’’; 

(E) by redesignating subsections (h), (i), (j), 
(k), and (l) as subsections (i), (j), (k), (l), and 
(m), respectively; and 

(F) by inserting after subsection (g) the fol-
lowing: 

‘‘(h) CONDITIONAL ELECTION OF INSURABLE IN-
TEREST SURVIVOR ANNUITY BY PARTICIPANTS 
MARRIED AT THE TIME OF RETIREMENT.— 

‘‘(1) AUTHORITY TO MAKE DESIGNATION.—Sub-
ject to the rights of former spouses under sub-
section (b) and section 222, at the time of retire-
ment a married participant found by the Direc-
tor to be in good health may elect to receive an 
annuity reduced in accordance with subsection 
(f)(1)(B) and designate in writing an individual 
having an insurable interest in the participant 
to receive an annuity under the system after the 
participant’s death, except that any such elec-
tion to provide an insurable interest survivor 
annuity to the participant’s spouse shall only be 
effective if the participant’s spouse waives the 
spousal right to a survivor annuity under this 
Act. The amount of the annuity shall be equal 
to 55 percent of the participant’s reduced annu-
ity. 

‘‘(2) REDUCTION IN PARTICIPANT’S ANNUITY.— 
The annuity payable to the participant making 
such election shall be reduced by 10 percent of 
an annuity computed under subsection (a) and 
by an additional 5 percent for each full 5 years 
the designated individual is younger than the 
participant. The total reduction under this sub-
paragraph may not exceed 40 percent. 

‘‘(3) COMMENCEMENT OF SURVIVOR ANNUITY.— 
The annuity payable to the designated indi-
vidual shall begin on the day after the retired 
participant dies and terminate on the last day 
of the month before the designated individual 
dies. 

‘‘(4) RECOMPUTATION OF PARTICIPANT’S ANNU-
ITY ON DEATH OF DESIGNATED INDIVIDUAL.—An 
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annuity which is reduced under this subsection 
shall, effective the first day of the month fol-
lowing the death of the designated individual, 
be recomputed and paid as if the annuity had 
not been so reduced.’’. 

(2) CONFORMING AMENDMENTS.— 
(A) CENTRAL INTELLIGENCE AGENCY RETIRE-

MENT ACT.—The Central Intelligence Agency Re-
tirement Act (50 U.S.C. 2001 et seq.) is amend-
ed— 

(i) in section 232(b)(1) (50 U.S.C. 2052(b)(1)), 
by striking ‘‘221(h),’’ and inserting ‘‘221(i),’’; 
and 

(ii) in section 252(h)(4) (50 U.S.C. 2082(h)(4)), 
by striking ‘‘221(k)’’ and inserting ‘‘221(l)’’. 

(B) CENTRAL INTELLIGENCE AGENCY ACT OF 
1949.—Subsection (a) of section 14 of the Central 
Intelligence Agency Act of 1949 (50 U.S.C. 
3514(a)) is amended by striking ‘‘221(h)(2), 
221(i), 221(l),’’ and inserting ‘‘221(i)(2), 221(j), 
221(m),’’. 

(b) ANNUITIES FOR FORMER SPOUSES.—Sub-
paragraph (B) of section 222(b)(5) of the Central 
Intelligence Agency Retirement Act (50 U.S.C. 
2032(b)(5)(B)) is amended by striking ‘‘one year’’ 
and inserting ‘‘two years’’. 

(c) PRIOR SERVICE CREDIT.—Subparagraph 
(A) of section 252(b)(3) of the Central Intel-
ligence Agency Retirement Act (50 U.S.C. 
2082(b)(3)(A)) is amended by striking ‘‘October 1, 
1990’’ both places that term appears and insert-
ing ‘‘March 31, 1991’’. 

(d) REEMPLOYMENT COMPENSATION.—Section 
273 of the Central Intelligence Agency Retire-
ment Act (50 U.S.C. 2113) is amended— 

(1) by redesignating subsections (b) and (c) as 
subsections (c) and (d), respectively; and 

(2) by inserting after subsection (a) the fol-
lowing: 

‘‘(b) PART-TIME REEMPLOYED ANNUITANTS.— 
The Director shall have the authority to reem-
ploy an annuitant on a part-time basis in ac-
cordance with section 8344(l) of title 5, United 
States Code.’’. 

(e) EFFECTIVE DATE AND APPLICATION.—The 
amendments made by subsection (a)(1)(A) and 
subsection (c) shall take effect as if enacted on 
October 28, 2009, and shall apply to computa-
tions or participants, respectively, as of such 
date. 

TITLE III—GENERAL INTELLIGENCE 
COMMUNITY MATTERS 

SEC. 1301. RESTRICTION ON CONDUCT OF INTEL-
LIGENCE ACTIVITIES. 

The authorization of appropriations by this 
division shall not be deemed to constitute au-
thority for the conduct of any intelligence activ-
ity which is not otherwise authorized by the 
Constitution or the laws of the United States. 
SEC. 1302. INCREASE IN EMPLOYEE COMPENSA-

TION AND BENEFITS AUTHORIZED 
BY LAW. 

Appropriations authorized by this division for 
salary, pay, retirement, and other benefits for 
Federal employees may be increased by such ad-
ditional or supplemental amounts as may be 
necessary for increases in such compensation or 
benefits authorized by law. 

TITLE IV—MATTERS RELATING TO ELE-
MENTS OF THE INTELLIGENCE COMMU-
NITY 

SEC. 1401. AUTHORITY FOR PROTECTION OF CUR-
RENT AND FORMER EMPLOYEES OF 
THE OFFICE OF THE DIRECTOR OF 
NATIONAL INTELLIGENCE. 

Section 5(a)(4) of the Central Intelligence 
Agency Act of 1949 (50 U.S.C. 3506(a)(4)) is 
amended by striking ‘‘such personnel of the Of-
fice of the Director of National Intelligence as 
the Director of National Intelligence may des-
ignate;’’ and inserting ‘‘current and former per-
sonnel of the Office of the Director of National 
Intelligence and their immediate families as the 
Director of National Intelligence may des-
ignate;’’. 

SEC. 1402. DESIGNATION OF THE PROGRAM MAN-
AGER-INFORMATION-SHARING ENVI-
RONMENT. 

(a) INFORMATION-SHARING ENVIRONMENT.— 
Section 1016(b) of the Intelligence Reform and 
Terrorism Prevention Act of 2004 (6 U.S.C. 
485(b)) is amended— 

(1) in paragraph (1), by striking ‘‘President’’ 
and inserting ‘‘Director of National Intel-
ligence’’; and 

(2) in paragraph (2), by striking ‘‘President’’ 
both places that term appears and inserting 
‘‘Director of National Intelligence’’. 

(b) PROGRAM MANAGER.—Section 1016(f)(1) of 
the Intelligence Reform and Terrorism Preven-
tion Act of 2004 (6 U.S.C. 485(f)(1)) is amended 
by striking ‘‘The individual designated as the 
program manager shall serve as program man-
ager until removed from service or replaced by 
the President (at the President’s sole discre-
tion).’’ and inserting ‘‘Beginning on the date of 
the enactment of the Intelligence Authorization 
Act for Fiscal Year 2018, each individual des-
ignated as the program manager shall be ap-
pointed by the Director of National Intel-
ligence.’’. 
SEC. 1403. TECHNICAL MODIFICATION TO THE EX-

ECUTIVE SCHEDULE. 
Section 5315 of title 5, United States Code, is 

amended by adding at the end the following: 
‘‘Director of the National Counterintelligence 

and Security Center.’’. 
TITLE V—REPORTS AND OTHER MATTERS 

SEC. 1501. PERIOD OF OVERSEAS ASSIGNMENTS 
FOR CERTAIN FOREIGN SERVICE OF-
FICERS. 

(a) LENGTH OF PERIOD OF ASSIGNMENT.—Sub-
section (a) of section 502 of the Foreign Service 
Act of 1980 (22 U.S.C. 3982) is amended by add-
ing at the end the following new paragraph: 

‘‘(3) In making assignments under paragraph 
(1), and in accordance with section 903, and, if 
applicable, section 503, the Secretary shall as-
sure that a member of the Service may serve at 
a post for a period of not more than six consecu-
tive years.’’. 

(b) FOREIGN LANGUAGE DEPLOYMENT RE-
QUIREMENTS.—Section 702 of the Foreign Service 
Act of 1980 (22 U.S.C. 4022) is amended by— 

(1) redesignating subsection (c) as subsection 
(d); and 

(2) by inserting after subsection (b) the fol-
lowing new subsection: 

‘‘(c) FOREIGN LANGUAGE DEPLOYMENT RE-
QUIREMENTS.— 

‘‘(1) IN GENERAL.—The Secretary of State, 
with the assistance of other relevant officials, 
shall require all members of the Service who re-
ceive foreign language training in Arabic, Farsi, 
Chinese (Mandarin or Cantonese), Turkish, Ko-
rean, and Japanese by the institution or other-
wise in accordance with subsection (b) to serve 
three successive tours in positions in which the 
acquired language is both relevant and deter-
mined to be a benefit to the Department. 

‘‘(2) OVERSEAS DEPLOYMENTS.—In carrying 
out paragraph (1), at least one of the three suc-
cessive tours referred to in such paragraph shall 
be an overseas deployment. 

‘‘(3) WAIVER.—The Secretary of State may 
waive the application of paragraph (1) for med-
ical or family hardship or in the interest of na-
tional security. 

‘‘(4) CONGRESSIONAL NOTIFICATION.—The Sec-
retary of State shall notify the Committees on 
Appropriations and Foreign Affairs of the 
House of Representatives and Committees on 
Appropriations and Foreign Relations of the 
Senate at the end of each fiscal year of any in-
stances during the prior twelve months in which 
the waiver authority described in paragraph (3) 
was invoked.’’. 
SEC. 1502. ASSESSMENT OF SIGNIFICANT RUS-

SIAN INFLUENCE CAMPAIGNS DI-
RECTED AT FOREIGN ELECTIONS 
AND REFERENDA. 

(a) ASSESSMENT REQUIRED.—Not later than 60 
days after the date of the enactment of this Act, 

the Director of National Intelligence shall sub-
mit to the congressional intelligence committees 
a report containing an analytical assessment of 
the most significant Russian influence cam-
paigns, if any, conducted during the 3-year pe-
riod preceding the date of the enactment of this 
Act, as well as the most significant current or 
planned such Russian influence campaigns, if 
any. Such assessment shall include— 

(1) a summary of such significant Russian in-
fluence campaigns, including, at a minimum, 
the specific means by which such campaigns 
were conducted, are being conducted, or likely 
will be conducted, as appropriate, and the spe-
cific goal of each such campaign; 

(2) a summary of any defenses against or re-
sponses to such Russian influence campaigns by 
the foreign state holding the elections or 
referenda; 

(3) a summary of any relevant activities by 
elements of the intelligence community under-
taken for the purpose of assisting the govern-
ment of such foreign state in defending against 
or responding to such Russian influence cam-
paigns; and 

(4) an assessment of the effectiveness of such 
defenses and responses described in paragraphs 
(2) and (3). 

(b) FORM.—The report required by subsection 
(a) may be submitted in classified form, but if so 
submitted, shall contain an unclassified sum-
mary. 

(c) RUSSIAN INFLUENCE CAMPAIGN DEFINED.— 
In this section, the term ‘‘Russian influence 
campaign’’ means any effort, covert or overt, 
and by any means, attributable to the Russian 
Federation directed at an election, referendum, 
or similar process in a country other than the 
Russian Federation or the United States. 
SEC. 1503. FOREIGN COUNTERINTELLIGENCE 

AND CYBERSECURITY THREATS TO 
FEDERAL ELECTION CAMPAIGNS. 

(a) REPORTS REQUIRED.— 
(1) IN GENERAL.—As provided in paragraph 

(2), for each Federal election, the Director of 
National Intelligence, in coordination with the 
Under Secretary of Homeland Security for Intel-
ligence and Analysis and the Director of the 
Federal Bureau of Investigation, shall make 
publicly available on an internet website an ad-
visory report on foreign counterintelligence and 
cybersecurity threats to election campaigns for 
Federal offices. Each such report shall include, 
consistent with the protection of sources and 
methods, each of the following: 

(A) A description of foreign counterintel-
ligence and cybersecurity threats to election 
campaigns for Federal offices. 

(B) A summary of best practices that election 
campaigns for Federal offices can employ in 
seeking to counter such threats. 

(C) An identification of any publicly available 
resources, including United States Government 
resources, for countering such threats. 

(2) SCHEDULE FOR SUBMITTAL.—A report 
under this subsection shall be made available as 
follows: 

(A) In the case of a report regarding a special 
election held for the office of Senator or Member 
of the House of Representatives during 2019, not 
later than the date that is 60 days before the 
date of such special election. 

(B) In the case of a report regarding an elec-
tion for a Federal office during any subsequent 
year, not later than the date that is 1 year be-
fore the date of the election. 

(3) INFORMATION TO BE INCLUDED.—A report 
under this subsection shall reflect the most cur-
rent information available to the Director of Na-
tional Intelligence regarding foreign counter-
intelligence and cybersecurity threats. 

(b) TREATMENT OF CAMPAIGNS SUBJECT TO 
HEIGHTENED THREATS.—If the Director of the 
Federal Bureau of Investigation and the Under 
Secretary of Homeland Security for Intelligence 
and Analysis jointly determine that an election 
campaign for Federal office is subject to a 
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heightened foreign counterintelligence or cyber-
security threat, the Director and the Under Sec-
retary, consistent with the protection of sources 
and methods, may make available additional in-
formation to the appropriate representatives of 
such campaign. 
SEC. 1504. INTELLIGENCE COMMUNITY REPORTS 

ON SECURITY CLEARANCES. 
(a) SENSE OF CONGRESS.—It is the sense of 

Congress that— 
(1) despite sustained efforts by Congress and 

the executive branch, an unacceptable backlog 
in processing and adjudicating security clear-
ances persists, both within elements of the intel-
ligence community and in other departments of 
the Federal Government, with some processing 
times exceeding a year or even more; 

(2) the protracted clearance timetable threat-
ens the ability of elements of the intelligence 
community to hire and retain highly qualified 
individuals, and thus to fulfill the missions of 
such elements; 

(3) the prospect of a lengthy clearance process 
deters some such individuals from seeking em-
ployment with the intelligence community in the 
first place, and, when faced with a long wait 
time, those with conditional offers of employ-
ment may opt to discontinue the security clear-
ance process and pursue different opportunities; 

(4) now more than ever, therefore, the broken 
security clearance process badly needs funda-
mental reform; and 

(5) in the meantime, to ensure the ability of 
elements of the intelligence community to hire 
and retain highly qualified personnel, elements 
should consider, to the extent possible and con-
sistent with national security, permitting new 
employees to enter on duty immediately or near-
ly so, and to perform, on a temporary basis 
pending final adjudication of their security 
clearances, work that either does not require a 
security clearance or requires only a low-level 
interim clearance. 

(b) IN GENERAL.—Section 506H of the National 
Security Act of 1947 (50 U.S.C. 3104) is amend-
ed— 

(1) in subsection (a)(1)— 
(A) in subparagraph (A)(ii), by inserting 

‘‘and’’ after the semicolon; 
(B) in subparagraph (B)(ii), by striking ‘‘; 

and’’ and inserting a period; and 
(C) by striking subparagraph (C); 
(2) by redesignating subsection (b) as sub-

section (c); 
(3) by inserting after subsection (a) the fol-

lowing new subsection (b): 
‘‘(b) INTELLIGENCE COMMUNITY REPORTS.—(1) 

Not later than March 1 of each year, the Direc-
tor of National Intelligence shall submit to the 
congressional intelligence committees, the Com-
mittee on Homeland Security and Governmental 
Affairs of the Senate, and the Committee on 
Homeland Security of the House of Representa-
tives a report on the security clearances proc-
essed by each element of the intelligence commu-
nity during the preceding fiscal year. Each such 
report shall separately identify security clear-
ances processed for Federal employees and con-
tractor employees sponsored by each such ele-
ment. 

‘‘(2) Each report submitted under paragraph 
(1) shall include each of the following for each 
element of the intelligence community for the 
fiscal year covered by the report: 

‘‘(A) The total number of initial security 
clearance background investigations sponsored 
for new applicants. 

‘‘(B) The total number of security clearance 
periodic reinvestigations sponsored for existing 
employees. 

‘‘(C) The total number of initial security 
clearance background investigations for new ap-
plicants that were adjudicated with notice of a 
determination provided to the prospective appli-
cant, including— 

‘‘(i) the total number that were adjudicated 
favorably and granted access to classified infor-
mation; and 

‘‘(ii) the total number that were adjudicated 
unfavorably and resulted in a denial or revoca-
tion of a security clearance. 

‘‘(D) The total number of security clearance 
periodic background investigations that were 
adjudicated with notice of a determination pro-
vided to the existing employee, including— 

‘‘(i) the total number that were adjudicated 
favorably; and 

‘‘(ii) the total number that were adjudicated 
unfavorably and resulted in a denial or revoca-
tion of a security clearance. 

‘‘(E) The total number of pending security 
clearance background investigations, including 
initial applicant investigations and periodic re-
investigations, that were not adjudicated as of 
the last day of such year and that remained 
pending as follows: 

‘‘(i) For 180 days or less. 
‘‘(ii) For 180 days or longer, but less than 12 

months. 
‘‘(iii) For 12 months or longer, but less than 18 

months. 
‘‘(iv) For 18 months or longer, but less than 24 

months. 
‘‘(v) For 24 months or longer. 
‘‘(F) In the case of security clearance deter-

minations completed or pending during the year 
preceding the year for which the report is sub-
mitted that have taken longer than 12 months to 
complete— 

‘‘(i) an explanation of the causes for the 
delays incurred during the period covered by the 
report; and 

‘‘(ii) the number of such delays involving a 
polygraph requirement. 

‘‘(G) The percentage of security clearance in-
vestigations, including initial and periodic re-
investigations, that resulted in a denial or rev-
ocation of a security clearance. 

‘‘(H) The percentage of security clearance in-
vestigations that resulted in incomplete informa-
tion. 

‘‘(I) The percentage of security clearance in-
vestigations that did not result in enough infor-
mation to make a decision on potentially ad-
verse information. 

‘‘(3) The report required under this subsection 
shall be submitted in unclassified form, but may 
include a classified annex.’’; and 

(4) in subsection (c), as redesignated by para-
graph (2), by striking ‘‘subsection (a)(1)’’ and 
inserting ‘‘subsections (a)(1) and (b)’’. 
SEC. 1505. ASSESSMENT OF THREAT FINANCE RE-

LATING TO RUSSIA. 
(a) REPORT REQUIRED.—Not later than 60 

days after the date of the enactment of this Act, 
the Director of National Intelligence, in coordi-
nation with the Assistant Secretary of the 
Treasury for Intelligence and Analysis, shall 
submit to the congressional intelligence commit-
tees a report containing an assessment of Rus-
sian threat finance. The assessment shall be 
based on intelligence from all sources, including 
from the Office of Terrorism and Financial In-
telligence of the Department of the Treasury. 

(b) ELEMENTS.—The report required by sub-
section (a) shall include each of the following: 

(1) A summary of leading examples from the 3- 
year period preceding the date of the submittal 
of the report of threat finance activities con-
ducted by, for the benefit of, or at the behest 
of— 

(A) officials of the Government of Russia; 
(B) persons subject to sanctions under any 

provision of law imposing sanctions with respect 
to Russia; 

(C) Russian nationals subject to sanctions 
under any other provision of law; or 

(D) Russian oligarchs or organized criminals. 
(2) An assessment with respect to any trends 

or patterns in threat finance activities relating 
to Russia, including common methods of con-
ducting such activities and global nodes of 
money laundering used by Russian threat actors 
described in paragraph (1) and associated enti-
ties. 

(3) An assessment of any connections between 
Russian individuals involved in money laun-
dering and the Government of Russia. 

(4) A summary of engagement and coordina-
tion with international partners on threat fi-
nance relating to Russia, especially in Europe, 
including examples of such engagement and co-
ordination. 

(5) An identification of any resource and col-
lection gaps. 

(6) An identification of— 
(A) entry points of money laundering by Rus-

sian and associated entities into the United 
States; 

(B) any vulnerabilities within the United 
States legal and financial system, including spe-
cific sectors, which have been or could be ex-
ploited in connection with Russian threat fi-
nance activities; and 

(C) the counterintelligence threat posed by 
Russian money laundering and other forms of 
threat finance, as well as the threat to the 
United States financial system and United 
States efforts to enforce sanctions and combat 
organized crime. 

(7) Any other matters the Director determines 
appropriate. 

(c) FORM OF REPORT.—The report required 
under subsection (a) may be submitted in classi-
fied form. 

(d) THREAT FINANCE DEFINED.—In this sec-
tion, the term ‘‘threat finance’’ means— 

(1) the financing of cyber operations, global 
influence campaigns, intelligence service activi-
ties, proliferation, terrorism, or transnational 
crime and drug organizations; 

(2) the methods and entities used to spend, 
store, move, raise, conceal, or launder money or 
value, on behalf of threat actors; 

(3) sanctions evasion; and 
(4) other forms of threat finance activity do-

mestically or internationally, as defined by the 
President. 
SEC. 1506. REPORT ON CYBER EXCHANGE PRO-

GRAM. 
(a) REPORT.—Not later than 90 days after the 

date of the enactment of this Act, the Director 
of National Intelligence shall submit to the con-
gressional intelligence committees a report on 
the potential establishment of a fully voluntary 
exchange program between elements of the intel-
ligence community and private technology com-
panies under which— 

(1) an employee of an element of the intel-
ligence community with demonstrated expertise 
and work experience in cybersecurity or related 
disciplines may elect to be temporarily detailed 
to a private technology company that has elect-
ed to receive the detailee; and 

(2) an employee of a private technology com-
pany with demonstrated expertise and work ex-
perience in cybersecurity or related disciplines 
may elect to be temporarily detailed to an ele-
ment of the intelligence community that has 
elected to receive the detailee. 

(b) ELEMENTS.—The report under subsection 
(a) shall include the following: 

(1) An assessment of the feasibility of estab-
lishing the exchange program described in such 
subsection. 

(2) Identification of any challenges in estab-
lishing the exchange program. 

(3) An evaluation of the benefits to the intel-
ligence community that would result from the 
exchange program. 
SEC. 1507. REVIEW OF INTELLIGENCE COMMU-

NITY WHISTLEBLOWER MATTERS. 
(a) REVIEW OF WHISTLEBLOWER MATTERS.— 

The Inspector General of the Intelligence Com-
munity, in consultation with the inspectors gen-
eral for the Central Intelligence Agency, the Na-
tional Security Agency, the National 
Geospatial-Intelligence Agency, the Defense In-
telligence Agency, and the National Reconnais-
sance Office, shall conduct a review of the au-
thorities, policies, investigatory standards, and 
other practices and procedures relating to intel-
ligence community whistleblower matters, with 
respect to such inspectors general. 

(b) OBJECTIVE OF REVIEW.—The objective of 
the review required under subsection (a) is to 
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identify any discrepancies, inconsistencies, or 
other issues, which frustrate the timely and ef-
fective reporting of intelligence community 
whistleblower matters to appropriate inspectors 
general and to the congressional intelligence 
committees, and the fair and expeditious inves-
tigation and resolution of such matters. 

(c) CONDUCT OF REVIEW.—The Inspector Gen-
eral of the Intelligence Community shall take 
such measures as the Inspector General deter-
mines necessary in order to ensure that the re-
view required by subsection (a) is conducted in 
an independent and objective fashion. 

(d) REPORT.—Not later than 270 days after the 
date of the enactment of this Act, the Inspector 
General of the Intelligence Community shall 
submit to the congressional intelligence commit-
tees a written report containing the results of 
the review required under subsection (a), along 
with recommendations to improve the timely and 
effective reporting of intelligence community 
whistleblower matters to inspectors general and 
to the congressional intelligence committees and 
the fair and expeditious investigation and reso-
lution of such matters. 
SEC. 1508. REPORT ON ROLE OF DIRECTOR OF NA-

TIONAL INTELLIGENCE WITH RE-
SPECT TO CERTAIN FOREIGN IN-
VESTMENTS. 

(a) REPORT.—Not later than 180 days after the 
date of the enactment of this Act, the Director 
of National Intelligence, in consultation with 
the heads of the elements of the intelligence 
community determined appropriate by the Direc-
tor, shall submit to the congressional intel-
ligence committees a report on the role of the Di-
rector in preparing analytic materials in con-
nection with the evaluation by the Federal Gov-
ernment of national security risks associated 
with potential foreign investments into the 
United States. 

(b) ELEMENTS.—The report under subsection 
(a) shall include— 

(1) a description of the current process for the 
provision of the analytic materials described in 
subsection (a); 

(2) an identification of the most significant 
benefits and drawbacks of such process with re-
spect to the role of the Director, including the 
sufficiency of resources and personnel to pre-
pare such materials; and 

(3) recommendations to improve such process. 
SEC. 1509. SEMIANNUAL REPORTS ON INVESTIGA-

TIONS OF UNAUTHORIZED DISCLO-
SURES OF CLASSIFIED INFORMA-
TION. 

(a) IN GENERAL.—Title XI of the National Se-
curity Act of 1947 (50 U.S.C. 3231 et seq.) is 
amended by adding at the end the following 
new section: 
‘‘SEC. 1105. SEMIANNUAL REPORTS ON INVES-

TIGATIONS OF UNAUTHORIZED DIS-
CLOSURES OF CLASSIFIED INFORMA-
TION. 

‘‘(a) INTELLIGENCE COMMUNITY REPORTING.— 
‘‘(1) IN GENERAL.—Not less frequently than 

once every 6 months, each covered official shall 
submit to the congressional intelligence commit-
tees a report on investigations of unauthorized 
public disclosures of classified information. 

‘‘(2) ELEMENTS.—Each report submitted under 
paragraph (1) shall include, with respect to the 
preceding 6-month period, the following: 

‘‘(A) The number of investigations opened by 
the covered official regarding an unauthorized 
public disclosure of classified information. 

‘‘(B) The number of investigations completed 
by the covered official regarding an unauthor-
ized public disclosure of classified information. 

‘‘(C) Of the number of such completed inves-
tigations identified under subparagraph (B), the 
number referred to the Attorney General for 
criminal investigation. 

‘‘(b) DEPARTMENT OF JUSTICE REPORTING.— 
‘‘(1) IN GENERAL.—Not less frequently than 

once every 6 months, the Assistant Attorney 
General for National Security of the Department 
of Justice, in consultation with the Director of 

the Federal Bureau of Investigation, shall sub-
mit to the congressional intelligence committees, 
the Committee on the Judiciary of the Senate, 
and the Committee on the Judiciary of the 
House of Representatives a report on the status 
of each referral made to the Department of Jus-
tice from any element of the intelligence commu-
nity regarding an unauthorized disclosure of 
classified information made during the most re-
cent 365-day period or any referral that has not 
yet been closed, regardless of the date the refer-
ral was made. 

‘‘(2) CONTENTS.—Each report submitted under 
paragraph (1) shall include, for each referral 
covered by the report, at a minimum, the fol-
lowing: 

‘‘(A) The date the referral was received. 
‘‘(B) A statement indicating whether the al-

leged unauthorized disclosure described in the 
referral was substantiated by the Department of 
Justice. 

‘‘(C) A statement indicating the highest level 
of classification of the information that was re-
vealed in the unauthorized disclosure. 

‘‘(D) A statement indicating whether an open 
criminal investigation related to the referral is 
active. 

‘‘(E) A statement indicating whether any 
criminal charges have been filed related to the 
referral. 

‘‘(F) A statement indicating whether the De-
partment of Justice has been able to attribute 
the unauthorized disclosure to a particular enti-
ty or individual. 

‘‘(c) FORM OF REPORTS.—Each report sub-
mitted under this section shall be submitted in 
unclassified form, but may have a classified 
annex. 

‘‘(d) DEFINITIONS.—In this section: 
‘‘(1) COVERED OFFICIAL.—The term ‘covered 

official’ means— 
‘‘(A) the heads of each element of the intel-

ligence community; and 
‘‘(B) the inspectors general with oversight re-

sponsibility for an element of the intelligence 
community. 

‘‘(2) INVESTIGATION.—The term ‘investigation’ 
means any inquiry, whether formal or informal, 
into the existence of an unauthorized public dis-
closure of classified information. 

‘‘(3) UNAUTHORIZED DISCLOSURE OF CLASSI-
FIED INFORMATION.—The term ‘unauthorized 
disclosure of classified information’ means any 
unauthorized disclosure of classified informa-
tion to any recipient. 

‘‘(4) UNAUTHORIZED PUBLIC DISCLOSURE OF 
CLASSIFIED INFORMATION.—The term ‘unauthor-
ized public disclosure of classified information’ 
means the unauthorized disclosure of classified 
information to a journalist or media organiza-
tion.’’. 

(b) CLERICAL AMENDMENT.—The table of con-
tents in the first section of the National Security 
Act of 1947 is amended by inserting after the 
item relating to section 1104 the following new 
item: 
‘‘Sec. 1105. Semiannual reports on investiga-

tions of unauthorized disclosures 
of classified information.’’. 

SEC. 1510. REPORTS ON INTELLIGENCE COMMU-
NITY PARTICIPATION IN 
VULNERABILITIES EQUITIES PROC-
ESS OF FEDERAL GOVERNMENT. 

(a) REPORTS ON PROCESS AND CRITERIA UNDER 
VULNERABILITIES EQUITIES POLICY AND PROC-
ESS.— 

(1) IN GENERAL.—Not later than 90 days after 
the date of the enactment of this Act, the Direc-
tor of National Intelligence shall submit to the 
congressional intelligence committees a written 
report describing— 

(A) with respect to each element of the intel-
ligence community— 

(i) the title of the official or officials respon-
sible for determining whether, pursuant to cri-
teria contained in the Vulnerabilities Equities 
Policy and Process document or any successor 
document, a vulnerability must be submitted for 

review under the Vulnerabilities Equities Proc-
ess; and 

(ii) the process used by such element to make 
such determination; and 

(B) the roles or responsibilities of that element 
during a review of a vulnerability submitted to 
the Vulnerabilities Equities Process. 

(2) CHANGES TO PROCESS OR CRITERIA.—Not 
later than 30 days after any significant change 
is made to the process and criteria used by any 
element of the intelligence community for deter-
mining whether to submit a vulnerability for re-
view under the Vulnerabilities Equities Process, 
such element shall submit to the congressional 
intelligence committees a report describing such 
change. 

(3) FORM OF REPORTS.—Each report submitted 
under this subsection shall be submitted in un-
classified form, but may include a classified 
annex. 

(b) ANNUAL REPORTS.— 
(1) IN GENERAL.—Not less frequently than 

once each calendar year, the Director of Na-
tional Intelligence shall submit to the congres-
sional intelligence committees a classified report 
containing, with respect to the previous year— 

(A) the number of vulnerabilities submitted for 
review under the Vulnerabilities Equities Proc-
ess; 

(B) the number of vulnerabilities described in 
subparagraph (A) disclosed to each vendor re-
sponsible for correcting the vulnerability, or to 
the public, pursuant to the Vulnerabilities Equi-
ties Process; and 

(C) the aggregate number, by category, of the 
vulnerabilities excluded from review under the 
Vulnerabilities Equities Process, as described in 
paragraph 5.4 of the Vulnerabilities Equities 
Policy and Process document. 

(2) UNCLASSIFIED INFORMATION.—Each report 
submitted under paragraph (1) shall include an 
unclassified appendix that contains— 

(A) the aggregate number of vulnerabilities 
disclosed to vendors or the public pursuant to 
the Vulnerabilities Equities Process; and 

(B) the aggregate number of vulnerabilities 
disclosed to vendors or the public pursuant to 
the Vulnerabilities Equities Process known to 
have been patched. 

(3) NONDUPLICATION.—The Director of Na-
tional Intelligence may forgo submission of an 
annual report required under this subsection for 
a calendar year, if the Director notifies the con-
gressional intelligence committees in writing 
that, with respect to the same calendar year, an 
annual report required by paragraph 4.3 of the 
Vulnerabilities Equities Policy and Process doc-
ument already has been submitted to Congress, 
and such annual report contains the informa-
tion that would otherwise be required to be in-
cluded in an annual report under this sub-
section. 

(c) DEFINITIONS.—In this section: 
(1) VULNERABILITIES EQUITIES POLICY AND 

PROCESS DOCUMENT.—The term ‘‘Vulnerabilities 
Equities Policy and Process document’’ means 
the executive branch document entitled 
‘‘Vulnerabilities Equities Policy and Process’’ 
dated November 15, 2017. 

(2) VULNERABILITIES EQUITIES PROCESS.—The 
term ‘‘Vulnerabilities Equities Process’’ means 
the interagency review of vulnerabilities, pursu-
ant to the Vulnerabilities Equities Policy and 
Process document or any successor document. 

(3) VULNERABILITY.—The term ‘‘vulnerability’’ 
means a weakness in an information system or 
its components (for example, system security 
procedures, hardware design, and internal con-
trols) that could be exploited or could affect 
confidentiality, integrity, or availability of in-
formation. 
SEC. 1511. SENSE OF CONGRESS ON NOTIFICA-

TIONS OF CERTAIN DISCLOSURES OF 
CLASSIFIED INFORMATION. 

(a) FINDINGS.—Congress finds that section 502 
of the National Security Act of 1947 (50 U.S.C. 
3092) requires elements of the intelligence com-
munity to keep the congressional intelligence 
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committees ‘‘fully and currently informed’’ 
about all ‘‘intelligence activities’’ of the United 
States, and to ‘‘furnish to the congressional in-
telligence committees any information or mate-
rial concerning intelligence activities * * * which 
is requested by either of the congressional intel-
ligence committees in order to carry out its au-
thorized responsibilities.’’. 

(b) SENSE OF CONGRESS.—It is the sense of 
Congress that— 

(1) section 502 of the National Security Act of 
1947 (50 U.S.C. 3092), together with other intel-
ligence community authorities, obligate an ele-
ment of the intelligence community to submit to 
the congressional intelligence committees writ-
ten notification, by not later than 7 days after 
becoming aware, that an individual in the exec-
utive branch has disclosed covered classified in-
formation to an official of an adversary foreign 
government using methods other than estab-
lished intelligence channels; and 

(2) each such notification should include— 
(A) the date and place of the disclosure of 

classified information covered by the notifica-
tion; 

(B) a description of such classified informa-
tion; 

(C) identification of the individual who made 
such disclosure and the individual to whom 
such disclosure was made; and 

(D) a summary of the circumstances of such 
disclosure. 

(c) DEFINITIONS.—In this section: 
(1) ADVERSARY FOREIGN GOVERNMENT.—The 

term ‘‘adversary foreign government’’ means the 
government of any of the following foreign 
countries: 

(A) North Korea. 
(B) Iran. 
(C) China. 
(D) Russia. 
(E) Cuba. 
(2) COVERED CLASSIFIED INFORMATION.—The 

term ‘‘covered classified information’’ means 
classified information that was— 

(A) collected by an element of the intelligence 
community; or 

(B) provided by the intelligence service or 
military of a foreign country to an element of 
the intelligence community. 

(3) ESTABLISHED INTELLIGENCE CHANNELS.— 
The term ‘‘established intelligence channels’’ 
means methods to exchange intelligence to co-
ordinate foreign intelligence relationships, as es-
tablished pursuant to law by the Director of Na-
tional Intelligence, the Director of the Central 
Intelligence Agency, the Director of the Na-
tional Security Agency, or other head of an ele-
ment of the intelligence community. 

(4) INDIVIDUAL IN THE EXECUTIVE BRANCH.— 
The term ‘‘individual in the executive branch’’ 
means any officer or employee of the executive 
branch, including individuals— 

(A) occupying a position specified in article II 
of the Constitution; 

(B) appointed to a position by an individual 
described in subparagraph (A); or 

(C) serving in the civil service or the senior ex-
ecutive service (or similar service for senior ex-
ecutives of particular departments or agencies). 
SEC. 1512. TECHNICAL AMENDMENTS RELATED 

TO THE DEPARTMENT OF ENERGY. 
(a) NATIONAL NUCLEAR SECURITY ADMINISTRA-

TION ACT.— 
(1) CLARIFICATION OF FUNCTIONS OF THE AD-

MINISTRATOR FOR NUCLEAR SECURITY.—Sub-
section (b) of section 3212 of the National Nu-
clear Security Administration Act (50 U.S.C. 
2402(b)) is amended— 

(A) by striking paragraphs (11) and (12); and 
(B) by redesignating paragraphs (13) through 

(19) as paragraphs (11) through (17), respec-
tively. 

(2) COUNTERINTELLIGENCE PROGRAMS.—Sec-
tion 3233(b) of the National Nuclear Security 
Administration Act (50 U.S.C. 2423(b)) is amend-
ed— 

(A) by striking ‘‘Administration’’ and insert-
ing ‘‘Department’’; and 

(B) by inserting ‘‘Intelligence and’’ after ‘‘the 
Office of’’. 

(b) ATOMIC ENERGY DEFENSE ACT.—Section 
4524(b)(2) of the Atomic Energy Defense Act (50 
U.S.C. 2674(b)(2)) is amended by inserting ‘‘In-
telligence and’’ after ‘‘The Director of’’. 

(c) NATIONAL SECURITY ACT OF 1947.—Para-
graph (2) of section 106(b) of the National Secu-
rity Act of 1947 (50 U.S.C. 3041(b)(2)) is amend-
ed— 

(1) in subparagraph (E), by inserting ‘‘and 
Counterintelligence’’ after ‘‘Office of Intel-
ligence’’; 

(2) by striking subparagraph (F); 
(3) by redesignating subparagraphs (G), (H), 

and (I) as subparagraphs (F), (G), and (H), re-
spectively; and 

(4) in subparagraph (H), as so redesignated, 
by realigning the margin of such subparagraph 
2 ems to the left. 

DIVISION B—INTELLIGENCE AUTHORIZA-
TION ACT FOR FISCAL YEAR 2019 

SEC. 201. SHORT TITLE; TABLE OF CONTENTS. 
(a) SHORT TITLE.—This division may be cited 

as the ‘‘Intelligence Authorization Act for Fiscal 
Year 2019’’. 

(b) TABLE OF CONTENTS.—The table of con-
tents for this division is as follows: 

Sec. 201. Short title; table of contents. 
Sec. 202. Definitions. 

TITLE I—INTELLIGENCE ACTIVITIES 

Sec. 2101. Authorization of appropriations. 
Sec. 2102. Classified Schedule of Authoriza-

tions. 
Sec. 2103. Intelligence Community Management 

Account. 

TITLE II—CENTRAL INTELLIGENCE AGEN-
CY RETIREMENT AND DISABILITY SYS-
TEM 

Sec. 2201. Authorization of appropriations. 

TITLE III—GENERAL INTELLIGENCE 
COMMUNITY MATTERS 

Sec. 2301. Restriction on conduct of intelligence 
activities. 

Sec. 2302. Increase in employee compensation 
and benefits authorized by law. 

Sec. 2303. Modification of special pay authority 
for science, technology, engineer-
ing, or mathematics positions and 
addition of special pay authority 
for cyber positions. 

Sec. 2304. Repeal of Joint Intelligence Commu-
nity Council. 

Sec. 2305. Permanent enhanced procurement 
authority to manage supply chain 
risks. 

Sec. 2306. Intelligence community information 
technology environment. 

Sec. 2307. Development of secure cellular voice 
solution for intelligence commu-
nity. 

Sec. 2308. Policy on minimum insider threat 
standards. 

Sec. 2309. Submission of intelligence community 
policies. 

TITLE IV—MATTERS RELATING TO ELE-
MENTS OF THE INTELLIGENCE COMMU-
NITY 

Subtitle A—Office of the Director of National 
Intelligence 

Sec. 2401. Chief Financial Officer of the Intel-
ligence Community. 

Sec. 2402. Chief Information Officer of the In-
telligence Community. 

Subtitle B—Central Intelligence Agency 

Sec. 2411. CIA subsistence for personnel as-
signed to austere locations. 

Sec. 2412. Special rules for certain monthly 
workers’ compensation payments 
and other payments for CIA per-
sonnel. 

Sec. 2413. Expansion of security protective serv-
ice jurisdiction of the Central In-
telligence Agency. 

Sec. 2414. Repeal of foreign language pro-
ficiency requirement for certain 
senior level positions in the Cen-
tral Intelligence Agency. 

Subtitle C—Office of Intelligence and 
Counterintelligence of Department of Energy 

Sec. 2421. Consolidation of Department of En-
ergy Offices of Intelligence and 
Counterintelligence. 

Sec. 2422. Establishment of Energy Infrastruc-
ture Security Center. 

Sec. 2423. Repeal of Department of Energy In-
telligence Executive Committee 
and budget reporting requirement. 

Subtitle D—Other Elements 

Sec. 2431. Collocation of certain Department of 
Homeland Security personnel at 
field locations. 

Sec. 2432. Framework for roles, missions, and 
functions of Defense Intelligence 
Agency. 

Sec. 2433. Consultation by Secretary of Defense 
with Director of National Intel-
ligence for certain functions. 

Sec. 2434. Construction of National Security 
Agency East Campus Building 3. 

Sec. 2435. Establishment of advisory board for 
National Reconnaissance Office. 

TITLE V—REPORTS AND OTHER MATTERS 

Sec. 2501. Public Interest Declassification 
Board. 

Sec. 2502. Repeal of certain reporting require-
ments. 

Sec. 2503. Notification of significant foreign 
cyber intrusions and active meas-
ures campaigns directed at elec-
tions for Federal offices. 

Sec. 2504. Reports on intelligence community 
loan repayment and related pro-
grams. 

Sec. 2505. Comptroller General of the United 
States report on senior executives 
of the Office of the Director of 
National Intelligence. 

Sec. 2506. Briefings on counterintelligence ac-
tivities of the Federal Bureau of 
Investigation. 

Sec. 2507. Briefing on FBI offering permanent 
residence to sources and coopera-
tors. 

Sec. 2508. Technical and clerical amendments to 
the National Security Act of 1947. 

SEC. 202. DEFINITIONS. 
In this division, the terms ‘‘congressional in-

telligence committees’’ and ‘‘intelligence commu-
nity’’ have the meaning given those terms in 
section 3 of the National Security Act of 1947 (50 
U.S.C. 3003). 

TITLE I—INTELLIGENCE ACTIVITIES 
SEC. 2101. AUTHORIZATION OF APPROPRIATIONS. 

Funds are hereby authorized to be appro-
priated for fiscal year 2019 for the conduct of 
the intelligence and intelligence-related activi-
ties of the following elements of the United 
States Government: 

(1) The Office of the Director of National In-
telligence. 

(2) The Central Intelligence Agency. 
(3) The Department of Defense. 
(4) The Defense Intelligence Agency. 
(5) The National Security Agency. 
(6) The Department of the Army, the Depart-

ment of the Navy, and the Department of the 
Air Force. 

(7) The Coast Guard. 
(8) The Department of State. 
(9) The Department of the Treasury. 
(10) The Department of Energy. 
(11) The Department of Justice. 
(12) The Federal Bureau of Investigation. 
(13) The Drug Enforcement Administration. 
(14) The National Reconnaissance Office. 
(15) The National Geospatial-Intelligence 

Agency. 
(16) The Department of Homeland Security. 
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SEC. 2102. CLASSIFIED SCHEDULE OF AUTHOR-

IZATIONS. 
(a) SPECIFICATIONS OF AMOUNTS.—The 

amounts authorized to be appropriated under 
section 2101 for the conduct of the intelligence 
activities of the elements listed in paragraphs (1) 
through (16) of section 2101, are those specified 
in the classified Schedule of Authorizations pre-
pared to accompany this division. 

(b) AVAILABILITY OF CLASSIFIED SCHEDULE OF 
AUTHORIZATIONS.— 

(1) AVAILABILITY.—The classified Schedule of 
Authorizations referred to in subsection (a) 
shall be made available to the Committee on Ap-
propriations of the Senate, the Committee on 
Appropriations of the House of Representatives, 
and to the President. 

(2) DISTRIBUTION BY THE PRESIDENT.—Subject 
to paragraph (3), the President shall provide for 
suitable distribution of the classified Schedule of 
Authorizations referred to in subsection (a), or 
of appropriate portions of such Schedule, within 
the executive branch. 

(3) LIMITS ON DISCLOSURE.—The President 
shall not publicly disclose the classified Sched-
ule of Authorizations or any portion of such 
Schedule except— 

(A) as provided in section 601(a) of the Imple-
menting Recommendations of the 9/11 Commis-
sion Act of 2007 (50 U.S.C. 3306(a)); 

(B) to the extent necessary to implement the 
budget; or 

(C) as otherwise required by law. 
SEC. 2103. INTELLIGENCE COMMUNITY MANAGE-

MENT ACCOUNT. 
(a) AUTHORIZATION OF APPROPRIATIONS.— 

There is authorized to be appropriated for the 
Intelligence Community Management Account 
of the Director of National Intelligence for fiscal 
year 2019 the sum of $514,524,000. Within such 
amount, funds identified in the classified Sched-
ule of Authorizations referred to in section 
2102(a) for advanced research and development 
shall remain available until September 30, 2020. 

(b) CLASSIFIED AUTHORIZATIONS.—In addition 
to amounts authorized to be appropriated for 
the Intelligence Community Management Ac-
count by subsection (a), there are authorized to 
be appropriated for the Intelligence Community 
Management Account for fiscal year 2019 such 
additional amounts as are specified in the clas-
sified Schedule of Authorizations referred to in 
section 2102(a). 
TITLE II—CENTRAL INTELLIGENCE AGEN-

CY RETIREMENT AND DISABILITY SYS-
TEM 

SEC. 2201. AUTHORIZATION OF APPROPRIATIONS. 
There is authorized to be appropriated for the 

Central Intelligence Agency Retirement and Dis-
ability Fund for fiscal year 2019 the sum of 
$514,000,000. 

TITLE III—GENERAL INTELLIGENCE 
COMMUNITY MATTERS 

SEC. 2301. RESTRICTION ON CONDUCT OF INTEL-
LIGENCE ACTIVITIES. 

The authorization of appropriations by this 
division shall not be deemed to constitute au-
thority for the conduct of any intelligence activ-
ity which is not otherwise authorized by the 
Constitution or the laws of the United States. 
SEC. 2302. INCREASE IN EMPLOYEE COMPENSA-

TION AND BENEFITS AUTHORIZED 
BY LAW. 

Appropriations authorized by this division for 
salary, pay, retirement, and other benefits for 
Federal employees may be increased by such ad-
ditional or supplemental amounts as may be 
necessary for increases in such compensation or 
benefits authorized by law. 
SEC. 2303. MODIFICATION OF SPECIAL PAY AU-

THORITY FOR SCIENCE, TECH-
NOLOGY, ENGINEERING, OR MATHE-
MATICS POSITIONS AND ADDITION 
OF SPECIAL PAY AUTHORITY FOR 
CYBER POSITIONS. 

Section 113B of the National Security Act of 
1947 (50 U.S.C. 3049a) is amended— 

(1) by amending subsection (a) to read as fol-
lows: 

‘‘(a) SPECIAL RATES OF PAY FOR POSITIONS 
REQUIRING EXPERTISE IN SCIENCE, TECHNOLOGY, 
ENGINEERING, OR MATHEMATICS.— 

‘‘(1) IN GENERAL.—Notwithstanding part III of 
title 5, United States Code, the head of each ele-
ment of the intelligence community may, for 1 or 
more categories of positions in such element that 
require expertise in science, technology, engi-
neering, or mathematics— 

‘‘(A) establish higher minimum rates of pay; 
and 

‘‘(B) make corresponding increases in all rates 
of pay of the pay range for each grade or level, 
subject to subsection (b) or (c), as applicable. 

‘‘(2) TREATMENT.—The special rate supple-
ments resulting from the establishment of higher 
rates under paragraph (1) shall be basic pay for 
the same or similar purposes as those specified 
in section 5305(j) of title 5, United States Code.’’; 

(2) by redesignating subsections (b) through 
(f) as subsections (c) through (g), respectively; 

(3) by inserting after subsection (a) the fol-
lowing: 

‘‘(b) SPECIAL RATES OF PAY FOR CYBER POSI-
TIONS.— 

‘‘(1) IN GENERAL.—Notwithstanding subsection 
(c), the Director of the National Security Agen-
cy may establish a special rate of pay— 

‘‘(A) not to exceed the rate of basic pay pay-
able for level II of the Executive Schedule under 
section 5313 of title 5, United States Code, if the 
Director certifies to the Under Secretary of De-
fense for Intelligence, in consultation with the 
Under Secretary of Defense for Personnel and 
Readiness, that the rate of pay is for positions 
that perform functions that execute the cyber 
mission of the Agency; or 

‘‘(B) not to exceed the rate of basic pay pay-
able for the Vice President of the United States 
under section 104 of title 3, United States Code, 
if the Director certifies to the Secretary of De-
fense, by name, individuals that have advanced 
skills and competencies and that perform critical 
functions that execute the cyber mission of the 
Agency. 

‘‘(2) PAY LIMITATION.—Employees receiving a 
special rate under paragraph (1) shall be subject 
to an aggregate pay limitation that parallels the 
limitation established in section 5307 of title 5, 
United States Code, except that— 

‘‘(A) any allowance, differential, bonus, 
award, or other similar cash payment in addi-
tion to basic pay that is authorized under title 
10, United States Code, (or any other applicable 
law in addition to title 5 of such Code, exclud-
ing the Fair Labor Standards Act of 1938 (29 
U.S.C. 201 et seq.)) shall also be counted as part 
of aggregate compensation; and 

‘‘(B) aggregate compensation may not exceed 
the rate established for the Vice President of the 
United States under section 104 of title 3, United 
States Code. 

‘‘(3) LIMITATION ON NUMBER OF RECIPIENTS.— 
The number of individuals who receive basic 
pay established under paragraph (1)(B) may not 
exceed 100 at any time. 

‘‘(4) LIMITATION ON USE AS COMPARATIVE REF-
ERENCE.—Notwithstanding any other provision 
of law, special rates of pay and the limitation 
established under paragraph (1)(B) may not be 
used as comparative references for the purpose 
of fixing the rates of basic pay or maximum pay 
limitations of qualified positions under section 
1599f of title 10, United States Code, or section 
226 of the Homeland Security Act of 2002 (6 
U.S.C. 147).’’; 

(4) in subsection (c), as redesignated by para-
graph (2), by striking ‘‘A minimum’’ and insert-
ing ‘‘Except as provided in subsection (b), a 
minimum’’; 

(5) in subsection (d), as redesignated by para-
graph (2), by inserting ‘‘or (b)’’ after ‘‘by sub-
section (a)’’; and 

(6) in subsection (g), as redesignated by para-
graph (2)— 

(A) in paragraph (1), by striking ‘‘Not later 
than 90 days after the date of the enactment of 

the Intelligence Authorization Act for Fiscal 
Year 2017’’ and inserting ‘‘Not later than 90 
days after the date of the enactment of the In-
telligence Authorization Act for Fiscal Year 
2019’’; and 

(B) in paragraph (2)(A), by inserting ‘‘or (b)’’ 
after ‘‘subsection (a)’’. 
SEC. 2304. REPEAL OF JOINT INTELLIGENCE COM-

MUNITY COUNCIL. 
(a) REPEAL.—Section 101A of the National Se-

curity Act of 1947 (50 U.S.C. 3022) is hereby re-
pealed. 

(b) CLERICAL AMENDMENT.—The table of con-
tents at the beginning of such Act is amended by 
striking the item relating to section 101A. 

(c) CONFORMING AMENDMENT.—Section 
102A(c)(1)(B) of such Act (50 U.S.C. 3024) is 
amended by striking ‘‘and, after obtaining the 
advice of the Joint Intelligence Community 
Council’’. 
SEC. 2305. PERMANENT ENHANCED PROCURE-

MENT AUTHORITY TO MANAGE SUP-
PLY CHAIN RISKS. 

Section 309 of the Intelligence Authorization 
Act for Fiscal Year 2012 (Public Law 112–87; 125 
Stat. 1875; 50 U.S.C. 3329 note) is amended by 
striking subsection (g). 
SEC. 2306. INTELLIGENCE COMMUNITY INFORMA-

TION TECHNOLOGY ENVIRONMENT. 
(a) ROLES AND RESPONSIBILITIES.— 
(1) DIRECTOR OF NATIONAL INTELLIGENCE.— 

The Director of National Intelligence shall be 
responsible for coordinating the performance by 
elements of the intelligence community of IC 
ITE, including each of the following: 

(A) Ensuring compliance with all applicable 
IC ITE rules and regulations. 

(B) Ensuring IC ITE measurable performance 
goals exist. 

(C) Documenting IC ITE standards and prac-
tices. 

(D) Acting as an arbiter among elements of 
the intelligence community related to any dis-
agreements arising out of the implementation of 
IC ITE. 

(E) Delegating responsibilities to the elements 
of the intelligence community and carrying out 
such other responsibilities as are necessary for 
the effective implementation of IC ITE. 

(2) KEY SERVICE PROVIDERS.—Key service pro-
viders shall be responsible for— 

(A) providing key services, in coordination 
with the Director of National Intelligence; and 

(B) providing the Director with information 
requested and required to fulfill the responsibil-
ities of the Director under paragraph (1). 

(3) USE OF KEY SERVICES.— 
(A) IN GENERAL.—Except as provided in sub-

paragraph (B), each element of the intelligence 
community shall use key services when such 
services are available. 

(B) EXCEPTION.—The Director of National In-
telligence may provide for a written exception to 
the requirement under subparagraph (A) if the 
Director determines there is a compelling finan-
cial or mission need for such exception. 

(b) MANAGEMENT ACCOUNTABILITY.—Not later 
than 90 days after the date of the enactment of 
this Act, the Director of National Intelligence 
shall designate and maintain one or more ac-
countable IC ITE executives to be responsible 
for— 

(1) IC ITE management, financial control, 
and integration; 

(2) ensuring the performance of each key serv-
ice, including establishing measurable service 
requirements and schedules; 

(3) ensuring independent testing of each IC 
ITE core service, including testing by the in-
tended users, to evaluate performance against 
measurable service requirements and to ensure 
the capability meets user requirements; and 

(4) coordinate IC ITE transition or restruc-
turing efforts, including phase out of legacy sys-
tems. 

(c) SECURITY PLAN.—Not later than 180 days 
after the date of the enactment of this Act, the 
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Director of National Intelligence shall develop 
and maintain a security plan for IC ITE. 

(d) LONG-TERM ROADMAP.—Not later than 180 
days after the date of the enactment of this Act, 
and during each of the second and fourth fiscal 
quarters thereafter, the Director of National In-
telligence shall submit to the congressional in-
telligence committees a long-term roadmap that 
shall include each of the following: 

(1) A description of the minimum required and 
desired key service requirements, including— 

(A) key performance parameters; and 
(B) an assessment of current, measured per-

formance. 
(2) IC ITE implementation milestones, includ-

ing each of the following: 
(A) A schedule for expected deliveries of key 

service capabilities during each of the following 
phases: 

(i) Concept refinement and technology matu-
rity demonstration. 

(ii) Development, integration, and demonstra-
tion, 

(iii) Production, deployment, and 
sustainment. 

(iv) System retirement. 
(B) Dependencies of such key service capabili-

ties. 
(C) Plans for the transition or restructuring 

necessary to incorporate key service capabilities. 
(D) A description of any legacy systems and 

discontinued capabilities to be phased out. 
(3) Such other matters as the Director deter-

mines appropriate. 
(e) BUSINESS PLAN.—Not later than 180 days 

after the date of the enactment of this Act, and 
during each of the second and fourth fiscal 
quarters thereafter, the Director of National In-
telligence shall submit to the congressional in-
telligence committees a business plan that in-
cludes each of the following: 

(1) A uniform approach to identify IC ITE key 
service funding requests within the proposed 
budget, including multiyear plans to implement 
the long-term roadmap required by subsection 
(d). 

(2) A uniform approach by which each ele-
ment of the intelligence community shall iden-
tify the cost of legacy information technology or 
alternative capabilities where IC ITE services 
will also be available. 

(3) A uniform effort by which each element of 
the intelligence community shall identify transi-
tion and restructuring costs for new, existing, 
and retiring IC ITE services, as well as IC ITE 
services that have changed designations among 
core service, service of common concern, and 
agency unique service. 

(4) A fair and equitable rate structure for use 
of IC ITE. 

(f) QUARTERLY PRESENTATIONS.—Beginning 
not later than 180 days after the date of the en-
actment of this Act, the Director of National In-
telligence shall provide to the congressional in-
telligence committees quarterly updates regard-
ing ongoing implementation of IC ITE as com-
pared to the requirements in the most recently 
submitted security plan required by subsection 
(c), long-term roadmap required by subsection 
(d), and business plan required by subsection 
(e). 

(g) ADDITIONAL NOTIFICATIONS.—The Director 
of National Intelligence shall provide timely no-
tification to the congressional intelligence com-
mittees regarding any policy changes related to 
or affecting IC ITE, new initiatives or strategies 
related to or impacting IC ITE, and changes or 
deficiencies in the execution of the security plan 
required by subsection (c), long-term roadmap 
required by subsection (d), and business plan re-
quired by subsection (e). 

(h) DEFINITIONS.—In this section: 
(1) The term ‘‘agency unique service’’ means a 

capability that is unique to and used only with-
in one element of the intelligence community. 

(2) The term ‘‘core service’’ means a capability 
that is available to multiple elements of the in-
telligence community and required for consistent 
operation of IC ITE. 

(3) The term ‘‘intelligence community informa-
tion technology environment’’ or ‘‘IC ITE’’ 
means all of the information technology services 
across the intelligence community, including the 
data sharing and protection environment across 
multiple classification domains. 

(4) The term ‘‘key service’’ is a core service or 
service of common concern, but is not an agency 
unique service. 

(5) The term ‘‘key service provider’’ is the en-
tity responsible and accountable for imple-
menting a key service within the IC ITE. 

(6) The term ‘‘service of common concern’’ 
means a capability available across IC ITE that 
is of interest to two or more elements of the in-
telligence community. 

(i) SUNSET.—The section shall have no effect 
on or after September 30, 2024. 
SEC. 2307. DEVELOPMENT OF SECURE CELLULAR 

VOICE SOLUTION FOR INTEL-
LIGENCE COMMUNITY. 

(a) IN GENERAL.—The Director of National In-
telligence shall certify and approve the oper-
ation of a National Intelligence Program enter-
prise-wide secure voice cellular solution that 
leverages commercially available technology and 
operates on existing commercial cellular net-
works. 

(b) POLICY.—The Director of National Intel-
ligence shall establish an intelligence commu-
nity policy for the cellular voice solution re-
quired by subsection (a) that addresses each of 
the following: 

(1) Determinations regarding eligibility to use 
a device covered by such cellular voice solution. 

(2) The appropriate classification levels asso-
ciated with the use of secure cellular phones. 

(3) Measures that should be taken prior to ini-
tiating or receiving a secure cellular call. 

(4) Appropriate methods for storage of secure 
devices when not in the physical possession of 
an authorized user. 

(5) Such other matters as the Director deter-
mines appropriate. 

(c) COSTS.—The Director of National Intel-
ligence shall ensure that annual operating costs 
of the secure cellular solution requirement in 
subsection (a), excluding initial development 
and deployment, are born on a cost-reimburs-
able basis by each relevant element of the intel-
ligence community. 
SEC. 2308. POLICY ON MINIMUM INSIDER THREAT 

STANDARDS. 
(a) POLICY REQUIRED.—Not later than 60 days 

after the date of the enactment of this Act, the 
Director of National Intelligence shall establish 
a policy for minimum insider threat standards. 

(b) IMPLEMENTATION.—Not later than 180 days 
after the date of the enactment of this Act, the 
head of each element of the intelligence commu-
nity shall implement the policy established 
under subsection (a). 
SEC. 2309. SUBMISSION OF INTELLIGENCE COM-

MUNITY POLICIES. 
(a) SUBMISSION OF POLICIES.— 
(1) CURRENT POLICY.—Not later than 180 days 

after the date of the enactment of this Act, the 
Director of National Intelligence shall submit to 
the congressional intelligence committees using 
the electronic repository all non-publicly avail-
able policies, directives, and guidance issued by 
the Director of National Intelligence for the in-
telligence community that are in effect as of the 
date of the submission. 

(2) CONTINUOUS UPDATES.—Not later than 15 
days after the date on which the Director of Na-
tional Intelligence issues, modifies, or rescinds a 
policy, directive, or guidance of the intelligence 
community, the Director shall— 

(A) notify the congressional intelligence com-
mittees of such addition, modification, or re-
moval; and 

(B) update the electronic repository with re-
spect to such addition, modification, or removal. 

(b) ELECTRONIC REPOSITORY DEFINED.—In 
this section, the term ‘‘electronic repository’’ 
means the electronic distribution mechanism, in 

use as of the date of the enactment of this Act, 
or any successor electronic distribution mecha-
nism, by which the Director of National Intel-
ligence submits to the congressional intelligence 
committees information. 
TITLE IV—MATTERS RELATING TO ELE-

MENTS OF THE INTELLIGENCE COMMU-
NITY 

Subtitle A—Office of the Director of National 
Intelligence 

SEC. 2401. CHIEF FINANCIAL OFFICER OF THE IN-
TELLIGENCE COMMUNITY. 

Section 103I(a) of the National Security Act of 
1947 (50 U.S.C. 3034(a)) is amended by adding at 
the end the following new sentence: ‘‘The Chief 
Financial Officer shall report directly to the Di-
rector of National Intelligence.’’. 
SEC. 2402. CHIEF INFORMATION OFFICER OF THE 

INTELLIGENCE COMMUNITY. 
Section 103G(a) of the National Security Act 

of 1947 (50 U.S.C. 3032(a)) is amended by adding 
at the end the following new sentence: ‘‘The 
Chief Information Officer shall report directly to 
the Director of National Intelligence.’’. 

Subtitle B—Central Intelligence Agency 
SEC. 2411. CIA SUBSISTENCE FOR PERSONNEL AS-

SIGNED TO AUSTERE LOCATIONS. 
Subsection (a) of section 5 of the Central In-

telligence Agency Act of 1949 (50 U.S.C. 3506) is 
amended— 

(1) in paragraph (1), by striking ‘‘(50 U.S.C. 
403–4a).,’’ and inserting ‘‘(50 U.S.C. 403–4a),’’; 

(2) in paragraph (6), by striking ‘‘and’’ at the 
end; 

(3) in paragraph (7), by striking the period at 
the end and inserting ‘‘; and’’; and 

(4) by adding at the end the following new 
paragraph (8): 

‘‘(8) Upon the approval of the Director, pro-
vide, during any fiscal year, with or without re-
imbursement, subsistence to any personnel as-
signed to an overseas location designated by the 
Agency as an austere location.’’. 
SEC. 2412. SPECIAL RULES FOR CERTAIN MONTH-

LY WORKERS’ COMPENSATION PAY-
MENTS AND OTHER PAYMENTS FOR 
CIA PERSONNEL. 

(a) IN GENERAL.—The Central Intelligence 
Agency Act of 1949 (50 U.S.C. 3501 et seq.) is 
amended by inserting after section 19 the fol-
lowing new section: 
‘‘SEC. 19A. SPECIAL RULES FOR CERTAIN INDI-

VIDUALS INJURED BY REASON OF 
WAR, INSURGENCY, HOSTILE ACT, OR 
TERRORIST ACTIVITIES. 

‘‘(a) ADJUSTMENT OF COMPENSATION FOR CER-
TAIN INJURIES.— 

‘‘(1) INCREASE.—The Director of the Central 
Intelligence Agency may increase the amount of 
monthly compensation paid to a covered em-
ployee under section 8105 of title 5, United 
States Code. Subject to paragraph (2), the Direc-
tor may determine the amount of each such in-
crease by taking into account— 

‘‘(A) the severity of the qualifying injury; 
‘‘(B) the circumstances by which the covered 

employee became injured; and 
‘‘(C) the seniority of the covered employee. 
‘‘(2) MAXIMUM.—Notwithstanding chapter 81 

of title 5, United States Code, the total amount 
of monthly compensation increased under para-
graph (1) may not exceed the monthly pay of 
the maximum rate of basic pay for GS–15 of the 
General Schedule under section 5332 of title 5, 
United States Code. 

‘‘(b) COSTS FOR TREATING QUALIFYING INJU-
RIES.—The Director may pay the costs of treat-
ing a qualifying injury of a covered employee, a 
covered individual, or a covered dependent, or 
may reimburse a covered employee, a covered in-
dividual, or a covered dependent for such costs, 
that are not otherwise covered by chapter 81 of 
title 5, United States Code, or other provision of 
Federal law. 

‘‘(c) TREATMENT OF AMOUNTS.—For purposes 
of section 104 of the Internal Revenue Code of 
1986, amounts paid pursuant to this section 
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shall be treated as amounts paid under chapter 
81 of title 5, United States Code. 

‘‘(d) DEFINITIONS.—In this section: 
‘‘(1) COVERED DEPENDENT.—The term ‘covered 

dependent’ means a family member of a covered 
employee who, on or after September 11, 2001— 

‘‘(A) accompanies the covered employee to an 
assigned duty station in a foreign country; and 

‘‘(B) becomes injured by reason of a quali-
fying injury. 

‘‘(2) COVERED EMPLOYEE.—The term ‘covered 
employee’ means an officer or employee of the 
Central Intelligence Agency who, on or after 
September 11, 2001, becomes injured by reason of 
a qualifying injury. 

‘‘(3) COVERED INDIVIDUAL.—The term ‘covered 
individual’ means an individual who— 

‘‘(A)(i) is detailed to the Central Intelligence 
Agency from other agencies of the United States 
Government or from the Armed Forces; or 

‘‘(ii) is affiliated with the Central Intelligence 
Agency, as determined by the Director; and 

‘‘(B) who, on or after September 11, 2001, be-
comes injured by reason of a qualifying injury. 

‘‘(4) QUALIFYING INJURY.—The term ‘quali-
fying injury’ means the following: 

‘‘(A) With respect to a covered dependent, an 
injury incurred— 

‘‘(i) during war, insurgency, hostile act, or 
terrorist activities occurring during a period in 
which the covered dependent is accompanying 
the covered employee to an assigned duty sta-
tion in a foreign country; and 

‘‘(ii) that was not the result of the willful mis-
conduct of the covered dependent. 

‘‘(B) With respect to a covered employee or a 
covered individual, an injury incurred— 

‘‘(i) during war, insurgency, hostile act, or 
terrorist activities occurring during a period of 
assignment to a duty station in a foreign coun-
try; and 

‘‘(ii) that was not the result of the willful mis-
conduct of the covered employee or the covered 
individual.’’. 

(b) REGULATIONS.—Not later than 120 days 
after the date of the enactment of this Act, the 
Director of the Central Intelligence Agency 
shall— 

(1) prescribe regulations ensuring the fair and 
equitable implementation of section 19A of the 
Central Intelligence Agency Act of 1949, as 
added by subsection (a); and 

(2) submit to the congressional intelligence 
committees such regulations. 

(c) APPLICATION.—Section 19A of the Central 
Intelligence Agency Act of 1949, as added by 
subsection (a), shall apply with respect to— 

(1) payments made to covered employees (as 
defined in such section) under section 8105 of 
title 5, United States Code, beginning on or after 
the date of the enactment of this Act; and 

(2) treatment described in subsection (b) of 
such section 19A occurring on or after the date 
of the enactment of this Act. 
SEC. 2413. EXPANSION OF SECURITY PROTECTIVE 

SERVICE JURISDICTION OF THE 
CENTRAL INTELLIGENCE AGENCY. 

Subsection (a) of section 15 of the Central In-
telligence Act of 1949 (50 U.S.C. 3515(a)) is 
amended— 

(1) in the subsection heading, by striking ‘‘PO-
LICEMEN’’ and inserting ‘‘POLICE OFFICERS’’; 
and 

(2) in paragraph (1)— 
(A) in subparagraph (B), by striking ‘‘500 

feet;’’ and inserting ‘‘500 yards;’’; and 
(B) in subparagraph (D), by striking ‘‘500 

feet.’’ and inserting ‘‘500 yards.’’. 
SEC. 2414. REPEAL OF FOREIGN LANGUAGE PRO-

FICIENCY REQUIREMENT FOR CER-
TAIN SENIOR LEVEL POSITIONS IN 
THE CENTRAL INTELLIGENCE AGEN-
CY. 

(a) REPEAL OF FOREIGN LANGUAGE PRO-
FICIENCY REQUIREMENT.—Section 104A of the 
National Security Act of 1947 (50 U.S.C. 3036) is 
amended by striking subsection (g). 

(b) CONFORMING REPEAL OF REPORT REQUIRE-
MENT.—Section 611 of the Intelligence Author-

ization Act for Fiscal Year 2005 (Public Law 
108–487) is amended by striking subsection (c). 

Subtitle C—Office of Intelligence and 
Counterintelligence of Department of Energy 

SEC. 2421. CONSOLIDATION OF DEPARTMENT OF 
ENERGY OFFICES OF INTELLIGENCE 
AND COUNTERINTELLIGENCE. 

(a) IN GENERAL.—Section 215 of the Depart-
ment of Energy Organization Act (42 U.S.C. 
7144b) is amended to read as follows: 

‘‘OFFICE OF INTELLIGENCE AND 
COUNTERINTELLIGENCE 

‘‘SEC. 215. 
‘‘(a) IN GENERAL.—There is in the Department 

an Office of Intelligence and Counterintel-
ligence. Such office shall be under the National 
Intelligence Program. 

‘‘(b) DIRECTOR.—(1) The head of the Office 
shall be the Director of the Office of Intelligence 
and Counterintelligence, who shall be an em-
ployee in the Senior Executive Service, the Sen-
ior Intelligence Service, the Senior National In-
telligence Service, or any other Service that the 
Secretary, in coordination with the Director of 
National Intelligence, considers appropriate. 
The Director of the Office shall report directly 
to the Secretary. 

‘‘(2) The Secretary shall select an individual 
to serve as the Director from among individuals 
who have substantial expertise in matters relat-
ing to the intelligence community, including for-
eign intelligence and counterintelligence. 

‘‘(c) DUTIES.—(1) Subject to the authority, di-
rection, and control of the Secretary, the Direc-
tor shall perform such duties and exercise such 
powers as the Secretary may prescribe. 

‘‘(2) The Director shall be responsible for es-
tablishing policy for intelligence and counter-
intelligence programs and activities at the De-
partment. 

‘‘(d) DEFINITIONS.—In this section, the terms 
‘intelligence community’ and ‘National Intel-
ligence Program’ have the meanings given such 
terms in section 3 of the National Security Act 
of 1947 (50 U.S.C. 3003).’’. 

(b) CONFORMING REPEAL.—Section 216 of the 
Department of Energy Organization Act (42 
U.S.C. 7144c) is hereby repealed. 

(c) CLERICAL AMENDMENT.—The table of con-
tents at the beginning of the Department of En-
ergy Organization Act is amended by striking 
the items relating to sections 215 and 216 and in-
serting the following new item: 
‘‘215. Office of Intelligence and Counterintel-

ligence.’’. 
SEC. 2422. ESTABLISHMENT OF ENERGY INFRA-

STRUCTURE SECURITY CENTER. 
Section 215 of the Department of Energy Or-

ganization Act (42 U.S.C. 7144b), as amended by 
section 2421, is further amended— 

(1) by redesignating subsection (d) as sub-
section (e); and 

(2) by inserting after subsection (c) the fol-
lowing new subsection (d): 

‘‘(d) ENERGY INFRASTRUCTURE SECURITY CEN-
TER.—(1)(A) The President shall establish an 
Energy Infrastructure Security Center, taking 
into account all appropriate government tools to 
analyze and disseminate intelligence relating to 
the security of the energy infrastructure of the 
United States. 

‘‘(B) The Secretary shall appoint the head of 
the Energy Infrastructure Security Center. 

‘‘(C) The Energy Infrastructure Security Cen-
ter shall be located within the Office of Intel-
ligence and Counterintelligence. 

‘‘(2) In establishing the Energy Infrastructure 
Security Center, the Director of the Office of In-
telligence and Counterintelligence shall address 
the following missions and objectives to coordi-
nate and disseminate intelligence relating to the 
security of the energy infrastructure of the 
United States: 

‘‘(A) Establishing a primary organization 
within the United States Government for ana-
lyzing and integrating all intelligence possessed 
or acquired by the United States pertaining to 

the security of the energy infrastructure of the 
United States. 

‘‘(B) Ensuring that appropriate departments 
and agencies have full access to and receive in-
telligence support needed to execute the plans or 
activities of the agencies, and perform inde-
pendent, alternative analyses. 

‘‘(C) Establishing a central repository on 
known and suspected foreign threats to the en-
ergy infrastructure of the United States, includ-
ing with respect to any individuals, groups, or 
entities engaged in activities targeting such in-
frastructure, and the goals, strategies, capabili-
ties, and networks of such individuals, groups, 
or entities. 

‘‘(D) Disseminating intelligence information 
relating to the security of the energy infrastruc-
ture of the United States, including threats and 
analyses, to the President, to the appropriate 
departments and agencies, and to the appro-
priate committees of Congress. 

‘‘(3) The President may waive the require-
ments of this subsection, and any parts thereof, 
if the President determines that such require-
ments do not materially improve the ability of 
the United States Government to prevent and 
halt attacks against the energy infrastructure of 
the United States. Such waiver shall be made in 
writing to Congress and shall include a descrip-
tion of how the missions and objectives in para-
graph (2) are being met. 

‘‘(4) If the President decides not to exercise 
the waiver authority granted by paragraph (3), 
the President shall submit to Congress from time 
to time updates and plans regarding the estab-
lishment of an Energy Infrastructure Security 
Center.’’. 
SEC. 2423. REPEAL OF DEPARTMENT OF ENERGY 

INTELLIGENCE EXECUTIVE COM-
MITTEE AND BUDGET REPORTING 
REQUIREMENT. 

Section 214 of the Department of Energy Or-
ganization Act (42 U.S.C. 7144a) is amended— 

(1) by striking ‘‘(a) DUTY OF SECRETARY.—’’; 
and 

(2) by striking subsections (b) and (c). 

Subtitle D—Other Elements 
SEC. 2431. COLLOCATION OF CERTAIN DEPART-

MENT OF HOMELAND SECURITY PER-
SONNEL AT FIELD LOCATIONS. 

Not later than 18 months after the date of the 
enactment of this Act, the Under Secretary of 
Homeland Security for Intelligence and Analysis 
shall transfer not less than 40 personnel who 
are stationed, as of the date of the enactment of 
this Act, at the Department of Homeland Secu-
rity headquarters located at Nebraska Avenue 
Northwest, Washington, District of Columbia, to 
locations at least 30 miles from such head-
quarters in order to collocate such personnel 
with and provide support for Department of 
Homeland Security operational units from Cus-
toms and Border Protection, the Transportation 
Security Administration, Immigration and Cus-
toms Enforcement, or other elements of the De-
partment of Homeland Security. 
SEC. 2432. FRAMEWORK FOR ROLES, MISSIONS, 

AND FUNCTIONS OF DEFENSE IN-
TELLIGENCE AGENCY. 

(a) IN GENERAL.—The Director of National In-
telligence and the Secretary of Defense shall 
jointly establish a framework to ensure the ap-
propriate balance of resources for the roles, mis-
sions, and functions of the Defense Intelligence 
Agency in its capacity as an element of the in-
telligence community and as a combat support 
agency. The framework shall include supporting 
processes to provide for the consistent and reg-
ular reevaluation of the responsibilities and re-
sources of the Defense Intelligence Agency to 
prevent imbalanced priorities, insufficient or 
misaligned resources, and the unauthorized ex-
pansion of mission parameters. 

(b) MATTERS FOR INCLUSION.—The framework 
required under subsection (a) shall include each 
of the following: 
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(1) A lexicon providing for consistent defini-

tions of relevant terms used by both the intel-
ligence community and the Department of De-
fense, including each of the following: 

(A) Defense intelligence enterprise. 
(B) Enterprise manager. 
(C) Executive agent. 
(D) Function. 
(E) Functional manager. 
(F) Mission. 
(G) Mission manager. 
(H) Responsibility. 
(I) Role. 
(J) Service of common concern. 
(2) An assessment of the necessity of main-

taining separate designations for the intel-
ligence community and the Department of De-
fense for intelligence functional or enterprise 
management constructs. 

(3) A repeatable process for evaluating the ad-
dition, transfer, or elimination of defense intel-
ligence missions, roles, and functions, currently 
performed or to be performed in the future by 
the Defense Intelligence Agency, which includes 
each of the following: 

(A) A justification for the addition, transfer, 
or elimination of a mission, role, or function. 

(B) The identification of which, if any, ele-
ment of the Federal Government performs the 
considered mission, role, or function. 

(C) In the case of any new mission, role, or 
functions— 

(i) an assessment of the most appropriate 
agency or element to perform such mission, role, 
or function, taking into account the resource 
profiles, scope of responsibilities, primary cus-
tomers, and existing infrastructure necessary to 
support such mission, role, or function; and 

(ii) a determination of the appropriate re-
source profile and an identification of the pro-
jected resources needed and the proposed source 
of such resources over the future-years defense 
program, to be provided in writing to any ele-
ments of the intelligence community or the De-
partment of Defense affected by the assumption, 
transfer, or elimination of any mission, role, or 
function. 

(D) In the case of any mission, role, or func-
tion proposed to be assumed, transferred, or 
eliminated, an assessment, which shall be com-
pleted jointly by the heads of each element af-
fected by such assumption, transfer, or elimi-
nation, of the risks that would be assumed by 
the intelligence community and the Department 
if such mission, role, or function is assumed, 
transferred, or eliminated. 

(E) A description of how determinations are 
made regarding the funding of programs and ac-
tivities under the National Intelligence Program 
and the Military Intelligence Program, includ-
ing— 

(i) which programs or activities are funded 
under each such Program; 

(ii) which programs or activities should be 
jointly funded under both such Programs and 
how determinations are made with respect to 
funding allocations for such programs and ac-
tivities; and 

(iii) the thresholds and process for changing a 
program or activity from being funded under 
one such Program to being funded under the 
other such Program. 
SEC. 2433. CONSULTATION BY SECRETARY OF DE-

FENSE WITH DIRECTOR OF NA-
TIONAL INTELLIGENCE FOR CER-
TAIN FUNCTIONS. 

Section 105(b) of the National Security Act of 
1947 (50 U.S.C. 3038(b)) is amended in the matter 
preceding paragraph (1) by inserting ‘‘, in con-
sultation with the Director of National Intel-
ligence,’’ after ‘‘the Secretary of Defense’’. 
SEC. 2434. CONSTRUCTION OF NATIONAL SECU-

RITY AGENCY EAST CAMPUS BUILD-
ING 3. 

(a) SENSE OF CONGRESS.—It is the sense of 
Congress that in carrying out the construction 
at the National Security Agency East Campus, 
the Director of the National Security Agency 

should prioritize the consolidation of national 
intelligence mission activities on such campus 
and away from disparate leased facilities in the 
Washington-Baltimore region. 

(b) INCREMENTAL CONSTRUCTION OF EAST 
CAMPUS BUILDING 3.— 

(1) IN GENERAL.—The Director of the National 
Security Agency may provide for the construc-
tion of East Campus Building 3, as authorized 
in section 2102, in increments, subject to annual 
appropriations, except that the total amount ex-
pended on the construction of East Campus 
Building 3 may not exceed $775,000,000. 

(2) FISCAL YEAR 2019.—The authorization of 
appropriations for East Campus Building 3 
under section 2102 is an authorization to pro-
ceed with the construction of East Campus 
Building 3. The Director of the National Secu-
rity Agency shall conduct necessary activities 
during fiscal year 2019 to avoid delays in project 
completion. 

(c) REPORT.—Not later than 180 days after the 
date of the enactment of this Act, the Director 
of the National Security Agency shall submit to 
the congressional intelligence committees a plan 
for the construction of East Campus Building 4 
and East Campus Building 5. Such plan shall 
include— 

(1) a list of commercial leases in the Wash-
ington-Baltimore region that could be termi-
nated if Congress authorizes the construction of 
East Campus Building 4 and East Campus 
Building 5; and 

(2) an analysis of options to accelerate East 
Campus construction efforts. 
SEC. 2435. ESTABLISHMENT OF ADVISORY BOARD 

FOR NATIONAL RECONNAISSANCE 
OFFICE. 

(a) ESTABLISHMENT.—Section 106A of the Na-
tional Security Act of 1947 (50 U.S.C. 3041a) is 
amended by adding at the end the following 
new subsection: 

‘‘(d) ADVISORY BOARD.— 
‘‘(1) ESTABLISHMENT.—There is established in 

the National Reconnaissance Office an advisory 
board (in this section referred to as the ‘Board’). 

‘‘(2) DUTIES.—The Board shall— 
‘‘(A) study matters relating to the mission of 

the National Reconnaissance Office, including 
with respect to space, overhead reconnaissance, 
acquisition, and other matters; and 

‘‘(B) advise and report directly the Director 
with respect to such matters. 

‘‘(3) MEMBERS.— 
‘‘(A) NUMBER AND APPOINTMENT.—The Board 

shall be composed of 5 members appointed by the 
Director from among individuals with dem-
onstrated academic, government, business, or 
other expertise relevant to the mission and func-
tions of the National Reconnaissance Office. 

‘‘(B) TERMS.—Each member shall be ap-
pointed for a term of 2 years. Except as provided 
by subparagraph (C), a member may not serve 
more than 3 terms. 

‘‘(C) VACANCY.—Any member appointed to fill 
a vacancy occurring before the expiration of the 
term for which the member’s predecessor was ap-
pointed shall be appointed only for the remain-
der of that term. A member may serve after the 
expiration of that member’s term until a suc-
cessor has taken office. 

‘‘(D) CHAIR.—The Board shall have a Chair, 
who shall be appointed by the Director from 
among the members. 

‘‘(E) TRAVEL EXPENSES.—Each member shall 
receive travel expenses, including per diem in 
lieu of subsistence, in accordance with applica-
ble provisions under subchapter I of chapter 57 
of title 5, United States Code. 

‘‘(F) EXECUTIVE SECRETARY.—The Director 
may appoint an executive secretary, who shall 
be an employee of the National Reconnaissance 
Office, to support the Board. 

‘‘(4) MEETINGS.—The Board shall meet not 
less than quarterly, but may meet more fre-
quently at the call of the Director. 

‘‘(5) REPORTS.—Not later than March 31 of 
each year, the Board shall submit to the Direc-

tor and to the congressional intelligence commit-
tees a report on the activities of the Board dur-
ing the preceding year. 

‘‘(6) NONAPPLICABILITY OF CERTAIN REQUIRE-
MENTS.—The Federal Advisory Committee Act (5 
U.S.C. App.) shall not apply to the Board.’’. 

(b) INITIAL APPOINTMENTS.—Not later than 
180 days after the date of the enactment of this 
Act, the Director of the National Reconnais-
sance Office shall appoint the initial 5 members 
to the advisory board under subsection (d) of 
section 106A of the National Security Act of 1947 
(50 U.S.C. 3041a), as added by subsection (a). 

TITLE V—REPORTS AND OTHER MATTERS 
SEC. 2501. PUBLIC INTEREST DECLASSIFICATION 

BOARD. 
Section 710(b) of the Public Interest Declas-

sification Act of 2000 (Public Law 106–567; 50 
U.S.C. 3161 note) is amended by striking ‘‘2018’’ 
and inserting ‘‘2028’’. 
SEC. 2502. REPEAL OF CERTAIN REPORTING RE-

QUIREMENTS. 
(a) CORRECTING LONG-STANDING MATERIAL 

WEAKNESSES.—Section 368 of the Intelligence 
Authorization Act for Fiscal Year 2010 (Public 
Law 110–259; 50 U.S.C. 3051 note) is hereby re-
pealed. 

(b) ANNUAL REPORT ON INTERACTIONS BE-
TWEEN INTELLIGENCE COMMUNITY AND ENTER-
TAINMENT INDUSTRY.—Section 308 of the Intel-
ligence Authorization Act for Fiscal Year 2017 
(division N of Public Law 115–31; 131 Stat. 813; 
50 U.S.C. 3222) is amended by striking sub-
section (c). 

(c) DECLASSIFICATION REVIEW WITH RESPECT 
TO DETAINEES TRANSFERRED FROM UNITED 
STATES NAVAL STATION, GUANTANAMO BAY, 
CUBA.—Section 601 of such Act (division N of 
Public Law 115–31; 131 Stat. 827) is hereby re-
pealed. 

(d) INTERAGENCY THREAT ASSESSMENT AND 
COORDINATION GROUP.—Section 210D of the 
Homeland Security Act of 2002 (6 U.S.C. 124k) is 
amended— 

(1) by striking subsection (c); and 
(2) by redesignating subsections (d) through 

(i) as subsections (c) through (h), respectively; 
and 

(3) in subsection (c), as so redesignated— 
(A) in paragraph (8), by striking ‘‘; and’’ and 

inserting a period; and 
(B) by striking paragraph (9). 
(e) INSPECTOR GENERAL REPORT.—Section 8H 

of the Inspector General Act of 1978 (5 U.S.C. 
App.) is amended— 

(1) by striking subsection (g); and 
(2) by redesignating subsections (h) and (i) as 

subsections (g) and (h), respectively. 
SEC. 2503. NOTIFICATION OF SIGNIFICANT FOR-

EIGN CYBER INTRUSIONS AND AC-
TIVE MEASURES CAMPAIGNS DI-
RECTED AT ELECTIONS FOR FED-
ERAL OFFICES. 

(a) DETERMINATIONS OF SIGNIFICANT FOREIGN 
CYBER INTRUSIONS AND ACTIVE MEASURES CAM-
PAIGNS.—The Director of National Intelligence, 
the Director of the Federal Bureau of Investiga-
tion, and the Secretary of Homeland Security 
shall jointly carry out subsection (b) if such Di-
rectors and the Secretary jointly determine— 

(1) that on or after the date of the enactment 
of this Act, a significant foreign cyber intrusion 
or active measures campaign intended to influ-
ence an upcoming election for any Federal of-
fice has occurred or is occurring; and 

(2) with moderate or high confidence, that 
such intrusion or campaign can be attributed to 
a foreign state or to a foreign nonstate person, 
group, or other entity. 

(b) BRIEFING.— 
(1) IN GENERAL.—Not later than 14 days after 

making a determination under subsection (a), 
the Director of National Intelligence, the Direc-
tor of the Federal Bureau of Investigation, and 
the Secretary of Homeland Security, shall joint-
ly provide a briefing to the congressional leader-
ship, the congressional intelligence committees 
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and, consistent with the protection of sources 
and methods, the other appropriate congres-
sional committees. The briefing shall be classi-
fied and address, at a minimum, the following: 

(A) A description of the significant foreign 
cyber intrusion or active measures campaign, as 
the case may be, covered by the determination. 

(B) An identification of the foreign state or 
foreign nonstate person, group, or other entity, 
to which such intrusion or campaign has been 
attributed. 

(C) The desirability and feasibility of the pub-
lic release of information about the cyber intru-
sion or active measures campaign. 

(D) Any other information such Directors and 
the Secretary jointly determine appropriate. 

(2) ELECTRONIC ELECTION INFRASTRUCTURE 
BRIEFINGS.—With respect to a significant foreign 
cyber intrusion covered by a determination 
under subsection (a), the Secretary of Homeland 
Security, in consultation with the Director of 
National Intelligence and the Director of the 
Federal Bureau of Investigation, shall offer to 
the owner or operator of any electronic election 
infrastructure directly affected by such intru-
sion, a briefing on such intrusion, including 
steps that may be taken to mitigate such intru-
sion. Such briefing may be classified and made 
available only to individuals with appropriate 
security clearances. 

(3) PROTECTION OF SOURCES AND METHODS.— 
This subsection shall be carried out in a manner 
that is consistent with the protection of sources 
and methods. 

(c) DEFINITIONS.—In this section: 
(1) ACTIVE MEASURES CAMPAIGN.—The term 

‘‘active measures campaign’’ means a foreign 
semi-covert or covert intelligence operation. 

(2) CANDIDATE, ELECTION, AND POLITICAL 
PARTY.—The terms ‘‘candidate’’, ‘‘election’’, 
and ‘‘political party’’ have the meanings given 
those terms in section 301 of the Federal Elec-
tion Campaign Act of 1971 (52 U.S.C. 30101). 

(3) CONGRESSIONAL LEADERSHIP.—The term 
‘‘congressional leadership’’ includes the fol-
lowing: 

(A) The majority leader of the Senate. 
(B) The minority leader of the Senate. 
(C) The Speaker of the House of Representa-

tives. 
(D) The minority leader of the House of Rep-

resentatives. 
(4) CYBER INTRUSION.—The term ‘‘cyber intru-

sion’’ means an electronic occurrence that actu-
ally or imminently jeopardizes, without lawful 
authority, electronic election infrastructure, or 
the integrity, confidentiality, or availability of 
information within such infrastructure. 

(5) ELECTRONIC ELECTION INFRASTRUCTURE.— 
The term ‘‘electronic election infrastructure’’ 
means an electronic information system of any 
of the following that is related to an election for 
Federal office: 

(A) The Federal Government. 
(B) A State or local government. 
(C) A political party. 
(D) The election campaign of a candidate. 
(6) FEDERAL OFFICE.—The term ‘‘Federal of-

fice’’ has the meaning given that term in section 
301 of the Federal Election Campaign Act of 
1971 (52 U.S.C. 30101). 

(7) HIGH CONFIDENCE.—The term ‘‘high con-
fidence’’, with respect to a determination, means 
that the determination is based on high-quality 
information from multiple sources. 

(8) MODERATE CONFIDENCE.—The term ‘‘mod-
erate confidence’’, with respect to a determina-
tion, means that a determination is credibly 
sourced and plausible but not of sufficient qual-
ity or corroborated sufficiently to warrant a 
higher level of confidence. 

(9) OTHER APPROPRIATE CONGRESSIONAL COM-
MITTEES.—The term ‘‘other appropriate congres-
sional committees’’ means— 

(A) the Committee on Armed Services and the 
Committee on Homeland Security and Govern-
mental Affairs of the Senate; and 

(B) the Committee on Armed Services and the 
Committee on Homeland Security of the House 
of Representatives. 

SEC. 2504. REPORTS ON INTELLIGENCE COMMU-
NITY LOAN REPAYMENT AND RE-
LATED PROGRAMS. 

(a) SENSE OF CONGRESS.—It is the sense of 
Congress that— 

(1) there should be established, through the 
issuing of an Intelligence Community Directive 
or otherwise, an intelligence community-wide 
program for student loan repayment, student 
loan forgiveness, financial counseling, and re-
lated matters, for employees of the intelligence 
community; 

(2) creating such a program would enhance 
the ability of the elements of the intelligence 
community to recruit, hire, and retain highly 
qualified personnel, including with respect to 
mission-critical and hard-to-fill positions; 

(3) such a program, including with respect to 
eligibility requirements, should be designed so as 
to maximize the ability of the elements of the in-
telligence community to recruit, hire, and retain 
highly qualified personnel, including with re-
spect to mission-critical and hard-to-fill posi-
tions; and 

(4) to the extent possible, such a program 
should be uniform throughout the intelligence 
community and publicly promoted by each ele-
ment of the intelligence community to both cur-
rent employees of the element as well as to pro-
spective employees of the element. 

(b) REPORT ON POTENTIAL INTELLIGENCE COM-
MUNITY-WIDE PROGRAM.— 

(1) IN GENERAL.—Not later than 180 days after 
the date of the enactment of this Act, the Direc-
tor of National Intelligence, in cooperation with 
the heads of the elements of the intelligence 
community and the heads of any other appro-
priate department or agency of the Federal Gov-
ernment, shall submit to the congressional intel-
ligence committees a report on potentially estab-
lishing and carrying out an intelligence commu-
nity-wide program for student loan repayment, 
student loan forgiveness, financial counseling, 
and related matters, as described in subsection 
(a). 

(2) MATTERS INCLUDED.—The report under 
paragraph (1) shall include, at a minimum, the 
following: 

(A) A description of the financial resources 
that the elements of the intelligence community 
would require to establish and initially carry 
out the program specified in paragraph (1). 

(B) A description of the practical steps to es-
tablish and carry out such a program. 

(C) The identification of any legislative action 
the Director determines necessary to establish 
and carry out such a program. 

(c) ANNUAL REPORTS ON ESTABLISHED PRO-
GRAMS.— 

(1) IN GENERAL.—The Director of National In-
telligence shall annually submit to the congres-
sional intelligence committees a report on the 
covered programs. Each such report shall in-
clude, with respect to the period covered by the 
report, the following: 

(A) The number of personnel from each ele-
ment of the intelligence community who used 
each covered program. 

(B) The total amount of funds each element 
expended for each such program. 

(C) A description of the efforts made by each 
element to promote each covered program pursu-
ant to both the personnel of the element of the 
intelligence community and to prospective per-
sonnel. 

(2) COVERED PROGRAMS DEFINED.—In this sub-
section, the term ‘‘covered programs’’ means any 
loan repayment program, loan forgiveness pro-
gram, financial counseling program, or similar 
programs, established pursuant to title X of the 
National Security Act of 1947 (50 U.S.C. 3191 et 
seq.) or any other provision of law that may be 
administered or used by an element of the intel-
ligence community. 

SEC. 2505. COMPTROLLER GENERAL OF THE 
UNITED STATES REPORT ON SENIOR 
EXECUTIVES OF THE OFFICE OF THE 
DIRECTOR OF NATIONAL INTEL-
LIGENCE. 

(a) REPORT.—Not later than 180 days after the 
date of the enactment of this Act, the Comp-
troller General of the United States shall submit 
to the congressional intelligence committees a 
report on the number of Senior Executive Serv-
ice positions in the Office of the Director of Na-
tional Intelligence. 

(b) MATTERS INCLUDED.—The report under 
subsection (a) shall include the following: 

(1) The number of required Senior Executive 
Service positions for the Office of the Director of 
National Intelligence. 

(2) Whether such requirements are reasonably 
based on the mission of the Office. 

(3) A discussion of how the levels of the Senior 
Executive Service positions in the Office com-
pare to the number of senior positions at other 
elements of the intelligence community. 

(c) COOPERATION.—The Director of National 
Intelligence shall provide to the Comptroller 
General any information requested by the 
Comptroller General to carry out this section by 
not later than 5 business days after the date on 
which the Comptroller General makes such re-
quest. 

(d) SENIOR EXECUTIVE SERVICE POSITION DE-
FINED.—In this section, the term ‘‘Senior Execu-
tive Service position’’ has the meaning given 
that term in section 3132(a)(2) of title 5, United 
States Code, and includes any position above 
the GS–15, step 10, level of the General Schedule 
under section 5332 of such title. 
SEC. 2506. BRIEFINGS ON COUNTERINTEL-

LIGENCE ACTIVITIES OF THE FED-
ERAL BUREAU OF INVESTIGATION. 

(a) QUARTERLY BRIEFINGS.—Not later than 90 
days after the date of the enactment of this Act, 
and on a quarterly basis thereafter, the Director 
of the Federal Bureau of Investigation shall 
provide to the congressional intelligence commit-
tees a briefing on the counterintelligence activi-
ties of the Federal Bureau of Investigation. 
Such briefings shall include, at a minimum, an 
overview and update of— 

(1) the counterintelligence posture of the Bu-
reau; 

(2) matters of counterintelligence concern; and 
(3) any other information relating to the 

counterintelligence activities of the Bureau that 
the Director determines necessary to keep the 
congressional intelligence committees fully and 
currently informed as required by section 501 of 
the National Security Act of 1947 (50 U.S.C. 
3091). 

(b) GUIDELINES.—The Director, in coordina-
tion with the Attorney General and in consulta-
tion with the congressional intelligence commit-
tees, shall develop guidelines governing the 
scope of the briefings provided under subsection 
(a). 
SEC. 2507. BRIEFING ON FBI OFFERING PERMA-

NENT RESIDENCE TO SOURCES AND 
COOPERATORS. 

Not later than 30 days after the date of the 
enactment of this Act, the Director of the Fed-
eral Bureau of Investigation shall provide to the 
congressional intelligence committees a briefing 
on the ability of the Federal Bureau of Inves-
tigation to offer, as an inducement to assisting 
the Bureau, permanent residence within the 
United States to foreign individuals who are 
sources or cooperators in counterintelligence or 
other national security-related investigations. 
The briefing shall address the following: 

(1) The extent to which the Bureau may make 
such offers, whether independently or in con-
junction with other agencies and departments of 
the United States Government, including a dis-
cussion of the authorities provided by section 
101(a)(15)(S) of the Immigration and Nationality 
Act (8 U.S.C. 1101(a)(15)(S)), section 7 of the 
Central Intelligence Agency Act (50 U.S.C. 3508), 
and any other provision of law under which the 
Bureau may make such offers. 
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(2) An overview of the policies and oper-

ational practices of the Bureau with respect to 
making such offers. 

(3) The sufficiency of such policies and prac-
tices with respect to inducing individuals to co-
operate with, serve as sources for such inves-
tigations, or both. 

(4) Whether the Director recommends any leg-
islative actions to improve such policies and 
practices, particularly with respect to the coun-
terintelligence efforts of the Bureau. 
SEC. 2508. TECHNICAL AND CLERICAL AMEND-

MENTS TO THE NATIONAL SECURITY 
ACT OF 1947. 

(a) TABLE OF CONTENTS.—The table of con-
tents at the beginning of the National Security 
Act of 1947 (50 U.S.C. 3001 et seq.) is amended— 

(1) by inserting after the item relating to sec-
tion 2 the following new item: 

‘‘Sec. 3. Definitions.’’; 

(2) by striking the item relating to section 107; 
(3) by striking the item relating to section 

113B and inserting the following new item: 

‘‘Sec. 113B. Special pay authority for science, 
technology, engineering, or math-
ematics positions.’’; 

(4) by striking the items relating to sections 
202, 203, 204, 208, 209, 210, 211, 212, 213, and 214; 
and 

(5) by inserting after the item relating to sec-
tion 311 the following new item: 

‘‘Sec. 312. Repealing and saving provisions.’’. 

(b) OTHER TECHNICAL CORRECTIONS.—Such 
Act is further amended— 

(1) in section 102A— 
(A) in subparagraph (G) of paragraph (1) of 

subsection (g), by moving the margins of such 
subparagraph 2 ems to the left; and 

(B) in paragraph (3) of subsection (v), by mov-
ing the margins of such paragraph 2 ems to the 
left; 

(2) in section 106— 
(A) by inserting ‘‘SEC. 106’’ before ‘‘(a)’’; and 
(B) in subparagraph (I) of paragraph (2) of 

subsection (b), by moving the margins of such 
subparagraph 2 ems to the left; 

(3) by striking section 107; 
(4) in section 108(c), by striking ‘‘in both a 

classified and an unclassified form’’ and insert-
ing ‘‘to Congress in classified form, but may in-
clude an unclassified summary’’; 

(5) in section 112(c)(1), by striking ‘‘section 
103(c)(7)’’ and inserting ‘‘section 102A(i)’’; 

(6) by amending section 201 to read as follows: 
‘‘SEC. 201. DEPARTMENT OF DEFENSE. 

‘‘Except to the extent inconsistent with the 
provisions of this Act or other provisions of law, 
the provisions of title 5, United States Code, 
shall be applicable to the Department of De-
fense.’’; 

(7) in section 205, by redesignating subsections 
(b) and (c) as subsections (a) and (b), respec-
tively; 

(8) in section 206, by striking ‘‘(a)’’; 
(9) in section 207, by striking ‘‘(c)’’; 
(10) in section 308(a), by striking ‘‘this Act’’ 

and inserting ‘‘sections 2, 101, 102, 103, and 303 
of this Act’’; 

(11) by redesignating section 411 as section 
312; 

(12) in section 503— 
(A) in paragraph (5) of subsection (c)— 
(i) by moving the margins of such paragraph 

2 ems to the left; and 
(ii) by moving the margins of subparagraph 

(B) of such paragraph 2 ems to the left; and 
(B) in paragraph (2) of subsection (d), by mov-

ing the margins of such paragraph 2 ems to the 
left; and 

(13) in subparagraph (B) of paragraph (3) of 
subsection (a) of section 504, by moving the mar-
gins of such subparagraph 2 ems to the right. 

The Acting CHAIR. No amendment 
to that amendment in the nature of a 
substitute shall be in order except 

those printed in House Report 115–815. 
Each such amendment may be offered 
only in the order printed in the report, 
by a Member designated in the report, 
shall be considered as read, shall be de-
batable for the time specified in the re-
port equally divided and controlled by 
the proponent and an opponent, shall 
not be subject to amendment, and shall 
not be subject to a demand for division 
of the question. 

AMENDMENT NO. 1 OFFERED BY MR. SCHIFF 
The Acting CHAIR. It is now in order 

to consider amendment No. 1 printed in 
House Report 115–815. 

Mr. SCHIFF. Mr. Chairman, as the 
designee of the gentleman from Massa-
chusetts (Mr. KEATING), I offer amend-
ment No. 1. 

The Acting CHAIR. The Clerk will 
designate the amendment. 

The text of the amendment is as fol-
lows: 

Page 17, line 2, insert ‘‘Russian,’’ after 
‘‘Korean,’’. 

The Acting CHAIR. Pursuant to 
House Resolution 989, the gentleman 
from California (Mr. SCHIFF) and a 
Member opposed each will control 5 
minutes. 

The Chair recognizes the gentleman 
from California. 

Mr. SCHIFF. Mr. Chairman, I am 
pleased to offer this amendment on be-
half of its author, Mr. KEATING of Mas-
sachusetts, who is one of our fine mem-
bers who has great experience in public 
safety prior to coming to the Congress. 

This amendment builds on an initia-
tive from Chairman NUNES to extend 
tour lengths of deployed U.S. Govern-
ment personnel, particularly those who 
are proficient in difficult languages 
such as Arabic, Farsi, Chinese, and Ko-
rean. Specifically, the amendment adds 
the Russian language to that list. 

In view of the continuing threat to 
our national security posed by the ag-
gressive action of the Russian Govern-
ment, the U.S. Government must fully 
engage its cadre of personnel proficient 
in the Russian language. 

I am a slow talker. I am talking even 
more slowly, and my colleague has ar-
rived. I want to thank my colleague for 
his work. 

Mr. Chairman, I urge support of this 
amendment, and I reserve the balance 
of my time. 

Mr. NUNES. Mr. Chairman, I claim 
the time in opposition to the amend-
ment, although I am not opposed to the 
amendment. 

The Acting CHAIR. Without objec-
tion, the gentleman from California 
(Mr. NUNES) is recognized for 5 min-
utes. 

There was no objection. 
Mr. NUNES. Mr. Chairman, I strong-

ly support the amendment, and I 
strongly encourage Members to sup-
port this amendment. 

I have no further comments at this 
time, and I reserve the balance of my 
time. 

Mr. SCHIFF. Mr. Chairman, I yield 
such time as he may consume to the 
gentleman from Massachusetts (Mr. 

KEATING), who is the author of the 
amendment. 

Mr. KEATING. Mr. Chairman, I 
thank my two colleagues from Cali-
fornia. 

Mr. Chairman, I am here rising in 
support of my amendment to H.R. 6237. 

The underlying bill requires all mem-
bers of the Foreign Service to serve 
three consecutive terms if they have 
received language training in certain 
languages. My amendment adds the 
Russian language to that list. 

Extending Foreign Service officers’ 
length of service in these positions is 
vital to our foreign policy and national 
security objectives. Through this con-
tinuity of service, they can develop and 
deploy their cultural and language ex-
pertise to make the most of our diplo-
matic efforts in-country. Putin has be-
come one of the greatest antagonists of 
the United States. He attacked our 
elections and those of our allies, and he 
is behind a number of cyber-related in-
cidents recently. 

He has invaded sovereign nations 
when they looked toward strength-
ening ties with the West. His govern-
ment and government-controlled enti-
ties spread lies and misinformation 
about the United States—not only in 
Russia, but here in the U.S. as well— 
through fake social media accounts 
that attempt to sow division among all 
Americans. 

He seeks to undermine all aspects of 
civil society and a free political proc-
ess that challenge him and his control 
over the Russian Government and its 
people. 

Putin presents a serious security 
threat to the United States and our in-
terests. We must respond to these ac-
tions through sanctions, indictments, 
and other means, whether related to 
election interference, incursions into 
Ukraine, or human rights violations. 

However, we must also keep our eyes 
on the long game. Russian language is 
broadly spoken around the globe, not 
just in Russia, but across Eastern Eu-
rope and many parts of Central Asia as 
well. 

Representing the United States and 
our ideals abroad means being able to 
actually have meaningful person-to- 
person exchanges with local commu-
nities and build the relationships that 
will help us combat Putin’s misin-
formation apparatus. 

It means we can talk to local press 
in-country to clarify misunder-
standings and to communicate directly 
with the local population about what 
we actually stand for. It means having 
the most accurate understanding of 
real-time security information, so that 
the United States can respond quickly 
and appropriately. 

Today, we are not operating at full 
capacity in this regard when it comes 
to Russia, and, frankly, we cannot af-
ford to keep looking the threat from 
Russia and Putin in the face and refus-
ing not to do everything we can about 
it. 

We have heard many times that the 
Russian people themselves have great 
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concern and great antagonism to Putin 
and his leadership. We need to have 
skilled people fluent in the language 
and understanding the culture there 
and on the front lines of our efforts to 
encourage them to stand up within 
their own country, and to make sure 
that our allies in Europe know that we 
are there, using every tool at our dis-
posal to stop his aggression and inter-
ference. 

Mr. Chairman, I hope this amend-
ment passes. 

Mr. SCHIFF. Mr. Chairman, I urge 
passage of the amendment, and I yield 
back the balance of my time. 

Mr. NUNES. Mr. Chairman, I urge 
passage also, and I yield back the bal-
ance of my time. 

The Acting CHAIR. The question is 
on the amendment offered by the gen-
tleman from California (Mr. SCHIFF). 

The amendment was agreed to. 
AMENDMENT NO. 2 OFFERED BY MR. SCHNEIDER 
The Acting CHAIR. It is now in order 

to consider amendment No. 2 printed in 
House Report 115–815. 

Mr. SCHNEIDER. Mr. Chairman, I 
have an amendment at the desk. 

The Acting CHAIR. The Clerk will 
designate the amendment. 

The text of the amendment is as 
follows: 

Page 20, line 7, before the period insert ‘‘, 
including an identification of the foreign 
state or foreign nonstate person, group, or 
entity to which such threat has been attrib-
uted’’. 

The Acting CHAIR. Pursuant to 
House Resolution 989, the gentleman 
from Illinois (Mr. SCHNEIDER) and a 
Member opposed each will control 5 
minutes. 

The Chair recognizes the gentleman 
from Illinois. 

Mr. SCHNEIDER. Mr. Chairman, we 
are still uncovering more troubling 
evidence on the extent of Russia’s in-
terference in our most recent election. 
These Russian actions were an attack 
on our democracy, and we need to re-
spond both to hold them to account for 
past actions and to protect against fu-
ture aggressions. With our next na-
tional election less than 4 months 
away, we must act now. 

So I am pleased this bill takes steps 
to require a publicly available advisory 
report on foreign counterintelligence 
and cybersecurity threats facing our 
Federal elections. This joint report 
from the Director of National Intel-
ligence, the Department of Homeland 
Security, and the FBI will help cam-
paigns identify and counter these 
threats. 

My amendment strengthens the re-
porting requirements to ensure we are 
publicly identifying the foreign state 
or nonstate actors that our intel-
ligence officials identify as responsible 
for these threats. 

The American people deserve to 
know who is trying to interfere in our 
democratic process, and they deserve a 
government that will hold these coun-
tries and these groups to account. 

Protecting the integrity of our elec-
tions from outside influence by malign 

foreign actors is of paramount impor-
tance. I urge my colleagues to support 
this amendment to help ensure that we 
treat the threat of foreign election in-
terference with the seriousness it de-
mands. 

Mr. Chairman, I yield such time as he 
may consume to the gentleman from 
California (Mr. SCHIFF), who is the 
ranking member. 

b 1415 

Mr. SCHIFF. Mr. Chair, I thank the 
gentleman for offering this amend-
ment. 

I am pleased to rise in support. This 
amendment clarifies section 1503 of the 
bill dealing with foreign counterintel-
ligence and cybersecurity threats to 
Federal election campaigns. 

The current provision directs that, 
for each Federal election, the Director 
of National Intelligence, the Under 
Secretary of Homeland Security, and 
the FBI will make publicly available a 
report on foreign counterintelligence 
and cybersecurity threats to our elec-
tions. 

Section 1503 strengthens our elec-
tions by providing information to the 
public about these threats by providing 
information about best practices and 
resources which may be used to 
counter these threats. 

Mr. SCHNEIDER’s amendment adds to 
the publicly available report the iden-
tification of the foreign actor, when 
possible. This public attribution can be 
very powerful, not only in terms of pro-
tecting the public, but also in deterring 
any foreign intervention in our demo-
cratic affairs. 

I want to thank my colleague again 
for his work, and I am happy to support 
the amendment. 

Mr. NUNES. Mr. Chair, I claim the 
time in opposition to the amendment, 
though I am not opposed. 

The Acting CHAIR. Without objec-
tion, the gentleman from California is 
recognized for 5 minutes. 

There was no objection. 
Mr. NUNES. Mr. Chair, I reserve the 

balance of my time. 
Mr. SCHNEIDER. Mr. Chairman, I 

yield back the balance of my time. 
Mr. NUNES. Mr. Chairman, I urge 

support of the amendment, and I yield 
back the balance of my time. 

The Acting CHAIR. The question is 
on the amendment offered by the gen-
tleman from Illinois (Mr. SCHNEIDER). 

The amendment was agreed to. 
AMENDMENT NO. 3 OFFERED BY MS. JACKSON 

LEE 
The Acting CHAIR. It is now in order 

to consider amendment No. 3 printed in 
House Report 115–815. 

Ms. JACKSON LEE. Mr. Chairman, I 
have an amendment at the desk. 

The Acting CHAIR. The Clerk will 
designate the amendment. 

The text of the amendment is as fol-
lows: 

Page 22, line 16, strike ‘‘and’’. 
Page 23, line 2, strike the period and insert 

‘‘; and’’. 
Page 23, after line 2, insert the following 

new paragraph: 

(6) an immediate review of a clearance may 
be triggered when a security clearance hold-
er is reported to have engaged in violent acts 
against individuals, property, or public 
spaces based on the security clearance hold-
er’s association or sympathy with persons or 
organizations that advocate, threaten, or use 
force or violence, or any other illegal or un-
constitutional means, in an effort to prevent 
others from exercising their rights under the 
Constitution or laws of the United States or 
of any State, based on factors including, at a 
minimum, race, religion, national origin, or 
disability. 

The Acting CHAIR. Pursuant to 
House Resolution 989, the gentlewoman 
from Texas (Ms. JACKSON LEE) and a 
Member opposed each will control 5 
minutes. 

The Chair recognizes the gentle-
woman from Texas. 

Ms. JACKSON LEE. Mr. Chair, I 
thank the ranking member and the 
chairman for bringing this bill to the 
floor and working on some very impor-
tant items, including diversity, out-
reach, HBCUs, issues of which I have 
worked on as well. So I thank them 
very much, because bringing the exper-
tise of diversity to the national secu-
rity and intelligence community can 
only make us stronger. 

Mr. Chairman, I have just left the Ju-
diciary Committee where we have been 
spending a period of time dealing with 
questions that wrap themselves around 
the intelligence community and the 
importance of preserving confidential 
sources and as well the importance of 
the intelligence community as it re-
lates to the ongoing Russian investiga-
tion. 

Equally important, of course, is to 
ensure that we have a community that 
is well-recognized to have security 
clearances that are not impacted by ac-
tions or views that would do harm to 
the American people. 

My amendment adds to the sense of 
Congress in the bill that a re-review of 
a security clearance holder’s creden-
tials can be triggered by his or her as-
sociation or empathy with persons or 
organizations that advocate, threaten, 
or use force or violence or any other il-
legal or unconstitutional means in an 
effort to prevent others from exercising 
their rights under the Constitution or 
laws of the United States or of any 
State, on account of race, religion, na-
tional origin, disability, or other im-
permissible factors, which maybe in-
clude LGBTQ, and whether one is, in 
essence, considered different. That is 
the basis of I think a very positive ad-
dition to this legislation. 

Mr. Chair, I include in the RECORD an 
article published on July 6, 2018, by 
PBS FRONTLINE about Michael 
Miselis, an active member of the Cali-
fornia-based Rise Above Movement, 
RAM, as a well-known violent white 
supremacist group. 
HE IS A MEMBER OF A VIOLENT WHITE SU-

PREMACIST GROUP; SO WHY IS HE WORKING 
FOR A DEFENSE CONTRACTOR WITH A SECU-
RITY CLEARANCE? 
This story is part of an ongoing collabora-

tion between ProPublica and FRONTLINE 
that includes documentaries scheduled to 
begin on PBS in August 2018. 
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If you’ve witnessed or experienced hate 

crimes, harassment or incidents of bias, you 
can use this form to send information to 
FRONTLINE, ProPublica and other partners 
in the Documenting Hate project. 

Update, July 6, 2018: One day after being 
exposed as a member of a violent white su-
premacist group, Michael Miselis has lost his 
job as an aerospace engineer. In an email, 
company spokesman Tim Paynter told 
ProPublica and FRONTLINE that Miselis ‘‘is 
no longer an employee of Northrop Grum-
man.’’ Paynter did not say whether Miselis 
was fired or resigned from his position. 

There likely isn’t such a thing as a ‘‘typ-
ical’’ violent white extremist in America in 
2018. Still, Michael Miselis—a University of 
California, Los Angeles doctoral student 
with a U.S. government security clearance 
to work on sensitive research for a promi-
nent defense contractor—makes for a pretty 
unusual case. 

For months, ProPublica and FRONTLINE 
have been working to identify the white su-
premacists at the center of violent dem-
onstrations across the country, including the 
infamous Unite the Right rally last August 
in Charlottesville, Virginia. The Rise Above 
Movement, a Southern California group that 
expresses contempt for Muslims, Jews, and 
immigrants, became a focus of that effort. 
ProPublica and FRONTLINE were able to 
quickly identify a number of the group’s 
leaders, and find evidence that put them in 
the middle of violence in Charlottesville and 
Berkeley, California, among other places. 

But one seeming member of RAM was 
harder to nail down. In video shot in Char-
lottesville, a bearded, husky man is seen in 
a red Make America Great Again hat with 
his hands wrapped in tape that came in 
handy for the brawling that occurred that 
day. During one encounter, the unidentified 
man in the red hat pushed an African-Amer-
ican protester to the ground and began 
pounding on him, video of the episode shows; 
moments later, a known RAM member 
choked and bloodied a pair of female 
counter-protesters. The possible RAM mem-
ber also had turned up in video shot during 
hours of combat at a Trump rally in Berke-
ley, as well. Wearing protective goggles to 
ward off pepper spray, the man fought along-
side RAM members, wrestling one protester 
to the ground and punching others. 

Ultimately, ProPublica and FRONTLINE 
determined the man in the violent footage 
was Miselis, a 29-year-old pursuing a Ph.D. in 
UCLA’s aerospace engineering program. 
Miselis was identified using video footage 
and social media posts, and reporters con-
firmed his identity in an encounter with him 
outside his home. In interviews, a number of 
California law enforcement officials said 
Miselis was a member of RAM. 

In addition to his scholarly pursuits, 
Miselis works as a systems engineer for Nor-
throp Grumman, the giant defense con-
tractor with a plant in Redondo Beach, Cali-
fornia. 

When approached by ProPublica and 
FRONTLINE in front of his home in 
Lawndale, a small city south of Los Angeles, 
Miselis said he ‘‘didn’t know anything’’ 
about what happened in Charlottesville. 

‘‘I think you got the wrong guy,’’ he said 
before driving off in his car. 

Miselis did not respond to questions about 
his involvement with RAM. He did not an-
swer additional questions sent by email. 

Several current and former employees at 
Northrop Grumman told ProPublica and 
FRONTLINE that Miselis has received a se-
curity clearance to work in a computer mod-
eling and simulation group within 
Northrop’s aerospace division. Such security 
clearances are typically issued in a two-step 
process. The federal Office of Personnel Man-

agement conducts an investigation into the 
individual. The agency’s findings are then 
forwarded to a special unit within the De-
partment of Defense, which makes the final 
determination on whether the person should 
receive a clearance, a status that often al-
lows the person access to classified or other-
wise sensitive information concerning na-
tional security. 

Public affairs officers at the Defense De-
partment declined to comment about Miselis 
and his security clearance. The federal per-
sonnel management office referred questions 
regarding Miselis to Northrop Grumman. 

Northrop Grumman did not respond to sev-
eral requests for comment. However, inter-
views with current and former Northrop em-
ployees, as well as an internal email, make 
clear the company knows of Miselis’ actions 
in Charlottesville and involvement with 
RAM. Miselis informed his superiors about 
his contact with reporters from ProPublica 
and FRONTLINE, as is required by any indi-
vidual who holds a higher-level security 
clearance, the people said. 

So far, it seems, the company has taken no 
action against Miselis, who remains em-
ployed. 

Keegan Hankes, an analyst with the South-
ern Poverty Law Center who follows RAM 
closely, said he was surprised that nothing 
has been done about Miselis’ employment 
and security clearance. 

‘‘It’s ridiculous,’’ Hankes said. 
‘‘They’re openly motivated by racism,’’ he 

added of RAM. 
As ProPublica has previously reported, 

RAM first surfaced publicly last spring and 
has quickly established itself as one of the 
violent groups in the resurgent white su-
premacist scene; members, who regularly 
train in boxing and martial arts, have been 
documented engaging in a string of melees. 
Founded in early 2017 by Robert Rundo, a 
Queens, New York, native who served an 18- 
month prison sentence for stabbing a rival 
gang member six times during a 2009 street 
fight, the group’s core membership is small— 
15 to 20 young men—but capable of real men-
ace, ProPublica’s reporting has shown. 

Rundo has recruited followers from the Or-
ange County and San Diego chapters of the 
Hammerskin Nation, the country’s largest 
Nazi skinhead gang, and one the authorities 
say has been behind at least nine murders. 
One of the Hammerskins who joined up with 
RAM, Matthew Branstetter, went to prison 
in California in 2011 on hate crime charges 
for robbing and assaulting a Jewish man in 
an Orange County park. The attack left the 
victim with ‘‘a concussion, broken jaw, eye 
socket fracture, broken nose, cracked ribs, 
severe facial bruising, and cuts and bruises 
to his body and face,’’ according to a news 
release issued by county prosecutors at the 
time. Other RAM members have spent time 
in prison and Los Angeles County jail on 
charges for robbery, firearms possession and 
other offenses. 

The FBI has taken notice. Several law en-
forcement officials familiar with the bu-
reau’s work said agents have opened a formal 
investigation into RAM. In a statement, the 
FBI said: ‘‘While the FBI neither confirms 
nor denies the existence of an investigation, 
our agents investigate activity which may 
constitute a federal crime or pose a threat to 
national security. Our focus is not on mem-
bership in particular groups but on criminal 
activity. The FBI cannot initiate an inves-
tigation based solely on an individual’s race, 
ethnicity, national origin, religion, or the 
exercise of their First Amendment rights, 
and we remain committed to protecting 
those rights for all Americans.’’ 

Since last August, local prosecutors have 
brought charges against a handful of partici-
pants in the Charlottesville rally, success-

fully convicting several men so far, includ-
ing activists on both sides of the clashes. 
Now federal authorities are targeting neo- 
Nazi James Alex Fields, the man accused of 
killing counter-protester Heather Heyer and 
injuring more than two dozen others. Fed-
eral prosecutors recently filed 30 charges 
against Fields, including 28 hate crime 
charges. 

A native of Stockton, California, Miselis 
earned a bachelor’s of science degree in me-
chanical engineering from UCLA in 2011. 
UCLA’s website today lists Miselis as a 
Ph.D. candidate in the engineering depart-
ment’s hypersonics and computational aero- 
dynamics group. After FRONTLINE and 
ProPublica began making inquiries about 
Miselis, the school issued a brief statement 
saying only that he is technically on leave 
from the doctoral program. 

Miselis was clearly prepared for the unrest 
in Berkeley in the spring of 2017. At the 
Trump rally he wore protective goggles to 
ward off pepper spray or tear gas, taped his 
hands up like a boxer, and wore a gray ac-
tive-wear uniform, as did several other RAM 
members that day. In video footage reviewed 
by ProPublica and FRONTLINE, Miselis can 
be seen fighting alongside other RAM mem-
bers. 

The event turned into a multi-hour street 
battle pitting Trump supporters, including 
fascists and extreme-right activists, against 
counter-protesters, some of them militant 
anti-fascists. Police made 20 arrests, confis-
cating knives, pepper spray, a stun gun, an 
axe-handle and many wooden dowel rods, 
which were used as clubs by participants. At 
least seven people were transported to the 
hospital for their injuries. Rundo, RAM’s 
founder, was arrested and detained for as-
sault on a police officer, but Alameda Coun-
ty District Attorney Nancy O’Malley de-
clined to file charges. ‘‘We determined we 
didn’t have enough evidence to prove the 
charges beyond a reasonable doubt,’’ said Te-
resa Drenick, an Alameda County deputy 
district attorney. 

After the Berkeley rally, Miselis traveled 
across the country to take part in the mas-
sive white supremacist convergence in Char-
lottesville, where his activities were photo-
graphed and recorded on video, both by pro-
fessional journalists and other people 
equipped with smart phones. At the rally on 
Aug. 12, pictures taken by photojournalist 
Jason Andrew show Miselis walking along-
side two other RAM members previously 
identified by ProPublica, Tom Gillen and 
Ben Daley. 

At roughly 10 a.m., Miselis and the other 
RAM members confronted counter-protesters 
a few steps away from Emancipation Park, 
where white supremacists had gathered be-
neath a statue of Confederate Gen. Robert E. 
Lee. 

Daley attacked two female counter-pro-
testers, kicking and punching them, a scene 
captured in video obtained by ProPublica 
and FRONTLINE. He wrapped both hands 
around the throat of one woman, throttling 
her until she fell to the ground, blood seep-
ing from a gash on her temple. The other 
woman emerged from the incident with a 
laceration across her forehead. On video, she 
screams as blood drips across her face. 

Miselis jumped into the fracas. In addition 
to FRONTLINE and ProPublica, National 
Geographic produced video documenting the 
brawl. 

A sequence of pictures shot by photo-
journalist Edu Bayer, who was on assign-
ment for The New York Times, show Miselis 
hurling what appears to be a can of soda at 
counter-protesters. In one photo he flexes his 
biceps muscles in celebration. 

It’s this sort of street combat that worries 
the SPLC’s Hankes. In his view, such brazen 
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criminal activity should be a red flag for 
both Northrop Grumman and the Pentagon. 

‘‘I can’t believe that participation in an or-
ganized white supremacist group focused on 
street-level violence wouldn’t jeopardize 
your security clearance,’’ Hankes said. 

Ms. JACKSON LEE. Mr. Chair, this 
gentleman was at Charlottesville 
speaking loudly, intimidating my fel-
low alumni and students, having gone 
to the University of Virginia School of 
Law. I spoke to the president and offi-
cers there, and the students were pat-
ently and conspicuously intimidated 
and frightened. But more importantly, 
this individual had a security clear-
ance, and he worked for a defense con-
tractor. 

My amendment would ensure that 
the American people have strong na-
tional security, a strong intelligence 
community, but individuals who re-
ceive a clearance can receive it appro-
priately and that they themselves will 
not be a jeopardy to the citizens of the 
United States. 

Mr. Chair, the Jackson Lee Amendment No. 
3, designated as No. 33 on the Rules Com-
mittee rosters, amends the Sense of Congress 
already in the bill on the importance of re-re-
view of security clearances held by individuals 
by adding consideration of whether the secu-
rity clearance holder’s association or sympathy 
with persons or organizations that advocate, 
threaten, or use force or violence, or any other 
illegal or unconstitutional means, in an effort to 
prevent others from exercising their rights 
under the Constitution or laws of the United 
States or of any state, on account of race, reli-
gion, national origin, disability, or other imper-
missible factors. 

Mr. Miselis has a security clearance and 
worked for Northrup Grumman, a major de-
fense contractor, at the time he engaged in 
physical violence against persons protesting 
racism and white supremacy in Charlottesville, 
Virginia. 

In May 2018, Northrup Grumman was in-
formed of Mr. Miselis’ membership in RAM 
and the violent assaults he initiated while he 
was in Charlottesville participating in activities 
in support of white supremancy, which were 
captured on video and in photos. 

Mr. Miselis worked for a government con-
tractor and held a security clearance author-
izing him to work on projects that were of vital 
interest to our nation and its defense. 

Northrup Grumman did not dismiss him until 
the story broke earlier this month with media 
reports on the violence Mr. Miselis engaged in 
at white supremacists’ rally held in Charlottes-
ville, Virginia. 

The violence of RAM members has been a 
hallmark of the group and its members. 

The Anti-Defamation League describes 
RAM as a white supremacist group whose 
members believe they are fighting against a 
‘‘modern world’’ corrupted by the ‘‘destructive 
cultural influences’’ of liberals, Jews, Muslims 
and non-white immigrants. 

They refer to themselves as the ‘‘premier 
MMA (mixed martial arts) club of the Alt- 
Right.’’ 

RAM is characterized as operating like a 
street-fighting club. 

Members actively train to do physical battle 
with their ideological foes, and have been in-
volved in violent clashes during political rallies 
and demonstrations. 

RAM members consider themselves to be 
part of the ‘‘Alt-Right.’’ 

RAM’s membership has deep roots in Cali-
fornia’s racist skinhead movement, and in-
cludes individuals who have faced serious 
criminal charges, including assault, robbery 
and weapon offenses. 

RAM consists of several dozen loosely affili-
ated neo-Nazis and racist skinheads who were 
formerly known as the DIY Division, but re-
branded themselves as the Rise Above Move-
ment in the spring of 2017. 

The FBI has opened an informal investiga-
tion into this group because of the violence 
associated with its members. 

The United States is a nation of laws, which 
gives us the freedom to agree and most im-
portantly disagree with not only each other but 
with our government. 

But the limitations to the right to disagree 
can be best described by the ancient wisdom: 
‘‘Your right to swing your arms ends just 
where the other person’s nose begins.’’ 

There is a limit to the expression of free 
speech and the freedom to assemble and that 
limit is violence. 

The awarding of security clearances to con-
tractors must be better managed and the con-
sequences for involvement in activities that 
would be cause for dismissal from the armed 
services or any federal agency should not go 
unnoticed. 

This Jackson Lee Amendment is an oppor-
tunity to make a clear statement to govern-
ment contractors that the awarding of con-
tracts that involve the security of our nation 
should not be taken lightly and that Congress 
will not tolerate the allocation of federal funds 
to contractors who employ persons who advo-
cate or participate in acts against persons on 
account of their race, creed, religious beliefs, 
or gender who engage in constitutionally pro-
tected activities. 

I ask that my colleagues support this Jack-
son Lee Amendment to H.R. 6237. 

Mr. Chair, I ask my colleagues to 
support this amendment, and I reserve 
the balance of my time. 

Mr. NUNES. Mr. Chairman, I claim 
the time in opposition to the amend-
ment, though I am not opposed. 

The Acting CHAIR. Without objec-
tion, the gentleman from California is 
recognized for 5 minutes. 

There was no objection. 
Mr. NUNES. Mr. Chairman, I reserve 

the balance of my time. 
Ms. JACKSON LEE. Mr. Chairman, 

how much time do I have remaining? 
The Acting CHAIR. The gentlewoman 

from Texas has 21⁄4 minutes remaining. 
Ms. JACKSON LEE. Mr. Chairman, I 

yield 11⁄4 minutes to the gentleman 
from California (Mr. SCHIFF), the rank-
ing member of the Intelligence Com-
mittee. 

Mr. SCHIFF. Mr. Chairman, I rise in 
support of the amendment offered by 
my friend and colleague, the gentle-
woman from Texas, Congresswoman 
SHEILA JACKSON LEE. 

This amendment complements other 
provisions in the bill focused on im-
proving the security clearance process 
in the Intelligence Committee. Specifi-
cally, Ms. JACKSON LEE’s amendment 
recognizes that an immediate review 
may be called for when a security 

clearance holder is reported to have en-
gaged in certain violent acts against 
individuals, property, or public spaces 
based on an association or sympathy 
with persons or organizations seeking 
to prevent others from exercising their 
constitutional rights. Such rights in-
clude those related to race, religion, 
national origin, or disability. 

I thank the gentlewoman for offering 
this amendment. I am pleased to sup-
port it, and I urge my colleagues to do 
the same. 

Mr. NUNES. Mr. Chair, I am prepared 
to accept the amendment, and I con-
tinue to reserve the balance of my 
time. 

Ms. JACKSON LEE. Mr. Chairman, 
RAM, the group that I have indicated 
in the letter I submitted for the 
RECORD, of which the gentleman in the 
article was a member of, is character-
ized as operating like a street fighting 
club. Members actively train to do 
physical battle with their ideological 
foes and have been involved in violent 
clashes during political rallies and 
demonstrations. 

RAM members consider themselves a 
part of the alt-right. RAM’s member-
ship has deep roots in California, with 
the Skinheads and other individuals 
who face serious criminal charges. But 
more importantly, RAM consists of 
several dozen loosely affiliated neo- 
Nazi racist Skinheads. 

It is not an emphasis on that group. 
This amendment is broadly structured 
to deal with protecting the security 
clearance process and the American 
people. I join with my colleagues in 
hoping and helping the intelligence 
community to be able to have the re-
sources for the backlog of thousands 
and thousands of those seeking secu-
rity clearance, so that they can be par-
ticular and astute to ensure that for 
the people who receive it, it is a ben-
efit. It is, in essence, a gift. It is an 
honor to receive a security clearance. 

The clearance that I and Members of 
Congress have, we hold with the high-
est respect and dignity. Therefore, if it 
is given to anyone, it should be given 
in that manner. 

Mr. Chairman, I ask my colleagues to 
support the Jackson Lee amendment, 
and I yield back the balance of my 
time. 

Mr. NUNES. Mr. Chairman, I will 
just close by saying that the security 
clearance process needs a lot of work. 
So we support this amendment, and I 
yield back the balance of my time. 

The Acting CHAIR. The question is 
on the amendment offered by the gen-
tlewoman from Texas (Ms. JACKSON 
LEE). 

The amendment was agreed to. 
AMENDMENT NO. 4 OFFERED BY MR. VARGAS 
The Acting CHAIR. It is now in order 

to consider amendment No. 4 printed in 
House Report 115–815. 

Mr. VARGAS. Mr. Chairman, I have 
an amendment at the desk. 

The Acting CHAIR. The Clerk will 
designate the amendment. 

The text of the amendment is as fol-
lows: 
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Page 29, line 13, after ‘‘methods’’ insert ‘‘, 

including the use of virtual currencies,’’. 

The Acting CHAIR. Pursuant to 
House Resolution 989, the gentleman 
from California (Mr. VARGAS) and a 
Member opposed each will control 5 
minutes. 

The Chair recognizes the gentleman 
from California. 

Mr. VARGAS. Mr. Chairman, I rise 
today to urge my colleagues to support 
my amendment to H.R. 6237. 

By adding the use of virtual cur-
rencies to section 1505, we will ensure 
it is included in the assessment of 
threat financing related to Russia. 

This assessment includes officials of 
the government of Russia, persons sub-
ject to sanctions with respect to Rus-
sia, Russian nationals subject to sanc-
tion, and Russian oligarchs or orga-
nized criminals. 

Mr. Chairman, as you may know, a 
virtual currency is a digital represen-
tation of value that can be digitally 
traded. 

Since the creation of Bitcoin, the 
first and most widely known example 
of a cryptocurrency, thousands of 
cryptocurrencies have emerged that 
are designed to serve a variety of pur-
poses. 

Just as virtual currencies have grown 
in use in legitimate commerce, they 
have become an increasingly popular 
financial payment method for crimi-
nals and other transnational bad ac-
tors. 

Virtual currencies have been and 
continue to be exploited to pay for 
goods and services associated with il-
licit activities and as an effective tool 
to launder money or avoid sanctions. 

If we are to craft effective solutions 
to combat Russia’s threat finance, we 
need to fully understand how virtual 
currencies may be used to finance ac-
tivities against the United States and 
our allies, especially NATO. By includ-
ing the use of virtual currencies in the 
report, we will ensure a robust analysis 
that will help us to impede Russian fi-
nancing of cyber operations. 

Mr. Chairman, I yield 2 minutes to 
the gentlewoman from Florida (Mrs. 
MURPHY). 

Mrs. MURPHY of Florida. Mr. Chair-
man, I thank my colleague, Mr. 
VARGAS, for yielding, and I support his 
amendment. 

I also support this bill more gen-
erally because it supports the quiet he-
roes in our intelligence community. 
They don’t seek public praise; in fact, 
they shun it. While others enjoy the 
limelight, they work hard in the shad-
ows. 

Section 1511 is a version of legisla-
tion I wrote called the POISE Act. I 
filed it after the President disclosed 
highly sensitive information to Rus-
sian officials at a White House meet-
ing. This information had been en-
trusted to the U.S. by a key ally. 

Section 1511, drawing on the POISE 
Act, says Congress must be notified 
when a member of the executive 
branch, including the President, dis-

closes top secret information to an ad-
versary government outside estab-
lished intelligence channels. 

As a former specialist at the Depart-
ment of Defense, I know these disclo-
sures are dangerous because our adver-
sary could use it to harm U.S. inter-
ests. Our partners could stop sharing 
intelligence if they don’t trust us to 
keep it confidential. 

The congressional notification re-
quirement will deter irresponsible dis-
closures and enable Congress to con-
duct oversight and limit any damage 
caused by the disclosure. 

I also wanted to express my dis-
appointment on a matter of national 
security. Congressman CURBELO and I 
offered a bipartisan amendment to re-
quire the DNI to report to Congress on 
the national security threat posed by 
deep fake technology and how the in-
telligence community will counter it. 
Deep fake technology is the digital fal-
sification of images, video, and audio 
to portray an individual as having done 
or said something he or she didn’t do or 
say. 

Senator RUBIO has raised alarms 
about how foreign intelligence service 
could use deep fake technology to un-
dermine our Nation’s security and de-
mocracy. 

Frankly, I was dismayed our amend-
ment was not ruled in order, despite 
being supported by the Intelligence 
Committee. I know the Rules Com-
mittee often makes decisions for rea-
sons unrelated to policy. But the exclu-
sion of this amendment was a serious 
mistake, and I will look for other ways 
to ensure our country is prepared for 
the emerging threat posed by deep fake 
technology. 

Mr. NUNES. Mr. Chair, I claim the 
time in opposition to the amendment, 
though I am not opposed. 

The Acting CHAIR. Without objec-
tion, the gentleman from California is 
recognized for 5 minutes. 

There was no objection. 
Mr. NUNES. Mr. Chairman, I reserve 

the balance of my time. 
Mr. VARGAS. Mr. Chairman, I would 

simply then urge my colleagues to sup-
port the amendment, and I yield back 
the balance of my time. 

Mr. NUNES. Mr. Chairman, I urge 
passage of this amendment, and I yield 
back the balance of my time. 

The Acting CHAIR. The question is 
on the amendment offered by the gen-
tleman from California (Mr. VARGAS). 

The amendment was agreed to. 
AMENDMENT NO. 5 OFFERED BY MRS. TORRES 
The Acting CHAIR. It is now in order 

to consider amendment No. 5 printed in 
House Report 115–815. 

Mrs. TORRES. Mr. Chairman, I have 
an amendment at the desk. 

The Acting CHAIR. The Clerk will 
designate the amendment. 

The text of the amendment is as fol-
lows: 

Page 102, after line 13, insert the following: 
SEC. 2509. NORTH KOREA FOLLOW THE MONEY 

ACT. 
(a) ASSESSMENT REQUIRED.—Not later than 

180 days after the date of the enactment of 

this Act, the Director of National Intel-
ligence, in coordination with the Assistant 
Secretary of State for Intelligence and Re-
search and the Assistant Secretary of the 
Treasury for Intelligence and Analysis, shall 
produce an intelligence assessment of the 
revenue sources of the North Korean regime. 
Such assessment shall include revenue from 
the following sources: 

(1) Trade in coal, iron, and iron ore. 
(2) The provision of fishing rights to North 

Korean territorial waters. 
(3) Trade in gold, titanium ore, vanadium 

ore, copper, silver, nickel, zinc, or rare earth 
minerals, and other stores of value. 

(4) Trade in textiles. 
(5) Sales of conventional defense articles 

and services. 
(6) Sales of controlled goods, ballistic mis-

siles, and other associated purposes. 
(7) Other types of manufacturing for ex-

port, as the Director of National Intelligence 
considers appropriate. 

(8) The exportation of workers from North 
Korea in a manner intended to generate sig-
nificant revenue, directly or indirectly, for 
use by the government of North Korea. 

(9) The provision of non-humanitarian 
goods (such as food, medicine, and medical 
devices) and services by other countries. 

(10) The provision of services, including 
banking and other support, including by en-
tities located in the Russian Federation, 
China, and Iran. 

(11) Online commercial activities of the 
Government of North Korea, including on-
line gambling. 

(12) Criminal activities, including cyber- 
enabled crime and counterfeit goods. 

(b) ELEMENTS.—The assessment required 
under subsection (a) shall include an identi-
fication of each of the following: 

(1) The sources of North Korea’s funding. 
(2) Financial and non-financial networks, 

including supply chain management, trans-
portation, and facilitation, through which 
North Korea accesses the United States and 
international financial systems and repatri-
ates and exports capital, goods, and services; 
and 

(3) the global financial institutions, money 
services business, and payment systems that 
assist North Korea with financial trans-
actions. 

(c) SUBMITTAL TO CONGRESS.—Upon com-
pletion of the assessment required under sub-
section (a), the Director of National Intel-
ligence shall submit to the Permanent Se-
lect Committee on Intelligence of the House 
of Representatives and the Select Committee 
on Intelligence of the Senate a copy of such 
assessment. 

The Acting CHAIR. Pursuant to 
House Resolution 989, the gentlewoman 
from California (Mrs. TORRES) and a 
Member opposed each will control 5 
minutes. 

The Chair recognizes the gentle-
woman from California. 

b 1430 
Mrs. TORRES. Mr. Chairman, I rise 

to offer my amendment to H.R. 6237, 
the Matthew Young Pollard Intel-
ligence Authorization Act for Fiscal 
Years 2018 and 2019. 

Mr. Chairman, nearly 1 year and 3 
months ago today, the North Korean 
regime announced that it had success-
fully executed an intercontinental bal-
listic missile test launch. That an-
nouncement raised the real possibility 
of a North Korean nuclear attack on 
American soil. 

President Trump, rightly, has spent 
much of last year seeking a deal for the 
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denuclearization of North Korea. Sec-
retary Pompeo is actively engaged in 
finding a solution, and Congress should 
be providing him with all of the re-
sources we can to ensure a solution is 
meaningful and effective. 

To prevent advancement of their nu-
clear weapons program, we need to ob-
tain specific information regarding 
North Korean revenue sources; how-
ever, the U.S. Government does not 
have a sufficient understanding of this 
critical question. That is why I have 
offered this amendment, which is mod-
eled after my North Korea Follow the 
Money Act. 

This amendment directs the Director 
of National Intelligence to produce a 
National Intelligence Estimate of the 
revenue sources of North Korea. Any 
effective agreement between the U.S. 
and North Korea must consider all of 
the sources of funding, both legitimate 
and illegitimate, that have enabled 
this North Korean regime. 

I am proud to offer this bipartisan 
amendment with Representative WAG-
NER, who has been a longtime partner 
of mine on this legislation, and I also 
appreciate Chairman NUNES and his 
staff and Ranking Member SCHIFF and 
his staff for working with me on this 
amendment. 

Mr. Chair, I am hopeful that we can 
continue to work together for the secu-
rity of our Nation, and I reserve the 
balance of my time. 

Mr. NUNES. Mr. Chair, I claim the 
time in opposition to the amendment, 
even though I am not opposed to it. 

The Acting CHAIR. Without objec-
tion, the gentleman from California is 
recognized for 5 minutes. 

There was no objection. 
Mr. NUNES. Mr. Chair, I yield 2 min-

utes to the gentlewoman from Missouri 
(Mrs. WAGNER). 

Mrs. WAGNER. Mr. Chairman, I rise 
today in support of this amendment, of 
which I am a proud cosponsor. 

Nearly 1 year ago, I traveled to 
Korea, Japan, and China. I visited the 
DMZ and the Chinese border town of 
Dandong. I watched as trucks loaded 
with goods drove across the China- 
Korea Friendship Bridge into North 
Korea. 

Mr. Chair, 70 percent of North Ko-
rea’s trade passes over that bridge, and 
it was a stark reminder that, in order 
to change North Korea’s malign behav-
ior, we need sanctions that undermine 
the financial networks that keep the 
Kim regime afloat. 

Over the past year, the President has 
taken tremendous steps towards dis-
rupting North Korean cash flows, but 
we still have an imperfect under-
standing of where and how North Korea 
gets its revenue, and our limited 
knowledge has weakened international 
sanctions. 

This amendment would require the 
Director of National Intelligence to 
study North Korean financial and trade 
networks, weapons sales, labor exports, 
and supply chains to better understand 
the sources of the regime’s revenue. It 

would aid the international community 
in closing gaps in sanctions against 
North Korea. The report will help us 
support our diplomats as they seek to 
restore stability on the Korean Penin-
sula. 

Mr. Chair, I urge my colleagues to 
support this critical amendment. 

Mrs. TORRES. Mr. Chairman, I urge 
my colleagues to support this amend-
ment. Until we know where the North 
Korean regime gets its money, we 
won’t know how much money they 
have to spend. 

Mr. Chair, I urge my colleagues to 
vote ‘‘yes’’ and equip Secretary 
Pompeo with the tools that he needs to 
act in the best interests of our national 
security, and I yield back the balance 
of my time. 

Mr. NUNES. Mr. Chairman, I support 
this amendment, and I yield back the 
balance of my time. 

The Acting CHAIR. The question is 
on the amendment offered by the gen-
tlewoman from California (Mrs. 
TORRES). 

The amendment was agreed to. 
AMENDMENT NO. 6 OFFERED BY MR. HASTINGS 
The Acting CHAIR. It is now in order 

to consider amendment No. 6 printed in 
House Report 115–815. 

Mr. HASTINGS. Mr. Chairman, I 
have an amendment at the desk. 

The Acting CHAIR. The Clerk will 
designate the amendment. 

The text of the amendment is as fol-
lows: 

Page 102, after line 13, insert the following: 
SEC. 2509. EXPANSION OF INTELLIGENCE COM-

MUNITY RECRUITMENT EFFORTS. 
In order to further increase the diversity of 

the intelligence community workforce, not 
later than 90 days after the date of the enact-
ment of this Act, the Director of National 
Intelligence, in consultation with heads of 
elements of the Intelligence Community, 
shall create, implement, and submit to the 
congressional intelligence committees a 
written plan to ensure that rural and under-
represented regions are more fully and con-
sistently represented in such elements’ em-
ployment recruitment efforts. Upon receipt 
of the plan, the congressional committees 
shall have 60 days to submit comments to 
the Director of National Intelligence before 
such plan shall be implemented. 

The Acting CHAIR. Pursuant to 
House Resolution 989, the gentleman 
from Florida (Mr. HASTINGS) and a 
Member opposed each will control 5 
minutes. 

The Chair recognizes the gentleman 
from Florida. 

Mr. HASTINGS. Mr. Chairman, my 
staff and I worked with Democratic 
staff members of the House Permanent 
Select Committee on Intelligence and 
received input from the majority staff 
to craft what I believe is a common-
sense amendment that will increase di-
versity throughout the intelligence 
community. 

Mr. Chair, I just want to depart from 
my prepared remarks to say a word 
about the young man who is seated 
with me, Tony Matthews. It is a good 
indication of what the Brookings Insti-
tution does when they send us fellows 

from either the Democratic or Repub-
lican side, and I am very pleased that 
he has been with my office and, in 
many respects, is the author of this 
amendment. 

The amendment directs the Office of 
the Director of National Intelligence 
to, in consultation with heads of other 
intelligence community agencies, cre-
ate and implement a plan that will suc-
cessfully expand the intelligence com-
munity’s recruitment efforts so that 
rural and underserved regions in the 
United States are more fully rep-
resented in these efforts. 

It is my belief that this amendment 
will provide a unique opportunity for 
the intelligence community agencies 
to actively join forces in order to 
broaden their respective recruitment 
efforts and, by so doing, increase the 
diversity among their ranks. Although 
we have seen improvement in some 
areas—for instance, an increase in mi-
nority hiring for fiscal year 2017 over 
that of fiscal year 2016—we have also 
seen a disappointing decrease in the 
percentage of women hired over that 
same period of time. I believe that we 
can do better in both metrics, and I 
think one smart way of doing that is 
getting agencies to broaden their 
searches geographically. 

This country’s strength is born from 
its dedication to the rule of law, the 
belief that the best form of government 
is one that is of the people, by the peo-
ple, and for the people—and from its di-
versity. 

It is time for our intelligence com-
munity agencies to more fully commit 
to reaching all American people in an 
effort to let them know that inspiring 
and important work awaits them in the 
intelligence community. Indeed, by 
more fully tapping into this diversity, 
we can be assured of at least one re-
sult: the strengthening of our intel-
ligence community. If the intelligence 
community is to succeed in its global 
mission, it must have a global force. 

Mr. Chairman, I urge a ‘‘yes’’ vote on 
my amendment, and I reserve the bal-
ance of my time. 

Mr. NUNES. Mr. Chairman, I claim 
the time in opposition to the amend-
ment, even though I am not opposed to 
it. 

The Acting CHAIR. Without objec-
tion, the gentleman from California is 
recognized for 5 minutes. 

There was no objection. 
Mr. NUNES. Mr. Chair, I reserve the 

balance of my time. 
Mr. HASTINGS. Mr. Chairman, I 

yield such time as he may consume to 
the gentleman from California (Mr. 
SCHIFF), the distinguished ranking 
member with whom I had the pleasure 
of serving on the Intelligence Com-
mittee when I was there some 100 years 
ago. 

Mr. SCHIFF. Mr. Chair, I thank the 
gentleman for yielding. 

It is a great pleasure to team up with 
the gentleman again in pursuit of im-
portant priorities for the intelligence 
community and for our committee. 
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Enhancing diversity in the intel-

ligence community is a continuing pri-
ority for the House and, unfortunately, 
remains a continuing challenge for the 
IC. While there are many intelligence 
professionals who are sincerely work-
ing to create a culture of inclusion, 
they acknowledge that progress is 
slow. 

Mr. HASTINGS’ amendment, together 
with initiatives championed by com-
mittee colleagues, Representatives 
TERRI SEWELL and ANDRÉ CARSON, will 
help ensure that the Director of Na-
tional Intelligence increases geo-
graphic outreach in IC recruitment ef-
forts. 

As coordinator of the IC, the DNI and 
his team are well postured to consoli-
date the separate recruitment activi-
ties of each IC entity into a com-
prehensive recruitment campaign that 
reaches every corner of our Nation, es-
pecially underserved regions that have 
had little interaction with the intel-
ligence community. 

With the DNI’s leadership, smart di-
vision of labor among IC agencies, and 
innovative use of virtual communica-
tions vehicles, I am confident that a 
comprehensive recruitment campaign 
can cover the Nation more effectively 
and attract a workforce that is more 
representative of America. 

Once again, I want to thank my col-
league, Mr. HASTINGS, as well as my 
HPSCI colleagues for their commit-
ment to diversity, and I encourage my 
colleagues to support the amendment. 

Mr. HASTINGS. Mr. Chair, I yield 
back the balance of my time. 

Mr. NUNES. Mr. Chairman, I strong-
ly support this amendment. I think we 
should expand more capabilities into 
rural areas and do more recruitment in 
rural areas. I appreciate this amend-
ment. It has my full support. 

Mr. Chairman, I yield back the bal-
ance of my time. 

The Acting CHAIR. The question is 
on the amendment offered by the gen-
tleman from Florida (Mr. HASTINGS). 

The amendment was agreed to. 
AMENDMENT NO. 7 OFFERED BY MR. SCHNEIDER 

The Acting CHAIR. It is now in order 
to consider amendment No. 7 printed in 
House Report 115–815. 

Mr. SCHNEIDER. Mr. Chair, I have 
an amendment at the desk. 

The Acting CHAIR. The Clerk will 
designate the amendment. 

The text of the amendment is as fol-
lows: 

Page 102, after line 13, insert the following: 
SEC. 2509. REPORT ON IRANIAN SUPPORT OF 

PROXY FORCES IN SYRIA AND LEB-
ANON. 

(a) REPORT REQUIRED.—Not later than 180 
days after the date of the enactment of this 
Act, the Director of National Intelligence 
shall submit to the Committee on Armed 
Services, the Committee on Foreign Affairs, 
and the Permanent Select Committee on In-
telligence of the House of Representatives 
and the Committee on Armed Services, the 
Committee on Foreign Relations, and the Se-
lect Committee on Intelligence of the Senate 
a report on Iranian support of proxy forces in 
Syria and Lebanon and the threat posed to 

Israel, other United States regional allies, 
and other specified interests of the United 
States as a result of such support. 

(b) MATTERS FOR INCLUSION.—The report 
required under subsection (a) shall include 
information relating to the following mat-
ters with respect to both the strategic and 
tactical implications for the United States 
and its allies: 

(1) A description of arms or related mate-
rial transferred by Iran to Hizballah since 
March 2011, including the number of such 
arms or related material and whether such 
transfer was by land, sea, or air, as well as fi-
nancial and additional technological capa-
bilities transferred by Iran to Hizballah. 

(2) A description of Iranian and Iranian- 
controlled personnel, including Hizballah, 
Shiite militias, and Iran’s Revolutionary 
Guard Corps forces, operating within Syria, 
including the number and geographic dis-
tribution of such personnel operating within 
30 kilometers of the Israeli borders with 
Syria and Lebanon. 

(3) An assessment of Hizballah’s oper-
ational lessons learned based on its recent 
experiences in Syria. 

(4) A description of any rocket–producing 
facilities in Lebanon for non-state actors, in-
cluding whether such facilities were assessed 
to be built at the direction of Hizballah lead-
ership, Iranian leadership, or in consultation 
between Iranian leadership and Hizballah 
leadership. 

(5) An analysis of the foreign and domestic 
supply chains that significantly facilitate, 
support, or otherwise aid Hizballah’s acquisi-
tion or development of missile production fa-
cilities, including the geographic distribu-
tion of such foreign and domestic supply 
chains. 

(6) An assessment of the provision of goods, 
services, or technology transferred by Iran 
or its affiliates to Hizballah to indigenously 
manufacture or otherwise produce missiles. 

(7) An identification of foreign persons 
that are, based on credible information, fa-
cilitating the transfer of significant finan-
cial support or arms or related material to 
Hizballah. 

(8) A description of the threat posed to 
Israel and other United States allies in the 
Middle East by the transfer of arms or re-
lated material or other support offered to 
Hizballah and other proxies from Iran. 

(c) FORM OF REPORT.—The report required 
under subsection (a) shall be submitted in 
unclassified form, but may include a classi-
fied annex. 

(d) DEFINITION.—In this section, the term 
‘‘arms or related material’’ means— 

(1) nuclear, biological, chemical, or radio-
logical weapons or materials or components 
of such weapons; 

(2) ballistic or cruise missile weapons or 
materials or components of such weapons; 

(3) destabilizing numbers and types of ad-
vanced conventional weapons; 

(4) defense articles or defense services, as 
those terms are defined in paragraphs (3) and 
(4), respectively, of section 47 of the Arms 
Export Control Act (22 U.S.C. 2794); 

(5) defense information, as that term is de-
fined in section 644 of the Foreign Assistance 
Act of 1961 (22 U.S.C. 2403); or 

(6) items designated by the President for 
purposes of the United States Munitions List 
under section 38(a)(1) of the Arms Export 
Control Act (22 U.S.C. 2778(a)(1)). 

The Acting CHAIR. Pursuant to 
House Resolution 989, the gentleman 
from Illinois (Mr. SCHNEIDER) and a 
Member opposed each will control 5 
minutes. 

The Chair recognizes the gentleman 
from Illinois. 

Mr. SCHNEIDER. Mr. Chairman, I 
rise in support of my bipartisan amend-
ment to require the Director of Na-
tional Intelligence to report on Iran’s 
support for proxy forces in Syria and 
Lebanon. 

I thank my colleague from North 
Carolina, MARK MEADOWS, for his part-
nership in this endeavor, as well as 
KYRSTEN SINEMA and NORMA TORRES 
for cosponsoring this amendment. 

Mr. Chair, Iran’s destabilizing activi-
ties in the Middle East are no secret, 
and, of late, their malign influence has 
grown dramatically across the region, 
including in Yemen, Iraq, Lebanon, and 
Syria. 

Specifically with respect to Syria, 
Iran is menacingly working to develop 
a permanent foothold in the country, 
increasing the threat to our key allies 
Jordan and, in particular, Israel. They 
are also assisting terrorist groups such 
as Hezbollah in supporting Assad. Bat-
tle-tested Hezbollah fighters are subse-
quently returning to Lebanon more ca-
pable and more dangerous than ever be-
fore. 

Additionally, with assistance from 
Iran, Lebanese Hezbollah has been able 
to amass nearly 150,000 rockets and 
missiles on the border with Israel. This 
figure is a staggering increase from 
the, roughly, 15,000 rockets they had in 
2006. 

Iran has exploited several means of 
transferring weapons to Hezbollah, in-
cluding by land and by air. Israel has 
often targeted these transfers to stop 
the weapons from reaching Lebanon. 
To eliminate the susceptibility of these 
transfers to interdiction, Iran is re-
portedly building missile production 
facilities in Lebanon to enable indige-
nous rocket-producing capability for 
Hezbollah. 

A domestic missile production capa-
bility in Lebanon would enable 
Hezbollah to more easily continue to 
build its rocket arsenal not only with 
more weapons, but more sophisticated, 
more deadly weapons, and with less re-
liance on risky transits. 

That is why I am offering my amend-
ment today, to focus our intelligence 
community on this urgent threat. A 
DNI report would help us better under-
stand the extent of Iran’s support for 
terrorist proxies such as Hezbollah and 
the threat this support poses to Israel 
and other U.S. regional allies. 

I urge my colleagues to join me in 
supporting this important amendment. 

Mr. Chair, I yield such time as he 
may consume to the gentleman from 
California (Mr. SCHIFF), the ranking 
member. 

Mr. SCHIFF. Mr. Chair, I thank the 
gentleman for yielding, and I am proud 
to support the amendment offered by 
Representatives SCHNEIDER, MEADOWS, 
TORRES, and SINEMA. 

Mr. Chair, it is imperative that our 
Intelligence, Armed Services, and For-
eign Affairs Committees with oversight 
of Iran’s role in Syria and Lebanon 
stay informed of proxy forces operating 
there and the strategic threat posed to 
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Israel, our other allies, and our Na-
tion’s interests in the region. 

Requiring that the Director of Na-
tional Intelligence report on areas such 
as arms transfers from Iran to 
Hezbollah and other militias, weapons 
facilities, supply chains, and financial 
capabilities will help us gain greater 
understanding of nuclear, biological, 
and chemical weapon proliferation in 
the region. 

I thank my colleagues for offering 
the amendment. I appreciate Mr. 
SCHNEIDER’s leadership on this issue, 
and I urge the House to support it. 

Mr. NUNES. Mr. Chair, I claim the 
time in opposition to the amendment, 
even though I am not opposed to it. 

The Acting CHAIR. Without objec-
tion, the gentleman from California is 
recognized for 5 minutes. 

There was no objection. 
Mr. NUNES. Mr. Chair, I reserve the 

balance of my time. 
Mr. SCHNEIDER. Mr. Chair, I urge 

my colleagues to support this amend-
ment, and I yield back the balance of 
my time. 

Mr. NUNES. Mr. Chair, I urge sup-
port of the amendment, and I yield 
back the balance of my time. 

The Acting CHAIR. The question is 
on the amendment offered by the gen-
tleman from Illinois (Mr. SCHNEIDER). 

The amendment was agreed to. 

b 1445 

AMENDMENT NO. 8 OFFERED BY MR. BERA 

The Acting CHAIR. It is now in order 
to consider amendment No. 8 printed in 
House Report 115–815. 

Mr. BERA. Mr. Chairman, I have an 
amendment at the desk. 

The Acting CHAIR. The Clerk will 
designate the amendment. 

The text of the amendment is as fol-
lows: 

Page 102, after line 13, insert the following: 
SEC. 2509. BRIEFING ON EMERGING INFECTIOUS 

DISEASE AND PANDEMICS. 
(a) BRIEFING.—Not later than 120 days after 

the date of the enactment of this Act, the 
Director of National Intelligence shall pro-
vide to the appropriate congressional com-
mittees a briefing on the anticipated geo-
political effects of emerging infectious dis-
ease (including deliberate, accidental, and 
naturally occurring infectious disease 
threats) and pandemics, and their implica-
tions on the national security of the United 
States. 

(b) CONTENT.—The briefing under sub-
section (a) shall assess— 

(1) the economic, social, political, and se-
curity risks, costs, and impacts of emerging 
infectious diseases on the United States and 
the international political and economic sys-
tem; 

(2) the economic, social, political, and se-
curity risks, costs, and impacts of a major 
transnational pandemic on the United States 
and the international political and economic 
system; and 

(3) contributing trends and factor to the 
matters assessed under paragraphs (1) and 
(2). 

(c) EXAMINATION OF RESPONSE CAPACITY.— 
In examining the risks, costs, and impacts of 
emerging infectious disease and a possible 
transnational pandemic under subsection (b), 
the Director of National Intelligence shall 

also examine in the briefing under sub-
section (a) the response capacity within af-
fected countries and the international sys-
tem. In considering response capacity, the 
Director shall include— 

(1) the ability of affected nations to effec-
tively detect and manage emerging infec-
tious diseases and a possible transnational 
pandemic; 

(2) the role and capacity of international 
organizations and nongovernmental organi-
zations to respond to emerging infectious 
disease and a possible pandemic, and their 
ability to coordinate with affected and donor 
nations; and 

(3) the effectiveness of current inter-
national frameworks, agreements, and 
health systems to respond to emerging infec-
tious diseases and a possible transnational 
pandemic. 

(d) FORM.—The briefing under subsection 
(a) may be classified. 

(e) APPROPRIATE CONGRESSIONAL COMMIT-
TEES DEFINED.—In this section, the term 
‘‘appropriate congressional committees’’ 
means— 

(1) the congressional intelligence commit-
tees; 

(2) the Committee on Foreign Affairs, the 
Committee on Armed Services, and the Com-
mittee on Appropriations of the House of 
Representatives; and 

(3) the Committee on Foreign Relations, 
the Committee on Armed Services, and the 
Committee on Appropriations of the Senate. 

The Acting CHAIR. Pursuant to 
House Resolution 989, the gentleman 
from California (Mr. BERA) and a Mem-
ber opposed each will control 5 min-
utes. 

The Chair recognizes the gentleman 
from California. 

Mr. BERA. Mr. Chairman, as a doc-
tor, I know that understanding and 
managing infectious diseases is one of 
the most important parts of our secu-
rity and our national security. The in-
telligence community has found that a 
country’s health is directly linked to 
their stability and their well-being. We 
are reminded of this every few years 
through mass pandemics that are not 
going away. 

In 2014, we saw the Ebola outbreak in 
West Africa, and just 2 years ago, we 
witnessed the Zika outbreak in Central 
and South America. And, unfortu-
nately, as a doctor, I know we are 
going to continue to see these and 
other diseases again and again, and we 
need to be prepared. 

So we offer this amendment as a way 
of getting the intelligence community 
to help us with that preparedness, to 
inform us and make sure we are not 
just protecting lives overseas, but we 
are also protecting our national inter-
ests and our national security. 

Mr. Chairman, I yield as much time 
as he may consume to the gentleman 
from Virginia (Mr. CONNOLLY). 

Mr. CONNOLLY. Mr. Chairman, I 
thank my good friend from California 
for his leadership in this very impor-
tant amendment, and I am proud to be 
an original cosponsor with him. 

This amendment would require an in-
telligence briefing on the anticipated 
geopolitical effects of emerging infec-
tious diseases and pandemics. These 
threats have serious implications for 
the national security of the country. 

Just ask Director of National Intel-
ligence, Daniel Coats, who earlier this 
year warned that the increase in the 
frequency and diversity of reported dis-
ease outbreaks probably will continue, 
including the potential of a severe 
global health emergency that could 
lead to major economic and societal 
disruptions, strain governmental inter-
national resources, and increase calls 
to the United States for support. 

An outbreak in a remote village can 
spread to major cities in all six con-
tinents in less than 36 hours. Such an 
event can lead nations to close borders, 
disrupting the flow of people, goods, 
and services, and incurring grave eco-
nomic, social, political, and security 
costs. 

Nearly 70 percent of the world’s na-
tions are underprepared to manage and 
control such outbreaks. 

These are not just hypotheticals. 
SARS, for example, spread across four 
continents, infected 8,100 people, killed 
more than 700, and cost the global 
economy $40 billion between February 
and July of 2003. The Ebola and Zika 
outbreaks cost the American taxpayers 
more than $6 billion. 

Understanding the ability, Mr. Chair-
man, of affected nations and inter-
national organizations to detect and 
manage infectious diseases and 
transnational pandemics is a vital step 
to ensuring an effective response. I 
urge all of our colleagues to support 
Mr. BERA’s and my amendment. 

I thank Mr. BERA for his leadership. 
Mr. NUNES. Mr. Chairman, I claim 

the time in opposition to the amend-
ment, even though I am not opposed to 
it. 

The Acting CHAIR. Without objec-
tion, the gentleman from California is 
recognized for 5 minutes. 

There was no objection. 
Mr. NUNES. Mr. Chairman, I reserve 

the balance of my time. 
Mr. BERA. Mr. Chairman, I yield 1 

minute to the gentleman from Cali-
fornia (Mr. SCHIFF), the ranking mem-
ber. 

Mr. SCHIFF. Mr. Chairman, I thank 
the gentleman for yielding. 

One hundred years ago, the great in-
fluenza pandemic, often called the 
Spanish flu, caused about 50 million 
deaths worldwide, between 3 to 6 per-
cent of the global population, and far 
more than the deaths from combat cas-
ualties in World War I. Public health 
officials have warned that we are over-
due for another pandemic that will 
likely spread even more virulently in 
our globalized world. 

While global health may not be a 
topic that leaps to mind when thinking 
of the roles and missions of the intel-
ligence community, the IC does play a 
pivotal role in defending us from mi-
croscopic threats. The IC’s unique ca-
pabilities can be as valuable in com-
bating disease as the other threats we 
face. 

During the Ebola crisis, NGA and 
other IC agencies provided geospatial 
and other intelligence to health work-
ers battling the outbreak. Ensuring 
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that we are prepared for any potential 
pandemic will be essential to saving 
American lives. 

I wholeheartedly support the bipar-
tisan amendment by my colleagues 
from California, Virginia, and Wash-
ington, and I thank them for working 
with the committee staff to refine and 
perfect it. 

Mr. BERA. Mr. Chairman, I have no 
additional comments, and I yield back 
the balance of my time. 

Mr. NUNES. Mr. Chairman, I support 
the amendment, and I yield back the 
balance of my time. 

The Acting CHAIR. The question is 
on the amendment offered by the gen-
tleman from California (Mr. BERA). 

The amendment was agreed to. 
AMENDMENT NO. 9 OFFERED BY MR. KENNEDY 
The Acting CHAIR. It is now in order 

to consider amendment No. 9 printed in 
House Report 115–815. 

Mr. KENNEDY. Mr. Chairman, I have 
an amendment at the desk. 

The Acting CHAIR. The Clerk will 
designate the amendment. 

The text of the amendment is as fol-
lows: 

Page 102, after line 13, insert the following: 
SEC. 2509. REPORT ON ESTABLISHMENT OF FOR-

EIGN MALIGN INFLUENCE RE-
SPONSE CENTER. 

(a) REPORT REQUIRED.—Not later than 180 
days after the date of the enactment of this 
Act, the Director of National Intelligence 
shall submit to the Permanent Select Com-
mittee on Intelligence of the House of Rep-
resentatives and the Select Committee on 
Intelligence of the Senate a report on the po-
tential establishment of a center, to be 
known as the ‘‘Foreign Malign Influence Re-
sponse Center’’ that— 

(1) is comprised of analysts from all appro-
priate elements of the intelligence commu-
nity, including elements with related diplo-
matic and law enforcement functions; 

(2) has access to all intelligence and other 
reporting acquired by the United States Gov-
ernment on foreign efforts to influence, 
through overt and covert malign activities, 
United States political processes and elec-
tions; 

(3) provides comprehensive assessment, and 
indications and warning, of such activities; 
and 

(4) provides for enhanced dissemination of 
such assessment to United States policy 
makers. 

(b) CONTENTS.—The Report required by 
subsection (a)— 

(1) shall contain, at a minimum, a discus-
sion of the desirability of the establishment 
of such center and any barriers to such es-
tablishment; and 

(2) may contain any recommendations the 
Director determines appropriate. 

The Acting CHAIR. Pursuant to 
House Resolution 989, the gentleman 
from Massachusetts (Mr. KENNEDY) and 
a Member opposed each will control 5 
minutes. 

The Chair recognizes the gentleman 
from Massachusetts. 

Mr. KENNEDY. Mr. Chairman, I 
yield myself such time as I may con-
sume. 

Mr. Chairman, I want to thank the 
chairman and Ranking Member SCHIFF 
for all their support and advocacy to 
make this amendment possible today. 

Mr. Chairman, just a few weeks ago, 
DNI Director Dan Coats warned our 

Nation and the world that ‘‘we con-
tinue to see Russian targeting of Amer-
ican society in ways that could affect 
our midterm elections.’’ 

It is indisputable that Russia suc-
ceeded in meddling in our election in 
2016. It is indisputable that their suc-
cess, with little consequence, will in-
spire similar attacks in the future. And 
it is indisputable that our response to 
these threats has been inadequate. 

States, cities, and towns have scram-
bled to secure their own elections with-
out enough guidance and support from 
our national intelligence community. 

Voters continue to face a torrent of 
misinformation online. 

Candidates for Congress, city council, 
and school boards race towards Novem-
ber 6 uncertain that they will become 
Putin’s next target. 

The multiple Federal agencies that 
are responsible for our Nation’s re-
sponse rarely coordinate or receive lit-
tle guidance from our Nation’s govern-
ment at the highest levels. 

Mr. Chairman, this amendment helps 
to begin to consolidate and concentrate 
our response to foreign efforts to influ-
ence our political processes and elec-
tions with one center drawing expertise 
across all relevant sectors of our gov-
ernment. 

If anything, our adversaries have 
grown more confident in their ability 
to sway our elections and sow discord 
and dysfunction at every level of our 
society. 

Our urgency lies now in one simple 
truth: Our democracy stands tall when 
our elections stand secure. 

I urge my colleagues to support this 
amendment because those who put bal-
lot boxes in our crosshairs do not as-
cribe to one political party or the 
other. 

Mr. Chairman, I reserve the balance 
of my time. 

Mr. NUNES. Mr. Chairman, I claim 
time in opposition to the amendment, 
even though I am not opposed to it. 

The Acting CHAIR. Without objec-
tion, the gentleman from California is 
recognized for 5 minutes. 

There was no objection. 
Mr. NUNES. Mr. Chairman, I reserve 

the balance of my time. 
Mr. KENNEDY. Mr. Chairman, I 

yield back the balance of my time. 
Mr. NUNES. Mr. Chairman, I support 

the amendment, and I yield back the 
balance of my time. 

The Acting CHAIR. The question is 
on the amendment offered by the gen-
tleman from Massachusetts (Mr. KEN-
NEDY). 

The amendment was agreed to. 
AMENDMENT NO. 10 OFFERED BY MISS RICE OF 

NEW YORK 
The Acting CHAIR. It is now in order 

to consider amendment No. 10 printed 
in House Report 115–815. 

Miss RICE of New York. Mr. Chair-
man, I have an amendment at the desk. 

The Acting CHAIR. The Clerk will 
designate the amendment. 

The text of the amendment is as fol-
lows: 

Page 102, after line 13, insert the following: 
SEC. 2509. REPORT ON POSSIBLE EXPLOITATION 

OF VIRTUAL CURRENCIES BY TER-
RORIST ACTORS. 

(a) SHORT TITLE.—This section may be 
cited as the ‘‘Stop Terrorist Use of Virtual 
Currencies Act’’. 

(b) REPORT.—Not later than one year after 
the date of the enactment of this Act, the 
Director of National Intelligence, in con-
sultation with the Secretary of the Treas-
ury, shall submit to Congress a report on the 
possible exploitation of virtual currencies by 
terrorist actors. Such report shall include 
the following elements: 

(1) An assessment of the means and meth-
ods by which international terrorist organi-
zations and State sponsors of terrorism use 
virtual currencies. 

(2) An assessment of the use by terrorist 
organizations and State sponsors of ter-
rorism of virtual currencies compared to the 
use by such organizations and States of 
other forms of financing to support oper-
ations, including an assessment of the collec-
tion posture of the intelligence community 
on the use of virtual currencies by such orga-
nizations and States. 

(3) A description of any existing legal im-
pediments that inhibit or prevent the intel-
ligence community from collecting informa-
tion on or helping prevent the use of virtual 
currencies by international terrorist organi-
zations and State sponsors of terrorism and 
an identification of any gaps in existing law 
that could be exploited for illicit funding by 
such organizations and States. 

(c) FORM OF REPORT.—The report required 
by subsection (b) shall be submitted in un-
classified form, but may include a classified 
annex. 

The Acting CHAIR. Pursuant to 
House Resolution 989, the gentlewoman 
from New York (Miss RICE) and a Mem-
ber opposed each will control 5 min-
utes. 

The Chair recognizes the gentle-
woman from New York. 

Miss RICE of New York. Mr. Chair-
man, my amendment would require the 
Director of National Intelligence and 
the Secretary of the Treasury to de-
velop and submit a threat assessment 
report on the use of virtual currencies 
by terrorist organizations. 

In the 17 years since the deadliest 
terrorist attack in American history, 
the United States has led the global 
campaign to combat terrorism, thwart-
ing plots and preventing attacks on 
American soil, identifying and dis-
rupting terrorist networks around the 
world, hunting down terrorists wher-
ever they hide, and proving that they 
can and will be brought to justice. 

We know that the threat of terrorism 
is not the same as it was 17 years ago. 
It is a threat that constantly evolves, 
and we need to evolve with it. We need 
to evolve ahead of it. That is why I 
have introduced this amendment. 

In recent years, we have seen in-
stances in which members of terrorist 
groups have turned to virtual cur-
rencies to finance and support their op-
erations. In 2016, the Foundation for 
Defense of Democracies investigated a 
terrorist funding campaign in which a 
terrorist group in the Gaza Strip re-
ceived donations through the virtual 
currency bitcoin. Last year, Indonesian 
authorities also reported that a Syria- 
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based Indonesian national with ties to 
ISIL used virtual currency to fund at-
tacks in Indonesia. 

Virtual currencies offer high-speed, 
low-cost financial networks with ac-
cess to users across the globe. Many 
also offer their users anonymity, mak-
ing it difficult for law enforcement to 
track transactions. These factors have 
made virtual currencies an increas-
ingly appealing tool for terrorists seek-
ing to circumvent American law en-
forcement and financial institutions. 

Research suggests that terrorists’ use 
of virtual currencies have so far been 
limited to a handful of instances, but, 
as terrorist organizations and lone-wolf 
attackers become more technologically 
sophisticated and virtual currencies be-
come more widely accessible, the con-
ditions are ripe for this threat to sig-
nificantly increase in a very short pe-
riod of time. That is why it is critical 
that we act now to assess and under-
stand this emerging threat. 

There is no denying it: Virtual cur-
rencies have exposed deep vulnerabili-
ties in our counterterrorism efforts, 
and, unfortunately, right now, our gov-
ernment lacks a comprehensive re-
sponse and strategy to address this 
threat. 

My amendment would direct the Di-
rector of National Intelligence and the 
Treasury Department to report to Con-
gress on how terrorist organizations 
and state sponsors of terrorism could 
use virtual currencies to finance ter-
rorism, gaps in Federal and State regu-
lations that could be exploited by ter-
rorists, and recommendations to up-
date regulations to more effectively 
address these vulnerabilities. 

Enacting this amendment would give 
counterterrorism and law enforcement 
officials at all levels the information 
and strategies they desperately need to 
confront this threat head-on with 21st 
century solutions. 

I want to thank Congressman PETER 
KING for cosponsoring my amendment. 
This is a commonsense bipartisan pri-
ority, and I urge all of my colleagues 
to support this amendment. 

Mr. Chairman, I reserve the balance 
of my time. 

Mr. NUNES. Mr. Chairman, I claim 
time in opposition to the amendment, 
even though I am not opposed to it. 

The Acting CHAIR (Mr. BOST). With-
out objection, the gentleman from 
California is recognized for 5 minutes. 

There was no objection. 
Mr. NUNES. Mr. Chairman, I reserve 

the balance of my time. 
Miss RICE of New York. Mr. Chair-

man, I yield as much time as he may 
consume to the gentleman from Cali-
fornia (Mr. SCHIFF). 

Mr. SCHIFF. Mr. Chairman, I thank 
my colleague for yielding, and I rise in 
support of the amendment offered by 
the Representatives from New York, 
Rice and King. 

This amendment requires that the 
Director of National Intelligence, with 
the Department of the Treasury, sub-
mit to Congress a report on the pos-

sible exploitation of virtual currencies 
by terrorist actors, including state 
sponsors of terrorism. 

It has long been said that if you wish 
to uncover the truth about malign ac-
tivity, then follow the money. This re-
mains true with the development and 
use of virtual currencies. 

The IC must always remain one step 
ahead of our adversaries, and this 
amendment will help ensure that they 
continue to do just that. 

Mr. NUNES. Mr. Chairman, I reserve 
the balance of my time. 

Miss RICE of New York. Mr. Chair-
man, I thank Chairman NUNES and 
Ranking Member SCHIFF for supporting 
the amendment, and I yield back the 
balance of my time. 

Mr. NUNES. Mr. Chairman, I thank 
the gentlewoman from New York for 
working in a bipartisan manner with a 
longtime member of our committee, 
Mr. KING, and I urge passage of this 
amendment. 

Mr. Chairman, I yield back the bal-
ance of my time. 

The Acting CHAIR. The question is 
on the amendment offered by the gen-
tlewoman from New York (Miss RICE). 

The amendment was agreed to. 

b 1500 

AMENDMENT NO. 11 OFFERED BY MR. LIPINSKI 
The Acting CHAIR. It is now in order 

to consider amendment No. 11 printed 
in House Report 115–815. 

Mr. LIPINSKI. Mr. Chairman, I have 
an amendment at the desk. 

The Acting CHAIR. The Clerk will 
designate the amendment. 

The text of the amendment is as fol-
lows: 

At the end of title V of division B, add the 
following new section: 
SEC. 2509. REPORT ON IRANIAN EXPENDITURES 

SUPPORTING FOREIGN MILITARY 
AND TERRORIST ACTIVITIES. 

(a) IN GENERAL.—Not later than 90 days 
after the date of the enactment of this Act, 
and annually thereafter, the Director of Na-
tional Intelligence shall submit to Congress 
a report describing Iranian expenditures in 
the previous calendar year on military and 
terrorist activities outside the country, in-
cluding each of the following: 

(1) The amount spent in such calendar year 
on activities by the Islamic Revolutionary 
Guard Corps, including activities providing 
support for— 

(A) Hezbollah; 
(B) Houthi rebels in Yemen; 
(C) Hamas; 
(D) proxy forces in Iraq and Syria; or 
(E) any other entity or country the Direc-

tor determines to be relevant. 
(2) The amount spent in such calendar year 

for ballistic missile research and testing or 
other activities that the Director determines 
are destabilizing to the Middle East region. 

(b) FORM.—The report required under sub-
section (a) shall be submitted in unclassified 
form, but may include a classified annex. 

The Acting CHAIR. Pursuant to 
House Resolution 989, the gentleman 
from Illinois (Mr. LIPINSKI) and a Mem-
ber opposed each will control 5 min-
utes. 

The Chair recognizes the gentleman 
from Illinois. 

Mr. LIPINSKI. Mr. Chairman, I 
thank the chair and ranking member of 

the committee for their work on this 
bill. This bill is very important to help 
make America more secure. 

My amendment will help to address 
the threat of Iran better in this bill. 

According to the State Department, 
Iran is the world’s foremost state spon-
sor of terrorism. In spite of Iran’s weak 
economy and U.S.-imposed sanctions in 
response to their support for terrorism, 
abuse of human rights, and acquisition 
of prohibited weapons, Iran continues 
to support violent groups abroad. 

As our diplomatic and military lead-
ers determine how best to respond to 
Iran’s ongoing destabilization, they 
should have a detailed accounting of 
the amounts spent by Iran to support 
specific terrorist groups and foreign 
military. This is especially important 
in light of the escalating conflict be-
tween Israel and Iran-backed forces in 
Syria, which has only gotten worse in 
the last couple of days. This informa-
tion will send a clear message to Iran 
and our allies that we do not tolerate 
support of terrorism. 

In addition, the nonclassified version 
of this report will shed light on Iran’s 
behavior for all the world to see. 

Specifically, my amendment will re-
quire an annual report from the Direc-
tor of National Intelligence, describing 
Iranian expenditures on military and 
terrorist activities outside the coun-
try, including support for Hezbollah, 
Houthi rebels in Yemen, Hamas, proxy 
forces in Iraq and Syria, and any other 
entity or country the Director deter-
mines relevant. 

Mr. Chairman, I urge my colleagues 
to support this amendment, and I re-
serve the balance of my time. 

Mr. NUNES. Mr. Chairman, I claim 
the time in opposition to the amend-
ment, even though I am not opposed to 
it. 

The Acting CHAIR. Without objec-
tion, the gentleman from California is 
recognized for 5 minutes. 

There was no objection. 
Mr. NUNES. Mr. Chairman, I reserve 

the balance of my time. 
Mr. LIPINSKI. Mr. Chairman, I yield 

1 minute to the gentleman from Cali-
fornia (Mr. SCHIFF), the ranking mem-
ber of the committee. 

Mr. SCHIFF. Mr. Chairman, I thank 
the gentleman for yielding. 

Mr. Chairman, I am proud to rise in 
support of the amendment offered by 
my colleague from Illinois, Congress-
man LIPINSKI. 

This amendment requires that the 
Director of National Intelligence sub-
mit a report to Congress describing 
spending by Iran on military and ter-
rorist activities outside of the country, 
including spending to support 
Hezbollah, Houthi rebels in Yemen, 
Hamas, and proxy forces elsewhere. 

The intelligence community rightly 
remains focused on Iran’s support for 
malign foreign military and terrorist 
activities abroad. 

This amendment helps ensure that 
Congress has full visibility into the 
judgments and assessments of the IC 
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on Iran’s spending to support these 
groups, and for that reason I support 
the amendment. 

Mr. NUNES. Mr. Chairman, I con-
tinue to reserve the balance of my 
time. 

Mr. LIPINSKI. Mr. Chairman, I yield 
myself the balance of my time. 

Mr. Chairman, I thank Chairman 
NUNES and Ranking Member SCHIFF for 
their support of this amendment, and I 
thank them for their work on this im-
portant bipartisan bill. 

Mr. Chairman, I urge my colleagues 
to support this amendment, and I yield 
back the balance of my time. 

Mr. NUNES. Mr. Chairman, I thank 
the gentleman for working with our 
committee to get support from both 
sides of the aisle for this amendment, I 
urge its passage, and I yield back the 
balance of my time. 

The Acting CHAIR. The question is 
on the amendment offered by the gen-
tleman from Illinois (Mr. LIPINSKI). 

The amendment was agreed to. 
AMENDMENT NO. 12 OFFERED BY MR. DAVIDSON 
The Acting CHAIR. It is now in order 

to consider amendment No. 12 printed 
in House Report 115–815. 

Mr. DAVIDSON. Mr. Chairman, I 
have an amendment at the desk. 

The Acting CHAIR. The Clerk will 
designate the amendment. 

The text of the amendment is as fol-
lows: 

At the end of title V of division B, add the 
following new section: 
SEC. 2509. INCLUSION OF DISCIPLINARY ACTIONS 

IN ANNUAL REPORT RELATING TO 
SECTION 702. 

Section 707(b)(1)(G)(ii) of the Foreign Intel-
ligence Surveillance Act of 1978 (50 U.S.C. 
1881f(b)(1)(G)(ii)) is amended by inserting be-
fore the semicolon the following: ‘‘, includ-
ing whether disciplinary actions were taken 
as a result of such an incident of noncompli-
ance and the extent of such disciplinary ac-
tions’’. 

The Acting CHAIR. Pursuant to 
House Resolution 989, the gentleman 
from Ohio (Mr. DAVIDSON) and a Mem-
ber opposed each will control 5 min-
utes. 

The Chair recognizes the gentleman 
from Ohio. 

Mr. DAVIDSON. Mr. Chairman, 
today, I offer an amendment that is 
very straightforward. It simply takes 
an already existing reporting require-
ment within the section 702 program 
and adds an additional layer of con-
gressional oversight. This will ensure 
that the Judiciary Committee and the 
Intelligence Committee have insight 
into how the intelligence community 
enforces its own internal guidelines for 
handling sensitive data. 

Currently, the attorney general pro-
vides these committees with semi-
annual reports about incidents of intel-
ligence community noncompliance 
with the targeting, minimization, and 
querying procedures within the 702 pro-
gram. These are important features 
that ensure the collection and use of 
data is solely for targeting dangerous 
terrorists and does not threaten the 
Fourth Amendment rights of Ameri-
cans. 

However, this report is lacking be-
cause it does not describe what, if any, 
disciplinary actions are taken by agen-
cies in response to noncompliance. My 
amendment would simply require that 
this report include information about 
disciplinary action. 

For example, was a violation simply 
flagged for agency records? Or was 
someone given additional training, dis-
ciplinary suspension, termination, or, 
perhaps, even prosecution? 

My amendment intends to provide 
Congress with a high-level look at how 
agencies address the incidents they are 
already reporting on. 

The privacy safeguards contained in 
the section 702 program are critical for 
protecting the constitutional rights of 
everyday Americans, and, indeed, the 
high functioning capability of this im-
portant program for national security. 

Congress has the responsibility to 
make sure agencies are taking steps to 
mitigate abuse and enforce statutes, 
guidelines, and court orders relevant to 
this powerful surveillance tool. 

This is a commonsense amendment 
that I have drafted in coordination 
with the House Intelligence Com-
mittee, and I urge my colleagues to 
support its adoption. 

Mr. Chairman, I reserve the balance 
of my time. 

Mr. NUNES. Mr. Chairman, I claim 
the time in opposition to the amend-
ment, though I am not opposed. 

The Acting CHAIR (Mr. LAMBORN). 
Without objection, the gentleman from 
California is recognized for 5 minutes. 

There was no objection. 
Mr. NUNES. Mr. Chairman, I reserve 

the balance of my time. 
Mr. DAVIDSON. Mr. Chairman, I 

think the thing I would emphasize is 
that it is important for us to under-
stand: A) we should preserve the 702 
program; and B) there are some incre-
mental reforms that could make the 
program high functioning, and also 
give the American people peace of 
mind that their Fourth Amendment 
rights are protected. 

It is also important for the intel-
ligence community to know that the 
programs they have are working, and it 
can send an important message that 
there are disciplinary actions for those 
who don’t follow the guidelines. 

This will give Congress insight into 
how well that system is functioning 
and what disciplinary actions, if any, 
are taken. 

Mr. Chairman, I yield back the bal-
ance of my time. 

Mr. NUNES. Mr. Chairman, I yield 
myself the balance of my time. 

Mr. Chairman, I thank all of the 
Members who offered amendments 
today. This is a critical piece of legis-
lation, and I look forward to working 
with the Senate to send this bill to the 
President. 

This year’s bill is named after Mat-
thew Young Pollard, who passed away 
earlier this year while carrying out the 
work of the Senate Intelligence Com-
mittee. Matt was a friend to many on 

both sides of the aisle of our com-
mittee, a dedicated staff member, and 
a member of the Army National Guard. 
While his loss is devastating to us, we 
honor his service to the United States 
by naming this bill in his memory. 

I thank the ranking member for his 
support on this bill, I urge passage of 
the amendment, and urge passage of 
H.R. 6237, the Matthew Young Pollard 
Intelligence Authorization Act for Fis-
cal Years 2018 and 2019. 

Mr. Chairman, I yield back the bal-
ance of my time. 

The Acting CHAIR. The question is 
on the amendment offered by the gen-
tleman from Ohio (Mr. DAVIDSON). 

The amendment was agreed to. 
The Acting CHAIR. The question is 

on the amendment in the nature of a 
substitute, as amended. 

The amendment was agreed to. 
The Acting CHAIR. Under the rule, 

the Committee rises. 
Accordingly, the Committee rose; 

and the Speaker pro tempore (Mr. 
BOST) having assumed the chair, Mr. 
LAMBORN, Acting Chair of the Com-
mittee of the Whole House on the state 
of the Union, reported that that Com-
mittee, having had under consideration 
the bill (H.R. 6237) to authorize appro-
priations for fiscal years 2018 and 2019 
for intelligence and intelligence-re-
lated activities of the United States 
Government, the Community Manage-
ment Account, and the Central Intel-
ligence Agency Retirement and Dis-
ability System, and for other purposes, 
and, pursuant to House Resolution 989, 
he reported the bill back to the House 
with an amendment adopted in the 
Committee of the Whole. 

The SPEAKER pro tempore. Under 
the rule, the previous question is or-
dered. 

Is a separate vote demanded on any 
amendment to the amendment re-
ported from the Committee of the 
Whole? 

If not, the question is on the amend-
ment in the nature of a substitute, as 
amended. 

The amendment was agreed to. 
The SPEAKER pro tempore. The 

question is on the engrossment and 
third reading of the bill. 

The bill was ordered to be engrossed 
and read a third time, and was read the 
third time. 

The SPEAKER pro tempore. The 
question is on the passage of the bill. 

The question was taken; and the 
Speaker pro tempore announced that 
the ayes appeared to have it. 

Mr. NUNES. Mr. Speaker, on that I 
demand the yeas and nays. 

The yeas and nays were ordered. 
The SPEAKER pro tempore. Pursu-

ant to clause 8 of rule XX, further pro-
ceedings on this question will be post-
poned. 

f 

b 1515 

RECLAMATION TITLE TRANSFER 
AND NON-FEDERAL INFRASTRUC-
TURE INCENTIVIZATION ACT 
Mr. LAMBORN. Mr. Speaker, pursu-

ant to House Resolution 985, I call up 
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