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2010 for military activities of the De-
partment of Defense, for military con-
struction, and for defense activities of 
the Department of Energy, to prescribe 
military personnel strengths for such 
fiscal year, and for other purposes. 

AMENDMENT NO. 1627 
At the request of Mr. LIEBERMAN, the 

name of the Senator from New York 
(Mr. SCHUMER) was added as a cospon-
sor of amendment No. 1627 intended to 
be proposed to S. 1390, an original bill 
to authorize appropriations for fiscal 
year 2010 for military activities of the 
Department of Defense, for military 
construction, and for defense activities 
of the Department of Energy, to pre-
scribe military personnel strengths for 
such fiscal year, and for other pur-
poses. 

AMENDMENT NO. 1628 
At the request of Mr. CARDIN, his 

name was added as a cosponsor of 
amendment No. 1628 proposed to S. 
1390, an original bill to authorize ap-
propriations for fiscal year 2010 for 
military activities of the Department 
of Defense, for military construction, 
and for defense activities of the De-
partment of Energy, to prescribe mili-
tary personnel strengths for such fiscal 
year, and for other purposes. 

AMENDMENT NO. 1633 
At the request of Mr. GRAHAM, the 

name of the Senator from Georgia (Mr. 
CHAMBLISS) was added as a cosponsor of 
amendment No. 1633 intended to be pro-
posed to S. 1390, an original bill to au-
thorize appropriations for fiscal year 
2010 for military activities of the De-
partment of Defense, for military con-
struction, and for defense activities of 
the Department of Energy, to prescribe 
military personnel strengths for such 
fiscal year, and for other purposes. 

AMENDMENT NO. 1634 
At the request of Mr. MCCAIN, the 

name of the Senator from Texas (Mrs. 
HUTCHISON) was added as a cosponsor of 
amendment No. 1634 proposed to S. 
1390, an original bill to authorize ap-
propriations for fiscal year 2010 for 
military activities of the Department 
of Defense, for military construction, 
and for defense activities of the De-
partment of Energy, to prescribe mili-
tary personnel strengths for such fiscal 
year, and for other purposes. 

AMENDMENT NO. 1636 
At the request of Mr. INOUYE, the 

name of the Senator from Hawaii (Mr. 
AKAKA) was added as a cosponsor of 
amendment No. 1636 proposed to S. 
1390, an original bill to authorize ap-
propriations for fiscal year 2010 for 
military activities of the Department 
of Defense, for military construction, 
and for defense activities of the De-
partment of Energy, to prescribe mili-
tary personnel strengths for such fiscal 
year, and for other purposes. 

AMENDMENT NO. 1644 
At the request of Mr. BROWNBACK, the 

name of the Senator from Nebraska 
(Mr. NELSON) was added as a cosponsor 
of amendment No. 1644 intended to be 
proposed to S. 1390, an original bill to 

authorize appropriations for fiscal year 
2010 for military activities of the De-
partment of Defense, for military con-
struction, and for defense activities of 
the Department of Energy, to prescribe 
military personnel strengths for such 
fiscal year, and for other purposes. 

AMENDMENT NO. 1653 
At the request of Mr. CORNYN, the 

names of the Senator from Connecticut 
(Mr. LIEBERMAN) and the Senator from 
Nebraska (Mr. JOHANNS) were added as 
cosponsors of amendment No. 1653 in-
tended to be proposed to S. 1390, an 
original bill to authorize appropria-
tions for fiscal year 2010 for military 
activities of the Department of De-
fense, for military construction, and 
for defense activities of the Depart-
ment of Energy, to prescribe military 
personnel strengths for such fiscal 
year, and for other purposes. 

AMENDMENT NO. 1659 
At the request of Mr. SANDERS, the 

name of the Senator from Maryland 
(Ms. MIKULSKI) was added as a cospon-
sor of amendment No. 1659 intended to 
be proposed to S. 1390, an original bill 
to authorize appropriations for fiscal 
year 2010 for military activities of the 
Department of Defense, for military 
construction, and for defense activities 
of the Department of Energy, to pre-
scribe military personnel strengths for 
such fiscal year, and for other pur-
poses. 

AMENDMENT NO. 1661 
At the request of Mr. KERRY, the 

names of the Senator from Rhode Is-
land (Mr. WHITEHOUSE) and the Senator 
from New Jersey (Mr. LAUTENBERG) 
were added as cosponsors of amend-
ment No. 1661 intended to be proposed 
to S. 1390, an original bill to authorize 
appropriations for fiscal year 2010 for 
military activities of the Department 
of Defense, for military construction, 
and for defense activities of the De-
partment of Energy, to prescribe mili-
tary personnel strengths for such fiscal 
year, and for other purposes. 

AMENDMENT NO. 1670 
At the request of Mr. MENENDEZ, the 

name of the Senator from Massachu-
setts (Mr. KERRY) was added as a co-
sponsor of amendment No. 1670 in-
tended to be proposed to S. 1390, an 
original bill to authorize appropria-
tions for fiscal year 2010 for military 
activities of the Department of De-
fense, for military construction, and 
for defense activities of the Depart-
ment of Energy, to prescribe military 
personnel strengths for such fiscal 
year, and for other purposes. 

AMENDMENT NO. 1676 
At the request of Mr. BEGICH, the 

name of the Senator from Alaska (Ms. 
MURKOWSKI) was added as a cosponsor 
of amendment No. 1676 proposed to S. 
1390, an original bill to authorize ap-
propriations for fiscal year 2010 for 
military activities of the Department 
of Defense, for military construction, 
and for defense activities of the De-
partment of Energy, to prescribe mili-
tary personnel strengths for such fiscal 
year, and for other purposes. 

AMENDMENT NO. 1677 
At the request of Mr. BEGICH, the 

name of the Senator from Alaska (Ms. 
MURKOWSKI) was added as a cosponsor 
of amendment No. 1677 proposed to S. 
1390, an original bill to authorize ap-
propriations for fiscal year 2010 for 
military activities of the Department 
of Defense, for military construction, 
and for defense activities of the De-
partment of Energy, to prescribe mili-
tary personnel strengths for such fiscal 
year, and for other purposes. 

f 

STATEMENTS ON INTRODUCED 
BILLS AND JOINT RESOLUTIONS 

By Mr. LEAHY: 
S. 1490. A bill to prevent and mitigate 

identity theft, to ensure privacy, to 
provide notice of security breaches, 
and to enhance criminal penalties, law 
enforcement assistance, and other pro-
tections against security breaches, 
fraudulent access, and misuse of per-
sonally identifiable information; to the 
Committee on the Judiciary. 

Mr. LEAHY. Mr. President, today, I 
am pleased to reintroduce the Personal 
Data Privacy and Security Act. The re-
cent and troubling cyber attack on 
U.S. Government computers is clear 
evidence that developing a comprehen-
sive national strategy for data privacy 
and cybersecurity is one of the most 
challenging and important issues fac-
ing our nation. The Personal Data Pri-
vacy and Security Act will help to 
meet this challenge, by better pro-
tecting Americans from the growing 
threats of data breaches and identity 
theft. 

When Senator SPECTER and I first in-
troduced this bill 4 years ago, we had 
high hopes of bringing urgently needed 
data privacy reforms to the American 
people. Although the Judiciary Com-
mittee favorably reported this bill 
twice, in 2005 and again in 2007, the leg-
islation languished on the Senate cal-
endar and the Senate adjourned with-
out passing comprehensive data pri-
vacy legislation. 

While the Congress has waited to act, 
the dangers to our privacy, economic 
prosperity and national security posed 
by data breaches have not gone away. 
Just this week, the Government Ac-
countability Office released a report 
finding that almost all of our major 
federal agencies have systemic weak-
nesses in the information security con-
trols. According to the Privacy Rights 
Clearinghouse, more than 250 million 
records containing sensitive personal 
information have been involved in data 
security breaches since 2005. 

This loss of privacy is not just a 
grave concern for American consumers; 
it is also a serious threat to the eco-
nomic security of American businesses. 
The President’s recent report on Cyber-
space Policy Review noted that indus-
try estimates of losses from intellec-
tual property to data theft in 2008 
range as high as $1 trillion. 

The FBI’s Internet Fraud Complaint 
Center also recently reported that 
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complaints of Internet fraud increased 
by 33 percent in 2008. These troubling 
reports are all compelling examples of 
why we need to promptly pass the Per-
sonal Data Privacy and Security Act. 

Earlier this year, the Judiciary Com-
mittee held an important hearing on 
the privacy risks associated with elec-
tronic health records as the Nation 
moves towards a national health IT 
system. I am pleased that many of the 
privacy principles developed during 
that hearing have been enacted as part 
of the President’s economic recovery 
package. 

The Personal Data Privacy and Secu-
rity Act requires that data brokers let 
consumers know what sensitive per-
sonal information they have about 
them, and to allow individuals to cor-
rect inaccurate information. The bill 
also requires that companies that have 
databases with sensitive personal infor-
mation on Americans establish and im-
plement data privacy and security pro-
grams. 

In addition, the bill requires notice 
when sensitive personal information 
has been compromised. This bill also 
provides for tough criminal penalties 
for anyone who would intentionally 
and willfully conceal the fact that a 
data breach has occurred when the 
breach causes economic damage to con-
sumers. Finally, the bill addresses the 
important issue of the government’s 
use of personal data by requiring that 
federal agencies notify affected individ-
uals when government data breaches 
occur, and placing privacy and security 
front and center when federal agencies 
evaluate whether data brokers can be 
trusted with government contracts 
that involve sensitive information 
about the American people. 

Of course, Senator SPECTER and I 
have no monopoly on good ideas to 
solve the serious problems of identity 
theft and lax cybersecurity. But, we 
have put forth some meaningful solu-
tions to this problem in this bill. 

We have drafted this bill after long 
and thoughtful consultation with many 
of the stakeholders on this issue, in-
cluding the privacy, consumer protec-
tion and business communities. We 
have also worked closely with other 
Senators, including Senators FEIN-
STEIN, FEINGOLD, and SCHUMER. 

This is a comprehensive bill that not 
only deals with the need to provide 
Americans with notice when they have 
been victims of a data breach, but that 
also deals with the underlying problem 
of lax security and lack of account-
ability to help prevent data breaches 
from occurring in the first place. Pass-
ing this comprehensive data privacy 
legislation is one of my highest legisla-
tive priorities as Chairman of the Judi-
ciary Committee, and I hope all Sen-
ators will support this measure. 

Mr. President, I ask unanimous con-
sent that the text of the bill be printed 
in the RECORD. 

There being no objection, the text of 
the bill was ordered to be printed in 
the RECORD, as follows: 

S. 1490 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE; TABLE OF CONTENTS. 

(a) SHORT TITLE.—This Act may be cited as 
the ‘‘Personal Data Privacy and Security 
Act of 2009’’. 

(b) TABLE OF CONTENTS.—The table of con-
tents of this Act is as follows: 
Sec. 1. Short title; table of contents. 
Sec. 2. Findings. 
Sec. 3. Definitions. 
TITLE I—ENHANCING PUNISHMENT FOR 

IDENTITY THEFT AND OTHER VIOLA-
TIONS OF DATA PRIVACY AND SECU-
RITY 

Sec. 101. Organized criminal activity in con-
nection with unauthorized ac-
cess to personally identifiable 
information. 

Sec. 102. Concealment of security breaches 
involving sensitive personally 
identifiable information. 

Sec. 103. Review and amendment of Federal 
sentencing guidelines related to 
fraudulent access to or misuse 
of digitized or electronic per-
sonally identifiable informa-
tion. 

Sec. 104. Effects of identity theft on bank-
ruptcy proceedings. 

TITLE II—DATA BROKERS 
Sec. 201. Transparency and accuracy of data 

collection. 
Sec. 202. Enforcement. 
Sec. 203. Relation to State laws. 
Sec. 204. Effective date. 
TITLE III—PRIVACY AND SECURITY OF 

PERSONALLY IDENTIFIABLE INFOR-
MATION 
Subtitle A—A Data Privacy and Security 

Program 
Sec. 301. Purpose and applicability of data 

privacy and security program. 
Sec. 302. Requirements for a personal data 

privacy and security program. 
Sec. 303. Enforcement. 
Sec. 304. Relation to other laws. 

Subtitle B—Security Breach Notification 
Sec. 311. Notice to individuals. 
Sec. 312. Exemptions. 
Sec. 313. Methods of notice. 
Sec. 314. Content of notification. 
Sec. 315. Coordination of notification with 

credit reporting agencies. 
Sec. 316. Notice to law enforcement. 
Sec. 317. Enforcement. 
Sec. 318. Enforcement by State attorneys 

general. 
Sec. 319. Effect on Federal and State law. 
Sec. 320. Authorization of appropriations. 
Sec. 321. Reporting on risk assessment ex-

emptions. 
Sec. 322. Effective date. 

Subtitle C—Office of Federal Identity 
Protection 

Sec. 331. Office of Federal Identity Protec-
tion. 

TITLE IV—GOVERNMENT ACCESS TO 
AND USE OF COMMERCIAL DATA 

Sec. 401. General services administration re-
view of contracts. 

Sec. 402. Requirement to audit information 
security practices of contrac-
tors and third party business 
entities. 

Sec. 403. Privacy impact assessment of gov-
ernment use of commercial in-
formation services containing 
personally identifiable informa-
tion. 

Sec. 404. Implementation of chief privacy of-
ficer requirements. 

SEC. 2. FINDINGS. 

Congress finds that— 
(1) databases of personally identifiable in-

formation are increasingly prime targets of 
hackers, identity thieves, rogue employees, 
and other criminals, including organized and 
sophisticated criminal operations; 

(2) identity theft is a serious threat to the 
Nation’s economic stability, homeland secu-
rity, the development of e-commerce, and 
the privacy rights of Americans; 

(3) over 9,300,000 individuals were victims 
of identity theft in America last year; 

(4) security breaches are a serious threat 
to consumer confidence, homeland security, 
e-commerce, and economic stability; 

(5) it is important for business entities 
that own, use, or license personally identifi-
able information to adopt reasonable proce-
dures to ensure the security, privacy, and 
confidentiality of that personally identifi-
able information; 

(6) individuals whose personal information 
has been compromised or who have been vic-
tims of identity theft should receive the nec-
essary information and assistance to miti-
gate their damages and to restore the integ-
rity of their personal information and identi-
ties; 

(7) data brokers have assumed a significant 
role in providing identification, authentica-
tion, and screening services, and related data 
collection and analyses for commercial, non-
profit, and government operations; 

(8) data misuse and use of inaccurate data 
have the potential to cause serious or irrep-
arable harm to an individual’s livelihood, 
privacy, and liberty and undermine efficient 
and effective business and government oper-
ations; 

(9) there is a need to insure that data bro-
kers conduct their operations in a manner 
that prioritizes fairness, transparency, accu-
racy, and respect for the privacy of con-
sumers; 

(10) government access to commercial data 
can potentially improve safety, law enforce-
ment, and national security; and 

(11) because government use of commercial 
data containing personal information poten-
tially affects individual privacy, and law en-
forcement and national security operations, 
there is a need for Congress to exercise over-
sight over government use of commercial 
data. 

SEC. 3. DEFINITIONS. 

In this Act, the following definitions shall 
apply: 

(1) AGENCY.—The term ‘‘agency’’ has the 
same meaning given such term in section 551 
of title 5, United States Code. 

(2) AFFILIATE.—The term ‘‘affiliate’’ means 
persons related by common ownership or by 
corporate control. 

(3) BUSINESS ENTITY.—The term ‘‘business 
entity’’ means any organization, corpora-
tion, trust, partnership, sole proprietorship, 
unincorporated association, or venture es-
tablished to make a profit, or nonprofit. 

(4) IDENTITY THEFT.—The term ‘‘identity 
theft’’ means a violation of section 1028 of 
title 18, United States Code. 

(5) DATA BROKER.—The term ‘‘data broker’’ 
means a business entity which for monetary 
fees or dues regularly engages in the practice 
of collecting, transmitting, or providing ac-
cess to sensitive personally identifiable in-
formation on more than 5,000 individuals 
who are not the customers or employees of 
that business entity or affiliate primarily for 
the purposes of providing such information 
to nonaffiliated third parties on an inter-
state basis. 

(6) DATA FURNISHER.—The term ‘‘data fur-
nisher’’ means any agency, organization, 
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CONGRESSIONAL RECORD — SENATE S7873 July 22, 2009 
corporation, trust, partnership, sole propri-
etorship, unincorporated association, or non-
profit that serves as a source of information 
for a data broker. 

(7) ENCRYPTION.—The term ‘‘encryption’’— 
(A) means the protection of data in elec-

tronic form, in storage or in transit, using an 
encryption technology that has been adopted 
by an established standards setting body 
which renders such data indecipherable in 
the absence of associated cryptographic keys 
necessary to enable decryption of such data; 
and 

(B) includes appropriate management and 
safeguards of such cryptographic keys so as 
to protect the integrity of the encryption. 

(8) PERSONAL ELECTRONIC RECORD.— 
(A) IN GENERAL.—The term ‘‘personal elec-

tronic record’’ means data associated with 
an individual contained in a database, 
networked or integrated databases, or other 
data system that is provided to nonaffiliated 
third parties and includes sensitive person-
ally identifiable information about that indi-
vidual. 

(B) EXCLUSIONS.—The term ‘‘personal elec-
tronic record’’ does not include— 

(i) any data related to an individual’s past 
purchases of consumer goods; or 

(ii) any proprietary assessment or evalua-
tion of an individual or any proprietary as-
sessment or evaluation of information about 
an individual. 

(9) PERSONALLY IDENTIFIABLE INFORMA-
TION.—The term ‘‘personally identifiable in-
formation’’ means any information, or com-
pilation of information, in electronic or dig-
ital form serving as a means of identifica-
tion, as defined by section 1028(d)(7) of title 
18, United States Code. 

(10) PUBLIC RECORD SOURCE.—The term 
‘‘public record source’’ means the Congress, 
any agency, any State or local government 
agency, the government of the District of 
Columbia and governments of the territories 
or possessions of the United States, and Fed-
eral, State or local courts, courts martial 
and military commissions, that maintain 
personally identifiable information in 
records available to the public. 

(11) SECURITY BREACH.— 
(A) IN GENERAL.—The term ‘‘security 

breach’’ means compromise of the security, 
confidentiality, or integrity of computerized 
data through misrepresentation or actions 
that result in, or there is a reasonable basis 
to conclude has resulted in, acquisition of or 
access to sensitive personally identifiable in-
formation that is unauthorized or in excess 
of authorization. 

(B) EXCLUSION.—The term ‘‘security 
breach’’ does not include— 

(i) a good faith acquisition of sensitive per-
sonally identifiable information by a busi-
ness entity or agency, or an employee or 
agent of a business entity or agency, if the 
sensitive personally identifiable information 
is not subject to further unauthorized disclo-
sure; or 

(ii) the release of a public record not other-
wise subject to confidentiality or nondisclo-
sure requirements. 

(12) SENSITIVE PERSONALLY IDENTIFIABLE IN-
FORMATION.—The term ‘‘sensitive personally 
identifiable information’’ means any infor-
mation or compilation of information, in 
electronic or digital form that includes— 

(A) an individual’s first and last name or 
first initial and last name in combination 
with any 1 of the following data elements: 

(i) A non-truncated social security number, 
driver’s license number, passport number, or 
alien registration number. 

(ii) Any 2 of the following: 
(I) Home address or telephone number. 
(II) Mother’s maiden name, if identified as 

such. 
(III) Month, day, and year of birth. 

(iii) Unique biometric data such as a finger 
print, voice print, a retina or iris image, or 
any other unique physical representation. 

(iv) A unique account identifier, electronic 
identification number, user name, or routing 
code in combination with any associated se-
curity code, access code, or password that is 
required for an individual to obtain money, 
goods, services, or any other thing of value; 
or 

(B) a financial account number or credit or 
debit card number in combination with any 
security code, access code, or password that 
is required for an individual to obtain credit, 
withdraw funds, or engage in a financial 
transaction. 
TITLE I—ENHANCING PUNISHMENT FOR 

IDENTITY THEFT AND OTHER VIOLA-
TIONS OF DATA PRIVACY AND SECURITY 

SEC. 101. ORGANIZED CRIMINAL ACTIVITY IN 
CONNECTION WITH UNAUTHORIZED 
ACCESS TO PERSONALLY IDENTIFI-
ABLE INFORMATION. 

Section 1961(1) of title 18, United States 
Code, is amended by inserting ‘‘section 
1030(a)(2)(D) (relating to fraud and related 
activity in connection with unauthorized ac-
cess to sensitive personally identifiable in-
formation as defined in the Personal Data 
Privacy and Security Act of 2009,’’ before 
‘‘section 1084’’. 
SEC. 102. CONCEALMENT OF SECURITY 

BREACHES INVOLVING SENSITIVE 
PERSONALLY IDENTIFIABLE INFOR-
MATION. 

(a) IN GENERAL.—Chapter 47 of title 18, 
United States Code, is amended by adding at 
the end the following: 
‘‘§ 1041. Concealment of security breaches in-

volving sensitive personally identifiable in-
formation 
‘‘(a) Whoever, having knowledge of a secu-

rity breach and of the obligation to provide 
notice of such breach to individuals under 
title III of the Personal Data Privacy and Se-
curity Act of 2009, and having not otherwise 
qualified for an exemption from providing 
notice under section 312 of such Act, inten-
tionally and willfully conceals the fact of 
such security breach and which breach 
causes economic damage to 1 or more per-
sons, shall be fined under this title or impris-
oned not more than 5 years, or both. 

‘‘(b) For purposes of subsection (a), the 
term ‘person’ has the same meaning as in 
section 1030(e)(12) of title 18, United States 
Code. 

‘‘(c) Any person seeking an exemption 
under section 312(b) of the Personal Data 
Privacy and Security Act of 2009 shall be im-
mune from prosecution under this section if 
the United States Secret Service does not in-
dicate, in writing, that such notice be given 
under section 312(b)(3) of such Act’’. 

(b) CONFORMING AND TECHNICAL AMEND-
MENTS.—The table of sections for chapter 47 
of title 18, United States Code, is amended by 
adding at the end the following: 
‘‘1041. Concealment of security breaches in-

volving personally identifiable 
information.’’. 

(c) ENFORCEMENT AUTHORITY.— 
(1) IN GENERAL.—The United States Secret 

Service shall have the authority to inves-
tigate offenses under this section. 

(2) NONEXCLUSIVITY.—The authority grant-
ed in paragraph (1) shall not be exclusive of 
any existing authority held by any other 
Federal agency. 
SEC. 103. REVIEW AND AMENDMENT OF FEDERAL 

SENTENCING GUIDELINES RELATED 
TO FRAUDULENT ACCESS TO OR 
MISUSE OF DIGITIZED OR ELEC-
TRONIC PERSONALLY IDENTIFIABLE 
INFORMATION. 

(a) REVIEW AND AMENDMENT.—The United 
States Sentencing Commission, pursuant to 

its authority under section 994 of title 28, 
United States Code, and in accordance with 
this section, shall review and, if appropriate, 
amend the Federal sentencing guidelines (in-
cluding its policy statements) applicable to 
persons convicted of using fraud to access, or 
misuse of, digitized or electronic personally 
identifiable information, including identity 
theft or any offense under— 

(1) sections 1028, 1028A, 1030, 1030A, 2511, 
and 2701 of title 18, United States Code; and 

(2) any other relevant provision. 

(b) REQUIREMENTS.—In carrying out the re-
quirements of this section, the United States 
Sentencing Commission shall— 

(1) ensure that the Federal sentencing 
guidelines (including its policy statements) 
reflect— 

(A) the serious nature of the offenses and 
penalties referred to in this Act; 

(B) the growing incidences of theft and 
misuse of digitized or electronic personally 
identifiable information, including identity 
theft; and 

(C) the need to deter, prevent, and punish 
such offenses; 

(2) consider the extent to which the Fed-
eral sentencing guidelines (including its pol-
icy statements) adequately address viola-
tions of the sections amended by this Act 
to— 

(A) sufficiently deter and punish such of-
fenses; and 

(B) adequately reflect the enhanced pen-
alties established under this Act; 

(3) maintain reasonable consistency with 
other relevant directives and sentencing 
guidelines; 

(4) account for any additional aggravating 
or mitigating circumstances that might jus-
tify exceptions to the generally applicable 
sentencing ranges; 

(5) consider whether to provide a sen-
tencing enhancement for those convicted of 
the offenses described in subsection (a), if 
the conduct involves— 

(A) the online sale of fraudulently obtained 
or stolen personally identifiable informa-
tion; 

(B) the sale of fraudulently obtained or 
stolen personally identifiable information to 
an individual who is engaged in terrorist ac-
tivity or aiding other individuals engaged in 
terrorist activity; or 

(C) the sale of fraudulently obtained or sto-
len personally identifiable information to fi-
nance terrorist activity or other criminal ac-
tivities; 

(6) make any necessary conforming 
changes to the Federal sentencing guidelines 
to ensure that such guidelines (including its 
policy statements) as described in subsection 
(a) are sufficiently stringent to deter, and 
adequately reflect crimes related to fraudu-
lent access to, or misuse of, personally iden-
tifiable information; and 

(7) ensure that the Federal sentencing 
guidelines adequately meet the purposes of 
sentencing under section 3553(a)(2) of title 18, 
United States Code. 

(c) EMERGENCY AUTHORITY TO SENTENCING 
COMMISSION.—The United States Sentencing 
Commission may, as soon as practicable, 
promulgate amendments under this section 
in accordance with procedures established in 
section 21(a) of the Sentencing Act of 1987 (28 
U.S.C. 994 note) as though the authority 
under that Act had not expired. 

SEC. 104. EFFECTS OF IDENTITY THEFT ON BANK-
RUPTCY PROCEEDINGS. 

(a) DEFINITIONS.—Section 101 of title 11, 
United States Code, is amended— 

(1) by redesignating paragraph (27B) as 
paragraph (27D); and 

(2) by inserting after paragraph (27A) the 
following: 
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‘‘(27) The term ‘identity theft’ means a 

fraud committed or attempted using the per-
sonally identifiable information of another 
person. 

‘‘(28) The term ‘identity theft victim’ 
means a debtor who, as a result of an iden-
tify theft in any consecutive 12-month period 
during the 3-year period before the date on 
which a petition is filed under this title, had 
claims asserted against such debtor in excess 
of the least of— 

‘‘(A) $20,000; 
‘‘(B) 50 percent of all claims asserted 

against such debtor; or 
‘‘(C) 25 percent of the debtor’s gross income 

for such 12-month period.’’. 
(b) PROHIBITION.—Section 707(b) of title 11, 

United States Code, is amended by adding at 
the end the following: 

‘‘(8) No judge, United States trustee (or 
bankruptcy administrator, if any), trustee, 
or other party in interest may file a motion 
under paragraph (2) if the debtor is an iden-
tity theft victim.’’. 

TITLE II—DATA BROKERS 
SEC. 201. TRANSPARENCY AND ACCURACY OF 

DATA COLLECTION. 
(a) IN GENERAL.—Data brokers engaging in 

interstate commerce are subject to the re-
quirements of this title for any product or 
service offered to third parties that allows 
access or use of sensitive personally identifi-
able information. 

(b) LIMITATION.—Notwithstanding any 
other provision of this title, this section 
shall not apply to— 

(1) any product or service offered by a data 
broker engaging in interstate commerce 
where such product or service is currently 
subject to, and in compliance with, access 
and accuracy protections similar to those 
under subsections (c) through (f) of this sec-
tion under the Fair Credit Reporting Act 
(Public Law 91–508); 

(2) any data broker that is subject to regu-
lation under the Gramm-Leach-Bliley Act 
(Public Law 106–102); 

(3) any data broker currently subject to 
and in compliance with the data security re-
quirements for such entities under the 
Health Insurance Portability and Account-
ability Act (Public Law 104–191), and its im-
plementing regulations; 

(4) information in a personal electronic 
record that— 

(A) the data broker has identified as inac-
curate, but maintains for the purpose of aid-
ing the data broker in preventing inaccurate 
information from entering an individual’s 
personal electronic record; and 

(B) is not maintained primarily for the 
purpose of transmitting or otherwise pro-
viding that information, or assessments 
based on that information, to nonaffiliated 
third parties; and 

(5) information concerning proprietary 
methodologies, techniques, scores, or algo-
rithms relating to fraud prevention not nor-
mally provided to third parties in the ordi-
nary course of business. 

(c) DISCLOSURES TO INDIVIDUALS.— 
(1) IN GENERAL.—A data broker shall, upon 

the request of an individual, disclose to such 
individual for a reasonable fee all personal 
electronic records pertaining to that indi-
vidual maintained specifically for disclosure 
to third parties that request information on 
that individual in the ordinary course of 
business in the databases or systems of the 
data broker at the time of such request. 

(2) INFORMATION ON HOW TO CORRECT INAC-
CURACIES.—The disclosures required under 
paragraph (1) shall also include guidance to 
individuals on procedures for correcting in-
accuracies. 

(d) DISCLOSURE TO INDIVIDUALS OF ADVERSE 
ACTIONS TAKEN BY THIRD PARTIES.— 

(1) IN GENERAL.—In addition to any other 
rights established under this Act, if a person 
takes any adverse action with respect to any 
individual that is based, in whole or in part, 
on any information contained in a personal 
electronic record that is maintained, up-
dated, or otherwise owned or possessed by a 
data broker, such person, at no cost to the 
affected individual, shall provide— 

(A) written or electronic notice of the ad-
verse action to the individual; 

(B) to the individual, in writing or elec-
tronically, the name, address, and telephone 
number of the data broker that furnished the 
information to the person; 

(C) a copy of the information such person 
obtained from the data broker; and 

(D) information to the individual on the 
procedures for correcting any inaccuracies in 
such information. 

(2) ACCEPTED METHODS OF NOTICE.—A per-
son shall be in compliance with the notice 
requirements under paragraph (1) if such per-
son provides written or electronic notice in 
the same manner and using the same meth-
ods as are required under section 313(1) of 
this Act. 

(e) ACCURACY RESOLUTION PROCESS.— 
(1) INFORMATION FROM A PUBLIC RECORD OR 

LICENSOR.— 
(A) IN GENERAL.—If an individual notifies a 

data broker of a dispute as to the complete-
ness or accuracy of information disclosed to 
such individual under subsection (c) that is 
obtained from a public record source or a li-
cense agreement, such data broker shall de-
termine within 30 days whether the informa-
tion in its system accurately and completely 
records the information available from the 
licensor or public record source. 

(B) DATA BROKER ACTIONS.—If a data broker 
determines under subparagraph (A) that the 
information in its systems does not accu-
rately and completely record the informa-
tion available from a public record source or 
licensor, the data broker shall— 

(i) correct any inaccuracies or incomplete-
ness, and provide to such individual written 
notice of such changes; and 

(ii) provide such individual with the con-
tact information of the public record or li-
censor. 

(2) INFORMATION NOT FROM A PUBLIC RECORD 
SOURCE OR LICENSOR.—If an individual noti-
fies a data broker of a dispute as to the com-
pleteness or accuracy of information not 
from a public record or licensor that was dis-
closed to the individual under subsection (c), 
the data broker shall, within 30 days of re-
ceiving notice of such dispute— 

(A) review and consider free of charge any 
information submitted by such individual 
that is relevant to the completeness or accu-
racy of the disputed information; and 

(B) correct any information found to be in-
complete or inaccurate and provide notice to 
such individual of whether and what infor-
mation was corrected, if any. 

(3) EXTENSION OF REVIEW PERIOD.—The 30- 
day period described in paragraph (1) may be 
extended for not more than 30 additional 
days if a data broker receives information 
from the individual during the initial 30-day 
period that is relevant to the completeness 
or accuracy of any disputed information. 

(4) NOTICE IDENTIFYING THE DATA FUR-
NISHER.—If the completeness or accuracy of 
any information not from a public record 
source or licensor that was disclosed to an 
individual under subsection (c) is disputed by 
such individual, the data broker shall pro-
vide, upon the request of such individual, the 
contact information of any data furnisher 
that provided the disputed information. 

(5) DETERMINATION THAT DISPUTE IS FRIVO-
LOUS OR IRRELEVANT.— 

(A) IN GENERAL.—Notwithstanding para-
graphs (1) through (3), a data broker may de-

cline to investigate or terminate a review of 
information disputed by an individual under 
those paragraphs if the data broker reason-
ably determines that the dispute by the indi-
vidual is frivolous or intended to perpetrate 
fraud. 

(B) NOTICE.—A data broker shall notify an 
individual of a determination under subpara-
graph (A) within a reasonable time by any 
means available to such data broker. 

SEC. 202. ENFORCEMENT. 

(a) CIVIL PENALTIES.— 
(1) PENALTIES.—Any data broker that vio-

lates the provisions of section 201 shall be 
subject to civil penalties of not more than 
$1,000 per violation per day while such viola-
tions persist, up to a maximum of $250,000 
per violation. 

(2) INTENTIONAL OR WILLFUL VIOLATION.—A 
data broker that intentionally or willfully 
violates the provisions of section 201 shall be 
subject to additional penalties in the amount 
of $1,000 per violation per day, to a maximum 
of an additional $250,000 per violation, while 
such violations persist. 

(3) EQUITABLE RELIEF.—A data broker en-
gaged in interstate commerce that violates 
this section may be enjoined from further 
violations by a court of competent jurisdic-
tion. 

(4) OTHER RIGHTS AND REMEDIES.—The 
rights and remedies available under this sub-
section are cumulative and shall not affect 
any other rights and remedies available 
under law. 

(b) FEDERAL TRADE COMMISSION AUTHOR-
ITY.—Any data broker shall have the provi-
sions of this title enforced against it by the 
Federal Trade Commission. 

(c) STATE ENFORCEMENT.— 
(1) CIVIL ACTIONS.—In any case in which the 

attorney general of a State or any State or 
local law enforcement agency authorized by 
the State attorney general or by State stat-
ute to prosecute violations of consumer pro-
tection law, has reason to believe that an in-
terest of the residents of that State has been 
or is threatened or adversely affected by the 
acts or practices of a data broker that vio-
late this title, the State may bring a civil 
action on behalf of the residents of that 
State in a district court of the United States 
of appropriate jurisdiction, or any other 
court of competent jurisdiction, to— 

(A) enjoin that act or practice; 
(B) enforce compliance with this title; or 
(C) obtain civil penalties of not more than 

$1,000 per violation per day while such viola-
tions persist, up to a maximum of $250,000 
per violation. 

(2) NOTICE.— 
(A) IN GENERAL.—Before filing an action 

under this subsection, the attorney general 
of the State involved shall provide to the 
Federal Trade Commission— 

(i) a written notice of that action; and 
(ii) a copy of the complaint for that action. 
(B) EXCEPTION.—Subparagraph (A) shall 

not apply with respect to the filing of an ac-
tion by an attorney general of a State under 
this subsection, if the attorney general of a 
State determines that it is not feasible to 
provide the notice described in subparagraph 
(A) before the filing of the action. 

(C) NOTIFICATION WHEN PRACTICABLE.—In an 
action described under subparagraph (B), the 
attorney general of a State shall provide the 
written notice and the copy of the complaint 
to the Federal Trade Commission as soon 
after the filing of the complaint as prac-
ticable. 

(3) FEDERAL TRADE COMMISSION AUTHOR-
ITY.—Upon receiving notice under paragraph 
(2), the Federal Trade Commission shall have 
the right to— 
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(A) move to stay the action, pending the 

final disposition of a pending Federal pro-
ceeding or action as described in paragraph 
(4); 

(B) intervene in an action brought under 
paragraph (1); and 

(C) file petitions for appeal. 
(4) PENDING PROCEEDINGS.—If the Federal 

Trade Commission has instituted a pro-
ceeding or civil action for a violation of this 
title, no attorney general of a State may, 
during the pendency of such proceeding or 
civil action, bring an action under this sub-
section against any defendant named in such 
civil action for any violation that is alleged 
in that civil action. 

(5) RULE OF CONSTRUCTION.—For purposes 
of bringing any civil action under paragraph 
(1), nothing in this title shall be construed to 
prevent an attorney general of a State from 
exercising the powers conferred on the attor-
ney general by the laws of that State to— 

(A) conduct investigations; 
(B) administer oaths and affirmations; or 
(C) compel the attendance of witnesses or 

the production of documentary and other 
evidence. 

(6) VENUE; SERVICE OF PROCESS.— 
(A) VENUE.—Any action brought under this 

subsection may be brought in the district 
court of the United States that meets appli-
cable requirements relating to venue under 
section 1391 of title 28, United States Code. 

(B) SERVICE OF PROCESS.—In an action 
brought under this subsection, process may 
be served in any district in which the defend-
ant— 

(i) is an inhabitant; or 
(ii) may be found. 
(d) NO PRIVATE CAUSE OF ACTION.—Nothing 

in this title establishes a private cause of ac-
tion against a data broker for violation of 
any provision of this title. 
SEC. 203. RELATION TO STATE LAWS. 

No requirement or prohibition may be im-
posed under the laws of any State with re-
spect to any subject matter regulated under 
section 201, relating to individual access to, 
and correction of, personal electronic 
records held by data brokers. 
SEC. 204. EFFECTIVE DATE. 

This title shall take effect 180 days after 
the date of enactment of this Act. 

TITLE III—PRIVACY AND SECURITY OF 
PERSONALLY IDENTIFIABLE INFORMA-
TION 
Subtitle A—A Data Privacy and Security 

Program 
SEC. 301. PURPOSE AND APPLICABILITY OF DATA 

PRIVACY AND SECURITY PROGRAM. 
(a) PURPOSE.—The purpose of this subtitle 

is to ensure standards for developing and im-
plementing administrative, technical, and 
physical safeguards to protect the security 
of sensitive personally identifiable informa-
tion. 

(b) IN GENERAL.—A business entity engag-
ing in interstate commerce that involves 
collecting, accessing, transmitting, using, 
storing, or disposing of sensitive personally 
identifiable information in electronic or dig-
ital form on 10,000 or more United States 
persons is subject to the requirements for a 
data privacy and security program under 
section 302 for protecting sensitive person-
ally identifiable information. 

(c) LIMITATIONS.—Notwithstanding any 
other obligation under this subtitle, this 
subtitle does not apply to: 

(1) FINANCIAL INSTITUTIONS.—Financial in-
stitutions— 

(A) subject to the data security require-
ments and implementing regulations under 
the Gramm-Leach-Bliley Act (15 U.S.C. 6801 
et seq.); and 

(B) subject to— 

(i) examinations for compliance with the 
requirements of this Act by a Federal Func-
tional Regulator or State Insurance Author-
ity (as those terms are defined in section 509 
of the Gramm-Leach-Bliley Act (15 U.S.C. 
6809)); or 

(ii) compliance with part 314 of title 16, 
Code of Federal Regulations. 

(2) HIPPA REGULATED ENTITIES.— 
(A) COVERED ENTITIES.—Covered entities 

subject to the Health Insurance Portability 
and Accountability Act of 1996 (42 U.S.C. 1301 
et seq.), including the data security require-
ments and implementing regulations of that 
Act. 

(B) BUSINESS ENTITIES.—A business entity 
shall be deemed in compliance with the pri-
vacy and security program requirements 
under section 302 if the business entity is 
acting as a ‘‘business associate’’ as that term 
is defined in the Health Insurance Port-
ability and Accountability Act of 1996 (42 
U.S.C. 1301 et seq.) and is in compliance with 
requirements imposed under that Act and its 
implementing regulations. 

(3) PUBLIC RECORDS.—Public records not 
otherwise subject to a confidentiality or 
nondisclosure requirement, or information 
obtained from a news report or periodical. 

(d) SAFE HARBORS.— 
(1) IN GENERAL.—A business entity shall be 

deemed in compliance with the privacy and 
security program requirements under section 
302 if the business entity complies with or 
provides protection equal to industry stand-
ards, as identified by the Federal Trade Com-
mission, that are applicable to the type of 
sensitive personally identifiable information 
involved in the ordinary course of business of 
such business entity. 

(2) LIMITATION.—Nothing in this subsection 
shall be construed to permit, and nothing 
does permit, the Federal Trade Commission 
to issue regulations requiring, or according 
greater legal status to, the implementation 
of or application of a specific technology or 
technological specifications for meeting the 
requirements of this title. 
SEC. 302. REQUIREMENTS FOR A PERSONAL 

DATA PRIVACY AND SECURITY PRO-
GRAM. 

(a) PERSONAL DATA PRIVACY AND SECURITY 
PROGRAM.—A business entity subject to this 
subtitle shall comply with the following 
safeguards and any other administrative, 
technical, or physical safeguards identified 
by the Federal Trade Commission in a rule-
making process pursuant to section 553 of 
title 5, United States Code, for the protec-
tion of sensitive personally identifiable in-
formation: 

(1) SCOPE.—A business entity shall imple-
ment a comprehensive personal data privacy 
and security program that includes adminis-
trative, technical, and physical safeguards 
appropriate to the size and complexity of the 
business entity and the nature and scope of 
its activities. 

(2) DESIGN.—The personal data privacy and 
security program shall be designed to— 

(A) ensure the privacy, security, and con-
fidentiality of sensitive personally identi-
fying information; 

(B) protect against any anticipated 
vulnerabilities to the privacy, security, or 
integrity of sensitive personally identifying 
information; and 

(C) protect against unauthorized access to 
use of sensitive personally identifying infor-
mation that could result in substantial harm 
or inconvenience to any individual. 

(3) RISK ASSESSMENT.—A business entity 
shall— 

(A) identify reasonably foreseeable inter-
nal and external vulnerabilities that could 
result in unauthorized access, disclosure, 
use, or alteration of sensitive personally 
identifiable information or systems con-

taining sensitive personally identifiable in-
formation; 

(B) assess the likelihood of and potential 
damage from unauthorized access, disclo-
sure, use, or alteration of sensitive person-
ally identifiable information; 

(C) assess the sufficiency of its policies, 
technologies, and safeguards in place to con-
trol and minimize risks from unauthorized 
access, disclosure, use, or alteration of sen-
sitive personally identifiable information; 
and 

(D) assess the vulnerability of sensitive 
personally identifiable information during 
destruction and disposal of such information, 
including through the disposal or retirement 
of hardware. 

(4) RISK MANAGEMENT AND CONTROL.—Each 
business entity shall— 

(A) design its personal data privacy and se-
curity program to control the risks identi-
fied under paragraph (3); and 

(B) adopt measures commensurate with the 
sensitivity of the data as well as the size, 
complexity, and scope of the activities of the 
business entity that— 

(i) control access to systems and facilities 
containing sensitive personally identifiable 
information, including controls to authen-
ticate and permit access only to authorized 
individuals; 

(ii) detect actual and attempted fraudu-
lent, unlawful, or unauthorized access, dis-
closure, use, or alteration of sensitive per-
sonally identifiable information, including 
by employees and other individuals other-
wise authorized to have access; 

(iii) protect sensitive personally identifi-
able information during use, transmission, 
storage, and disposal by encryption, redac-
tion, or access controls that are widely ac-
cepted as an effective industry practice or 
industry standard, or other reasonable 
means (including as directed for disposal of 
records under section 628 of the Fair Credit 
Reporting Act (15 U.S.C. 1681w) and the im-
plementing regulations of such Act as set 
forth in section 682 of title 16, Code of Fed-
eral Regulations); 

(iv) ensure that sensitive personally identi-
fiable information is properly destroyed and 
disposed of, including during the destruction 
of computers, diskettes, and other electronic 
media that contain sensitive personally 
identifiable information ; 

(v) trace access to records containing sen-
sitive personally identifiable information so 
that the business entity can determine who 
accessed or acquired such sensitive person-
ally identifiable information pertaining to 
specific individuals; and 

(vi) ensure that no third party or customer 
of the business entity is authorized to access 
or acquire sensitive personally identifiable 
information without the business entity first 
performing sufficient due diligence to ascer-
tain, with reasonable certainty, that such in-
formation is being sought for a valid legal 
purpose. 

(b) TRAINING.—Each business entity sub-
ject to this subtitle shall take steps to en-
sure employee training and supervision for 
implementation of the data security pro-
gram of the business entity. 

(c) VULNERABILITY TESTING.— 
(1) IN GENERAL.—Each business entity sub-

ject to this subtitle shall take steps to en-
sure regular testing of key controls, sys-
tems, and procedures of the personal data 
privacy and security program to detect, pre-
vent, and respond to attacks or intrusions, 
or other system failures. 

(2) FREQUENCY.—The frequency and nature 
of the tests required under paragraph (1) 
shall be determined by the risk assessment 
of the business entity under subsection 
(a)(3). 

VerDate Nov 24 2008 00:00 Jul 29, 2009 Jkt 079060 PO 00000 Frm 00067 Fmt 0624 Sfmt 0634 E:\RECORD09\S22JY9.REC S22JY9m
m

ah
er

 o
n 

M
IK

E
T

E
M

P
 w

ith
 C

O
N

G
-R

E
C

-O
N

LI
N

E



CONGRESSIONAL RECORD — SENATES7876 July 22, 2009 
(d) RELATIONSHIP TO SERVICE PROVIDERS.— 

In the event a business entity subject to this 
subtitle engages service providers not sub-
ject to this subtitle, such business entity 
shall— 

(1) exercise appropriate due diligence in se-
lecting those service providers for respon-
sibilities related to sensitive personally 
identifiable information, and take reason-
able steps to select and retain service pro-
viders that are capable of maintaining ap-
propriate safeguards for the security, pri-
vacy, and integrity of the sensitive person-
ally identifiable information at issue; and 

(2) require those service providers by con-
tract to implement and maintain appro-
priate measures designed to meet the objec-
tives and requirements governing entities 
subject to section 301, this section, and sub-
title B. 

(e) PERIODIC ASSESSMENT AND PERSONAL 
DATA PRIVACY AND SECURITY MODERNIZA-
TION.—Each business entity subject to this 
subtitle shall on a regular basis monitor, 
evaluate, and adjust, as appropriate its data 
privacy and security program in light of any 
relevant changes in— 

(1) technology; 
(2) the sensitivity of personally identifi-

able information; 
(3) internal or external threats to person-

ally identifiable information; and 
(4) the changing business arrangements of 

the business entity, such as— 
(A) mergers and acquisitions; 
(B) alliances and joint ventures; 
(C) outsourcing arrangements; 
(D) bankruptcy; and 
(E) changes to sensitive personally identi-

fiable information systems. 
(f) IMPLEMENTATION TIMELINE.—Not later 

than 1 year after the date of enactment of 
this Act, a business entity subject to the pro-
visions of this subtitle shall implement a 
data privacy and security program pursuant 
to this subtitle. 
SEC. 303. ENFORCEMENT. 

(a) CIVIL PENALTIES.— 
(1) IN GENERAL.—Any business entity that 

violates the provisions of sections 301 or 302 
shall be subject to civil penalties of not more 
than $5,000 per violation per day while such 
a violation exists, with a maximum of 
$500,000 per violation. 

(2) INTENTIONAL OR WILLFUL VIOLATION.—A 
business entity that intentionally or will-
fully violates the provisions of sections 301 
or 302 shall be subject to additional penalties 
in the amount of $5,000 per violation per day 
while such a violation exists, with a max-
imum of an additional $500,000 per violation. 

(3) EQUITABLE RELIEF.—A business entity 
engaged in interstate commerce that vio-
lates this section may be enjoined from fur-
ther violations by a court of competent ju-
risdiction. 

(4) OTHER RIGHTS AND REMEDIES.—The 
rights and remedies available under this sec-
tion are cumulative and shall not affect any 
other rights and remedies available under 
law. 

(b) FEDERAL TRADE COMMISSION AUTHOR-
ITY.—Any data broker shall have the provi-
sions of this subtitle enforced against it by 
the Federal Trade Commission. 

(c) STATE ENFORCEMENT.— 
(1) CIVIL ACTIONS.—In any case in which the 

attorney general of a State or any State or 
local law enforcement agency authorized by 
the State attorney general or by State stat-
ute to prosecute violations of consumer pro-
tection law, has reason to believe that an in-
terest of the residents of that State has been 
or is threatened or adversely affected by the 
acts or practices of a data broker that vio-
late this subtitle, the State may bring a civil 
action on behalf of the residents of that 

State in a district court of the United States 
of appropriate jurisdiction, or any other 
court of competent jurisdiction, to— 

(A) enjoin that act or practice; 
(B) enforce compliance with this subtitle; 

or 
(C) obtain civil penalties of not more than 

$5,000 per violation per day while such viola-
tions persist, up to a maximum of $500,000 
per violation. 

(2) NOTICE.— 
(A) IN GENERAL.—Before filing an action 

under this subsection, the attorney general 
of the State involved shall provide to the 
Federal Trade Commission— 

(i) a written notice of that action; and 
(ii) a copy of the complaint for that action. 
(B) EXCEPTION.—Subparagraph (A) shall 

not apply with respect to the filing of an ac-
tion by an attorney general of a State under 
this subsection, if the attorney general of a 
State determines that it is not feasible to 
provide the notice described in this subpara-
graph before the filing of the action. 

(C) NOTIFICATION WHEN PRACTICABLE.—In an 
action described under subparagraph (B), the 
attorney general of a State shall provide the 
written notice and the copy of the complaint 
to the Federal Trade Commission as soon 
after the filing of the complaint as prac-
ticable. 

(3) FEDERAL TRADE COMMISSION AUTHOR-
ITY.—Upon receiving notice under paragraph 
(2), the Federal Trade Commission shall have 
the right to— 

(A) move to stay the action, pending the 
final disposition of a pending Federal pro-
ceeding or action as described in paragraph 
(4); 

(B) intervene in an action brought under 
paragraph (1); and 

(C) file petitions for appeal. 
(4) PENDING PROCEEDINGS.—If the Federal 

Trade Commission has instituted a pro-
ceeding or action for a violation of this sub-
title or any regulations thereunder, no attor-
ney general of a State may, during the pend-
ency of such proceeding or action, bring an 
action under this subsection against any de-
fendant named in such criminal proceeding 
or civil action for any violation that is al-
leged in that proceeding or action. 

(5) RULE OF CONSTRUCTION.—For purposes 
of bringing any civil action under paragraph 
(1) nothing in this subtitle shall be construed 
to prevent an attorney general of a State 
from exercising the powers conferred on the 
attorney general by the laws of that State 
to— 

(A) conduct investigations; 
(B) administer oaths and affirmations; or 
(C) compel the attendance of witnesses or 

the production of documentary and other 
evidence. 

(6) VENUE; SERVICE OF PROCESS.— 
(A) VENUE.—Any action brought under this 

subsection may be brought in the district 
court of the United States that meets appli-
cable requirements relating to venue under 
section 1391 of title 28, United States Code. 

(B) SERVICE OF PROCESS.—In an action 
brought under this subsection, process may 
be served in any district in which the defend-
ant— 

(i) is an inhabitant; or 
(ii) may be found. 
(d) NO PRIVATE CAUSE OF ACTION.—Nothing 

in this subtitle establishes a private cause of 
action against a business entity for violation 
of any provision of this subtitle. 
SEC. 304. RELATION TO OTHER LAWS. 

(a) IN GENERAL.—No State may require any 
business entity subject to this subtitle to 
comply with any requirements with respect 
to administrative, technical, and physical 
safeguards for the protection of sensitive 
personally identifying information. 

(b) LIMITATIONS.—Nothing in this subtitle 
shall be construed to modify, limit, or super-
sede the operation of the Gramm-Leach-Bli-
ley Act or its implementing regulations, in-
cluding those adopted or enforced by States. 

Subtitle B—Security Breach Notification 
SEC. 311. NOTICE TO INDIVIDUALS. 

(a) IN GENERAL.—Any agency, or business 
entity engaged in interstate commerce, that 
uses, accesses, transmits, stores, disposes of 
or collects sensitive personally identifiable 
information shall, following the discovery of 
a security breach of such information, notify 
any resident of the United States whose sen-
sitive personally identifiable information 
has been, or is reasonably believed to have 
been, accessed, or acquired. 

(b) OBLIGATION OF OWNER OR LICENSEE.— 
(1) NOTICE TO OWNER OR LICENSEE.—Any 

agency, or business entity engaged in inter-
state commerce, that uses, accesses, trans-
mits, stores, disposes of, or collects sensitive 
personally identifiable information that the 
agency or business entity does not own or li-
cense shall notify the owner or licensee of 
the information following the discovery of a 
security breach involving such information. 

(2) NOTICE BY OWNER, LICENSEE OR OTHER 
DESIGNATED THIRD PARTY.—Nothing in this 
subtitle shall prevent or abrogate an agree-
ment between an agency or business entity 
required to give notice under this section 
and a designated third party, including an 
owner or licensee of the sensitive personally 
identifiable information subject to the secu-
rity breach, to provide the notifications re-
quired under subsection (a). 

(3) BUSINESS ENTITY RELIEVED FROM GIVING 
NOTICE.—A business entity obligated to give 
notice under subsection (a) shall be relieved 
of such obligation if an owner or licensee of 
the sensitive personally identifiable informa-
tion subject to the security breach, or other 
designated third party, provides such notifi-
cation. 

(c) TIMELINESS OF NOTIFICATION.— 
(1) IN GENERAL.—All notifications required 

under this section shall be made without un-
reasonable delay following the discovery by 
the agency or business entity of a security 
breach. 

(2) REASONABLE DELAY.—Reasonable delay 
under this subsection may include any time 
necessary to determine the scope of the secu-
rity breach, prevent further disclosures, and 
restore the reasonable integrity of the data 
system and provide notice to law enforce-
ment when required. 

(3) BURDEN OF PROOF.—The agency, busi-
ness entity, owner, or licensee required to 
provide notification under this section shall 
have the burden of demonstrating that all 
notifications were made as required under 
this subtitle, including evidence dem-
onstrating the reasons for any delay. 

(d) DELAY OF NOTIFICATION AUTHORIZED FOR 
LAW ENFORCEMENT PURPOSES.— 

(1) IN GENERAL.—If a Federal law enforce-
ment agency determines that the notifica-
tion required under this section would im-
pede a criminal investigation, such notifica-
tion shall be delayed upon written notice 
from such Federal law enforcement agency 
to the agency or business entity that experi-
enced the breach. 

(2) EXTENDED DELAY OF NOTIFICATION.—If 
the notification required under subsection 
(a) is delayed pursuant to paragraph (1), an 
agency or business entity shall give notice 30 
days after the day such law enforcement 
delay was invoked unless a Federal law en-
forcement agency provides written notifica-
tion that further delay is necessary. 

(3) LAW ENFORCEMENT IMMUNITY.—No cause 
of action shall lie in any court against any 
law enforcement agency for acts relating to 
the delay of notification for law enforcement 
purposes under this subtitle. 
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SEC. 312. EXEMPTIONS. 

(a) EXEMPTION FOR NATIONAL SECURITY AND 
LAW ENFORCEMENT.— 

(1) IN GENERAL.—Section 311 shall not 
apply to an agency or business entity if the 
agency or business entity certifies, in writ-
ing, that notification of the security breach 
as required by section 311 reasonably could 
be expected to— 

(A) cause damage to the national security; 
or 

(B) hinder a law enforcement investigation 
or the ability of the agency to conduct law 
enforcement investigations. 

(2) LIMITS ON CERTIFICATIONS.—An agency 
or business entity may not execute a certifi-
cation under paragraph (1) to— 

(A) conceal violations of law, inefficiency, 
or administrative error; 

(B) prevent embarrassment to a business 
entity, organization, or agency; or 

(C) restrain competition. 
(3) NOTICE.—In every case in which an 

agency or business agency issues a certifi-
cation under paragraph (1), the certification, 
accompanied by a description of the factual 
basis for the certification, shall be imme-
diately provided to the United States Secret 
Service. 

(4) SECRET SERVICE REVIEW OF CERTIFI-
CATIONS.— 

(A) IN GENERAL.—The United States Secret 
Service may review a certification provided 
by an agency under paragraph (3), and shall 
review a certification provided by a business 
entity under paragraph (3), to determine 
whether an exemption under paragraph (1) is 
merited. Such review shall be completed not 
later than 10 business days after the date of 
receipt of the certification, except as pro-
vided in paragraph (5)(C). 

(B) NOTICE.—Upon completing a review 
under subparagraph (A) the United States 
Secret Service shall immediately notify the 
agency or business entity, in writing, of its 
determination of whether an exemption 
under paragraph (1) is merited. 

(C) EXEMPTION.—The exemption under 
paragraph (1) shall not apply if the United 
States Secret Service determines under this 
paragraph that the exemption is not mer-
ited. 

(5) ADDITIONAL AUTHORITY OF THE SECRET 
SERVICE.— 

(A) IN GENERAL.—In determining under 
paragraph (4) whether an exemption under 
paragraph (1) is merited, the United States 
Secret Service may request additional infor-
mation from the agency or business entity 
regarding the basis for the claimed exemp-
tion, if such additional information is nec-
essary to determine whether the exemption 
is merited. 

(B) REQUIRED COMPLIANCE.—Any agency or 
business entity that receives a request for 
additional information under subparagraph 
(A) shall cooperate with any such request. 

(C) TIMING.—If the United States Secret 
Service requests additional information 
under subparagraph (A), the United States 
Secret Service shall notify the agency or 
business entity not later than 10 business 
days after the date of receipt of the addi-
tional information whether an exemption 
under paragraph (1) is merited. 

(b) SAFE HARBOR.—An agency or business 
entity will be exempt from the notice re-
quirements under section 311, if— 

(1) a risk assessment concludes that— 
(A) there is no significant risk that a secu-

rity breach has resulted in, or will result in, 
harm to the individuals whose sensitive per-
sonally identifiable information was subject 
to the security breach, with the encryption 
of such information establishing a presump-
tion that no significant risk exists; or 

(B) there is no significant risk that a secu-
rity breach has resulted in, or will result in, 

harm to the individuals whose sensitive per-
sonally identifiable information was subject 
to the security breach, with the rendering of 
such sensitive personally identifiable infor-
mation indecipherable through the use of 
best practices or methods, such as redaction, 
access controls, or other such mechanisms, 
which are widely accepted as an effective in-
dustry practice, or an effective industry 
standard, establishing a presumption that no 
significant risk exists; 

(2) without unreasonable delay, but not 
later than 45 days after the discovery of a se-
curity breach, unless extended by the United 
States Secret Service, the agency or business 
entity notifies the United States Secret 
Service, in writing, of— 

(A) the results of the risk assessment; and 
(B) its decision to invoke the risk assess-

ment exemption; and 
(3) the United States Secret Service does 

not indicate, in writing, within 10 business 
days from receipt of the decision, that notice 
should be given. 

(c) FINANCIAL FRAUD PREVENTION EXEMP-
TION.— 

(1) IN GENERAL.—A business entity will be 
exempt from the notice requirement under 
section 311 if the business entity utilizes or 
participates in a security program that— 

(A) is designed to block the use of the sen-
sitive personally identifiable information to 
initiate unauthorized financial transactions 
before they are charged to the account of the 
individual; and 

(B) provides for notice to affected individ-
uals after a security breach that has resulted 
in fraud or unauthorized transactions. 

(2) LIMITATION.—The exemption by this 
subsection does not apply if— 

(A) the information subject to the security 
breach includes sensitive personally identifi-
able information, other than a credit card or 
credit card security code, of any type of the 
sensitive personally identifiable information 
identified in section 3; or 

(B) the security breach includes both the 
individual’s credit card number and the indi-
vidual’s first and last name. 
SEC. 313. METHODS OF NOTICE. 

An agency or business entity shall be in 
compliance with section 311 if it provides 
both: 

(1) INDIVIDUAL NOTICE.—Notice to individ-
uals by 1 of the following means: 

(A) Written notification to the last known 
home mailing address of the individual in 
the records of the agency or business entity. 

(B) Telephone notice to the individual per-
sonally. 

(C) E-mail notice, if the individual has con-
sented to receive such notice and the notice 
is consistent with the provisions permitting 
electronic transmission of notices under sec-
tion 101 of the Electronic Signatures in Glob-
al and National Commerce Act (15 U.S.C. 
7001). 

(2) MEDIA NOTICE.—Notice to major media 
outlets serving a State or jurisdiction, if the 
number of residents of such State whose sen-
sitive personally identifiable information 
was, or is reasonably believed to have been, 
acquired by an unauthorized person exceeds 
5,000. 
SEC. 314. CONTENT OF NOTIFICATION. 

(a) IN GENERAL.—Regardless of the method 
by which notice is provided to individuals 
under section 313, such notice shall include, 
to the extent possible— 

(1) a description of the categories of sen-
sitive personally identifiable information 
that was, or is reasonably believed to have 
been, acquired by an unauthorized person; 

(2) a toll-free number— 
(A) that the individual may use to contact 

the agency or business entity, or the agent 
of the agency or business entity; and 

(B) from which the individual may learn 
what types of sensitive personally identifi-
able information the agency or business enti-
ty maintained about that individual; and 

(3) the toll-free contact telephone numbers 
and addresses for the major credit reporting 
agencies. 

(b) ADDITIONAL CONTENT.—Notwithstanding 
section 319, a State may require that a no-
tice under subsection (a) shall also include 
information regarding victim protection as-
sistance provided for by that State. 
SEC. 315. COORDINATION OF NOTIFICATION 

WITH CREDIT REPORTING AGEN-
CIES. 

If an agency or business entity is required 
to provide notification to more than 5,000 in-
dividuals under section 311(a), the agency or 
business entity shall also notify all con-
sumer reporting agencies that compile and 
maintain files on consumers on a nationwide 
basis (as defined in section 603(p) of the Fair 
Credit Reporting Act (15 U.S.C. 1681a(p)) of 
the timing and distribution of the notices. 
Such notice shall be given to the consumer 
credit reporting agencies without unreason-
able delay and, if it will not delay notice to 
the affected individuals, prior to the dis-
tribution of notices to the affected individ-
uals. 
SEC. 316. NOTICE TO LAW ENFORCEMENT. 

(a) SECRET SERVICE.—Any business entity 
or agency shall notify the United States Se-
cret Service of the fact that a security 
breach has occurred if— 

(1) the number of individuals whose sen-
sitive personally identifying information 
was, or is reasonably believed to have been 
acquired by an unauthorized person exceeds 
10,000; 

(2) the security breach involves a database, 
networked or integrated databases, or other 
data system containing the sensitive person-
ally identifiable information of more than 
1,000,000 individuals nationwide; 

(3) the security breach involves databases 
owned by the Federal Government; or 

(4) the security breach involves primarily 
sensitive personally identifiable information 
of individuals known to the agency or busi-
ness entity to be employees and contractors 
of the Federal Government involved in na-
tional security or law enforcement. 

(b) NOTICE TO OTHER LAW ENFORCEMENT 
AGENCIES.—The United States Secret Service 
shall be responsible for notifying— 

(1) the Federal Bureau of Investigation, if 
the security breach involves espionage, for-
eign counterintelligence, information pro-
tected against unauthorized disclosure for 
reasons of national defense or foreign rela-
tions, or Restricted Data (as that term is de-
fined in section 11y of the Atomic Energy 
Act of 1954 (42 U.S.C. 2014(y)), except for of-
fenses affecting the duties of the United 
States Secret Service under section 3056(a) of 
title 18, United States Code; 

(2) the United States Postal Inspection 
Service, if the security breach involves mail 
fraud; and 

(3) the attorney general of each State af-
fected by the security breach. 

(c) TIMING OF NOTICES.—The notices re-
quired under this section shall be delivered 
as follows: 

(1) Notice under subsection (a) shall be de-
livered as promptly as possible, but not later 
than 14 days after discovery of the events re-
quiring notice. 

(2) Notice under subsection (b) shall be de-
livered not later than 14 days after the Serv-
ice receives notice of a security breach from 
an agency or business entity. 
SEC. 317. ENFORCEMENT. 

(a) CIVIL ACTIONS BY THE ATTORNEY GEN-
ERAL.—The Attorney General may bring a 
civil action in the appropriate United States 
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district court against any business entity 
that engages in conduct constituting a viola-
tion of this subtitle and, upon proof of such 
conduct by a preponderance of the evidence, 
such business entity shall be subject to a 
civil penalty of not more than $1,000 per day 
per individual whose sensitive personally 
identifiable information was, or is reason-
ably believed to have been, accessed or ac-
quired by an unauthorized person, up to a 
maximum of $1,000,000 per violation, unless 
such conduct is found to be willful or inten-
tional. 

(b) INJUNCTIVE ACTIONS BY THE ATTORNEY 
GENERAL.— 

(1) IN GENERAL.—If it appears that a busi-
ness entity has engaged, or is engaged, in 
any act or practice constituting a violation 
of this subtitle, the Attorney General may 
petition an appropriate district court of the 
United States for an order— 

(A) enjoining such act or practice; or 
(B) enforcing compliance with this sub-

title. 
(2) ISSUANCE OF ORDER.—A court may issue 

an order under paragraph (1), if the court 
finds that the conduct in question con-
stitutes a violation of this subtitle. 

(c) OTHER RIGHTS AND REMEDIES.—The 
rights and remedies available under this sub-
title are cumulative and shall not affect any 
other rights and remedies available under 
law. 

(d) FRAUD ALERT.—Section 605A(b)(1) of the 
Fair Credit Reporting Act (15 U.S.C. 1681c– 
1(b)(1)) is amended by inserting ‘‘, or evi-
dence that the consumer has received notice 
that the consumer’s financial information 
has or may have been compromised,’’ after 
‘‘identity theft report’’. 
SEC. 318. ENFORCEMENT BY STATE ATTORNEYS 

GENERAL. 
(a) IN GENERAL.— 
(1) CIVIL ACTIONS.—In any case in which the 

attorney general of a State or any State or 
local law enforcement agency authorized by 
the State attorney general or by State stat-
ute to prosecute violations of consumer pro-
tection law, has reason to believe that an in-
terest of the residents of that State has been 
or is threatened or adversely affected by the 
engagement of a business entity in a practice 
that is prohibited under this subtitle, the 
State or the State or local law enforcement 
agency on behalf of the residents of the agen-
cy’s jurisdiction, may bring a civil action on 
behalf of the residents of the State or juris-
diction in a district court of the United 
States of appropriate jurisdiction or any 
other court of competent jurisdiction, in-
cluding a State court, to— 

(A) enjoin that practice; 
(B) enforce compliance with this subtitle; 

or 
(C) civil penalties of not more than $1,000 

per day per individual whose sensitive per-
sonally identifiable information was, or is 
reasonably believed to have been, accessed or 
acquired by an unauthorized person, up to a 
maximum of $1,000,000 per violation, unless 
such conduct is found to be willful or inten-
tional. 

(2) NOTICE.— 
(A) IN GENERAL.—Before filing an action 

under paragraph (1), the attorney general of 
the State involved shall provide to the At-
torney General of the United States— 

(i) written notice of the action; and 
(ii) a copy of the complaint for the action. 
(B) EXEMPTION.— 
(i) IN GENERAL.—Subparagraph (A) shall 

not apply with respect to the filing of an ac-
tion by an attorney general of a State under 
this subtitle, if the State attorney general 
determines that it is not feasible to provide 
the notice described in such subparagraph 
before the filing of the action. 

(ii) NOTIFICATION.—In an action described 
in clause (i), the attorney general of a State 
shall provide notice and a copy of the com-
plaint to the Attorney General at the time 
the State attorney general files the action. 

(b) FEDERAL PROCEEDINGS.—Upon receiving 
notice under subsection (a)(2), the Attorney 
General shall have the right to— 

(1) move to stay the action, pending the 
final disposition of a pending Federal pro-
ceeding or action; 

(2) initiate an action in the appropriate 
United States district court under section 
317 and move to consolidate all pending ac-
tions, including State actions, in such court; 

(3) intervene in an action brought under 
subsection (a)(2); and 

(4) file petitions for appeal. 
(c) PENDING PROCEEDINGS.—If the Attorney 

General has instituted a proceeding or action 
for a violation of this subtitle or any regula-
tions thereunder, no attorney general of a 
State may, during the pendency of such pro-
ceeding or action, bring an action under this 
subtitle against any defendant named in 
such criminal proceeding or civil action for 
any violation that is alleged in that pro-
ceeding or action. 

(d) CONSTRUCTION.—For purposes of bring-
ing any civil action under subsection (a), 
nothing in this subtitle regarding notifica-
tion shall be construed to prevent an attor-
ney general of a State from exercising the 
powers conferred on such attorney general 
by the laws of that State to— 

(1) conduct investigations; 
(2) administer oaths or affirmations; or 
(3) compel the attendance of witnesses or 

the production of documentary and other 
evidence. 

(e) VENUE; SERVICE OF PROCESS.— 
(1) VENUE.—Any action brought under sub-

section (a) may be brought in— 
(A) the district court of the United States 

that meets applicable requirements relating 
to venue under section 1391 of title 28, United 
States Code; or 

(B) another court of competent jurisdic-
tion. 

(2) SERVICE OF PROCESS.—In an action 
brought under subsection (a), process may be 
served in any district in which the defend-
ant— 

(A) is an inhabitant; or 
(B) may be found. 
(f) NO PRIVATE CAUSE OF ACTION.—Nothing 

in this subtitle establishes a private cause of 
action against a business entity for violation 
of any provision of this subtitle. 
SEC. 319. EFFECT ON FEDERAL AND STATE LAW. 

The provisions of this subtitle shall super-
sede any other provision of Federal law or 
any provision of law of any State relating to 
notification by a business entity engaged in 
interstate commerce or an agency of a secu-
rity breach, except as provided in section 
314(b). 
SEC. 320. AUTHORIZATION OF APPROPRIATIONS. 

There are authorized to be appropriated 
such sums as may be necessary to cover the 
costs incurred by the United States Secret 
Service to carry out investigations and risk 
assessments of security breaches as required 
under this subtitle. 
SEC. 321. REPORTING ON RISK ASSESSMENT EX-

EMPTIONS. 
The United States Secret Service shall re-

port to Congress not later than 18 months 
after the date of enactment of this Act, and 
upon the request by Congress thereafter, 
on— 

(1) the number and nature of the security 
breaches described in the notices filed by 
those business entities invoking the risk as-
sessment exemption under section 312(b) and 
the response of the United States Secret 
Service to such notices; and 

(2) the number and nature of security 
breaches subject to the national security and 
law enforcement exemptions under section 
312(a), provided that such report may not 
disclose the contents of any risk assessment 
provided to the United States Secret Service 
pursuant to this subtitle. 
SEC. 322. EFFECTIVE DATE. 

This subtitle shall take effect on the expi-
ration of the date which is 90 days after the 
date of enactment of this Act. 

Subtitle C—Office of Federal Identity 
Protection 

SEC. 331. OFFICE OF FEDERAL IDENTITY PRO-
TECTION. 

(a) ESTABLISHMENT.—There is established 
in the Federal Trade Commission an Office 
of Federal Identity Protection. 

(b) DUTIES.—The Office of Federal Identity 
Protection shall be responsible for assisting 
each consumer with— 

(1) addressing the consequences of the theft 
or compromise of the personally identifiable 
information of that consumer; 

(2) accessing remedies provided under Fed-
eral law and providing information about 
remedies available under State law; 

(3) restoring the accuracy of— 
(A) the personally identifiable information 

of that consumer; and 
(B) records containing the personally iden-

tifiable information of that consumer that 
were stolen or compromised; and 

(4) retrieving any stolen or compromised 
personally identifiable information of that 
consumer. 

(c) ACTIVITIES.—In order to perform the du-
ties required under subsection (b), the Office 
of Federal Identity Protection shall carry 
out the following activities: 

(1) Establish a website, easily and con-
spicuously accessible from ftc.gov, dedicated 
to assisting consumers with the retrieval of 
the stolen or compromised personally identi-
fiable information of the consumer. 

(2) Maintain a toll-free phone number to 
help answer questions concerning identity 
theft from consumers. 

(3) Establish online and offline consumer- 
service teams to assist consumers seeking 
the retrieval of the personally identifiable 
information of the consumer. 

(4) Provide guidance and information to 
service organizations or pro bono legal serv-
ices programs that offer individualized as-
sistance or counseling to victims of identity 
theft. 

(5) Establish a reasonable standard for de-
termining when an individual becomes a vic-
tim of identity theft. 

(6) Issue certifications to individuals who, 
under the standard described in paragraph 
(5), are identity theft victims. 

(7) Permit an individual to use the Office of 
Federal Identity Protection certification— 

(A) in all Federal, State, and local jurisdic-
tions, in lieu of a police report or any other 
document required by State or local law, as 
a prerequisite to accessing business records 
of transactions done by someone claiming to 
be the individual; and 

(B) to establish the eligibility of that indi-
vidual for— 

(i) the fraud alert protections under sec-
tion 605A of the Fair Credit Reporting Act 
(15 U.S.C. 1681c–1); and 

(ii) the reporting protections under section 
605B(a) of the Fair Credit Reporting Act (15 
U.S.C. 1681c–2(a)). 

(8) Coordinate, as the Office determines 
necessary, with the designated Chief Privacy 
Officer of each Federal agency, or any other 
designated senior official in such agency in 
charge of privacy, in order to meet the du-
ties of assisting consumers as required under 
subsection (b). 

(9) In addition to the requirements in para-
graphs (1) through (7), the Federal Trade 
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CONGRESSIONAL RECORD — SENATE S7879 July 22, 2009 
Commission shall promulgate regulations 
that enable the Office of Federal Identity 
Protection to help consumers restore their 
stolen or otherwise compromised personally 
identifiable information quickly and inex-
pensively. 

(d) AUTHORIZATION OF APPROPRIATIONS.— 
There are authorized to be appropriated for 
the Office of Federal Identity Protection 
such sums as are necessary for fiscal year 
2010 and each of the 4 succeeding fiscal years. 

TITLE IV—GOVERNMENT ACCESS TO AND 
USE OF COMMERCIAL DATA 

SEC. 401. GENERAL SERVICES ADMINISTRATION 
REVIEW OF CONTRACTS. 

(a) IN GENERAL.—In considering contract 
awards totaling more than $500,000 and en-
tered into after the date of enactment of this 
Act with data brokers, the Administrator of 
the General Services Administration shall 
evaluate— 

(1) the data privacy and security program 
of a data broker to ensure the privacy and 
security of data containing personally iden-
tifiable information, including whether such 
program adequately addresses privacy and 
security threats created by malicious soft-
ware or code, or the use of peer-to-peer file 
sharing software; 

(2) the compliance of a data broker with 
such program; 

(3) the extent to which the databases and 
systems containing personally identifiable 
information of a data broker have been com-
promised by security breaches; and 

(4) the response by a data broker to such 
breaches, including the efforts by such data 
broker to mitigate the impact of such secu-
rity breaches. 

(b) COMPLIANCE SAFE HARBOR.—The data 
privacy and security program of a data 
broker shall be deemed sufficient for the pur-
poses of subsection (a), if the data broker 
complies with or provides protection equal 
to industry standards, as identified by the 
Federal Trade Commission, that are applica-
ble to the type of personally identifiable in-
formation involved in the ordinary course of 
business of such data broker. 

(c) PENALTIES.—In awarding contracts with 
data brokers for products or services related 
to access, use, compilation, distribution, 
processing, analyzing, or evaluating person-
ally identifiable information, the Adminis-
trator of the General Services Administra-
tion shall— 

(1) include monetary or other penalties— 
(A) for failure to comply with subtitles A 

and B of title III; or 
(B) if a contractor knows or has reason to 

know that the personally identifiable infor-
mation being provided is inaccurate, and 
provides such inaccurate information; and 

(2) require a data broker that engages serv-
ice providers not subject to subtitle A of 
title III for responsibilities related to sen-
sitive personally identifiable information 
to— 

(A) exercise appropriate due diligence in 
selecting those service providers for respon-
sibilities related to personally identifiable 
information; 

(B) take reasonable steps to select and re-
tain service providers that are capable of 
maintaining appropriate safeguards for the 
security, privacy, and integrity of the per-
sonally identifiable information at issue; and 

(C) require such service providers, by con-
tract, to implement and maintain appro-
priate measures designed to meet the objec-
tives and requirements in title III. 

(d) LIMITATION.—The penalties under sub-
section (c) shall not apply to a data broker 
providing information that is accurately and 
completely recorded from a public record 
source or licensor. 

SEC. 402. REQUIREMENT TO AUDIT INFORMA-
TION SECURITY PRACTICES OF CON-
TRACTORS AND THIRD PARTY BUSI-
NESS ENTITIES. 

Section 3544(b) of title 44, United States 
Code, is amended— 

(1) in paragraph (7)(C)(iii), by striking 
‘‘and’’ after the semicolon; 

(2) in paragraph (8), by striking the period 
and inserting ‘‘; and’’; and 

(3) by adding at the end the following: 
‘‘(9) procedures for evaluating and auditing 

the information security practices of con-
tractors or third party business entities sup-
porting the information systems or oper-
ations of the agency involving personally 
identifiable information (as that term is de-
fined in section 3 of the Personal Data Pri-
vacy and Security Act of 2009) and ensuring 
remedial action to address any significant 
deficiencies.’’. 
SEC. 403. PRIVACY IMPACT ASSESSMENT OF GOV-

ERNMENT USE OF COMMERCIAL IN-
FORMATION SERVICES CONTAINING 
PERSONALLY IDENTIFIABLE INFOR-
MATION. 

(a) IN GENERAL.—Section 208(b)(1) of the E- 
Government Act of 2002 (44 U.S.C. 3501 note) 
is amended— 

(1) in subparagraph (A)(i), by striking ‘‘or’’; 
and 

(2) in subparagraph (A)(ii), by striking the 
period and inserting ‘‘; or’’; and 

(3) by inserting after clause (ii) the fol-
lowing: 

‘‘(iii) purchasing or subscribing for a fee to 
personally identifiable information from a 
data broker (as such terms are defined in 
section 3 of the Personal Data Privacy and 
Security Act of 2009).’’. 

(b) LIMITATION.—Notwithstanding any 
other provision of law, commencing 1 year 
after the date of enactment of this Act, no 
Federal agency may enter into a contract 
with a data broker to access for a fee any 
database consisting primarily of personally 
identifiable information concerning United 
States persons (other than news reporting or 
telephone directories) unless the head of 
such department or agency— 

(1) completes a privacy impact assessment 
under section 208 of the E-Government Act of 
2002 (44 U.S.C. 3501 note), which shall subject 
to the provision in that Act pertaining to 
sensitive information, include a description 
of— 

(A) such database; 
(B) the name of the data broker from 

whom it is obtained; and 
(C) the amount of the contract for use; 
(2) adopts regulations that specify— 
(A) the personnel permitted to access, ana-

lyze, or otherwise use such databases; 
(B) standards governing the access, anal-

ysis, or use of such databases; 
(C) any standards used to ensure that the 

personally identifiable information accessed, 
analyzed, or used is the minimum necessary 
to accomplish the intended legitimate pur-
pose of the Federal agency; 

(D) standards limiting the retention and 
redisclosure of personally identifiable infor-
mation obtained from such databases; 

(E) procedures ensuring that such data 
meet standards of accuracy, relevance, com-
pleteness, and timeliness; 

(F) the auditing and security measures to 
protect against unauthorized access, anal-
ysis, use, or modification of data in such 
databases; 

(G) applicable mechanisms by which indi-
viduals may secure timely redress for any 
adverse consequences wrongly incurred due 
to the access, analysis, or use of such data-
bases; 

(H) mechanisms, if any, for the enforce-
ment and independent oversight of existing 
or planned procedures, policies, or guide-
lines; and 

(I) an outline of enforcement mechanisms 
for accountability to protect individuals and 
the public against unlawful or illegitimate 
access or use of databases; and 

(3) incorporates into the contract or other 
agreement totaling more than $500,000, provi-
sions— 

(A) providing for penalties— 
(i) for failure to comply with title III of 

this Act; or 
(ii) if the entity knows or has reason to 

know that the personally identifiable infor-
mation being provided to the Federal depart-
ment or agency is inaccurate, and provides 
such inaccurate information; and 

(B) requiring a data broker that engages 
service providers not subject to subtitle A of 
title III for responsibilities related to sen-
sitive personally identifiable information 
to— 

(i) exercise appropriate due diligence in se-
lecting those service providers for respon-
sibilities related to personally identifiable 
information; 

(ii) take reasonable steps to select and re-
tain service providers that are capable of 
maintaining appropriate safeguards for the 
security, privacy, and integrity of the per-
sonally identifiable information at issue; and 

(iii) require such service providers, by con-
tract, to implement and maintain appro-
priate measures designed to meet the objec-
tives and requirements in title III. 

(c) LIMITATION ON PENALTIES.—The pen-
alties under subsection (b)(3)(A) shall not 
apply to a data broker providing information 
that is accurately and completely recorded 
from a public record source. 

(d) STUDY OF GOVERNMENT USE.— 
(1) SCOPE OF STUDY.—Not later than 180 

days after the date of enactment of this Act, 
the Comptroller General of the United States 
shall conduct a study and audit and prepare 
a report on Federal agency actions to ad-
dress the recommendations in the Govern-
ment Accountability Office’s April 2006 re-
port on agency adherence to key privacy 
principles in using data brokers or commer-
cial databases containing personally identifi-
able information. 

(2) REPORT.—A copy of the report required 
under paragraph (1) shall be submitted to 
Congress. 
SEC. 404. IMPLEMENTATION OF CHIEF PRIVACY 

OFFICER REQUIREMENTS. 
(a) DESIGNATION OF THE CHIEF PRIVACY OF-

FICER.—Pursuant to the requirements under 
section 522 of the Transportation, Treasury, 
Independent Agencies, and General Govern-
ment Appropriations Act, 2005 (division H of 
Public Law 108–447; 118 Stat. 3199) that each 
agency designate a Chief Privacy Officer, the 
Department of Justice shall implement such 
requirements by designating a department- 
wide Chief Privacy Officer, whose primary 
role shall be to fulfill the duties and respon-
sibilities of Chief Privacy Officer and who 
shall report directly to the Deputy Attorney 
General. 

(b) DUTIES AND RESPONSIBILITIES OF CHIEF 
PRIVACY OFFICER.—In addition to the duties 
and responsibilities outlined under section 
522 of the Transportation, Treasury, Inde-
pendent Agencies, and General Government 
Appropriations Act, 2005 (division H of Pub-
lic Law 108–447; 118 Stat. 3199), the Depart-
ment of Justice Chief Privacy Officer shall— 

(1) oversee the Department of Justice’s im-
plementation of the requirements under sec-
tion 403 to conduct privacy impact assess-
ments of the use of commercial data con-
taining personally identifiable information 
by the Department; and 

(2) coordinate with the Privacy and Civil 
Liberties Oversight Board, established in the 
Intelligence Reform and Terrorism Preven-
tion Act of 2004 (Public Law 108–458), in im-
plementing this section. 
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By Mr. LEVIN (for himself and 

Mr. MCCAIN): 
S. 1491. A bill to amend the Internal 

Revenue Code of 1986 to provide that 
corporate tax benefits based upon 
stock option compensation expenses be 
consistent with accounting expenses 
shown in corporate financial state-
ments for such compensation; to the 
Committee on Finance. 

Mr. LEVIN. Mr. President, Senator 
MCCAIN and I are introducing today a 
bill to eliminate Federal corporate tax 
breaks that give special tax treatment 
to corporations that pay their execu-
tives with stock options. It is called 
the Ending excessive Corporate Deduc-
tions for Stock Options Act, and it has 
been endorsed by OMB Watch, the Con-
sumer Federation of America, the Tax 
Justice Network-USA, and the AFL– 
CIO. 

We are in a financial crisis. We are 
spending hundreds of billions of tax-
payer dollars to try to stop the housing 
bust and prop up Wall Street. Too 
many of the middle class are watching 
the American dream slip away, while 
executives are getting mutli-million 
dollar compensation packages. 

At the same time, mismatched stock 
option accounting and tax rules are 
shortchanging the Treasury to the tune 
of billions of dollars each year, while 
fueling the growing chasm between ex-
ecutive pay and average worker pay. 
The mismatch is this: companies are 
allowed to report one set of stock op-
tion compensation expenses to inves-
tors and the public through their pub-
lic financial statements, and a com-
pletely different set of expenses to the 
Internal Revenue Service, IRS, on their 
tax returns. Put simply, our precious 
tax dollars are being wasted by an out-
dated and unfair corporate tax loophole 
that encourages corporations to hand 
out massive stock option grants to 
their executives. It is time to put an 
end to the excessive tax deductions 
being reaped by corporations at tax-
payers’ expense. 

J.P. Morgan once said that executive 
pay should not exceed 20 times average 
worker pay. In the United States, in 
1990, average pay for the chief execu-
tive officer of a large U.S. corporation 
was 100 times average worker pay. Re-
cently, CEO pay was nearly 400 times 
that of the average worker. 

The single biggest factor responsible 
for this massive pay gap is stock op-
tions. Stock options are a huge con-
tributor to executive pay. A key factor 
encouraging companies to pay their ex-
ecutives with stock options is the mis-
guided Federal tax system that favors 
stock options over other types of com-
pensation. Stock options give employ-
ees the right to buy company stock at 
a set price for a specified period of 
time, often 5 or 10 years. Virtually 
every CEO in America is paid with 
stock options, which are a major con-
tributor to sky-high executive pay. Ac-
cording to Forbes magazine, in 2008, 
the CEOs at the 500 largest U.S. compa-
nies took home a combined $5.7 billion, 
averaging $11.4 million each. 

For example, according to an Equilar 
Inc. analysis of 2008 filings with the Se-
curities and Exchange Commission, 
SEC, Oracle Corporation’s CEO was 
granted options estimated in value at 
more than $71 million just last year. 
That grant was on top of the pay he re-
ceived from vested and exercised stock 
options given to him by his company in 
the past. In 2008 alone, those stock op-
tions amounted to a personal gain of 
more than $543 million. That is $543 
million in stock option gains in a sin-
gle year. Stunningly, his company gets 
to deduct this outlandish ‘‘compensa-
tion’’ from its taxes—even though the 
company never paid him that amount, 
and even though the existing tax code 
generally limits corporate deductions 
for executive pay to $1 million per ex-
ecutive. 

Oracle’s CEO was not alone. Equilar 
has identified dozens of U.S. executives 
who obtained tens of millions or even 
hundreds of millions of dollars from 
stock options in 2008. For example, the 
CEO of Qualcomm Inc., had $209 mil-
lion in stock options gains in 2008, 
while the CEO of Occidental Petroleum 
had gains of $184 million. 

Between the repricing of some stock 
options and grants being made while 
stock prices are low, the recent stock 
market recovery will likely mean that 
many executives will continue to reap 
astronomical stock option-related 
compensation, and their companies 
will continue to reap unwarranted tax 
deductions from stock options gains. 

Why do corporate executives have so 
many stock options to cash in? A key 
reason is that U.S. accounting rules 
allow companies to report their stock 
option expenses one way on the cor-
porate books, while Federal tax rules 
require them to report the same stock 
options a completely different way on 
their tax returns. In most cases, the re-
sulting book expense is far smaller 
than the resulting tax deduction. That 
means, under current U.S. accounting 
and tax rules, stock option tax deduc-
tions taken by corporations often far 
exceed the recorded stock option ex-
penses shown on the companies’ books. 
The result is a tax windfall. 

Stock options are the only type of 
compensation where the Federal tax 
code permits companies to claim a big-
ger deduction on their tax returns than 
the corresponding expense on their 
books. For all other types of compensa-
tion—cash, stock, bonuses, and more— 
the tax return deduction equals the 
book expense. In fact, companies can-
not deduct more than the compensa-
tion expense shown on their books, be-
cause that would be tax fraud. The sole 
exception to this rule is stock options. 
In the case of stock options, the tax 
code allows companies to claim a tax 
deduction that can be two, three, ten 
or one hundred times larger than the 
expense shown on their books. 

When a company’s compensation 
committee learns that stock options 
can produce a low compensation ex-
pense on the books, while generating a 

generous tax deduction that is multiple 
times larger, it creates a temptation 
for the company to pay its executives 
with stock options instead of cash or 
stock. It is a classic case of U.S. tax 
policy creating an unintended incen-
tive for corporations to act in a par-
ticular way. 

This bill is particularly timely given 
the new administration’s stated goals 
to close unfair corporate tax loopholes, 
strengthen tax fairness, and reign in 
excessive executive compensation. 
Given the current financial crisis, stag-
gering health care costs, and ongoing 
defense needs, now more than ever, we 
cannot afford this multi-billion dollar 
loss to the Treasury. 

To understand why this bill is needed 
it helps to understand how stock op-
tion accounting and tax rules got so 
out of kilter with each other in the 
first place. 

Calculating the cost of stock options 
may sound straightforward, but for 
years, companies and their account-
ants engaged the Financial Accounting 
Standards Board (FASB) in an all-out, 
knock-down battle over how companies 
should record stock option compensa-
tion expenses on their books. 

U.S. publicly traded corporations are 
required by law to follow Generally Ac-
cepted Accounting Principles, GAAP, 
issued by FASB, which is overseen by 
the SEC. For many years, GAAP al-
lowed U.S. companies to issue stock 
options to employees and, unlike any 
other type of compensation, report a 
zero compensation expense on their 
books, so long as, on the grant date, 
the stock option’s exercise price 
equaled the market price at which the 
stock could be sold. 

Assigning a zero value to stock op-
tions that routinely produce huge 
amounts of executive pay provoked 
deep disagreements within the ac-
counting community. In 1993, FASB 
proposed assigning a ‘‘fair value’’ to 
stock options on the date they are 
granted to an employee, using mathe-
matical valuation tools. FASB pro-
posed further that companies include 
that amount as a compensation ex-
pense on their financial statements. A 
battle over stock option expensing fol-
lowed, involving the accounting profes-
sion, corporate executives, FASB, the 
SEC, and Congress. 

In the end, after years of fighting and 
negotiation, FASB issued a new ac-
counting standard, Financial Account-
ing Standard, FAS, 123R, which was en-
dorsed by the SEC and became manda-
tory for all publicly traded corpora-
tions in 2005. In essence, FAS 123R re-
quires all companies to record a com-
pensation expense equal to the fair 
value on grant date of all stock options 
provided to an employee in exchange 
for the employee’s services. 

The details of this accounting rule 
are complex, because they reflect an ef-
fort to accommodate varying view-
points on the true cost of stock op-
tions. Companies are allowed to use a 
variety of mathematical models, for 
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example, to calculate a stock option’s 
fair value. Option grants that vest over 
time are expensed over the specified 
period so that, for example, a stock op-
tion which vests over four years results 
in 25 percent of the cost being expensed 
each year. If a stock option grant never 
vests, the rule allows any previously 
booked expense to be recovered. On the 
other hand, stock options that do vest 
are required to be fully expensed, even 
if never exercised, because the com-
pensation was actually awarded. These 
and other provisions of this hard- 
fought accounting rule reflect pains-
taking judgments on how to show a 
stock option’s value. 

Opponents of the new accounting rule 
had predicted that, if implemented, it 
would severely damage U.S. capital 
markets. They warned that stock op-
tion expensing would eliminate cor-
porate profits, discourage investment, 
depress stock prices, and stifle innova-
tion. 2006 was the first year in which 
all U.S. publicly traded companies 
were required to expense stock options. 
Instead of tumbling, both the New 
York Stock Exchange and Nasdaq 
turned in strong performances, as did 
initial public offerings by new compa-
nies. The dire predictions were wrong. 
Stock option expensing has been fully 
implemented without any detrimental 
impact to the markets. 

During the years the battle raged 
over stock option accounting, rel-
atively little attention was paid to the 
taxation of stock options. Section 83 of 
the tax code, first enacted in 1969 and 
still in place after four decades, is the 
key statutory provision. It essentially 
provides that, when an employee exer-
cises compensatory stock options, the 
employee must report as income the 
difference between what the employee 
paid to exercise the options and the 
market value of the stock received. 
The corporation can then take a mirror 
deduction for whatever amount of in-
come the employee realized. 

For example, suppose a company 
gave an executive options to buy 1 mil-
lion shares of the company stock at $10 
per share. Suppose, 5 years later, the 
executive exercised the options when 
the stock was selling at $30 per share. 
The executive’s income would be $20 
per share for a total of $20 million. The 
executive would declare $20 million as 
ordinary income, and in the same year, 
the company would take a cor-
responding tax deduction for $20 mil-
lion. 

The two main problems with this ap-
proach are that: the deduction amount 
is significantly greater than the value 
of what the company gave away, often 
years earlier, and the $20 million in in-
come obtained by the executive did not 
come out of the company’s coffers. In 
most cases, the $20 million was paid by 
unrelated parties on the stock market. 
Yet the tax code allowed the corpora-
tion to declare the $20 million as a 
business expense and take it as a tax 
deduction. The reasoning was that the 
exercise date value was the only way to 

get a clear figure for stock option tax 
deduction purposes. That reasoning 
lost its persuasive character, however, 
once consensus was reached on how to 
calculate stock option expenses when 
granted. 

Stock option accounting and tax 
rules have evolved separately over the 
years and are now at odds with each 
other. Accounting rules require compa-
nies to expense stock options on their 
books on the grant date. Tax rules pro-
vide that companies deduct stock op-
tion expenses on the exercise date. 
Companies have to report the grant 
date expense to investors on their fi-
nancial statements, and the exercise 
date expense on their tax returns. The 
financial statements report on all 
stock options granted during the year, 
while the tax returns report on all 
stock options exercised during the 
year. In short, company financial 
statements and tax returns identify ex-
penses for different groups of stock op-
tions, using different valuation meth-
ods, and resulting in widely divergent 
stock option expenses for the same 
year. 

To examine the nature and con-
sequences of the stock option book-tax 
differences, the Permanent Sub-
committee on Investigations, which I 
chair, initiated an investigation and 
held a hearing 2 years ago, in June 2007. 
Here is what we found. 

To test just how far the book and tax 
figures for stock options diverge, the 
Subcommittee contacted a number of 
companies to compare the stock option 
expenses they reported for accounting 
and tax purposes. The Subcommittee 
asked each company to identify stock 
options that had been exercised by one 
or more of its executives from 2002 to 
2006. The Subcommittee then asked 
each company to identify the com-
pensation expense they reported on 
their financial statements versus the 
compensation expense on their tax re-
turns. In addition, we asked the compa-
nies’ help in estimating what effect the 
new accounting rule would have had on 
their book expense if it had been in 
place when their stock options were 
granted. At the hearing, we disclosed 
the resulting stock option data for 9 
companies, including three companies 
that were asked to testify. The Sub-
committee very much appreciated the 
cooperation and assistance provided by 
the nine companies we worked with. 

The data provided by the companies 
showed that, under then existing rules, 
the nine companies showed a zero ex-
pense on their books for that stock op-
tions that had been awarded to their 
executives, but claimed millions of dol-
lars in tax deductions for the same 
compensation. The one exception was 
Occidential Petroleum which, in 2005, 
began voluntarily expensing its stock 
options, but even this company re-
ported significantly greater tax deduc-
tions than the stock option expenses 
shown on its books. When the Sub-
committee asked the companies what 
their book expense would have been if 

the new FASB rule had been in effect, 
all nine calculated book expenses that 
remained dramatically lower than 
their tax deductions. Altogether the 9 
companies calculated that they would 
have claimed $1 billion more in stock 
option tax deductions than they would 
have shown as book expenses, even 
using the tougher new accounting rule. 
Let me repeat that—just nine compa-
nies produced a stock option book-tax 
difference of more than $1 billion. 

KB Home, for example, is a company 
that builds residential homes. Its stock 
price had more than quadrupled over 
the past 10 years. Over the same time 
period, it had repeatedly granted stock 
options to its then CEO. Company 
records show that, over five years, KB 
Home gave him 5.5 million stock op-
tions of which, by 2006, he had exer-
cised more than 3 million. 

With respect to those 3 million stock 
options, KB Home recorded a zero ex-
pense on its books. Had the new ac-
counting rule been in effect, KB Home 
calculated that it would have reported 
on its books a compensation expense of 
about $11.5 million. KB Home also dis-
closed that the same 3 million stock 
options enabled it to claim compensa-
tion expenses on its tax returns total-
ing about $143.7 million. In other 
words, KB Home claimed a $143 million 
tax deduction for expenses that on its 
books, under current accounting rules, 
would have totaled $11.5 million. That’s 
a tax deduction 12 times bigger than 
the book expense. 

Occidental Petroleum disclosed a 
similar book-tax discrepancy. This 
company’s stock price had also sky-
rocketed, dramatically increasing the 
value of the 16 million stock options 
granted to its CEO since 1993. Of the 12 
million stock options the CEO actually 
exercised over a five-year period, Occi-
dental Petroleum claimed a $353 mil-
lion tax deduction for a book expense 
that, under current accounting rules, 
would have totaled just $29 million. 
That’s a book-tax difference of more 
than 1200 percent. 

Similar book-tax discrepancies ap-
plied to the other companies we exam-
ined. Cisco System’s CEO exercised 
nearly 19 million stock options over 5 
years, and provided the company with 
a $169 million tax deduction for a book 
expense which, under current account-
ing rules, would have totaled about $21 
million. UnitedHealth’s former CEO ex-
ercised over 9 million stock options in 
5 years, providing the company with a 
$318 million tax deduction for a book 
expense which would have totaled 
about $46 million. Safeway’s CEO exer-
cised over 2 million stock options, pro-
viding the company with a $39 million 
tax deduction for a book expense which 
would have totaled about $6.5 million. 

Altogether, these nine companies 
took stock option tax deductions total-
ing $1.2 billion, a figure 5 times larger 
than the $217 million that their com-
bined stock option book expenses 
would have been. The resulting $1 bil-
lion in excess tax deductions represents 
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a tax windfall for these companies sim-
ply because they issued lots of stock 
options to their CEOs. 

Tax rules that produce huge tax de-
ductions that are many times larger 
than the related stock option book ex-
penses give companies an incentive to 
issue massive stock option grants, be-
cause they know the stock options will 
produce a relatively small hit to the 
profits shown on their books, while 
also knowing that they are likely to 
get a much larger tax deduction that 
can dramatically lower their taxes. 

The data we gathered for nine compa-
nies alone disclosed stock option tax 
deductions that were five times larger 
than their book expenses, generating 
over $1 billion in excess tax deductions. 
To gauge whether the same tax gap ap-
plied to stock options across the coun-
try as a whole, the Subcommittee 
asked the IRS to perform an analysis 
of some newly obtained stock option 
data. 

For the first time in 2004, large cor-
porations were required to file a new 
tax Schedule M–3 with their tax re-
turns. The M–3 Schedule asks compa-
nies to identify differences in how they 
report corporate income to investors 
versus what they report to Uncle Sam, 
so that the IRS can track and analyze 
significant book-tax differences. 

This data shows that, for corporate 
tax returns filed form July 1, 2005 to 
June 30, 2006, the first full year in 
which it was available, companies’ 
stock option tax deductions totaled 
about $61 billion more than their stock 
options expenses on their books. Simi-
lar data for July 1, 2006 to June 30, 2007, 
showed that the excess stock option 
tax deductions totaled about $48 bil-
lion. In addition, the IRS data shows 
that nearly 60 percent of the excess tax 
deductions in 2007 were attributable to 
only 100 corporations; 75 percent were 
attributable to only 250 corporations. 
The IRS also determined that stock op-
tions were one of the most important 
factors why corporations reported dif-
ferent income on their books compared 
to their tax returns. 

Claiming these massive stock option 
tax deductions enabled U.S. corpora-
tions, as a whole, to legally reduce pay-
ment of their taxes by billions of dol-
lars, perhaps as much as $10 billion, $15 
billion, even $20 billion per year. 

There were other surprises in the 
data as well. One set of issues disclosed 
by the data involves what happens to 
unexercised stock options. Under the 
current mismatched set of accounting 
and tax rules, stock options which are 
granted, vested, but never exercised by 
the option holder turn out to produce a 
corporate book expense but no tax de-
duction. 

Cisco Systems told the Sub-
committee, for example, that in addi-
tion to the 19 million exercised stock 
options previously mentioned, their 
CEO held about 8 million options that, 
due to a stock price drop, would likely 
expire without being exercised. Cisco 
calculated that, had FAS 123R been in 

effect a the time those options were 
granted, the company would have had 
to show a $139 million book expense, 
but would never be able to claim a tax 
deduction for this expense since the op-
tions would never be exercised. Apple 
made a similar point. It told the Sub-
committee that, in 2003, it allowed its 
CEO to trade 17.5 million in underwater 
stock options for 5 million shares of re-
stricted stock. That trade meant the 
stock options would never be exercised 
and, under current rules, would 
produce a book expense without ever 
producing a tax deduction. 

In both of these cases, under FAS 
123R, it is possible that the stock op-
tions given to a corporate executive 
would have produced a reported book 
expense greater than the company’s 
tax deduction. While the M–3 data indi-
cates that, overall, accounting ex-
penses lag far behind claimed tax de-
ductions, the possible financial impact 
on an individual company of a large 
number of unexercised stock options is 
additional evidence that existing stock 
option accounting and tax rules are out 
of kilter and should be brought into 
alignment. Under our bill, if a company 
incurred a stock option expense, it 
would always be able to claim a tax de-
duction for that expense. 

Another set of issues brought to light 
by theIRS data focuses on the fact that 
the current stock option tax deduction 
is typically claimed years later than 
the initial book expense. Normally, a 
corporation dispenses compensation to 
an employee and takes a tax deduction 
in the same year for the expense. The 
company controls the timing and 
amount of the compensation expense 
and the corresponding tax deduction. 
With respect to stock options, however, 
corporations may have to wait years to 
see if, when, and how much of a deduc-
tion can be taken. That is because the 
corporate tax deduction is wholly de-
pendent upon when an individual cor-
porate executive decides to exercise his 
or her stock options. 

Our bill would require that, when the 
company gives away something of 
value, it reflects that expense on its 
books and claims that same expense on 
its tax return. The company, and the 
government, should not have to wait to 
see whether the stock options given to 
executives later increased in value and 
were exercised. As with any other form 
of compensation, the company should 
determine the value of what it is giving 
away, and take the appropriate tax de-
duction at that time. 

UnitedHealth, for example, told the 
Subcommittee that it gave its former 
CEO 8 million stock options in 1999, of 
which, by 2006, only about 730,000 had 
been exercised. It did not know if or 
when its former CEO would exercise 
the remaining 7 million options, and so 
could not calculate when or how much 
of a tax deduction it would be able to 
claim for this compensation expense. 

If the rules for stock option tax de-
ductions were changed as suggested in 
our bill, companies would typically be 

able to take the deduction years earlier 
than they do now, without waiting to 
see if and when particular options are 
exercised. Companies would also be al-
lowed to deduct stock options that are 
vested but never exercised. In addition, 
by requiring stock option expenses to 
be deducted in the same year they ap-
pear on the company books, stock op-
tions would become consistent with 
how other forms of compensation are 
treated in the tax code. 

Right now, U.S. stock option ac-
counting and tax rules are mis-
matched, misaligned, and out of kilter. 
They allow companies collectively to 
deduct billions of dollars in stock op-
tion expenses in excess of the expenses 
that actually appear on the company 
books. They disallow tax deductions 
for stock options that are given as 
compensation but never exercised. 
They often force companies to wait 
years to claim a tax deduction for a 
compensation expense that could and 
should be claimed in the same year it 
appears on the company books. 

The Levin-McCain bill we are intro-
ducing today would cure these prob-
lems. It would bring stock option ac-
counting and tax rules into alignment, 
so that the two sets of rules would 
apply in a consistent manner. It would 
accomplish that goal simply by requir-
ing the corporate stock option tax de-
duction to be no greater than the stock 
option expenses shown on the cor-
porate books each year. 

Specifically, the bill would end use of 
the current stock option deduction 
under Section 83 of the tax code, which 
allows corporations to deduct stock op-
tion expenses when exercised in an 
amount equal to the income declared 
by the individual exercising the option, 
replacing it with a new Section 162(q), 
which would require companies to de-
duct the stock option expenses shown 
on their books each year. 

The bill would apply only to cor-
porate stock option deductions; it 
would make no changes to the rules 
that apply to individuals who have 
been given stock options as part of 
their compensation. Individuals would 
still report their compensation on the 
day they exercised their stock options. 
They would still report as income the 
difference between what they paid to 
exercise the options and the fair mar-
ket value of the stock they received 
upon exercise. The gain would continue 
to be treated as ordinary income rather 
than a capital gain, since the option 
holder did not invest any capital in the 
stock prior to exercising the stock op-
tion and the only reason the person ob-
tained the stock was because of the 
services they performed for the cor-
poration. 

The amount of income declared by 
the individual after exercising a stock 
option will likely often be greater than 
the stock option expense booked and 
deducted by the corporation who em-
ployed that individual. That’s in part 
because the individual’s gain often 
comes years later than the original 
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stock option grant, and the underlying 
stock will usually have gained in value. 
In addition, the individual’s gain is 
typically provided, not by the corpora-
tion that supplied the stock options 
years earlier, but by third parties ac-
tive in the stock market. 

Consider the same example discussed 
earlier of an executive who exercises 
options to buy 1 million shares of stock 
at $10 per share, obtains the shares 
from the corporation, and then imme-
diately sells them on the open market 
for $30 per share, making a toal profit 
of $20 million. The individual’s cor-
poration didn’t supply the $20 million. 
Just the opposite. Rather than paying 
cash to its executive, the corporation 
received a $10 million payment from 
the executive in exchange for the 1 mil-
lion shares. The $20 million profit from 
selling the shares was paid, not by the 
corporation, but by third parties in the 
marketplace who purchased the stock. 
That is why it makes no sense for the 
company to declare as an expense the 
amount of profit that an employee—or 
former employee—obtained from unre-
lated parties in the marketplace. 

The bill we are introducing today 
would put an end to the current ap-
proach of using the stock option in-
come declared by an individual as the 
tax deduction claimed by the corpora-
tion that supplied the stock options. It 
would break that old artificial sym-
metry and replace it with a new sym-
metry—one in which the corporation’s 
stock option tax deduction would 
match its book expense. 

I describe the current approach to 
corporate stock option deductions as 
artificial, because it uses a construct 
in the tax code that, when first imple-
mented 40 years ago, enabled corpora-
tions to calculate their stock option 
expense on the exercise date, when 
there was no consensus on how to cal-
culate stock option expenses on the 
grant date. The artificiality of the ap-
proach is demonstrated by the fact 
that it allows companies to claim a de-
ductible expense for money that comes 
not from company coffers, but from 
third parties in the stock market. Now 
that U.S. accounting rules require the 
calculation of stock option expenses on 
the grant date, however, there is no 
longer any need to rely on an artificial 
construct that calculated corporate 
stock option expenses on the exercise 
date using third party funds. 

It is also important to note that the 
bill would not affect in any way cur-
rent tax provisions that provide fa-
vored tax treatment to so-called Incen-
tive Stock Options under Sections 421 
and 422 of the tax code. Under those 
sections, in certain circumstances, cor-
porations can surrender their stock op-
tion deductions in favor of allowing 
their employees with stock option 
gains to be taxed at a capital gains 
rate instead of ordinary income tax 
rates. Many start-up companies use 
these types of stock options, because 
they don’t yet have taxable profits and 
don’t need a stock option tax deduc-

tion. So they forfeit their stock option 
corporate deduction in favor of giving 
their employees more favorable treat-
ment of their stock option income. In-
centive Stock Options would not be af-
fected by our legislation and would re-
main available to any corporation pro-
viding stock options to its employees. 

The bill would make one other im-
portant change to the tax code as it re-
lates to corporate stock option tax de-
ductions. In 1993, Congress enacted a $1 
million cap on the compensation that a 
corporation can deduct from its taxes, 
so taxpayers would not be forced to 
subsidize excessive executive pay. How-
ever, the cap was not applied to stock 
options, allowing companies to deduct 
any amount of stock option compensa-
tion, without limit. 

By not applying the $1 million cap to 
stock option compensation, the tax 
code created a significant incentive for 
corporations to pay their executives 
with stock options. Indeed, it is very 
common for executives to have salaries 
of $1 million, while simultaneously re-
ceiving millions of dollars more in 
stock options. It is effectively mean-
ingless to cap deductions for executive 
salary compensation but not also for 
stock options. 

Further, while corporate directors 
may be comfortable diluting their 
shareholders’ interests and doling out 
massive amounts of stock options, that 
does not mean that the taxpayers 
should subsidize it. This bill would 
eliminate this favored treatment of ex-
ecutive stock options by making de-
ductions for this type of compensation 
subject to the same $1 million cap that 
applies to other forms of compensation 
covered by Section 162(m). 

The bill also contains several tech-
nical provisions. First, it would make a 
conforming change to the research tax 
credit so that stock option expenses 
claimed under that credit would match 
the stock option deductions taken 
under the new tax code section 162(q). 
Second, the bill would authorize the 
Secretary of the Treasury to adopt reg-
ulations governing how to calculate 
the deduction for stock options issued 
by a parent corporation to the employ-
ees of a subsidiary. 

Finally, the bill contains a transition 
rule for applying the new Section 162(q) 
stock option tax deduction to existing 
and future stock option grants. This 
transition rule would make it clear 
that the new tax deduction would not 
apply to any stock option exercised 
prior to the date of enactment of the 
bill. 

The bill would also allow the old Sec-
tion 83 deduction rules to apply to any 
option which was vested prior to the ef-
fective date of Financial Accounting 
Standard, FAS, 123R, and exercised 
after the date of enactment of the bill. 
The effective date of FAS 123R is June 
15, 2005 for most corporations, and De-
cember 31, 2005 for most small busi-
nesses. Prior to the effective date of 
FAS 123R, most corporations would 
have shown a zero expense on their 

books for the stock options issued to 
their executives and, thus, would be 
unable to claim a tax deduction under 
the new Section 162(q). For that rea-
son, the bill would allow these corpora-
tions to continue to use Section 83 to 
claim stock option deductions on their 
tax returns. 

For stock options that vested after 
the effective date of FAS 123R and were 
exercised after the date of enactment, 
the bill takes another tack. Under FAS 
123R, these corporations would have 
had to show the appropriate stock op-
tion expense on their books, but would 
have been unable to take a tax deduc-
tion until the executive actually exer-
cised the option. For these options, the 
bill would allow corporations to take 
an immediate tax deduction—in the 
first year that the bill is in effect—for 
all of the expenses shown on their 
books with respect to these options. 
This ‘‘catch-up deduction’’ in the first 
year after enactment would enable cor-
porations, in the following years, to 
begin with a clean slate so that their 
tax returns the next year would reflect 
their actual stock option book ex-
penses for that same year. 

After that catch-up year, all stock 
option expenses incurred by a company 
each year would be reflected in their 
annual tax deductions under the new 
Section 162(q). 

The current differences between ac-
counting and tax rules for stock op-
tions make no sense. 

The current book-tax difference is 
the historical product of accounting 
and tax policies that have not been co-
ordinated or integrated. The resulting 
mismatch has allowed companies to 
take tax deductions that are usually 
many times larger than the actual 
stock option expenses shown on their 
books, at the expense of the Treasury 
(i.e., other taxpayers). Companies are 
incentivized to dole out excessive op-
tions packages, producing outsized ex-
ecutive pay, while being allowed to re-
flect much smaller ‘‘expenses’’ on their 
books. They get to avoid paying their 
fair share to Uncle Sam by simply giv-
ing their executives the rights to huge 
sums of money from the financial mar-
kets. 

Right now, stock options are the 
only compensation expense where the 
tax code allows companies to deduct 
more than their book expenses. In the 
last year for which the data is avail-
able, companies used the existing 
book-tax disparity to claim $48 billion 
more in stock option tax deductions 
than the expenses shown on their 
books. In these times of financial cri-
sis, we cannot afford this multi-billion 
dollar loss to the Treasury, not only 
because of the need to finance the 
mounting costs of rescuing the econ-
omy, but also because this stock option 
book-tax difference contributes to the 
anger and social disruption caused by 
the ever deepening chasm between the 
pay of executives and the pay of aver-
age workers. 
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The Obama administration has 

pledged itself to closing unfair cor-
porate tax loopholes and to returning 
sanity to executive pay. It should start 
with supporting the ending of excessive 
stock option corporate deductions. I 
urge my colleagues to join Senator 
MCCAIN and me in enacting this bill 
into law this year. 

Mr. President, I ask unanimous con-
sent that the text of the bill and a bill 
summary be printed in the RECORD. 

There being no objection, the text of 
the bill was ordered to be printed in 
the RECORD, as follows: 

S. 1491 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Ending Ex-
cessive Corporate Deductions for Stock Op-
tions Act’’. 
SEC. 2. CONSISTENT TREATMENT OF STOCK OP-

TIONS BY CORPORATIONS. 
(a) CONSISTENT TREATMENT FOR WAGE DE-

DUCTION.— 
(1) IN GENERAL.—Section 83(h) of the Inter-

nal Revenue Code of 1986 (relating to deduc-
tion of employer) is amended— 

(A) by striking ‘‘In the case of’’ and insert-
ing: 

‘‘(1) IN GENERAL.—In the case of’’, and 
(B) by adding at the end the following new 

paragraph: 
‘‘(2) STOCK OPTIONS.—In the case of prop-

erty transferred to a person in connection 
with the exercise of a stock option, any de-
duction by the employer related to such 
stock option shall be allowed only under sec-
tion 162(q) and paragraph (1) shall not 
apply.’’. 

(2) TREATMENT OF COMPENSATION PAID WITH 
STOCK OPTIONS.—Section 162 of such Code (re-
lating to trade or business expenses) is 
amended by redesignating subsection (q) as 
subsection (r) and by inserting after sub-
section (p) the following new subsection: 

‘‘(q) TREATMENT OF COMPENSATION PAID 
WITH STOCK OPTIONS.— 

‘‘(1) IN GENERAL.—In the case of compensa-
tion for personal services that is paid with 
stock options, the deduction under sub-
section (a)(1) shall not exceed the amount 
the taxpayer has treated as an expense with 
respect to such stock options for the purpose 
of ascertaining income, profit, or loss in a re-
port or statement to shareholders, partners, 
or other proprietors (or to beneficiaries), and 
shall be allowed in the same period that the 
accounting expense is recognized. 

‘‘(2) SPECIAL RULES FOR CONTROLLED 
GROUPS.—The Secretary shall prescribe rules 
for the application of paragraph (1) in cases 
where the stock option is granted by a par-
ent or subsidiary corporation (within the 
meaning of section 424) of the employer cor-
poration.’’. 

(b) CONSISTENT TREATMENT FOR RESEARCH 
TAX CREDIT.—Section 41(b)(2)(D) of the Inter-
nal Revenue Code of 1986 (defining wages for 
purposes of credit for increasing research ex-
penses) is amended by inserting at the end 
the following new clause: 

‘‘(iv) SPECIAL RULE FOR STOCK OPTIONS.— 
The amount which may be treated as wages 
for any taxable year in connection with the 
issuance of a stock option shall not exceed 
the amount allowed for such taxable year as 
a compensation deduction under section 
162(q) with respect to such stock option.’’. 

(c) APPLICATION OF AMENDMENTS.—The 
amendments made by this section shall 
apply to stock options exercised after the 
date of the enactment of this Act, except 
that— 

(1) such amendments shall not apply to 
stock options that were granted before such 
date and that vested in taxable periods be-
ginning on or before June 15, 2005, 

(2) for stock options that were granted be-
fore such date of enactment and vested dur-
ing taxable periods beginning after June 15, 
2005, and ending before such date of enact-
ment, a deduction under section 162(q) of the 
Internal Revenue Code of 1986 (as added by 
subsection (a)(2)) shall be allowed in the first 
taxable period of the taxpayer that ends 
after such date of enactment, 

(3) for public entities reporting as small 
business issuers and for non-public entities 
required to file public reports of financial 
condition, paragraphs (1) and (2) shall be ap-
plied by substituting ‘‘December 15, 2005’’ for 
‘‘June 15, 2005’’, and 

(4) no deduction shall be allowed under sec-
tion 83(h) or section 162(q) of such Code with 
respect to any stock option the vesting date 
of which is changed to accelerate the time at 
which the option may be exercised in order 
to avoid the applicability of such amend-
ments. 
SEC. 3. APPLICATION OF EXECUTIVE PAY DEDUC-

TION LIMIT. 
(a) IN GENERAL.—Subparagraph (D) of sec-

tion 162(m)(4) of the Internal Revenue Code 
of 1986 (defining applicable employee remu-
neration) is amended to read as follows: 

‘‘(D) STOCK OPTION COMPENSATION.—The 
term ‘applicable employee remuneration’ 
shall include any compensation deducted 
under subsection (q), and such compensation 
shall not qualify as performance-based com-
pensation under subparagraph (C).’’. 

(b) EFFECTIVE DATE.—The amendment 
made by this section shall apply to stock op-
tions exercised or granted after the date of 
the enactment of this Act. 

SUMMARY OF THE ENDING EXCESSIVE COR-
PORATE DEDUCTIONS FOR STOCK OPTIONS 
ACT 

SECTION 1—SHORT TITLE 
‘‘Ending Excessive Corporate Deductions 

for Stock Options Act’’ 
SECTION 2—CONSISTENT TREATMENT OF STOCK 

OPTIONS BY CORPORATIONS 
Eliminates favored tax treatment of cor-

porate stock option deductions, in which cor-
porations are currently allowed to deduct a 
higher stock option compensation expense 
on their tax returns than shown on their fi-
nancial books—(1) creates a new corporate 
stock option deduction under a new tax code 
section 162(q) requiring the tax deduction to 
be consistent with the book expense, and (2) 
eliminates the existing corporate stock op-
tion deduction under tax code section 83(h) 
allowing excess deductions. 

Allows corporations to deduct stock option 
compensation in the same year it is recorded 
on the company books, without waiting for 
the options to be exercised. 

Makes a conforming change to the re-
search tax credit so that stock option ex-
penses under that credit will match the de-
ductions taken under the new tax code sec-
tion 162(q). 

Authorizes Treasury to issue regulations 
applying the new deduction to stock options 
issued by a parent corporation to a subsidi-
ary’s employees. 

Establishes a transition rule applying the 
new deduction to stock options exercised 
after enactment, permitting deductions 
under the old rule for options vested prior to 
adoption of Financial Accounting Standard 
(FAS) 123R (on expensing stock options) on 
June 15, 2005, and allowing a catch-up deduc-
tion in the first year after enactment for op-
tions that vested between adoption of FAS 
123R and the date of enactment. 

Makes no change to stock option com-
pensation rules for individuals, or for incen-

tive stock options that qualify under section 
422 of the tax code. 

SECTION 3—APPLICATION OF EXECUTIVE PAY 
DEDUCTION LIMIT 

Eliminates favored treatment of corporate 
executive stock options under tax code sec-
tion 162(m) by making executive stock op-
tion compensation deductions subject to the 
same $1 million cap on corporate deductions 
that applies to other types of compensation 
paid to the top executives of publicly held 
corporations. This approach mirrors that 
taken in the Economic Emergency Stabiliza-
tion Act to address the financial crisis. 

By Mr. REID (for Ms. MIKULSKI 
(for herself, Mr. BOND, Mrs. 
GILLIBRAND, Mr. MENENDEZ, Mr. 
BURR, and Ms. COLLINS)): 

S. 1492. A bill to amend the Public 
Health Service Act to fund break-
throughs in Alzheimer’s disease re-
search while providing more help to 
caregivers and increasing public edu-
cation about prevention; to the Com-
mittee on Health, Education, Labor, 
and Pensions. 

Ms. MIKULSKI. Mr. President, 
today, I rise to introduce the Alz-
heimer’s Breakthrough Act of 2009. 
This critical bipartisan legislation 
passed the HELP Committee in 2007, 
but it has yet to pass the Senate. My 
hope is that we can finish the job this 
year and finally get this legislation 
signed into law. 

Alzheimer’s’ disease is an alarming 
and mounting crisis that we must ad-
dress. Today there are over five million 
Americans living with Alzheimer’s dis-
ease. That number is expected to triple 
by 2050 in a nation where ten million 
Americans care for a sick family mem-
ber. 

We know a lot about Alzheimer’s dis-
ease but it’s been 100 years since it was 
first diagnosed, and we still have no 
cure or proven ways to prevent the dis-
ease. Urgency is needed in developing 
better treatments and better assist-
ance for families impacted by the dis-
ease as the baby boom generation ages. 
If nothing is done, Alzheimer’s will 
cost Medicare and Medicaid $19.89 tril-
lion between 2010 and 2050. 

The Alzheimer’s Breakthrough Act of 
2009 responds to this crisis in four 
ways. 

First, it doubles funding for Alz-
heimer’s research at NIH to $2 billion 
for fiscal year 2010, making Alzheimer’s 
research a priority. Through this com-
mitment, the bill gives researchers 
adequate resources to make break-
throughs in diagnosis, prevention and 
intervention, bringing us closer to a 
cure. 

Second, the bill creates the National 
Summit on Alzheimer’s. This Summit 
will bring together the Nation’s best 
researchers, policymakers and public 
health professionals to discuss the 
most promising breakthroughs for sav-
ing lives and livelihood, and to gen-
erate priorities in moving forward in 
the fight against Alzheimer’s. 

Third, the act enhances public health 
activities related to Alzheimer’s 
through the CDC’s ‘‘Roadmap to Main-
taining Cognitive Health.’’ 
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Finally, the Alzheimer’s Break-

through Act provides family and care-
giver support by expanding the Alz-
heimer’s 24/7 call center, which pro-
vides crisis assistance and referrals to 
local community programs. The bill 
also expands the multilingual capacity 
of the call center. 

America needs this legislation. Alz-
heimer’s takes a toll on many victims. 
The disease is awful for the person liv-
ing with it, emotionally and finan-
cially draining for caregivers and it is 
now costing the nation $175 billion an-
nually, a number that could rise to $1 
trillion annually by 2050. 

We know the family of an Alz-
heimer’s patient suffers gravely. The 
out-of-pocket cost of caring for an 
aging parent or spouse averages about 
$5,500 a year for necessities like gro-
ceries, household goods and drugs and 
medical copayments. If the care is 
long-distance, the cost could be up to 
$8,700 a year. Caregivers spend ten per-
cent of their household income caring 
for a sick loved one who is suffering 
from this terrible disease. 

Experts have told us ‘‘we will lose op-
portunities if we don’t move quickly’’ 
and that ‘‘we are at a crucial point 
where NIH funding can make a dif-
ference.’’ We know about the long 
goodbye. Alzheimer’s is a disease that 
affects millions of Americans including 
our All-American President Ronald 
Reagan and his beloved caregiver, First 
Lady Nancy Reagan. Now we need a re-
sponse supported by millions that will 
lead to breakthroughs and ensure we 
are assisting patients and their fami-
lies dealing with this disease on a daily 
basis. 

Passage of the Alzheimer’s Break-
through Act of 2009 will help us ad-
vance the study and treatment of Alz-
heimer’s to make a difference in the 
lives of millions of Americans and to 
equip caregivers with the resources and 
support services they need to care for 
their loved ones. This legislation is 
critical to the American public and 
America’s future. We must act now. 

Mr. President, I ask unanimous con-
sent that the text of the bill be printed 
in the RECORD. 

There being no objection, the text of 
the bill was ordered to be printed in 
the RECORD, as follows: 

S. 1492 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Alzheimer’s 
Breakthrough Act of 2009’’. 
SEC. 2. FINDINGS. 

Congress makes the following findings: 
(1) Alzheimer’s disease is a disorder that 

destroys cells in the brain. The disease is the 
leading cause of dementia, a condition that 
involves gradual memory loss, decline in the 
ability to perform routine tasks, disorienta-
tion, difficulty in learning, loss of language 
skills, impairment of judgment, and person-
ality changes. As the disease progresses, peo-
ple with Alzheimer’s disease become unable 
to care for themselves. The loss of brain cells 
eventually leads to the failure of other sys-
tems in the body. 

(2) An estimated 5,300,000 Americans have 
Alzheimer’s disease and 1 in 10 individuals 
has a family member with the disease. By 
2050, the number of individuals with the dis-
ease could reach 16,000,000 unless science 
finds a way to prevent or cure the disease. 

(3) One in 8 people over the age of 65, and 
nearly half of those over the age of 85 have 
Alzheimer’s disease. Younger people also get 
the disease. 

(4) The Alzheimer’s disease process may 
begin in the brain as many as 20 years before 
the symptoms of Alzheimer’s disease appear. 
An individual will live an average of 4 to 6 
years, and as many as 20 years, once the 
symptoms of Alzheimer’s disease appear. 

(5) In 2005, Medicare alone spent 
$91,000,000,000 for the care of individuals with 
Alzheimer’s disease and this amount is pro-
jected to increase to $160,000,000,000 in 2010. 

(6) Ninety-five percent of Medicare bene-
ficiaries with Alzheimer’s disease have one 
or more other chronic conditions that are 
common in the elderly, such as coronary 
heart disease (26 percent), congestive heart 
failure (16 percent), diabetes (23 percent), and 
chronic obstructive pulmonary disease (15 
percent). 

(7) Seven in 10 individuals with Alzheimer’s 
disease live at home. Cost for care at home 
is higher for people with Alzheimer’s disease 
than other individuals. Almost all families 
pay some out-of-pocket costs. 

(8) Half of all nursing home residents have 
Alzheimer’s disease or a related disorder. 
The average annual cost of Alzheimer’s dis-
ease nursing home care is more than $77,000. 
Medicaid pays half of the total nursing home 
bill and helps 2 out of 3 residents pay for 
their care. Medicaid expenditures for nursing 
home care for people with Alzheimer’s dis-
ease are estimated to increase from 
$21,000,000,000 in 2005 to $24,000,000,000 in 2010. 

(9) In fiscal year 2007, the Federal Govern-
ment spent an estimated $411,000,000 on Alz-
heimer’s disease research. Over the next 40 
years, Alzheimer’s disease-related costs to 
Medicare and Medicaid alone are projected 
to total $20,000,000,000,000 in constant dollars, 
rising to over $1,000,000,000,000 per year by 
2050. This amounts to less than a penny 
spent on Alzheimer’s disease research for 
each dollar that the Federal Government 
spends on Alzheimer’s disease-related costs 
each year. 

(10) It is estimated that the annual value 
of the informal care system is $94,000,000,000. 
Family caregiving comes at enormous phys-
ical, emotional, and financial sacrifice, put-
ting the whole system at risk. 

(11) Almost 60 percent of caregivers of indi-
viduals with Alzheimer’s disease are women, 
and over one-fourth have children or grand-
children under the age of 18 living at home. 
Caregiving leaves them less time for other 
family members and they are much more 
likely to report family conflicts because of 
their caregiving role. 

(12) Most Alzheimer’s disease caregivers 
work outside the home before beginning 
their caregiving careers, but caregiving 
forces them to miss work, cut back to part- 
time, take less demanding jobs, choose early 
retirement, or give up work altogether. As a 
result, in 2002, Alzheimer’s disease cost 
American business an estimated 
$36,500,000,000 in lost productivity, as well as 
an additional $24,600,000,000 in business con-
tributions to the total cost of care. 
TITLE I—INCREASING THE FEDERAL COM-

MITMENT TO ALZHEIMER’S RESEARCH 
SEC. 101. DOUBLING NIH FUNDING FOR ALZ-

HEIMER’S DISEASE RESEARCH. 
For the purpose of conducting and sup-

porting research on Alzheimer’s disease (in-
cluding related activities under subpart 5 of 
part C of title IV of the Public Health Serv-

ice Act (42 U.S.C. 285e et seq.)), there are au-
thorized to be appropriated $2,000,000,000 for 
fiscal year 2010, and such sums as may be 
necessary for each of fiscal years 2011 
through 2014. 
SEC. 102. PRIORITY TO ALZHEIMER’S DISEASE 

RESEARCH. 
Section 443 of the Public Health Service 

Act (42 U.S.C. 285e) is amended— 
(1) by striking ‘‘The general’’ and inserting 

the following: 
‘‘(a) IN GENERAL.—The general;’’ and 
(2) by adding at the end the following: 
‘‘(b) PRIORITIES.—The Director of the Insti-

tute shall, in expending amounts appro-
priated to carry out this subpart, give pri-
ority to conducting and supporting Alz-
heimer’s disease research.’’. 
SEC. 103. ALZHEIMER’S DISEASE PREVENTION 

INITIATIVE. 
Section 443 of the Public Health Service 

Act (42 U.S.C. 285e), as amended by section 
102, is further amended by adding at the end 
the following: 

‘‘(c) PREVENTION TRIALS.—The Director of 
the Institute shall increase the emphasis on 
the need to conduct Alzheimer’s disease pre-
vention trials within the National Institutes 
of Health. 

‘‘(d) NEUROSCIENCE INITIATIVE.—The Direc-
tor of the Institute shall ensure that Alz-
heimer’s disease is maintained as a high pri-
ority for the neuroscience initiative of the 
National Institutes of Health.’’. 
SEC. 104. ALZHEIMER’S DISEASE CLINICAL RE-

SEARCH. 
(a) CLINICAL RESEARCH.—Subpart 5 of part 

C of title IV of the Public Health Service Act 
(42 U.S.C. 285e et seq.) is amended by adding 
at the end the following: 
‘‘SEC. 445J. ALZHEIMER’S DISEASE CLINICAL RE-

SEARCH. 
‘‘(a) IN GENERAL.—The Director of the In-

stitute, pursuant to section 444(d), shall con-
duct and support cooperative clinical re-
search regarding Alzheimer’s disease. Such 
research shall include— 

‘‘(1) investigating therapies, interventions, 
and agents to detect, treat, slow the progres-
sion of, or prevent Alzheimer’s disease; 

‘‘(2) enhancing the national infrastructure 
for the conduct of clinical trials on Alz-
heimer’s disease; 

‘‘(3) developing and testing novel ap-
proaches to the design and analysis of such 
trials; 

‘‘(4) facilitating the enrollment of patients 
for such trials, including patients from di-
verse populations; 

‘‘(5) developing improved diagnostics and 
means of patient assessment for Alzheimer’s 
disease; 

‘‘(6) the conduct of clinical trials on poten-
tial therapies, including readily available 
compounds such as herbal remedies and 
other alternative treatments; 

‘‘(7) research to develop better methods of 
early diagnosis, including the use of current 
imaging techniques; and 

‘‘(8) other research, as determined appro-
priate by the Director of the Institute after 
consultation with the Alzheimer’s disease 
centers and Alzheimer’s disease research 
centers established under section 445. 

‘‘(b) EARLY DIAGNOSIS AND DETECTION RE-
SEARCH.— 

‘‘(1) IN GENERAL.—The Director of the In-
stitute, in consultation with the directors of 
other relevant institutes and centers of the 
National Institutes of Health, shall conduct, 
or make grants for the conduct of, research 
related to the early detection, diagnosis, and 
prevention of Alzheimer’s disease and of 
mild cognitive impairment or other poten-
tial precursors to Alzheimer’s disease. 

‘‘(2) EVALUATION.—The research described 
in paragraph (1) may include the evaluation 
of diagnostic tests and imaging techniques. 
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‘‘(3) STUDY.—Not later than 1 year after 

the date of enactment of this section, the Di-
rector of the Institute, in cooperation with 
the heads of other relevant Federal agencies, 
shall conduct a study, and submit to Con-
gress a report, to estimate the number of in-
dividuals with early-onset Alzheimer’s dis-
ease (those diagnosed before the age of 65) 
and related dementias in the United States, 
the causes of early-onset dementia, and the 
unique problems faced by such individuals, 
including problems accessing government 
services. 

‘‘(c) VASCULAR DISEASE.—The Director of 
the Institute, in consultation with the direc-
tors of other relevant institutes and centers 
of the National Institutes of Health, shall 
conduct, or make grants for the conduct of, 
research related to the relationship of vas-
cular disease and Alzheimer’s disease, in-
cluding clinical trials to determine whether 
drugs developed to prevent cerebrovascular 
disease can prevent the onset or progression 
of Alzheimer’s disease. 

‘‘(d) TREATMENTS AND PREVENTION.—The 
Director of the Institute shall place special 
emphasis on expediting the translation of re-
search findings under this section into effec-
tive treatments and prevention strategies for 
individuals at risk of Alzheimer’s disease and 
other dementias. 

‘‘(e) NATIONAL ALZHEIMER’S COORDINATING 
CENTER.—The Director of the Institute may 
establish a National Alzheimer’s Coordi-
nating Center to facilitate collaborative re-
search among the Alzheimer’s Disease Cen-
ters and Alzheimer’s Disease Research Cen-
ters established under section 445.’’. 

(b) ALZHEIMER’S DISEASE CENTERS.—Sec-
tion 445(a)(1) of the Public Health Service 
Act (42 U.S.C. 285e–2(a)(1)) is amended by in-
serting ‘‘, outcome measures, and disease 
management,’’ after ‘‘treatment methods’’. 
SEC. 105. RESEARCH ON ALZHEIMER’S DISEASE 

CAREGIVING. 
Section 445C of the Public Health Service 

Act (42 U.S.C. 285e–5) is amended— 
(1) by striking ‘‘SEC. 445C. RESEARCH PRO-

GRAM AND PLAN (a)’’ and inserting the fol-
lowing: 
‘‘SEC. 445C. RESEARCH ON ALZHEIMER’S DISEASE 

SERVICES AND CAREGIVING. 
‘‘(a) SERVICES RESEARCH.—’’; 
(2) by striking subsections (b), (c), and (e); 
(3) by inserting after subsection (a) the fol-

lowing: 
‘‘(b) INTERVENTIONS RESEARCH.—The Direc-

tor of the Institute shall, in collaboration 
with the directors of the other relevant in-
stitutes and centers of the National Insti-
tutes of Health, conduct, or make grants for 
the conduct of, clinical, social, and behav-
ioral research related to interventions de-
signed to help caregivers of patients with 
Alzheimer’s disease and other dementias and 
improve patient outcomes.’’; 

(4) by redesignating subsection (d) as sub-
section (c); and 

(5) in subsection (c) (as redesignated by 
paragraph (4)), by striking ‘‘the Director’’ 
and inserting ‘‘MODEL CURRICULA AND TECH-
NIQUES.—The Director’’. 
SEC. 106. NATIONAL SUMMIT ON ALZHEIMER’S 

DISEASE. 
(a) IN GENERAL.—Not later than 3 years 

after the date of enactment of this Act, and 
every 3 years thereafter, the Secretary of 
Health and Human Services (referred to in 
this section as the ‘‘Secretary’’) shall con-
vene a National Summit on Alzheimer’s Dis-
ease to— 

(1) provide a detailed overview of current 
research activities relating to Alzheimer’s 
disease at the National Institutes of Health; 
and 

(2) discuss and solicit input related to po-
tential areas of collaboration between the 

National Institutes of Health and other Fed-
eral health agencies, including the Centers 
for Disease Control and Prevention, the Ad-
ministration on Aging, the Agency for 
Healthcare Research and Quality, and the 
Health Resources and Services Administra-
tion, related to research, prevention, and 
treatment of Alzheimer’s disease. 

(b) PARTICIPANTS.—The summit convened 
under subsection (a) shall include research-
ers, representatives of academic institutions, 
Federal and State policymakers, public 
health professionals, and representatives of 
voluntary health agencies as participants. 

(c) FOCUS AREAS.—The summit convened 
under subsection (a) shall focus on— 

(1) a broad range of Alzheimer’s disease re-
search activities relating to biomedical re-
search, prevention research, and caregiving 
issues; 

(2) clinical research for the development 
and evaluation of new treatments for Alz-
heimer’s disease; 

(3) translational research on evidence- 
based and cost-effective best practices in the 
treatment and prevention of Alzheimer’s dis-
ease; 

(4) information and education programs for 
health care professionals and the public re-
lating to Alzheimer’s disease; 

(5) priorities among the programs and ac-
tivities of the various Federal agencies re-
garding Alzheimer’s disease and other de-
mentias; and 

(6) challenges and opportunities for sci-
entists, clinicians, patients, and voluntary 
organizations relating to Alzheimer’s dis-
ease. 

(d) REPORT.—Not later than 180 days after 
the date on which the summit is convened 
under subsection (a), the Director of the Na-
tional Institutes of Health shall prepare and 
submit to the appropriate committees of 
Congress a report that includes a summary 
of the proceedings of the summit and a de-
scription of Alzheimer’s disease research, 
education, and other activities that are con-
ducted or supported through the National In-
stitutes of Health. 

(e) PUBLIC INFORMATION.—The Secretary 
shall make readily available to the public in-
formation about the research, education, and 
other activities relating to Alzheimer’s dis-
ease and other related dementias, that are 
conducted or supported by the National In-
stitutes of Health. 
TITLE II—PUBLIC HEALTH PROMOTION 

AND PREVENTION OF ALZHEIMER’S DIS-
EASE 

SEC. 201. ENHANCING PUBLIC HEALTH ACTIVI-
TIES RELATED TO COGNITIVE 
HEALTH, ALZHEIMER’S DISEASE, 
AND OTHER DEMENTIAS. 

Part P of title III of the Public Health 
Service Act (42 U.S.C. 280g et seq.) is amend-
ed— 

(1) by redesignating the second and third 
sections 399R as sections 399S and 399T, re-
spectively; and 

(2) by adding at the end the following: 
‘‘SEC. 399U. ALZHEIMER’S DISEASE PUBLIC EDU-

CATION CAMPAIGN. 
‘‘(a) IN GENERAL.—The Secretary, acting 

through the Director of the Centers for Dis-
ease Control and Prevention, shall directly 
or through grants, cooperative agreements, 
or contracts to eligible entities— 

‘‘(1) conduct, support, and promote the co-
ordination of research, investigations, dem-
onstrations, training, and studies relating to 
the control, prevention, and surveillance of 
the risk factors associated with cognitive 
health, Alzheimer’s disease, and other de-
mentias; and 

‘‘(2) seek early recognition of, and early 
intervention in the course of, Alzheimer’s 
disease and other dementias. 

‘‘(b) CERTAIN ACTIVITIES.—Activities under 
subsection (a) shall include— 

‘‘(1) providing support for the dissemina-
tion and implementation of the Roadmap to 
Maintaining Cognitive Health of the Centers 
for Disease Control and Prevention to effec-
tively mobilize the public health community 
into action; 

‘‘(2) the development of coordinated public 
education programs, services, and dem-
onstrations which are designed to increase 
general awareness of cognitive function and 
promote a brain healthy lifestyle; 

‘‘(3) the development of targeted commu-
nication strategies and tools to educate 
health professionals and service providers 
about the early recognition, diagnosis, care, 
and management of Alzheimer’s disease and 
other dementias, and to provide consumers 
with information about interventions, prod-
ucts, and services that promote cognitive 
health and assist consumers in maintaining 
current understanding about cognitive 
health based on the best science available; 
and 

‘‘(4) providing support for the collection, 
publication, and analysis of data and the 
prevalence and incidence of cognitive health, 
Alzheimer’s disease, and other dementias, 
and the evaluation of existing population- 
based surveillance systems (such as the Be-
havioral Risk Factors Surveillance Survey 
(BRFSS) and the National Health Interview 
Survey (NHIS)) to identify limitations that 
exist in the area of cognitive health, and if 
necessary, the development of a surveillance 
system for cognitive decline, including Alz-
heimer’s disease and other dementias. 

‘‘(c) GRANTS.—The Secretary may award 
grants under this section— 

‘‘(1) to State and local health agencies for 
the purpose of— 

‘‘(A) coordinating activities related to cog-
nitive health, Alzheimer’s disease, and other 
dementias with existing State-based health 
programs and community-based organiza-
tions; 

‘‘(B) providing Alzheimer’s disease edu-
cation and training opportunities and pro-
grams for health professionals; and 

‘‘(C) developing, testing, evaluating, and 
replicating effective Alzheimer’s disease 
intervention programs to maintain or im-
prove cognitive health; and 

‘‘(2) to nonprofit private health organiza-
tions with expertise in providing care and 
services to individuals with Alzheimer’s dis-
ease for the purpose of— 

‘‘(A) disseminating information to the pub-
lic; 

‘‘(B) testing model intervention programs 
to improve cognitive health; and 

‘‘(C) coordinating existing services related 
to cognitive health, Alzheimer’s disease, and 
other dementias with State-based health 
programs. 

‘‘(d) AUTHORIZATION OF APPROPRIATIONS.— 
For the purpose of carrying out this section, 
there are authorized to be appropriated 
$15,000,000 for fiscal year 2010, and such sums 
as may be necessary for each of fiscal years 
2011 through 2014.’’. 
TITLE III—ASSISTANCE FOR CAREGIVERS 

SEC. 301. ALZHEIMER’S CALL CENTER. 
Part P of title III of the Public Health 

Service Act (42 U.S.C. 280g et seq.), as 
amended by section 201, is further amended 
by adding at the end the following: 
‘‘SEC. 399V. ALZHEIMER’S CALL CENTER. 

‘‘(a) IN GENERAL.—The Secretary, acting 
through the Administration on Aging, shall 
award a cooperative grant to a non-profit or 
community-based organization to support 
the establishment and operation of an Alz-
heimer’s Call Center that is accessible 24 
hours a day, 7 days a week, at the national 
and local levels, to provide expert advice, 
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care consultation, information, and referrals 
regarding Alzheimer’s disease. 

‘‘(b) ACTIVITIES.—The Alzheimer’s Call 
Center established under subsection (a) 
shall— 

‘‘(1) collaborate with the Administration 
on Aging in the development, modification, 
and execution of the Call Center’s work plan; 

‘‘(2) assist the Administration on Aging in 
developing and sustaining collaborations be-
tween the Call Center, the Eldercare Locator 
of the Administration of Aging, and the 
grantees under the Alzheimer’s disease dem-
onstration program under subpart II of part 
K; 

‘‘(3) provide a 24 hours a day, 7 days a week 
toll-free call center with trained professional 
staff who are available to provide care con-
sultation and crisis intervention to individ-
uals with Alzheimer’s disease and other de-
mentias, their family and informal care-
givers, and others as appropriate; 

‘‘(4) be accessible by telephone through a 
single toll-free telephone number, website, 
and e-mail address; and 

‘‘(5) evaluate the impact of the Call Cen-
ter’s activities and services. 

‘‘(c) MULTILINGUAL CAPACITY.—The Call 
Center established under this section shall 
have a multilingual capacity and shall re-
spond to inquiries in at least 140 languages 
through its own bilingual staff and with the 
use of a language translation service. 

‘‘(d) RESPONSE TO EMERGENCY AND ONGOING 
NEEDS.—The Call Center established under 
this section shall collaborate with commu-
nity-based organizations, including non-prof-
it agencies and organizations, to ensure 
local, on-the-ground capacity to respond to 
emergency and on-going needs of individuals 
with Alzheimer’s disease and other demen-
tias, their families, and informal caregivers. 

‘‘(e) AUTHORIZATION OF APPROPRIATIONS.— 
For the purpose of carrying out this section, 
there are authorized to be appropriated 
$1,000,000 for fiscal year 2010, and such sums 
as may be necessary for each of fiscal years 
2011 through 2014.’’. 
SEC. 302. INNOVATIVE ALZHEIMER’S CARE STATE 

MATCHING GRANT PROGRAM. 
(a) AUTHORIZATION OF APPROPRIATIONS.— 

Section 398B(e) of the Public Health Service 
Act (42 U.S.C. 280c–5(e)) is amended— 

(1) by striking ‘‘and such’’ and inserting 
‘‘such’’; and 

(2) by inserting before the period the fol-
lowing: ‘‘, $25,000,000 for fiscal year 2010, and 
such sums as may be necessary for each of 
fiscal years 2011 through 2014’’. 

(b) PROGRAM EXPANSION.—Section 398(a) of 
the Public Health Service Act (42 U.S.C. 
280c–3(a)) is amended— 

(1) in paragraph (2), by inserting after 
‘‘other respite care’’ the following: ‘‘and care 
consultation, including assessment of needs, 
assistance with planning and problem solv-
ing, and providing supportive listening,’’; 

(2) in paragraph (3), by striking ‘‘; and’’ and 
inserting the following: ‘‘, and individuals in 
frontier areas (in this subsection, defined as 
areas with 6 or fewer people per square mile 
or areas in which residents must travel at 
least 60 minutes or 60 miles to receive health 
care services);’’; 

(3) in paragraph (4), by striking the period 
at the end and inserting a semicolon; and 

(4) by adding at the end the following: 
‘‘(5) to encourage grantees under this sec-

tion to coordinate activities with other 
State officials administering efforts to pro-
mote long-term care options that enable 
older individuals to receive long-term care in 
home- and community-based settings, in a 
manner responsive to the needs and pref-
erences of older individuals and their family 
caregivers; 

‘‘(6) to encourage grantees under this sec-
tion to— 

‘‘(A) engage in activities that support 
early detection and diagnosis of Alzheimer’s 
disease and other dementias; 

‘‘(B) provide training about how Alz-
heimer’s disease can affect behavior and im-
pede communication in medical and commu-
nity settings to— 

‘‘(i) medical personnel, including hospital 
staff, emergency room personnel, home 
health care workers and physician office 
staff; 

‘‘(ii) rehabilitation services providers; and 
‘‘(iii) caregivers of individuals with Alz-

heimer’s disease; 
‘‘(C) develop guidelines to provide the med-

ical community with up-to-date information 
about the best methods of care for individ-
uals with Alzheimer’s disease; 

‘‘(D) inform community physicians about 
available resources to assist the physician in 
detecting and managing Alzheimer’s disease; 
and 

‘‘(E) raise awareness among community 
physicians about the availability of commu-
nity-based organizations which can assist in-
dividuals with Alzheimer’s disease and their 
caregivers; 

‘‘(7) to encourage grantees under this sec-
tion to engage in activities that use findings 
from evidence-based research on service 
models and techniques to support individuals 
with Alzheimer’s disease and their care-
givers; and 

‘‘(8) to encourage grantees under this sec-
tion to incorporate best practices for effec-
tively serving individuals with Alzheimer’s 
disease in community-based settings into 
systems initiatives and long-term care ac-
tivities.’’. 

By Mr. MCCONNELL: 
S. 1493. A bill to designate the cur-

rent and future Department of Vet-
erans Affairs Medical Center in Louis-
ville, Kentucky, as the ‘‘Robley Rex 
Department of Veterans Affairs Med-
ical Center’’; to the Committee on Vet-
erans’ Affairs. 

Mr. MCCONNELL. Mr. President, I 
rise today to introduce legislation to 
honor a Kentuckian who is a true 
American hero: Robley Henry Rex. 

When Robley passed away in April of 
this year just a few days shy of his 
108th birthday, he was recognized 
across my State as Kentucky’s last 
World War I-era veteran and hailed as 
a champion of his fellow service mem-
bers. 

Ninety years ago, Robley bravely put 
on his country’s uniform and left 
Christian County, KY, where he was 
born and raised, to patrol the hills of 
France in the immediate aftermath of 
what was then called The Great War. 
After leaving the Army in 1922, he re-
turned to the Commonwealth. 

In the years following his Army serv-
ice, Robley began volunteering at the 
Louisville Veterans Affairs Medical 
Center, VAMC. He would go on to de-
vote over 14,000 hours of service, right 
up until the last years of his long and 
productive life. 

My legislation would name the cur-
rent VA hospital in Louisville after 
Robley Rex. It also ensures that when 
a new VAMC is built, that future facil-
ity will also bear his name. 

The idea to name this facility after 
Kentucky’s pre-eminent volunteer on 
behalf of veterans came from a con-
stituent of mine, himself also a vet-

eran. Moreover, the Kentucky Depart-
ment of Veterans of Foreign Wars had 
the very same idea and endorsed the 
proposal during its recent state con-
vention. I’m just pleased that as a Ken-
tucky Senator, I am in a position to 
make it happen. 

I can’t think of a more appropriate 
person to name the facility after than 
Robley Rex. And I can’t think of a 
more appropriate source for the idea 
than the Kentucky veterans commu-
nity. 

The new VAMC will be vital to Ken-
tucky’s veterans, as well as to Louis-
ville’s economy. Once complete, the 
VA hospital will ensure that the men 
and women who served our country 
will receive the quality health care 
they deserve. 

That devotion to ensuring quality 
care to our veterans is exemplified in 
the life and service of Robley Rex. How 
fitting that his fellow veterans—so 
many of whom knew Robley personally 
from his countless hours of volunteer 
service—will see his name above the 
door. 

Finally, I note that this is bipartisan 
legislation. It enjoys the support of 
Representatives JOHN YARMUTH and 
BEN CHANDLER in the other chamber. I 
ask my colleagues to support this leg-
islation. 

Mr. President, I ask unanimous con-
sent that the text of the bill be printed 
in the RECORD. 

There being no objection, the text of 
the bill was ordered to be printed in 
the RECORD, as follows: 

S. 1493 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. DESIGNATION OF ROBLEY REX DE-

PARTMENT OF VETERANS AFFAIRS 
MEDICAL CENTER. 

(a) DESIGNATION.—The Department of Vet-
erans Affairs Medical Center in Louisville, 
Kentucky, and any successor to such medical 
center, shall after the date of the enactment 
of this Act be known and designated as the 
‘‘Robley Rex Department of Veterans Affairs 
Medical Center’’. 

(b) REFERENCES.—Any reference in any 
law, regulation, map, document, record, or 
other paper of the United States to the med-
ical center referred to in subsection (a) shall 
be considered to be a reference to the Robley 
Rex Department of Veterans Affairs Medical 
Center. 

By Ms. CANTWELL (for herself 
and Mrs. MURRAY): 

S. 1497. A bill to amend the Internal 
Revenue Code of 1986 to allow tax-ex-
empt bond financing for fixed-wing 
emergency medical aircraft; to the 
Committee on Finance. 

Ms. CANTWELL. Mr. President, I 
rise to introduce legislation that will 
remove an unintended obstacle in the 
tax-exempt bond rules so that states 
can use these bonds to finance the pur-
chase of fixed-wing air ambulances in 
the same way they can now use them 
to finance the purchase of medical heli-
copters. 

The difference between a medical hel-
icopter and a fixed wing air ambulance 
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may seem minor to some, but if you 
live in a remote area the difference can 
be as big as life or death. 

Air medical services, AMS, are an es-
sential component of the health care 
system. When appropriately used, air 
critical care transport saves lives and 
reduces the cost of health care by mini-
mizing the time the critically injured 
and ill spend out of a hospital, by 
bringing more medical capabilities to 
the patient than are normally provided 
by ground emergency medical services, 
and by quickly getting the patient to 
the right specialty care. Dedicated 
medical helicopters and fixed wing air-
craft are mobile flying emergency in-
tensive care units deployed at a mo-
ment’s notice to patients whose lives 
depend on rapid care and transport. 

In remote rural areas, the use of heli-
copters often is impractical and unsafe 
because of the long distances that pa-
tients must be transported, sometimes 
during poor weather conditions. In 
these situations, the better alternative 
is a fixed-wing aircraft. 

Both helicopters and fixed wing air-
craft cost millions of dollars to pur-
chase or lease, operate, house and 
maintain. But under the way that the 
tax-exempt bond rules currently work, 
states are prohibited from using these 
bonds to finance air ambulance serv-
ices in rural areas, even though they 
can use these bonds for helicopters. 
This result was not what Congress in-
tended, and our bill would make that 
clear. 

Under current law, tax-exempt bonds 
can not be issued for the purchase of 
any ‘‘airplane, skybox or other privacy 
luxury box, health club facility, facil-
ity primarily used for gambling, or 
store the principal business of which is 
the sale of alcoholic beverages for con-
sumption off premises.’’ The restric-
tions were enacted in order to prevent 
tax-exmpt bonds to be used for frivo-
lous or extravagant purposes. Unfortu-
nately, the law has been interpreted to 
exclude the purchase of new fixed-wing 
planes to provide air ambulance serv-
ices, but the purchase of helicopters— 
which are not airplanes—is permitted. 

This result is not what was intended 
by the restrictions and our bill would 
simply make it clear that the general 
restriction against the use of tax-ex-
empt bonds for purchasing an airplane 
does not apply in the case of planes 
that are equipped for and exclusively 
dedicated to emergency medical serv-
ices. 

There is supporting precedent in dis-
tinguishing planes for air ambulance 
services different than other airplanes. 
The air transportation excise tax pro-
vides an exemption for air transpor-
tation that is used to provide ‘‘emer-
gency medical services . . . by a fixed- 
wing aircraft equipped for and exclu-
sively dedicated on that flight to acute 
care emergency medical services.’’ 

This issue hits close to home for me 
and my colleagues who are joining me 
on this legislation, but we are cer-
tainly not alone with respect to the 

need to ensure that folks in our rural 
and remote areas have access to needed 
medical services. 

Inland Northwest Health Services, 
INHS, is a non-profit organization that 
provides critical health care support 
services in the Inland Northwest, in-
cluding air ambulance services through 
Northwest MedStar. INHS is based in 
Spokane, Washington, and provides 
health care services in Eastern Wash-
ington, Eastern Oregon, Northern 
Idaho, and Western Montana. Unfortu-
nately, this unintended restriction in 
the tax code is preventing INHS from 
asking the appropriate state authori-
ties to issue tax-exempt bonds to fi-
nance the purchase of new fixed-wing 
planes for air ambulance service. 

The legislation that I am introducing 
with Senator MURRAY is a common- 
sense fix to this problem, and I hope we 
can address it quickly. 

Mr. President, I ask unanimous con-
sent that the text of the bill be printed 
in the RECORD. 

There being no objection, the text of 
the bill was ordered to be printed in 
the RECORD, as follows: 

S. 1497 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. TAX-EXEMPT BOND FINANCING FOR 

FIXED-WING EMERGENCY MEDICAL 
AIRCRAFT. 

(a) IN GENERAL.—Subsection (e) of section 
147 of the Internal Revenue Code of 1986 (re-
lating to no portion of bonds may be issued 
for skyboxes, airplanes, gambling establish-
ments, etc.) is amended by adding at the end 
the following new sentence: ‘‘The preceding 
sentence shall not apply to any fixed-wing 
aircraft equipped for, and exclusively dedi-
cated to providing, acute care emergency 
medical services (within the meaning of 
4261(g)(2)).’’ 

(b) EFFECTIVE DATE.—The amendment 
made by this section shall apply to obliga-
tions issued after the date of the enactment 
of this Act. 

By Mr. CASEY (for himself and 
Mr. ENZI): 

S. 1502. A bill to establish a program 
to be managed by the Department of 
Energy to ensure prompt and orderly 
compensation for potential damages 
relating to the storage of carbon diox-
ide in geological storage units; to the 
Committee on Energy and Natural Re-
sources. 

Mr. CASEY. Mr. President, I rise 
today on behalf of myself and my col-
league Senator ENZI of Wyoming to in-
troduce the Carbon Storage Steward-
ship Trust Fund Act of 2009. This bill 
will encourage the commercial deploy-
ment of technology that will allow for 
the continued use of our Nation’s vast 
coal resources to produce economical 
and reliable power while at the same 
time mitigating the impact of climate 
change. 

The capture and storage of carbon di-
oxide from power generation facilities 
and large industrial sources is a crit-
ical component of both U.S. and inter-
national policy to reduce global emis-
sions of greenhouse gases. The criti-

cality of this technology has been driv-
en home by the Pew Center on Global 
Climate Change which has pointed out 
that ‘‘carbon capture and storage, CCS, 
is the key enabling technology for a fu-
ture in which we can continue to use 
our vast coal resources and protect the 
climate.’’ And former British Prime 
Minister Tony Blair stated in Novem-
ber, 2008, that ‘‘the vast majority of 
new power stations in China and India 
will be coal fired; not ‘‘may be coal 
fired’’- will be. So developing carbon 
capture and storage technology is not 
optional, it is literally the essence.’’ 

The commercial deployment of CCS 
will require further large-scale devel-
opment and demonstration of the tech-
nology. Just as important, however, it 
will also require a well thought out ap-
proach to address the risk and liability 
of injecting large volumes of CO2 into 
geological formations, such as saline 
aquifers, depleted oil and gas fields, 
and unminable coal seams, where it 
will be permanently stored. 

The risk of geological CO2 storage, 
also commonly known as carbon se-
questration, is considered small. In 
fact, CO2 has been safely injected into 
oil and gas fields to enhance the recov-
ery of these hydrocarbons for decades 
without incident. While the potential 
for CO2 to leak to the surface and cause 
human or ecological harm in a well de-
signed and operated carbon sequestra-
tion project is minimal, the financial 
liability associated with this risk is 
uncertain given the huge disparity be-
tween the typical lifetime of a firm op-
erating a storage facility and the need 
to ensure the safe storage of CO2 in per-
petuity. This uncertainty can cause a 
chilling effect on private sector invest-
ment in CCS. 

The purpose of this act is to create a 
program for managing the financial 
risk, or liability, of the long-term stor-
age of CO2 . This program will offer the 
private sector with a framework for 
how legal and financial responsibilities 
for commercial carbon storage oper-
ations will be addressed. Moreover, it 
will provide a strong incentive to in-
dustry to manage and reduce risk by 
deploying carbon sequestration in the 
safest possible manner. 

Specifically, the act will require the 
owner or operator of a commercial CO2 
storage facility to self insure or obtain 
private insurance or other types of fi-
nancial assurance to cover liability 
claims during the CO2 injection phase 
of the project and for an extended pe-
riod of time after injection has 
stopped. After the operator has re-
ceived a site closure certificate from 
the appropriate regulatory agency, the 
act would then convey stewardship for 
the long-term management of the site 
to the U.S. Department of Energy. The 
State where the storage facility is lo-
cated may request to take on steward-
ship for the site from the Department 
of Energy. The act will also create a 
trust fund from fees paid by storage fa-
cility operators on a per ton of CO2 in-
jected basis that will be used to pay for 
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claims for damages made after storage 
facility stewardship is transferred to 
the Federal government. 

In summary, this act will give the 
private sector the certainty they need 
regarding the longterm stewardship of 
CO2 storage facilities. Just as impor-
tant, it will strongly encourage the 
safe and responsible operation of these 
facilities while ensuring the prompt 
and orderly compensation for damages 
or harm to humans, to the environ-
ment, and to natural resources, should 
they occur, from the injection and 
storage of CO2 in geological forma-
tions. 

I urge all of my colleagues to join 
Senator ENZI and me in support of this 
act so that a clear signal is given about 
our commitment to the development, 
demonstration, and ultimately, the 
widespread commercial deployment of 
CCS technology as a key component of 
the Nation’s strategy to reduce emis-
sions of CO2. 

Mr. President, I ask unanimous con-
sent that the text of the bill be printed 
in the RECORD. 

There being no objection, the text of 
the bill was ordered to be printed in 
the RECORD, as follows: 

S. 1502 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Carbon Stor-
age Stewardship Trust Fund Act of 2009’’. 
SEC. 2. PURPOSES. 

The purposes of this Act are— 
(1) to promote the commercial deployment 

of carbon capture and storage as an essential 
component of a national climate mitigation 
strategy; 

(2) to require private liability assurance 
during the active project period of a carbon 
dioxide storage facility; 

(3) to establish a Federal trust fund con-
sisting of amounts received as fees from op-
erators of carbon dioxide storage facilities; 

(4) to establish a limit on liability for dam-
ages caused by injection of carbon dioxide by 
carbon dioxide storage facilities subject to 
certificates of closure; 

(5) to establish a program— 
(A) to certify the closure of commercial 

carbon dioxide storage facilities; and 
(B) to provide for the transfer of long-term 

stewardship to the Federal Government for 
carbon dioxide storage facilities on the 
issuance of certificates of closure for the fa-
cilities; 

(6) to provide for the prompt and orderly 
compensation for damages relating to the 
storage of carbon dioxide; and 

(7) to protect the environment and public 
by providing long-term stewardship of geo-
logical storage units. 
SEC. 3. DEFINITIONS. 

In this Act: 
(1) ACTIVE PROJECT PERIOD.—The term ‘‘ac-

tive project period’’ means the phases of the 
carbon dioxide storage facility through re-
ceipt of a certificate of closure, including— 

(A) the siting and construction of the facil-
ity; 

(B) carbon dioxide injection; 
(C) well capping; 
(D) facility decommissioning; and 
(E) geological storage unit monitoring, 

measurement, verification, and remediation. 
(2) ADMINISTRATOR.—The term ‘‘Adminis-

trator’’ means the Administrator of the En-
vironmental Protection Agency. 

(3) CARBON DIOXIDE STORAGE FACILITY.—The 
term ‘‘carbon dioxide storage facility’’ 
means a facility that receives and perma-
nently stores or sequesters carbon dioxide 
within a geological storage unit, including 
carbon dioxide permanently stored as a re-
sult of enhanced hydrocarbon recovery. 

(4) CERTIFICATE OF CLOSURE.—The term 
‘‘certificate of closure’’ means a determina-
tion issued by the Administrator or other 
Federal or State regulatory authority with 
respect to a carbon dioxide storage facility 
that certifies that the operator of the carbon 
dioxide storage facility has completed injec-
tion operations, well closure, and any re-
quired monitoring and remediation to ensure 
that any carbon dioxide injected into a geo-
logical storage unit would not harm or 
present a risk to human health, safety, and 
the environment, including drinking water 
supplies. 

(5) CIVIL CLAIM.—The term ‘‘civil claim’’ 
means a claim, cause of action, lawsuit, 
judgment, court order, administrative order, 
government or agency order, fine, penalty, 
or notice of violation, for civil relief with re-
spect to damages or harm to persons, prop-
erty, or natural resources from the injection 
of carbon dioxide by a carbon dioxide storage 
facility. 

(6) DAMAGE.— 
(A) IN GENERAL.—The term ‘‘damage’’ 

means any direct or indirect damage or harm 
to persons, property, or natural resources 
from the injection of carbon dioxide into ge-
ological storage units. 

(B) INCLUSIONS.—The term ‘‘damage’’ in-
cludes personal injury, sickness, real or per-
sonal property damage, natural resource 
damage, trespass, subsidence losses, revenue 
losses, and loss of profits. 

(7) ENHANCED HYDROCARBON RECOVERY.— 
The term ‘‘enhanced hydrocarbon recovery’’ 
means the use of carbon dioxide to improve 
or enhance the recovery of oil or natural gas 
from oil or natural gas fields. 

(8) FUND.—The term ‘‘Fund’’ means the 
Carbon Storage Trust Fund established by 
section 5(d)(1). 

(9) GEOLOGICAL STORAGE UNIT.—The term 
‘‘geological storage unit’’ includes saline for-
mations, hydrocarbon formations, basalt for-
mations, salt caverns, unmineable coal 
seams, or any other geological formation ca-
pable of permanently storing carbon dioxide. 

(10) LIABILITY ASSURANCE.—The term ‘‘li-
ability assurance’’ means privately funded 
financial mechanisms, including third-party 
insurance, self-insurance, performance 
bonds, trust funds, letters of credit, and sur-
ety bonds. 

(11) LONG-TERM STEWARDSHIP.—The term 
‘‘long-term stewardship’’ means the moni-
toring, measurement, verification, and reme-
diation and related activities associated 
with a carbon dioxide storage facility after 
issuance of a certificate of closure. 

(12) PROGRAM.—The term ‘‘Program’’ 
means the Carbon Storage Stewardship and 
Trust Fund Program established by section 
5(a). 

(13) SECRETARY.—The term ‘‘Secretary’’ 
means the Secretary of Energy. 
SEC. 4. LONG-TERM STEWARDSHIP RESPONSI-

BILITY. 
(a) IN GENERAL.—Subject to subsection (b), 

the Secretary shall be responsible for the 
long-term stewardship of a carbon dioxide 
storage facility on the issuance of a certifi-
cate of closure for the carbon dioxide storage 
facility. 

(b) TRANSFER TO STATE.— 
(1) IN GENERAL.—A State may request that 

the management responsibilities associated 
with long-term stewardship of a carbon diox-
ide storage facility located in the State be 
transferred to the State in accordance with 
regulations established by the Secretary. 

(2) APPROVAL OF REQUEST.—If the Sec-
retary approves a request under paragraph 
(1), the State shall be responsible for the 
long-term stewardship of the applicable car-
bon dioxide storage facility beginning on the 
date of the approval in accordance with ap-
plicable Federal and State laws (including 
regulations). 

(3) FAILURE TO ACT BY STATE.—In accord-
ance with any regulations established under 
paragraph (1), if the Secretary determines 
that a State that has accepted management 
responsibilities under paragraph (1) has 
failed to carry out the responsibilities of the 
State with respect to the carbon dioxide 
storage facility, the Secretary shall assume 
long-term stewardship of the carbon dioxide 
storage facility as soon as practicable after 
the date of the determination. 

(c) STANDARDS.—The Secretary, in coordi-
nation with the Administrator, shall estab-
lish standards for any monitoring, measure-
ment, verification, and site remediation ac-
tivities necessary to protect health, safety, 
and the environment during long-term stew-
ardship performed by a State or the Federal 
Government. 

(d) COORDINATION WITH ADMINISTRATOR.—If 
long-term stewardship is vested with the 
Secretary, the Secretary may coordinate re-
sponsibility for site monitoring, measure-
ment, verification, and remediation and re-
lated activities with the Administrator. 
SEC. 5. CARBON STORAGE STEWARDSHIP AND 

TRUST FUND PROGRAM. 
(a) IN GENERAL.—There is established in 

the Department of Energy the Carbon Stor-
age Stewardship and Trust Fund Program. 

(b) LIABILITY ASSURANCE REQUIRED FOR OP-
ERATORS OF COMMERCIAL CARBON DIOXIDE 
STORAGE FACILITIES.—Notwithstanding any 
other provision of Federal or State law, in 
carrying out the Program, the Secretary 
shall require operators of carbon dioxide 
storage facilities to maintain adequate li-
ability assurance during the active project 
period. 

(c) FEES.— 
(1) IN GENERAL.—In carrying out the Pro-

gram, the Secretary shall require operators 
of carbon dioxide storage facilities to pay a 
risk-based fee, in an amount to be estab-
lished in accordance with paragraph (2), for 
each ton of carbon dioxide injected by the 
carbon dioxide storage facility into geologi-
cal storage units during the operation phase 
of the facility. 

(2) AMOUNT.— 
(A) IN GENERAL.—As soon as practicable 

after the date of enactment of this Act and 
after taking into account the criteria de-
scribed in subparagraph (B), the Secretary 
shall establish— 

(i) the minimum and maximum balance for 
the Fund; and 

(ii) the amount of the fee required under 
paragraph (1). 

(B) CRITERIA.—The criteria referred to in 
subparagraph (A) are— 

(i) the estimated quantity of carbon diox-
ide to be injected annually into geological 
storage units by all operating commercial 
carbon dioxide storage facilities; 

(ii) the likelihood or risk of an incident re-
sulting in liability; 

(iii) the likely dollar value of any damages 
relating to an incident; 

(iv) other factors relating to the risk of the 
carbon dioxide storage facility and associ-
ated geological storage unit; and 

(v) impact on commercial and economic vi-
ability of carbon dioxide storage facilities. 

(C) CONSIDERATIONS.—In establishing the 
amount of the fee under subparagraph (A)(ii), 
the Secretary may consider using a fee sys-
tem that is based on the level of risk associ-
ated with a specific geological storage unit 
to provide an incentive for the selection and 
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operation of the best carbon dioxide storage 
facilities. 

(D) ENHANCED HYDROCARBON RECOVERY.— 
The Secretary shall determine the most ap-
propriate approach for charging a fee on the 
quantity of carbon dioxide injected into oil 
and gas fields, after taking into consider-
ation— 

(i) the quantity of carbon dioxide that is 
permanently stored; 

(ii) whether or not the enhanced hydro-
carbon recovery operation is also being oper-
ated as a carbon dioxide storage facility; and 

(iii) any other factors that the Secretary 
determines to be appropriate. 

(E) REVIEW AND ADJUSTMENT.—The Sec-
retary shall, on at least an annual basis, re-
view the Fund balance— 

(i) to ensure that there are sufficient 
amounts in the Fund to make the payments 
required under subsection (d)(3)(A); and 

(ii) to determine whether or not to in-
crease or decrease the amount, or dis-
continue collection, of the fee, after taking 
into consideration— 

(I) the annual quantity of carbon dioxide 
injected by carbon dioxide storage facilities; 

(II) the number and estimated value of 
claims against the Fund; and 

(III) any other relevant factors, as deter-
mined by the Secretary. 

(3) DEPOSIT.—Notwithstanding section 3302 
of section 31, United States Code, the fees 
collected under paragraph (1) shall be depos-
ited in the Fund. 

(d) CARBON STORAGE TRUST FUND.— 
(1) ESTABLISHMENT.—There is established 

in the Treasury of the United States a re-
volving fund, to be known as the ‘‘Carbon 
Storage Trust Fund’’, consisting of such 
amounts as are deposited under subsection 
(c)(3). 

(2) USE OF FUND.— 
(A) IN GENERAL.—Amounts in the Fund 

shall be made available, without further ap-
propriation or fiscal year limitation— 

(i) to the Secretary for the payment of 
civil claims from a carbon dioxide storage fa-
cility that are brought after a certificate of 
closure for the carbon dioxide storage facil-
ity has been issued; 

(ii) to the Secretary for long-term steward-
ship after the date of issuance of a certifi-
cate for closure; and 

(iii) to the Secretary or other appropriate 
regulatory authority to pay any reasonable 
and verified administrative costs incurred by 
the Secretary or regulatory authority in car-
rying out the Program. 

(B) LIMITATION.—Amounts in the Fund 
shall only be used for the purposes described 
in clause (i), (ii), or (iii) of subparagraph (A). 

(C) LIMITATION ON PAYMENTS.— 
(i) IN GENERAL.—Subject to clause (ii), an 

aggregate claim for damages brought under 
subparagraph (A)(i) shall be limited to an 
amount to be established by the Secretary as 
soon as practicable after the date of enact-
ment of this Act, based on mechanisms such 
as— 

(I) actuarial modeling of probable damage; 
and 

(II) net present value analysis. 
(ii) CONGRESSIONAL ACTION.—If estimated 

or actual aggregate damages exceed the 
amount established under clause (i)— 

(I) the Secretary shall notify Congress; and 
(II) on receipt of notice under subclause (I), 

Congress may provide for payments in excess 
of that amount, in accordance with guide-
lines established by Congress by law. 

(D) EXCEPTION FOR GROSS NEGLIGENCE AND 
INTENTIONAL MISCONDUCT.—Notwithstanding 
subparagraph (A), no amounts in the Fund 
shall be used to pay a claim for liability aris-
ing out of conduct of an operator of a carbon 
dioxide storage facility that is grossly neg-

ligent or that constitutes intentional mis-
conduct, as determined by the Secretary. 

(E) PROCEDURES FOR ADJUDICATION OF 
CLAIMS.—Claims of damage brought under 
subparagraph (A)(i) relating to carbon diox-
ide in a carbon dioxide storage facility sub-
ject to a certificate of closure shall be— 

(i) filed in the United States Court of Fed-
eral Claims; and 

(ii) adjudicated in accordance with proce-
dures established by the United States Court 
of Federal Claims. 

(3) INITIAL FUNDING.— 
(A) IN GENERAL.—If sufficient amounts are 

not available in the Fund to cover potential 
claims during the first years of the Program, 
the Secretary may request from the Sec-
retary of the Treasury an interest-bearing 
advance in funding from the Treasury to 
carry out the Program, subject to subpara-
graph (B). 

(B) TERMS AND CONDITIONS.—The terms and 
conditions for the repayment of an advance 
under subparagraph (A) shall be specified by 
the Secretary of the Treasury. 
SEC. 6. LIMITATION ON CIVIL CLAIMS. 

(a) IN GENERAL.—Except as provided in 
subsection (b), on issuance of a certificate of 
closure, a civil claim or claim for the per-
formance of long-term stewardship respon-
sibilities under applicable Federal and State 
law, may not be brought against— 

(1) the operator or owner of the carbon di-
oxide storage facility subject to the certifi-
cate of closure; 

(2) the generator of the carbon dioxide 
stored in the applicable geological storage 
unit; or 

(3) the owner or operator of the pipeline 
used to transport the carbon dioxide to the 
carbon dioxide storage facility subject to the 
certificate of closure. 

(b) EXCEPTION.—Subsection (a) shall not 
apply in the case of a civil claim involving 
the gross negligence or intentional mis-
conduct of an owner, operator, or generator. 

Mr. ENZI. Mr. President, we need 
clean energy. We need cheap energy. 
We need abundant energy from right 
here at home. Why not concentrate 
some of our efforts on hitting a triple 
play? 

Coal is our Nation’s most abundant 
energy source. It provides more than 50 
percent of our Nation’s electricity 
today and makes electricity more af-
fordable for millions of Americans. It 
provides for thousands of well paying 
American jobs and is an essential part 
of my home State’s economy. 

Unfortunately, in the discussions 
surrounding climate change, some have 
suggested that we should end our Na-
tion’s use of coal. Because of the abun-
dant, cost-effective nature of this re-
source, that doesn’t make sense. In-
stead of talking about eliminating one 
of our country’s most important en-
ergy sources, we should be talking 
about how we can make coal cleaner. 

An essential element of the effort to 
make coal cleaner will be the develop-
ment of carbon capture and storage, 
CCS, technology. There are many 
pieces to that effort, and today, Sen-
ator CASEY and I have introduced The 
Carbon Storage Stewardship Trust 
Fund Act of 2009 to address one issue 
with CCS liability for the stored CO2. 

Our legislation sets up a framework 
that answers the question of who is re-
sponsible for the CO2 once it is placed 
underground. The Carbon Storage 

Stewardship Trust Fund Act of 2009 re-
quires companies injecting CO2 into the 
ground to obtain private liability in-
surance for a period of time. After the 
CO2 is injected and the injection site is 
certified as closed by the Federal Gov-
ernment, liability for the CO2 is trans-
ferred to the Federal Government. 

To cover any claims that may arise 
from damages caused by the injected 
CO2, the bill sets up a Federal trust 
fund that is paid for through a small 
fee charged for each ton of CO2 that is 
injected. Additionally, it provides a 
method for compensation for those 
damages. 

While this legislation is far from ev-
erything we need to make commercial 
CCS a reality, it is an important step 
and answers an important question 
about long-term liability of CO2. I ap-
preciate Senator CASEY’s leadership on 
this issue and look forward to working 
with him and other Members of the 
Senate to move this legislation for-
ward. 

Mr. SPECTER: 
S. 1504. A bill to provide that Federal 

courts shall not dismiss complaints 
under rule 12(b)(6) or (e) of the Federal 
Rules of Civil Procedure, except under 
the standards set forth by the Supreme 
Court of the United States in Conley v. 
Gibson, 355 U.S. 41 (1957); to the Com-
mittee on the Judiciary. 

Mr. SPECTER. Mr. President, I seek 
recognition to speak on legislation I 
am introducing that will restore the 
system of notice pleading that has 
served our Federal judicial system well 
since 1938, the year the Federal Rules 
of Civil Procedure were adopted. 

Civil litigation in our Federal system 
is commenced by the filing a complaint 
that puts the defendant on notice of 
the plaintiffs claims. Rule 8(a)(2) of the 
Federal Rules of Civil Procedure pro-
vides that a complaint need only con-
tain a ‘‘short and plain statement of 
the claim showing the pleader’’, usu-
ally the plaintiff, ‘‘is entitled to re-
lief.’’ This is not a demanding stand-
ard. An appendix to the Rules includes 
a form complaint for negligence that 
the drafters of Rule 8 obviously 
thought would satisfy Rule 8’s stand-
ard. That complaint, in relevant part, 
alleges only that ‘‘[o]n June 1, 1936, in 
a public highway called Boylston 
Street in Boston Massachusetts, de-
fendant negligently drove a motor ve-
hicle against plaintiff who was crossing 
the highway.’’ 

The Federal Rules require the court 
to await the submission of the plain-
tiff’s evidence—first at the summary- 
judgment stage and, if summary judg-
ment is not granted, then at trial—be-
fore evaluating or passing on the truth 
of the complaint’s allegations. It’s only 
sensible that courts do so: Not until a 
plaintiff has had access to relevant in-
formation in the defendant’s possession 
during the discovery process that fol-
lows the filing of a complaint as a mat-
ter of right can the plaintiff normally 
offer evidence to support the com-
plaint’s allegations. 
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For over 70 years following the adop-

tion of the Federal Rules, the Supreme 
Court of the U.S. consistently and 
faithfully implemented Rule 8’s notice- 
pleading language. Its leading decision 
on the subject, Conley v. Gibson, 355 
U.S. 41, 1957, prohibited federal courts 
from dismissing a complaint ‘‘for fail-
ure to state a claim unless it appears 
beyond doubt that the plaintiff can 
prove no set of facts in support of his 
claim that would entitle him to relief.’’ 

Two years ago in Bell Atlantic Cor-
poration v. Twombly, 550 U.S. 544, 2007, 
the Court jettisoned the standard set 
forth in Conley and announced that 
henceforth it would require not only 
factual specificity in complaints not 
previously required of plaintiffs, but 
also that a complaint’s allegation of 
wrongdoing appear ‘‘plausible’’ to the 
court. This year in Ashcroft v. Iqbal, 129 
S. Ct. 1937, 2009, the Supreme Court sig-
nificantly expanded upon Twombly by, 
to quote Professor Stephen Burbank of 
the University of Pennsylvania Law 
School, effectively authorizing federal 
judges to indulge their ‘‘subject judg-
ments’’ in evaluating an allegation’s 
plausibility. According to an article 
that just appeared in The York Times, 
Justice Ruth Bader Ginsburg recently 
told a group of Federal judges that, as 
a result of these two cases, the Su-
preme Court has ‘‘messed up the fed-
eral rules’’ governing pleading. 

When it passed the Rules Enabling 
Act, Congress established a carefully 
designed process for amending the Fed-
eral Rules of Civil Procedure. The proc-
ess ends with the Supreme Court’s 
presentation of a proposed rule change 
to Congress for approval. In Twombly 
and Ashcroft the Court effectively end 
ran that process. 

The effect of the Court’s actions will 
no doubt be to deny many plaintiffs 
with meritorious claims access to the 
Federal courts and, with it, any legal 
redress for their injuries. I think that 
is an especially unwelcome develop-
ment at a time when, with the liti-
gating resources of our executive- 
branch and administrative agencies 
stretched thin, the enforcement of Fed-
eral antitrust, consumer protection, 
civil rights and other laws that benefit 
the public will fall increasingly to pri-
vate litigants. 

The Notice Pleading Restoration Act 
will require the Federal courts to test 
the sufficiency of a complaint’s allega-
tions under the well-established stand-
ards that prevailed in the Federal 
courts until Twombly. I urge its pas-
sage. 

SUBMITTED RESOLUTIONS 

SENATE RESOLUTION 220—SUP-
PORTING THE DESIGNATION OF 
SEPTEMBER AND ‘‘NATIONAL 
ATRIAL FIBRILLATION AWARE-
NESS MONTH’’ AND ENCOUR-
AGING EFFORTS TO EDUCATE 
THE PUBLIC ABOUT ATRIAL FI-
BRILLATION 

Mr. FEINGOLD (for himself, Ms. COL-
LINS, Mr. DORGAN, and Mr. CRAPO) sub-
mitted the following resolution; which 
was referred to the Committee on 
Health, Education, Labor, and Pen-
sions: 

S. RES. 220 

Whereas atrial fibrillation is a cardiac con-
dition in which electrical pulses disrupt the 
regular beating of the atria in the heart, 
hampering the ability of the atria to fill the 
ventricles with blood, and subsequently 
causing blood to pool in the atria and form 
clots; 

Whereas atrial fibrillation is the most 
common cardiac malfunction and affects at 
least 2,200,000 people in the United States, 
with increased prevalence anticipated as the 
population of the United States ages; 

Whereas atrial fibrillation is associated 
with an increased, long-term risk of stroke, 
heart failure, and mortality from all causes, 
especially among women; 

Whereas atrial fibrillation accounts for ap-
proximately 1⁄3 of hospitalizations for cardiac 
rhythm disturbances; 

Whereas, according to the American Heart 
Association, 3 to 5 percent of people in the 
United States aged 65 and older are esti-
mated to have atrial fibrillation; 

Whereas atrial fibrillation is recognized as 
a major contributor to strokes, with an esti-
mated 15 to 20 percent of strokes occurring 
in people afflicted with atrial fibrillation; 

Whereas it is estimated that treating 
atrial fibrillation costs approximately $3,600 
per patient annually for a total cost burden 
in the United States of approximately 
$15,700,000,000; 

Whereas obesity is a significant risk factor 
for atrial fibrillation; 

Whereas better education for patients and 
health care providers is needed in order to 
ensure timely recognition of atrial fibrilla-
tion symptoms; 

Whereas more research into effective 
treatments for atrial fibrillation is needed; 
and 

Whereas September is an appropriate 
month to observe as National Atrial Fibrilla-
tion Awareness Month: Now, therefore, be it 

Resolved, That the Senate— 
(1) supports the designation of September 

as ‘‘National Atrial Fibrillation Awareness 
Month’’; 

(2) supports efforts to educate people about 
atrial fibrillation; 

(3) recognizes the need for additional re-
search into treatment for atrial fibrillation; 
and 

(4) encourages the people of the United 
States and interested groups to observe and 
support National Atrial Fibrillation Aware-
ness Month through appropriate programs 
and activities that promote public awareness 
of atrial fibrillation and potential treat-
ments for atrial fibrillation. 

SENATE RESOLUTION 221—EX-
PRESSING SUPPORT FOR THE 
GOALS AND IDEALS OF THE 
FIRST ANNUAL NATIONAL WILD 
HORSE AND BURRO ADOPTION 
DAY TAKING PLACE ON SEP-
TEMBER 26, 2009 
Mr. REID (for himself, Mrs. FEIN-

STEIN, and Mr. ENSIGN) submitted the 
following resolution; which was re-
ferred to the Committee on Energy and 
Natural Resources: 

S. RES. 221 
Whereas, in 1971, in Public Law 92–195 

(commonly known as the ‘‘Wild Free-Roam-
ing Horses and Burros Act’’) (16 U.S.C. 1331 et 
seq.), Congress declared that wild free-roam-
ing horses and burros are living symbols of 
the historic and pioneer spirit of the West; 

Whereas, under that Act, the Secretary of 
the Interior and the Secretary of Agriculture 
have responsibility for the humane capture, 
removal, and adoption of wild horses and 
burros; 

Whereas the Bureau of Land Management 
and the Forest Service are the Federal agen-
cies responsible for carrying out the provi-
sions of the Act; 

Whereas a number of private organizations 
will assist with the adoption of excess wild 
horses and burros, in conjunction with the 
first National Wild Horse and Burro Adop-
tion Day; and 

Whereas there are approximately 31,000 
wild horses in short-term and long-term 
holding facilities, with 18,000 young horses 
awaiting adoption: Now, therefore, be it 

Resolved, That the Senate— 
(1) supports the goals of a National Wild 

Horse and Burro Adoption Day to be held an-
nually in coordination with the Secretary of 
Interior and the Secretary of Agriculture; 

(2) recognizes that creating a successful 
adoption model for wild horses and burros is 
consistent with Public Law 92-195 (commonly 
known as the ‘‘Wild Free-Roaming Horses 
and Burros Act’’) (16 U.S.C. 1331 et seq.) and 
beneficial to the long-term interests of the 
people of the United States in protecting 
wild horses and burros; and 

(3) encourages citizens of the United States 
to adopt a wild horse or burro so as to own 
a living symbol of the historic and pioneer 
spirit of the West. 

f 

SENATE CONCURRENT RESOLU-
TION 34—EXPRESSING THE 
SENSE OF CONGRESS THAT A 
COMMEMORATIVE POSTAGE 
STAMP SHOULD BE ISSUED TO 
HONOR THE CREW OF THE USS 
MASON DE–529 WHO FOUGHT AND 
SERVED DURING WORLD WAR II 
Mr. BURRIS submitted the following 

concurrent resolution; which was re-
ferred to the Committee on Homeland 
Security and Governmental Affairs: 

S. CON. RES. 34 

Whereas the USS Mason DE–529 was the 
only United States Navy destroyer with a 
predominantly black enlisted crew during 
World War II; 

Whereas the integration of the crew of the 
USS Mason DE–529 was the role model for ra-
cial integration on Navy vessels and served 
as a beacon for desegregation in the Navy; 

Whereas the integration of the crew sig-
nified the first time that black citizens of 
the United States were trained to serve in 
ranks other than cooks and stewards; 

Whereas the USS Mason DE–529 served as a 
convoy escort in the Atlantic and Mediterra-
nean Theatres during World War II; 
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