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S. 2400

At the request of Mr. SESSIONS, the
name of the Senator from Maine (Ms.
CoOLLINS) was added as a cosponsor of S.
2400, a bill to amend title 37, United
States Code, to require the Secretary
of Defense to continue to pay to a
member of the Armed Forces who is re-
tired or separated from the Armed
Forces due to a combat-related injury
certain bonuses that the member was
entitled to before the retirement or
separation and would continue to be
entitled to if the member was not re-
tired or separated, and for other pur-
poses.

S. 2426

At the request of Mrs. CLINTON, the
name of the Senator from Rhode Island
(Mr. WHITEHOUSE) was added as a co-
sponsor of S. 2426, a bill to provide for
congressional oversight of TUnited
States agreements with the Govern-
ment of Iraq.

S.J. RES. 22

At the request of Mr. CRAPO, the
name of the Senator from Georgia (Mr.
ISAKSON) was added as a cosponsor of
S.J. Res. 22, a joint resolution pro-
viding for congressional disapproval
under chapter 8 of title 5, United
States Code, of the rule submitted by
the Centers for Medicare & Medicaid
Services within the Department of
Health and Human Services relating to
Medicare coverage for the use of
erythropoiesis stimulating agents in
cancer and related neoplastic condi-
tions.

S. CON. RES. 53

At the request of Mr. NELSON of Flor-
ida, the names of the Senator from
California (Mrs. BOXER), the Senator
from Connecticut (Mr. DoDD), the Sen-
ator from Massachusetts (Mr. KERRY)
and the Senator from Maryland (Mr.
CARDIN) were added as cosponsors of S.
Con. Res. 53, a concurrent resolution
condemning the kidnapping and hos-
tage-taking of 3 United States citizens
for over 4 years by the Revolutionary
Armed Forces of Colombia (FARC), and
demanding their immediate and uncon-
ditional release.

At the request of Mr. ISAKSON, the
names of the Senator from Minnesota
(Mr. COLEMAN) and the Senator from
Idaho (Mr. CrAIG) were added as co-
sponsors of S. Con. Res. 53, supra.

S. RES. 388

At the request of Mr. CRAPO, the
name of the Senator from Indiana (Mr.
BAYH) was added as a cosponsor of S.
Res. 388, a resolution designating the
week of February 4 through February
8, 2008, as ‘‘National Teen Dating Vio-
lence Awareness and Prevention
Week’’.

S. RES. 397

At the request of Mr. DURBIN, his
name was added as a cosponsor of S.
Res. 397, a resolution recognizing the
2007-2008 Siemens Competition in
Math, Science and Technology and
celebrating the first time in the his-
tory of the competition that young
women have won top honors.
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AMENDMENT NO. 3614

At the request of Mr. DOMENICI, the
names of the Senator from Idaho (Mr.
CRAIG) and the Senator from Colorado
(Mr. SALAZAR) were added as cospon-
sors of amendment No. 3614 proposed to
H.R. 2419, a bill to provide for the con-
tinuation of agricultural programs
through fiscal year 2012, and for other
purposes.

AMENDMENT NO. 3660

At the request of Mr. BAUCUS, the
names of the Senator from Washington
(Ms. CANTWELL), the Senator from New
Mexico (Mr. BINGAMAN), the Senator
from Kansas (Mr. ROBERTS) and the
Senator from Idaho (Mr. CRAIG) were
added as cosponsors of amendment No.
3660 intended to be proposed to H.R.
2419, a bill to provide for the continu-
ation of agricultural programs through
fiscal year 2012, and for other purposes.

——————

STATEMENTS ON INTRODUCED
BILLS AND JOINT RESOLUTIONS

Mr. MENENDEZ (for himself,
Mrs. DOLE, Mr. KENNEDY, and
Mr. LEVIN):

S. 2439. A Dbill to require the National
Incident Based Reporting System, the
Uniform Crime Reporting Program,
and the Law Enforcement National
Data Exchange Program to list cruelty
to animals as a separate offense cat-
egory; to the Committee on the Judici-
ary.

Mr. MENENDEZ. Mr. President,
today the Nation closed the book on a
heinous story that brought the crimi-
nal act of dogfighting into the national
spotlight. Michael Vick received 23
months in jail for his actions, but that
is not the end of the story. Nor is it the
end of the nation’s attack on
dogfighting.

Dogfighting is reprehensible in its
own right. There is no justification for
the intentional mauling and destruc-
tion of a living animal. But it is a pre-
cursor of so much more. That is why
we must continue to fight these
crimes.

Dogfighting isn’t just about cruelty
to animals. Dogfights are one becoming
an increasingly profitable enterprise
for violent gangs. These criminals can
bring in as much as $25,000 by selling a
champion dog on the black market,
and they can take a cut from bets that
can run in excess of $100,000 for a single
fight. Stopping animal cruelty means
cutting off the flow of money that
these criminals use to intimidate and
terrorize their communities.

Studies show that animal cruelty is a
steppingstone to violent crimes against
humanity. When the FBI profiles serial
killers, they try to find out if they
have a history of animal abuse. If
someone’s been prosecuted for animal
cruelty, they are four times more like-
ly to commit a violent crime. The Chi-
cago Police Department found that al-
most 6 out of every 10 people arrested
for crimes against animals turned out
to be members of gangs. Animal cru-
elty is one of the strongest indicators
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of participation in other acts of vio-
lence that criminologists have ever dis-
covered.

No on can argue that this barbaric
practice should continue. But there is
an unnecessary barrier to stopping it:
gathering reliable data on animal
fighting is more difficult than it should
be. We don’t have a good idea of how
fast it is growing because of a simple
problem with how the crime is cat-
egorized.

That is why I introduced the Track-
ing Animal Cruelty Crimes Act, which
would list cruelty to animals as a sepa-
rate offense category in the three
major crime reporting systems used by
the federal government. It’s time to
begin tracking these crimes, so we can
better understand it—and ultimately
so we can shut down this vast, explod-
ing and increasingly lucrative criminal
enterprise.

Currently in the world of criminal
justice, there are “Type I’ crimes, like
homicide and arson, and ‘‘Type II”
crimes, like drug abuse, gambling, and
vagrancy. But then there are crimes
that are thrown into a category called
““Other.” Acts of animal cruelty, in-
cluding dogfighting, are in the ‘“‘Other”’
category. That means law enforcement
can’t separate out and analyze data
about them.

How are we supposed to come up with
an effective policy to target animal
cruelty if that data is lumped together
with other totally unrelated crimes?
But there is a simple fix to this prob-
lem. Once law enforcement officials
can gather information on animal cru-
elty as a separate category, they can

track criminal activity, monitor
trends, allocate resources more effi-
ciently, and ultimately stop these

criminals before they commit even
more heinous crimes.

The repulsive blood-sport of
dogfighting is a truly national prob-
lem, including in my home State of
New Jersey, where last year officials
found a dog ring in a bunker 11-feet un-
derground. That was during a drug
raid, showing how tied up that activity
is with illegal gambling, drugs, and vi-
olence.

If we are going to combat a culture of
violence wherever it exists in this
country, we need to do everything in
our power to stop the gangs that ter-
rorize our streets and cut off their flow
of money—whether it is through set-
ting tougher penalties for gang activi-
ties, expanding funding for community
policing, or boosting prevention efforts
such as after-school programs.

For the sake of the safety of our
communities, I urge my colleagues to
take swift action to enact this impor-
tant legislation.

By Mr. REID:

S. 2440. A bill to amend the Foreign
Intelligence Surveillance Act of 1978,
to modernize and streamline the provi-
sions of that Act, and for other pur-
poses; read the first time.

Mr. REID. Mr. President, I ask unan-
imous consent that the text of the bill
be printed in the RECORD.
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There being no objection, the text of
the bill was ordered to be placed in the
RECORD, as follows:

S. 2440

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in
Congress assembled,

SECTION 1. SHORT TITLE; TABLE OF CONTENTS.

(a) SHORT TITLE.—This Act may be cited as
the “FISA Improvement Act of 2007,

(b) TABLE OF CONTENTS.—The table of con-
tents for this Act is as follows:

Sec. 1. Short title; table of contents.
TITLE I—FOREIGN INTELLIGENCE
SURVEILLANCE
Sec. 101. Targeting the communications of
certain persons outside the
United States.

Sec. 102. Statement of exclusive means by
which electronic surveillance
and interception of domestic
communications may be con-
ducted.

Sec. 103. Submittal to Congress of certain
court orders under the Foreign
Intelligence Surveillance Act of
1978.

Sec. 104. Applications for court orders.

Sec. 105. Issuance of an order.

Sec. 106. Use of information.

Sec. 107. Amendments for physical searches.

Sec. 108. Amendments for emergency pen
registers and trap and trace de-
vices.

Sec. 109. Foreign Intelligence Surveillance
Court.

Sec. 110. Technical and conforming amend-
ments.

TITLE II-OTHER PROVISIONS

Sec. 201. Severability.

Sec. 202. Effective date; repeal; transition
procedures.

TITLE I—FOREIGN INTELLIGENCE
SURVEILLANCE

SEC. 101. TARGETING THE COMMUNICATIONS OF
CERTAIN PERSONS OUTSIDE THE
UNITED STATES.

(a) IN GENERAL.—The Foreign Intelligence
Surveillance Act of 1978 (50 U.S.C. 1801 et
seq.) is amended—

(1) by striking title VII; and

(2) by adding after title VI the following
new title:

“TITLE VII—ADDITIONAL PROCEDURES
FOR TARGETING COMMUNICATIONS OF
CERTAIN PERSONS OUTSIDE THE
UNITED STATES

“SEC. 701. LIMITATION ON DEFINITION OF ELEC-

TRONIC SURVEILLANCE.

““Nothing in the definition of electronic
surveillance under section 101(f) shall be con-
strued to encompass surveillance that is tar-
geted in accordance with this title at a per-
son reasonably believed to be located outside
the United States.

“SEC. 702. DEFINITIONS.

‘“(a) IN GENERAL.—The terms ‘agent of a
foreign power’, ‘Attorney General’, ‘con-
tents’, ‘electronic surveillance’, ‘foreign in-
telligence information’, ‘foreign power’,
‘minimization procedures’, ‘person’, ‘United
States’, and ‘United States person’ shall
have the meanings given such terms in sec-
tion 101, except as specifically provided in
this title.

““(b) ADDITIONAL DEFINITIONS.—

(1) CONGRESSIONAL INTELLIGENCE COMMIT-
TEES.—The term ‘congressional intelligence
committees’ means—

‘“(A) the Select Committee on Intelligence
of the Senate; and

“(B) the Permanent Select Committee on
Intelligence of the House of Representatives.

‘(2) FOREIGN INTELLIGENCE SURVEILLANCE
COURT; COURT.—The terms ‘Foreign Intel-
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ligence Surveillance Court’ and ‘Court’ mean
the court established by section 103(a).

“(3) FOREIGN INTELLIGENCE SURVEILLANCE
COURT OF REVIEW; COURT OF REVIEW.—The
terms ‘Foreign Intelligence Surveillance
Court of Review’ and ‘Court of Review’ mean
the court established by section 103(b).

‘“(4) ELECTRONIC COMMUNICATION SERVICE
PROVIDER.—The term ‘electronic communica-
tion service provider’ means—

‘““(A) a telecommunications carrier, as that
term is defined in section 3 of the Commu-
nications Act of 1934 (47 U.S.C. 1563);

‘(B) a provider of electronic communica-
tions service, as that term is defined in sec-
tion 2510 of title 18, United States Code;

‘(C) a provider of a remote computing
service, as that term is defined in section
2711 of title 18, United States Code;

‘(D) any other communication service pro-
vider who has access to wire or electronic
communications either as such communica-
tions are transmitted or as such communica-
tions are stored; or

‘‘(E) an officer, employee, or agent of an
entity described in subparagraph (A), (B),
(C), or (D).

“(5) ELEMENT OF THE INTELLIGENCE COMMU-
NITY.—The term ‘element of the intelligence
community’ means an element of the intel-
ligence community specified in or designated
under section 3(4) of the National Security
Act of 1947 (50 U.S.C. 401a(4)).

“SEC. 703. PROCEDURES FOR ACQUIRING THE

COMMUNICATIONS OF CERTAIN
PERSONS OUTSIDE THE UNITED
STATES.

‘‘(a) AUTHORIZATION.—Notwithstanding any
other law, the Attorney General and the Di-
rector of National Intelligence may author-
ize jointly, for periods of up to 1 year, the
targeting of persons reasonably believed to
be located outside the United States to ac-
quire foreign intelligence information.

‘“(b) LIMITATIONS.—An acquisition author-
ized under subsection (a)—

‘(1) may not intentionally target any per-
son known at the time of acquisition to be
located in the United States;

‘“(2) may not intentionally target a person
reasonably believed to be outside the United
States if the purpose of such acquisition is to
target for surveillance a particular, known
person reasonably believed to be in the
United States, except in accordance with
title I; and

“(3) shall be conducted in a manner con-
sistent with the fourth amendment to the
Constitution of the United States.

““(c) UNITED STATES PERSONS LOCATED OUT-
SIDE THE UNITED STATES.—

‘(1) ACQUISITION INSIDE THE UNITED STATES
OF UNITED STATES PERSONS OUTSIDE THE
UNITED STATES.—An acquisition authorized
by subsection (a) that occurs inside the
United States may not target a United
States person except in accordance with the
provisions of title I.

“(2) ACQUISITION OUTSIDE THE UNITED
STATES OF UNITED STATES PERSONS OUTSIDE
THE UNITED STATES.—An acquisition by an
electronic, mechanical, or other surveillance
device outside the United States may not in-
tentionally target a United States person
reasonably believed to be outside the United
States to acquire the contents of a wire or
radio communication sent by or intended to
be received by that United States person
under circumstances in which a person has a
reasonable expectation of privacy and a war-
rant would be required for law enforcement
purposes if the technique were used inside
the United States unless—

‘“(A) the Attorney General or the Attorney
General’s designee submits an application to
the Foreign Intelligence Surveillance Court
that includes a statement of the facts and
circumstances relied upon by the applicant
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to justify the Attorney General’s belief that
the target of the acquisition is a foreign
power or an agent of a foreign power; and

‘(B) the Foreign Intelligence Surveillance
Court—

‘(i) finds on the basis of the facts sub-
mitted by the applicant there is probable
cause to believe that the target of the elec-
tronic surveillance is a foreign power or an
agent of a foreign power; and

‘“(ii) issues an ex parte order as requested
or as modified approving the targeting of
that United States person.

‘‘(3) PROCEDURES.—

““(A) SUBMITTAL TO FOREIGN INTELLIGENCE
SURVEILLANCE COURT.—Not later than 30 days
after the date of the enactment of this title,
the Attorney General shall submit to the
Foreign Intelligence Surveillance Court the
procedures to be utilized in determining
whether a target reasonably believed to be
outside the United States is a United States
person.

‘“(B) APPROVAL BY FOREIGN INTELLIGENCE
SURVEILLANCE COURT.—The procedures sub-
mitted under subparagraph (A) shall be uti-
lized as described in that subparagraph only
upon the approval of the Foreign Intel-
ligence Surveillance Court.

¢(C) UTILIZATION IN TARGETING.—Any tar-
geting of persons authorized by subsection
(a) shall utilize the procedures submitted
under subparagraph (A) as approved by the
Foreign Intelligence Surveillance Court
under subparagraph (B).

¢“(d) CONDUCT OF ACQUISITION.—AnN acquisi-
tion authorized under subsection (a) may be
conducted only in accordance with—

‘(1) a certification made by the Attorney
General and the Director of National Intel-
ligence pursuant to subsection (g); and

‘“(2) the targeting and minimization proce-
dures required pursuant to subsections (e)
and (f).

“‘(e) TARGETING PROCEDURES.—

‘(1) REQUIREMENT TO ADOPT.—The Attor-
ney General, in consultation with the Direc-
tor of National Intelligence, shall adopt tar-
geting procedures that are reasonably de-
signed to ensure that any acquisition au-
thorized under subsection (a) is limited to
targeting persons reasonably believed to be
located outside the United States.

‘(2) JUDICIAL REVIEW.—The procedures re-
ferred to in paragraph (1) shall be subject to
judicial review pursuant to subsection (i).

“(f) MINIMIZATION PROCEDURES.—

‘(1) REQUIREMENT TO ADOPT.—The Attor-
ney General, in consultation with the Direc-
tor of National Intelligence, shall adopt, con-
sistent with the requirements of section
101(h), minimization procedures for acquisi-
tions authorized under subsection (a).

‘(2) JUDICIAL REVIEW.—The minimization
procedures required by this subsection shall
be subject to judicial review pursuant to sub-
section (i).

*‘(g) CERTIFICATION.—

(1) IN GENERAL.—

‘“(A) REQUIREMENT.—Subject to subpara-
graph (B), prior to the initiation of an acqui-
sition authorized under subsection (a), the
Attorney General and the Director of Na-
tional Intelligence shall provide, under oath,
a written certification, as described in this
subsection.

‘“(B) EXCEPTION.—If the Attorney General
and the Director of National Intelligence de-
termine that immediate action by the Gov-
ernment is required and time does not per-
mit the preparation of a certification under
this subsection prior to the initiation of an
acquisition, the Attorney General and the
Director of National Intelligence shall pre-
pare such certification, including such deter-
mination, as soon as possible but in no event
more than 168 hours after such determina-
tion is made.
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‘“(2) REQUIREMENTS.—A certification made
under this subsection shall—

‘“(A) attest that—

‘(i) there are reasonable procedures in
place for determining that the acquisition
authorized under subsection (a) is targeted
at persons reasonably believed to be located
outside the United States and that such pro-
cedures have been approved by, or will
promptly be submitted for approval by, the
Foreign Intelligence Surveillance Court pur-
suant to subsection (i);

‘‘(ii) the procedures referred to in clause (i)
are consistent with the requirements of the
fourth amendment to the Constitution of the
United States and do not permit the inten-
tional targeting of any person who is known
at the time of acquisition to be located in
the United States;

‘“(iii) a significant purpose of the acquisi-
tion is to obtain foreign intelligence infor-
mation;

‘“(iv) the minimization procedures to be
used with respect to such acquisition—

“(I) meet the definition of minimization
procedures under section 101(h); and

‘“(II) have been approved by, or will
promptly be submitted for approval by, the
Foreign Intelligence Surveillance Court pur-
suant to subsection (i);

‘“(v) the acquisition involves obtaining the
foreign intelligence information from or
with the assistance of an electronic commu-
nication service provider; and

‘“(vi) the acquisition does not constitute
electronic surveillance, as limited by section
701; and

‘“(B) be supported, as appropriate, by the
affidavit of any appropriate official in the
area of national security who is—

‘(i) appointed by the President, by and
with the consent of the Senate; or

‘“(ii) the head of any element of the intel-
ligence community.

‘“(3) LIMITATION.—A certification made
under this subsection is not required to iden-
tify the specific facilities, places, premises,
or property at which the acquisition author-
ized under subsection (a) will be directed or
conducted.

‘‘(4) SUBMISSION TO THE COURT.—The Attor-
ney General shall transmit a copy of a cer-
tification made under this subsection, and
any supporting affidavit, under seal to the
Foreign Intelligence Surveillance Court as
soon as possible, but in no event more than
5 days after such certification is made. Such
certification shall be maintained under secu-
rity measures adopted by the Chief Justice
of the United States and the Attorney Gen-
eral, in consultation with the Director of Na-
tional Intelligence.

‘(6) REVIEW.—The certification required by
this subsection shall be subject to judicial
review pursuant to subsection (i).

““(h) DIRECTIVES.—

‘(1) AUTHORITY.—With respect to an acqui-
sition authorized under subsection (a), the
Attorney General and the Director of Na-
tional Intelligence may direct, in writing, an
electronic communication service provider
to—

““(A) immediately provide the Government
with all information, facilities, or assistance
necessary to accomplish the acquisition in a
manner that will protect the secrecy of the
acquisition and produce a minimum of inter-
ference with the services that such elec-
tronic communication service provider is
providing to the target; and

‘“(B) maintain under security procedures
approved by the Attorney General and the
Director of National Intelligence any records
concerning the acquisition or the aid fur-
nished that such electronic communication
service provider wishes to maintain.

¢(2) COMPENSATION.—The Government shall
compensate, at the prevailing rate, an elec-
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tronic communication service provider for
providing information, facilities, or assist-
ance pursuant to paragraph (1).

“(3) RELEASE FROM LIABILITY.—Notwith-
standing any other law, no cause of action
shall lie in any court against any electronic
communication service provider for pro-
viding any information, facilities, or assist-
ance in accordance with a directive issued
pursuant to paragraph (1).

¢‘(4) CHALLENGING OF DIRECTIVES.—

‘“(A) AUTHORITY TO CHALLENGE.—An elec-
tronic communication service provider re-
ceiving a directive issued pursuant to para-
graph (1) may challenge the directive by fil-
ing a petition with the Foreign Intelligence
Surveillance Court.

‘“(B) ASSIGNMENT.—The presiding judge of
the Court shall assign the petition filed
under subparagraph (A) to 1 of the judges
serving in the pool established by section
103(e)(1) not later than 24 hours after the fil-
ing of the petition.

‘“(C) STANDARDS FOR REVIEW.—A judge con-
sidering a petition to modify or set aside a
directive may grant such petition only if the
judge finds that the directive does not meet
the requirements of this section or is other-
wise unlawful. If the judge does not modify
or set aside the directive, the judge shall im-
mediately affirm such directive, and order
the recipient to comply with the directive.
The judge shall provide a written statement
for the record of the reasons for a determina-
tion under this paragraph.

‘(D) CONTINUED EFFECT.—Any directive not
explicitly modified or set aside under this
paragraph shall remain in full effect.

““(5) ENFORCEMENT OF DIRECTIVES.—

‘““(A) ORDER TO COMPEL.—In the case of a
failure to comply with a directive issued pur-
suant to paragraph (1), the Attorney General
may file a petition for an order to compel
compliance with the directive with the For-
eign Intelligence Surveillance Court.

‘(B) ASSIGNMENT.—The presiding judge of
the Court shall assign a petition filed under
subparagraph (A) to 1 of the judges serving
in the pool established by section 103(e)(1)
not later than 24 hours after the filing of the
petition.

“(C) STANDARDS FOR REVIEW.—A judge con-
sidering a petition shall issue an order re-
quiring the electronic communication serv-
ice provider to comply with the directive if
the judge finds that the directive was issued
in accordance with paragraph (1), meets the
requirements of this section, and is other-
wise lawful. The judge shall provide a writ-
ten statement for the record of the reasons
for a determination under this paragraph.

‘(D) CONTEMPT OF COURT.—Failure to obey
an order of the Court issued under this para-
graph may be punished by the Court as con-
tempt of court.

‘“(E) PROCESS.—Any process under this
paragraph may be served in any judicial dis-
trict in which the electronic communication
service provider may be found.

“(6) APPEAL.—

““(A) APPEAL TO THE COURT OF REVIEW.—The
Government or an electronic communication
service provider receiving a directive issued
pursuant to paragraph (1) may file a petition
with the Foreign Intelligence Surveillance
Court of Review for review of the decision
issued pursuant to paragraph (4) or (5) not
later than 7 days after the issuance of such
decision. The Court of Review shall have ju-
risdiction to consider such a petition and
shall provide a written statement for the
record of the reasons for a decision under
this paragraph.

¢(B) CERTIORARI TO THE SUPREME COURT.—
The Government or an electronic commu-
nication service provider receiving a direc-
tive issued pursuant to paragraph (1) may
file a petition for a writ of certiorari for re-
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view of the decision of the Court of Review
issued under subparagraph (A). The record
for such review shall be transmitted under
seal to the Supreme Court of the United
States, which shall have jurisdiction to re-
view such decision.

‘(1) JUDICIAL REVIEW.—

(1) IN GENERAL.—

“(A) REVIEW BY THE FOREIGN INTELLIGENCE
SURVEILLANCE COURT.—The Foreign Intel-
ligence Surveillance Court shall have juris-
diction to review any certification required
by subsection (d) or targeting and minimiza-
tion procedures adopted pursuant to sub-
sections (e) and (f).

¢“(B) SUBMISSION TO THE COURT.—The Attor-
ney General shall submit to the Court any
such certification or procedure, or amend-
ment thereto, not later than 5 days after
making or amending the certification or
adopting or amending the procedures.

‘(2) CERTIFICATIONS.—The Court shall re-
view a certification provided under sub-
section (g) to determine whether the certifi-
cation contains all the required elements.

‘“(3) TARGETING PROCEDURES.—The Court
shall review the targeting procedures re-
quired by subsection (e) to assess whether
the procedures are reasonably designed to
ensure that the acquisition authorized under
subsection (a) is limited to the targeting of
persons reasonably believed to be located
outside the United States.

¢“(4) MINIMIZATION PROCEDURES.—The Court
shall review the minimization procedures re-
quired by subsection (f) to assess whether
such procedures meet the definition of mini-
mization procedures under section 101(h).

¢“(5) ORDERS.—

““(A) APPROVAL.—If the Court finds that a
certification required by subsection (g) con-
tains all of the required elements and that
the targeting and minimization procedures
required by subsections (e) and (f) are con-
sistent with the requirements of those sub-
sections and with the fourth amendment to
the Constitution of the United States, the
Court shall enter an order approving the con-
tinued use of the procedures for the acquisi-
tion authorized under subsection (a).

‘(B) CORRECTION OF DEFICIENCIES.—If the
Court finds that a certification required by
subsection (g) does not contain all of the re-
quired elements, or that the procedures re-
quired by subsections (e) and (f) are not con-
sistent with the requirements of those sub-
sections or the fourth amendment to the
Constitution of the United States, the Court
shall issue an order directing the Govern-
ment to, at the Government’s election and to
the extent required by the Court’s order—

‘(i) correct any deficiency identified by
the Court’s order not later than 30 days after
the date the Court issues the order; or

‘“(ii) cease the acquisition authorized under
subsection (a).

‘(C) REQUIREMENT FOR WRITTEN STATE-
MENT.—In support of its orders under this
subsection, the Court shall provide, simulta-
neously with the orders, for the record a
written statement of its reasons.

“(6) APPEAL.—

‘‘(A) APPEAL TO THE COURT OF REVIEW.—The
Government may appeal any order under
this section to the Foreign Intelligence Sur-
veillance Court of Review, which shall have
jurisdiction to review such order. For any
decision affirming, reversing, or modifying
an order of the Foreign Intelligence Surveil-
lance Court, the Court of Review shall pro-
vide for the record a written statement of its
reasons.

‘(B) CONTINUATION OF ACQUISITION PENDING
REHEARING OR APPEAL.—Any acquisitions af-
fected by an order under paragraph (5)(B)
may continue—

‘(i) during the pending of any rehearing of
the order by the Court en banc; and
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‘(i) during the pendency of any appeal of
the order to the Foreign Intelligence Sur-
veillance Court of Review.

¢(C) CERTIORARI TO THE SUPREME COURT.—
The Government may file a petition for a
writ of certiorari for review of a decision of
the Court of Review issued under subpara-
graph (A). The record for such review shall
be transmitted under seal to the Supreme
Court of the United States, which shall have
jurisdiction to review such decision.

‘“(j) JUDICIAL PROCEEDINGS.—Judicial pro-
ceedings under this section shall be con-
ducted as expeditiously as possible.

(k) MAINTENANCE OF RECORDS.—

‘(1) STANDARDS.—A record of a proceeding
under this section, including petitions filed,
orders granted, and statements of reasons for
decision, shall be maintained under security
measures adopted by the Chief Justice of the
United States, in consultation with the At-
torney General and the Director of National
Intelligence.

‘(2) FILING AND REVIEW.—All petitions
under this section shall be filed under seal.
In any proceedings under this section, the
court shall, upon request of the Government,
review ex parte and in camera any Govern-
ment submission, or portions of a submis-
sion, which may include classified informa-
tion.

‘(3) RETENTION OF RECORDS.—A directive
made or an order granted under this section
shall be retained for a period of not less than
10 years from the date on which such direc-
tive or such order is made.

(1) OVERSIGHT.—

‘(1) SEMIANNUAL ASSESSMENT.—Not less
frequently than once every 6 months, the At-
torney General and Director of National In-
telligence shall assess compliance with the
targeting and minimization procedures re-
quired by subsections (e) and (f) and shall
submit each such assessment to—

‘“(A) the Foreign Intelligence Surveillance
Court; and

‘“(B) the congressional intelligence com-
mittees.

‘“(2) AGENCY ASSESSMENT.—The Inspectors
General of the Department of Justice and of
any element of the intelligence community
authorized to acquire foreign intelligence in-
formation under subsection (a)—

‘““(A) are authorized to review the compli-
ance of their agency or element with the tar-
geting and minimization procedures required
by subsections (e) and (f);

‘(B) with respect to acquisitions author-
ized under subsection (a), shall review the
number of disseminated intelligence reports
containing a reference to a United States
person identity and the number of United
States person identities subsequently dis-
seminated by the element concerned in re-
sponse to requests for identities that were
not referred to by name or title in the origi-
nal reporting;

‘(C) with respect to acquisitions author-
ized under subsection (a), shall review the
number of targets that were later deter-
mined to be located in the United States and
the number of persons located in the United
States whose communications were re-
viewed; and

‘(D) shall provide each such review to—

‘(i) the Attorney General;

‘“(ii) the Director of National Intelligence;
and

‘‘(iii) the congressional intelligence com-
mittees.

‘“(3) ANNUAL REVIEW.—

‘‘(A) REQUIREMENT TO CONDUCT.—The head
of an element of the intelligence community
conducting an acquisition authorized under
subsection (a) shall direct the element to
conduct an annual review to determine
whether there is reason to believe that for-
eign intelligence information has been or
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will be obtained from the acquisition. The
annual review shall provide, with respect to
such acquisitions authorized under sub-
section (a)—

‘“(i) an accounting of the number of dis-
seminated intelligence reports containing a
reference to a United States person identity;

‘“(ii) an accounting of the number of
United States person identities subsequently
disseminated by that element in response to
requests for identities that were not referred
to by name or title in the original reporting;
and

¢‘(iii) the number of targets that were later
determined to be located in the United
States and the number of persons located in
the United States whose communications
were reviewed.

‘“(B) USE OF REVIEW.—The head of each ele-
ment of the intelligence community that
conducts an annual review under subpara-
graph (A) shall use each such review to
evaluate the adequacy of the minimization
procedures utilized by such element or the
application of the minimization procedures
to a particular acquisition authorized under
subsection (a).

“(C) PROVISION OF REVIEW TO FOREIGN IN-
TELLIGENCE SURVEILLANCE COURT.—The head
of each element of the intelligence commu-
nity that conducts an annual review under
subparagraph (A) shall provide such review
to the Foreign Intelligence Surveillance
Court.

‘“(4) REPORTS TO CONGRESS.—

‘“(A) SEMIANNUAL REPORT.—Not less fre-
quently than once every 6 months, the Attor-
ney General shall fully inform, in a manner
consistent with national security, the con-
gressional intelligence committees, the Com-
mittee on the Judiciary of the Senate, and
the Committee on the Judiciary of the House
of Representatives, concerning the imple-
mentation of this Act.

‘(B) CONTENT.—Each report made under
subparagraph (A) shall include—

‘(i) any certifications made under sub-
section (g) during the reporting period;

‘‘(i1) any directives issued under subsection
(h) during the reporting period;

‘‘(iii) the judicial review during the report-
ing period of any such certifications and tar-
geting and minimization procedures utilized
with respect to such acquisition, including a
copy of any order or pleading in connection
with such review that contains a significant
legal interpretation of the provisions of this
Act;

‘“(iv) any actions taken to challenge or en-
force a directive under paragraphs (4) or (5)
of subsections (h);

‘“(v) any compliance reviews conducted by
the Department of Justice or the Office of
the Director of National Intelligence of ac-
quisitions authorized under subsection (a);

‘“(vi) a description of any incidents of non-
compliance with a directive issued by the At-
torney General and the Director of National
Intelligence under subsection (h), includ-
ing—

‘“(I) incidents of noncompliance by an ele-
ment of the intelligence community with
procedures adopted pursuant to subsections
(e) and (f); and

‘(II) incidents of noncompliance by a spec-
ified person to whom the Attorney General
and Director of National Intelligence issued
a directive under subsection (h);

‘(vil) any procedures implementing this
section; and

‘‘(viii) any annual review conducted pursu-
ant to paragraph (3).

“SEC. 704. USE OF INFORMATION ACQUIRED
UNDER SECTION 703.

“Information acquired from an acquisition
conducted under section 703 shall be deemed
to be information acquired from an elec-
tronic surveillance pursuant to title I for
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purposes of section 106, except for the pur-

poses of subsection (j) of such section.”.

(b) TABLE OF CONTENTS.—The table of con-
tents in the first section of the Foreign In-
telligence Surveillance Act of 1978 (50 U.S.C.
1801 et seq.) is amended—

(1) by striking the item relating to title
VII;

(2) by striking the item relating to section
701; and

(3) by adding at the end the following:
“TITLE VII—ADDITIONAL PROCEDURES

FOR TARGETING COMMUNICATIONS OF

CERTAIN PERSONS OUTSIDE THE

UNITED STATES
“Sec. 701. Limitation on definition of elec-

tronic surveillance.

‘“Sec. 702. Definitions.

““Sec. 703. Procedures for acquiring the com-
munications of certain persons
outside the United States.

““Sec. 704. Use of information acquired under
section 703.”".

() SUNSET.—

(1) IN GENERAL.—Except as provided in
paragraph (2), the amendments made by sub-
sections (a)(2) and (b) shall cease to have ef-
fect on December 31, 2013.

(2) CONTINUING APPLICABILITY.—Section
703(h)(3) of the Foreign Intelligence Surveil-
lance Act of 1978 (as amended by subsection
(a)) shall remain in effect with respect to
any directive issued pursuant to section
703(h) of that Act (as so amended) during the
period such directive was in effect. The use
of information acquired by an acquisition
conducted under section 703 of that Act (as
so amended) shall continue to be governed by
the provisions of section 704 of that Act (as
so amended).

SEC. 102. STATEMENT OF EXCLUSIVE MEANS BY

WHICH ELECTRONIC SURVEILLANCE
AND INTERCEPTION OF DOMESTIC
COMMUNICATIONS MAY BE CON-
DUCTED.

(a) STATEMENT OF EXCLUSIVE MEANS.—
Title I of the Foreign Intelligence Surveil-
lance Act of 1978 (50 U.S.C. 1801 et seq.) is
amended by adding at the end the following
new section:

“STATEMENT OF EXCLUSIVE MEANS BY WHICH
ELECTRONIC SURVEILLANCE AND INTERCEP-
TION OF DOMESTIC COMMUNICATIONS MAY BE
CONDUCTED
“SEC. 112. Chapters 119 and 121 of title 18,

United States Code, and this Act shall be the

exclusive means by which electronic surveil-

lance (as defined in section 101(f), regardless
of the limitation of section 701) and the
interception of domestic wire, oral, or elec-
tronic communications may be conducted.”.

(b) TABLE OF CONTENTS.—The table of con-
tents in the first section of the Foreign In-
telligence Surveillance Act of 1978 (50 U.S.C.
1801 et seq.) is amended by adding after the
item relating to section 111, the following:
“Sec. 112. Statement of exclusive means by

which electronic surveillance
and interception of domestic
communications may be con-
ducted.”.

SEC. 103. SUBMITTAL TO CONGRESS OF CERTAIN

COURT ORDERS UNDER THE FOR-
EIGN INTELLIGENCE SURVEILLANCE
ACT OF 1978.

(a) INCLUSION OF CERTAIN ORDERS IN SEMI-
ANNUAL REPORTS OF ATTORNEY GENERAL.—
Subsection (a)(5) of section 601 of the Foreign
Intelligence Surveillance Act of 1978 (50
U.S.C. 1871) is amended by striking ‘‘(not in-
cluding orders)’” and inserting ‘, orders,’’.

(b) REPORTS BY ATTORNEY GENERAL ON CER-
TAIN OTHER ORDERS.—Such section 601 is fur-
ther amended by adding at the end the fol-
lowing new subsection:

‘‘(c) The Attorney General shall submit to
the committees of Congress referred to in
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subsection (a) a copy of any decision, order,
or opinion issued by the court established
under section 103(a) or the court of review es-
tablished under section 103(b) that includes
significant construction or interpretation of
any provision of this Act not later than 45
days after such decision, order, or opinion is
issued.”.

SEC. 104. APPLICATIONS FOR COURT ORDERS.

Section 104 of the Foreign Intelligence Sur-
veillance Act of 1978 (50 U.S.C. 1804) is
amended—

(1) in subsection (a)—

(A) by striking paragraphs (2) and (11);

(B) by redesignating paragraphs (3)
through (10) as paragraphs (2) through (9), re-
spectively;

(C) in paragraph (5), as redesignated by
subparagraph (B) of this paragraph, by strik-
ing ‘“‘detailed’’;

(D) in paragraph (6), as redesignated by
subparagraph (B) of this paragraph, in the
matter preceding subparagraph (A)—

(i) by striking ‘‘Affairs or’ and inserting
“Affairs,”’; and

(ii) by striking ‘‘Senate—’’ and inserting
‘“‘Senate, or the Deputy Director of the Fed-
eral Bureau of Investigation, if designated by
the President as a certifying official—’;

(E) in paragraph (7), as redesignated by
subparagraph (B) of this paragraph, by strik-
ing ‘“‘statement of’ and inserting ‘‘summary
statement of’’;

(F) in paragraph (8), as redesignated by
subparagraph (B) of this paragraph, by add-
ing ““‘and’ at the end; and

(G) in paragraph (9), as redesignated by
subparagraph (B) of this paragraph, by strik-
ing ‘‘; and” and inserting a period;

(2) by striking subsection (b);

(3) by redesignating subsections (c)
through (e) as subsections (b) through (d), re-
spectively; and

(4) in paragraph (1)(A) of subsection (d), as
redesignated by paragraph (3) of this sub-
section, by striking ‘‘or the Director of Na-
tional Intelligence’ and inserting ‘‘the Di-
rector of National Intelligence, or the Direc-
tor of the Central Intelligence Agency’’.

SEC. 105. ISSUANCE OF AN ORDER.

Section 105 of the Foreign Intelligence Sur-
veillance Act of 1978 (60 U.S.C. 1805) is
amended—

(1) in subsection (a)—

(A) by striking paragraph (1); and

(B) by redesignating paragraphs (2)
through (5) as paragraphs (1) through (4), re-
spectively;

(2) in subsection (b), by striking ‘‘(a)(3)”
and inserting ‘““‘(a)(2)’’;

(3) in subsection (¢)(1)—

(A) in subparagraph (D), by adding ‘‘and”
at the end;

(B) in subparagraph (E), by striking °‘;
and” and inserting a period; and

(C) by striking subparagraph (F);

(4) by striking subsection (d);

(6) by redesignating subsections (e)
through (i) as subsections (d) through (h), re-
spectively;

(6) by amending subsection (e), as redesig-
nated by paragraph (5) of this section, to
read as follows:

‘“‘(e)(1) Notwithstanding any other provi-
sion of this title, the Attorney General may
authorize the emergency employment of
electronic surveillance if the Attorney Gen-
eral—

‘“(A) determines that an emergency situa-
tion exists with respect to the employment
of electronic surveillance to obtain foreign
intelligence information before an order au-
thorizing such surveillance can with due dili-
gence be obtained;

‘(B) determines that the factual basis for
issuance of an order under this title to ap-
prove such electronic surveillance exists;
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‘“(C) informs, either personally or through
a designee, a judge having jurisdiction under
section 103 at the time of such authorization
that the decision has been made to employ
emergency electronic surveillance; and

‘(D) makes an application in accordance
with this title to a judge having jurisdiction
under section 103 as soon as practicable, but
not later than 168 hours after the Attorney
General authorizes such surveillance.

‘“(2) If the Attorney General authorizes the
emergency employment of electronic surveil-
lance under paragraph (1), the Attorney Gen-
eral shall require that the minimization pro-
cedures required by this title for the
issuance of a judicial order be followed.

‘“(3) In the absence of a judicial order ap-
proving such electronic surveillance, the sur-
veillance shall terminate when the informa-
tion sought is obtained, when the application
for the order is denied, or after the expira-
tion of 168 hours from the time of authoriza-
tion by the Attorney General, whichever is
earliest.

‘“(4) A denial of the application made under
this subsection may be reviewed as provided
in section 103.

“(5) In the event that such application for
approval is denied, or in any other case
where the electronic surveillance is termi-
nated and no order is issued approving the
surveillance, no information obtained or evi-
dence derived from such surveillance shall be
received in evidence or otherwise disclosed
in any trial, hearing, or other proceeding in
or before any court, grand jury, department,
office, agency, regulatory body, legislative
committee, or other authority of the United
States, a State, or political subdivision
thereof, and no information concerning any
United States person acquired from such sur-
veillance shall subsequently be used or dis-
closed in any other manner by Federal offi-
cers or employees without the consent of
such person, except with the approval of the
Attorney General if the information indi-
cates a threat of death or serious bodily
harm to any person.

‘“(6) The Attorney General shall assess
compliance with the requirements of para-
graph (5).”’; and

(7) by adding at the end the following:

“(1) In any case in which the Government
makes an application to a judge under this
title to conduct electronic surveillance in-
volving communications and the judge
grants such application, upon the request of
the applicant, the judge shall also authorize
the installation and use of pen registers and
trap and trace devices, and direct the disclo-
sure of the information set forth in section
402(d)(2).”.

SEC. 106. USE OF INFORMATION.

Subsection (i) of section 106 of the Foreign
Intelligence Surveillance Act of 1978 (8
U.S.C. 1806) is amended by striking ‘‘radio
communication’ and inserting ‘‘communica-
tion”.
SEC. 107. AMENDMENTS
SEARCHES.

(a) APPLICATIONS.—Section 303 of the For-
eign Intelligence Surveillance Act of 1978 (50
U.S.C. 1823) is amended—

(1) in subsection (a)—

(A) by striking paragraph (2);

(B) by redesignating paragraphs (3)
through (9) as paragraphs (2) through (8), re-
spectively;

(C) in paragraph (2), as redesignated by
subparagraph (B) of this paragraph, by strik-
ing ‘“‘detailed’’;

(D) in paragraph (3)(C), as redesignated by
subparagraph (B) of this paragraph, by in-
serting ‘“‘or is about to be’ before ‘‘owned’’;
and

(E) in paragraph (6), as redesignated by
subparagraph (B) of this paragraph, in the
matter preceding subparagraph (A)—
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(i) by striking ‘‘Affairs or” and inserting
“Affairs,”’; and

(ii) by striking ‘‘Senate—’’ and inserting
‘““‘Senate, or the Deputy Director of the Fed-
eral Bureau of Investigation, if designated by
the President as a certifying official—’’; and

(2) in subsection (d)(1)(A), by striking ‘‘or
the Director of National Intelligence’ and
inserting ‘‘the Director of National Intel-
ligence, or the Director of the Central Intel-
ligence Agency’’.

(b) ORDERS.—Section 304 of the Foreign In-
telligence Surveillance Act of 1978 (50 U.S.C.
1824) is amended—

(1) in subsection (a)—

(A) by striking paragraph (1); and

(B) by redesignating paragraphs (2)
through (5) as paragraphs (1) through (4), re-
spectively; and

(2) by amending subsection (e) to read as
follows:

‘“‘(e)(1) Notwithstanding any other provi-
sion of this title, the Attorney General may
authorize the emergency employment of a
physical search if the Attorney General—

‘“(A) determines that an emergency situa-
tion exists with respect to the employment
of a physical search to obtain foreign intel-
ligence information before an order author-
izing such physical search can with due dili-
gence be obtained;

‘“(B) determines that the factual basis for
issuance of an order under this title to ap-
prove such physical search exists;

‘(C) informs, either personally or through
a designee, a judge of the Foreign Intel-
ligence Surveillance Court at the time of
such authorization that the decision has
been made to employ an emergency physical
search; and

‘(D) makes an application in accordance
with this title to a judge of the Foreign In-
telligence Surveillance Court as soon as
practicable, but not more than 168 hours
after the Attorney General authorizes such
physical search.

‘(2) If the Attorney General authorizes the
emergency employment of a physical search
under paragraph (1), the Attorney General
shall require that the minimization proce-
dures required by this title for the issuance
of a judicial order be followed.

‘“(3) In the absence of a judicial order ap-
proving such physical search, the physical
search shall terminate when the information
sought is obtained, when the application for
the order is denied, or after the expiration of
168 hours from the time of authorization by
the Attorney General, whichever is earliest.

‘“(4) A denial of the application made under
this subsection may be reviewed as provided
in section 103.

“(5)(A) In the event that such application
for approval is denied, or in any other case
where the physical search is terminated and
no order is issued approving the physical
search, no information obtained or evidence
derived from such physical search shall be
received in evidence or otherwise disclosed
in any trial, hearing, or other proceeding in
or before any court, grand jury, department,
office, agency, regulatory body, legislative
committee, or other authority of the United
States, a State, or political subdivision
thereof, and no information concerning any
United States person acquired from such
physical search shall subsequently be used or
disclosed in any other manner by Federal of-
ficers or employees without the consent of
such person, except with the approval of the
Attorney General if the information indi-
cates a threat of death or serious bodily
harm to any person.

‘(B) The Attorney General shall assess
compliance with the requirements of sub-
paragraph (A).”.

(c) CONFORMING AMENDMENTS.—The For-
eign Intelligence Surveillance Act of 1978 (50
U.S.C. 1801 et seq.) is amended—

)
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(1) in section 304(a)(4), as redesignated by
subsection (b) of this section, by striking

¢303(a)(T)(E)” and inserting ‘‘303(a)(6)(E)’’;
and
(2) in section 305(k)(2), by striking

¢303(a)(7)”’ and inserting “303(a)(6)’’.

SEC. 108. AMENDMENTS FOR EMERGENCY PEN
REGISTERS AND TRAP AND TRACE
DEVICES.

Section 403 of the Foreign Intelligence Sur-
veillance Act of 1978 (50 U.S.C. 1843) is
amended—

(1) in subsection (a)(2), by striking
hours’” and inserting ‘168 hours’’; and

(2) in subsection (¢)(1)(C), by striking ‘48
hours’ and inserting ‘168 hours’’.

SEC. 109. FOREIGN INTELLIGENCE SURVEIL-
LANCE COURT.

(a) DESIGNATION OF JUDGES.—Subsection
(a) of section 103 of the Foreign Intelligence
Surveillance Act of 1978 (50 U.S.C. 1803) is
amended by inserting ‘‘at least’” before
“‘seven of the United States judicial cir-
cuits”.

(b) EN BANC AUTHORITY.—

(1) IN GENERAL.—Subsection (a) of section
103 of the Foreign Intelligence Surveillance
Act of 1978, as amended by subsection (a) of
this section, is further amended—

(A) by inserting ““(1)”’ after ““(a)’’; and

(B) by adding at the end the following new
paragraph:

‘““(2)(A) The court established under this
subsection may, on its own initiative, or
upon the request of the Government in any
proceeding or a party under section 501(f) or
paragraph (4) or (5) of section 703(h), hold a
hearing or rehearing, en banc, when ordered
by a majority of the judges that constitute
such court upon a determination that—

‘(i) en banc consideration is necessary to
secure or maintain uniformity of the court’s
decisions; or

‘‘(ii) the proceeding involves a question of
exceptional importance.

‘“(B) Any authority granted by this Act to
a judge of the court established under this
subsection may be exercised by the court en
banc. When exercising such authority, the
court en banc shall comply with any require-
ments of this Act on the exercise of such au-
thority.

“(C) For purposes of this paragraph, the
court en banc shall consist of all judges who
constitute the court established under this
subsection.”.

(2) CONFORMING AMENDMENTS.—The Foreign
Intelligence Surveillance Act of 1978 is fur-
ther amended—

(A) in subsection (a) of section 103, as
amended by this subsection, by inserting
‘“‘(except when sitting en banc under para-
graph (2))” after ‘“‘no judge designated under
this subsection’; and

(B) in section 302(c) (50 U.S.C. 1822(c)), by
inserting ‘‘(except when sitting en banc)”
after ‘‘except that no judge’.

(c) STAY OR MODIFICATION DURING AN AP-
PEAL.—Section 103 of the Foreign Intel-
ligence Surveillance Act of 1978 (50 U.S.C.
1803) is amended—

(1) by redesignating subsection (f) as sub-
section (g); and

(2) by inserting after subsection (e) the fol-
lowing new subsection:

“(H(A) A judge of the court established
under subsection (a), the court established
under subsection (b) or a judge of that court,
or the Supreme Court of the United States or
a justice of that court, may, in accordance
with the rules of their respective courts,
enter a stay of an order or an order modi-
fying an order of the court established under
subsection (a) or the court established under
subsection (b) entered under any title of this
Act, while the court established under sub-
section (a) conducts a rehearing, while an ap-
peal is pending to the court established
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under subsection (b), or while a petition of
certiorari is pending in the Supreme Court of
the United States, or during the pendency of
any review by that court.

‘“(2) The authority described in paragraph
(1) shall apply to an order entered under any
provision of this Act.”.

SEC. 110. TECHNICAL AND CONFORMING AMEND-
MENTS.

Section 103(e) of the Foreign Intelligence
Surveillance Act of 1978 (50 U.S.C. 1803(e)) is
amended—

(1) in paragraph (1), by striking ‘“1056B(h) or
501(f)(1)”’ and inserting ‘501(f)(1) or 703”’; and

(2) in paragraph (2), by striking ‘‘1056B(h) or
501(f)(1)”’ and inserting ‘501(f)(1) or 703"’.

TITLE II—OTHER PROVISIONS
SEC. 201. SEVERABILITY.

If any provision of this Act, any amend-
ment made by this Act, or the application
thereof to any person or circumstances is
held invalid, the validity of the remainder of
the Act, any such amendments, and of the
application of such provisions to other per-
sons and circumstances shall not be affected
thereby.

SEC. 202. EFFECTIVE DATE; REPEAL; TRANSITION
PROCEDURES.

(a) IN GENERAL.—Except as provided in
subsection (c), the amendments made by this
Act shall take effect on the date of the en-
actment of this Act.

(b) REPEAL.—

(1) IN GENERAL.—Except as provided in sub-
section (c), sections 105A, 105B, and 105C of
the Foreign Intelligence Surveillance Act of
1978 (50 U.S.C. 1805a, 1805b, and 1805c) are re-
pealed.

(2) TABLE OF CONTENTS.—The table of con-
tents in the first section of the Foreign In-
telligence Surveillance Act of 1978 (50 U.S.C.
1801 et seq.) is amended by striking the items
relating to sections 105A, 105B, and 105C.

(¢) TRANSITIONS PROCEDURES.—

(1) PROTECTION FROM LIABILITY.—Notwith-
standing subsection (b)(1), subsection (1) of
section 105B of the Foreign Intelligence Sur-
veillance Act of 1978 shall remain in effect
with respect to any directives issued pursu-
ant to such section 105B for information, fa-
cilities, or assistance provided during the pe-
riod such directive was or is in effect.

(2) ORDERS IN EFFECT.—

(A) ORDERS IN EFFECT ON DATE OF ENACT-
MENT.—Notwithstanding any other provision
of this Act or of the Foreign Intelligence
Surveillance Act of 1978—

(i) any order in effect on the date of enact-
ment of this Act issued pursuant to the For-
eign Intelligence Surveillance Act of 1978 or
section 6(b) of the Protect America Act of
2007 (Public Law 110-55; 121 Stat. 556) shall
remain in effect until the date of expiration
of such order; and

(ii) at the request of the applicant, the
court established under section 103(a) of the
Foreign Intelligence Surveillance Act of 1978
(60 U.S.C. 1803(a)) shall reauthorize such
order if the facts and circumstances continue
to justify issuance of such order under the
provisions of such Act, as in effect on the
day before the date of the enactment of the
Protect America Act of 2007, except as
amended by sections 102, 103, 104, 105, 106, 107,
108, and 109 of this Act.

(B) ORDERS IN EFFECT ON DECEMBER 31,
2013.—Any order issued under title VII of the
Foreign Intelligence Surveillance Act of
1978, as amended by section 101 of this Act, in
effect on December 31, 2013, shall continue in
effect until the date of the expiration of such
order. Any such order shall be governed by
the applicable provisions of the Foreign In-
telligence Surveillance Act of 1978, as so
amended.

(3) AUTHORIZATIONS AND DIRECTIVES IN EF-
FECT.—
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(A) AUTHORIZATIONS AND DIRECTIVES IN EF-
FECT ON DATE OF ENACTMENT.—Notwith-
standing any other provision of this Act or of
the Foreign Intelligence Surveillance Act of
1978, any authorization or directive in effect
on the date of the enactment of this Act
issued pursuant to the Protect America Act
of 2007, or any amendment made by that Act,
shall remain in effect until the date of expi-
ration of such authorization or directive.
Any such authorization or directive shall be
governed by the applicable provisions of the
Protect America Act of 2007 (Public Law 110-
55; 121 Stat. 552), and the amendment made
by that Act, and, except as provided in para-
graph (4) of this subsection, any acquisition
pursuant to such authorization or directive
shall be deemed not to constitute electronic
surveillance (as that term is defined in sec-
tion 101(f) of the Foreign Intelligence Sur-
veillance Act of 1978 (50 U.S.C. 1801(f)), as
construed in accordance with section 105A of
the Foreign Intelligence Surveillance Act of
1978 (50 U.S.C. 1805a)).

(B) AUTHORIZATIONS AND DIRECTIVES IN EF-
FECT ON DECEMBER 31, 2013.—Any authoriza-
tion or directive issued under title VII of the
Foreign Intelligence Surveillance Act of
1978, as amended by section 101 of this Act, in
effect on December 31, 2013, shall continue in
effect until the date of the expiration of such
authorization or directive. Any such author-
ization or directive shall be governed by the
applicable provisions of the Foreign Intel-
ligence Surveillance Act of 1978, as so
amended, and, except as provided in section
704 of the Foreign Intelligence Surveillance
Act of 1978, as so amended, any acquisition
pursuant to such authorization or directive
shall be deemed not to constitute electronic
surveillance (as that term is defined in sec-
tion 101(f) of the Foreign Intelligence Sur-
veillance Act of 1978, to the extent that such
section 101(f) is limited by section 701 of the
Foreign Intelligence Surveillance Act of
1978, as so amended).

(4) USE OF INFORMATION ACQUIRED UNDER
PROTECT AMERICA ACT.—Information acquired
from an acquisition conducted under the
Protect America Act of 2007 (Public Law 110-
55; 121 Stat. 552), and the amendments made
by that Act, shall be deemed to be informa-
tion acquired from an electronic surveillance
pursuant to title I of the Foreign Intel-
ligence Surveillance Act of 1978 (50 U.S.C.
1801 et seq.) for purposes of section 106 of
that Act (50 U.S.C. 1806), except for purposes
of subsection (j) of such section.

(5) NEW ORDERS.—Notwithstanding any
other provision of this Act or of the Foreign
Intelligence Surveillance Act of 1978—

(A) the government may file an application
for an order under the Foreign Intelligence
Surveillance Act of 1978, as in effect on the
day before the date of the enactment of the
Protect America Act of 2007, except as
amended by sections 102, 103, 104, 105, 106, 107,
108, and 109 of this Act; and

(B) the court established under section
103(a) of the Foreign Intelligence Surveil-
lance Act of 1978 shall enter an order grant-
ing such an application if the application
meets the requirements of such Act, as in ef-
fect on the day before the date of the enact-
ment of the Protect America Act of 2007, ex-
cept as amended by sections 102, 103, 104, 105,
106, 107, 108, and 109 of this Act.

(6) EXTANT AUTHORIZATIONS.—At the re-
quest of the applicant, the court established
under section 103(a) of the Foreign Intel-
ligence Surveillance Act of 1978 shall extin-
guish any extant authorization to conduct
electronic surveillance or physical search en-
tered pursuant to such Act.

(7) APPLICABLE PROVISIONS.—Any surveil-
lance conducted pursuant to an order en-
tered pursuant to this subsection shall be
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subject to the provisions of the Foreign In-
telligence Surveillance Act of 1978, as in ef-
fect on the day before the date of the enact-
ment of the Protect America Act of 2007, ex-
cept as amended by sections 102, 103, 104, 105,
106, 107, 108, and 109 of this Act.

By Mr. REID:

S. 2441. A bill to amend the Foreign
Intelligence Surveillance Act of 1978,
to modernize and streamline the provi-
sions of that Act, and for other pur-
poses; read the first time.

Mr. REID. Mr. President, I ask unan-
imous consent that the text of the bill
be printed in the RECORD.

There being no objection, the text of
the bill was ordered to be placed in the
RECORD, as follows:

S. 2441

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in
Congress assembled,

SECTION 1. SHORT TITLE; TABLE OF CONTENTS.

(a) SHORT TITLE.—This Act may be cited as
the ‘‘Foreign Intelligence Surveillance Act
of 1978 Amendments Act of 2007 or the
“FISA Amendments Act of 2007,

(b) TABLE OF CONTENTS.—The table of con-
tents for this Act is as follows:

Sec. 1. Short title; table of contents.

TITLE I—FOREIGN INTELLIGENCE
SURVEILLANCE

Sec. 101. Targeting the communications of
certain persons outside the
United States.

Statement of exclusive means by
which electronic surveillance
and interception of certain
communications may be con-
ducted.

Submittal to Congress of certain
court orders under the Foreign
Intelligence Surveillance Act of
1978.

Applications for court orders.

Issuance of an order.

Use of information.

Amendments for physical searches.

Amendments for emergency pen
registers and trap and trace de-
vices.

Foreign Intelligence Surveillance
Court.

Review of previous actions.

Technical and conforming amend-
ments.

TITLE II—PROTECTIONS FOR ELEC-
TRONIC COMMUNICATION SERVICE
PROVIDERS
Sec. 201. Definitions.

Sec. 202. Limitations on civil actions for
electronic communication serv-
ice providers.

Sec. 203. Procedures for implementing statu-
tory defenses under the Foreign
Intelligence Surveillance Act of
1978.

Sec. 204. Preemption
tions.

Sec. 205. Technical amendments.

TITLE III—OTHER PROVISIONS

Sec. 301. Severability.

Sec. 102.

Sec. 103.

104.
105.
106.
107.
108.

Sec.
Sec.
Sec.
Sec.
Sec.

Sec. 109.

110.
111.

Sec.
Sec.

of State investiga-

Sec. 302. Effective date; repeal; transition
procedures.
TITLE I—FOREIGN INTELLIGENCE
SURVEILLANCE

SEC. 101. TARGETING THE COMMUNICATIONS OF
CERTAIN PERSONS OUTSIDE THE
UNITED STATES.
(a) IN GENERAL.—The Foreign Intelligence
Surveillance Act of 1978 (50 U.S.C. 1801 et
seq.) is amended—
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(1) by striking title VII; and

(2) by adding after title VI the following
new title:

“TITLE VII—ADDITIONAL PROCEDURES
FOR TARGETING COMMUNICATIONS OF
CERTAIN PERSONS OUTSIDE THE
UNITED STATES

“SEC. 701. DEFINITIONS.

“In this title:

‘(1) IN GENERAL.—The terms ‘agent of a
foreign power’, ‘Attorney General’, ‘con-
tents’, ‘electronic surveillance’, ‘foreign in-
telligence information’, ‘foreign power’,
‘minimization procedures’, ‘person’, ‘United
States’, and ‘United States person’ shall
have the meanings given such terms in sec-
tion 101.

‘“(2) ADDITIONAL DEFINITIONS.—

““(A) CONGRESSIONAL INTELLIGENCE COMMIT-
TEES.—The term ‘congressional intelligence
committees’ means—

‘(i) the Select Committee on Intelligence
of the Senate; and

‘(i) the Permanent Select Committee on
Intelligence of the House of Representatives.

‘(B) FOREIGN INTELLIGENCE SURVEILLANCE
COURT; COURT.—The terms ‘Foreign Intel-
ligence Surveillance Court’ and ‘Court’ mean
the court established by section 103(a).

“(C) FOREIGN INTELLIGENCE SURVEILLANCE
COURT OF REVIEW; COURT OF REVIEW.—The
terms ‘Foreign Intelligence Surveillance
Court of Review’ and ‘Court of Review’ mean
the court established by section 103(b).

‘(D) ELECTRONIC COMMUNICATION SERVICE
PROVIDER.—The term ‘electronic communica-
tion service provider’ means—

‘(i) a telecommunications carrier, as that
term is defined in section 3 of the Commu-
nications Act of 1934 (47 U.S.C. 1563);

‘“(ii) a provider of electronic communica-
tions service, as that term is defined in sec-
tion 2510 of title 18, United States Code;

‘“(iii) a provider of a remote computing
service, as that term is defined in section
2711 of title 18, United States Code;

‘“(iv) any other communication service
provider who has access to wire or electronic
communications either as such communica-
tions are transmitted or as such communica-
tions are stored; or

‘“(v) an officer, employee, or agent of an
entity described in clause (i), (ii), (iii), or
({iv).

‘“(E) ELEMENT OF THE INTELLIGENCE COMMU-
NITY.—The term ‘element of the intelligence
community’ means an element of the intel-
ligence community specified in or designated
under section 3(4) of the National Security
Act of 1947 (50 U.S.C. 401a(4)).

“SEC. 702. PROCEDURES FOR ACQUIRING THE

COMMUNICATIONS OF CERTAIN
PERSONS OUTSIDE THE UNITED
STATES.

‘‘(a) AUTHORIZATION.—Notwithstanding any
other provision of law, including title I, the
Attorney General and the Director of Na-
tional Intelligence may authorize jointly, for
periods of up to 1 year, the targeting of per-
sons reasonably believed to be located out-
side the United States to acquire foreign in-
telligence information.

‘“(b) LIMITATIONS.—An acquisition author-
ized under subsection (a)—

‘(1) may not intentionally target any per-
son known at the time of acquisition to be
located in the United States;

‘“(2) may not intentionally target a person
reasonably believed to be outside the United
States if a significant purpose of such acqui-
sition is to acquire the communications of a
specific person reasonably believed to be lo-
cated in the United States, except in accord-
ance with title I; and

‘“(3) shall be conducted in a manner con-
sistent with the fourth amendment to the
Constitution of the United States.
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“‘(c) UNITED STATES PERSONS LOCATED OUT-
SIDE THE UNITED STATES.—

‘(1) ACQUISITION INSIDE THE UNITED STATES
OF UNITED STATES PERSONS OUTSIDE THE
UNITED STATES.—An acquisition authorized
under subsection (a) that constitutes elec-
tronic surveillance and occurs inside the
United States may not intentionally target a
United States person reasonably believed to
be outside the United States, except in ac-
cordance with the procedures under title I.

‘(2) ACQUISITION OUTSIDE THE UNITED
STATES OF UNITED STATES PERSONS OUTSIDE
THE UNITED STATES.—

‘““(A) IN GENERAL.—AnN acquisition by an
electronic, mechanical, or other surveillance
device outside the United States may not in-
tentionally target a United States person
reasonably believed to be outside the United
States to acquire the contents of a wire or
radio communication sent by or intended to
be received by that United States person
under circumstances in which a person has
reasonable expectation of privacy and a war-
rant would be required for law enforcement
purposes if the technique were used inside
the United States unless—

‘(i) the Foreign Intelligence Surveillance
Court has entered an order approving elec-
tronic surveillance of that United States per-
son under section 105, or in the case of an
emergency situation, electronic surveillance
against the target is being conducted in a
manner consistent with title I; or

“(ii)(I) the Foreign Intelligence Surveil-
lance Court has entered a order under sub-
paragraph (B) that there is probable cause to
believe that the United States person is a
foreign power or an agent of a foreign power;

‘“(IT) the Attorney General has established
minimization procedures for that acquisition
that meet the definition of minimization
procedures under section 101(h); and

“(IIT) the dissemination provisions of the
minimization procedures described in sub-
clause (II) have been approved under sub-
paragraph (C).

‘(B) PROBABLE CAUSE DETERMINATION; RE-
VIEW.—

‘(i) IN GENERAL.—The Attorney General
may submit to the Foreign Intelligence Sur-
veillance Court the determination of the At-
torney General, together with any sup-
porting affidavits, that a United States per-
son who is outside the United States is a for-
eign power or an agent of a foreign power.

‘(i) REVIEW.—The Court shall review, any
probable cause determination submitted by
the Attorney General under this subpara-
graph. The review under this clause shall be
limited to whether, on the basis of the facts
submitted by the Attorney General, there is
probable cause to believe that the United
States person who is outside the United
States is a foreign power or an agent of a for-
eign power.

¢“(iii) ORDER.—If the Court, after con-
ducting a review under clause (ii), deter-
mines that there is probable cause to believe
that the United States person is a foreign
power or an agent of a foreign power, the
court shall issue an order approving the ac-
quisition. An order under this clause shall be
effective for 90 days, and may be renewed for
additional 90-day periods.

““(iv) NO PROBABLE CAUSE.—If the Court,
after conducting a review under clause (ii),
determines that there is not probable cause
to believe that a United States person is a
foreign power or an agent of a foreign power,
it shall enter an order so stating and provide
a written statement for the record of the
reasons for such determination. The Govern-
ment may appeal an order under this clause
to the Foreign Intelligence Surveillance
Court of Review.

“(C) REVIEW
DURES.—

OF MINIMIZATION PROCE-
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‘(i) IN GENERAL.—The Foreign Intelligence
Surveillance Court shall review the mini-
mization procedures applicable to dissemina-
tion of information obtained through an ac-
quisition authorized under subparagraph (A)
to assess whether such procedures meet the
definition of minimization procedures under
section 101(h) with respect to dissemination.

‘(ii) REVIEW.—The Court shall issue an
order approving the procedures applicable to
dissemination as submitted or as modified to
comply with section 101(h).

‘(iii) PROCEDURES DO NOT MEET DEFINI-
TION.—If the Court determines that the pro-
cedures applicable to dissemination of infor-
mation obtained through an acquisition au-
thorized under subparagraph (A) do not meet
the definition of minimization procedures
under section 101(h) with respect to dissemi-
nation, it shall enter an order so stating and
provide a written statement for the record of
the reasons for such determination. The Gov-
ernment may appeal an order under this
clause to the Foreign Intelligence Surveil-
lance Court of Review.

(D) EMERGENCY PROCEDURES.—

‘(i) IN GENERAL.—Notwithstanding any
other provision of this paragraph, the Attor-
ney General may authorize the emergency
employment of an acquisition under subpara-
graph (A) if the Attorney General—

““(I) reasonably determines that—

‘‘(aa) an emergency situation exists with
respect to the employment of an acquisition
under subparagraph (A) before a determina-
tion of probable cause can with due diligence
be obtained; and

“(bb) the factual basis for issuance of a de-
termination under subparagraph (B) to ap-
prove such an acquisition exists;

“(II) informs a judge of the Foreign Intel-
ligence Surveillance Court at the time of
such authorization that the decision has
been made to employ an emergency acquisi-
tion;

‘“(ITI) submits a request in accordance with
subparagraph (B) to the judge notified under
subclause (II) as soon as practicable, but
later than 72 hours after the Attorney Gen-
eral authorizes such an acquisition; and

“(IV) requires that minimization proce-
dures meeting the definition of minimization
procedures under section 101(h) be followed.

‘“(ii) TERMINATION.—In the absence of a ju-
dicial determination finding probable cause
to believe that the United States person that
is the subject of an emergency employment
of an acquisition under clause (i) is a foreign
power or an agent of a foreign power, the
emergency employment of an acquisition
under clause (i) shall terminate when the in-
formation sought is obtained, when the re-
quest for a determination is denied, or after
the expiration of 72 hours from the time of
authorization by the Attorney General,
whichever is earliest.

‘‘(iii) USE OF INFORMATION.—If the Court
determines that there is not probable cause
to believe that a United States is a foreign
power or an agent of a foreign power in re-
sponse to a request for a determination
under clause (i)(III), or in any other case
where the emergency employment of an ac-
quisition under this subparagraph is termi-
nated and no determination finding probable
cause is issued, no information obtained or
evidence derived from such acquisition shall
be received in evidence or otherwise dis-
closed in any trial, hearing, or other pro-
ceeding in or before any court, grand jury,
department, office, agency, regulatory body,
legislative committee, or other authority of
the United States, a State, or political sub-
division thereof, and no information con-
cerning any United States person acquired
from such acquisition shall subsequently be
used or disclosed in any other manner by
Federal officers or employees without the
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consent of such person, except with the ap-
proval of the Attorney General if the infor-
mation indicates a threat of death or serious
bodily harm to any person.

¢“(3) PROCEDURES.—

“(A) SUBMITTAL TO FOREIGN INTELLIGENCE
SURVEILLANCE COURT.—Not later than 30 days
after the date of the enactment of the FISA
Amendments Act of 2007, the Attorney Gen-
eral shall submit to the Foreign Intelligence
Surveillance Court the procedures to be used
in determining whether a target reasonably
believed to be outside the United States is a
United States person.

‘(B) REVIEW BY FOREIGN INTELLIGENCE SUR-
VEILLANCE COURT.—The Foreign Intelligence
Surveillance Court shall review, the proce-
dures submitted under subparagraph (A), and
shall approve those procedures if they are
reasonably designed to determine whether a
target reasonably believed to be outside the
United States is a United States person. If
the Court concludes otherwise, the Court
shall enter an order so stating and provide a
written statement for the record of the rea-
sons for such determination. The Govern-
ment may appeal such an order to the For-
eign Intelligence Surveillance Court of Re-
view.

‘“(C) USE IN TARGETING.—Any targeting of
persons reasonably believed to be located
outside the United States shall use the pro-
cedures approved by the Foreign Intelligence
Surveillance Court under subparagraph (B).
Any new or amended procedures may be used
with respect to the targeting of persons rea-
sonably believed to be located outside the
United States upon approval of the new or
amended procedures by the Court, which
shall review such procedures under para-
graph (B).

‘“(4) TRANSITION PROCEDURES CONCERNING
THE TARGETING OF UNITED STATES PERSONS
OVERSEAS.—Any authorization in effect on
the date of enactment of the FISA Amend-
ments Act of 2007 under section 2.5 of Execu-
tive Order 12333 to intentionally target a
United States person reasonably believed to
be located outside the United States, to ac-
quire the contents of a wire or radio commu-
nication sent by or intended to be received
by that United States person, shall remain
in effect, and shall constitute a sufficient
basis for conducting such an acquisition of a
United States person located outside the
United States, until that authorization ex-
pires or 90 days after the date of enactment
of the FISA Amendments Act of 2007, which-
ever is earlier.

¢“(d) CONDUCT OF ACQUISITION.—AnN acquisi-
tion authorized under subsection (a) may be
conducted only in accordance with—

‘(1) a certification made by the Attorney
General and the Director of National Intel-
ligence pursuant to subsection (g); and

‘“(2) the targeting and minimization proce-
dures required pursuant to subsections (e)
and (f).

‘‘(e) TARGETING PROCEDURES.—

‘(1) REQUIREMENT TO ADOPT.—The Attor-
ney General, in consultation with the Direc-
tor of National Intelligence, shall adopt tar-
geting procedures that are reasonably de-
signed to ensure that any acquisition au-
thorized under subsection (a) is limited to
targeting persons reasonably believed to be
located outside the United States, and that
an application is filed under title I, if other-
wise required, when a significant purpose of
an acquisition authorized under subsection
(a) is to acquire the communications of a
specific person reasonably believed to be lo-
cated in the United States.

‘“(2) JUDICIAL REVIEW.—The procedures re-
ferred to in paragraph (1) shall be subject to
judicial review pursuant to subsection (i).

““(f) MINIMIZATION PROCEDURES.—
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‘(1) REQUIREMENT TO ADOPT.—The Attor-
ney General, in consultation with the Direc-
tor of National Intelligence, shall adopt, con-
sistent with the requirements of section
101(h), minimization procedures for acquisi-
tions authorized under subsection (a).

‘“(2) JUDICIAL REVIEW.—The minimization
procedures required by this subsection shall
be subject to judicial review pursuant to sub-
section (i).

*‘(g) CERTIFICATION.—

‘(1) IN GENERAL.—

‘““(A) REQUIREMENT.—Subject to subpara-
graph (B), prior to the initiation of an acqui-
sition authorized under subsection (a), the
Attorney General and the Director of Na-
tional Intelligence shall provide, under oath,
a written certification, as described in this
subsection.

‘(B) EXCEPTION.—If the Attorney General
and the Director of National Intelligence de-
termine that immediate action by the Gov-
ernment is required and time does not per-
mit the preparation of a certification under
this subsection prior to the initiation of an
acquisition, the Attorney General and the
Director of National Intelligence shall pre-
pare such certification, including such deter-
mination, as soon as possible but in no event
more than 168 hours after such determina-
tion is made.

‘“(2) REQUIREMENTS.—A certification made
under this subsection shall—

““(A) attest that—

‘(i) there are reasonable procedures in
place for determining that the acquisition
authorized under subsection (a) is targeted
at persons reasonably believed to be located
outside the United States and that such pro-
cedures have been approved by, or will
promptly be submitted for approval by, the
Foreign Intelligence Surveillance Court pur-
suant to subsection (i);

‘‘(ii) the procedures referred to in clause (i)
are consistent with the requirements of the
fourth amendment to the Constitution of the
United States and do not permit the inten-
tional targeting of any person who is known
at the time of acquisition to be located in
the United States;

‘‘(iii) the procedures referred to in clause
(i) require that an application is filed under
title I, if otherwise required, when a signifi-
cant purpose of an acquisition authorized
under subsection (a) is to acquire the com-
munications of a specific person reasonably
believed to be located in the United States;

‘(iv) a significant purpose of the acquisi-
tion is to obtain foreign intelligence infor-
mation;

‘“(v) the minimization procedures to be
used with respect to such acquisition—

“(I) meet the definition of minimization
procedures under section 101(h); and

‘“(II) have been approved by, or will
promptly be submitted for approval by, the
Foreign Intelligence Surveillance Court pur-
suant to subsection (i);

‘‘(vi) the acquisition involves obtaining the
foreign intelligence information from or
with the assistance of an electronic commu-
nication service provider; and

‘“(vii) the acquisition is limited to commu-
nications to which at least 1 party is a spe-
cific individual target who is reasonably be-
lieved to be located outside of the United
States, and a significant purpose of the ac-
quisition of the communications of any tar-
get is to obtain foreign intelligence informa-
tion; and

‘“(B) be supported, as appropriate, by the
affidavit of any appropriate official in the
area of national security who is—

‘(i) appointed by the President, by and
with the consent of the Senate; or

‘‘(ii) the head of any element of the intel-
ligence community.
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“(3) LIMITATION.—A certification made
under this subsection is not required to iden-
tify the specific facilities, places, premises,
or property at which the acquisition author-
ized under subsection (a) will be directed or
conducted.

‘‘(4) SUBMISSION TO THE COURT.—The Attor-
ney General shall transmit a copy of a cer-
tification made under this subsection, and
any supporting affidavit, under seal to the
Foreign Intelligence Surveillance Court as
soon as possible, but in no event more than
5 days after such certification is made. Such
certification shall be maintained under secu-
rity measures adopted by the Chief Justice
of the United States and the Attorney Gen-
eral, in consultation with the Director of Na-
tional Intelligence.

‘“(6) REVIEW.—The certification required by
this subsection shall be subject to judicial
review pursuant to subsection (i).

‘“(h) DIRECTIVES.—

‘(1) AUTHORITY.—With respect to an acqui-
sition authorized under subsection (a), the
Attorney General and the Director of Na-
tional Intelligence may direct, in writing, an
electronic communication service provider
to—

““(A) immediately provide the Government
with all information, facilities, or assistance
necessary to accomplish the acquisition in a
manner that will protect the secrecy of the
acquisition and produce a minimum of inter-
ference with the services that such elec-
tronic communication service provider is
providing to the target; and

‘(B) maintain under security procedures
approved by the Attorney General and the
Director of National Intelligence any records
concerning the acquisition or the aid fur-
nished that such electronic communication
service provider wishes to maintain.

‘(2) COMPENSATION.—The Government shall
compensate, at the prevailing rate, an elec-
tronic communication service provider for
providing information, facilities, or assist-
ance pursuant to paragraph (1).

‘(3) RELEASE FROM LIABILITY.—Notwith-
standing any other law, no cause of action
shall lie in any court against any electronic
communication service provider for pro-
viding any information, facilities, or assist-
ance in accordance with a directive issued
pursuant to paragraph (1).

‘“(4) CHALLENGING OF DIRECTIVES.—

‘“(A) AUTHORITY TO CHALLENGE.—An elec-
tronic communication service provider re-
ceiving a directive issued pursuant to para-
graph (1) may challenge the directive by fil-
ing a petition with the Foreign Intelligence
Surveillance Court.

‘(B) ASSIGNMENT.—The presiding judge of
the Court shall assign the petition filed
under subparagraph (A) to 1 of the judges
serving in the pool established by section
103(e)(1) not later than 24 hours after the fil-
ing of the petition.

¢“(C) STANDARDS FOR REVIEW.—A judge con-
sidering a petition to modify or set aside a
directive may grant such petition only if the
judge finds that the directive does not meet
the requirements of this section or is other-
wise unlawful. If the judge does not modify
or set aside the directive, the judge shall im-
mediately affirm such directive, and order
the recipient to comply with the directive.
The judge shall provide a written statement
for the record of the reasons for a determina-
tion under this paragraph.

‘(D) CONTINUED EFFECT.—Any directive not
explicitly modified or set aside under this
paragraph shall remain in full effect.

*“(5) ENFORCEMENT OF DIRECTIVES.—

‘“(A) ORDER TO COMPEL.—In the case of a
failure to comply with a directive issued pur-
suant to paragraph (1), the Attorney General
may file a petition for an order to compel
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compliance with the directive with the For-
eign Intelligence Surveillance Court.

‘“(B) ASSIGNMENT.—The presiding judge of
the Court shall assign a petition filed under
subparagraph (A) to 1 of the judges serving
in the pool established by section 103(e)(1)
not later than 24 hours after the filing of the
petition.

¢“(C) STANDARDS FOR REVIEW.—A judge con-
sidering a petition shall issue an order re-
quiring the electronic communication serv-
ice provider to comply with the directive if
the judge finds that the directive was issued
in accordance with paragraph (1), meets the
requirements of this section, and is other-
wise lawful. The judge shall provide a writ-
ten statement for the record of the reasons
for a determination under this paragraph.

‘(D) CONTEMPT OF COURT.—Failure to obey
an order of the Court issued under this para-
graph may be punished by the Court as con-
tempt of court.

‘(E) PROCESS.—Any process under this
paragraph may be served in any judicial dis-
trict in which the electronic communication
service provider may be found.

“(6) APPEAL.—

“(A) APPEAL TO THE COURT OF REVIEW.—The
Government or an electronic communication
service provider receiving a directive issued
pursuant to paragraph (1) may file a petition
with the Foreign Intelligence Surveillance
Court of Review for review of the decision
issued pursuant to paragraph (4) or (5) not
later than 7 days after the issuance of such
decision. The Court of Review shall have ju-
risdiction to consider such a petition and
shall provide a written statement for the
record of the reasons for a decision under
this paragraph.

¢(B) CERTIORARI TO THE SUPREME COURT.—
The Government or an electronic commu-
nication service provider receiving a direc-
tive issued pursuant to paragraph (1) may
file a petition for a writ of certiorari for re-
view of the decision of the Court of Review
issued under subparagraph (A). The record
for such review shall be transmitted under
seal to the Supreme Court of the United
States, which shall have jurisdiction to re-
view such decision.

‘(i) JUDICIAL REVIEW.—

(1) IN GENERAL.—

“(A) REVIEW BY THE FOREIGN INTELLIGENCE
SURVEILLANCE COURT.—The Foreign Intel-
ligence Surveillance Court shall have juris-
diction to review any certification required
by subsection (d) or targeting and minimiza-
tion procedures adopted pursuant to sub-
sections (e) and (f).

‘(B) SUBMISSION TO THE COURT.—The Attor-
ney General shall submit to the Court any
such certification or procedure, or amend-
ment thereto, not later than 5 days after
making or amending the certification or
adopting or amending the procedures.

‘(2) CERTIFICATIONS.—The Court shall re-
view a certification provided under sub-
section (g) to determine whether the certifi-
cation contains all the required elements.

““(3) TARGETING PROCEDURES.—The Court
shall review the targeting procedures re-
quired by subsection (e) to assess whether
the procedures are reasonably designed to
ensure that the acquisition authorized under
subsection (a) is limited to the targeting of
persons reasonably believed to be located
outside the United States, and are reason-
ably designed to ensure that an application
is filed under title I, if otherwise required,
when a significant purpose of an acquisition
authorized under subsection (a) is to acquire
the communications of a specific person rea-
sonably believed to be located in the United
States.

¢“(4) MINIMIZATION PROCEDURES.—The Court
shall review the minimization procedures re-
quired by subsection (f) to assess whether
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such procedures meet the definition of mini-
mization procedures under section 101(h).

‘“(5) ORDERS.—

““(A) APPROVAL.—If the Court finds that a
certification required by subsection (g) con-
tains all of the required elements and that
the targeting and minimization procedures
required by subsections (e) and (f) are con-
sistent with the requirements of those sub-
sections and with the fourth amendment to
the Constitution of the United States, the
Court shall enter an order approving the con-
tinued use of the procedures for the acquisi-
tion authorized under subsection (a).

*‘(B) CORRECTION OF DEFICIENCIES.—

‘(i) IN GENERAL.—If the Court finds that a
certification required by subsection (g) does
not contain all of the required elements, or
that the procedures required by subsections
(e) and (f) are not consistent with the re-
quirements of those subsections or the
fourth amendment to the Constitution of the
United States, the Court shall issue an order
directing the Government to, at the Govern-
ment’s election and to the extent required by
the Court’s order—

“(I) correct any deficiency identified by
the Court’s order not later than 30 days after
the date the Court issues the order; or

‘“(II) cease the acquisition authorized
under subsection (a).

¢“(ii) LIMITATION ON USE OF INFORMATION.—

‘“(I) IN GENERAL.—Except as provided in
subclause (II), no information obtained or
evidence derived from an acquisition under
clause (i)(I) shall be received in evidence or
otherwise disclosed in any trial, hearing, or
other proceeding in or before any court,
grand jury, department, office, agency, regu-
latory body, legislative committee, or other
authority of the United States, a State, or
political subdivision thereof, and no infor-
mation concerning any United States person
acquired from such acquisition shall subse-
quently be used or disclosed in any other
manner by Federal officers or employees
without the consent of such person, except
with the approval of the Attorney General if
the information indicates a threat of death
or serious bodily harm to any person.

‘(I1) EXCEPTION.—If the Government cor-
rects any deficiency identified by the Court’s
order under clause (i), the Court may permit
the use or disclosure of information acquired
before the date of the correction pursuant to
such minimization procedures as the Court
shall establish for purposes of this clause.

‘(C) REQUIREMENT FOR WRITTEN STATE-
MENT.—In support of its orders under this
subsection, the Court shall provide, simulta-
neously with the orders, for the record a
written statement of its reasons.

“(6) APPEAL.—

‘‘(A) APPEAL TO THE COURT OF REVIEW.—The
Government may appeal any order under
this section to the Foreign Intelligence Sur-
veillance Court of Review, which shall have
jurisdiction to review such order. For any
decision affirming, reversing, or modifying
an order of the Foreign Intelligence Surveil-
lance Court, the Court of Review shall pro-
vide for the record a written statement of its
reasons.

‘(B) STAY PENDING APPEAL.—The Govern-
ment may move for a stay of any order of
the Foreign Intelligence Surveillance Court
under paragraph (5)(B)(i) pending review by
the Court en banc or pending appeal to the
Foreign Intelligence Surveillance Court of
Review.

¢(C) CERTIORARI TO THE SUPREME COURT.—
The Government may file a petition for a
writ of certiorari for review of a decision of
the Court of Review issued under subpara-
graph (A). The record for such review shall
be transmitted under seal to the Supreme
Court of the United States, which shall have
jurisdiction to review such decision.
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“(7T) COMPLIANCE REVIEW.—The Court may
review and assess compliance with the mini-
mization procedures submitted to the Court
pursuant to subsections (c) and (f) by review-
ing the semiannual assessments submitted
by the Attorney General and the Director of
National Intelligence pursuant to subsection
(1)(1) with respect to compliance with mini-
mization procedures. In conducting a review
under this paragraph, the Court may, to the
extent necessary, require the Government to
provide additional information regarding the
acquisition, retention, or dissemination of
information concerning United States per-
sons during the course of an acquisition au-
thorized under subsection (a).

‘(8) REMEDIAL AUTHORITY.—The Foreign
Intelligence Surveillance Court shall have
authority to fashion remedies as necessary
to enforce—

‘“(A) any order issued under this section;
and

‘(B) compliance with any such order.

‘“(j) JUDICIAL PROCEEDINGS.—Judicial pro-
ceedings under this section shall be con-
ducted as expeditiously as possible.

(k) MAINTENANCE OF RECORDS.—

‘(1) STANDARDS.—A record of a proceeding
under this section, including petitions filed,
orders granted, and statements of reasons for
decision, shall be maintained under security
measures adopted by the Chief Justice of the
United States, in consultation with the At-
torney General and the Director of National
Intelligence.

‘(2) FILING AND REVIEW.—All petitions
under this section shall be filed under seal.
In any proceedings under this section, the
court shall, upon request of the Government,
review ex parte and in camera any Govern-
ment submission, or portions of a submis-
sion, which may include classified informa-
tion.

‘(3) RETENTION OF RECORDS.—A directive
made or an order granted under this section
shall be retained for a period of not less than
10 years from the date on which such direc-
tive or such order is made.

‘(1) OVERSIGHT.—

‘(1) SEMIANNUAL ASSESSMENT.—Not less
frequently than once every 6 months, the At-
torney General and Director of National In-
telligence shall assess compliance with the
targeting and minimization procedures re-
quired by subsections (c), (e), and (f) and
shall submit each such assessment to—

‘“(A) the Foreign Intelligence Surveillance
Court; and

‘“(B) the congressional intelligence com-
mittees.

‘“(2) AGENCY ASSESSMENT.—The Inspectors
General of the Department of Justice and of
any element of the intelligence community
authorized to acquire foreign intelligence in-
formation under subsection (a)—

‘“(A) are authorized to review the compli-
ance of their agency or element with the tar-
geting and minimization procedures required
by subsections (¢), (e), and (f);

‘“(B) with respect to acquisitions author-
ized under subsection (a), shall review the
number of disseminated intelligence reports
containing a reference to a United States
person identity and the number of United
States person identities subsequently dis-
seminated by the element concerned in re-
sponse to requests for identities that were
not referred to by name or title in the origi-
nal reporting;

‘(C) with respect to acquisitions author-
ized under subsection (a), shall review the
number of targets that were later deter-
mined to be located in the United States and
the number of persons located in the United
States whose communications were re-
viewed; and

‘(D) shall provide each such review to—

‘(i) the Attorney General;
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‘“(ii) the Director of National Intelligence;
and

‘‘(iii) the congressional intelligence com-
mittees.

¢(3) ANNUAL REVIEW.—

“(A) REQUIREMENT TO CONDUCT.—The head
of an element of the intelligence community
conducting an acquisition authorized under
subsection (a) shall direct the element to
conduct an annual review to determine
whether there is reason to believe that for-
eign intelligence information has been or
will be obtained from the acquisition. The
annual review shall provide, with respect to
such acquisitions authorized under sub-
section (a)—

‘(i) an accounting of the number of dis-
seminated intelligence reports containing a
reference to a United States person identity;

‘“(ii) an accounting of the number of
United States person identities subsequently
disseminated by that element in response to
requests for identities that were not referred
to by name or title in the original reporting;
and

¢‘(iii) the number of targets that were later
determined to be located in the United
States and the number of persons located in
the United States whose communications
were reviewed.

‘“(B) USE OF REVIEW.—The head of each ele-
ment of the intelligence community that
conducts an annual review under subpara-
graph (A) shall use each such review to
evaluate the adequacy of the minimization
procedures utilized by such element or the
application of the minimization procedures
to a particular acquisition authorized under
subsection (a).

“(C) PROVISION OF REVIEW TO FOREIGN IN-
TELLIGENCE SURVEILLANCE COURT.—The head
of each element of the intelligence commu-
nity that conducts an annual review under
subparagraph (A) shall provide such review
to the Foreign Intelligence Surveillance
Court.

‘“(4) REPORTS TO CONGRESS.—

‘“(A) SEMIANNUAL REPORT.—Not less fre-
quently than once every 6 months, the Attor-
ney General shall fully inform, in a manner
consistent with national security, the con-
gressional intelligence committees, the Com-
mittee on the Judiciary of the Senate, and
the Committee on the Judiciary of the House
of Representatives, concerning the imple-
mentation of this Act.

‘(B) CONTENT.—Each report made under
subparagraph (A) shall include—

‘(i) any certifications made under sub-
section (g) during the reporting period;

‘‘(i1) any directives issued under subsection
(h) during the reporting period;

‘‘(iii) the judicial review during the report-
ing period of any such certifications and tar-
geting and minimization procedures utilized
with respect to such acquisition, including a
copy of any order or pleading in connection
with such review that contains a significant
legal interpretation of the provisions of this
Act;

‘“(iv) any actions taken to challenge or en-
force a directive under paragraphs (4) or (5)
of subsections (h);

‘“(v) any compliance reviews conducted by
the Department of Justice or the Office of
the Director of National Intelligence of ac-
quisitions authorized under subsection (a);

‘“(vi) a description of any incidents of non-
compliance with a directive issued by the At-
torney General and the Director of National
Intelligence under subsection (h), includ-
ing—

‘“(I) incidents of noncompliance by an ele-
ment of the intelligence community with
procedures adopted pursuant to subsections
(c), (e), and (f); and

‘(II) incidents of noncompliance by a spec-
ified person to whom the Attorney General
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and Director of National Intelligence issued

a directive under subsection (h);

‘“‘(vii) any procedures implementing this
section; and

‘“(viii) any annual review conducted pursu-
ant to paragraph (3).

“SEC. 703. USE OF INFORMATION ACQUIRED

UNDER SECTION 702.

‘“Information acquired from an acquisition
conducted under section 702 shall be deemed
to be information acquired from an elec-
tronic surveillance pursuant to title I for
purposes of section 106, except for the pur-
poses of subsection (j) of such section.”.

(b) TABLE OF CONTENTS.—The table of con-
tents in the first section of the Foreign In-
telligence Surveillance Act of 1978 (50 U.S.C.
1801 et seq.) is amended—

(1) by striking the item relating to title
VII;

(2) by striking the item relating to section
701; and

(3) by adding at the end the following:
“TITLE VII—ADDITIONAL PROCEDURES

FOR TARGETING COMMUNICATIONS OF

CERTAIN PERSONS OUTSIDE THE

UNITED STATES
““Sec. 701. Definitions.

“Sec. 702. Procedures for acquiring the com-
munications of certain persons
outside the United States.

“Sec. 703. Use of information acquired under
section 702.”".

(c) SUNSET.—

(1) IN GENERAL.—Except as provided in
paragraph (2), the amendments made by sub-
sections (a)(2) and (b) shall cease to have ef-
fect on December 31, 2011.

(2) CONTINUING APPLICABILITY.—Section
702(h)(3) of the Foreign Intelligence Surveil-
lance Act of 1978 (as amended by subsection
(a)) shall remain in effect with respect to
any directive issued pursuant to section
702(h) of that Act (as so amended) during the
period such directive was in effect. The use
of information acquired by an acquisition
conducted under section 702 of that Act (as
so amended) shall continue to be governed by
the provisions of section 703 of that Act (as
so amended).

SEC. 102. STATEMENT OF EXCLUSIVE MEANS BY

WHICH ELECTRONIC SURVEILLANCE
AND INTERCEPTION OF CERTAIN
COMMUNICATIONS MAY BE CON-
DUCTED.

(a) STATEMENT OF EXCLUSIVE MEANS.—
Title I of the Foreign Intelligence Surveil-
lance Act of 1978 (50 U.S.C. 1801 et seq.) is
amended by adding at the end the following
new section:

“STATEMENT OF EXCLUSIVE MEANS BY WHICH
ELECTRONIC SURVEILLANCE AND INTERCEP-
TION OF CERTAIN COMMUNICATIONS MAY BE
CONDUCTED

““SEC. 112. (a) This Act shall be the exclu-
sive means for targeting United States per-
sons for the purpose of acquiring their com-
munications or communications information
for foreign intelligence purposes, whether
such persons are inside the United States or
outside the United States, except in cases
where specific statutory authorization exists
to obtain communications information with-
out an order under this Act.

‘“(b) Chapters 119 and 121 of title 18, United
States Code, and this Act shall be the exclu-
sive means by which electronic surveillance
and the interception of domestic wire, oral,
or electronic communications may be con-
ducted.

‘‘(c) Subsections (a) and (b) shall apply un-
less specific statutory authorization for elec-
tronic surveillance, other than as an amend-
ment to this Act, is enacted. Such specific
statutory authorization shall be the only ex-
ception to subsection (a) and (b).”.

(b) CONFORMING AMENDMENTS.—
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(1) IN GENERAL.—Section 2511(2)(a) of title
18, United States Code, is amended by adding
at the end the following:

‘‘(iii) A certification under subparagraph
(ii)(B) for assistance to obtain foreign intel-
ligence information shall identify the spe-
cific provision of the Foreign Intelligence
Surveillance Act of 1978 (50 U.S.C. 1801 et
seq.) that provides an exception from pro-
viding a court order, and shall certify that
the statutory requirements of such provision
have been met.”.

(2) TABLE OF CONTENTS.—The table of con-
tents in the first section of the Foreign In-
telligence Surveillance Act of 1978 (50 U.S.C.
1801 et seq.) is amended by adding after the
item relating to section 111, the following:
“Sec. 112. Statement of exclusive means by

which electronic surveillance

and interception of certain
communications may be con-
ducted.”.

(c) OFFENSE.—Section 109(a) of the Foreign
Intelligence Surveillance Act of 1978 (50
U.S.C. 1809(a)) is amended by striking ‘‘au-
thorized by statute’ each place it appears in
such section and inserting ‘‘authorized by
this title or chapter 119, 121, or 206 of title 18,
United States Code’.

SEC. 103. SUBMITTAL TO CONGRESS OF CERTAIN
COURT ORDERS UNDER THE FOR-
EIGN INTELLIGENCE SURVEILLANCE
ACT OF 1978.

(a) INCLUSION OF CERTAIN ORDERS IN SEMI-
ANNUAL REPORTS OF ATTORNEY GENERAL.—
Subsection (a)(5) of section 601 of the Foreign
Intelligence Surveillance Act of 1978 (50
U.S.C. 1871) is amended by striking ‘‘(not in-
cluding orders)’’ and inserting ‘¢, orders,”.

(b) REPORTS BY ATTORNEY GENERAL ON CER-
TAIN OTHER ORDERS.—Such section 601 is fur-
ther amended by adding at the end the fol-
lowing new subsection:

“‘(c) SUBMISSIONS TO CONGRESS.—The Attor-
ney General shall submit to the committees
of Congress referred to in subsection (a)—

‘(1) a copy of any decision, order, or opin-
ion issued by the Foreign Intelligence Sur-
veillance Court or the Foreign Intelligence
Surveillance Court of Review that includes
significant construction or interpretation of
any provision of this Act, and any pleadings
associated with such decision, order, or opin-
ion, not later than 45 days after such deci-
sion, order, or opinion is issued; and

‘(2) a copy of any such decision, order, or
opinion, and the pleadings associated with
such decision, order, or opinion, that was
issued during the 5-year period ending on the
date of the enactment of the FISA Amend-
ments Act of 2007 and not previously sub-
mitted in a report under subsection (a).”.
SEC. 104. APPLICATIONS FOR COURT ORDERS.

Section 104 of the Foreign Intelligence Sur-
veillance Act of 1978 (560 U.S.C. 1804) is
amended—

(1) in subsection (a)—

(A) by striking paragraphs (2) and (11);

(B) by redesignating paragraphs (3)
through (10) as paragraphs (2) through (9), re-
spectively;

(C) in paragraph (5), as redesignated by
subparagraph (B) of this paragraph, by strik-
ing ‘“‘detailed’’;

(D) in paragraph (6), as redesignated by
subparagraph (B) of this paragraph, in the
matter preceding subparagraph (A)—

(i) by striking ‘‘Affairs or’ and inserting
“Affairs,”’; and

(ii) by striking ‘‘Senate—’’ and inserting
‘“‘Senate, or the Deputy Director of the Fed-
eral Bureau of Investigation, if the Director
of the Federal Bureau of Investigation is un-
available—"’;

(E) in paragraph (7), as redesignated by
subparagraph (B) of this paragraph, by strik-
ing ‘“‘statement of”’ and inserting ‘‘summary
statement of’’;
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(F) in paragraph (8), as redesignated by
subparagraph (B) of this paragraph, by add-
ing “‘and’ at the end; and

(G) in paragraph (9), as redesignated by
subparagraph (B) of this paragraph, by strik-
ing ‘‘; and” and inserting a period;

(2) by striking subsection (b);

(3) by redesignating subsections (c)
through (e) as subsections (b) through (d), re-
spectively; and

(4) in paragraph (1)(A) of subsection (d), as
redesignated by paragraph (3) of this sub-
section, by striking ‘‘or the Director of Na-
tional Intelligence’ and inserting ‘‘the Di-
rector of National Intelligence, or the Direc-
tor of the Central Intelligence Agency’’.

SEC. 105. ISSUANCE OF AN ORDER.

Section 105 of the Foreign Intelligence Sur-
veillance Act of 1978 (50 U.S.C. 1805) is
amended—

(1) in subsection (a)—

(A) by striking paragraph (1); and

(B) by redesignating paragraphs (2)
through (b) as paragraphs (1) through (4), re-
spectively;

(2) in subsection (b), by striking ‘‘(a)(3)”
and inserting ‘““‘(a)(2)’’;

(3) in subsection (¢c)(1)—

(A) in subparagraph (D), by adding ‘“‘and”
at the end;

(B) in subparagraph (E), by striking °‘;
and’ and inserting a period; and

(C) by striking subparagraph (F);

(4) by striking subsection (d);

(5) by redesignating subsections (e)
through (i) as subsections (d) through (h), re-
spectively;

(6) by amending subsection (e), as redesig-
nated by paragraph (56) of this section, to
read as follows:

‘““(e)(1) Notwithstanding any other provi-
sion of this title, the Attorney General may
authorize the emergency employment of
electronic surveillance if the Attorney Gen-
eral—

‘“(A) determines that an emergency situa-
tion exists with respect to the employment
of electronic surveillance to obtain foreign
intelligence information before an order au-
thorizing such surveillance can with due dili-
gence be obtained;

‘(B) determines that the factual basis for
issuance of an order under this title to ap-
prove such electronic surveillance exists;

‘“(C) informs, either personally or through
a designee, a judge having jurisdiction under
section 103 at the time of such authorization
that the decision has been made to employ
emergency electronic surveillance; and

‘(D) makes an application in accordance
with this title to a judge having jurisdiction
under section 103 as soon as practicable, but
not later than 168 hours after the Attorney
General authorizes such surveillance.

‘“(2) If the Attorney General authorizes the
emergency employment of electronic surveil-
lance under paragraph (1), the Attorney Gen-
eral shall require that the minimization pro-
cedures required by this title for the
issuance of a judicial order be followed.

“(3) In the absence of a judicial order ap-
proving such electronic surveillance, the sur-
veillance shall terminate when the informa-
tion sought is obtained, when the application
for the order is denied, or after the expira-
tion of 168 hours from the time of authoriza-
tion by the Attorney General, whichever is
earliest.

‘“(4) A denial of the application made under
this subsection may be reviewed as provided
in section 103.

‘“(5) In the event that such application for
approval is denied, or in any other case
where the electronic surveillance is termi-
nated and no order is issued approving the
surveillance, no information obtained or evi-
dence derived from such surveillance shall be
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received in evidence or otherwise disclosed
in any trial, hearing, or other proceeding in
or before any court, grand jury, department,
office, agency, regulatory body, legislative
committee, or other authority of the United
States, a State, or political subdivision
thereof, and no information concerning any
United States person acquired from such sur-
veillance shall subsequently be used or dis-
closed in any other manner by Federal offi-
cers or employees without the consent of
such person, except with the approval of the
Attorney General if the information indi-
cates a threat of death or serious bodily
harm to any person.

‘“(6) The Attorney General shall assess
compliance with the requirements of para-
graph (5).”’; and

(7) by adding at the end the following:

‘(i) In any case in which the Government
makes an application to a judge under this
title to conduct electronic surveillance in-
volving communications and the judge
grants such application, upon the request of
the applicant, the judge shall also authorize
the installation and use of pen registers and
trap and trace devices, and direct the disclo-
sure of the information set forth in section
402(d)(2).”.

SEC. 106. USE OF INFORMATION.

Subsection (i) of section 106 of the Foreign
Intelligence Surveillance Act of 1978 (8
U.S.C. 1806) is amended by striking ‘‘radio
communication’ and inserting ‘‘communica-
tion”.
SEC. 107. AMENDMENTS
SEARCHES.

(a) APPLICATIONS.—Section 303 of the For-
eign Intelligence Surveillance Act of 1978 (50
U.S.C. 1823) is amended—

(1) in subsection (a)—

(A) by striking paragraph (2);

(B) by redesignating paragraphs (3)
through (9) as paragraphs (2) through (8), re-
spectively;

(C) in paragraph (2), as redesignated by
subparagraph (B) of this paragraph, by strik-
ing ‘“‘detailed’’;

(D) in paragraph (3)(C), as redesignated by
subparagraph (B) of this paragraph, by in-
serting ‘‘or is about to be’ before ‘‘owned’’;
and

(E) in paragraph (6), as redesignated by
subparagraph (B) of this paragraph, in the
matter preceding subparagraph (A)—

(i) by striking ‘‘Affairs or’ and inserting
“Affairs,”; and

(ii) by striking ‘‘Senate—’’ and inserting
‘““‘Senate, or the Deputy Director of the Fed-
eral Bureau of Investigation, if the Director
of the Federal Bureau of Investigation is un-
available—"’; and

(2) in subsection (d)(1)(A), by striking ‘‘or
the Director of National Intelligence’ and
inserting ‘‘the Director of National Intel-
ligence, or the Director of the Central Intel-
ligence Agency’’.

(b) ORDERS.—Section 304 of the Foreign In-
telligence Surveillance Act of 1978 (50 U.S.C.
1824) is amended—

(1) in subsection (a)—

(A) by striking paragraph (1); and

(B) by redesignating paragraphs (2)
through (5) as paragraphs (1) through (4), re-
spectively; and

(2) by amending subsection (e) to read as
follows:

‘“(e)(1) Notwithstanding any other provi-
sion of this title, the Attorney General may
authorize the emergency employment of a
physical search if the Attorney General—

““(A) determines that an emergency situa-
tion exists with respect to the employment
of a physical search to obtain foreign intel-
ligence information before an order author-
izing such physical search can with due dili-
gence be obtained;

FOR PHYSICAL
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‘(B) determines that the factual basis for
issuance of an order under this title to ap-
prove such physical search exists;

“(C) informs, either personally or through
a designee, a judge of the Foreign Intel-
ligence Surveillance Court at the time of
such authorization that the decision has
been made to employ an emergency physical
search; and

‘(D) makes an application in accordance
with this title to a judge of the Foreign In-
telligence Surveillance Court as soon as
practicable, but not more than 168 hours
after the Attorney General authorizes such
physical search.

“(2) If the Attorney General authorizes the
emergency employment of a physical search
under paragraph (1), the Attorney General
shall require that the minimization proce-
dures required by this title for the issuance
of a judicial order be followed.

‘(3) In the absence of a judicial order ap-
proving such physical search, the physical
search shall terminate when the information
sought is obtained, when the application for
the order is denied, or after the expiration of
168 hours from the time of authorization by
the Attorney General, whichever is earliest.

‘“(4) A denial of the application made under
this subsection may be reviewed as provided
in section 103.

“(5)(A) In the event that such application
for approval is denied, or in any other case
where the physical search is terminated and
no order is issued approving the physical
search, no information obtained or evidence
derived from such physical search shall be
received in evidence or otherwise disclosed
in any trial, hearing, or other proceeding in
or before any court, grand jury, department,
office, agency, regulatory body, legislative
committee, or other authority of the United
States, a State, or political subdivision
thereof, and no information concerning any
United States person acquired from such
physical search shall subsequently be used or
disclosed in any other manner by Federal of-
ficers or employees without the consent of
such person, except with the approval of the
Attorney General if the information indi-
cates a threat of death or serious bodily
harm to any person.

‘(B) The Attorney General shall assess
compliance with the requirements of sub-
paragraph (A).”.

(c) CONFORMING AMENDMENTS.—The For-
eign Intelligence Surveillance Act of 1978 (50
U.S.C. 1801 et seq.) is amended—

(1) in section 304(a)(4), as redesignated by
subsection (b) of this section, by striking

<303(a)(M)(E)” and inserting ¢303(a)(6)(E)’;
and
(2) in section 305(k)(2), by striking

¢303(a)(7)”’ and inserting ‘‘303(a)(6)"’.

SEC. 108. AMENDMENTS FOR EMERGENCY PEN
REGISTERS AND TRAP AND TRACE
DEVICES.

Section 403 of the Foreign Intelligence Sur-
veillance Act of 1978 (60 U.S.C. 1843) is
amended—

(1) in subsection (a)(2), by striking
hours’ and inserting ‘168 hours’’; and

(2) in subsection (¢)(1)(C), by striking ‘48
hours’ and inserting ‘168 hours’’.

SEC. 109. FOREIGN INTELLIGENCE SURVEIL-
LANCE COURT.

(a) DESIGNATION OF JUDGES.—Subsection
(a) of section 103 of the Foreign Intelligence
Surveillance Act of 1978 (60 U.S.C. 1803) is
amended by inserting ‘‘at least’” before
‘““‘seven of the United States judicial cir-
cuits”.

(b) EN BANC AUTHORITY.—

(1) IN GENERAL.—Subsection (a) of section
103 of the Foreign Intelligence Surveillance
Act of 1978, as amended by subsection (a) of
this section, is further amended—

(A) by inserting ‘(1) after ““(a)’’; and
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(B) by adding at the end the following new
paragraph:

‘“(2)(A) The court established under this
subsection may, on its own initiative, or
upon the request of the Government in any
proceeding or a party under section 501(f) or
paragraph (4) or (5) of section 702(h), hold a
hearing or rehearing, en banc, when ordered
by a majority of the judges that constitute
such court upon a determination that—

‘“(i) en banc consideration is necessary to
secure or maintain uniformity of the court’s
decisions; or

‘“(ii) the proceeding involves a question of
exceptional importance.

“(B) Any authority granted by this Act to
a judge of the court established under this
subsection may be exercised by the court en
banc. When exercising such authority, the
court en banc shall comply with any require-
ments of this Act on the exercise of such au-
thority.

‘(C) For purposes of this paragraph, the
court en banc shall consist of all judges who
constitute the court established under this
subsection.”.

(2) CONFORMING AMENDMENTS.—The Foreign
Intelligence Surveillance Act of 1978 is fur-
ther amended—

(A) in subsection (a) of section 103, as
amended by this subsection, by inserting
‘‘(except when sitting en banc under para-
graph (2))” after ‘‘no judge designated under
this subsection’; and

(B) in section 302(c) (50 U.S.C. 1822(c)), by
inserting ‘‘(except when sitting en banc)”
after ‘‘except that no judge’.

(c) STAY OR MODIFICATION DURING AN AP-
PEAL.—Section 103 of the Foreign Intel-
ligence Surveillance Act of 1978 (50 U.S.C.
1803) is amended—

(1) by redesignating subsection (f) as sub-
section (g); and

(2) by inserting after subsection (e) the fol-
lowing new subsection:

“(f)(1) A judge of the court established
under subsection (a), the court established
under subsection (b) or a judge of that court,
or the Supreme Court of the United States or
a justice of that court, may, in accordance
with the rules of their respective courts,
enter a stay of an order or an order modi-
fying an order of the court established under
subsection (a) or the court established under
subsection (b) entered under any title of this
Act, while the court established under sub-
section (a) conducts a rehearing, while an ap-
peal is pending to the court established
under subsection (b), or while a petition of
certiorari is pending in the Supreme Court of
the United States, or during the pendency of
any review by that court.

‘(2) The authority described in paragraph
(1) shall apply to an order entered under any
provision of this Act.”.

SEC. 110. REVIEW OF PREVIOUS ACTIONS.

(a) DEFINITIONS.—In this section—

(1) the term ‘‘element of the intelligence
community’ means an element of the intel-
ligence community specified in or designated
under section 3(4) of the National Security
Act of 1947 (50 U.S.C. 401a(4)); and

(2) the term ‘‘Terrorist Surveillance Pro-
gram’ means the intelligence program pub-
licly confirmed by the President in a radio
address on December 17, 2005, and any pre-
vious, subsequent or related, versions or ele-
ments of that program.

(b) AuDIT.—Not later than 180 days after
the date of the enactment of this Act, the In-
spectors General of the Department of Jus-
tice and relevant elements of the intel-
ligence community shall work in conjunc-
tion to complete a comprehensive audit of
the Terrorist Surveillance Program and any
closely related intelligence activities, which
shall include acquiring all documents rel-
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evant to such programs, including memo-
randa concerning the legal authority of a
program, authorizations of a program, cer-
tifications to telecommunications carriers,
and court orders.

(c) REPORT.—

(1) IN GENERAL.—Not later than 30 days
after the completion of the audit under sub-
section (b), the Inspectors General shall sub-
mit to the Permanent Select Committee on
Intelligence and the Committee on the Judi-
ciary of the House of Representatives and
the Select Committee on Intelligence and
the Committee on the Judiciary of the Sen-
ate a joint report containing the results of
that audit, including all documents acquired
pursuant to the conduct of that audit.

(2) FORM.—The report under paragraph (1)
shall be submitted in unclassified form, but
may include a classified annex.

(d) EXPEDITED SECURITY CLEARANCE.—The
Director of National Intelligence shall en-
sure that the process for the investigation
and adjudication of an application by an In-
spector General or any appropriate staff of
an Inspector General for a security clearance
necessary for the conduct of the audit under
subsection (b) is conducted as expeditiously
as possible.

(e) ADDITIONAL LEGAL AND OTHER PER-
SONNEL FOR THE INSPECTORS GENERAL.—The
Inspectors General of the Department of Jus-
tice and of the relevant elements of the in-
telligence community are authorized such
additional legal and other personnel as may
be necessary to carry out the prompt and
timely preparation of the audit and report
required under this section. Personnel au-
thorized by this subsection shall perform
such duties relating to the audit as the rel-
evant Inspector General shall direct. The
personnel authorized by this subsection are
in addition to any other personnel author-
ized by law.

SEC. 111. TECHNICAL AND CONFORMING AMEND-
MENTS.

Section 103(e) of the Foreign Intelligence
Surveillance Act of 1978 (50 U.S.C. 1803(e)) is
amended—

(1) in paragraph (1), by striking ‘105B(h) or
501(f)(1)” and inserting ‘‘501(f)(1) or 702’’; and

(2) in paragraph (2), by striking ‘“105B(h) or
501(f)(1)”’ and inserting ‘*501(f)(1) or 702".

TITLE II—PROTECTIONS FOR ELEC-
TRONIC COMMUNICATION SERVICE
PROVIDERS

SEC. 201. DEFINITIONS.

In this title:

(1) ASSISTANCE.—The term ‘‘assistance’”
means the provision of, or the provision of
access to, information (including commu-
nication contents, communications records,
or other information relating to a customer
or communication), facilities, or another
form of assistance.

(2) CONTENTS.—The term ‘‘contents’ has
the meaning given that term in section
101(n) of the Foreign Intelligence Surveil-
lance Act of 1978 (50 U.S.C. 1801(n)).

(3) COVERED CIVIL ACTION.—The term ‘‘cov-
ered civil action” means a civil action filed
in a Federal or State court that—

(A) alleges that an electronic communica-
tion service provider furnished assistance to
an element of the intelligence community;
and

(B) seeks monetary or other relief from the
electronic communication service provider
related to the provision of such assistance.

(4) ELECTRONIC COMMUNICATION SERVICE
PROVIDER.—The term ‘‘electronic commu-
nication service provider’” means—

(A) a telecommunications carrier, as that
term is defined in section 3 of the Commu-
nications Act of 1934 (47 U.S.C. 153);

(B) a provider of an electronic communica-
tion service, as that term is defined in sec-
tion 2510 of title 18, United States Code;
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(C) a provider of a remote computing serv-
ice, as that term is defined in section 2711 of
title 18, United States Code;

(D) any other communication service pro-
vider who has access to wire or electronic
communications either as such communica-
tions are transmitted or as such communica-
tions are stored;

(E) a parent, subsidiary, affiliate, suc-
cessor, or assignee of an entity described in
subparagraph (A), (B), (C), or (D); or

(F) an officer, employee, or agent of an en-
tity described in subparagraph (A), (B), (C),
(D), or (E).

(5) ELEMENT OF THE INTELLIGENCE COMMU-
NITY.—The term ‘‘element of the intelligence
community’’ means an element of the intel-
ligence community specified in or designated
under section 3(4) of the National Security
Act of 1947 (50 U.S.C. 401a(4)).

SEC. 202. LIMITATIONS ON CIVIL ACTIONS FOR
ELECTRONIC COMMUNICATION
SERVICE PROVIDERS.

(a) LIMITATIONS.—

(1) IN GENERAL.—Notwithstanding any
other provision of law, a covered civil action
shall not lie or be maintained in a Federal or
State court, and shall be promptly dis-
missed, if the Attorney General certifies to
the court that—

(A) the assistance alleged to have been pro-
vided by the electronic communication serv-
ice provider was—

(i) in connection with an intelligence ac-
tivity involving communications that was—

(I) authorized by the President during the
period beginning on September 11, 2001, and
ending on January 17, 2007; and

(IT) designed to detect or prevent a ter-
rorist attack, or activities in preparation for
a terrorist attack, against the United States;
and

(ii) described in a written request or direc-
tive from the Attorney General or the head
of an element of the intelligence community
(or the deputy of such person) to the elec-
tronic communication service provider indi-
cating that the activity was—

(I) authorized by the President; and

(IT) determined to be lawful; or

(B) the electronic communication service
provider did not provide the alleged assist-
ance.

(2) REVIEW.—A certification made pursuant
to paragraph (1) shall be subject to review by
a court for abuse of discretion.

(b) REVIEW OF CERTIFICATIONS.—If the At-
torney General files a declaration under sec-
tion 1746 of title 28, United States Code, that
disclosure of a certification made pursuant
to subsection (a) would harm the national se-
curity of the United States, the court shall—

(1) review such certification in camera and
ex parte; and

(2) limit any public disclosure concerning
such certification, including any public
order following such an ex parte review, to a
statement that the conditions of subsection
(a) have been met, without disclosing the
subparagraph of subsection (a)(1) that is the
basis for the certification.

(c) NONDELEGATION.—The authority and du-
ties of the Attorney General under this sec-
tion shall be performed by the Attorney Gen-
eral (or Acting Attorney General) or a des-
ignee in a position not lower than the Dep-
uty Attorney General.

(d) CIVIL ACTIONS IN STATE COURT.—A cov-
ered civil action that is brought in a State
court shall be deemed to arise under the Con-
stitution and laws of the United States and
shall be removable under section 1441 of title
28, United States Code.

(e) RULE OF CONSTRUCTION.—Nothing in
this section may be construed to limit any
otherwise available immunity, privilege, or
defense under any other provision of law.

(f) EFFECTIVE DATE AND APPLICATION.—
This section shall apply to any covered civil
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action that is pending on or filed after the

date of enactment of this Act.

SEC. 203. PROCEDURES FOR IMPLEMENTING
STATUTORY DEFENSES UNDER THE
FOREIGN INTELLIGENCE SURVEIL-
LANCE ACT OF 1978.

The Foreign Intelligence Surveillance Act
of 1978 (50 U.S.C. 1801 et seq.), as amended by
section 101, is further amended by adding
after title VII the following new title:

“TITLE VIII—PROTECTION OF PERSONS

ASSISTING THE GOVERNMENT
“SEC. 801. DEFINITIONS.

“In this title:

‘“(1) ASSISTANCE.—The term ‘assistance’
means the provision of, or the provision of
access to, information (including commu-
nication contents, communications records,
or other information relating to a customer
or communication), facilities, or another
form of assistance.

¢“(2) ATTORNEY GENERAL.—The term ‘Attor-
ney General’ has the meaning give that term
in section 101(g).

‘“(3) CONTENTS.—The term ‘contents’ has
the meaning given that term in section
101(n).

“(4) ELECTRONIC COMMUNICATION SERVICE
PROVIDER.—The term ‘electronic communica-
tion service provider’ means—

‘“(A) a telecommunications carrier, as that
term is defined in section 3 of the Commu-
nications Act of 1934 (47 U.S.C. 1563);

‘(B) a provider of electronic communica-
tions service, as that term is defined in sec-
tion 2510 of title 18, United States Code;

‘(C) a provider of a remote computing
service, as that term is defined in section
2711 of title 18, United States Code;

‘(D) any other communication service pro-
vider who has access to wire or electronic
communications either as such communica-
tions are transmitted or as such communica-
tions are stored;

‘(E) a parent, subsidiary, affiliate, suc-
cessor, or assignee of an entity described in
subparagraph (A), (B), (C), or (D); or

‘(F) an officer, employee, or agent of an
entity described in subparagraph (A), (B),
(C), (D), or (E).

“(5) ELEMENT OF THE INTELLIGENCE COMMU-
NITY.—The term ‘element of the intelligence
community’ means an element of the intel-
ligence community as specified or designated
under section 3(4) of the National Security
Act of 1947 (50 U.S.C. 401a(4)).

‘“(6) PERSON.—The term ‘person’ means—

‘“(A) an electronic communication service
provider; or

‘“(B) a landlord, custodian, or other person
who may be authorized or required to furnish
assistance pursuant to—

‘(i) an order of the court established under
section 103(a) directing such assistance;

‘“(i1) a certification in writing under sec-
tion 2511(2)(a)(i)(B) or 2709(b) of title 18,
United States Code; or

“(iii) a directive under section 102(a)(4),
105B(e), as in effect on the day before the
date of the enactment of the FISA Amend-
ments Act of 2007 or 703(h).

‘(T) STATE.—The term ‘State’ means any
State, political subdivision of a State, the
Commonwealth of Puerto Rico, the District
of Columbia, and any territory or possession
of the United States, and includes any offi-
cer, public utility commission, or other body
authorized to regulate an electronic commu-
nication service provider.

“SEC. 802. PROCEDURES FOR IMPLEMENTING
STATUTORY DEFENSES.

‘‘(a) REQUIREMENT FOR CERTIFICATION.—

‘(1) IN GENERAL.—Notwithstanding any
other provision of law, no civil action may
lie or be maintained in a Federal or State
court against any person for providing as-
sistance to an element of the intelligence
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community, and shall be promptly dis-
missed, if the Attorney General certifies to
the court that—

““(A) any assistance by that person was
provided pursuant to an order of the court
established under section 103(a) directing
such assistance;

‘(B) any assistance by that person was pro-
vided pursuant to a certification in writing
under section 2511(2)(a)(ii)(B) or 2709(b) of
title 18, United States Code;

‘“(C) any assistance by that person was pro-
vided pursuant to a directive under sections
102(a)(4), 105B(e), as in effect on the day be-
fore the date of the enactment of the FISA
Amendments Act of 2007, or 703(h) directing
such assistance; or

‘(D) the person did not provide the alleged
assistance.

‘(2) REVIEW.—A certification made pursu-
ant to paragraph (1) shall be subject to re-
view by a court for abuse of discretion.

“(b) LIMITATIONS ON DISCLOSURE.—If the
Attorney General files a declaration under
section 1746 of title 28, United States Code,
that disclosure of a certification made pur-
suant to subsection (a) would harm the na-
tional security of the United States, the
court shall—

‘(1) review such certification in camera
and ex parte; and

“(2) limit any public disclosure concerning
such certification, including any public
order following such an ex parte review, to a
statement that the conditions of subsection
(a) have been met, without disclosing the
subparagraph of subsection (a)(1) that is the
basis for the certification.

“(c) REMOVAL.—A civil action against a
person for providing assistance to an ele-
ment of the intelligence community that is
brought in a State court shall be deemed to
arise under the Constitution and laws of the
United States and shall be removable under
section 1441 of title 28, United States Code.

“(d) RELATIONSHIP TO OTHER LAWS.—Noth-
ing in this section may be construed to limit
any otherwise available immunity, privilege,
or defense under any other provision of law.

‘‘(e) APPLICABILITY.—This section shall
apply to a civil action pending on or filed
after the date of enactment of the FISA
Amendments Act of 2007.”".

SEC. 204. PREEMPTION OF STATE INVESTIGA-
TIONS.

Title VIII of the Foreign Intelligence Sur-
veillance Act (50 U.S.C. 1801 et seq.), as added
by section 203 of this Act, is amended by add-
ing at the end the following new section:
“SEC. 803. PREEMPTION.

‘‘(a) IN GENERAL.—No State shall have au-
thority to—

‘(1) conduct an investigation into an elec-
tronic communication service provider’s al-
leged assistance to an element of the intel-
ligence community;

‘“(2) require through regulation or any
other means the disclosure of information
about an electronic communication service
provider’s alleged assistance to an element
of the intelligence community;

““(3) impose any administrative sanction on
an electronic communication service pro-
vider for assistance to an element of the in-
telligence community; or

‘“(4) commence or maintain a civil action
or other proceeding to enforce a requirement
that an electronic communication service
provider disclose information concerning al-
leged assistance to an element of the intel-
ligence community.

“(b) SUITS BY THE UNITED STATES.—The
United States may bring suit to enforce the
provisions of this section.

‘‘(¢c) JURISDICTION.—The district courts of
the United States shall have jurisdiction
over any civil action brought by the United
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States to enforce the provisions of this sec-
tion.

“(d) APPLICATION.—This section shall apply
to any investigation, action, or proceeding
that is pending on or filed after the date of
enactment of the FISA Amendments Act of
2007.”.

SEC. 205. TECHNICAL AMENDMENTS.

The table of contents in the first section of
the Foreign Intelligence Surveillance Act of
1978 (50 U.S.C. 1801 et seq.), as amended by
section 101(b), is further amended by adding
at the end the following:

“TITLE VIII—PROTECTION OF PERSONS
ASSISTING THE GOVERNMENT

‘“‘Sec. 801. Definitions.
‘“Sec. 802. Procedures for implementing stat-
utory defenses.
‘“Sec. 803. Preemption.”’.
TITLE III—OTHER PROVISIONS
SEC. 301. SEVERABILITY.

If any provision of this Act, any amend-
ment made by this Act, or the application
thereof to any person or circumstances is
held invalid, the validity of the remainder of
the Act, any such amendments, and of the
application of such provisions to other per-
sons and circumstances shall not be affected
thereby.

SEC. 302. EFFECTIVE DATE; REPEAL; TRANSITION
PROCEDURES.

(a) IN GENERAL.—Except as provided in
subsection (c), the amendments made by this
Act shall take effect on the date of the en-
actment of this Act.

(b) REPEAL.—

(1) IN GENERAL.—Except as provided in sub-
section (c), sections 105A, 105B, and 105C of
the Foreign Intelligence Surveillance Act of
1978 (50 U.S.C. 1805a, 1805b, and 1805c) are re-
pealed.

(2) TABLE OF CONTENTS.—The table of con-
tents in the first section of the Foreign In-
telligence Surveillance Act of 1978 (50 U.S.C.
1801 et seq.) is amended by striking the items
relating to sections 105A, 105B, and 105C.

(c) TRANSITIONS PROCEDURES.—

(1) PROTECTION FROM LIABILITY.—Notwith-
standing subsection (b)(1), subsection (1) of
section 105B of the Foreign Intelligence Sur-
veillance Act of 1978 shall remain in effect
with respect to any directives issued pursu-
ant to such section 105B for information, fa-
cilities, or assistance provided during the pe-
riod such directive was or is in effect.

(2) ORDERS IN EFFECT.—

(A) ORDERS IN EFFECT ON DATE OF ENACT-
MENT.—Notwithstanding any other provision
of this Act or of the Foreign Intelligence
Surveillance Act of 1978—

(i) any order in effect on the date of enact-
ment of this Act issued pursuant to the For-
eign Intelligence Surveillance Act of 1978 or
section 6(b) of the Protect America Act of
2007 (Public Law 110-55; 121 Stat. 556) shall
remain in effect until the date of expiration
of such order; and

(ii) at the request of the applicant, the
court established under section 103(a) of the
Foreign Intelligence Surveillance Act of 1978
(60 U.S.C. 1803(a)) shall reauthorize such
order if the facts and circumstances continue
to justify issuance of such order under the
provisions of such Act, as in effect on the
day before the date of the enactment of the
Protect America Act of 2007, except as
amended by sections 102, 103, 104, 105, 106, 107,
108, and 109 of this Act.

(B) ORDERS IN EFFECT ON DECEMBER 31,
2013.—Any order issued under title VII of the
Foreign Intelligence Surveillance Act of
1978, as amended by section 101 of this Act, in
effect on December 31, 2013, shall continue in
effect until the date of the expiration of such
order. Any such order shall be governed by
the applicable provisions of the Foreign In-
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telligence Surveillance Act of 1978, as so
amended.

(3) AUTHORIZATIONS AND DIRECTIVES IN EF-
FECT.—

(A) AUTHORIZATIONS AND DIRECTIVES IN EF-
FECT ON DATE OF ENACTMENT.—Notwith-
standing any other provision of this Act or of
the Foreign Intelligence Surveillance Act of
1978, any authorization or directive in effect
on the date of the enactment of this Act
issued pursuant to the Protect America Act
of 2007, or any amendment made by that Act,
shall remain in effect until the date of expi-
ration of such authorization or directive.
Any such authorization or directive shall be
governed by the applicable provisions of the
Protect America Act of 2007 (121 Stat. 552),
and the amendment made by that Act, and,
except as provided in paragraph (4) of this
subsection, any acquisition pursuant to such
authorization or directive shall be deemed
not to constitute electronic surveillance (as
that term is defined in section 101(f) of the
Foreign Intelligence Surveillance Act of 1978
(50 U.S.C. 1801(f)), as construed in accordance
with section 105A of the Foreign Intelligence
Surveillance Act of 1978 (50 U.S.C. 1805a)).

(B) AUTHORIZATIONS AND DIRECTIVES IN EF-
FECT ON DECEMBER 31, 2013.—Any authoriza-
tion or directive issued under title VII of the
Foreign Intelligence Surveillance Act of
1978, as amended by section 101 of this Act, in
effect on December 31, 2013, shall continue in
effect until the date of the expiration of such
authorization or directive. Any such author-
ization or directive shall be governed by the
applicable provisions of the Foreign Intel-
ligence Surveillance Act of 1978, as so
amended, and, except as provided in section
704 of the Foreign Intelligence Surveillance
Act of 1978, as so amended, any acquisition
pursuant to such authorization or directive
shall be deemed not to constitute electronic
surveillance (as that term is defined in sec-
tion 101(f) of the Foreign Intelligence Sur-
veillance Act of 1978, to the extent that such
section 101(f) is limited by section 701 of the
Foreign Intelligence Surveillance Act of
1978, as so amended).

(4) USE OF INFORMATION ACQUIRED UNDER
PROTECT AMERICA ACT.—Information acquired
from an acquisition conducted under the
Protect America Act of 2007, and the amend-
ments made by that Act, shall be deemed to
be information acquired from an electronic
surveillance pursuant to title I of the For-
eign Intelligence Surveillance Act of 1978 (50
U.S.C. 1801 et seq.) for purposes of section 106
of that Act (50 U.S.C. 1806), except for pur-
poses of subsection (j) of such section.

(5) NEW ORDERS.—Notwithstanding any
other provision of this Act or of the Foreign
Intelligence Surveillance Act of 1978—

(A) the government may file an application
for an order under the Foreign Intelligence
Surveillance Act of 1978, as in effect on the
day before the date of the enactment of the
Protect America Act of 2007, except as
amended by sections 102, 103, 104, 105, 106, 107,
108, and 109 of this Act; and

(B) the court established under section
103(a) of the Foreign Intelligence Surveil-
lance Act of 1978 shall enter an order grant-
ing such an application if the application
meets the requirements of such Act, as in ef-
fect on the day before the date of the enact-
ment of the Protect America Act of 2007, ex-
cept as amended by sections 102, 103, 104, 105,
106, 107, 108, and 109 of this Act.

(6) EXTANT AUTHORIZATIONS.—At the re-
quest of the applicant, the court established
under section 103(a) of the Foreign Intel-
ligence Surveillance Act of 1978 shall extin-
guish any extant authorization to conduct
electronic surveillance or physical search en-
tered pursuant to such Act.

(7) APPLICABLE PROVISIONS.—Any surveil-
lance conducted pursuant to an order en-
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tered pursuant to this subsection shall be
subject to the provisions of the Foreign In-
telligence Surveillance Act of 1978, as in ef-
fect on the day before the date of the enact-
ment of the Protect America Act of 2007, ex-
cept as amended by sections 102, 103, 104, 105,
106, 107, 108, and 109 of this Act.

———

SUBMITTED RESOLUTIONS

SENATE RESOLUTION  398—HON-
ORING THE LIFE AND RECOG-
NIZING THE ACCOMPLISHMENTS
OF JOE NUXHALL, BROAD-
CASTER FOR THE CINCINNATI
REDS

Mr. BROWN submitted the following
resolution; which was considered and
agreed to:

S. RES. 398

Whereas Joe Nuxhall was born on July
30th, 1928 in Hamilton, Ohio.

Whereas on June 10th, 1944 at the age of 15
years, 10 months, and 11 days Joe Nuxhall be-
came the youngest player in the modern era
to appear in a major league baseball game.

Whereas Joe Nuxhall earned over 100 vic-
tories in his sixteen year major league career
and was elected into the Cincinnati Reds
Hall of Fame.

Whereas Joe Nuxhall began a radio broad-
casting career in 1967 and went on to call
over 6,000 games for the Cincinnati Reds.

Whereas Joe Nuxhall had a career spanning
over sixty years with the Cincinnati Reds.

Whereas Joe Nuxhall will be remembered
for his signature signoff, ‘‘This is the OI’
Lefthander rounding third and heading for
home.”

Whereas Joe Nuxhall whose voice was syn-
onymous with baseball and the summer for
generations of fans across the country.

Whereas Joe Nuxhall was a beloved com-
munity leader, philanthropist, husband, fa-
ther, and advocate for children, public
schools, and the elderly.

Whereas Ohio has lost a beloved son and
baseball one of its most distinctive voices
with the passing of Joe Nuxhall on November
15, 2007.

Resolved, That the Senate honors the life of
Joe Nuxhall, baseball legend, dedicated fam-
ily man, and civic-minded leader.

———

SENATE RESOLUTION 399—EX-
PRESSING THE SENSE OF THE
SENATE THAT CERTAIN BENCH-
MARKS MUST BE MET BEFORE
CERTAIN RESTRICTIONS
AGAINST THE GOVERNMENT OF
NORTH KOREA ARE LIFTED, AND
THAT THE UNITED STATES GOV-
ERNMENT SHOULD NOT PROVIDE
ANY FINANCIAL ASSISTANCE TO
NORTH KOREA UNTIL THE SEC-
RETARY OF STATE MAKES CER-
TAIN CERTIFICATIONS REGARD-
ING THE SUBMISSION OF APPLI-
CATIONS FOR REFUGEE STATUS

Mr. BROWNBACK (for himself, Mr.
KyL, Mr. LIEBERMAN, and Mr. GRASS-
LEY) submitted the following resolu-
tion; which was referred to the Com-
mittee on Foreign Relations:

S. RES. 399

Whereas international press reports noted
that Iranian officials traveled to North
Korea to observe the long and short-range
missile tests conducted by the North Korean



		Superintendent of Documents
	2025-10-15T13:01:10-0400
	Government Publishing Office, Washington, DC 20401
	U.S. Government Publishing Office
	Government Publishing Office attests that this document has not been altered since it was disseminated by Government Publishing Office




