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great respect for the fair and reliable
leadership that President Ford dis-
played throughout his service in the
House. He was effective and respected
on both sides of the aisle. He recog-
nized that however much we may dis-
agree on political questions, we serve
the people of the Nation, the great in-
stitution, the House of Representa-
tives.

He later became President, and an-
other President, Thomas Jefferson,
said: ‘“Every difference of opinion is
not a difference of principle.” Gerald
Ford knew that. Gerald Ford followed
that. He assumed office during one of
the greatest times of challenge for our
Nation and provided the American peo-
ple with the steady leadership and opti-
mism that was his signature.

The outpouring of emotion and affec-
tion displayed by the American people
last week and the week before reminds
us that they desire the kind of leader-
ship President Ford embodied. In this
hour, we need and pray for President
Ford’s character, courage, and civility
to affect us. He healed the country
when it needed healing. This is another
time, another war, and another trial of
our American will, imagination, and
spirit. I ask our colleagues, let us
honor his memory not just in eulogy
but in dialogue and trust across the
aisle.

Once again, our condolences to the
family. I hope it is a comfort to the
Ford family that so many people
mourn their loss and are praying for
them at this time.

Mr. TOM DAVIS of Virginia. Mr.
Speaker, I have no further speakers at
this time.

Mr. DAVIS of Illinois. Mr. Speaker,
in order to give additional Members an
opportunity to speak on this resolu-
tion, and knowing that the morning
has just begun and we are into early
afternoon, I withdraw this resolution,
with the objective of bringing it up at
a later time so that additional Mem-
bers would have an opportunity to
speak.

The SPEAKER pro tempore. The res-
olution is withdrawn.

———

IMPLEMENTING THE 9/11 COMMIS-
SION RECOMMENDATIONS ACT
OF 2007

Mr. THOMPSON of Mississippi.
Madam Speaker, pursuant to House
Resolution 6, and as the designee of the
majority leader, I call up the bill (H.R.
1) to provide for the implementation of
the recommendations of the National
Commission on Terrorist Attacks Upon
the United States, and ask for its im-
mediate consideration.

The Clerk read the title of the bill.

The text of the bill is as follows:

HR.1

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in
Congress assembled,

SECTION 1. SHORT TITLE.

This Act may be cited as the ‘‘Imple-
menting the 9/11 Commission Recommenda-
tions Act of 2007,
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SEC. 2. TABLE OF CONTENTS.
The table of contents for this Act is as fol-

lows:

Sec. 1. Short title.

Sec. 2. Table of contents.
TITLE I—RISK-BASED ALLOCATION OF

HOMELAND SECURITY GRANTS
Sec. 101. First responders homeland security
funding.

TITLE II—ENSURING COMMUNICATIONS
INTEROPERABILITY FOR FIRST RE-
SPONDERS

Sec. 201. Improve Communications for
Emergency Response Grant
Program.

TITLE III—STRENGTHENING USE OF A
UNIFIED INCIDENT COMMAND DURING
EMERGENCIES

Sec. 301. National exercise program design.

Sec. 302. National exercise program model

exercises.

Sec. 303. Responsibilities of Regional Ad-

ministrators of the Federal
Emergency Management Agen-
cy.
TITLE IV—STRENGTHENING AVIATION
SECURITY

Installation of in-line
screening equipment.

Aviation security capital fund.

Airport checkpoint screening ex-
plosive detection.

Strengthening explosive detection
at airport screening check-
points.

Extension of authorization of avia-
tion security funding.

Inspection of cargo carried aboard
passenger aircraft.

Appeal and redress process for pas-
sengers wrongly delayed or pro-
hibited from boarding a flight.

Transportation Security Adminis-
tration personnel management.

Strategic plan to test and imple-
ment advanced passenger
prescreening system.

TITLE V—STRENGTHENING THE
SECURITY OF CARGO CONTAINERS
Sec. 501. Requirements relating to entry of

containers into the United
States.
TITLE VI—STRENGTHENING EFFORTS TO
PREVENT TERRORIST TRAVEL
Subtitle A—Human Smuggling and
Trafficking Center Improvements
Sec. 601. Strengthening the capabilities of
the Human Smuggling and
Trafficking Center.
Subtitle B—International Collaboration to
Prevent Terrorist Travel
Sec. 611. Report on international collabora-
tion to increase border secu-
rity, enhance global document
security, and exchange ter-
rorist information.
Subtitle C—Biometric Border Entry and Exit
System
Sec. 621. Submittal of plan on biometric
entry and exit verification sys-
tem implementation.

TITLE VII-IMPROVING INTELLIGENCE
AND INFORMATION SHARING WITH
LOCAL LAW ENFORCEMENT AND FIRST
RESPONDERS

Subtitle A—Fusion and Law Enforcement
Education and Teaming (FLEET) Grant
Program

Sec. 701. Findings.

Sec. 702. FLEET Grant program.

Subtitle B—Border Intelligence Fusion
Center Program
Sec. 711. Findings.

Sec. 401. baggage
402.

403.

Sec.
Sec.

Sec. 404.

Sec. 405.

Sec. 406.

Sec. 407.

Sec. 408.

Sec. 409.
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Sec. 712. Establishment of Border Intel-
ligence Fusion Center Program.

Subtitle C—Homeland Security Information
Sharing Enhancement
Sec. T21. Short title.
Sec. 722. Homeland Security Advisory Sys-
tem.
Sec. 723. Homeland
sharing.
Subtitle D—Homeland Security Information
Sharing Partnerships

Sec. 731. Short title.

Sec. 732. State, Local, and Regional Infor-
mation Fusion Center Initia-
tive.

Sec. 733. Homeland Security Information
Sharing Fellows Program.

Subtitle E—Homeland Security Intelligence
Offices Reorganization

Sec. T41. Departmental reorganization.

Sec. T42. Intelligence components of Depart-
ment of Homeland Security.

Sec. T43. Office of Infrastructure Protection.

TITLE VIII—-PROTECTING PRIVACY AND
CIVIL LIBERTIES WHILE EFFECTIVELY
FIGHTING TERRORISM

Subtitle A—Privacy and Civil Liberties
Oversight Boards

Sec. 801. Short title.

Sec. 802. Findings.

Sec. 803. Making the Privacy and Civil Lib-
erties Oversight Board inde-
pendent.

Sec. 804. Requiring all members of the Pri-
vacy and Civil Liberties Over-
sight Board be confirmed by the
Senate.

Sec. 805. Subpoena power for the Privacy
and Civil Liberties Oversight
Board.

Sec. 806. Reporting requirements.

Subtitle B—Enhancement of Privacy Officer
Authorities
Sec. 811. Short title.
Sec. 812. Authorities of the privacy officer of
the Department of Homeland
Security.

TITLE IX—IMPROVING CRITICAL
INFRASTRUCTURE SECURITY

Sec. 901. Vulnerability assessment and re-
port on critical infrastructure
information.

Sec. 902. National Asset Database and the
National At-Risk Database.

TITLE X—TRANSPORTATION SECURITY
PLANNING AND INFORMATION SHARING

Sec. 1001. Strategic transportation security
information sharing.
Sec. 1002. Transportation security strategic
planning.
TITLE XI—PRIVATE SECTOR
PREPAREDNESS

Sec. 1101. Participation of private sector or-
ganizations in emergency pre-
paredness and response activi-
ties.

TITLE XII—PREVENTING WEAPONS OF
MASS DESTRUCTION PROLIFERATION
AND TERRORISM

Sec. 1201. Findings.

Sec. 1202. Definitions.

Subtitle A—Repeal and Modification of Lim-
itations on Assistance for Prevention of
WMD Proliferation and Terrorism

Sec. 1211. Repeal and modification of limita-
tions on assistance for preven-
tion of weapons of mass de-
struction proliferation and ter-
rorism.

Subtitle B—Proliferation Security Initiative

Sec. 1221. Proliferation Security Initiative
improvements and authorities.

security information
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Sec. 1222. Authority to provide assistance to
cooperative countries.

Subtitle C—Assistance to Accelerate Pro-
grams to Prevent Weapons of Mass De-
struction Proliferation and Terrorism

Sec. 1231. Findings; statement of policy.

Sec. 1232. Authorization of appropriations
for the Department of Defense
Cooperative Threat Reduction
Program.

Sec. 1233. Authorization of appropriations
for the Department of Energy
programs to prevent weapons of
mass destruction proliferation
and terrorism.

Subtitle D—Office of the United States Coor-
dinator for the Prevention of Weapons of
Mass Destruction Proliferation and Ter-
rorism

Sec. 1241. Office of the United States Coordi-

nator for the Prevention of
Weapons of Mass Destruction
Proliferation and Terrorism.

Sec. 1242. Request for corresponding Russian

coordinator.

Subtitle E—Commission on the Prevention
of Weapons of Mass Destruction Prolifera-
tion and Terrorism

Sec. 1251. Commission on the Prevention of

Weapons of Mass Destruction
Proliferation and Terrorism.

Purposes.

Composition.

Responsibilities.

Powers.

Nonapplicability of Federal Advi-

sory Committee Act.

Sec. 1257. Report.

Sec. 1258. Termination.

TITLE XIII—NUCLEAR BLACK MARKET
COUNTER-TERRORISM ACT

Sec. 1301. Short title.

Sec. 1302. Definitions.

Subtitle A—Sanctions for Transfers of Nu-
clear Enrichment, Reprocessing, and Weap-
ons Technology, Equipment, and Materials
Involving Foreign Persons and Terrorists

Sec. 1311. Authority to impose sanctions on

foreign persons.

Sec. 1312. Presidential notification on ac-

tivities of foreign persons.

Subtitle B—Further Actions Against Cor-
porations Associated With Sanctioned For-
eign Persons

Sec. 1321. Findings.

Sec. 1322. Campaign by United States Gov-
ernment officials.

1323. Coordination.

1324. Report.

Subtitle C—Rollback of Nuclear

Proliferation Networks

1331. Nonproliferation as a condition of
United States assistance.

1332. Report on identification of nuclear
proliferation network host
countries.

1333. Suspension of arms sales licenses
and deliveries to nuclear pro-
liferation host countries.

TITLE XIV—9/11 COMMISSION

INTERNATIONAL IMPLEMENTATION

Sec. 1401. Short title; table of contents.

Subtitle A—Quality Educational Opportuni-
ties in Arab and Predominantly Muslim
Countries.

Sec. 1411. Findings; Policy.

Sec. 1412. International Arab and Muslim
Youth Opportunity Fund.

Annual report to Congress.

Extension of program to provide
grants to American-sponsored
schools in Arab and predomi-
nantly Muslim Countries to
provide scholarships.

1252.
1253.
1254.
1255.
1256.

Sec.
Sec.
Sec.
Sec.
Sec.

Sec.
Sec.

Sec.

Sec.

Sec.

Sec. 1413.
Sec. 1414.
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Subtitle B—Democracy and Development in
Arab and Predominantly Muslim Countries
Sec. 1421. Promoting democracy and devel-
opment in the Middle East,
Central Asia, South Asia, and

Southeast Asia.

Sec. 1422. Middle East Foundation.

Subtitle C—Restoring United States Moral

Leadership

Sec. 1431. Advancing United States interests
through public diplomacy.

Sec. 1432. Expansion of United States schol-
arship, exchange, and library
programs in Arab and predomi-
nantly Muslim countries.

Sec. 1433. United States policy toward de-
tainees.

Subtitle D—Strategy for the United States
Relationship With Afghanistan, Pakistan,
and Saudi Arabia

Sec. 1441. Afghanistan.

Sec. 1442. Pakistan.

Sec. 1443. Saudi Arabia.

TITLE I—RISK-BASED ALLOCATION OF

HOMELAND SECURITY GRANTS
SEC. 101. FIRST RESPONDERS HOMELAND SECU-
RITY FUNDING.

(a) IN GENERAL.—The Homeland Security
Act of 2002 (Public Law 107-296; 6 U.S.C. 361
et seq.) is amended—

(1) in section 1(b) in the table of contents
by striking the items relating to the second
title XVIII, as added by section 501(b)(3) of
Public Law 109-347, and inserting the fol-
lowing:

“TITLE XIX—DOMESTIC NUCLEAR

DETECTION OFFICE

Domestic Nuclear Detection Of-
fice.

Mission of Office.

Testing authority.

Relationship to other Depart-
ment entities and Federal agen-
cies.

Contracting and grant making
authorities.”’;

(2) by redesignating the second title XVIII,
as added by section 501(a) of Public Law 109—
347, as title XIX;

(3) in title XIX (as so redesignated)—

(A) by redesignating sections 1801 through
1806 as sections 1901 through 1906, respec-
tively:;

(B) in section 1904(a) (6 U.S.C. 594(a)), as so
redesignated, by striking ‘‘section 1802 and
inserting ‘‘section 1902’’; and

(C) in section 1906 (6 U.S.C. 596), as so re-
designated, by striking ‘‘section 1802(a)”’
each place it appears and inserting ‘‘section
1902(a)’’;

(4) in section 1(b) in the table of contents
by adding at the end the following:

“TITLE XX—FUNDING FOR FIRST
RESPONDERS
Definitions.
Faster and Smarter Funding for

First Responders.

Covered grant eligibility and cri-
teria.

Risk-based evaluation
prioritization.

Use of funds and accountability
requirements.’’;

“Sec. 1901.
“Sec.
“Sec.
“Sec.

1902.
1904.
1905.

‘‘Sec. 1906.

“Sec.
“Sec.

2001.
2002.

‘“Sec. 2003.

“Sec. 2004. and

“Sec. 2005.
and

(5) by adding at the end the following:

“TITLE XX—FUNDING FOR FIRST
RESPONDERS
“SEC. 2001. DEFINITIONS.

“In this title:

‘(1) COVERED GRANT.—The term ‘covered
grant’ means any grant to which this title
applies under section 2002.

‘(2) DIRECTLY ELIGIBLE TRIBE.—The term
‘directly eligible tribe’ means any Indian
tribe or consortium of Indian tribes that—
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“‘(A) meets the criteria for inclusion in the
qualified applicant pool for Self-Governance
that are set forth in section 402(c) of the In-
dian Self-Determination and Education As-
sistance Act (25 U.S.C. 458bb(c));

‘“(B) employs at least 10 full-time per-
sonnel in a law enforcement or emergency
response agency with the capacity to re-
spond to calls for law enforcement or emer-
gency services; and

“(C)(@i) is located on, or within 5 miles of,
an international border or waterway;

‘“(ii) is located within 5 miles of a facility
designated as high-risk critical infrastruc-
ture by the Secretary;

‘‘(iii) is located within or contiguous to
one of the 50 largest metropolitan statistical
areas in the United States; or

‘(iv) has more than 1,000 square miles of
Indian country, as that term is defined in
section 1151 of title 18, United States Code.

‘(3) ELEVATIONS IN THE THREAT ALERT
LEVEL.—The term ‘elevations in the threat
alert level’ means any designation (including
those that are less than national in scope)
that raises the homeland security threat
level to either the highest or second highest
threat level under the Homeland Security
Advisory System referred to in section
201(A)(7).

‘“(4) FIRST RESPONDER.—The term ‘first re-
sponder’ shall have the same meaning as the
term ‘emergency response provider’.

‘(5) INDIAN TRIBE.—The term ‘Indian tribe’
means any Indian tribe, band, nation, or
other organized group or community, includ-
ing any Alaskan Native village or regional or
village corporation as defined in or estab-
lished pursuant to the Alaskan Native
Claims Settlement Act (43 U.S.C. 1601 et
seq.), that is recognized as eligible for the
special programs and services provided by
the United States to Indians because of their
status as Indians.

‘(6) REGION.—The term ‘region’ means—

‘““(A) any geographic area consisting of all
or parts of 2 or more contiguous States that
have a combined population of at least
1,650,000 or have an area of not less than
20,000 square miles, and that, for purposes of
an application for a covered grant, is rep-
resented by 1 or more governments or gov-
ernmental agencies within such geographic
area, and that is established by law or by
agreement of 2 or more such governments or
governmental agencies in a mutual aid
agreement; or

‘(B) any other combination of contiguous
local government units (including such a
combination established by law or agree-
ment of two or more governments or govern-
mental agencies in a mutual aid agreement)
that is formally certified by the Secretary as
a region for purposes of this Act with the
consent of—

‘(i) the State or States in which they are
located, including a multi-State entity es-
tablished by a compact between two or more
States; and

‘‘(ii) the incorporated municipalities, coun-
ties, and parishes that they encompass.

“(7) TERRORISM PREPAREDNESS.—The term
‘terrorism preparedness’ means any activity
designed to improve the ability to prevent,
prepare for, respond to, mitigate against, or
recover from threatened or actual terrorist
attacks.

‘(8) CAPABILITIES.—The term ‘capabilities’
shall have the same meaning that term has
under title VIII.

“SEC. 2002. FASTER AND SMARTER FUNDING FOR
FIRST RESPONDERS.

‘“(a) COVERED GRANTS.—This title applies
to grants provided by the Department to
States, urban areas, regions, or directly eli-
gible tribes for the primary purpose of im-
proving the ability of first responders to pre-
vent, prepare for, respond to, mitigate
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against, or recover from threatened or actual
terrorist attacks, especially those involving
weapons of mass destruction, administered
under the following:

‘(1) STATE HOMELAND SECURITY GRANT PRO-
GRAM.—The State Homeland Security Grant
Program of the Department, or any suc-
cessor to such grant program.

‘“(2) URBAN AREA SECURITY INITIATIVE.—The
Urban Area Security Initiative of the De-
partment, or any successor to such grant
program.

¢“(3) LAW ENFORCEMENT TERRORISM PREVEN-
TION PROGRAM.—The Law Enforcement Ter-
rorism Prevention Program of the Depart-
ment, or any successor to such grant pro-
gram.

“‘(b) EXCLUDED PROGRAMS.—This title does
not apply to or otherwise affect the fol-
lowing Federal grant programs or any grant
under such a program:

(1) NONDEPARTMENT PROGRAMS.—Any Fed-
eral grant program that is not administered
by the Department.

‘(2) FIRE GRANT PROGRAMS.—The fire grant
programs authorized by sections 33 and 34 of
the Federal Fire Prevention and Control Act
of 1974 (15 U.S.C. 2229, 2229a).

‘(3) EMERGENCY MANAGEMENT PLANNING
AND  ASSISTANCE ACCOUNT GRANTS.—The
Emergency Management Performance Grant
program and the Urban Search and Rescue
Grants program authorized by title VI of the
Robert T. Stafford Disaster Relief and Emer-
gency Assistance Act (42 U.S.C. 5195 et seq.);
the Departments of Veterans Affairs and
Housing and Urban Development, and Inde-
pendent Agencies Appropriations Act, 2000
(113 Stat. 1047 et seq.); and the Earthquake
Hazards Reduction Act of 1977 (42 U.S.C. 7701
et seq.).

“SEC. 2003. COVERED GRANT ELIGIBILITY AND
CRITERIA.

‘‘(a) GRANT ELIGIBILITY.—

‘(1) STATE, REGION, OR DIRECTLY ELIGIBLE
TRIBE.—Any State, region, or directly eligi-
ble tribe shall be eligible to apply for a cov-
ered grant under the programs referred to in
paragraphs (1) and (3) of section 1802(a).

‘(2) HIGH-THREAT URBAN AREAS.—ANy
urban area that is determined by the Sec-
retary to be a high-threat urban areas shall
be eligible to apply for a covered grant re-
ferred to in paragraph (2) of section 1802(a).

““(b) GRANT CRITERIA.—The Secretary shall
award covered grants to assist States and
local governments in achieving, maintain-
ing, and enhancing the capabilities for ter-
rorism preparedness established by the Sec-
retary.

‘‘(c) SUBMISSION OF STATE PREPAREDNESS
REPORT.—

‘(1) SUBMISSION REQUIRED.—The Secretary
shall require that any State applying to the
Secretary for a covered grant must submit
State Preparedness Report specified in sec-
tion 652(c) of the Department of Homeland
Security Appropriations Act, 2007 (Public
Law 109-295).

‘(2) CONSULTATION.—The State report sub-
mitted under paragraph (1) shall be devel-
oped in consultation with and subject to ap-
propriate comment by local governments
and first responders within the State.

¢(d) CONSISTENCY WITH STATE PLANS.—

‘(1) IN GENERAL.—The Secretary shall en-
sure that each covered grant is used to sup-
plement and support, in a consistent and co-
ordinated manner, the applicable State
homeland security report or plan.

‘(2) APPROVAL OF PLAN BY SECRETARY.—
The Secretary may not award any covered
grant to a State unless the Secretary has ap-
proved the applicable State homeland secu-
rity plan.

‘“(3) REVISIONS.—A State may revise the
applicable State homeland security plan ap-
proved by the Secretary under this sub-
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section, subject to approval of the revision
by the Secretary.

‘‘(e) APPLICATION FOR GRANT.—

‘(1) IN GENERAL.—Except as otherwise pro-
vided in this subsection, any State, urban
area, region, or directly eligible tribe may
apply for a covered grant by submitting to
the Secretary an application at such time, in
such manner, and containing such informa-
tion as is required under this subsection, or
as the Secretary may reasonably require.

‘(2) DEADLINES FOR APPLICATIONS AND
AWARDS.—AIll applications for covered grants
must be submitted at such time as the Sec-
retary may reasonably require for the fiscal
year for which they are submitted. The Sec-
retary shall award covered grants pursuant
to all approved applications for such fiscal
year as soon as practicable, but not later
than March 1 of such year.

“(3) AVAILABILITY OF FUNDS.—AIl funds
awarded by the Secretary under covered
grants in a fiscal year shall be available for
obligation through the end of the subsequent
fiscal year.

‘(4) MINIMUM CONTENTS OF APPLICATION.—
The Secretary shall require that each appli-
cant include in its application, at a min-
imum—

““(A) the purpose for which the applicant
seeks covered grant funds and the reasons
why the applicant needs the covered grant to
meet the capabilities for terrorism prepared-
ness within the State, urban area, region, or
directly eligible tribe to which the applica-
tion pertains;

‘““(B) a description of how, by reference to
the applicable State homeland security plan
or plans under subsection (c¢), the allocation
of grant funding proposed in the application,
including, where applicable, the amount not
passed through under section 2005(g)(1),
would assist in fulfilling the capabilities for
terrorism preparedness specified in such plan
or plans;

‘“(C) a statement of whether a mutual aid
agreement applies to the use of all or any
portion of the covered grant funds;

‘(D) if the applicant is a State, a descrip-
tion of how the State plans to allocate the
covered grant funds to local governments
and Indian tribes;

“(E) if the applicant is a region—

‘(i) a precise geographical description of
the region and a specification of all partici-
pating and nonparticipating local govern-
ments within the geographical area com-
prising that region;

‘“(ii) a specification of what governmental
entity within the region will administer the
expenditure of funds under the covered
grant; and

‘‘(iii) a designation of a specific individual
to serve as regional liaison;

‘“(F) a capital budget showing how the ap-
plicant intends to allocate and expend the
covered grant funds;

‘(G) if the applicant is a directly eligible
tribe, a designation of a specific individual
to serve as the tribal liaison; and

‘“(H) a statement of how the applicant in-
tends to meet the matching requirement, if
any, that applies under section 2005(g)(2).

““(5) REGIONAL APPLICATIONS.—

“(A) RELATIONSHIP TO STATE APPLICA-
TIONS.—A regional application—

‘(i) shall be coordinated with an applica-
tion submitted by the State or States of
which such region is a part;

‘“(ii) shall supplement and avoid duplica-
tion with such State application; and

‘“(iii) shall address the unique regional as-
pects of such region’s terrorism preparedness
needs beyond those provided for in the appli-
cation of such State or States.

“(B) STATE REVIEW AND SUBMISSION.—To
ensure the consistency required under sub-
section (d) and the coordination required
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under subparagraph (A) of this paragraph, an
applicant that is a region must submit its
application to each State of which any part
is included in the region for review and con-
currence prior to the submission of such ap-
plication to the Secretary. The regional ap-
plication shall be transmitted to the Sec-
retary through each such State within 30
days of its receipt, unless the Governor of
such a State notifies the Secretary, in writ-
ing, that such regional application is incon-
sistent with the State’s homeland security
plan and provides an explanation of the rea-
sons therefor.

¢‘(C) DISTRIBUTION OF REGIONAL AWARDS.—If
the Secretary approves a regional applica-
tion, then the Secretary shall distribute a
regional award to the State or States sub-
mitting the applicable regional application
under subparagraph (B), and each such State
shall, not later than the end of the 45-day pe-
riod beginning on the date after receiving a
regional award, pass through to the region
all covered grant funds or resources pur-
chased with such funds, except those funds
necessary for the State to carry out its re-
sponsibilities with respect to such regional
application: Provided, That in no such case
shall the State or States pass through to the
region less than 80 percent of the regional
award.

(D) CERTIFICATIONS REGARDING DISTRIBU-
TION OF GRANT FUNDS TO REGIONS.—Any State
that receives a regional award under sub-
paragraph (C) shall certify to the Secretary,
by not later than 30 days after the expiration
of the period described in subparagraph (C)
with respect to the grant, that the State has
made available to the region the required
funds and resources in accordance with sub-
paragraph (C).

‘“‘(E) DIRECT PAYMENTS TO REGIONS.—If any
State fails to pass through a regional award
to a region as required by subparagraph (C)
within 45 days after receiving such award
and does not request or receive an extension
of such period under section 2006(h)(2), the
region may petition the Secretary to receive
directly the portion of the regional award
that is required to be passed through to such
region under subparagraph (C).

‘“(F) REGIONAL LIAISONS.—A regional liai-
son designated under paragraph (4)(E)(iii)
shall—

‘(i) coordinate with Federal, State, local,
regional, and private officials within the re-
gion concerning terrorism preparedness;

‘“(ii) develop a process for receiving input
from Federal, State, local, regional, and pri-
vate sector officials within the region to as-
sist in the development of the regional appli-
cation and to improve the region’s access to
covered grants; and

‘“(iii) administer, in consultation with
State, local, regional, and private officials
within the region, covered grants awarded to
the region.

¢“(6) TRIBAL APPLICATIONS.—

““(A) SUBMISSION TO THE STATE OR STATES.—
To ensure the consistency required under
subsection (d), an applicant that is a directly
eligible tribe must submit its application to
each State within the boundaries of which
any part of such tribe is located for direct
submission to the Department along with
the application of such State or States.

‘(B) OPPORTUNITY FOR STATE COMMENT.—
Before awarding any covered grant to a di-
rectly eligible tribe, the Secretary shall pro-
vide an opportunity to each State within the
boundaries of which any part of such tribe is
located to comment to the Secretary on the
consistency of the tribe’s application with
the State’s homeland security plan. Any
such comments shall be submitted to the
Secretary concurrently with the submission
of the State and tribal applications.
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“(C) FINAL AUTHORITY.—The Secretary
shall have final authority to determine the
consistency of any application of a directly
eligible tribe with the applicable State
homeland security plan or plans, and to ap-
prove any application of such tribe. The Sec-
retary shall notify each State within the
boundaries of which any part of such tribe is
located of the approval of an application by
such tribe.

‘(D) TRIBAL LIAISON.—A tribal liaison des-
ignated under paragraph (4)(G) shall—

‘(i) coordinate with Federal, State, local,
regional, and private officials concerning
terrorism preparedness;

¢“(ii) develop a process for receiving input
from Federal, State, local, regional, and pri-
vate sector officials to assist in the develop-
ment of the application of such tribe and to
improve the tribe’s access to covered grants;
and

‘“(iii) administer, in consultation with
State, local, regional, and private officials,
covered grants awarded to such tribe.

‘“(E) LIMITATION ON THE NUMBER OF DIRECT
GRANTS.—The Secretary may make covered
grants directly to not more than 20 directly
eligible tribes per fiscal year.

‘“(F) TRIBES NOT RECEIVING DIRECT
GRANTS.—An Indian tribe that does not re-
ceive a grant directly under this section is
eligible to receive funds under a covered
grant from the State or States within the
boundaries of which any part of such tribe is
located, consistent with the homeland secu-
rity plan of the State as described in sub-
section (c). If a State fails to comply with
section 2006(g)(1), the tribe may request pay-
ment under section 2006(h)(3) in the same
manner as a local government.

“(7) EQUIPMENT STANDARDS.—If an appli-
cant for a covered grant proposes to upgrade
or purchase, with assistance provided under
the grant, new equipment or systems that do
not meet or exceed any applicable national
voluntary consensus standards established
by the Secretary, the applicant shall include
in the application an explanation of why
such equipment or systems will serve the
needs of the applicant better than equipment
or systems that meet or exceed such stand-
ards.
“SEC.

2004. RISK-BASED EVALUATION AND

PRIORITIZATION.

‘‘(a) PRIORITIZATION OF GRANT APPLICA-
TIONS.—

‘(1) FACTORS TO BE CONSIDERED.—The Sec-
retary shall evaluate and annually prioritize
all pending applications for covered grants
based upon the degree to which they would,
by achieving, maintaining, or enhancing the
capabilities of the applicants on a nation-
wide basis, lessen the threat to, vulner-
ability of, and consequences for persons (in-
cluding transient commuting and tourist
populations) and critical infrastructure.
Such evaluation and prioritization shall be
based upon the most current risk assessment
available by the Office of Intelligence Anal-
ysis and the Office of Infrastructure Protec-
tion of the threats of terrorism against the
United States. In establishing criteria for
evaluating and prioritizing applications for
covered grants, the Secretary shall coordi-
nate with the National Advisory Council es-
tablished under section 508, the Director of
the Federal Emergency Management Agen-
cy, the United States Fire Administrator,
the Chief Intelligence Officer of the Depart-
ment, the Assistant Secretary for Infrastruc-
ture Protection, and other Department offi-
cials as determined by the Secretary.

‘“(2) CRITICAL INFRASTRUCTURE SECTORS.—
The Secretary specifically shall consider
threats of terrorism against the following
critical infrastructure sectors in all areas of
the United States, urban and rural:

“(A) Agriculture and food.
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‘(B) Banking and finance.

“(C) Chemical industries.

‘(D) The defense industrial base.

‘“(E) Emergency services.

‘(F) Energy.

‘(G) Government facilities.

‘“(H) Postal and shipping.

‘“(I) Public health and health care.

‘(J) Information technology.

‘(K) Telecommunications.

‘(L) Transportation systems.

‘(M) Water.

“(N) Dams.

‘(0) Commercial facilities.

‘(P) National monuments and icons.

The order in which the critical infrastruc-
ture sectors are listed in this paragraph shall
not be construed as an order of priority for
consideration of the importance of such sec-
tors.

‘“(3) TYPES OF THREAT.—The Secretary spe-
cifically shall consider the following types of
threat to the critical infrastructure sectors
described in paragraph (2), and to popu-
lations in all areas of the United States,
urban and rural:

‘“(A) Biological threats.

‘(B) Nuclear threats.

‘(C) Radiological threats.

‘(D) Incendiary threats.

‘‘(E) Chemical threats.

‘“(F) Explosives.

‘(G) Suicide bombers.

‘“(H) Cyber threats.

‘(I) Any other threats based on proximity

to specific past acts of terrorism or the
known activity of any terrorist group.
The order in which the types of threat are
listed in this paragraph shall not be con-
strued as an order of priority for consider-
ation of the importance of such threats.

‘“(4) CONSIDERATION OF ADDITIONAL FAC-
TORS.—The Secretary shall take into ac-
count any other specific threat to a popu-
lation (including a transient commuting or
tourist population) or critical infrastructure
sector that the Board has determined to
exist. In evaluating the threat to a popu-
lation or critical infrastructure sector, the
Secretary shall give greater weight to
threats of terrorism based upon their speci-
ficity and credibility, including any pattern
of repetition.

‘“(5) MINIMUM AMOUNTS.—After evaluating
and prioritizing grant applications under
paragraph (1), the Department shall ensure
that, for each fiscal year—

‘“(A) each of the States, other than the Vir-
gin Islands, American Samoa, Guam, and the
Northern Mariana Islands, that has an ap-
proved State homeland security plan re-
ceives no less than 0.25 percent of the funds
available for covered grants for that fiscal
year for purposes of implementing its home-
land security plan;

‘“(B) each of the States, other than the Vir-
gin Islands, American Samoa, Guam, and the
Northern Mariana Islands, that has an ap-
proved State homeland security plan and
that meets one or both of the additional
high-risk qualifying criteria wunder para-
graph (6) receives no less than 0.45 percent of
the funds available for covered grants for
that fiscal year for purposes of implementing
its homeland security plan;

‘“(C) the Virgin Islands, American Samoa,
Guam, and the Northern Mariana Islands
each receives no less than 0.08 percent of the
funds available for covered grants for that
fiscal year for purposes of implementing its
approved State plan; and

‘(D) directly eligible tribes collectively re-
ceive no less than 0.08 percent of the funds
available for covered grants for such fiscal
yvear for purposes of addressing the needs
identified in the applications of such tribes,
consistent with the homeland security plan
of each State within the boundaries of which
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any part of any such tribe is located, except
that this clause shall not apply with respect
to funds available for a fiscal year if the Sec-
retary receives less than 5 applications for
such fiscal year from such tribes or does not
approve at least one such application.

‘“(6) ADDITIONAL HIGH-RISK QUALIFYING CRI-
TERIA.—For purposes of paragraph (5)(B), ad-
ditional high-risk qualifying criteria consist
of—

‘““(A) having a significant international
land border; or

‘(B) adjoining a body of water within
North America through which an inter-
national boundary line extends.

“(b) EFFECT OF REGIONAL AWARDS ON STATE
MINIMUM.—ANy regional award, or portion
thereof, provided to a State under section
2003(e)(5)(C) shall not be considered in calcu-
lating the minimum State award under sub-
section (a)(5) of this section.

“(c) RELATIONSHIP TO OTHER PROGRAMS.—
This section shall be carried out in consulta-
tion with the Secretary of Health and
Human Services. Nothing in this section af-
fects the scope of authority of the Secretary
of Health and Human Services, including
such authority under the Public Health
Service Act.

“SEC. 2005. USE OF FUNDS AND ACCOUNTABILITY
REQUIREMENTS.

‘‘(a) IN GENERAL.—A covered grant may be
used for—

‘(1) purchasing or upgrading equipment,
including computer hardware and software,
to enhance terrorism preparedness;

‘(2) exercises to strengthen terrorism pre-
paredness;

‘“(3) training for prevention (including de-
tection) of, preparedness for, response to, or
recovery from attacks involving weapons of
mass destruction, including training in the
use of equipment and computer software;

‘“(4) developing or updating State home-
land security plans, risk assessments, mu-
tual aid agreements, and emergency manage-
ment plans to enhance terrorism prepared-
ness;

‘(b)) establishing or enhancing mechanisms
for sharing terrorism threat information;

‘(6) systems architecture and engineering,
program planning and management, strategy
formulation and strategic planning, life-
cycle systems design, product and tech-
nology evaluation, and prototype develop-
ment for terrorism preparedness purposes;

“(7T) additional personnel costs resulting
from—

‘“(A) elevations in the threat alert level of
the Homeland Security Advisory System by
the Secretary, or a similar elevation in
threat alert level issued by a State, region,
or local government with the approval of the
Secretary;

‘“(B) travel to and participation in exer-
cises and training in the use of equipment
and on prevention activities;

‘(C) the temporary replacement of per-
sonnel during any period of travel to and
participation in exercises and training in the
use of equipment and on prevention activi-
ties; and

‘(D) the hiring of staff to serve as intel-
ligence analysts to strengthen information
and intelligence sharing capabilities;

‘“(8) the costs of equipment (including soft-
ware) required to receive, transmit, handle,
and store classified information;

‘“(9) protecting critical infrastructure
against potential attack by the addition of
barriers, fences, gates, and other such de-
vices that are constructed consistent with
the requirements of section 6(j)(9) of the
Robert T. Stafford Disaster Relief and Emer-
gency Assistance Act (42 U.S.C. 5196(j)(9), ex-
cept that the cost of such measures may not
exceed the greater of—

““(A) $1,000,000 per project; or
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‘“(B) such greater amount as may be ap-
proved by the Secretary, which may not ex-
ceed 10 percent of the total amount of the
covered grant;

‘(10) the costs of commercially available
interoperable communications equipment
(that, where applicable, is based on national,
voluntary consensus standards) that the Sec-
retary, in consultation with the Assistant
Secretary for Emergency Communications,
deems best suited to facilitate interoper-
ability, coordination, and integration be-
tween and among emergency communica-
tions systems, and that complies with pre-
vailing grant guidance of the Department for
interoperable communications;

‘“(11) educational curricula development
for first responders to ensure that they are
prepared for terrorist attacks;

‘“(12) training and exercises to assist public
elementary and secondary schools in devel-
oping and implementing programs to in-
struct students regarding age-appropriate
skills to prevent, prepare for, respond to,
mitigate against, or recover from an act of
terrorism;

‘(13) paying of administrative expenses di-
rectly related to administration of the grant,
except that such expenses may not exceed 3
percent of the amount of the grant;

‘(14) Public safety answering points;

‘‘(15) paying for the conduct of any activity
permitted under the Law Enforcement Ter-
rorism Prevention Program, or any such suc-
cessor to such program; and

‘‘(16) other appropriate activities as deter-
mined by the Secretary.

““(b) PROHIBITED USES.—Funds provided as
a covered grant may not be used—

‘(1) to supplant State or local funds;

‘“(2) to construct buildings or other phys-
ical facilities;

‘“(3) to acquire land; or

‘“(4) for any State or local government
cost-sharing contribution.

‘(c) INTELLIGENCE ANALYSTS.—An indi-
vidual hired to serve as an intelligence ana-
lyst under subsection (a)(7)(D) must meet at
least one of the following criteria:

‘(1) The individual has successfully com-
pleted training that meets the standards of
the International Association of Law En-
forcement Intelligence Analysts to ensure
baseline proficiency in intelligence analysis
and production.

‘“(2) The individual has previously served
in a Federal intelligence agency as an intel-
ligence analyst for at least two years.

“(d) MULTIPLE-PURPOSE FUNDS.—Nothing
in this section shall be construed to preclude
State and local governments from using cov-
ered grant funds in a manner that also en-
hances first responder preparedness for emer-
gencies and disasters unrelated to acts of
terrorism, if such use assists such govern-
ments in achieving capabilities for terrorism
preparedness established by the Secretary.

‘‘(e) REIMBURSEMENT OF COSTS.—

‘(1) PAID-ON-CALL OR VOLUNTEER REIM-
BURSEMENT.—In addition to the activities de-
scribed in subsection (a), a covered grant
may be used to provide a reasonable stipend
to paid-on-call or volunteer first responders
who are not otherwise compensated for trav-
el to or participation in training covered by
this section. Any such reimbursement shall
not be considered compensation for purposes
of rendering such a first responder an em-
ployee under the Fair Labor Standards Act
of 1938 (29 U.S.C. 201 et seq.).

‘(2) PERFORMANCE OF FEDERAL DUTY.—An
applicant for a covered grant may petition
the Secretary for the reimbursement of the
cost of any activity relating to prevention
(including detection) of, preparedness for, re-
sponse to, or recovery from acts of terrorism
that is a Federal duty and usually performed
by a Federal agency, and that is being per-
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formed by a State or local government (or
both) under agreement with a Federal agen-
cy.

“(f) ASSISTANCE REQUIREMENT.—The Sec-
retary may not require that equipment paid
for, wholly or in part, with funds provided as
a covered grant be made available for re-
sponding to emergencies in surrounding
States, regions, and localities, unless the
Secretary undertakes to pay the costs di-
rectly attributable to transporting and oper-
ating such equipment during such response.

“(g) FLEXIBILITY IN UNSPENT HOMELAND SE-
CURITY GRANT FUNDS.—Upon request by the
recipient of a covered grant, the Secretary
may authorize the grantee to transfer all or
part of funds provided as the covered grant
from uses specified in the grant agreement
to other uses authorized under this section,
if the Secretary determines that such trans-
fer is in the interests of homeland security.

“(h) STATE, REGIONAL, AND TRIBAL RESPON-
SIBILITIES.—

‘(1) PASS-THROUGH.—The Secretary shall
require a recipient of a covered grant that is
a State to obligate or otherwise make avail-
able to local governments, first responders,
and other local groups, to the extent re-
quired under the State homeland security
plan or plans specified in the application for
the grant, not less than 80 percent of the
grant funds, resources purchased with the
grant funds having a value equal to at least
80 percent of the amount of the grant, or a
combination thereof, by not later than the
end of the 45-day period beginning on the
date the grant recipient receives the grant
funds.

¢“(2) COST SHARING.—

‘“(A) IN GENERAL.—The Federal share of the
costs of an activity carried out with a cov-
ered grant to a State, region, or directly eli-
gible tribe awarded after the 2-year period
beginning on the date of the enactment of
this section shall not exceed 75 percent.

‘(B) INTERIM RULE.—The Federal share of
the costs of an activity carried out with a
covered grant awarded before the end of the
2-year period beginning on the date of the
enactment of this section shall be 100 per-
cent.

‘(C) IN-KIND MATCHING.—Each recipient of
a covered grant may meet the matching re-
quirement under subparagraph (A) by mak-
ing in-kind contributions of goods or services
that are directly linked with the purpose for
which the grant is made, including, but not
limited to, any necessary personnel over-
time, contractor services, administrative
costs, equipment fuel and maintenance, and
rental space.

‘“(3) CERTIFICATIONS REGARDING DISTRIBU-
TION OF GRANT FUNDS TO LOCAL GOVERN-
MENTS.—Any State that receives a covered
grant shall certify to the Secretary, by not
later than 30 days after the expiration of the
period described in paragraph (1) with re-
spect to the grant, that the State has made
available for expenditure by local govern-
ments, first responders, and other local
groups the required amount of grant funds
pursuant to paragraph (1).

‘‘(4) QUARTERLY REPORT ON HOMELAND SECU-
RITY SPENDING.—The Federal share described
in paragraph (2)(A) may be increased by up
to 2 percent for any State, region, or directly
eligible tribe that, not later than 30 days
after the end of each fiscal quarter, submits
to the Secretary a report on that fiscal quar-
ter. Each such report must include, for each
recipient of a covered grant or a pass-
through under paragraph (1)—

‘“(A) the amount obligated to that recipi-
ent in that quarter;

‘“(B) the amount expended by that recipi-
ent in that quarter; and
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“(C) a summary description of the items
purchased by such recipient with such
amount.

‘() ANNUAL REPORT ON HOMELAND SECURITY
SPENDING.—Each recipient of a covered grant
shall submit an annual report to the Sec-
retary not later than 60 days after the end of
each Federal fiscal year. Each recipient of a
covered grant that is a region must simulta-
neously submit its report to each State of
which any part is included in the region.
BEach recipient of a covered grant that is a
directly eligible tribe must simultaneously
submit its report to each State within the
boundaries of which any part of such tribe is
located. Each report must include the fol-
lowing:

‘“(A) The amount, ultimate recipients, and
dates of receipt of all funds received under
the grant during the previous fiscal year.

‘“(B) The amount and the dates of disburse-
ments of all such funds expended in compli-
ance with paragraph (1) or pursuant to mu-
tual aid agreements or other sharing ar-
rangements that apply within the State, re-
gion, or directly eligible tribe, as applicable,
during the previous fiscal year.

‘(C) How the funds were utilized by each
ultimate recipient or beneficiary during the
preceding fiscal year.

‘(D) The extent to which capabilities iden-
tified in the applicable State homeland secu-
rity plan or plans were achieved, maintained,
or enhanced as the result of the expenditure
of grant funds during the preceding fiscal
year.

‘““(E) The extent to which capabilities iden-
tified in the applicable State homeland secu-
rity plan or plans remain unmet.

¢“(6) INCLUSION OF RESTRICTED ANNEXES.—A
recipient of a covered grant may submit to
the Secretary an annex to the annual report
under paragraph (5) that is subject to appro-
priate handling restrictions, if the recipient
believes that discussion in the report of
unmet needs would reveal sensitive but un-
classified information.

‘(1) INCENTIVES TO EFFICIENT ADMINISTRA-
TION OF HOMELAND SECURITY GRANTS.—

‘(1) PENALTIES FOR DELAY IN PASSING
THROUGH LOCAL SHARE.—If a recipient of a
covered grant that is a State fails to pass
through to local governments, first respond-
ers, and other local groups funds or resources
required by subsection (g)(1) within 45 days
after receiving funds under the grant, the
Secretary may—

““(A) reduce grant payments to the grant
recipient from the portion of grant funds
that is not required to be passed through
under subsection (g)(1);

‘(B) terminate payment of funds under the
grant to the recipient, and transfer the ap-
propriate portion of those funds directly to
local first responders that were intended to
receive funding under that grant; or

“(C) impose additional restrictions or bur-
dens on the recipient’s use of funds under the
grant, which may include—

‘(i) prohibiting use of such funds to pay
the grant recipient’s grant-related overtime
or other expenses;

‘‘(ii) requiring the grant recipient to dis-
tribute to local government beneficiaries all
or a portion of grant funds that are not re-
quired to be passed through under subsection
(&)(); or

‘‘(iii) for each day that the grant recipient
fails to pass through funds or resources in
accordance with subsection (g)(1), reducing
grant payments to the grant recipient from
the portion of grant funds that is not re-
quired to be passed through under subsection
(2)(1), except that the total amount of such
reduction may not exceed 20 percent of the
total amount of the grant.

‘(2) EXTENSION OF PERIOD.—The Governor
of a State may request in writing that the
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Secretary extend the 45-day period under
section 2003(e)(5)(E) or paragraph (1) for an
additional 15-day period. The Secretary may
approve such a request, and may extend such
period for additional 15-day periods, if the
Secretary determines that the resulting
delay in providing grant funding to the local
government entities that will receive fund-
ing under the grant will not have a signifi-
cant detrimental impact on such entities’
terrorism preparedness efforts.

‘“(3) PROVISION OF NON-LOCAL SHARE TO
LOCAL GOVERNMENT.—

‘‘(A) IN GENERAL.—The Secretary may upon
request by a local government pay to the
local government a portion of the amount of
a covered grant awarded to a State in which
the local government is located, if—

‘(i) the local government will use the
amount paid to expedite planned enhance-
ments to its terrorism preparedness as de-
scribed in any applicable State homeland se-
curity plan or plans;

¢“(ii) the State has failed to pass through
funds or resources in accordance with sub-
section (g)(1); and

‘‘(iii) the local government complies with
subparagraphs (B) and (C).

‘(B) SHOWING REQUIRED.—To receive a pay-
ment under this paragraph, a local govern-
ment must demonstrate that—

‘(i) it is identified explicitly as an ulti-
mate recipient or intended beneficiary in the
approved grant application;

‘(ii) it was intended by the grantee to re-
ceive a severable portion of the overall grant
for a specific purpose that is identified in the
grant application;

‘‘(iii) it petitioned the grantee for the
funds or resources after expiration of the pe-
riod within which the funds or resources
were required to be passed through under
subsection (g)(1); and

‘(iv) it did not receive the portion of the
overall grant that was earmarked or des-
ignated for its use or benefit.

“(C) EFFECT OF PAYMENT.—Payment of
grant funds to a local government under this
paragraph—

‘(i) shall not affect any payment to an-
other local government under this para-
graph; and

‘“(ii) shall not prejudice consideration of a
request for payment under this paragraph
that is submitted by another local govern-
ment.

‘(D) DEADLINE FOR ACTION BY SECRETARY.—
The Secretary shall approve or disapprove
each request for payment under this para-
graph by not later than 15 days after the
date the request is received by the Depart-
ment.

“(j) REPORTS TO CONGRESS.—The Secretary
shall submit an annual report to Congress by
January 31 of each year covering the pre-
ceding fiscal year—

‘(1) describing in detail the amount of Fed-
eral funds provided as covered grants that
were directed to each State, region, and di-
rectly eligible tribe in the preceding fiscal
year;

‘(2) containing information on the use of
such grant funds by grantees; and

““(8) describing—

‘“(A) the Nation’s progress in achieving,
maintaining, and enhancing the capabilities
established by the Secretary as a result of
the expenditure of covered grant funds dur-
ing the preceding fiscal year; and

‘(B) an estimate of the amount of expendi-
tures required to attain across the United
States the essential capabilities established
by the Secretary.”.
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TITLE II—ENSURING COMMUNICATIONS
INTEROPERABILITY FOR FIRST RE-
SPONDERS

SEC. 201. IMPROVE COMMUNICATIONS FOR
EMERGENCY RESPONSE GRANT
PROGRAM.

(a) ESTABLISHMENT.—Title V of the Home-
land Security Act of 2002 (6 U.S.C. 311 et seq.)
is amended by adding at the end the fol-
lowing new section:

“SEC. 522. IMPROVE COMMUNICATIONS FOR
EMERGENCY RESPONSE GRANT
PROGRAM.

‘‘(a) ESTABLISHMENT.—The Secretary, act-
ing through the Director of the Office of
Grants and Training and in coordination
with the Director for Emergency Commu-
nications, shall establish the Improve Com-
munications for Emergency Response Grant
Program to make grants to States and re-
gions to carry out initiatives to improve
interoperable emergency communications,
including initiatives to achieve solutions to
statewide, regional, national, and, where ap-
propriate, international interoperability.

‘“(b) USE OF GRANT FUNDS.—A State or re-
gion receiving a grant under this section
may use the grant for short-term or long-
term goals for improving interoperable
emergency communications, including inter-
operability within that State or region, and
to assist with—

‘(1) statewide or regional communications
planning;

‘“(2) design and engineering for interoper-
able emergency communications systems;

‘“(8) procurement and installation of inter-
operable emergency communications equip-
ment;

‘“(4) interoperable emergency communica-
tions exercises;

“(6) modeling and simulation exercises for
operational command and control functions;

‘“(6) technical assistance and training for
interoperable emergency communications;
and

‘“(7) other activities determined by the
Secretary to be integral to interoperable
emergency communications.

““(c) REGION DEFINED.—For the purposes of
this section, the term ‘region’ means any
combination of contiguous local government
units, including such a combination estab-
lished by law or mutual aid agreement be-
tween two or more local governments or gov-
ernmental agencies.”.

(b) AUTHORIZATION OF APPROPRIATIONS.—
There is authorized to be appropriated to the
Secretary of Homeland Security for grants
under section 522 of the Homeland Security
Act of 2002, as added by subsection (a)—

(1) such sums as may be necessary for the
first fiscal year that begins after the later
of—

(A) the date on which the Secretary of
Homeland Security completes and submits
to Congress the National Emergency Com-
munications Plan required under section 1802
of the Homeland Security Act of 2002 (6
U.S.C. 572);

(B) the date on which the Secretary of
Homeland Security completes and submits
to Congress the first baseline interoper-
ability assessment required under section
1803 of such Act (6 U.S.C. 573); or

(C) the date on which the Secretary of
Homeland Security, after consultation with
the Director of Emergency Communications,
determines and notifies Congress that sub-
stantial progress has been made towards the
development and promulgation of voluntary
consensus-based interoperable communica-
tions standards pursuant to section
1801(c)(11) of such Act (6 U.S.C. 571(c)(11));
and

(2) such sums as may be necessary for each
subsequent fiscal year.

(¢) CLERICAL AMENDMENT.—The table of
contents in section 1(b) of that Act is amend-
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ed by inserting after the item relating to
section 521 the following:

“Sec. 522. Improve Communications
Emergency Response
Program.”.

TITLE III—STRENGTHENING USE OF A
UNIFIED INCIDENT COMMAND DURING
EMERGENCIES

SEC. 301. NATIONAL EXERCISE PROGRAM DE-
SIGN.

Section 648(b)(2)(A) of the Department of
Homeland Security Appropriations Act, 2007
(Public Law 109-295) is amended by striking
clauses (iv) and (v) and inserting the fol-
lowing:

‘‘(iv) designed to provide for systematic
evaluation of readiness and enhance oper-
ational understanding of the Incident Com-
mand System and relevant mutual aid agree-
ments;

‘(v) designed to address the unique re-
quirements of populations with special
needs; and

‘“(vi) designed to include the prompt devel-
opment of after-action reports and plans for
quickly incorporating lessons learned into
future operations; and”’.

SEC. 302. NATIONAL EXERCISE PROGRAM MODEL
EXERCISES.

Section 648(b)(2)(B) of the Department of
Homeland Security Appropriations Act, 2007
(Public Law 109-295) is amended by striking
so much as precedes clause (i) and inserting
the following:

‘(B) shall include a selection of model ex-
ercises that State, local, and tribal govern-
ments can readily adapt for use, and shall
provide assistance to State, local, and tribal
governments with the design, implementa-
tion, and evaluation of exercises, whether a
model exercise program or an exercise de-
signed locally, that—"".

SEC. 303. RESPONSIBILITIES OF REGIONAL AD-
MINISTRATORS OF THE FEDERAL
EMERGENCY MANAGEMENT AGEN-
CY.

Section 507(c)(2) of the Homeland Security
Act of 2002 (enacted by section 611 of the De-
partment of Homeland Security Appropria-
tions Act, 2007 (Public Law 109-295)) is
amended by striking ‘“‘and’ after the semi-
colon at the end of subparagraph (H), by re-
designating subparagraph (I) as subpara-
graph (J), and by inserting after subpara-
graph (H) the following:

‘(1) assisting State, local, or tribal govern-
ments, where appropriate, to pre-identify
and evaluate suitable sites where a multi-ju-
risdictional unified command system can be
quickly established if the need for such a
system arises; and”’.

TITLE IV—STRENGTHENING AVIATION
SECURITY
SEC. 401. INSTALLATION OF IN-LINE BAGGAGE
SCREENING EQUIPMENT.

Not later than 30 days after the date of en-
actment of this Act, the Secretary for Home-
land Security shall submit to the appro-
priate congressional committees the cost
sharing study described in section 4019(d) of
the Intelligence Reform and Terrorism Pre-
vention Act of 2004 (118 Stat. 3722), together
with the Secretary’s analysis of the study, a
list of provisions of the study the Secretary
intends to implement, and a plan and sched-
ule for implementation of such listed provi-
sions.

SEC. 402. AVIATION SECURITY CAPITAL FUND.

(a) IN GENERAL.—Section 44923(h)(1) of title
49, United States Code, is amended in the
second sentence by striking 2007’ and in-
serting ‘“2011".

(b) DISCRETIONARY GRANTS.—Section
44923(h)(3) of such title is amended by strik-
ing ‘“‘for a fiscal year, $125,000,000’ and in-
serting ‘‘, $125,000,000 for each of fiscal years

for
Grant
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2004, 2005, and 2006 and such sums as may be
necessary for each of fiscal years 2007
through 2011,

SEC. 403. AIRPORT CHECKPOINT SCREENING EX-
PLOSIVE DETECTION.

Section 44940 of title 49, United States
Code, is amended—

(1) in subsection (d)(4) by inserting ¢, other
than subsection (i),”” before ‘‘except to’’; and

(2) by adding at the end the following:

‘(1) CHECKPOINT SCREENING SECURITY
FUND.—

‘(1) ESTABLISHMENT.—There is established
in the Department of Homeland Security a
fund to be known as the ‘Checkpoint Screen-
ing Security Fund’.

‘“(2) DEPOSITS.—In fiscal year 2008, after
amounts are made available under section
44923(h), the next $250,000,000 derived from
fees received under subsection (a)(1) shall be
available to be deposited in the Fund.

‘‘(3) FEES.—The Secretary of Homeland Se-
curity shall impose the fee authorized by
subsection (a)(1) so as to collect at least
$250,000,000 in fiscal year 2008 for deposit into
the Fund.

“(4) AVAILABILITY OF AMOUNTS.—Amounts
in the Fund shall be available until expended
for the research, development, purchase, de-
ployment, and installation of equipment to
improve the ability of security screening
personnel at screening checkpoints to detect
explosives.”.

SEC. 404. STRENGTHENING EXPLOSIVE DETEC-
TION AT AIRPORT SCREENING
CHECKPOINTS.

Not later than 7 days after the date of en-
actment of this Act, the Assistant Secretary
for Homeland Security (Transportation Se-
curity Administration) shall submit to the
appropriate congressional committees the
strategic plan described in the section
amended by section 4013(a) of the Intel-
ligence Reform and Terrorism Prevention
Act of 2004 (118 Stat. 3719).

SEC. 405. EXTENSION OF AUTHORIZATION
AVIATION SECURITY FUNDING.

Section 48301(a) of title 49, United States
Code, is amended by striking ‘‘and 2006’ and

OF

inserting ‘2006, 2007, 2008, 2009, 2010, and
2011,
SEC. 406. INSPECTION OF CARGO CARRIED

ABOARD PASSENGER AIRCRAFT.

(a) IN GENERAL.—Section 44901 of title 49,
United States Code, is amended—

(1) by redesignating subsections (g) and (h)
as subsections (h) and (i), respectively; and

(2) by inserting after subsection (f) the fol-
lowing:

‘(g) AIR CARGO ON PASSENGER AIRCRAFT.—

‘(1) IN GENERAL.—Not later than 3 years
after the date of enactment of the Imple-
menting the 9/11 Commission Recommenda-
tions Act of 2007, the Secretary of Homeland
Security shall establish a system to inspect
100 percent of cargo transported on passenger
aircraft operated by an air carrier or foreign
air carrier in air transportation or intrastate
air transportation to ensure the security of
all such passenger aircraft carrying cargo.

‘(2) MINIMUM STANDARDS.—The system re-
ferred to in paragraph (1) shall require, at a
minimum, that equipment, technology, pro-
cedures, and personnel are used to inspect
cargo carried on passenger aircraft to pro-
vide a level of security equivalent to the
level of security for the inspection of pas-
senger checked baggage as follows:

““(A) 35 percent of such cargo is so in-
spected by the end of fiscal year 2007.

‘“(B) 65 percent of such cargo is so in-
spected by the end of fiscal year 2008.

‘“(C) 100 percent of such cargo is so in-
spected by the end of fiscal year 2009.

*“(3) REGULATIONS.—

‘“(A) INTERIM FINAL RULE.—The Secretary
of Homeland Security may issue an interim
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final rule as a temporary regulation to im-
plement this subsection without regard to
the provisions of chapter 5 of title 5.

“(B) FINAL RULE.—

‘(i) IN GENERAL.—If the Secretary issues an
interim final rule under subparagraph (A),
the Secretary shall issue, not later than one
year after the effective date of the interim
final rule, a final rule as a permanent regula-
tion to implement this subsection in accord-
ance with the provisions of chapter 5 of title
5.

‘(i1) FAILURE TO ACT.—If the Secretary
does not issue a final rule in accordance with
clause (i) on or before the last day of the 1-
year period referred to in clause (i), the in-
terim final rule issued under subparagraph
(A) shall not be effective after the last day of
such period.

‘“(iii) SUPERCEDING OF INTERIM FINAL
RULE.—The final rule issued in accordance
with this subparagraph shall supersede the
interim final rule issued under subparagraph
(A).
‘“(4) REPORT.—Not later than 1 year after
the date of establishment of the system
under paragraph (1), the Secretary shall
transmit to Congress a report that describes
the system.”’.

(b) ASSESSMENT OF EXEMPTIONS.—

(1) TSA ASSESSMENT OF EXEMPTIONS.—

(A) IN GENERAL.—Not later than 120 days
after the date of enactment of this Act, the
Secretary of Homeland Security shall sub-
mit to the appropriate committees of Con-
gress and to the Comptroller General a re-
port regarding an assessment of each exemp-
tion granted for inspection of air cargo and
an analysis to assess the risk of maintaining
such exemption.

(B) CONTENTS.—The report referred to in
subparagraph (A) shall include—

(i) the rationale for each exemption;

(ii) what percentage of cargo is not
screened as a result of each exemption;

(iii) the impact of each exemption on avia-
tion security;

(iv) the projected impact on the flow of
commerce of eliminating each exemption, re-
spectively, should the Secretary choose to
take such action; and

(v) plans and rationale for maintaining,
changing, or eliminating each exemption.

(2) GAO ASSESSMENT.—Not later than 120
days after the date on which the report
under paragraph (1) is submitted, the Comp-
troller General shall review the report and
provide to Congress an assessment of the
methodology of determinations made by the
Secretary for maintaining, changing, or
eliminating an exemption.

SEC. 407. APPEAL AND REDRESS PROCESS FOR
PASSENGERS WRONGLY DELAYED
OR PROHIBITED FROM BOARDING A
FLIGHT.

(a) IN GENERAL.—Subtitle C of title IV of
the Homeland Security Act of 2002 (6 U.S.C.
231 et. seq.) is amended by adding at the end
the following:

“SEC. 432. APPEAL AND REDRESS PROCESS FOR
PASSENGERS WRONGLY DELAYED
OR PROHIBITED FROM BOARDING A
FLIGHT.

‘‘(a) IN GENERAL.—The Secretary shall es-
tablish a timely and fair process for individ-
uals who believe they have been delayed or
prohibited from boarding a commercial air-
craft because they were wrongly identified as
a threat under the regimes utilized by the
Transportation Security Administration, the
Bureau of Customs and Border Protection, or
any other Department entity.

““(b) OFFICE OF APPEALS AND REDRESS.—

‘(1) ESTABLISHMENT.—The Secretary shall
establish an Office of Appeals and Redress to
oversee the process established by the Sec-
retary pursuant to subsection (a).

‘“(2) RECORDS.—The process established by
the Secretary pursuant to subsection (a)
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shall include the establishment of a method
by which the Office of Appeals and Redress,
under the direction of the Secretary, will be
able to maintain a record of air carrier pas-
sengers and other individuals who have been
misidentified and have corrected erroneous
information.

‘(3) INFORMATION.—To prevent repeated
delays of a misidentified passenger or other
individual, the Office of Appeals and Redress
shall—

““(A) ensure that the records maintained
under this subsection contain information
determined by the Secretary to authenticate
the identity of such a passenger or indi-
vidual; and

‘“(B) furnish to the Transportation Secu-
rity Administration, the Bureau of Customs
and Border Protection, or any other appro-
priate Department entity, upon request,
such information as may be necessary to
allow such agencies to assist air carriers in
improving their administration of the ad-
vanced passenger prescreening system and
reduce the number of false positives.

‘“(4) INITIATION OF APPEAL AND REDRESS
PROCESS AT AIRPORTS.—The Office of Appeals
and Redress shall establish at each airport at
which the Department has a significant pres-
ence a process to allow air carrier passengers
to begin the appeals process established pur-
suant to subsection (a) at the airport.”’.

(b) CLERICAL AMENDMENT.—The table of
contents in section 1(b) of such Act is
amended by inserting after the item relating
to section 430 the following:

‘“Sec. 432. Appeal and redress process for
passengers wrongly delayed or
prohibited from boarding a

flight.”.
SEC. 408. TRANSPORTATION SECURITY ADMINIS-
TRATION PERSONNEL MANAGE-
MENT.
(a) ELIMINATION OF CERTAIN PERSONNEL
MANAGEMENT  AUTHORITIES.—Effective 90

days after the date of the enactment of this
Act—

(1) section 111(d) of the Aviation and
Transportation Security Act (49 U.S.C. 44935
note) is repealed and any authority of the
Secretary of Homeland Security derived
from such section 111(d) shall terminate;

(2) any personnel management system, to
the extent established or modified pursuant
to such section 111(d) (including by the Sec-
retary through the exercise of any authority
derived from such section 111(d)) shall termi-
nate; and

(3) the Secretary shall ensure that all TSA
employees are subject to the same personnel
management system as described in sub-
section (e)(1) or (e)(2).

(b) ESTABLISHMENT OF CERTAIN UNIFORMITY
REQUIREMENTS.—

(1) SYSTEM UNDER SUBSECTION (e)(1).—The
Secretary shall, with respect to any per-
sonnel management system described in sub-
section (e)(1), take any measures which may
be necessary to provide for the uniform
treatment of all TSA employees under such
system.

(2) SYSTEM UNDER SUBSECTION (e)(1).—Sec-
tion 9701(b) of title 5, United States Code, is
amended—

(A) by striking ‘“‘and” at the end of para-
graph (4);

(B) by striking the period at the end of
paragraph (5) and inserting ‘‘; and’’; and

(C) by adding at the end the following new
paragraph:

‘(6) provide for the uniform treatment of
all TSA employees (as defined in section
408(d) of the Implementing the 9/11 Commis-
sion Recommendations Act of 2007).”’.

(3) EFFECTIVE DATE.—

(A) PROVISIONS RELATING TO A SYSTEM
UNDER SUBSECTION (e)(1).—Any measures nec-
essary to carry out paragraph (1) shall take
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effect 90 days after the date of the enactment

of this Act.

(B) PROVISIONS RELATING TO A SYSTEM
UNDER SUBSECTION (e)(2).—Any measures nec-
essary to carry out the amendments made by
paragraph (2) shall take effect 90 days after
the date of the enactment of this Act or, if
later, the commencement date of the system
involved.

(¢) REPORT TO CONGRESS.—

(1) REPORT REQUIRED.—Not later than 6
months after the date of the enactment of
this Act, the Government Accountability Of-
fice shall submit to the Committee on Home-
land Security of the House of Representa-
tives and the Committee on Homeland Secu-
rity and Governmental Affairs of the Senate
a report on—

(A) the pay system that applies with re-
spect to TSA employees as of the date of the
enactment of this Act; and

(B) any changes to such system which
would be made under any regulations which
have been prescribed under chapter 97 of title
5, United States Code.

(2) MATTERS FOR INCLUSION.—The report re-
quired under paragraph (1) shall include—

(A) a brief description of each pay system
described in paragraphs (1)(A) and (1)(B), re-
spectively;

(B) a comparison of the relative advan-
tages and disadvantages of each of those pay
systems; and

(C) such other matters as the Government
Accountability Office considers appropriate.

(d) TSA EMPLOYEE DEFINED.—In this sec-
tion, the term ‘“TSA employee’” means an in-
dividual who holds—

(1) any position which was transferred (or
the incumbent of which was transferred)
from the Transportation Security Adminis-
tration of the Department of Transportation
to the Department of Homeland Security by
section 403 of the Homeland Security Act of
2002 (6 U.S.C. 203); or

(2) any other position within the Depart-
ment of Homeland Security the duties and
responsibilities of which include carrying
out one or more of the functions that were
transferred from the Transportation Secu-
rity Administration of the Department of
Transportation to the Secretary by such sec-
tion.

(e) PERSONNEL MANAGEMENT SYSTEM DE-
SCRIBED.—A personnel management system
described in this subsection is—

(1) any personnel management system, to
the extent that it applies with respect to any
TSA employees by virtue of section 114(n) of
title 49, United States Code; and

(2) any human resources management sys-
tem, established under chapter 97 of title 5,
United States Code.

SEC. 409. STRATEGIC PLAN TO TEST AND IMPLE-
MENT ADVANCED PASSENGER
PRESCREENING SYSTEM.

Not later than 90 days after the date of the
enactment of the Act, the Secretary of
Homeland Security shall submit to Congress
a plan that—

(1) describes the system to be utilized for
the Department of Homeland Security to as-
sume the performance of comparing pas-
senger information, as defined by the Assist-
ant Secretary of Homeland Security (Trans-
portation Security Administration), to the
automatic selectee and no fly lists, utilizing
appropriate records in the consolidated and
integrated terrorist watchlist maintained by
the Federal Government;

(2) provides a projected timeline for each
phase of testing and implementation of the
system;

(3) explains how the system will be inte-
grated with the prescreening system for pas-
senger on international flights; and

(4) describes how the system complies with
section 552a of title 5, United States Code.
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TITLE V—STRENGTHENING THE
SECURITY OF CARGO CONTAINERS
SEC. 501. REQUIREMENTS RELATING TO ENTRY
OF CONTAINERS INTO THE UNITED

STATES.

(a) REQUIREMENTS.—Section 70116 of title
46, United States Code, is amended by adding
at the end the following new subsection:

‘‘(c) REQUIREMENTS RELATING TO ENTRY OF
CONTAINERS.—

‘(1) IN GENERAL.—A container may enter
the United States, either directly or via a
foreign port, only if—

““(A) the container is scanned with equip-
ment that meets the standards established
pursuant to paragraph (2)(A) and a copy of
the scan is provided to the Secretary; and

‘“(B) the container is secured with a seal
that meets the standards established pursu-
ant to paragraph (2)(B), before the container
is loaded on the vessel for shipment to the
United States.

‘“(2) STANDARDS FOR SCANNING EQUIPMENT
AND SEALS.—

‘“(A) SCANNING EQUIPMENT.—The Secretary
shall establish standards for scanning equip-
ment required to be used under paragraph
(1)(A) to ensure that such equipment uses
the Dbest-available technology, including
technology to scan a container for radiation
and density and, if appropriate, for atomic
elements.

‘“(B) SEALS.—The Secretary shall establish
standards for seals required to be used under
paragraph (1)(B) to ensure that such seals
use the best-available technology, including
technology to detect any breach into a con-
tainer and identify the time of such breach.

¢“(C) REVIEW AND REVISION.—The Secretary
shall—

‘(i) review and, if necessary, revise the
standards established pursuant to subpara-
graphs (A) and (B) not less than once every
two years; and

‘“(ii) ensure that any such revised stand-
ards require the use of technology, as soon as
such technology becomes available, to—

‘“(I) identify the place of a breach into a
container;

‘“(IT) notify the Secretary of such breach
before the container enters the Exclusive
Economic Zone of the United States; and

‘“(ITIT) track the time and location of the
container during transit to the TUnited
States, including by truck, rail, or vessel.

‘(D) DEFINITION.—In subparagraph (C), the
term ‘Exclusive Economic Zone of the
United States’ has the meaning given the
term ‘Exclusive Economic Zone’ in section
2101(10a) of this title.”.

(b) AUTHORIZATION OF APPROPRIATIONS.—
There are authorized to be appropriated to
carry out section 70116(c) of title 46, United
States Code, as added by subsection (a) of
this section, such sums as may be necessary
for each of the fiscal years 2008 through 2013.

(c) REGULATIONS; APPLICATION.—

(1) REGULATIONS.—

(A) INTERIM FINAL RULE.—Consistent with
the results of and lessons derived from the
pilot system implemented under section 231
of the SAFE Port Act (Public Law 109-347),
the Secretary of Homeland Security shall
issue an interim final rule as a temporary
regulation to implement section 70116(c) of
title 46, United States Code, as added by sub-
section (a) of this section, not later than 180
days after the date of the submission of the
report under section 231 of the SAFE Port
Act, without regard to the provisions of
chapter 5 of title 5, United States Code.

(B) FINAL RULE.—The Secretary shall issue
a final rule as a permanent regulation to im-
plement section 70116(c) of title 46, United
States Code, as added by subsection (a) of
this section, not later than one year after
the date of the submission of the report
under section 231 of the SAFE Port Act, in
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accordance with the provisions of chapter 5
of title 5, United States Code. The final rule
issued pursuant to that rulemaking may su-
persede the interim final rule issued pursu-
ant to subparagraph (A).

(2) PHASED-IN APPLICATION.—

(A) IN GENERAL.—The requirements of sec-
tion 70116(c) of title 46, United States Code,
as added by subsection (a) of this section,
apply with respect to any container entering
the United States, either directly or via a
foreign port, beginning on—

(i) the end of the 3-year period beginning
on the date of the enactment of this Act, in
the case of a container loaded on a vessel
destined for the United States in a country
in which more than 75,000 twenty-foot equiv-
alent units of containers were loaded on ves-
sels for shipping to the United States in 2005;
and

(ii) the end of the 5-year period beginning
on the date of the enactment of this Act, in
the case of a container loaded on a vessel
destined for the United States in any other
country.

(B) EXTENSION.—The Secretary may extend
by up to one year the period under clause (i)
or (ii) of subparagraph (A) for containers
loaded in a port, if the Secretary—

(i) finds that the scanning equipment re-
quired under section 70116(c) of title 46,
United States Code, as added by subsection
(a) of this section, is not available for pur-
chase and installation in the port; and

(ii) at least 60 days prior to issuing such
extension, transmits such finding to the ap-
propriate congressional committees.

(d) INTERNATIONAL CARGO SECURITY STAND-
ARDS.—The Secretary, in consultation with
the Secretary of State, is encouraged to pro-
mote and establish international standards
for the security of containers moving
through the international supply chain with
foreign governments and international orga-
nizations, including the International Mari-
time Organization and the World Customs
Organization.

(e) INTERNATIONAL TRADE AND OTHER OBLI-
GATIONS.—In carrying out section 70116(c) of
title 46, United States Code, as added by sub-
section (a) of this section, the Secretary
shall consult with appropriate Federal de-
partments and agencies and private sector
stakeholders to ensure that actions under
such section do not violate international
trade obligations or other international obli-
gations of the United States.

TITLE VI—_STRENGTHENING EFFORTS TO
PREVENT TERRORIST TRAVEL
Subtitle A—Human Smuggling and
Trafficking Center Improvements
SEC. 601. STRENGTHENING THE CAPABILITIES OF
THE HUMAN SMUGGLING AND TRAF-

FICKING CENTER.

(a) IN GENERAL.—The Secretary, acting
through the Assistant Secretary of Home-
land Security for United States Immigration
and Customs Enforcement, shall provide to
the Human Smuggling and Trafficking Cen-
ter (in this section referred to as the ‘‘Cen-
ter’’) the administrative support and funding
required for its maintenance, including fund-
ing for personnel, leasing of office space, sup-
plies, equipment, technology, training, and
travel expenses necessary for the Center to
carry out its mission.

(b) STAFFING OF THE CENTER.—

(1) IN GENERAL.—Funding provided under
subsection (a) shall be used for the hiring of
for not fewer than 30 full-time equivalent
staff for the Center, to include the following:

(A) One Director.

(B) One Deputy Director for Smuggling.

(C) One Deputy Director for Trafficking.

(D) One Deputy Director for Terrorist
Travel.

(E) Not fewer than 15 intelligence analysts
or Special Agents, to include the following:
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(i) Not fewer than ten such analysts or
Agents shall be intelligence analysts or law
enforcement agents who shall be detailed
from entities within the Department of
Homeland Security with human smuggling
and trafficking related responsibilities, as
determined by the Secretary.

(ii) Not fewer than one full time profes-
sional staff detailee from each of the United
States Coast Guard, United States Immigra-
tion and Customs Enforcement, United
States Customs and Border Protection,
Transportation Security Administration,
and the Office of Intelligence and Analysis.

(2) REQUIREMENTS.—Intelligence analysts
or Special Agents detailed to the Center
under paragraph (1)(E) shall have at least
three years experience related to human
smuggling or human trafficking.

(3) DURATION OF ASSIGNMENT.—An intel-
ligence analyst or Special Agent detailed to
the Center under paragraph (1)(E) shall be
detailed for a period of not less than two
years.

(c) FUNDING REIMBURSEMENT.—In operating
the Center, the Secretary of Homeland Secu-
rity shall act in accordance with all applica-
ble requirements of the Economy Act (31
U.S.C. 1535), and shall seek reimbursement
from the Attorney General and the Sec-
retary of State, in such amount or propor-
tion as is appropriate, for costs associated
with the participation of the Department of
Justice and the Department of State in the
operation of the Center.

(d) DEVELOPMENT OF PLAN.—The Secretary
of Homeland Security shall develop a plan
for the Center that—

(1) defines the roles and responsibilities of
each Department participating in the Cen-
ter;

(2) describes how the Department of Home-
land Security shall utilize its resources to
ensure that the Center uses intelligence to
focus and drive its efforts;

(3) describes the mechanism for the sharing
of information from United States Immigra-
tion and Customs Enforcement and United
States Customs and Border Protection field
offices to the Center;

(4) describes the mechanism for the sharing
of homeland security information from the
Center to the Office of Intelligence and Anal-
ysis, including how such sharing shall be
consistent with section 1016(b) of the Intel-
ligence Reform and Terrorism Prevention
Act of 2004 (Public Law 108-458);

(5) establishes reciprocal security clear-
ance status to other participating agencies
in the Center in order to ensure full access to
necessary databases;

(6) establishes or consolidates networked
systems for the Center; and

(7) ensures that the assignment of per-
sonnel to the Center from agencies of the De-
partment of Homeland Security is incor-
porated into the civil service career path of
such personnel.

() MEMORANDUM OF UNDERSTANDING.—The
Secretary of Homeland Security shall exe-
cute with the Attorney General a Memo-
randum of Understanding in order to clarify
cooperation and coordination between
United States Immigration and Customs En-
forcement and the Federal Bureau of Inves-
tigation regarding issues related to human
smuggling, human trafficking, and terrorist
travel.

(f) COORDINATION WITH THE OFFICE OF IN-
TELLIGENCE AND ANALYSIS.—The Office of In-
telligence and Analysis, in coordination with
the Center, shall submit to Federal, State,
local, and tribal law enforcement and other
relevant agencies periodic reports regarding
terrorist threats related to human smug-
gling, human trafficking, and terrorist trav-
el.
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Subtitle B—International Collaboration to
Prevent Terrorist Travel
SEC. 611. REPORT ON INTERNATIONAL COLLABO-
RATION TO INCREASE BORDER SE-
CURITY, ENHANCE GLOBAL DOCU-
MENT SECURITY, AND EXCHANGE
TERRORIST INFORMATION.

(a) REPORT REQUIRED.—Not later than 270
days after the date of the enactment of this
Act, the Secretary of State and the Sec-
retary of Homeland Security, in conjunction
with the Director of National Intelligence
and the heads of other appropriate Federal
departments and agencies, shall submit to
the appropriate congressional committees a
report on efforts of the Government of the
United States to collaborate with inter-
national partners and allies of the United
States to increase border security, enhance
global document security, and exchange ter-
rorist information.

(b) CONTENTS.—The report required by sub-
section (a) shall outline—

(1) all presidential directives, programs,
and strategies for carrying out and increas-
ing United States Government efforts de-
scribed in subsection (a);

(2) the goals and objectives of each of these
efforts;

(3) the progress made in each of these ef-
forts; and

(4) the projected timelines for each of these
efforts to become fully functional and effec-
tive.

(c) DEFINITION.—In this section, the term
‘‘appropriate congressional committees”
means—

(1) the Committee on Foreign Affairs, the
Committee on Homeland Security, the Com-
mittee on the Judiciary, and the Permanent
Select Committee on Intelligence of the
House of Representatives; and

(2) the Committee on Foreign Relations,
the Committee on Homeland Security and
Governmental Affairs, the Committee on the
Judiciary, and the Select Committee on In-
telligence of the Senate.

Subtitle C—Biometric Border Entry and Exit

System
SEC. 621. SUBMITTAL OF PLAN ON BIOMETRIC
ENTRY AND EXIT VERIFICATION SYS-
TEM IMPLEMENTATION.

Not later than 7 days after the date of the
enactment of this Act, the Secretary for
Homeland Security shall submit to the Com-
mittee on Homeland Security and the Com-
mittee on the Judiciary and the Committee
on Homeland Security and Governmental Af-
fairs and the Committee on the Judiciary of
the Senate the plan developed by the Sec-
retary under section 7208(c) of the Intel-
ligence Reform and Terrorism Prevention
Act of 2004 (8 U.S.C. 1365b(c)(2)) to accelerate
the full implementation of an automated bi-
ometric entry and exit data system.

TITLE VII-IMPROVING INTELLIGENCE
AND INFORMATION SHARING WITH
LOCAL LAW ENFORCEMENT AND FIRST
RESPONDERS

Subtitle A—Fusion and Law Enforcement
Education and Teaming (FLEET) Grant
Program

SEC. 701. FINDINGS.

Congress finds the following:

(1) The intelligence component of a State,
local, or regional fusion center (in this title
referred to generally as ‘‘fusion centers’) fo-
cuses on the intelligence process, in which
information is collected, integrated, evalu-
ated, analyzed, and disseminated. The Fed-
eral Government and nontraditional sources
of intelligence information—such as public
safety entities at the State, local, and tribal
levels, and private sector organizations—all
possess valuable information that when
““fused”” with law enforcement data and prop-
erly analyzed at fusion centers can provide
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law enforcement officers with specific and
actionable intelligence about terrorist and
related criminal activity.

(2) Participation by local and tribal law en-
forcement officers and intelligence analysts
in fusion centers helps secure the homeland
by involving such officers and analysts in
the intelligence process on a daily basis, by
helping them build professional relationships
across every level and discipline of govern-
ment and the private sector, and by ensuring
that intelligence and other information, in-
cluding threat assessment, public safety, law
enforcement, public health, social service,
and public works, is shared throughout and
among relevant communities. Such local and
tribal participation in fusion centers sup-
ports the efforts of all law enforcement agen-
cies and departments to anticipate, identify,
monitor, and prevent terrorist and related
criminal activity.

(3) Some local and tribal law enforcement
agencies and departments, however, lack re-
sources to participate fully in fusion centers.

(4) Needs-based grant funding will maxi-
mize the participation of local and tribal law
enforcement agencies and departments in fu-
sion centers by reducing the costs associated
with detailing officers and intelligence ana-
lysts to fusion centers. Consequently, such
grant funding will not only promote the de-
velopment of more effective, resourceful, and
situationally aware fusion centers, but will
also advance the cause of homeland security.
SEC. 702. FLEET GRANT PROGRAM.

(a) IN GENERAL.—Subtitle A of title II of
the Homeland Security Act of 2002 is further
amended by adding at the end the following
new section:

“SEC. 203. FLEET GRANT PROGRAM.

‘‘(a) IMPLEMENTATION PLAN AND ESTABLISH-
MENT.—

(1) IMPLEMENTATION PLAN.—Not later than
90 days after the date of the enactment of
the Implementing the 9/11 Commission Rec-
ommendations Act of 2007, the Secretary
shall develop a Fusion and Law Enforcement
Education and Teaming Grant Program (in
this section referred to as the ‘FLEET Grant
program’) implementation plan and submit
to the appropriate congressional committees
a copy of such plan. In developing such plan,
the Secretary shall consult with the Attor-
ney General, the Bureau of Justice Assist-
ance, and the Office of Community Oriented
Policing of the Department of Justice and
shall encourage the participation of fusion
centers and local and tribal law enforcement
agencies and departments in the develop-
ment of such plan. Such plan shall include—

‘“(A) a clear articulation of the purposes,
goals, and specific objectives for which the
program is being developed;

‘(B) an identification of program stake-
holders and an assessment of their interests
in and expectations for the program;

“(C) a developed set of quantitative
metrics to measure, to the extent possible,
program output; and

‘(D) a developed set of qualitative instru-
ments (e.g., surveys and expert interviews)
to assess the extent to which stakeholders
believe their needs and expectations are
being met by the program.

‘(2) ESTABLISHMENT.—Not later than 180
days after the enactment of the Imple-
menting the 9/11 Commission Recommenda-
tions Act of 2007, the Secretary shall imple-
ment and carry out a FLEET Grant program
under which the Secretary, in consultation
with the Attorney General, shall make
grants to local and tribal law enforcement
agencies and departments specified by the
Secretary, in consultation with the Attorney
General, for the purposes described in sub-
section (b). Subject to subsection (g), each
such grant shall be made for a two-year pe-
riod.
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““(b) USE OF GRANT AMOUNTS.—

‘(1) IN GENERAL.—A grant made to a local
or tribal law enforcement agency or depart-
ment under subsection (a) shall be used to
enable such agency or department to detail
eligible law enforcement personnel to par-
ticipate in a fusion center that serves the ge-
ographic area in which such agency or de-
partment is located, and may be used for the
following purposes:

‘“(A) To hire new personnel, or to pay ex-
isting personnel, to perform the duties of eli-
gible law enforcement personnel who are de-
tailed to a fusion center during the absence
of such detailed personnel.

‘“(B) To provide appropriate training, as
determined and required by the Secretary, in
consultation with the Attorney General, for
eligible law enforcement personnel who are
detailed to a fusion center.

“(0) To establish communications
connectivity between eligible law enforce-
ment personnel who are detailed to a fusion
center and the home agency or department
of such personnel in accordance with all ap-
plicable laws and regulations.

¢(2) MANDATORY PRIVACY AND CIVIL LIB-
ERTIES TRAINING.—AIll eligible law enforce-
ment personnel detailed to a fusion center
under the FLEET Grant Program shall un-
dergo appropriate privacy and civil liberties
training that is developed, supported, or
sponsored by the Privacy Officer and the Of-
ficer for Civil Rights and Civil Liberties in
partnership with the Privacy and Civil Lib-
erties Oversight Board.

‘(3) LIMITATION.—A local or tribal law en-
forcement agency or department partici-
pating in the FLEET Grant program shall
continue to provide a salary and benefits to
any eligible law enforcement personnel de-
tailed to a fusion center, in the same
amounts and under the same conditions that
such agency or department provides a salary
and benefits to such personnel when not de-
tailed to a fusion center. None of the funds
provided by the FLEET grant program may
be used to carry out this paragraph.

‘‘(4) ELIGIBLE LAW ENFORCEMENT PERSONNEL
DEFINED.—For purposes of this section, the
term ‘eligible law enforcement personnel’
means any local or tribal law enforcement
officer or intelligence analyst who meets
each eligibility requirement specified by the
Secretary. Such eligibility requirements
shall include a requirement that the officer
or analyst has at least two years of experi-
ence as a law enforcement officer or intel-
ligence analyst with the local or tribal law
enforcement agency or department selected
to participate in the FLEET Grant program.

‘“(c) APPLICATIONS.—

‘(1) IN GENERAL.—No grant may be made
under subsection (a) unless an application
for such grant has been submitted to, and ap-
proved by, the Secretary, in consultation
with the Attorney General. Such an applica-
tion shall be submitted in such form, man-
ner, and time, and shall contain such infor-
mation, as the Secretary, in consultation
with the Attorney General, may prescribe by
regulation or guidelines.

‘‘(2) JOINT APPLICATIONS.—A local or tribal
law enforcement agency or department may
file a joint grant application to detail eligi-
ble law enforcement personnel to a fusion
center. Such application shall be—

““(A) for a single detailed officer or intel-
ligence analyst, who shall be detailed to
work at a fusion center on a full-time basis;
or

‘“(B) in the case of participating local and
tribal law enforcement agencies or depart-
ments for which a detail arrangement de-
scribed in subparagraph (A) is likely to re-
sult in hardship due to a staffing shortage
(as determined by the Secretary, in consulta-
tion with the Attorney General), for several
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eligible law enforcement personnel from
multiple local or tribal law enforcement
agencies or departments in the same geo-
graphic area, who shall be detailed to a fu-
sion center, each on a part-time basis, as
part of a shared detail arrangement, as long
as—

‘(i) any hours worked by a detailed officer
or analyst at a fusion center in a shared de-
tail arrangement shall be counted toward
the hourly shift obligations of such officer or
analyst at his or her local or tribal law en-
forcement agency or department; and

‘(i) no detailed officer or analyst working
at a fusion center in a shared detail arrange-
ment shall be required to regularly work
more hours than the officer or analyst would
otherwise work if the officer or analyst was
not participating in the shared detail ar-
rangement.

““(d) DISTRIBUTION OF GRANTS.—In consid-
ering applications for grants under sub-
section (a), the Secretary, in consultation
with the Attorney General, shall ensure
that, to the extent practicable—

“(1) entities that receive such grants are
representative of a broad cross-section of
local and tribal law enforcement agencies
and departments;

‘(2) an appropriate geographic distribution
of grants is made among urban, suburban,
and rural communities; and

‘“(3) such grants are awarded based on con-
sideration of any assessments of risk by the
Department of Homeland Security.

“‘(e) PRIORITY.—The Secretary, in consulta-
tion with the Attorney General, shall issue
regulations regarding the use of a sliding
scale based on financial need to ensure that
a local or tribal law enforcement agency or
department that is eligible to receive a grant
under subsection (a) and that demonstrates
to the satisfaction of the Secretary, in con-
sultation with the Attorney General, that it
is in financial need (as determined by the
Secretary, in consultation with the Attorney
General) receives priority in receiving funds
under this section.

¢“(f) MATCHING FUNDS.—

‘(1) IN GENERAL.—Subject to paragraph (2),
the portion of the costs of a program,
project, or activity funded by a grant made
to an entity under subsection (a) may not ex-
ceed 80 percent.

‘“(2) EXCEPTION.—The Secretary, in con-
sultation with the Attorney General, may
waive, wholly or in part, the requirement
under paragraph (1) of a non-Federal con-
tribution to the costs of a program, project,
or activity if the entity receiving the grant
for such program, project, or activity can
demonstrate to the satisfaction of the Sec-
retary, in consultation with the Attorney
General, that it would be a hardship for such
entity to satisfy such requirement.

‘(g) RENEWAL OF GRANTS.—A grant made
to a local or tribal law enforcement agency
or department under subsection (a) may be
renewed on an annual basis for an additional
year after the first two-year period during
which the entity receives its initial grant,
if—

‘(1) the entity can demonstrate to the sat-
isfaction of the Secretary, in consultation
with the Attorney General, significant
progress in achieving the objectives of the
application for the initial grant involved;
and

‘(2) such renewal would not prevent an-
other local or tribal law enforcement agency
or department that has applied for a grant
under subsection (a), has not previously re-
ceived such a grant, and that would other-
wise qualify for such a grant, from receiving
such a grant, as determined by the Sec-
retary, in consultation with the Attorney
General.

“(h) REVOCATION OR SUSPENSION OF FUND-
ING.—If the Secretary, in consultation with
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the Attorney General, determines that a
grant recipient under this section is not in
substantial compliance with the terms and
requirements of an approved grant applica-
tion submitted under subsection (c), the Sec-
retary, in consultation with the Attorney
General, may revoke or suspend funding of
that grant, in whole or in part. In the case of
a revocation or suspension of funds under
this subsection based on a determination of
fraud, waste, or abuse, with respect to a
grant recipient, such grant recipient shall be
required to refund the grant funds received
under subsection (a) that are related to such
fraud, waste, or abuse, respectively.

‘(1) REPORTS.—

‘(1) REPORTS TO SECRETARY.—Each local or
tribal law enforcement agency or depart-
ment that receives a grant under subsection
(a) shall submit to the Secretary and the At-
torney General a report for each year such
agency or department is a recipient of such
grant. Each such report shall include a de-
scription and evaluation of each program,
project, or activity funded by such grant.

‘“(2) REPORT TO CONGRESS.—One year after
the date of the implementation of the
FLEET grant program, and biannually
thereafter, the Secretary, in consultation
with the Attorney General, shall submit to
the appropriate congressional committees a
report describing the implementation and
progress of the FLEET Grant Program. Each
such report shall include the following:

““(A) A list of the local and tribal law en-
forcement agencies and departments receiv-
ing grants.

‘“(B) Information on the grant amounts
awarded to each such agency or department.

“(C) Information on the programs,
projects, and activities for which the grant
funds are used.

‘(D) An evaluation of the effectiveness of
the FLEET Grant program with respect to
the cause of advancing homeland security,
including—

‘(i) concrete examples of enhanced infor-
mation sharing and a description of any pre-
ventative law enforcement actions taken
based on such information sharing;

‘(ii) an evaluation of the effectiveness of
the detail arrangements with FLEET Grant
program grant recipients;

‘“(iii) an evaluation of how the FLEET
Grant program benefits the fusion centers;

‘(iv) a description of how individual law
enforcement officers and intelligence ana-
lysts detailed to the fusion centers benefit
from the detail experience; and

‘(v) an evaluation of how the detail of the
law enforcement officers and intelligence an-
alysts assists the fusion centers in learning
more about criminal or terrorist organiza-
tions operating within their areas of oper-
ation, including a description of any home-
land security information requirements that
were developed, or any homeland security in-
formation gaps that were filled, as a result of
the detail arrangement.

‘““(E) An analysis of any areas of need, with
respect to the advancement of homeland se-
curity, that could be addressed through addi-
tional funding or other legislative action.

“(j) CUSTOMER SATISFACTION SURVEYS.—
The Secretary, in consultation with the At-
torney General, shall create a mechanism for
State, local, and tribal law enforcement offi-
cers and intelligence analysts who partici-
pate in the FLEET Grant program to fill out
an electronic customer satisfaction survey,
on an appropriate periodic basis, to assess
the effectiveness of the FLEET Grant pro-
gram with respect to improving information
sharing. The results of these voluntary sur-
veys shall be provided electronically to ap-
propriate personnel at the Office of Grants
and Training of the Department and at the
Bureau of Justice Assistance and the Office
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of Community Oriented Policing of the De-
partment of Justice. The results of these
customer satisfaction surveys shall also be
included in an appropriate format in the re-
ports described in subsection (i).

(k) CONTINUATION ASSESSMENT.—Five
years after the date of the implementation of
the FLEET Grant program, the Secretary, in
consultation with the Attorney General,
shall submit to the appropriate congres-
sional committees a FLEET Grant program
continuation assessment. Such continuation
assessment shall—

‘(1) recommend whether Congress should
continue to authorize and fund the FLEET
Grant program (as authorized under this sec-
tion or with proposed changes), and provide
the reasoning for such recommendation; and

‘“(2) if the Secretary recommends the con-
tinuation of the FLEET Grant program—

‘““(A) recommend any changes to the pro-
gram which the Secretary, in consultation
with the Attorney General, has identified as
necessary to improve the program, and the
reasons for any such changes;

‘(B) list and describe legislative priorities
for Congress relating to the continuation of
the program; and

‘“(C) provide recommendations for the
amounts of funding that should be appro-
priated for the continuation of the program
in future fiscal years, including justifica-
tions for such amounts.

‘(1) GENERAL REGULATORY AUTHORITY.—
The Secretary, in consultation with the At-
torney General, may promulgate regulations
and guidelines to carry out this section.

‘“(m) DEFINITIONS.—For the purposes of
this section:

‘(1) The term ‘local law enforcement agen-
cy or department’ means a local municipal
police department or a county sheriff’s office
in communities where there is no police de-
partment.

‘(2) The term ‘tribal law enforcement
agency or department’ means the police
force of an Indian tribe (as such term is de-
fined in section 4 of the Indian Self-Deter-
mination and Education Assistance Act (25
U.S.C. 450b)) established and maintained by
such a tribe pursuant to the tribe’s powers of
self-government to carry out law enforce-
ment.”.

(b) DEFINITION OF FUSION CENTER.—Section
2 of such Act is amended by adding at the
end the following new paragraph:

‘“(17) The terms ‘State, local, or regional
fusion center’ and ‘fusion center’ mean a
State intelligence center or a regional intel-
ligence center that is the product of a col-
laborative effort of at least two qualifying
agencies that provide resources, expertise, or
information to such center with the goal of
maximizing the ability of such intelligence
center and the qualifying agencies partici-
pating in such intelligence center to provide
and produce homeland security information
required to detect, prevent, apprehend, and
respond to terrorist and criminal activity.
For purposes of the preceding sentence,
qualifying agencies include—

‘“(A) State, local, and tribal law enforce-
ment authorities, and homeland and public
safety agencies;

‘“(B) State, local, and tribal entities re-
sponsible for the protection of public health
and infrastructure;

¢“(C) private sector owners of critical infra-
structure, as defined in section 1016(e) of the
Uniting and Strengthening America by Pro-
viding Appropriate Tools Required to Inter-
cept and Obstruct Terrorism (USA PATRIOT
ACT) Act of 2001 (42 U.S.C. 5195c(e));

‘(D) Federal law enforcement and home-
land security entities; and

‘‘(E) other appropriate entities specified by
the Secretary.”.

(c) CLERICAL AMENDMENT.—The table of
contents in section 1(b) of such Act is
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amended by inserting after the item relating
to section 202 the following:
“Sec. 203. FLEET Grant Program.”’.
Subtitle B—Border Intelligence Fusion
Center Program
SEC. 711. FINDINGS.

Congress finds the following:

(1) The United States has 216 airports, 143
seaports, and 115 official land border cross-
ings that are official ports of entry. Screen-
ing all the people and goods coming through
these busy ports is an enormous resource
challenge for the men and women of the De-
partment of Homeland Security (‘‘Depart-
ment”’) .

(2) Department personnel, including per-
sonnel from the Bureau of Customs and Bor-
der Protection (‘‘CBP’’) and U.S. Immigra-
tion and Customs Enforcement (‘‘ICE’’), can-
not be everywhere at all times to ensure that
terrorists, weapons of mass destruction, and
other related contraband are not being
smuggled across the border in order to sup-
port attacks against the United States.

(3) State, local, and tribal law enforcement
personnel are uniquely situated to help se-
cure the border areas in their respective ju-
risdictions by serving as ‘‘force multipliers’’.
To do so, however, law enforcement officers
need access to available border intelligence
developed by the Department. Such access
shall help State, local, and tribal law en-
forcement personnel deploy their resources
most effectively to detect and interdict ter-
rorists, weapons of mass destruction, and re-
lated contraband at United States borders.

(4) The Department has not yet developed
a single, easily accessible, and widely avail-
able system to consistently share border in-
telligence and other information with its
State, local, and tribal law enforcement
partners. It likewise has failed to establish a
process by which State, local, and tribal law
enforcement personnel can consistently
share with the Department information that
they obtain that is relevant to border secu-
rity.

(5) As a result, State, local, and tribal law
enforcement personnel serving jurisdictions
along the northern and southern borders
typically depend upon personal relationships
with CBP and ICE personnel in their respec-
tive jurisdictions to get the information
they need. While personal relationships have
helped in some locales, they have not in oth-
ers. This has led to an inconsistent sharing
of border intelligence from jurisdiction to ju-
risdiction.

(6) State, local, and regional fusion centers
(‘‘fusion centers’) may help improve this sit-
uation.

(7) In the wake of the terrorist attacks of
September 11, 2001, numerous State, local,
and tribal authorities responsible for the
protection of the public and critical infra-
structure established fusion centers to help
prevent terrorist attacks while at the same
time preparing to respond to and recover
from a terrorist attack should one occur.

(8) Most border States have some variation
of a fusion center.

(9) In general, while the Federal Govern-
ment has helped to establish fusion centers
through the Department’s grants, a substan-
tial percentage of the financial burden to
support ongoing fusion center operations is
borne by States and localities.

(10) The Department, and in particular, the
Department’s Office of Intelligence and
Analysis, has undertaken a program through
which it sends such office’s personnel to fu-
sion centers to establish a Department pres-
ence at those centers. In so doing, the hope
is that such personnel will serve as a point of
contact for information being shared at fu-
sion centers by State, local, and tribal law
enforcement personnel. Personnel at fusion
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centers hopefully will also act as a channel
for information being shared by the Depart-
ment itself.

(11) Border State, local, and tribal law en-
forcement officers anticipate that fusion
centers will be a critical source of border in-
telligence from the Department. While the
Department’s border intelligence products
generated in the District of Columbia and
disseminated to fusion centers will undoubt-
edly be helpful, a far richer source of border
intelligence will likely come from CBP and
ICE personnel working locally in border ju-
risdictions themselves.

(12) Establishing a CBP and ICE presence
at border State fusion centers will help en-
sure the most consistent, timely, and rel-
evant flow of border intelligence to and from
the Department and State, local, and tribal
law enforcement in border communities.
Border State fusion centers thus could serve
as a tool to build upon the personal relation-
ships and information sharing that exists in
some, but not all, jurisdictions between CBP,
ICE, and State, local, and tribal law enforce-
ment.
SEC. 712. ESTABLISHMENT OF BORDER INTEL-

LIGENCE FUSION CENTER PRO-

GRAM.

(a) IN GENERAL.—Subtitle A of title II of
the Homeland Security Act of 2002 (6 U.S.C.
121 et seq.) is further amended by adding at
the end the following new section:

“SEC. 204. BORDER INTELLIGENCE FUSION CEN-
TER PROGRAM.

‘‘(a) ESTABLISHMENT.—

‘(1) IN GENERAL.—There is established in
the Department the Border Intelligence Fu-
sion Center Program, to be administered by
the Under Secretary for Intelligence and
Analysis, for the purpose of stationing Bu-
reau of Customs and Border Protection and
U.S. Immigration and Customs Enforcement
officers or intelligence analysts in the fusion
centers of participating border States.

‘“(2) NEW HIRES.—Funding provided under
the Border Intelligence Fusion Center Pro-
gram shall be available to hire new CBP and
ICE officers or intelligence analysts to re-
place CBP and ICE officers or intelligence
analysts who are stationed at border State
fusion centers under this section.

““(b) PARTICIPATION.—

‘(1) IN GENERAL.—The Secretary may de-
velop qualifying criteria for a border state
fusion center’s participation in the Border
Intelligence Fusion Center Program.

‘“(2) CRITERIA.—Such criteria may include
the following:

‘“(A) Whether the center focuses on a broad
counterterrorism and counter-criminal ap-
proach, and whether that broad approach is
pervasive through all levels of the organiza-
tion.

‘““(B) Whether the center has sufficient
numbers of adequately trained personnel to
support a broad counterterrorism and
counter-criminal mission.

‘(C) Whether the center has access to rel-
evant law enforcement, private sector, open
source, and national security data, as well as
the ability to share and analytically exploit
such data for actionable ends in accordance
with all applicable laws and regulations.

‘(D) The entity or entities providing finan-
cial support for the center’s funding.

‘“‘(E) Whether the center’s leadership is
committed to the fusion center’s mission,
and how the leadership sees the center’s role
in terrorism prevention, mitigation, re-
sponse, and recovery.

‘‘(c) ASSIGNMENT.—Wherever possible, not
fewer than one CBP officer or intelligence
analyst and one ICE officer or intelligence
analyst shall be stationed at each partici-
pating border State fusion center.

‘‘(d) PREREQUISITE.—
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‘(1) PRIOR WORK EXPERIENCE IN AREA.—To
be stationed at a border State fusion center
under this section, a CBP or ICE officer shall
have served as a CBP or ICE officer in the
State in which the fusion center where such
officer shall be stationed is located for not
less than two years before such assignment
in order to ensure that such officer is famil-
iar with the geography and people living in
border communities, as well as the State,
local, and tribal law enforcement agencies
serving those communities.

¢(2) INTELLIGENCE ANALYSIS, PRIVACY, AND
CIVIL LIBERTIES TRAINING.—Before being sta-
tioned at a border State fusion center under
this section, a CBP or ICE officer shall un-
dergo—

‘““(A) appropriate intelligence analysis
training via an intelligence-led policing cur-
riculum that is consistent with the stand-
ards and recommendations of the National
Criminal Intelligence Sharing Plan, the De-
partment of Justice and Department Fusion
Center Guidelines, title 28, part 23, Code of
Federal Regulations, as well as any other
training prescribed by the Under Secretary
for Intelligence and Analysis; and

“(B) appropriate privacy and civil liberties
training that is developed, supported, or
sponsored by the Privacy Officer and the Of-
ficer for Civil Rights and Civil Liberties in
partnership with the Privacy and Civil Lib-
erties Oversight Board.

*“(3) EXPEDITED SECURITY CLEARANCE PROC-
ESSING.—The Under Secretary for Intel-
ligence and Analysis shall ensure that secu-
rity clearance processing is expedited for
each CBP and ICE officer or intelligence ana-
lyst stationed at border State fusion centers
under this section and shall ensure that such
officer or analyst has the appropriate clear-
ance to conduct the work of the Border In-
telligence Fusion Center Program.

‘(4) FURTHER QUALIFICATIONS.—Each CBP
and ICE officer or intelligence analyst sta-
tioned at a border State fusion center under
this section shall satisfy any other qualifica-
tions the Under Secretary for Intelligence
and Analysis may prescribe.

‘‘(e) RESPONSIBILITIES.—

‘(1) IN GENERAL.—

‘“(A) CREATION AND DISSEMINATION OF BOR-
DER INTELLIGENCE PRODUCTS.—CBP and ICE
officers and intelligence analysts assigned to
border State fusion centers under this sec-
tion will help State, local, and tribal law en-
forcement in jurisdictions along the north-
ern and southern borders, and border State
fusion center staff, overlay threat and sus-
picious activity with Federal homeland secu-
rity information in order to develop a more
comprehensive and accurate threat picture.
Such CBP and ICE officers and intelligence
analysts accordingly shall have as their pri-
mary mission the review of border security-
relevant information from State, local, and
tribal law enforcement sources, and the cre-
ation of border intelligence products derived
from such information and other border-se-
curity relevant information provided by the
Department, and the dissemination of such
products to border State, local, and tribal
law enforcement. CBP and ICE officers or in-
telligence analysts assigned to border State
fusion centers under this section shall also
provide such products to the Office of Intel-
ligence and Analysis of the Department for
collection and dissemination to other fusion
centers in other border States.

‘“(B) DATABASE ACCESS.—In order to fulfill
the objectives described in subparagraph (A),
CBP and ICE officers and intelligence ana-
lysts stationed at border State fusion cen-
ters under this section shall have direct ac-
cess to all relevant databases at their respec-
tive agencies.

¢“(C) CUSTOMER SATISFACTION SURVEYS.—
The Secretary shall create a mechanism for
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State, local, and tribal law enforcement offi-
cers who are consumers of the intelligence
products described in subparagraph (A) to fill
out an electronic customer satisfaction sur-
vey whenever they access such a product.
The results of these voluntary surveys
should be provided electronically to appro-
priate personnel of the Department. The re-
sults of these customer satisfaction surveys
should also be included in an appropriate for-
mat in the annual status reports described in
subsection (h)(2)(A).

¢(2) CULTIVATION OF RELATIONSHIPS.—CBP
and ICE officers and intelligence analysts
stationed at border State fusion centers
under this section shall actively cultivate
relationships with State, local, and tribal
law enforcement personnel in border commu-
nities in order to satisfy the mission de-
scribed in paragraph (1), and shall make
similar outreach to Canadian and Mexican
law enforcement authorities serving neigh-
boring communities across the northern and
southern borders. CBP and ICE officers and
intelligence analysts stationed at border
State fusion centers under this section may
also serve as a conduit of border intelligence
products from the Department itself and
shall ensure that such products are provided
to all appropriate law enforcement agencies,
departments, and offices in border States.

“(f) RULE OF CONSTRUCTION.—Nothing in
this section shall be construed to require a
border State fusion center to participate in
the Border Intelligence Fusion Center Pro-
gram.

‘“(g) REPORTS.—

‘(1) DEVELOPMENT OF
PLAN.—

‘“(A) IN GENERAL.—Not later than 90 days
after the date of the enactment of the Imple-
menting the 9/11 Commission Recommenda-
tions Act of 2007, the Secretary shall develop
a Border Intelligence Fusion Center Program
implementation plan and submit to the ap-
propriate congressional committees a copy
of such plan. In developing such plan, the
Secretary shall consult with State, local,
and tribal authorities responsible for border
State fusion centers.

‘(B) CONTENTS.—The implementation plan
should also address the following elements
for effective program assessment:

‘(i) A clear articulation of the purposes,
goals, and specific objectives for which the
program is being developed.

‘(i) An identification of program stake-
holders and an assessment of their interests
in and expectations of the program.

‘(iii) A developed set of quantitative
metrics to measure, to the extent possible,
program output.

““(iv) A developed set of qualitative instru-
ments (e.g., surveys and expert interviews)
to assess the extent to which stakeholders
believe their needs and expectations are
being met.

¢“(2) STATUS REPORTS AND CONTINUATION AS-
SESSMENT.—

““(A) STATUS REPORTS.—

‘(i) IN GENERAL.—The Secretary shall sub-
mit to the appropriate congressional com-
mittees status reports on the Border Intel-
ligence Fusion Center Program. The reports
shall address the elements described in para-
graph (1)(B). The reports shall also include
the following:

‘() A description of the training programs
in place for CBP and ICE officers and intel-
ligence analysts participating in the pro-
gram.

“(ITI) A listing of the border State fusion
centers where CBP and ICE officers and in-
telligence analysts are deployed.

‘“(IIT) A representative survey of State,
local, and tribal law enforcement officers
serving border jurisdictions regarding the
specificity and actionable nature of the bor-
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der intelligence provided by CBP and ICE of-
ficers at such fusion centers.

“(IV) A description of the results of the
customer satisfaction surveys submitted by
users of the products described in subsection
(e)(@).

‘(i) DEADLINES.—Status reports under
clause (i) shall be submitted not later than—

““(I) one year after the date of the enact-
ment of the Implementing the 9/11 Commis-
sion Recommendations Act of 2007; and

‘“(IT) three and five years after the date on
which the Border Intelligence Fusion Center
Program is established.

“(B) CONTINUATION ASSESSMENT.—Not later
than the end of the fifth year following the
date on which the Border Intelligence Fusion
Center Program is established, the Secretary
shall submit to the appropriate congres-
sional committees a Border Intelligence Fu-
sion Center Program Continuation Assess-
ment. The continuation assessment shall ac-
complish the following:

‘(i) Recommend whether the program
should continue in its present or some al-
tered form or not.

‘(ii) Provide the reasons for that rec-
ommendation.

‘‘(iii) If the recommendation is that the
program should continue, list and describe
legislative priorities for Congress regarding
the continuation of the program, and provide
recommended appropriations amounts and
justifications for them.

“(h) DEFINITION OF BORDER STATE FUSION
CENTER.—The term ‘border State fusion cen-
ter’ means a fusion center located in the
State of Washington, Idaho, Montana, North
Dakota, Minnesota, Wisconsin, Michigan,
Ohio, Pennsylvania, New York, Vermont,
New Hampshire, Maine, California, Arizona,
New Mexico, or Texas.” .

(b) CLERICAL AMENDMENT.—The table of
contents in section 1(b) of such Act is
amended by inserting after the item relating
to section 203 the following:

‘“‘Sec. 204. Border Intelligence Fusion Center
Program.”.
Subtitle C—Homeland Security Information
Sharing Enhancement
SEC. 721. SHORT TITLE.

This subtitle may be cited as the ‘‘Home-
land Security Information Sharing Enhance-
ment Act of 2007°.

SEC. 722. HOMELAND SECURITY ADVISORY SYS-
TEM.

(a) IN GENERAL.—Subtitle A of title II of
the Homeland Security Act of 2002 (6 U.S.C.
121 et seq.) is amended by adding at the end
the following:

“SEC. 205. HOMELAND SECURITY ADVISORY SYS-
TEM.

‘‘(a) REQUIREMENT.—The Under Secretary
for Intelligence and Analysis shall imple-
ment a Homeland Security Advisory System
in accordance with this section to provide
public advisories and alerts regarding
threats to homeland security, including na-
tional, regional, local, and economic sector
advisories and alerts, as appropriate.

‘“(b) REQUIRED ELEMENTS.—The Under Sec-
retary, under the System—

‘(1) shall include, in each advisory and
alert regarding a threat, information on ap-
propriate protective measures and counter-
measures that may be taken in response to
the threat;

‘(2) shall, whenever possible, limit the
scope of each advisory and alert to a specific
region, locality, or economic sector believed
to be at risk; and

‘(3) shall not, in issuing any advisory or
alert, use color designations as the exclusive
means of specifying the homeland security
threat conditions that are the subject of the
advisory or alert.”.

(b) CLERICAL AMENDMENT.—The table of
contents in section 1(b) of such Act is
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amended by adding at the end of the items
relating to subtitle A of title II the fol-
lowing:

“Sec. 205. Homeland Security Advisory Sys-
tem.”.

723. HOMELAND SECURITY INFORMATION
SHARING.

(a) IN GENERAL.—Subtitle A of title II of
the Homeland Security Act of 2002 (6 U.S.C.
121 et seq.) is further amended by adding at
the end the following:

“SEC. 206. HOMELAND SECURITY INFORMATION
SHARING.

‘‘(a) INFORMATION SHARING ENVIRONMENT.—
Consistent with section 1016 of the National
Intelligence Reform and Terrorism Preven-
tion Act of 2004 (6 U.S.C. 485) and in accord-
ance with all other applicable laws and regu-
lations, the Secretary shall integrate and
standardize the information of the intel-
ligence components of the Department into a
Department information sharing environ-
ment, to be administered by the Under Sec-
retary for Intelligence and Analysis.

““(b) INFORMATION SHARING AND KNOWLEDGE
MANAGEMENT OFFICERS.—For each intel-
ligence component of the Department, the
Secretary shall designate an information
sharing and knowledge management officer
who shall report to the Under Secretary for
Intelligence and Analysis with respect to co-
ordinating the different systems used in the
Department to gather and disseminate
homeland security information.

“(c) STATE, LOCAL, AND PRIVATE-SECTOR
SOURCES OF INFORMATION.—

‘(1) ESTABLISHMENT OF BUSINESS PROC-
ESSES.—The Under Secretary for Intelligence
and Analysis shall establish Department-
wide procedures for the review and analysis
of information gathered from State, local,
tribal, and private-sector sources and, as ap-
propriate, integrate such information into
the information gathered by the Department
and other department and agencies of the
Federal Government.

‘“(2) FEEDBACK.—The Secretary shall de-
velop mechanisms to provide analytical and
operational feedback to any State, local,
tribal, and private-sector entities that gath-
er information and provide such information
to the Secretary.

¢(d) TRAINING AND EVALUATION OF EMPLOY-
EES.—

‘(1) TRAINING.—The Under Secretary shall
provide to employees of the Department op-
portunities for training and education to de-
velop an understanding of the definition of
homeland security information, how infor-
mation available to them as part of their du-
ties might qualify as homeland security in-
formation, and how information available to
them is relevant to the Office of Intelligence
and Analysis.

‘(2) EVALUATIONS.—The Under Secretary
shall, on an ongoing basis, evaluate how em-
ployees of the Office of Intelligence and
Analysis and the intelligence components of
the Department are utilizing homeland secu-
rity information and participating in the De-
partment information sharing environ-
ment.”’.

(b) CLERICAL AMENDMENT.—The table of
contents in section 1(b) of such Act is further
amended by adding at the end of the items
relating to such subtitle the following:

“Sec. 206. Homeland security
sharing.”.

(c) ESTABLISHMENT OF COMPREHENSIVE IN-
FORMATION TECHNOLOGY NETWORK ARCHITEC-
TURE.—

(1) IN GENERAL.—Subtitle A of title II of
the Homeland Security Act of 2002 (6 U.S.C.
121 et seq.) is further amended by adding at
the end the following new section:

SEC.

information
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“SEC. 207. COMPREHENSIVE INFORMATION TECH-
NOLOGY NETWORK ARCHITECTURE.

‘‘(a) ESTABLISHMENT.—The Secretary, act-
ing through the Chief Intelligence Officer,
shall establish a comprehensive information
technology network architecture for the Of-
fice of Intelligence and Analysis.

‘“(b) NETWORK MODEL.—The comprehensive
information technology network architec-
ture established under subsection (a) shall,
to the extent possible, incorporate the ap-
proaches, features, and functions of the net-
work proposed by the Markle Foundation in
reports issued in October 2002 and December
2003, known as the System-wide Homeland
Security Analysis and Resource Exchange
(SHARE) Network.

“(c) COMPREHENSIVE INFORMATION TECH-
NOLOGY NETWORK ARCHITECTURE DEFINED.—
the term ‘comprehensive information tech-
nology network architecture’ means an inte-
grated framework for evolving or maintain-
ing existing information technology and ac-
quiring new information technology to
achieve the strategic goals and information
resources management goals of the Office of
Intelligence and Analysis.”.

(2) CLERICAL AMENDMENT.—The table of
contents in section 1(b) of such Act is further
amended by adding at the end of the items
relating to such subtitle the following:

‘‘Sec. 207. Comprehensive information tech-
nology network architecture.”.

(3) REPORTS.—

(A) REPORT ON IMPLEMENTATION OF PLAN.—
Not later than 360 days after the date of the
enactment of this Act, the Secretary of
Homeland Security shall submit to the Com-
mittee on Homeland Security and Govern-
mental Affairs of the Senate and the Com-
mittee on Homeland Security of the House of
Representatives a report containing a plan
to implement the comprehensive informa-
tion technology network architecture for the
Office of Intelligence and Analysis of the De-
partment of Homeland Security required
under section 205 of the Homeland Security
Act of 2002, as added by paragraph (1). Such
report shall include the following:

(i) Priorities for the development of the
comprehensive information technology net-
work architecture and a rationale for such
priorities.

(ii) An explanation of how the various com-
ponents of the comprehensive information
technology network architecture will work
together and interconnect.

(iii) A description of the technology chal-
lenges that the Office of Intelligence and
Analysis will face in implementing the com-
prehensive information technology network
architecture.

(iv) A description of technology options
that are available or are in development that
may be incorporated into the comprehensive
technology network architecture, the feasi-
bility of incorporating such options, and the
advantages and disadvantages of doing so.

(v) An explanation of any security protec-
tions to be developed as part of the com-
prehensive information technology network
architecture.

(vi) A description of any safeguards for
civil liberties and privacy to be built into
the comprehensive information technology
network architecture.

(vii) An operational best practices plan.

(B) PROGRESS REPORT.—Not later than 180
days after the date on which the report is
submitted under subparagraph (A), the Sec-
retary of Homeland Security shall submit to
the Committee on Homeland Security and
Governmental Affairs of the Senate and the
Committee on Homeland Security of the
House of Representatives a report on the
progress of the Secretary in developing the
comprehensive information technology net-
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work architecture required under section 205
of the Homeland Security Act of 2002, as
added by paragraph (1).

(d) INTELLIGENCE COMPONENT DEFINED.—
Section 2 of the Homeland Security Act of
2002 (6 U.S.C. 101) is further amended by add-
ing at the end the following new paragraph:

‘(18) The term ‘intelligence component of
the Department’ means any directorate,
agency, or element of the Department that
gathers, receives, analyzes, produces, or dis-
seminates homeland security information
except—

‘““(A) a directorate, agency, or element of
the Department that is required to be main-
tained as a distinct entity under this Act; or

‘(B) any personnel security, physical secu-
rity, document security, or communications
security program within any directorate,
agency, or element of the Department.”.

Subtitle D—Homeland Security Information
Sharing Partnerships
SEC. 731. SHORT TITLE.

This subtitle may be cited as the ‘‘Home-
land Security Information Sharing Partner-
ships Act of 2007”.

SEC. 732. STATE, LOCAL, AND REGIONAL INFOR-
MATION FUSION CENTER INITIA-
TIVE.

(a) IN GENERAL.—Subtitle A of title II of
the Homeland Security Act of 2002 (6 U.S.C.
121 et seq.) is further is amended by adding
at the end the following:

“SEC. 208. STATE, LOCAL, AND REGIONAL FUSION
CENTER INITIATIVE.

‘‘(a) ESTABLISHMENT.—The Secretary shall
establish a State, Local, and Regional Fu-
sion Center Initiative to establish partner-
ships with State, local, and regional fusion
centers.

‘“(b) DuTIES.—Through the State, Local,
and Regional Fusion Center Initiative, the
Secretary shall—

‘(1) coordinate with the principal official
of each State, local, or regional fusion center
and the official designated as the Homeland
Security Advisor of the State;

‘“(2) provide Department operational and
intelligence advice and assistance to State,
local, and regional fusion centers;

“(3) support efforts to include State, local,
and regional fusion centers into efforts to es-
tablish an information sharing environment
(as defined under section 1016(a)(2) of the In-
telligence Reform and Terrorism Prevention
Act of 2004 (6 U.S.C. 485(a)(2))) in accordance
with all applicable laws and regulations;

‘“(4) conduct table-top and live training ex-
ercises to regularly assess the capability of
individual and regional networks of State,
local, and regional fusion centers to inte-
grate the efforts of such networks with the
efforts of the Department;

‘“(6) coordinate with other relevant Federal
entities engaged in homeland security-re-
lated activities;

‘(6) provide analytic and reporting advice
and assistance to State, local, and regional
fusion centers;

(7 review homeland security information
gathered by State, local, and regional fusion
centers and incorporate relevant informa-
tion with homeland security information of
the Department;

‘“(8) provide management assistance to
State, local, and regional fusion centers;

‘“(9) serve as a point of contact to ensure
the dissemination of relevant homeland se-
curity information.

‘“(10) facilitate close communication and
coordination between State, local, and re-
gional fusion centers and the Department;

‘“(11) provide State, local, and regional fu-
sion centers with expertise on Department
resources and operations;

‘“(12) provide training to State, local, and
regional fusion centers and encourage such
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fusion centers to participate in terrorist

threat-related exercises conducted by the

Department; and

“(13) carry out such other duties as the
Secretary determines are appropriate.”.

(b) CLERICAL AMENDMENT.—The table of
contents in section 1(b) of such Act is further
amended by adding at the end of the items
relating to such subtitle the following:

‘“Sec. 208. State, Local, and Regional Infor-
mation Fusion Center Initia-
tive.”.

(¢) REPORTS.—

(1) CONCEPT OF OPERATIONS.—Not later
than 90 days after the date of the enactment
of this Act and before the State, Local, and
Regional Fusion Center Initiative under sec-
tion 208 of the Homeland Security Act of
2002, as added by subsection (a), has been im-
plemented, the Secretary shall submit to the
Committee on Homeland Security and Gov-
ernmental Affairs of the Senate and the
Committee on Homeland Security of the
House of Representatives a report that con-
tains a concept of operations for the Initia-
tive, which shall include a privacy and civil
liberties impact assessment.

(2) PRIVACY AND CIVIL LIBERTIES.—

(A) REVIEW OF CONCEPT OF OPERATIONS.—
Not later than 180 days after the date on
which the report under paragraph (1) is sub-
mitted, the Privacy Officer of the Depart-
ment of Homeland Security and the Officer
for Civil Rights and Civil Liberties of the De-
partment of Homeland Security shall review
the privacy and civil liberties implications
of the Initiative and the concept of oper-
ations and report any concerns to the Sec-
retary of Homeland Security and the Under
Secretary of Homeland Security for Intel-
ligence and Analysis. The Secretary may not
implement the Initiative until the Privacy
Officer and the Officer for Civil Rights and
Civil Liberties have certified that any pri-
vacy or civil liberties concerns have been ad-
dressed.

(B) REVIEW OF PRIVACY IMPACT.—Under the
authority of section 222(5) of the Homeland
Security Act of 2002 (6 U.S.C. 142(5)), not
later than one year after the date on which
the State, Local, and Regional Fusion Center
Initiative is implemented, the Privacy Offi-
cer of the Department of Homeland Security,
in consultation with the Officer for Civil
Rights and Civil Liberties of the Department
of Homeland Security, shall submit to Con-
gress, the Secretary of Homeland Security,
and the Under Secretary of Homeland Secu-
rity for Intelligence and Analysis a report on
the privacy and civil liberties impact of the
Initiative.

SEC. 733. HOMELAND SECURITY INFORMATION

SHARING FELLOWS PROGRAM.

(a) ESTABLISHMENT OF PROGRAM.—Subtitle
A of title II of the Homeland Security Act of
2002 (6 U.S.C. 121 et seq.) is further amended
by adding at the end the following:

“SEC. 209. HOMELAND SECURITY INFORMATION

SHARING FELLOWS PROGRAM.

‘‘(a) ESTABLISHMENT.—

‘(1) IN GENERAL.—The Secretary, acting
through the Under Secretary for Intelligence
and Analysis, shall establish a fellowship
program in accordance with this section for
the purpose of—

‘“(A) detailing State, local, and tribal law
enforcement officers and intelligence ana-
lysts to the Department to participate in the
work of the Office of Intelligence and Anal-
ysis in order to become familiar with—

‘(i) the mission and capabilities of the Of-
fice of Intelligence and Analysis; and

‘‘(ii) the role, programs, products, and per-
sonnel of the Office of Intelligence and Anal-
ysis; and

‘“(B) promoting information sharing be-
tween the Department and State, local, and
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tribal law enforcement officers and intel-
ligence analysts by stationing such officers
and analysts in order to—

‘(i) serve as a point of contact in the De-
partment to assist in the representation of
State, local, and tribal homeland security in-
formation needs;

‘(i) identify homeland security informa-
tion of interest to State, local, and tribal
law enforcement officers and intelligence an-
alysts; and

‘‘(iii) assist Department analysts in pre-
paring and disseminating terrorism-related
products that are tailored to State, local,
and tribal law enforcement officers and in-
telligence analysts and designed to thwart
terrorist attacks.

‘“(2) PROGRAM NAME.—The program under
this section shall be known as the ‘Homeland
Security Information Sharing Fellows Pro-
gram’.

“(b) ELIGIBILITY.—

‘(1) IN GENERAL.—In order to be eligible for
selection as an Information Sharing Fellow
under the program, an individual must—

‘“(A) have homeland security-related re-
sponsibilities or law enforcement-related re-
sponsibilities;

‘“(B) be eligible for an appropriate national
security clearance;

“(C) possess a valid need for access to clas-
sified information, as determined by the
Under Secretary for Intelligence and Anal-
ysis;

‘(D) be an employee of an eligible entity;
and

‘(E) have undergone appropriate privacy
and civil liberties training that is developed,
supported, or sponsored by the Privacy Offi-
cer and the Officer for Civil Rights and Civil
Liberties in partnership with the Privacy
and Civil Liberties Oversight Board.

‘(2) ELIGIBLE ENTITIES.—For purposes of
this subsection, the term ‘eligible entity’
means—

‘““(A) a State, local, or regional fusion cen-
ter;

‘(B) a State or local law enforcement or
other government entity that serves a major
metropolitan area, as determined by the Sec-
retary;

“(C) a State or local law enforcement or
other government entity that serves a subur-
ban or rural area, as determined by the Sec-
retary;

‘(D) a State or local law enforcement or
other government entity with port respon-
sibilities, as determined by the Secretary;

‘‘(E) a State or local law enforcement or
other government entity with border respon-
sibilities, as determined by the Secretary;

‘(F) a State or local law enforcement or
other government entity with agricultural
responsibilities, as determined by the Sec-
retary;

‘(G) a tribal law enforcement or other au-
thority; or

‘“(H) such other entity as the Secretary de-
termines is appropriate.

‘“(c) OPTIONAL PARTICIPATION.—No State,
local, or tribal law enforcement or other gov-
ernment entity shall be required to partici-
pate in the Homeland Security Information
Sharing Fellows Program.

‘‘(d) PROCEDURES FOR NOMINATION AND SE-
LECTION.—

‘(1) IN GENERAL.—The Under Secretary
shall establish procedures to provide for the
nomination and selection of individuals to
participate in the Homeland Security Infor-
mation Sharing Fellows Program.

‘“(2) LIMITATIONS.—The TUnder Secretary
shall—

‘“(A) select law enforcement officers and
intelligence analysts representing a broad
cross-section of State, local, and tribal agen-
cies; and
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‘“(B) ensure that the number of Informa-
tion Sharing Fellows selected does not im-
pede the activities of the Office of Intel-
ligence and Analysis.

‘“(e) LENGTH OF SERVICE.—Information
Sharing Fellows shall serve for a reasonable
period of time, as determined by the Under
Secretary. Such period of time shall be suffi-
cient to advance the information-sharing
goals of the Under Secretary and encourage
participation by as many qualified nominees
as possible.

““(f) CONDITION.—ASs a condition of selecting
an individual as an Information Sharing Fel-
low under the program, the Under Secretary
shall require that the individual’s employer
agree to continue to pay the individual’s sal-
ary and benefits during the period for which
the individual is detailed.

‘(g) STIPEND.—During the period for which
an individual is detailed under the program,
the Under Secretary shall, subject to the
availability of appropriations provide to the
individual a stipend to cover the individual’s
reasonable living expenses for that period.

“(h) SECURITY CLEARANCES.—If an indi-
vidual selected for a fellowship under the In-
formation Sharing Fellows Program does not
possess the appropriate security clearance,
the Under Secretary shall ensure that secu-
rity clearance processing is expedited for
such individual and shall ensure that each
such Information Sharing Fellow has ob-
tained the appropriate security clearance
prior to participation in the Program.”’.

(b) CLERICAL AMENDMENT.—The table of
contents in section 1(b) of such Act is further
amended by adding at the end of the items
relating to such subtitle the following:

“Sec. 209. Homeland Security Information
Sharing Fellows Program.”’.

(¢) REPORTS.—

(1) CONCEPT OF OPERATIONS.—Not later
than 90 days after the date of the enactment
of this Act and before the implementation of
the Homeland Security Information Sharing
Fellows Program under section 209 of the
Homeland Security Act of 2002, as added by
subsection (a), the Secretary shall submit to
the Committee on Homeland Security and
Governmental Affairs of the Senate and the
Committee on Homeland Security of the
House of Representatives a report that con-
tains a concept of operations for the Pro-
gram, which shall include a privacy and civil
liberties impact assessment.

(2) PRIVACY AND CIVIL LIBERTIES.—

(A) REVIEW OF CONCEPT OF OPERATIONS.—
Not later than 180 days after the date on
which the report under paragraph (1) is sub-
mitted, the Privacy Officer of the Depart-
ment of Homeland Security and the Officer
for Civil Rights and Civil Liberties of the De-
partment of Homeland Security shall review
the privacy and civil liberties implications
of the Program and the concept of operations
and report any concerns to the Secretary of
Homeland Security and the Under Secretary
of Homeland Security for Intelligence and
Analysis. The Secretary may not implement
the Program until the Privacy Officer and
the Officer for Civil Rights and Civil Lib-
erties have certified that any privacy or civil
liberties concerns have been addressed.

(B) REVIEW OF PRIVACY IMPACT.—Under the
authority of section 222(5) of the Homeland
Security Act of 2002 (6 U.S.C. 142(5)), not
later than one year after the date on which
the Homeland Security Information Sharing
Fellows Program is implemented, the Pri-
vacy Officer of the Department of Homeland
Security, in consultation with the Officer for
Civil Rights and Civil Liberties of the De-
partment of Homeland Security, shall sub-
mit to Congress, the Secretary of Homeland
Security, and the Under Secretary of Home-
land Security for Intelligence and Analysis a
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report on the privacy and civil liberties im-
pact of the Program.
Subtitle E—Homeland Security Intelligence
Offices Reorganization
SEC. 741. DEPARTMENTAL REORGANIZATION.

(a) REDESIGNATION OF DIRECTORATE FOR IN-
FORMATION ANALYSIS AND INFRASTRUCTURE
PROTECTION.—Section 201 of the Homeland
Security Act of 2002 (6 U.S.C. 121) is amend-
ed—

(1) in subsection (a)(1)—

(A) by striking ‘“‘a Directorate for Informa-
tion Analysis and Infrastructure Protection”
and inserting ‘“‘an Office of Intelligence and
Analysis’’; and

(B) by striking ‘‘an Under Secretary for In-
formation Analysis and Infrastructure Pro-
tection’ and inserting ‘‘an Under Secretary
for Intelligence and Analysis’’;

(2) by striking subsection (b) and redesig-
nating subsections (c¢) through (g) as sub-
sections (b) through (f), respectively;

(3) in subsection (b), as so redesignated—

(A) by striking ‘‘and infrastructure protec-
tion” before ‘‘are carried out’ and inserting
“‘and intelligence’’; and

(B) by striking ‘‘the Under Secretary for
Information Analysis and Infrastructure
Protection” and inserting ‘‘the Under Sec-
retary for Intelligence and Analysis’’;

(4) in subsection (c¢), as so redesignated—

(A) by striking ‘‘the Under Secretary for
Information Analysis and Infrastructure
Protection” and inserting ‘‘the Under Sec-
retary for Intelligence and Analysis’’;

(B) by striking paragraphs (2), (5), and (6),
and redesignating paragraphs (3) through (17)
as paragraphs (2) through (14), respectively;

(C) by redesignating paragraphs (18) and
(19) as paragraphs (20) and (21), respectively;

(D) in paragraph (2), as so redesignated, by
striking ‘“To integrate’” and inserting ‘‘To
participate in the integration of’’;

(E) in paragraph (14), as so redesignated, by
inserting ‘‘the Assistant Secretary for Infra-
structure Protection and” after ‘‘coordinate
with”’; and

(F) by inserting after paragraph (14), as re-
designated by subparagraph (B), the fol-
lowing new paragraphs:

‘“(15) To coordinate and enhance integra-
tion among intelligence components of the

Department.
‘“(16) To establish intelligence priorities,
policies, processes, standards, guidelines,

and procedures for the Department.

“(17) To establish a structure and process
to support the missions and goals of the in-
telligence components of the Department.

‘“(18) To ensure that, whenever possible—

‘“(A) the Under Secretary for Intelligence
and Analysis produces and disseminates re-
ports and analytic products based on open-
source information that do not require a na-
tional security classification under applica-
ble law; and

‘(B) such unclassified open source reports
are produced and disseminated contempora-
neously with reports or analytic products
concerning the same or similar information
that the Under Secretary for Intelligence
and Analysis produces and disseminates in a
classified format.

“(19) To establish within the Office of In-
telligence Analysis an Internal Continuity of
Operations (COOP) Plan that—

““(A) assures that the capability exists to
continue uninterrupted operations during a
wide range of potential emergencies, includ-
ing localized acts of nature, accidents, and
technological or attack-related emergencies,
that is maintained at a high level of readi-
ness and is capable of implementation with
and without warning; and

‘(B) includes plans and procedures gov-
erning succession to office within the Office
of Intelligence and Analysis, including—
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‘“(i) emergency delegations of authority
(where permissible, and in accordance with
applicable law);

‘“(ii) the safekeeping of vital resources, fa-
cilities, and records;

‘‘(iii) the improvisation or emergency ac-
quisition of vital resources necessary for the
performance of operations of the Office; and

‘“(iv) the capability to relocate essential
personnel and functions to and to sustain the
performance of the operations of the Office
at an alternate work site until normal oper-
ations can be resumed.’’;

(5) in subsections (d) and (e), as redesig-
nated by subsection (a)(2), by striking ‘Di-
rectorate’ each place it appears and insert-
ing “‘Office’’; and

(6) in subsection (f), as redesignated by
subsection (a)(2)—

(A) by striking ‘‘the Under Secretary for
Information Analysis and Infrastructure
Protection” and inserting ‘‘the Under Sec-
retary for Intelligence and Analysis and the
Assistant Secretary for Infrastructure Pro-
tection’’; and

(B) by inserting ‘“‘and section 203 after
“‘under this section”.

(b) TECHNICAL AND CONFORMING AMEND-
MENTS.—

(1) HOMELAND SECURITY ACT OF 2002.—The
Homeland Security Act of 2002 (6 U.S.C. 101
et seq.) is amended—

(A) in section 103(a), by adding at the end
the following new paragraph:

‘“(10) An Under Secretary for Intelligence
and Analysis.”’;

(B) in section 223, by striking ‘‘Under Sec-
retary for Information Analysis and Infra-
structure Protection’ and inserting ‘‘Under
Secretary for Intelligence and Analysis, in
cooperation with the Assistant Secretary for
Infrastructure Protection”’;

(C) in section 224, by striking ‘‘Under Sec-
retary for Information Analysis and Infra-
structure Protection’” and inserting ‘‘Assist-
ant Secretary for Infrastructure Protec-
tion’’; and

(D) in section 302(3), by striking ‘‘Under
Secretary for Information Analysis and In-
frastructure Protection’” and inserting
“Under Secretary for Intelligence and Anal-
ysis and the Assistant Secretary for Infra-
structure Protection’.

(2) HEADINGS.—

(A) SECTION 201.—The heading for section
201 of such Act is amended to read as follows:

“SEC. 201. OFFICE OF INTELLIGENCE AND ANAL-
YSIS.”.
(B) SECTION 201(a).—The heading for sub-
section (a) of section 201 of such Act is
amended to read as follows:

‘‘(a) UNDER SECRETARY OF HOMELAND SECU-
RITY FOR INTELLIGENCE AND ANALYSIS.—.

(C) SECTION 201(b).—The heading for sub-
section (b) of section 201 of such Act, as re-
designated by subsection (a)(2), is amended
to read as follows:

“‘(b) DISCHARGE OF INTELLIGENCE AND ANAL-
YSIS.—.

(3) NATIONAL SECURITY ACT OF 1947.—Section
106(b)(2)(I) of the National Security Act of
1947 (50 U.S.C. 403-6) is amended to read as
follows:

‘“(I) The Under Secretary for Intelligence
and Analysis of the Department of Homeland
Security.”’.

(4) INTELLIGENCE REFORM AND TERRORISM
PREVENTION ACT OF 2004.—Section 7306(a)(1) of
the Intelligence Reform and Terrorism Pre-
vention Act of 2004 (Public Law 108-458; 118
Stat. 3848) is amended by striking ‘‘Under
Secretary for Information Analysis and In-
frastructure Protection’” and inserting
‘“Under Secretary for Intelligence and Anal-
ysis”.
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742. INTELLIGENCE COMPONENTS OF DE-
PARTMENT OF HOMELAND SECU-
RITY.

(a) RESPONSIBILITIES.—Subtitle A of title II
of the Homeland Security Act of 2002 (6
U.S.C. 201 et seq.) is further amended by add-
ing at the end the following new section:
“SEC. 210. INTELLIGENCE COMPONENTS.

‘‘(a) RESPONSIBILITIES.—Subject to the di-
rection and control of the Secretary, the re-
sponsibilities of the head of each intelligence
component of the Department are as follows:

‘(1) To ensure that duties related to the
acquisition, analysis, and dissemination of
homeland security information are carried
out effectively and efficiently in support of
the Under Secretary for Intelligence and
Analysis.

‘(2) To support and implement the goals
established in cooperation with the Under
Secretary for Intelligence and Analysis.

‘(3) To incorporate the input of the Under
Secretary for Intelligence and Analysis with
respect to performance appraisals, bonus or
award recommendations, pay adjustments,
and other forms of commendation.

‘“(4) To coordinate with the Under Sec-
retary for Intelligence and Analysis in the
recruitment and selection of intelligence of-
ficials of the intelligence component.

‘“(6) To advise and coordinate with the
Under Secretary for Intelligence and Anal-
ysis on any plan to reorganize or restructure
the intelligence component that would, if
implemented, result in realignments of intel-
ligence functions.

‘(6) To ensure that employees of the intel-
ligence component have knowledge of and
comply with the programs and policies es-
tablished by the Under Secretary for Intel-
ligence and Analysis and other appropriate
officials of the Department and that such
employees comply with all applicable laws
and regulations.

“(7T) To perform such other duties relating
to such responsibilities as the Secretary may
provide.

“(b) TRAINING OF EMPLOYEES.—The Sec-
retary shall provide training and guidance
for employees, officials, and senior execu-
tives of the intelligence components of the
Department to develop knowledge of laws,
regulations, operations, policies, procedures,
and programs that are related to the func-
tions of the Department relating to the han-
dling, analysis, dissemination, and acquisi-
tion of homeland security information.”.

(b) CLERICAL AMENDMENT.—The table of
contents in section 1(b) of such Act is further
amended by adding at the end of the items
relating to such subtitle the following:

“Sec. 210. Intelligence components.”’.
SEC. 743. OFFICE OF INFRASTRUCTURE PROTEC-
TION.

(a) ESTABLISHMENT.—Subtitle A of title II
of the Homeland Security Act of 2002 (6
U.S.C. 201 et seq.) is further amended by add-
ing at the end the following new section:
“SEC. 210A. OFFICE OF INFRASTRUCTURE PRO-

TECTION.

‘“(a) ASSISTANT SECRETARY FOR INFRA-
STRUCTURE PROTECTION.—

‘(1) IN GENERAL.—There shall be in the De-
partment an Office of Infrastructure Protec-
tion headed by an Assistant Secretary for In-
frastructure Protection.

‘(2) RESPONSIBILITIES.—The Assistant Sec-
retary shall assist the Secretary in dis-
charging the responsibilities assigned by the
Secretary.

“(b) DISCHARGE OF INFRASTRUCTURE PRO-
TECTION.—The Secretary shall ensure that
the responsibilities of the Department re-
garding infrastructure protection are carried
out through the Assistant Secretary for In-
frastructure Protection.

“‘(c) RESPONSIBILITIES OF ASSISTANT SEC-
RETARY.—Subject to the direction and con-
trol of the Secretary, the responsibilities of

SEC.
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the Assistant Secretary for Infrastructure
Protection shall be as follows:

‘(1) To carry out comprehensive assess-
ments of the vulnerabilities of the key re-
sources and critical infrastructure of the
United States, including the performance of
risk assessments to determine the risks
posed by particular types of terrorist attacks
within the United States (including an as-
sessment of the probability of success of
such attacks and the feasibility and poten-
tial efficacy of various countermeasures to
such attacks).

‘“(2) To participate in the integration of
relevant information, analyses, and vulner-
ability assessments (whether such informa-
tion, analyses, or assessments are provided
or produced by the Department or others) in
order to identify priorities for protective and
support measures by the Department, other
agencies of the Federal Government, State
and local government agencies and authori-
ties, the private sector, and other entities.

‘“(3) To develop a comprehensive national
plan for securing the key resources and crit-
ical infrastructure of the United States, in-
cluding power production, generation, and
distribution systems, information tech-
nology and telecommunications systems (in-
cluding satellites), electronic financial and
property record storage and transmission
systems, emergency preparedness commu-
nications systems, and the physical and
technological assets that support such sys-
tems.

‘“(4) To recommend measures necessary to
protect the key resources and critical infra-
structure of the United States in coordina-
tion with other agencies of the Federal Gov-
ernment and in cooperation with State and
local government agencies and authorities,
the private sector, and other entities.

“(6) To coordinate with the Under Sec-
retary for Intelligence and Analysis and ele-
ments of the intelligence community and
with Federal, State, and local law enforce-
ment agencies, and the private sector, as ap-
propriate.

‘(6) To perform such other duties as as-
signed by the Secretary under this Act.

‘“(d) STAFF.—

‘(1) IN GENERAL.—The Secretary shall pro-
vide the Office with a staff having appro-
priate expertise and experience to assist the
Assistant Secretary in discharging respon-
sibilities under this section.

‘(2) PRIVATE SECTOR STAFF.—Staff under
this subsection may include staff from the
private sector.

“(3) SECURITY CLEARANCES.—Staff under
this subsection shall possess security clear-
ances appropriate for their work under this
section.

‘‘(e) DETAIL OF PERSONNEL.—

‘(1) IN GENERAL.—In order to assist the Of-
fice in discharging responsibilities under this
section, personnel of other Federal agencies
may be detailed to the Department for the
performance of analytic functions and re-
lated duties.

‘“(2) COOPERATIVE AGREEMENTS.—The Sec-
retary and the head of the agency concerned
may enter into cooperative agreements for
the purpose of detailing personnel under this
subsection.

‘(3) BASIS.—The detail of personnel under
this subsection may be on a reimbursable or
non-reimbursable basis.”’.

(b) CLERICAL AMENDMENT.—The table of
contents in section 1(b) of such Act is further
amended by adding at the end of the items
relating to such subtitle the following:

‘“Sec. 210A. Office of Infrastructure Protec-
tion.”.
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TITLE VIII—PROTECTING PRIVACY AND
CIVIL LIBERTIES WHILE EFFECTIVELY
FIGHTING TERRORISM

Subtitle A—Privacy and Civil Liberties
Oversight Boards

SEC. 801. SHORT TITLE.

This subtitle may be cited as the ‘‘Protec-
tion of Civil Liberties Act’’.

SEC. 802. FINDINGS.

Congress finds the following:

(1) On July 22, 2004 the National Commis-
sion on Terrorist Attacks Upon the United
States issued a report that included 41 spe-
cific recommendations to help prevent fu-
ture terrorist attacks, including details of a
global strategy and government reorganiza-
tion necessary to implement that strategy.

(2) One of the recommendations focused on
the protections of civil liberties. Specifically
the following recommendation was made:
‘“At this time of increased and consolidated
government authority, there should be a
board within the executive branch to oversee
adherence to the guidelines we recommend
and the commitment the government makes
to defend our civil liberties.”.

(3) The report also states that ‘‘the choice
between security and liberty is a false
choice, as nothing is more likely to endanger
America’s liberties than the success of a ter-
rorist attack at home. Our History has
shown that the insecurity threatens liberty
at home. Yet if our liberties are curtailed,
we lose the values that we are struggling to
defend.”.

(4) On December 17, 2004, Public Law 108-
458, the National Intelligence Reform Act,
was signed into law. This law created a civil
liberties board that does not have the au-
thority necessary to protect civil liberties.
SEC. 803. MAKING THE PRIVACY AND CIVIL LIB-

ERTIES OVERSIGHT BOARD INDE-
PENDENT.

Section 1061(b) of the Intelligence Reform
and Terrorism Prevention Act of 2004 (b
U.S.C. 601 note) is amended by striking
“within the Executive Office of the Presi-
dent” and inserting ‘‘as an independent
agency within the Executive branch’’.

SEC. 804. REQUIRING ALL MEMBERS OF THE PRI-

VACY AND CIVIL LIBERTIES OVER-
SIGHT BOARD BE CONFIRMED BY
THE SENATE.

Subsection (e) of section 1061 of the Intel-
ligence Reform and Terrorism Prevention
Act of 2004 (5 U.S.C. 601 note) is amended to
read as follows:

‘‘(e) MEMBERSHIP.—

‘(1) MEMBERS.—The Board shall be com-
posed of a full-time chairman and 4 addi-
tional members, who shall be appointed by
the President by no later than 6 months
after the date of the enactment of the Pro-
tection of Civil Liberties Act, by and with
the advice and consent of the Senate, which
shall move expeditiously following each
nomination.

‘“(2) QUALIFICATIONS.—Members of the
Board shall be selected solely on the basis of
their professional qualifications, achieve-
ments, public stature, expertise in civil lib-
erties and privacy, and relevant experience,
and without regard to political affiliation,
but in no event shall more than 3 members of
the Board be members of the same political
party. The President shall, before appointing
an individual who is not a member of the
same political party as the President consult
with the leadership of that party, if any, in
the Senate and House of Representatives.

¢(3) INCOMPATIBLE OFFICE.—An individual
appointed to the Board may not, while serv-
ing on the Board, be an elected official, offi-
cer, or employee of the Federal Government,
other than in the capacity as a member of
the Board.

‘“(4) TERM.—Each member of the Board
shall serve a term of six years, except that—
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‘““(A) a member appointed to a term of of-
fice after the commencement of such term
may serve under such appointment only for
the remainder of such term;

‘(B) upon the expiration of the term of of-
fice of a member, the member shall continue
to serve until the member’s successor has
been appointed and qualified, except that no
member may serve under this subpara-
graph—

‘(i) for more than 60 days when Congress is
in session unless a nomination to fill the va-
cancy shall have been submitted to the Sen-
ate; or

‘‘(ii) after the adjournment sine die of the
session of the Senate in which such nomina-
tion is submitted; and

‘“(C) the members initially appointed under
this subsection shall serve terms of two,
three, four, five, and six years, respectively,
from the effective date of this Act, with the
term of each such member to be designated
by the President.

‘“(5) QUORUM AND MEETINGS.—The Board
shall meet upon the call of the chairman or
a majority of its members. Three members of
the Board shall constitute a quorum.”’.

SEC. 805. SUBPOENA POWER FOR THE PRIVACY
AND CIVIL LIBERTIES OVERSIGHT
BOARD.

Section 1061(d) of the Intelligence Reform
and Terrorism Prevention Act of 2004 (b
U.S.C. 601 note) is amended—

(1) so that subparagraph (D) of paragraph
(1) reads as follows:

‘(D) require, by subpoena issued at the di-
rection of a majority of the members of the
Board, persons (other than departments,
agencies, and elements of the executive
branch) to produce any relevant information,
documents, reports, answers, records, ac-
counts, papers, and other documentary or
testimonial evidence.”’; and

(2) so that paragraph (2) reads as follows:

‘(2) ENFORCEMENT OF SUBPOENA.—In the
case of contumacy or failure to obey a sub-
poena issued under paragraph (1)(D), the
United States district court for the judicial
district in which the subpoenaed person re-
sides, is served, or may be found may issue
an order requiring such person to produce
the evidence required by such subpoena.’.

SEC. 806. REPORTING REQUIREMENTS.

(a) DUTIES OF BOARD.—Paragraph (4) of sec-
tion 1061(c) of the Intelligence Reform and
Terrorism Prevention Act of 2004 (5 U.S.C.
601 note) is amended to read as follows:

‘“(4) REPORTS.—

““(A) RECEIPT, REVIEW, AND SUBMISSION.—

‘(i) IN GENERAL.—The Board shall—

“(I) receive and review reports from pri-
vacy officers and civil liberties officers de-
scribed in section 212; and

‘“(II) periodically submit, not less than
semiannually, reports to the appropriate
congressional committees, including the
Committees on the Judiciary of the Senate
and the House of Representatives, the Com-
mittee on Homeland Security and Govern-
mental Affairs of the Senate, the Committee
on Oversight and Government Reform of the
House of Representatives, the Select Com-
mittee on Intelligence of the Senate, and the
Permanent Select Committee on Intelligence
of the House of Representatives, the Com-
mittee on Homeland Security of the House of
Representatives, and to the President.

Such reports shall be in unclassified form to
the greatest extent possible, with a classified
annex where necessary.

‘‘(ii) CONTENTS.—Not less than 2 reports
the Board submits each year under clause
(1)(II) shall include—

‘(I a description of the major activities of
the Board during the preceding period;
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“(II) information on the findings, conclu-
sions, and recommendations of the Board re-
sulting from its advice and oversight func-
tions under subsection (c¢);

‘(ITII) the minority views on any findings,
conclusions, and recommendations of the
Board resulting from its advice and over-
sight functions under subsection (c); and

“(IV) each proposal reviewed by the Board
under subsection (c)(1) that the Board ad-
vised against implementing, but that not-
withstanding such advice, was implemented.

‘(B) INFORMING THE PUBLIC.—The Board
shall—

‘(i) make its reports, including its reports
to Congress, available to the public to the
greatest extent that is consistent with the
protection of classified information and ap-
plicable law; and

‘“(ii) hold public hearings and otherwise in-
form the public of its activities, as appro-
priate and in a manner consistent with the
protection of classified information and ap-
plicable law.”’.

(b) PRIVACY AND CIVIL LIBERTIES OFFI-
CERS.—

(1) DESIGNATION OF OFFICERS.—Section 1062
of the Intelligence Reform and Terrorism
Prevention Act of 2004 (118 Stat. 3688) is
amended to read as follows:

“SEC. 1062. PRIVACY AND CIVIL LIBERTIES OFFI-
CERS.

‘‘(a) DESIGNATION AND FUNCTIONS.—The At-
torney General, the Secretary of Defense,
the Secretary of State, the Secretary of the
Treasury, the Secretary of Health and
Human Services, the Secretary of Homeland
Security, the National Intelligence Director,
the Director of the Central Intelligence
Agency, any other entity within the intel-
ligence community (as defined in section 3 of
the National Security Act of 1947 (560 U.S.C.
401a)), and the head of any other department,
agency, or element of the executive branch
designated by the Privacy and Civil Liberties
Oversight Board to be appropriate for cov-
erage under this section shall designate not
less than 1 senior officer to—

‘(1) assist the head of such department,
agency, or element and other officials of
such department, agency, or element in ap-
propriately considering privacy and civil lib-
erties concerns when such officials are pro-
posing, developing, or implementing laws,
regulations, policies, procedures, or guide-
lines related to efforts to protect the Nation
against terrorism;

‘“(2) periodically investigate and review de-
partment, agency, or element actions, poli-
cies, procedures, guidelines, and related laws
and their implementation to ensure that
such department, agency, or element is ade-
quately considering privacy and civil lib-
erties in its actions;

“(3) ensure that such department, agency,
or element has adequate procedures to re-
ceive, investigate, respond to, and redress
complaints from individuals who allege such
department, agency, or element has violated
their privacy or civil liberties; and

‘“(4) in providing advice on proposals to re-
tain or enhance a particular governmental
power the officer shall consider whether such
department, agency, or element has estab-
lished—

‘“(A) that the power actually enhances se-
curity and the need for the power is balanced
with the need to protect privacy and civil
liberties;

‘“(B) that there is adequate supervision of
the use by such department, agency, or ele-
ment of the power to ensure protection of
privacy and civil liberties; and

‘(C) that there are adequate guidelines and
oversight to properly confine its use.

“(b) EXCEPTION TO DESIGNATION AUTHOR-
ITY.—
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‘(1) PRIVACY OFFICERS.—In any depart-
ment, agency, or element referred to in sub-
section (a) or designated by the Board, which
has a statutorily created privacy officer,
such officer shall perform the functions spec-
ified in subsection (a) with respect to pri-
vacy.

¢(2) CIVIL LIBERTIES OFFICERS.—In any de-
partment, agency, or element referred to in
subsection (a) or designated by the Board,
which has a statutorily created civil lib-
erties officer, such officer shall perform the
functions specified in subsection (a) with re-
spect to civil liberties.

““(c) SUPERVISION AND COORDINATION.—Each
privacy officer or civil liberties officer de-
scribed in subsection (a) or (b) shall—

‘(1) report directly to the head of the de-
partment, agency, or element concerned; and

‘“(2) coordinate their activities with the In-
spector General of such department, agency,
or element to avoid duplication of effort.

‘“(d) AGENCY COOPERATION.—The head of
each department, agency, or element shall
ensure that each privacy officer and civil lib-
erties officer—

‘(1) has the information, material, and re-
sources necessary to fulfill the functions of
such officer;

‘(2) is advised of proposed policy changes;

‘(3) is consulted by decisionmakers; and

‘“(4) is given access to material and per-
sonnel the officer determines to be necessary
to carry out the functions of such officer.

‘“(e) REPRISAL FOR MAKING COMPLAINT.—No
action constituting a reprisal, or threat of
reprisal, for making a complaint or for dis-
closing information to a privacy officer or
civil liberties officer described in subsection
(a) or (b), or to the Privacy and Civil Lib-
erties Oversight Board, that indicates a pos-
sible violation of privacy protections or civil
liberties in the administration of the pro-
grams and operations of the Federal Govern-
ment relating to efforts to protect the Na-
tion from terrorism shall be taken by any
Federal employee in a position to take such
action, unless the complaint was made or the
information was disclosed with the knowl-
edge that it was false or with willful dis-
regard for its truth or falsity.

‘‘(f) PERIODIC REPORTS.—

‘(1) IN GENERAL.—The privacy officers and
civil liberties officers of each department,
agency, or element referred to or described
in subsection (a) or (b) shall periodically, but
not less than quarterly, submit a report on
the activities of such officers—

‘“(A)(i) to the appropriate congressional
committees, including the Committees on
the Judiciary of the Senate and the House of
Representatives, the Committee on Home-
land Security and Governmental Affairs of
the Senate, the Committee on Oversight and
Government Reform of the House of Rep-
resentatives, the Select Committee on Intel-
ligence of the Senate, and the Permanent Se-
lect Committee on Intelligence of the House
of Representatives;

‘“(ii) to the head of such department, agen-
cy, or element; and

‘“(iii) to the Privacy and Civil Liberties
Oversight Board; and

‘(B) which shall be in unclassified form to
the greatest extent possible, with a classified
annex where necessary.

‘“(2) CONTENTS.—Each report submitted
under paragraph (1) shall include informa-
tion on the discharge of each of the functions
of the officer concerned, including—

““(A) information on the number and types
of reviews undertaken;

‘“(B) the type of advice provided and the re-
sponse given to such advice;

“(C) the number and nature of the com-
plaints received by the department, agency,
or element concerned for alleged violations;
and

January 9, 2007

(D) a summary of the disposition of such
complaints, the reviews and inquiries con-
ducted, and the impact of the activities of
such officer.

‘(g) INFORMING THE PUBLIC.—Each privacy
officer and civil liberties officer shall—

‘(1) make the reports of such officer, in-
cluding reports to Congress, available to the
public to the greatest extent that is con-
sistent with the protection of classified in-
formation and applicable law; and

‘“(2) otherwise inform the public of the ac-
tivities of such officer, as appropriate and in
a manner consistent with the protection of
classified information and applicable law.

‘“(h) SAVINGS CLAUSE.—Nothing in this sec-
tion shall be construed to limit or otherwise
supplant any other authorities or respon-
sibilities provided by law to privacy officers
or civil liberties officers.

‘(1) PROTECTIONS FOR HUMAN RESEARCH
SUBJECTS.—The Secretary of Homeland Se-
curity shall ensure that the Department of
Homeland Security complies with the pro-
tections for human research subjects, as de-
scribed in part 46 of title 45, Code of Federal
Regulations, or in equivalent regulations as
promulgated by such Secretary, with respect
to research that is conducted or supported
by such Department.”.

(2) CLERICAL AMENDMENT.—The table of
contents in section 1(b) of such Act is
amended by striking the item relating to
section 1062 and inserting the following:
““Sec. 1062. Privacy and civil liberties offi-

cers.”.
Subtitle B—Enhancement of Privacy Officer
Authorities

SEC. 811. SHORT TITLE.

This subtitle may be cited as the ‘“‘Privacy
Officer With Enhanced Rights Act of 2007’ or
the “POWER Act”.

SEC. 812. AUTHORITIES OF THE PRIVACY OFFI-
CER OF THE DEPARTMENT OF
HOMELAND SECURITY.

Section 222 of the Homeland Security Act
of 2002 (6 U.S.C. 142) is amended—

(1) by inserting before the first sentence
the following: ‘‘(a) APPOINTMENT AND RE-
SPONSIBILITIES.—’; and

(2) by adding at the end the following:

““(b) AUTHORITY TO INVESTIGATE.—

‘(1) IN GENERAL.—The senior official ap-
pointed under this section is specifically au-
thorized—

‘“(A) to have access to all records, reports,
audits, reviews, documents, papers, rec-
ommendations, and other materials avail-
able to the Department that relate to pro-
grams and operations with respect to which
the senior official has responsibilities under
this section;

‘“(B) to make such investigations and re-
ports relating to the administration of the
programs and operations of the Department
as are, in the senior official’s judgment, nec-
essary or desirable;

‘“(C) to require by subpoena the produc-
tion, by persons other than Federal agencies,
of all information, documents, reports, an-
swers, records, accounts, papers, and other
data and documentary evidence necessary to
performance of the functions of the senior of-
ficial under this section;

‘(D) to administer to or take from any per-
son an oath, affirmation, or affidavit, when-
ever necessary to performance of the func-
tions of the senior official under this section;
and

‘“(E) to take any other action that may be
taken by the Inspector General of the De-
partment, as necessary to require employees
of the Department to produce documents and
answer questions relevant to performance of
the functions of the senior official under this
section.

‘(2) ENFORCEMENT OF SUBPOENAS.—ANy
subpoena issued under paragraph (1)(C) shall,
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in the case of contumacy or refusal to obey,
be enforceable by order of any appropriate
United States district court.

‘“(3) EFFECT OF OATHS, ETC.—Any oath, af-
firmation, or affidavit administered or taken
under paragraph (1)(D) by or before an em-
ployee of the Privacy Office designated for
that purpose by the senior official appointed
under subsection (a) shall have the same
force and effect as if administered or taken
by or before an officer having a seal of office.

‘““(c) TERM OF OFFICE.—The term of ap-
pointment of a senior official under sub-
section (a) shall be 5 years.

‘‘(d) REPORTS TO CONGRESS.—The senior of-
ficial appointed under subsection (a) shall
submit reports directly to Congress regard-
ing performance of the responsibilities of the
senior official under this section, without
any prior comment or amendment by the
Secretary, Deputy Secretary, or any other
officer or employee of the Department or the
Office of Management and Budget.”.

TITLE IX—IMPROVING CRITICAL
INFRASTRUCTURE SECURITY
SEC. 901. VULNERABILITY ASSESSMENT AND RE-
PORT ON CRITICAL INFRASTRUC-
TURE INFORMATION.

(a) IN GENERAL.—Subtitle B of title II of
the Homeland Security Act of 2002 is amend-
ed by adding at the end the following new
section:

“SEC. 216. ANNUAL CRITICAL INFRASTRUCTURE
VULNERABILITY ASSESSMENT AND
REPORT.

‘(a)  VULNERABILITY ASSESSMENT RE-
QUIRED.—Except where a vulnerability as-
sessment is required under another provision
of law, for each fiscal year, the Secretary,
acting through the Assistant Secretary for
Infrastructure Protection pursuant to the re-
sponsibilities under section 210A, shall pre-
pare a vulnerability assessment of the crit-
ical infrastructure information available to
the Secretary with respect to that fiscal
year. BEach vulnerability assessment shall
contain any actions or countermeasures pro-
posed or recommended by the Secretary to
address security concerns covered in the as-
sessment. The information in each such as-
sessment shall be set forth separately for
each critical infrastructure sector, including
the critical infrastructure sectors named in
Homeland Security Presidential Directive-T7,
as in effect on January 1, 2006.

““(b) ANNUAL REPORT TO CONGRESS.—

‘(1) REPORT REQUIRED.—Not later than six
months after the last day of a fiscal year,
the Secretary shall submit to the Committee
on Homeland Security of the House of Rep-
resentatives and the Committee on Home-
land Security and Governmental Affairs of
the Senate a report containing a summary
and review of the vulnerability assessments
prepared by the Secretary under subsection
(a) for that fiscal year and the two preceding
fiscal years. The information in the report
shall be set forth separately for each of the
critical infrastructure sectors described in
subsection (a).

‘“(2) CONTENTS OF REPORT.—The Secretary
shall include in the report required under
paragraph (1)—

‘“(A) for each critical infrastructure sector
covered by the report, a summary compari-
son describing any changes between the vul-
nerability assessment for the fiscal year cov-
ered by the report and the vulnerability as-
sessment for the preceding fiscal year;

‘(B) the explanation and comments of the
Secretary with respect to the greatest risks
to critical infrastructure for each such sec-
tor; and

‘(C) the recommendations of the Secretary
for mitigating such risks.

‘“(3) CLASSIFIED ANNEX.—The report re-
quired under paragraph (1) may contain a
classified annex.”.
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(b) TECHNICAL AMENDMENT.—Section 212(3)
of such Act (6 U.S.C. 131(3)) is amended—

(1) by inserting ‘‘relating to’’ after ‘‘the se-
curity of critical infrastructure or protected
systems’’; and

(2) in subparagraph (A), by inserting ‘‘the”’
after ““(A)”.

(c) CLERICAL AMENDMENT.—The table of
contents in section 1(b) of such Act is
amended by inserting after the item relating
to section 215 the following new item:

‘“Sec. 216. Annual critical infrastructure
vulnerability assessment and
report.”’.

SEC. 902. NATIONAL ASSET DATABASE AND THE

NATIONAL AT-RISK DATABASE.

(a) IN GENERAL.—Subtitle A of title II of
the Homeland Security Act of 2002 is amend-
ed by adding at the end the following new
sections:

“SEC. 210C. NATIONAL ASSET DATABASE AND NA-

TIONAL AT-RISK DATABASE.

‘“‘(a) ESTABLISHMENT.—

‘(1) NATIONAL ASSET DATABASE.—The Sec-
retary shall establish and maintain a na-
tional database of nationwide critical infra-
structure assets to identify and prioritize
critical infrastructure and key resources and
to protect them from terrorist attack. The
database shall be known as the ‘National
Asset Database’.

“(2) NATIONAL AT-RISK DATABASE.—The
Secretary shall establish within the National
Asset Database, a database containing a list
of the infrastructure the Secretary deter-
mines is most at risk, to be known as the
‘National At-Risk Database’.

““(3) NATIONAL ASSET DATABASE CONSOR-
TIUM.—

‘‘(A) ESTABLISHMENT.—The Secretary shall
establish a consortium to be known as the
‘National Asset Database Consortium’. The
Consortium shall advise the Secretary on the
best way to identify, generate, organize, and
maintain the databases described in para-
graphs (1) and (2) and shall be made up of at
least two but not more than four national
laboratories and the heads of such other Fed-
eral agencies as the Secretary deems appro-
priate.

“(B) ADMINISTRATION AND CONSULTATION.—
The Secretary shall—

‘(i) select as members of the National
Asset Database Consortium national labora-
tories or Federal agencies that have dem-
onstrated experience working with and iden-
tifying critical infrastructure;

‘“(ii) enter into contracts, as necessary,
with the members of the National Asset
Database Consortium to perform the tasks
required under this section; and

‘“(iii) solicit and receive comments from
the National Asset Database Consortium
on—

‘“(I) the appropriateness of the protection
and risk methodologies in the National In-
frastructure Protection Plan or other na-
tionwide infrastructure protection plan
issued by the Department; and

‘“(IT) alternative means to define risk and
identify specific criteria to prioritize the
most at-risk infrastructure or key resources.

‘“(b) USE OF DATABASE.—The Secretary
shall use the database established under sub-
section (a)—

‘(1) in the development, coordination, in-
tegration, and implementation of plans and
programs, including to identify, catalog,
prioritize, and protect critical infrastructure
and key resources in accordance with Home-
land Security Presidential Directive number
7, and in cooperation with all levels of gov-
ernment and private sector entities that the
Secretary considers appropriate; and

‘“(2) in providing any covered grant to as-
sist in preventing, reducing, mitigating, or
responding to terrorist attack.
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‘‘(c) MAINTENANCE OF DATABASE.—

‘(1) IN GENERAL.—The Secretary shall
maintain and annually update the database,
including by—

‘“(A) annually defining and systematically
examining assets in the database that are de-
scribed incorrectly or that do not meet na-
tional assets guidelines used by the Sec-
retary to determine which assets should re-
main in the National Asset Database and the
National At-Risk Database;

‘(B) annually providing a list to the States
of assets referred to in subparagraph (A) for
review before finalizing the decision of which
assets to include in the National Asset Data-
base and the National At-Risk Database;

‘(C) reviewing the guidelines to the States
to ensure consistency and uniformity for in-
clusion and how the Department intends to
use that data;

‘(D) meeting annually with the States to
provide guidance and clarification of the
guidelines to promote consistency and uni-
formity in submissions;

‘“(B) utilizing on an ongoing basis the Na-
tional Asset Database and other expert pan-
els established by the Department to review
and refine the National Asset Database and
the National At-Risk Database; and

“(F) utilizing the Department’s National
Infrastructure Simulation and Analysis Cen-
ter for the National Asset Database tax-
onomy and asset information in the National
Asset Database and facilitating the future
exchange of information between the Na-
tional Asset Database and such center.

‘“(2) ORGANIZATION OF INFORMATION IN DATA-
BASE.—The Secretary shall—

““(A) remove from the National Asset Data-
base or the National At-Risk Database any
asset that the Secretary determines to be
unverifiable and as not meeting national
asset guidelines set forth by the Secretary in
requests for information from States; and

‘(B) classify assets in the database accord-
ing to the 17 sectors listed in National Infra-
structure Protection Plan developed pursu-
ant to Homeland Security Presidential Di-
rective 7, to ensure that the assets in the Na-
tional Asset Database and the National At-
Risk Database can be categorized by State
and locality, regionally, and in such a man-
ner as is effective for grants and other pur-
poses.

“(3) MILESTONES AND GUIDELINES.—The
Secretary shall—

““(A) identify and evaluate key milestones
for the National Asset Database and the Na-
tional At-Risk Database, including methods
to integrate private sector assets and tasks
that must be completed to eventually allo-
cate homeland security grant programs
based on the information contained in the
database; and

‘(B) issue guidelines for—

‘(i) States to submit uniform information
for possible inclusion in the National Asset
Database or the National At-Risk Database;
and

‘‘(ii) review of such submissions by the De-
partment.

‘(d) REPORTS.—

‘(1) IN GENERAL.—Not later than March 1
of each year, the Secretary shall submit to
the Committee on Homeland Security of the
House of Representatives and the Committee
on Homeland Security and Governmental Af-
fairs of the Senate a report on the critical
infrastructure included in the National Asset
Database that is most at risk to terrorism.

‘“(2) CoNTENTS.—Each report shall include
the following:

‘“(A) The name, location, and sector classi-
fication of assets in the National Asset Data-
base that have been identified or deemed
critical infrastructure that is most at risk to
terrorism.
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‘“‘(B) Changes made in such database re-
garding such critical infrastructure made
during the period covered by the report re-
garding—

‘(i) defining and identifying critical infra-
structure; and

‘‘(ii) compiling a usable database.

‘(C) The extent to which the database has
been used as a tool for allocating funds to
prevent, reduce, mitigate, and respond to
terrorist attacks.

¢(3) CLASSIFIED INFORMATION.—The Sec-
retary shall provide to the members of the
committees to which the report required
under this subsection is required to be sub-
mitted under paragraph (1) a classified brief-
ing on the contents of such report. The Sec-
retary shall also submit with each report a
classified annex containing information re-
quired to be submitted under this section
that cannot be made public.

‘‘(e) COVERED GRANT DEFINED.—In this sec-
tion, the term ‘covered grant’ means any
grant provided by the Department under any
of the following:

‘(1) The Urban Area Security Initiative.

¢‘(2) The Buffer Zone Protection Program.

‘(3) Any other grant program administered
by the Department, as determined appro-
priate by the Secretary.

‘“(4) Any successor to a program referred to
in this paragraph.”.

(b) DEADLINES FOR IMPLEMENTATION AND
NOTIFICATION OF CONGRESS.—

(1) DEADLINE FOR RECOMMENDATIONS.—Not
later than 60 days after the date of the enact-
ment of this Act, the Secretary of Homeland
Security shall secure recommendations on
how to identify, generate, organize, and
maintain the list of assets in the databases
from the consortium of national labora-
tories, as required under section 210C(a)(2) of
the Homeland Security Act of 2002, as added
by subsection (a).

(2) DEADLINE FOR FIRST REPORT REGARDING
USE OF THE NATIONAL ASSET DATABASE.—Not-
withstanding the date specified under sec-
tion 210C(d) of the Homeland Security Act of
2002, as added by subsection (a), the Sec-
retary of Homeland Security shall submit
the first report required under that section
not later than 180 days after the date of the
enactment of this Act.

(c) CLERICAL AMENDMENT.—The table of
contents in section 1(b) of such Act is further
amended by inserting after the item relating
to section 210 the following:

‘“Sec. 210C. National Asset Database and Na-
tional At-Risk Database.”.

(d) SUBMITTAL OF CERTAIN REPORTS.—Each
report that is authorized or required by this
Act (or the amendments made by this Act)
to be prepared by the Secretary of Homeland
Security and that concerns a matter of the
type carried out under an program under the
jurisdiction of the Committee on Energy and
Commerce of the House of Representatives
shall be submitted to the Committee on En-
ergy and Commerce of the House of Rep-
resentatives, in addition to the other con-
gressional committees involved.

TITLE X—TRANSPORTATION SECURITY
PLANNING AND INFORMATION SHARING
SEC. 1001. STRATEGIC TRANSPORTATION SECU-

RITY INFORMATION SHARING.

Section 114 of title 49, United States Code,
is amended by adding at the end the fol-
lowing:

‘(1) STRATEGIC INFORMATION SHARING.—

‘(1) ESTABLISHMENT OF PLAN.—The Sec-
retary of Homeland Security shall establish
a Strategic Transportation Security Infor-
mation Sharing Plan.

‘‘(2) PURPOSE OF PLAN.—The plan shall en-
sure the robust development of tactical and
strategic intelligence products for dissemi-
nating to public and private stakeholders se-
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curity information relating to threats to and
vulnerabilities of transportation modes, in-
cluding aviation, bridge and tunnel, com-
muter rail and ferry, highway, maritime,
pipeline, rail, mass transit, and over-the-
road bus transportation.

¢“(3) CONTENT OF PLAN.—The plan shall in-
clude—

‘“(A) a description of how intelligence ana-
lysts in the Transportation Security Admin-
istration are coordinating their activities
with other intelligence analysts in the De-
partment of Homeland Security and other
Federal, State, and local agencies;

“(B) reasonable deadlines for completing
any organizational changes within the De-
partment of Homeland Security required to
accommodate implementation of the plan;
and

‘“(C) a description of resource needs for ful-
filling the plan.

‘“(4) REPORTS TO CONGRESS.—

‘‘(A) IN GENERAL.—Not later than 180 days
after the date of enactment of this sub-
section, the Secretary shall submit to the
appropriate congressional committees a re-
port containing the plan.

“(B) UPDATES.—

(i) CERTIFICATION OF FULL IMPLEMENTA-
TION.—After achieving full implementation
of the plan, the Secretary shall submit to
the appropriate congressional committees a
written certification of such implementa-
tion.

‘(i) UPDATES ON IMPLEMENTATION.—Not
later than 90 days after the date of submis-
sion of a report under subparagraph (A), and
every 90 days thereafter until the date of
submission of a written certification under
clause (i), the Secretary shall submit to the
appropriate congressional committees a re-
port containing an update on implementa-
tion of the plan.

‘“(C) ANNUAL REPORT.—Following the date
of submission of a written -certification
under subparagraph (B)(i), the Secretary
shall submit to the appropriate congres-
sional committees an annual report on the
following:

‘(i) The number of transportation intel-
ligence reports disseminated under the plan
and a brief description of each report.

‘“(ii) The security classification of each re-
port.

‘“(iii) The number of public and private
stakeholders who were provided with each
report.

‘“(5) SURVEY.—The Secretary shall conduct
an annual survey of the satisfaction of each
of the recipients of transportation intel-
ligence reports disseminated under the plan,
and include the results of the survey as part
of the annual report to be submitted under
paragraph (4)(C).

‘“(6) SECURITY CLEARANCES.—The Secretary
shall ensure that public and private stake-
holders have the security clearances needed
to receive classified information if informa-
tion contained in transportation intelligence
reports cannot be disseminated in an unclas-
sified format.

“(7) CLASSIFICATION OF MATERIAL.—To the
greatest extent possible, the Secretary shall
provide public and private stakeholders with
specific and actionable information in an un-
classified format.

‘“(8) DEFINITIONS.—In this subsection, the
following definitions apply:

‘“(A) APPROPRIATE CONGRESSIONAL COMMIT-
TEES.—The term ‘appropriate congressional
committees’ has the meaning given that
term in subsection (t).

‘B) PLAN.—The term ‘plan’ means the
Strategic Transportation Security Informa-
tion Sharing Plan established under para-
graph (1).

¢(C) PUBLIC AND PRIVATE STAKEHOLDERS.—
The term ‘public and private stakeholders’
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means Federal, State, and local agencies,

tribal governments, and appropriate private

entities, including nonprofit employee labor

organizations.”.

SEC. 1002. TRANSPORTATION SECURITY STRA-
TEGIC PLANNING.

(a) IN GENERAL.—Section 114(t)(1)(B) of
title 49, United States Code, is amended to
read as follows:

‘“(B) transportation modal security plans
addressing risks, threats, and vulnerabilities
for aviation, bridge and tunnel, commuter
rail and ferry, highway, maritime, pipeline,
rail, mass transit, over-the-road bus, and
other public transportation infrastructure
assets.”.

(b) ROLE OF SECRETARY OF TRANSPOR-
TATION.—Section 114(t)(2) of such title is
amended by inserting before the period at
the end the following: “‘and in carrying out
all other responsibilities set forth in this
subsection’.

(c) CONTENTS OF NATIONAL STRATEGY FOR
TRANSPORTATION SECURITY.—Section 114(t)(3)
of such title is amended—

(1) in subparagraph (B) by inserting ¢,
based on vulnerability assessments con-
ducted by the Department of Homeland Se-
curity,” after ‘“‘risk-based priorities’’;

(2) in subparagraph (D)—

(A) by striking ‘“‘and local” and inserting
¢, local, and tribal’’; and

(B) by striking ‘‘private sector cooperation
and participation’” and inserting ‘‘coopera-
tion and participation by private sector enti-
ties, including nonprofit employee labor or-
ganizations,”’;

(3) in subparagraph (E)—

(A) by striking ‘‘response’ and inserting
‘“‘prevention, response,’’; and

(B) by inserting ‘‘and outside of”’ before
‘‘the United States’’; and

(4) in subparagraph (F) by adding at the
end the following: ‘‘Research and develop-
ment projects initiated by the Department of
Homeland Security shall be based on such
prioritization.”.

(d) PERIODIC PROGRESS REPORT.—Section
114(t)(4)(C) is amended—

(1) in clause (i) by inserting before the pe-
riod at the end the following: ‘¢, including
the transportation modal security plans’’;

(2) by striking clause (ii) and inserting the
following:

‘(ii) CONTENT.—Each progress report sub-
mitted under this subparagraph shall in-
clude, at a minimum, the following:

“(I) Recommendations for improving and
implementing the National Strategy for
Transportation Security and the transpor-
tation modal security plans that the Sec-
retary, in consultation with the Secretary of
Transportation, considers appropriate.

“(IT) An accounting of all grants for trans-
portation security, including grants for re-
search and development, distributed by the
Department of Homeland Security in the
previous year and a description of how the
grants accomplished the goals of the Na-
tional Strategy for Transportation Security.

‘“(III) An accounting of all funds (other
than grants referred in subclause (II)) ex-
pended by the Department of Homeland Se-
curity on transportation security.

“(IV) Information on the number of em-
ployees of the Department of Homeland Se-
curity, by agency, working on transpor-
tation security issues. The listing shall be
divided by transportation mode, including
aviation, bridge and tunnel, commuter rail
and ferry, highway, maritime, pipeline, rail,
mass transit, over-the-road bus, and other
public transportation modes. The listing
shall include information, by transportation
mode, on the number of contractors hired by
the Department of Homeland Security to
work on transportation-related security.
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(V) Information on the turnover in the
previous year among employees of the De-
partment of Homeland Security working on
transportation security issues. Specifically,
the report shall provide information on the
number of employees who have left the De-
partment, their agency, the area in which
they worked, and the amount of time that
they worked for the Department.

¢“(iii) WRITTEN EXPLANATION OF TRANSPOR-
TATION SECURITY ACTIVITIES NOT DELINEATED
IN THE NATIONAL STRATEGY FOR TRANSPOR-
TATION SECURITY.—Before carrying out a
transportation security activity that is not
clearly delineated in the National Strategy
for Transportation Security, the Secretary
shall submit to appropriate congressional
committees a written explanation of the ac-
tivity, including the amount of funds to be
expended for the activity.”.

(e) APPROPRIATE CONGRESSIONAL COMMIT-
TEES DEFINED.—Section 114(t)(4)(E) of such
title is amended by striking ‘‘Select’.

(f) PRIORITY STATUS.—Section 114(t)(5)(B)
of such title is amended—

(1) by striking ‘‘and” at the end of clause
(iii);

(2) by redesignating clause (iv) as clause
(v); and

(3) by inserting after clause (iii) the fol-
lowing:

‘“(iv) the transportation sector specific
plan required under Homeland Security Pres-
idential Directive 7; and’’.

(g) COORDINATION; PLAN DISTRIBUTION.—
Section 114(t) of such title is amended by
adding at the end the following:

“(6) COORDINATION.—In carrying out the re-
sponsibilities set forth in this section, the
Secretary of Homeland Security, working
with the Secretary of Transportation, shall
consult with Federal, State, and local agen-
cies, tribal governments, private sector enti-
ties (including nonprofit employee labor or-
ganizations), institutions of higher learning,
and other appropriate entities.

“(7) PLAN DISTRIBUTION.—The Secretary of
Homeland Security shall provide an unclas-
sified version of the National Strategy for
Transportation Security to Federal, State,
and local agencies, tribal governments, pri-
vate sector entities (including nonprofit em-
ployee labor organizations), institutions of
higher learning, and other appropriate enti-
ties.”.

TITLE XI—PRIVATE SECTOR
PREPAREDNESS

SEC. 1101. PARTICIPATION OF PRIVATE SECTOR
ORGANIZATIONS IN EMERGENCY
PREPAREDNESS AND RESPONSE AC-
TIVITIES.

(a) ESTABLISHMENT OF PREPAREDNESS PRO-
GRAM.—Section 519 of the Homeland Security
Act of 2002 (6 U.S.C. 318) is amended—

(1) by striking the section heading and in-
serting the following:

“SEC. 519. PARTICIPATION OF PRIVATE SECTOR
ORGANIZATIONS IN EMERGENCY
PREPAREDNESS AND RESPONSE AC-
TIVITIES.”;

(2) by inserting ‘‘(a) USE OF PRIVATE SEC-
TOR NETWORKS IN EMERGENCY RESPONSE.—”
before ‘“To the maximum’’; and

(3) by adding at the end the following:

“(b) PRIVATE SECTOR EMERGENCY PRE-
PAREDNESS PROGRAM.—

‘(1) PREPAREDNESS PROGRAM.—Not later
than 90 days after the date of enactment of
this subsection, the Secretary shall develop
and implement a program to enhance private
sector preparedness for acts of terrorism and
other emergencies and disasters through the
promotion of the use of voluntary consensus
standards.

‘‘(2) PROGRAM ELEMENTS.—In carrying out
the program, the Secretary shall develop
guidance and identify best practices to assist
or foster action by the private sector in—
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‘“(A) 1identifying hazards and assessing
risks and impacts;

‘(B) mitigating the impacts of a wide vari-
ety of hazards, including weapons of mass de-
struction;

‘(C) managing necessary emergency pre-
paredness and response resources;

‘(D) developing mutual aid agreements;

‘“(E) developing and maintaining emer-
gency preparedness and response plans, as
well as associated operational procedures;

‘“(F) developing and conducting training
and exercises to support and evaluate emer-
gency preparedness and response plans and
operational procedures;

‘(G) developing and conducting training
programs for security guards to implement
emergency preparedness and response plans
and operations procedures; and

‘“(H) developing procedures to respond to
external requests for information from the
media and the public.

¢“(3) STANDARDS.—

““(A) IN GENERAL.—The Secretary shall sup-
port the development of, promulgate, and
regularly update as necessary national vol-
untary consensus standards for private sec-
tor emergency preparedness that will enable
private sector organizations to achieve opti-
mal levels of emergency preparedness as
soon as practicable. Such standards shall in-
clude the National Fire Protection Associa-
tion 1600 Standard on Disaster/Emergency
Management and Business Continuity Pro-
grams.

‘(B) CONSULTATION.—The Secretary shall
carry out paragraph (1) in consultation with
the Assistant Secretary for Infrastructure
Protection, the Assistant Secretary for
Cyber Security and Communications, the
Under Secretary for Science and Technology,
the Director of the Federal Emergency Man-
agement Agency, and the Special Assistant
to the Secretary for the Private Sector.

‘“(4) COORDINATION.—The Secretary shall
coordinate the program with, and utilize to
the maximum extent practicable—

‘“(A) the voluntary standards for disaster
and emergency management and business
continuity programs accredited by the
American National Standards Institute and
developed by the National Fire Protection
Association; and

‘(B) any existing private sector emergency
preparedness guidance or best practices de-
veloped by private sector industry associa-
tions or other organizations.”.

(b) CONFORMING AMENDMENT.—The table of
contents contained in section 1(b) of such
Act is amended by striking the item relating
to section 519 and inserting the following:

““‘Sec. 519. Participation of private sector or-
ganizations in emergency pre-
paredness and response activi-
ties.”.

TITLE XII—PREVENTING WEAPONS OF

MASS DESTRUCTION PROLIFERATION
AND TERRORISM

SEC. 1201. FINDINGS.

(a) FINDINGS OF THE 9/11 COMMISSION.—Con-
gress finds that the 9/11 Commission made
the following determinations:

(1) The United States Government has
made insufficient progress, and receives a
grade ‘‘D”’, on efforts to prevent weapons of
mass destruction (WMD) proliferation and
terrorism.

(2) The Cooperative Threat Reduction
(CTR) program has made significant accom-
plishments, but much remains to be done to
secure weapons-grade nuclear materials. The
size of the problem still dwarfs the policy re-
sponse. Nuclear materials in the former So-
viet Union still lack effective security pro-
tection, and sites throughout the world con-
tain enough highly-enriched uranium to
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fashion a nuclear device but lack even basic
security features.

(3) Preventing the proliferation of WMD
and acquisition of such weapons by terrorists
warrants a maximum effort, by strength-
ening counter-proliferation efforts, expand-
ing the Proliferation Security Initiative
(PSI), and supporting the Cooperative Threat
Reduction (CTR) Program.

(4) Preventing terrorists from gaining ac-
cess to WMD must be an urgent national se-
curity priority because of the threat such ac-
cess poses to the American people. The
President should develop a comprehensive
plan to dramatically accelerate the time-
table for securing all nuclear weapons-usable
material around the world and request the
necessary resources to complete this task.
The President should publicly state this goal
and ensure its fulfillment.

(5) Congress should provide the resources
needed to secure vulnerable materials as
quickly as possible.

(b) RECOMMENDATIONS OF 9/11 COMMISSION.—
Congress further finds that the 9/11 Commis-
sion has made the following recommenda-
tions:

(1) STRENGTHEN ‘‘COUNTER-PROLIFERATION"’
EFFORTS.—The United States should work
with the international community to de-
velop laws and an international legal regime
with universal jurisdiction to enable any
state in the world to capture, interdict, and
prosecute smugglers of nuclear material.

(2) EXPAND THE PROLIFERATION SECURITY
INITIATIVE.—In carrying out the Prolifera-
tion Security Initiative (PSI), the United
States should—

(A) use intelligence and planning resources
of the North Atlantic Treaty Organization
(NATO) alliance;

(B) make participation open to non-NATO
countries; and

(C) encourage Russia and the People’s Re-
public of China to participate.

(3) SUPPORT THE COOPERATIVE THREAT RE-
DUCTION PROGRAM.—The TUnited States
should expand, improve, increase resources
for, and otherwise fully support the Coopera-
tive Threat Reduction (CTR) program.

SEC. 1202. DEFINITIONS.
In this title:
(1) The terms ‘‘prevention of weapons of

mass destruction proliferation and ter-
rorism’ and ‘‘prevention of WMD prolifera-
tion and terrorism’” include activities
under—

(A) the programs specified in section
1501(b) of the National Defense Authorization
Act for Fiscal Year 1997 (Public Law 104-201;
110 Stat. 2731; 50 U.S.C. 2362 note);

(B) the programs for which appropriations
are authorized by section 3101(a)(2) of the
Bob Stump National Defense Authorization
Act for Fiscal Year 2003 (Public Law 107-314;
116 Stat. 2458);

(C) programs authorized by section 504 of
the Freedom for Russia and Emerging Eur-
asian Democracies and Open Markets Sup-
port Act of 1992 (the FREEDOM Support Act)
(22 U.S.C. 5854) and programs authorized by
section 1412 of the Former Soviet Union De-
militarization Act of 1992 (22 U.S.C. 5902);
and

(D) a program of any agency of the Federal
Government having a purpose similar to that
of any of the programs identified in subpara-
graphs (A) through (C), as designated by the
United States Coordinator for the Preven-
tion of Weapons of Mass Destruction Pro-
liferation and Terrorism and the head of the
agency.

(2) The terms ‘‘weapons of mass destruc-
tion” and “WMD’ mean chemical, biologi-
cal, and nuclear weapons, and chemical, bio-
logical, and nuclear materials that can be
used in the manufacture of such weapons.



H152

(3) The term ‘‘items of proliferation con-
cern’” means equipment or other materials
that could be used to develop WMD or for ac-
tivities involving WMD.

Subtitle A—Repeal and Modification of Limi-
tations on Assistance for Prevention of
WMD Proliferation and Terrorism

SEC. 1211. REPEAL AND MODIFICATION OF LIMI-

TATIONS ON ASSISTANCE FOR PRE-
VENTION OF WEAPONS OF MASS DE-
STRUCTION PROLIFERATION AND
TERRORISM.

Consistent with the recommendations of
the 9/11 Commission, Congress repeals or
modifies the limitations on assistance for
prevention of weapons of mass destruction
(WMD) proliferation and terrorism as fol-
lows:

(1) SOVIET NUCLEAR THREAT REDUCTION ACT
OF 1991.—Section 211(b) of the Soviet Nuclear
Threat Reduction Act of 1991 (title II of Pub-
lic Law 102-228; 22 U.S.C. 2551 note) is re-
pealed.

(2) COOPERATIVE THREAT REDUCTION ACT OF
1993.—Section 1203(d) of the Cooperative
Threat Reduction Act of 1993 (title XII of
Public Law 103-160; 22 U.S.C. 5952(d)) is re-
pealed.

(3) RUSSIAN CHEMICAL WEAPONS DESTRUC-
TION FACILITIES.—Section 1305 of the Na-
tional Defense Authorization Act for Fiscal
Year 2000 (Public Law 106-65; 22 U.S.C. 5952
note) is repealed.

(4) AUTHORITY TO USE COOPERATIVE THREAT
REDUCTION FUNDS OUTSIDE THE FORMER SOVIET
UNION—MODIFICATION OF CERTIFICATION RE-
QUIREMENT; REPEAL OF FUNDING LIMITATION;
CONGRESSIONAL NOTICE REQUIREMENT.—Sec-
tion 1308 of the National Defense Authoriza-
tion Act for Fiscal Year 2004 (Public Law
108-136; 22 U.S.C. 5963) is amended—

(A) in subsection (a)—

(i) by striking ‘‘the President may’’ and in-
serting ‘‘the Secretary of Defense may’’; and

(ii) by striking ‘‘if the President’ and in-
serting ‘‘if the Secretary of Defense, with the
concurrence of the Secretary of State,”’;

(B) by striking subsection (c);

(C) in subsection (d)(1)—

(i) by striking ‘““The President may not”
and inserting ‘‘The Secretary of Defense may
not’’; and

(ii) by striking ‘‘until the President’ and
inserting ‘‘until the Secretary of Defense’’;

(D) in subsection (d)(2)—

(i) by striking ‘“Not later than 10 days
after’” and inserting ‘‘Not later than 15 days
prior to’’;

(ii) by striking ‘‘the President shall” and
inserting ‘‘the Secretary of Defense shall’’;
and

(iii) by striking ‘‘Congress’ and inserting
“the Committee on Armed Services and the
Committee on Foreign Affairs of the House
of Representatives and the Committee on
Armed Services and Committee on Foreign
Relations of the Senate’’; and

(E) in subsection (d) by adding at the end
the following:

““(3) In the case of a situation that threat-
ens human life or safety or where a delay
would severely undermine the national secu-
rity of the United States, notification under
paragraph (2) shall be made not later than 10
days after obligating funds under the author-
ity in subsection (a) for a project or activ-
ity.”.

(5) AUTHORITY TO USE INTERNATIONAL NU-
CLEAR MATERIALS PROTECTION AND COOPERA-
TION PROGRAM FUNDS OUTSIDE THE FORMER SO-
VIET UNION—MODIFICATION OF CERTIFICATION
REQUIREMENT; REPEAL OF FUNDING LIMITA-
TION; CONGRESSIONAL NOTICE REQUIREMENT.—
Section 3124 of the National Defense Author-
ization Act for Fiscal Year 2004 (Public Law
108-136; 117 Stat. 1747) is amended—

(A) in subsection (a)—

CONGRESSIONAL RECORD —HOUSE

(i) by striking ‘‘the President may’’ and in-
serting ‘‘the Secretary of Energy may’’; and

(ii) by striking ‘‘if the President” and in-
serting ‘‘if the Secretary of Energy, with the
concurrence of the Secretary of State,”’;

(B) by striking subsection (c);

(C) in subsection (d)(1)—

(i) by striking ‘“The President may not”’
and inserting ‘‘The Secretary of Energy may
not”’; and

(ii) by striking ‘‘until the President’ and
inserting ‘‘until the Secretary of Energy’’;

(D) in subsection (d)(2)—

(i) by striking ‘Not later than 10 days
after’” and inserting ‘‘Not later than 15 days
prior to’’;

(ii) by striking ‘‘the President shall”’ and
inserting ‘‘the Secretary of Energy shall’’;
and

(iii) by striking ‘‘Congress’ and inserting
‘“‘the Committee on Armed Services and the
Committee on Foreign Affairs of the House
of Representatives and the Committee on
Armed Services and Committee on Foreign
Relations of the Senate’’; and

(E) in subsection (d) by adding at the end
the following:

‘“(3) In the case of a situation that threat-
ens human life or safety or where a delay
would severely undermine the national secu-
rity of the United States, notification under
paragraph (2) shall be made not later than 10
days after obligating funds under the author-
ity in subsection (a) for a project or activ-
ity.”.

Subtitle B—Proliferation Security Initiative
SEC. 1221. PROLIFERATION SECURITY INITIATIVE
IMPROVEMENTS AND AUTHORITIES.

(a) SENSE OF CONGRESS.—It is the sense of
Congress, consistent with the 9/11 Commis-
sion’s recommendations, that the President
should strive to expand and strengthen the
Proliferation Security Initiative (PSI) an-
nounced by the President on May 31, 2003,
with a particular emphasis on the following:

(1) Issuing a presidential directive to the
relevant government agencies and depart-
ments that establishes a defined annual
budget and clear authorities, and provides
other necessary resources and structures to
achieve more efficient and effective perform-
ance of United States PSI-related activities.

(2) Working with the United Nations Secu-
rity Council to develop a resolution to au-
thorize the PSI under international law.

(3) Increasing PSI cooperation with non-
NATO partners.

(4) Implementing the recommendations of
the Government Accountability Office (GAO)
in the September 2006 report titled ‘‘Better
Controls Needed to Plan and Manage Pro-
liferation Security Initiative Activities”
(GAO0-06-937C), including the following:

(A) The Department of Defense and the De-
partment of State should establish clear PSI
roles and responsibilities, policies and proce-
dures, interagency communication mecha-
nisms, documentation requirements, and in-
dicators to measure program results.

(B) The Department of Defense and the De-
partment of State should develop a strategy
to work with PSI-participating countries to
resolve issues that are impediments to con-
ducting successful PSI interdictions.

(5) Expanding and formalizing the PSI into
a multilateral regime to increase coordina-
tion, cooperation, and compliance among its
participating states in interdiction activi-
ties.

(b) BUDGET SUBMISSION.—The Secretary of
State and the Secretary of Defense shall sub-
mit a defined budget for the PSI, beginning
with the budget submissions for their respec-
tive departments for fiscal year 2009.

(¢c) IMPLEMENTATION REPORT.—Not later
than 180 days after the date of the enactment
of this Act, the President shall transmit to
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the Committee on Armed Services and the
Committee on Foreign Affairs of the House
of Representatives and the Committee on
Armed Services and the Committee on For-
eign Relations of the Senate a report on the
implementation of this section. The report
shall include—

(1) the steps taken to implement the rec-
ommendations described in paragraph (4) of
subsection (a); and

(2) the progress made toward implementing
the matters described in paragraphs (1), (2),
(3), and (b) of subsection (a).

(d) GAO ANNUAL REPORT.—The Govern-
ment Accountability Office shall submit to
Congress, beginning in fiscal year 2007, an
annual report with its assessment of the
progress and effectiveness of the PSI, which
shall include an assessment of the measures
referred to in subsection (a).

SEC. 1222. AUTHORITY TO PROVIDE ASSISTANCE
TO COOPERATIVE COUNTRIES.

(a) IN GENERAL.—The President is author-
ized to provide, on such terms as the Presi-
dent considers appropriate, assistance under
subsection (b) to any country that cooper-
ates with the United States and with other
countries allied with the United States to
prevent the transport and transshipment of
items of proliferation concern in its national
territory or airspace or in vessels under its
control or registry.

(b) TYPES OF ASSISTANCE.—The assistance
authorized under subsection (a) consists of
the following:

(1) Assistance under section 23 of the Arms
Export Control Act (22 U.S.C. 2763).

(2) Assistance under chapters 4 (22 U.S.C.
2346 et seq.) and 5 (22 U.S.C. 2347 et seq.) of
part II of the Foreign Assistance Act of 1961.

(3) Drawdown of defense excess defense ar-
ticles and services under section 516 of the
Foreign Assistance Act of 1961 (22 U.S.C.
2321j).

(c) CONGRESSIONAL NOTIFICATION.—Assist-
ance authorized under this section may not
be provided until at least 30 days after the
date on which the President has provided no-
tice thereof to the Committee on Armed
Services, the Committee on Foreign Affairs,
and the Committee on Appropriations of the
House of Representatives and the Committee
on Armed Services, the Committee on For-
eign Relations, and the Committee on Appro-
priations of the Senate, in accordance with
the procedures applicable to reprogramming
notifications under section 634A(a) of the
Foreign Assistance Act of 1961 (22 U.S.C.
2394-1(a)), and has certified to such commit-
tees that such assistance will be used in ac-
cordance with the requirement of subsection
(e) of this section.

(d) LIMITATION.—Assistance may be pro-
vided to a country under section (a) in no
more than three fiscal years.

(e) USE OF ASSISTANCE.—Assistance pro-
vided under this section shall be used to en-
hance the capability of the recipient country
to prevent the transport and transshipment
of items of proliferation concern in its na-
tional territory or airspace, or in vessels
under its control or registry, including
through the development of a legal frame-
work in that country, consistent with any
international laws or legal authorities gov-
erning the PSI, to enhance such capability
by criminalizing proliferation, enacting
strict export controls, and securing sensitive
materials within its borders, and to enhance
the ability of the recipient country to co-
operate in operations conducted with other
participating countries.

(f) LIMITATION ON SHIP OR AIRCRAFT TRANS-
FERS TO UNCOOPERATIVE COUNTRIES.—Not-
withstanding any other provision of law, the
United States may not transfer any excess
defense article that is a vessel or an aircraft
to a country that has not agreed that it will
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support and assist efforts by the United

States to interdict items of proliferation

concern until thirty days after the date on

which the President has provided notice of
the proposed transfer to the appropriate con-
gressional committees in accordance with
the procedures applicable to reprogramming
notifications under section 634A(a) of the

Foreign Assistance Act of 1961 (22 U.S.C.

2394-1(a)), in addition to any other require-

ment of law.

Subtitle C—Assistance to Accelerate Pro-
grams to Prevent Weapons of Mass Destruc-
tion Proliferation and Terrorism

SEC. 1231. FINDINGS; STATEMENT OF POLICY.

(a) FINDINGS.—Congress is aware that cer-
tain United States threat reduction and non-
proliferation programs have in past years en-
countered obstacles to timely obligating and
executing the full amount of appropriated
funds, and that certain United States threat
reduction and nonproliferation programs
currently encounter such obstacles and
therefore maintain unobligated and uncosted
balances. Such obstacles include lack of ef-
fective policy guidance, limits on program
scope, practical inefficiencies, lack of co-
operation with other countries, and lack of
effective leadership to overcome such obsta-
cles.

(b) STATEMENT OF PoLIcY.—It shall be the
policy of the United States, consistent with
the 9/11 Commission’s recommendations, to
eliminate the obstacles described in sub-
section (a) with concrete measures, such as
those described in this title, to accelerate
and strengthen progress on preventing weap-
ons of mass destruction (WMD) proliferation
and terrorism. Such measures described in
this title include the removal and modifica-
tion of statutory limits to executing funds,
the expansion and strengthening of the PSI,
the establishment of the Office of the United
States Coordinator for the Prevention of
Weapons of Mass Destruction Proliferation
and Terrorism under subtitle D, and the es-
tablishment of the Commission on the Pre-
vention of Weapons of Mass Destruction Pro-
liferation and Terrorism under subtitle E. As
a result, Congress intends that any funds au-
thorized to be appropriated to programs for
preventing WMD proliferation and terrorism
under this section will be executed in a time-
1y manner.

SEC. 1232. AUTHORIZATION OF APPROPRIATIONS
FOR THE DEPARTMENT OF DEFENSE
COOPERATIVE THREAT REDUCTION
PROGRAM.

(a) FISCAL YEAR 2007.—In addition to any
other amounts authorized to be appro-
priated, there are authorized to be appro-
priated to the Department of Defense Coop-
erative Threat Reduction Program such
sums as may be necessary for fiscal year 2007
for the following purposes:

(1) Biological weapons proliferation pre-
vention.

(2) Chemical weapons
Shchuch’ye, Russia.

(3) Acceleration, expansion, and strength-
ening of all CTR activities.

(b) FUTURE YEARS.—It is the sense of Con-
gress that in fiscal year 2008 and future fiscal
years, the President should accelerate and
expand funding for Cooperative Threat Re-
duction programs administered by the De-
partment of Defense and such efforts should
include, beginning upon enactment of this
Act, encouraging additional commitments
by the Russian Federation and other partner
nations, as recommended by the 9/11 Com-
mission.

SEC. 1233. AUTHORIZATION OF APPROPRIATIONS
FOR THE DEPARTMENT OF ENERGY
PROGRAMS TO PREVENT WEAPONS
OF MASS DESTRUCTION PROLIFERA-
TION AND TERRORISM.

In addition to any other amounts author-
ized to be appropriated, there are authorized

destruction at
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to be appropriated to the Department of En-
ergy National Nuclear Security Administra-
tion such sums as may be necessary for fiscal
year 2007 for programs to prevent weapons of
mass destruction (WMD) proliferation and
terrorism, to be used as follows:

(1) To accelerate, expand, and strengthen
the Global Threat Reduction Initiative
(GTRI), with a particular emphasis on—

(A) the Russian research reactor fuel re-
turn program;

(B) international radiological threat reduc-
tion;

(C) emerging threats and gap material; and

(D) development of quick response and
short-term capabilities to secure and remove
WMD materials throughout the world.

(2) To accelerate, expand, and strengthen
the Nonproliferation and International Secu-
rity (NIS) program, with a particular empha-
sis on—

(A) global security and engagement, and
cooperation with the People’s Republic of
China, India, and other states;

(B) activities to address emerging pro-
liferation concerns in North Korea, Iran, and
elsewhere;

(C) participation in negotiations regarding
North Korea’s nuclear programs;

(D) inter-agency participation in the Pro-
liferation Security Initiative (PSI);

(E) technical and other assistance to the
International Atomic Energy Agency (IAEA)
to support efforts to increase the IAEA’s ca-
pacity to secure vulnerable WMD materials
worldwide and prevent WMD proliferation
and terrorism;

(F) efforts to increase United States abil-
ity to help states around the world place the
“‘effective controls” on WMD and related
materials and technology mandated by
United Nations Security Council Resolution
1540 (2004);

(G) cooperation on international safe-
guards and export controls in South Asia,
the Middle East, and other regions;

(H) efforts to strengthen United States
commitments to international regimes and
agreements; and

(I) establishment of a contingency fund for
opportunities to prevent WMD proliferation
and terrorism that arise.

(3) To accelerate, expand, and strengthen
the International Materials Protection, Con-
trol and Accounting (MPC&A) program, with
a particular emphasis on—

(A) implementation of physical protection
and material control and accounting up-
grades at sites;

(B) national programs and sustainability
activities in Russia;

(C) material consolidation and conversion
(including significant acceleration of the
down-blending of highly-enriched uranium to
low-enriched uranium, the removal of high-
ly-enriched uranium from facilities, and
international participation in these efforts);

(D) efforts to strengthen cooperation with
Russia;

(E) implementation of Second Line of De-
fense Megaports agreements;

(F) implementation of Department of En-
ergy actions under the Security and Ac-
countability for Every Port Act of 2006 (also
known as the SAFE Port Act; Public Law
109-347); and

(G) promoting and facilitating worldwide
the promulgation of best practices for secu-
rity of weapons usable and other nuclear ma-
terials.

(4) To accelerate, expand, and strengthen
the Research and Development program,
with a particular emphasis on—

(A) improvement of United States govern-
ment capability for both short and long-
term, and innovative, research and develop-
ment that addresses emerging WMD pro-
liferation and terrorism concerns and will
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maintain United States technological advan-
tage, including the capacity to detect nu-
clear material origin, uranium enrichment,
and plutonium reprocessing; and

(B) efforts to significantly expand the sci-
entific research and development skills and
resources available to the Department of En-
ergy’s programs to prevent WMD prolifera-
tion and terrorism.

Subtitle D—Office of the United States Coor-
dinator for the Prevention of Weapons of
Mass Destruction Proliferation and Ter-
rorism

SEC. 1241. OFFICE OF THE UNITED STATES COOR-

DINATOR FOR THE PREVENTION OF
WEAPONS OF MASS DESTRUCTION
PROLIFERATION AND TERRORISM.

(a) ESTABLISHMENT.—There is established
within the Executive Office of the President
an office to be known as the ‘“‘Office of the
United States Coordinator for the Preven-
tion of Weapons of Mass Destruction Pro-
liferation and Terrorism’ (in this subtitle
referred to as the “‘Office’’).

(b) OFFICERS.—

(1) UNITED STATES COORDINATOR.—The head
of the Office shall be the United States Coor-
dinator of the Office (in this subtitle referred
to as the ‘‘Coordinator’).

(2) DEPUTY UNITED STATES COORDINATOR.—
There shall be a Deputy United States Coor-
dinator of the Office (in this subtitle referred
to as the ‘“Deputy Coordinator’’), who shall—

(A) assist the Coordinator in carrying out
the responsibilities of the Coordinator under
this subtitle; and

(B) serve as Acting Coordinator in the ab-
sence of the Coordinator and during any va-
cancy in the office of Coordinator.

(3) APPOINTMENT.—The Coordinator and
Deputy Coordinator shall be appointed by
the President, by and with the advice and
consent of the Senate, and shall be respon-
sible on a full-time basis for the duties and
responsibilities described in this section.

(4) LIMITATION.—No person shall serve as
Coordinator or Deputy Coordinator while
serving in any other position in the Federal
Government.

(c) DUTIES.—The responsibilities of the Co-
ordinator shall include the following:

(1) Serving as the advisor to the President
on all matters relating to the prevention of
weapons of mass destruction (WMD) pro-
liferation and terrorism.

(2) Formulating a comprehensive and well-
coordinated United States strategy and poli-
cies for preventing WMD proliferation and
terrorism, including—

(A) measurable milestones and targets to
which departments and agencies can be held
accountable;

(B) identification of gaps, duplication, and
other inefficiencies in existing activities,
initiatives, and programs and the steps nec-
essary to overcome these obstacles;

(C) plans for preserving the nuclear secu-
rity investment the United States has made
in Russia, the former Soviet Union, and
other countries;

(D) prioritized plans to accelerate,
strengthen, and expand the scope of existing
initiatives and programs, which include
identification of vulnerable sites and mate-
rial and the corresponding actions necessary
to eliminate such vulnerabilities;

(E) new and innovative initiatives and pro-
grams to address emerging challenges and
strengthen United States capabilities, in-
cluding programs to attract and retain top
scientists and engineers and strengthen the
capabilities of United States national lab-
oratories;

(F) plans to coordinate United States ac-
tivities, initiatives, and programs relating to
the prevention of WMD proliferation and ter-
rorism, including those of the Department of
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Energy, Department of Defense, Department
of State, and Department of Homeland Secu-
rity, and including the Proliferation Secu-
rity Initiative, the G-8 Global Partnership
Against the Spread of Weapons and Mate-
rials of Mass Destruction, United Nations
Security Council Resolution 1540, and the
Global Initiative to Combat Nuclear Ter-
rorism;

(G) plans to strengthen United States com-
mitments to international regimes and sig-
nificantly improve cooperation with other
countries relating to the prevention of WMD
proliferation and terrorism, with particular
emphasis on work with the international
community to develop laws and an inter-
national legal regime with universal juris-
diction to enable any state in the world to
interdict and prosecute smugglers of WMD
material, as recommended by the 9/11 Com-
mission; and

(H) identification of actions necessary to
implement the recommendations of the Com-
mission on the Prevention of Weapons of
Mass Destruction Proliferation and Ter-
rorism established under subtitle E of this
title.

(3) Leading inter-agency coordination of
United States efforts to implement the strat-
egy and policies described in this section.

(4) Conducting oversight and evaluation of
accelerated and strengthened implementa-
tion of initiatives and programs to prevent
WMD proliferation and terrorism by relevant
government departments and agencies.

(5) Overseeing the development of a com-
prehensive and coordinated budget for pro-
grams and initiatives to prevent WMD pro-
liferation and terrorism, ensuring that such
budget adequately reflects the priority of the
challenges and is effectively executed, and
carrying out other appropriate budgetary au-
thorities.

(d) STAFF.—The Coordinator may appoint
and terminate such personnel as may be nec-
essary to enable the Coordinator to perform
his or her duties.

(e) CONSULTATION WITH COMMISSION.—The
Office and the Coordinator shall regularly
consult with and strive to implement the
recommendations of the Commission on the
Prevention of Weapons of Mass Destruction
Proliferation and Terrorism, established
under subtitle E of this title.

(f) ANNUAL REPORT ON STRATEGIC PLAN.—
For fiscal year 2009 and each fiscal year
thereafter, the Coordinator shall submit to
Congress, at the same time as the submis-
sion of the budget for that fiscal year under
title 31, United States Code, a report on the
strategy and policies developed pursuant to
subsection (c)(2), together with any rec-
ommendations of the Coordinator for legisla-
tive changes that the Coordinator considers
appropriate with respect to such strategy
and policies and their implementation or the
Office of the Coordinator.

SEC. 1242. REQUEST FOR CORRESPONDING RUS-
SIAN COORDINATOR.

It is the sense of the Congress that, as soon
as practical, the President should personally
request the President of the Russian Federa-
tion to designate an official of the Russian
Federation having authorities and respon-
sibilities for preventing weapons of mass de-
struction (WMD) proliferation and terrorism
commensurate with those of the Coordi-
nator, and with whom the Coordinator
should coordinate planning and implementa-
tion of activities in the Russian Federation
having the purpose of preventing WMD pro-
liferation and terrorism.
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Subtitle E—Commission on the Prevention of
Weapons of Mass Destruction Proliferation
and Terrorism

SEC. 1251. COMMISSION ON THE PREVENTION OF

WEAPONS OF MASS DESTRUCTION
PROLIFERATION AND TERRORISM.

There is established the Commission on
the Prevention of Weapons of Mass Destruc-
tion Proliferation and Terrorism (in this
subtitle referred to as the ‘‘Commission’).
SEC. 1252. PURPOSES.

(a) IN GENERAL.—The purposes of the Com-
mission are to—

(1) assess current activities, initiatives,
and programs to prevent WMD proliferation
and terrorism; and

(2) provide a clear and comprehensive
strategy and concrete recommendations for
such activities, initiatives, and programs.

(b) IN PARTICULAR.—The Commission shall
give particular attention to activities, ini-
tiatives, and programs to secure all nuclear
weapons-usable material around the world
and to significantly accelerate, expand, and
strengthen, on an urgent basis, United
States and international efforts to prevent,
stop, and counter the spread of nuclear weap-
ons capabilities and related equipment, ma-
terial, and technology to terrorists and
states of concern.

SEC. 1253. COMPOSITION.

(a) MEMBERS.—The Commission shall be
composed of 9 members, of whom—

(1) 3 members shall be appointed by the
President;

(2) 2 members shall be appointed by the
majority leader of the Senate;

(3) 1 member shall be appointed by the mi-
nority leader of the Senate;

(4) 2 members shall be appointed by the
Speaker of the House of Representatives; and

(5) 1 member shall be appointed by the mi-
nority leader of the House of Representa-
tives.

(b) CO-CHAIRMEN.—The Commission shall
have two co-chairmen designated from
among the members of the Commission. Of
the co-chairmen—

(1) 1 shall be designated by the President;
and

(2) 1 shall be designated jointly by the ma-
jority leader of the Senate and the Speaker
of the House of Representatives.

(c) DEADLINE FOR APPOINTMENT.—AI1l mem-
bers of the Commission shall be appointed
within 90 days of the date of the enactment
of this Act.

(d) INITIAL MEETING.—The Commission
shall meet and begin the operations of the
Commission as soon as practicable.

(e) QUORUM; VACANCIES.—After its initial
meeting, the Commission shall meet upon
the call of the co-chairmen or a majority of
its members. Six members of the Commis-
sion shall constitute a quorum. Any vacancy
in the Commission shall not affect its pow-
ers, but shall be filled in the same manner in
which the original appointment was made.
SEC. 1254. RESPONSIBILITIES.

(a) IN GENERAL.—The Commission shall ad-
dress—

(1) the roles, missions, and structure of all
relevant government departments, agencies,
and other actors, including the Office of the
United States Coordinator for the Preven-
tion of Weapons of Mass Destruction Pro-
liferation and Terrorism established under
subtitle D of this title;

(2) inter-agency coordination;

(3) United States commitments to inter-
national regimes and cooperation with other
countries; and

(4) the threat of weapons of mass destruc-
tion proliferation and terrorism to the
United States and its interests and allies, in-
cluding the threat posed by black-market
networks, and the effectiveness of the re-
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sponses by the United States and the inter-
national community to such threats.

(b) FOLLOW-ON BAKER-CUTLER REPORT.—
The Commission shall also reassess, and
where necessary update and expand on, the
conclusions and recommendations of the re-
port titled ‘“A Report Card on the Depart-
ment of Energy’s Nonproliferation Programs
with Russia’ of January 2001 (also known as
the ‘‘Baker-Cutler Report’’) and implementa-
tion of such recommendations.

SEC. 1255. POWERS.

(a) HEARINGS AND EVIDENCE.—The Commis-
sion or, on the authority of the Commission,
any subcommittee or member thereof, may,
for the purpose of carrying out this subtitle,
hold such hearings and sit and act at such
times and places, take such testimony, re-
ceive such evidence, and administer such
oaths as the Commission or such designate
subcommittee or designated member may
determine advisable.

(b) CONTRACTING.—The Commission may,
to such extent and in such amounts as are
provided in appropriations Acts, enter into
contracts to enable the Commission to dis-
charge its duties under this subtitle.

(c) INFORMATION FROM FEDERAL AGEN-
CIES.—

(1) IN GENERAL.—The Commission is au-
thorized to secure directly from any execu-
tive department, bureau, agency, board,
commission, office, independent establish-
ment, or instrumentality of the Government,
information, suggestions, estimates, and sta-
tistics for the purposes of this subtitle. Each
department, bureau, agency, board, commis-
sion, office, independent establishment, or
instrumentality shall, to the extent author-
ized by law, furnish such information, sug-
gestions, estimates, and statistics directly to
the Commission, upon request made by the
co-chairmen, the chairman of any sub-
committee created by a majority of the
Commission, or any member designated by a
majority of the Commission.

(2) RECEIPT, HANDLING, STORAGE, AND DIS-
SEMINATION.—Information shall only be re-
ceived, handled, stored, and disseminated by
members of the Commission and its staff
consistent with all applicable statutes, regu-
lations, and Executive orders.

(d) ASSISTANCE FROM FEDERAL AGENCIES.—

(1) GENERAL SERVICES ADMINISTRATION.—
The Administrator of General Services shall
provide to the Commission on a reimburs-
able basis administrative support and other
services for the performance of the Commis-
sion’s functions.

(2) OTHER DEPARTMENTS AND AGENCIES.—In
addition to the assistance prescribed in para-
graph (1), departments and agencies of the
United States may provide to the Commis-
sion such services, funds, facilities, staff, and
other support services as they may deter-
mine advisable and as may be authorized by
law.

(e) GIFTS.—The Commission may accept,
use, and dispose of gifts or donations of serv-
ices or property.

(f) POSTAL SERVICES.—The Commission
may use the United States mails in the same
manner and under the same conditions as de-
partments and agencies of the United States.
SEC. 1256. NONAPPLICABILITY OF FEDERAL AD-

VISORY COMMITTEE ACT.

(a) IN GENERAL.—The Federal Advisory
Committee Act (b U.S.C. App.) shall not
apply to the Commission.

(b) PUBLIC MEETINGS AND RELEASE OF PUB-
LIC VERSIONS OF REPORTS.—The Commission
shall—

(1) hold public hearings and meetings to
the extent appropriate; and

(2) release public versions of the report re-
quired under section 1257.

(¢) PUBLIC HEARINGS.—Any public hearings
of the Commission shall be conducted in a
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manner consistent with the protection of in-
formation provided to or developed for or by
the Commission as required by any applica-
ble statute, regulation, or Executive order.

SEC. 1257. REPORT.

Not later than 180 days after the appoint-
ment of the Commission, the Commission
shall submit to the President and Congress a
final report containing such findings, conclu-
sions, and recommendations for corrective
measures as have been agreed to by a major-
ity of Commission members.

SEC. 1258. TERMINATION.

(a) IN GENERAL.—The Commission, and all
the authorities of this subtitle, shall termi-
nate 60 days after the date on which the final
report is submitted under section 1257.

(b) ADMINISTRATIVE ACTIVITIES BEFORE
TERMINATION.—The Commission may use the
60-day period referred to in subsection (a) for
the purpose of concluding its activities, in-
cluding providing testimony to committees
of Congress concerning its report and dis-
seminating the final report.

TITLE XIII—-NUCLEAR BLACK MARKET
COUNTER-TERRORISM ACT

SEC. 1301. SHORT TITLE.

This title may be cited as the ‘‘Nuclear
Black Market Counter-Terrorism Act of
2007,

SEC. 1302. DEFINITIONS.

In this title:

(1) APPROPRIATE CONGRESSIONAL COMMIT-
TEES.—The term ‘‘appropriate congressional
committees” means the Committee on For-
eign Affairs, the Committee on Armed Serv-
ices, the Permanent Select Committee on In-
telligence, and the Committee on Appropria-
tions of the House of Representatives, and
the Committee on Foreign Relations, the
Committee on Armed Services, the Select
Committee on Intelligence, and the Com-
mittee on Appropriations of the Senate.

(2) FOREIGN PERSON.—The term ‘‘foreign
person’’—

(A) means any person who is not a citizen
or national of the United States or lawfully
admitted to the United States for permanent
residence under the Immigration and Nation-
ality Act;

(B) includes any foreign corporation, inter-
national organization, or foreign govern-
ment; and

(C) includes, for purposes of subsections (a)
and (b) of section 1311, successors, assigns,
subsidiaries, and subunits of the person de-
scribed in subparagraph (A) or (B) (as the
case may be), and other business organiza-
tions or associations in which that person
may be deemed to have a controlling inter-
est.

(3) PERSON.—The term ‘‘person’—

(A) means a natural person as well as a
corporation, business association, partner-
ship, society, trust, any other nongovern-
mental entity, organization, or group, and
any governmental entity, or subsidiary,
subunit, or parent entity thereof, and any
successor of any such entity; and

(B) in the case of a country where it may
be impossible to identify a specific govern-
mental entity referred to in subparagraph
(A), means all activities of that government
relating to the development or production of
any nuclear equipment or technology.

(4) UNITED STATES FOREIGN ASSISTANCE.—
The term ‘‘United States foreign assistance”
means assistance under the foreign oper-
ations, export financing, and related pro-
grams appropriations Act for a fiscal year,
and assistance under the Foreign Assistance
Act of 1961.
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Subtitle A—Sanctions for Transfers of Nu-
clear Enrichment, Reprocessing, and Weap-
ons Technology, Equipment, and Materials
Involving Foreign Persons and Terrorists

SEC. 1311. AUTHORITY TO IMPOSE SANCTIONS ON

FOREIGN PERSONS.

(a) DETERMINATION OF NUCLEAR ACTIVITIES
BY FOREIGN PERSONS.—

(1) DETERMINATION.—Notwithstanding any
other provision of law, the President shall
impose the sanctions described in subsection
(b) whenever the President determines that a
foreign person, on or after the date of the en-
actment of this Act, participated in the ex-
port, transfer or trade of—

(A) nuclear enrichment or reprocessing
equipment, materials, or technology to any
non-nuclear-weapon state (as defined in sec-
tion 102(c) of the Arms Export Control Act)
that—

(i) does not possess functioning nuclear en-
richment or reprocessing plants as of Janu-
ary 1, 2004; and

(ii)(I) does not have in force an additional
protocol with the International Atomic En-
ergy Agency for the application of safe-
guards (as derived from IAEA document
INFCIRC/540 and related corrections and ad-
ditions); or

(IT) is developing, manufacturing, or ac-
quiring a nuclear explosive device; or

(B) any nuclear explosive device, or design
information or component, equipment, mate-
rials, or other items or technology that—

(i) is designated for national export con-
trols under the Nuclear Supplier Group
Guidelines for the Export of Nuclear Mate-
rial, Equipment and Technology (published
by the International Atomic Energy Agency
as IAEA document INFCIRC/254/Rev. 6/Part 1
and subsequent revisions) and the Guidelines
for Transfers of Nuclear-Related Dual-Use
Equipment, Materials, Software and Related
Technology (published as IAEA document
INFCIRC/254/Rev. 5/ Part 2 and subsequent
revisions); and

(ii) contributes to the development, manu-
facture, or acquisition of a nuclear explosive
device by—

(I) a non-nuclear weapon state; or

(IT) a foreign person.

(2) DEFINITION.—For purposes of paragraph
(1), the term ‘‘participated’” means sold,
transferred, brokered, financed, assisted, de-
livered, or otherwise provided or received,
and includes any conspiracy or attempt to
engage in any of such activities, as well as
facilitating such activities by any other per-
son.

(b) SANCTIONS.—The sanctions referred to
in subsection (a) that are to be imposed on a
foreign person are the following:

(1) No assistance may be provided to the
foreign person under the Foreign Assistance
Act of 1961, and the foreign person may not
participate in any assistance program of the
United States Government. Any such assist-
ance being provided to the foreign person,
and any participation in such assistance pro-
gram by the foreign person, on the date on
which the sanction under this paragraph is
imposed shall be terminated as of such date.

(2) The United States Government may not
export to the foreign person, or grant a li-
cense or other approval to export to or im-
port from the foreign person of, any defense
articles, defense services, or design or con-
struction services under the Foreign Assist-
ance Act of 1961 or the Arms Export Control
Act. Any contract to export such articles or
services, or license or approval to export or
import, under either such Act, that is in ef-
fect on the date on which the sanction under
this paragraph is imposed shall be termi-
nated as of such date.

(3) Licenses or any other approval may not
be issued for the export to the foreign person
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of any goods or technology subject to the ju-
risdiction of the Export Administration Reg-
ulations under chapter VII of title 15, Code of
Federal Regulations (or successor regula-
tions), other than food and other agricul-
tural commodities, medicines and medical
equipment. Any such license or approval
that is in effect on the on the date on which
the sanction under this paragraph is im-
posed, shall be terminated as of such date.

(4) No department or agency of the United
States Government may procure, or enter
into any contract for the procurement of,
any goods or services from the foreign per-
son. The Secretary of the Treasury shall pro-
hibit the importation into the United States
of goods, technology, or services produced or
provided by the foreign person, other than
information or informational materials
within the meaning of section 203(b)(3) of the
International Emergency Economic Powers
Act (50 U.S.C. 1702(b)(3)).

(¢c) PERIOD SANCTIONS IN EFFECT.—The
sanctions referred to in subsection (b) should
be imposed for not less than two years, but
may be imposed for longer periods. The
President may suspend after one year any
sanction imposed pursuant to this section 15
days after submitting to the appropriate
congressional committees a report explain-
ing—

(1) the reasons for suspending the sanction;

(2) how the purposes of this title and
United States national security are
furthered by such suspension; and

(3) what measures the United States will
take or is taking to ensure that the foreign
person will not engage in similar activities
in the future.

(d) WAIVER AUTHORITY.—The President
may waive the imposition of any sanction
under subsection (b) if the President certifies
to the appropriate congressional committees
that the waiver—

(1) is important to the national security
interests of the United States; and

(2) would further the purposes of this title.
SEC. 1312. PRESIDENTIAL NOTIFICATION ON AC-

TIVITIES OF FOREIGN PERSONS.

(a) REPORTS TO CONGRESS.—Not later than
180 days after the date of enactment of this
Act, and not later than January 31 of each
year thereafter, the President shall submit
to the appropriate congressional committees
a report detailing any activity by any for-
eign person described in section 1311. This re-
port shall also include a description of any
sanctions that have been imposed and their
duration.

(b) PUBLICATION.—When the President im-
poses sanctions under section 1311, the Presi-
dent shall, to the maximum extent possible
in unclassified form, publish in the Federal
Register, not later than 15 days after report-
ing such sanctions to the appropriate con-
gressional committees under subsection (a),
the identity of each sanctioned foreign per-
son, the period for which sanctions will be in
effect, and the reasons for the sanctions.
Subtitle B—Further Actions Against Corpora-

tions Associated With Sanctioned Foreign

Persons
SEC. 1321. FINDINGS.

The Congress finds the following:

(1) Foreign persons and corporations en-
gaging in nuclear black-market activities
are motivated by reasons of commercial gain
and profit.

(2) Sanctions targeted solely against the
business interests of the sanctioned person
or business concern may be unsuccessful in
halting these proliferation activities, as the
sanctions may be seen merely as the cost of
doing business, especially if the business in-
terests of the parent or subsidiary corporate
entities are unaffected by the sanctions.

(3) Such narrow targeting of sanctions cre-
ates the incentive to create shell and ‘‘carve-
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out” corporate entities to perform the pro-
liferation activities and attract sanctions,
leaving all other aspects of the larger cor-
poration unaffected.

(4) To dissuade corporations from allowing
their associated commercial entities or per-
sons from engaging in proliferation black-
market activities, they must also be made to
suffer financial loss and commercial dis-
advantage, and parent and subsidiary com-
mercial enterprises must be held responsible
for the proliferation activities of their asso-
ciated entities.

(6) If a corporation perceives that the
United States Government will do every-
thing possible to make its commercial activ-
ity difficult around the world, then that cor-
poration has a powerful commercial incen-
tive to prevent any further proliferation ac-
tivity by its associated entities.

(6) Therefore, the United States Govern-
ment should seek to increase the risk of
commercial loss for associated corporate en-
tities for the proliferation actions of their
subsidiaries.

SEC. 1322. CAMPAIGN BY UNITED STATES GOV-
ERNMENT OFFICIALS.

The President shall instruct all agencies of
the United States Government to make
every effort in their interactions with for-
eign government and business officials to
persuade foreign governments and relevant
corporations not to engage in any business
transaction with a foreign person sanctioned
under section 1311, including any entity that
is a parent or subsidiary of the sanctioned
foreign person, for the duration of the sanc-
tions.

SEC. 1323. COORDINATION.

The Secretary of State shall coordinate
the actions of the United States Government
under section 1322.

SEC. 1324. REPORT.

Not later than one year after the date of
the enactment of this Act and annually
thereafter, the Secretary of State shall re-
port to the appropriate congressional com-
mittees on the actions taken by the United
States to carry out section 1322.

Subtitle C—Rollback of Nuclear Proliferation
Networks
SEC. 1331. NONPROLIFERATION AS A CONDITION
OF UNITED STATES ASSISTANCE.

United States foreign assistance should
only be provided to countries that—

(1) are not cooperating with any non-nu-
clear-weapon state or any foreign group or
individual who may be engaged in, planning,
or assisting any international terrorist
group in the development of a nuclear explo-
sive device or its means of delivery and are
taking all necessary measures to prevent
their nationals and other persons and enti-
ties subject to their jurisdiction from par-
ticipating in such cooperation; and

(2) are fully and completely cooperating
with the United States in its efforts to elimi-
nate nuclear black-market networks or ac-
tivities.

SEC. 1332. REPORT ON IDENTIFICATION OF NU-
CLEAR PROLIFERATION NETWORK
HOST COUNTRIES.

(a) REPORT.—

(1) IN GENERAL.—Not later than 90 days
after the date of the enactment of this Act
and annually thereafter, the President shall
submit a report to the appropriate congres-
sional committees that—

(A) identifies any country in which manu-
facturing, brokering, shipment, trans-
shipment, or other activity occurred in con-
nection with the transactions of the nuclear
proliferation network that supplied Libya,
Iran, North Korea, and possibly other coun-
tries or entities; and

(B) identifies any country in which manu-
facturing, brokering, shipment, trans-
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shipment, or other activity occurred for the
purpose of supplying nuclear technology,
equipment, or material to another country
or foreign person that could, in the Presi-
dent’s judgment, contribute to the develop-
ment, manufacture, or acquisition, of a nu-
clear explosive device by a country or for-
eign person of concern to the United States

(2) ADDITIONAL INFORMATION.—The report
under paragraph (1) shall also include a de-
scription of the extent to which each coun-
try described in the report is, in the opinion
of the President, fully cooperating with the
United States in its efforts to eliminate the
nuclear proliferation network described in
paragraph (1)(A) or stopping the activities
described in paragraph (1)(B). The President
shall base the determination regarding a
country’s cooperation with the United
States in part on the degree to which the
country has satisfied United States requests
for assistance and information, including
whether the United States has asked and
been granted direct investigatory access to
key persons involved in the nuclear pro-
liferation network described in paragraph
()(A) or the activities described in para-
graph (1)(B).

(b) CLASSIFICATION.—Reports under this
section shall be unclassified to the maximum
extent possible.

SEC. 1333. SUSPENSION OF ARMS SALES LI-

CENSES AND DELIVERIES TO NU-
CLEAR PROLIFERATION HOST COUN-
TRIES.

(a) SUSPENSION.—Upon submission of the
report and any additional information under
section 1332 to the appropriate congressional
committees, the President shall suspend all
licenses issued under the Arms Export Con-
trol Act, and shall prohibit any licenses to
be issued under that Act, for exports to, or
imports from, any country described in the
report, unless the President certifies to the
appropriate congressional committees that
such country—

(1)(A) has fully investigated or is fully in-
vestigating the activities of any person or
entity within its territory that has partici-
pated in the nuclear proliferation network
described in section 1332(a)(1)(A) or the ac-
tivities described in section 1332(a)(1)(B); and

(B) has taken or is taking effective steps to
permanently halt similar illicit nuclear pro-
liferation activities;

(2) has been or is fully cooperating with
the United States and other appropriate
international organizations in investigating
and eliminating the nuclear proliferation
network, any successor networks operating
within its territory, or other illicit nuclear
proliferation activities; and

(3) has enacted or is enacting new laws,
promulgated decrees or regulations, or estab-
lished practices designed to prevent future
such activities from occurring within its ter-
ritory.

(b) WAIVER.—The President may waive the
requirements of subsection (a) in a fiscal
year if—

(1) the President has certified to the appro-
priate congressional committees that the
waiver is important to the national security
of the United States; and

(2) at least 5 days have elapsed since mak-
ing the certification under paragraph (1).

TITLE XIV—9/11 COMMISSION
INTERNATIONAL IMPLEMENTATION

SEC. 1401. SHORT TITLE; TABLE OF CONTENTS.
This title may be cited as the “9/11 Com-

mission International Implementation Act

of 2007”’.

Subtitle A—Quality Educational Opportuni-
ties in Arab and Predominantly Muslim
Countries.

SEC. 1411. FINDINGS; POLICY.

(a) FINDINGS.—Congress makes the fol-
lowing findings:
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(1) The report of the National Commission
on Terrorist Attacks Upon the United States
stated that ‘‘[e]lducation that teaches toler-
ance, the dignity and value of each indi-
vidual, and respect for different beliefs is a
key element in any global strategy to elimi-
nate Islamic terrorism”.

(2) The report of the National Commission
on Terrorist Attacks Upon the United States
concluded that ensuring educational oppor-
tunity is essential to the efforts of the
United States to defeat global terrorism and
recommended that the United States Gov-
ernment ‘‘should offer to join with other na-
tions in generously supporting [spending
funds] ... directly on building and operating
primary and secondary schools in those Mus-
lim states that commit to sensibly investing
financial resources in public education’.

(3) While Congress endorsed such a pro-
gram in the Intelligence Reform and Ter-
rorism Prevention Act of 2004 (Public Law
108-458), such a program has not been estab-
lished.

(b) PoLicYy.—It is the policy of the United
States—

(1) to work toward the goal of dramatically
increasing the availability of modern basic
education through public schools in Arab
and predominantly Muslim countries, which
will reduce the influence of radical
madrassas and other institutions that pro-
mote religious extremism;

(2) to join with other countries in gener-
ously supporting the International Arab and
Muslim Youth Opportunity Fund authorized
under section 7114 of the Intelligence Reform
and Terrorism Prevention Act of 2004, as
amended by section 1412 of this Act, with the
goal of building and operating public pri-
mary and secondary schools in Arab and pre-
dominantly Muslim countries that commit
to sensibly investing the resources of such
countries in modern public education;

(3) to offer additional incentives to in-
crease the availability of modern basic edu-
cation in Arab and predominantly Muslim
countries; and

(4) to work to prevent financing of edu-
cational institutions that support radical Is-
lamic fundamentalism.

SEC. 1412. INTERNATIONAL ARAB AND MUSLIM
YOUTH OPPORTUNITY FUND.

Section 7114 of the Intelligence Reform and
Terrorism Prevention Act of 2004 (22 U.S.C.
2228) is amended to read as follows:

“SEC. 7114. INTERNATIONAL ARAB AND MUSLIM
YOUTH OPPORTUNITY FUND.

‘“(a) FINDINGS.—Congress finds the fol-
lowing:

‘(1) The United Nation’s 2003 Arab Human
Development Report states that the quan-
titative expansion of Arab education remains
incomplete. The report asserts that high
rates of illiteracy, especially among women,
persist. Children continue to be denied their
basic right to elementary education. Higher
education is characterized by decreasing en-
rollment rates compared to developed coun-
tries, and public expenditures on education
has declined since 1985.

‘“(2) The UN report cities the decline in
quality as the most significant challenge in
the educational arena in Arab countries.

‘“(3) Researchers argue that curricula
taught in Arab countries seem to encourage
submission, obedience, subordination, and
compliance, rather than free critical think-
ing.
‘“(4) Despite major efforts to improve pre-
school education in some Arab countries, the
quality of education provided in kinder-
gartens in the region does not fulfill the re-
quirements for advancing and developing
children’s capabilities in order to help so-
cialize a creative and innovative generation.

‘(5) Many factors in Arab countries ad-
versely affect teachers’ capabilities, such as
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low salaries (which force educators in to
take on other jobs that consume their en-
ergy and decrease the time they can devote
to caring for their students), lack of facili-
ties, poorly designed curricula, indifferent
quality of teacher training, and overcrowded
classes.

‘(6) Educational attainments in Arab and
non-Arab Muslim countries—from literacy
rates to mathematical and science achieve-
ments—are well below global standards.

“(7) It is estimated that there are 65,000,000
illiterate adult Arabs, and two-thirds of
them are women.

‘“(8) Educational enrollment for Arab coun-
tries rose from 31,000,000 children in 1980 to
approximately 56,000,000 children in 1995. Yet
despite this increase, 10,000,000 children be-
tween the ages of 6 and 15 are currently not
in school.

‘“(9) In the Middle East, roughly 10,000,000
children still do not go to school.

‘(10) Even though women’s access to edu-
cation has tripled in Arab countries since
1970, gender disparities still persist. Illit-
eracy in Arab countries affects women dis-
proportionately. Women make up two-thirds
of illiterate adults, with most living in rural
areas.

‘(11) The publication of books and other
reading materials in Arab countries faces
many major challenges, including the small
number of readers due to high rates of illit-
eracy in some such countries and the weak
purchasing power of the Arab reader. The
limited readership in Arab countries is re-
flected in the small number of books pub-
lished in such countries, which does not ex-
ceed 1.1 percent of world production, al-
though Arabs constitute five percent of the
world population.

‘“(12) The nexus between health and edu-
cation in Arab countries is very strong.
Gains in women’s education accounted for an
estimated 43 percent reduction in child mal-
nutrition between 1970 and 1995. Educated
mothers are more likely to better space
births, to have adequate prenatal care, and
to immunize their children.

‘(13) Many educational systems in Arab
and non-Arab Muslim countries widen the
gap between rich and poor: while rich stu-
dents attend excellent private schools, poor
children receive grossly inadequate school-
ing.

““(b) PURPOSE.—The purpose of this section
is to strengthen the public educational sys-
tems in Arab and predominantly Muslim
countries by—

‘(1) authorizing the establishment of an
International Arab and Muslim Youth Edu-
cational Fund through which the United
States dedicates resources, either through a
separate fund or through an international
organization, to assist those countries that
commit to education reform; and

‘(2) providing resources for the Fund to
help strengthen the public educational sys-
tems in those countries.

“‘(c) ESTABLISHMENT OF FUND.—

‘(1) AUTHORITY.—The President is author-
ized to establish an International Arab and
Muslim Youth Opportunity Fund.

‘(2) LOCATION.—The Fund may be estab-
lished—

‘“(A) as a separate fund in the Treasury; or

‘(B) through an international organization
or international financial institution, such
as the United Nations Educational, Science
and Cultural Organization, the United Na-
tions Development Program, or the Inter-
national Bank for Reconstruction and Devel-
opment.

‘(3) TRANSFERS AND RECEIPTS.—The head of
any department, agency, or instrumentality
of the United States Government may trans-
fer any amount to the Fund, and the Fund
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may receive funds from private enterprises,
foreign countries, or other entities.

‘(4) ACTIVITIES OF THE FUND.—The Fund
shall support programs described in this
paragraph to improve the education environ-
ment in Arab and predominantly Muslim
countries.

““(A) ASSISTANCE TO ENHANCE MODERN EDU-
CATIONAL PROGRAMS.—

‘“(i) The establishment in Arab and pre-
dominantly Muslim countries of a program
of reform to create a modern education cur-
riculum in the public educational systems in
such countries.

‘(i) The establishment or modernization
of educational materials to advance a mod-
ern educational curriculum in such systems.

‘“(iii) Teaching English to adults and chil-
dren.

‘“(iv) The establishment in Arab and pre-
dominantly Muslim countries of programs
that enhance accountability, transparency,
and interaction on education policy in such
countries between the national government
and the regional and local governments
through improved information sharing and
monitoring.

‘““(v) The establishment in Arab and pre-
dominantly Muslim countries of programs to
assist in the formulation of administration
and planning strategies for all levels of gov-
ernment in such countries, including na-
tional, regional, and local governments.

‘“(vi) The enhancement in Arab and pre-
dominantly Muslim countries of community,
family, and student participation in the for-
mulation and implementation of education
strategies and programs in such countries.

“(B) ASSISTANCE FOR TRAINING AND EX-
CHANGE PROGRAMS FOR TEACHERS, ADMINIS-
TRATORS, AND STUDENTS.—

‘(i) The establishment of training pro-
grams for teachers and educational adminis-
trators to enhance skills, including the es-
tablishment of regional centers to train indi-
viduals who can transfer such skills upon re-
turn to their countries.

‘“(ii) The establishment of exchange pro-
grams for teachers and administrators in
Arab and predominantly Muslim countries
and with other countries to stimulate addi-
tional ideas and reform throughout the
world, including teacher training exchange
programs focused on primary school teachers
in such countries.

‘(iii) The establishment of exchange pro-
grams for primary and secondary students in
Muslim and Arab countries and with other
countries to foster understanding and toler-
ance and to stimulate long-standing rela-
tionships.

“(C) ASSISTANCE TARGETING PRIMARY AND
SECONDARY STUDENTS.—

‘(i) The establishment in Arab and pre-
dominantly Muslim countries of after-school
programs, civic education programs, and
education programs focusing on life skills,
such as inter-personal skills and social rela-
tions and skills for healthy living, such as
nutrition and physical fitness.

‘“(ii) The establishment in Arab and pre-
dominantly Muslim countries of programs to
improve the proficiency of primary and sec-
ondary students in information technology
skills.

‘(D) ASSISTANCE FOR DEVELOPMENT OF
YOUTH PROFESSIONALS.—

‘(1) The establishment of programs in Arab
and predominantly Muslim countries to im-
prove vocational training in trades to help
strengthen participation of Muslims and
Arabs in the economic development of their
countries.

‘(ii) The establishment of programs in
Arab and predominantly Muslim countries
that target older Muslim and Arab youths
not in school in such areas as entrepre-
neurial skills, accounting, micro-finance ac-
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tivities, work training, financial literacy,
and information technology.

‘(E) OTHER TYPES OF ASSISTANCE.—

‘(i) The translation of foreign books, news-
papers, reference guides, and other reading
materials into local languages.

‘“(ii) The construction and equipping of
modern community and university libraries.
‘() AUTHORIZATION OF APPROPRIATIONS.—

‘“(A) IN GENERAL.—There is authorized to
be appropriated to the President to carry out
this section such sums as may be necessary
for fiscal years 2008, 2009, and 2010.

‘(B) AVAILABILITY.—Amounts appropriated
pursuant to the authorization of appropria-
tions under subsection (a) are authorized to
remain available until expended.

‘(C) ADDITIONAL FUNDS.—Amounts author-
ized to be appropriated under subsection (a)
shall be in addition to amounts otherwise
available for such purposes.

‘(6) REPORT TO CONGRESS.—Not later than
180 days after the date of the enactment of
this section and annually thereafter, the
President shall submit to the appropriate
congressional committees a report on United
States efforts to assist in the improvement
of educational opportunities for Arab and
predominantly Muslim children and youths,
including the progress made toward estab-
lishing the International Arab and Muslim
Youth Opportunity Fund.

“(7) APPROPRIATE CONGRESSIONAL COMMIT-
TEES DEFINED.—In this subsection, the term
‘appropriate congressional committees’
means the Committee on Foreign Affairs and
the Committee on Appropriations of the
House of Representatives and the Committee
on Foreign Relations and the Committee on
Appropriations of the Senate.”.

SEC. 1413. ANNUAL REPORT TO CONGRESS.

(a) IN GENERAL.—Not later than June 1 of
each year, the Secretary of State shall sub-
mit to the appropriate congressional com-
mittees a report on the efforts of Arab and
predominantly Muslim countries to increase
the availability of modern basic education
and to close educational institutions that
promote religious extremism and terrorism.

(b) CONTENTS.—Each report shall include—

(1) a list of Arab and predominantly Mus-
lim countries that are making serious and
sustained efforts to improve the availability
of modern basic education and to close edu-
cational institutions that promote religious
extremism and terrorism;

(2) a list of such countries that are making
efforts to improve the availability of modern
basic education and to close educational in-
stitutions that promote religious extremism
and terrorism, but such efforts are not seri-
ous and sustained;

(3) a list of such countries that are not
making efforts to improve the availability of
modern basic education and to close edu-
cational institutions that promote religious
extremism and terrorism; and

(4) an assessment for each country speci-
fied in each of paragraphs (1), (2), and (3) of
the role of United States assistance with re-
spect to the efforts made or not made to im-
prove the availability of modern basic edu-
cation and close educational institutions
that promote religious extremism and ter-
rorism.

(c) APPROPRIATE CONGRESSIONAL COMMIT-
TEES DEFINED.—In this section, the term
‘“‘appropriate congressional committees”
means the Committee on Foreign Affairs and
the Committee on Appropriations of the
House of Representatives and the Committee
on Foreign Relations and the Committee on
Appropriations of the Senate.
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SEC. 1414. EXTENSION OF PROGRAM TO PROVIDE
GRANTS TO AMERICAN-SPONSORED
SCHOOLS IN ARAB AND PREDOMI-
NANTLY MUSLIM COUNTRIES TO
PROVIDE SCHOLARSHIPS.

(a) FINDINGS.—Congress finds
lowing:

(1) Section 7113 of the Intelligence Reform
and Terrorism Prevention Act of 2004 (Pub.
Law 108-458) authorized the establishment of
a pilot program to provide grants to Amer-
ican-sponsored schools in Arab and predomi-
nantly Muslim countries so that such
schools could provide scholarships to young
people from lower-income and middle-in-
come families in such countries to attend
such schools, where they could improve their
English and be exposed to a modern edu-
cation.

(2) Since the date of the enactment of that
section, the Middle East Partnership Initia-
tive has pursued implementation of that pro-
gram.

(b) EXTENSION OF PROGRAM.—

(1) IN GENERAL.—Section 7113 of the Intel-
ligence Reform and Terrorism Prevention
Act of 2004 is amended—

(A) in the section heading—

(i) by striking “PILOT”’; and

(ii) by inserting ‘“ARAB AND”
“PREDOMINANTLY MUSLIM"’;

(B) in subsection (a)(2), by inserting ‘‘Arab
and” before ‘‘predominantly Muslim’’;

(C) in subsection (b), in the matter pre-
ceding paragraph (1), by inserting ‘‘Arab
and” before ‘‘predominantly Muslim’’;

(D) in subsection (¢)—

(i) in the subsection heading, by striking
“PILOT”;

(ii) by striking ‘‘pilot’’; and

(iii) by striking ‘‘countries with predomi-
nantly Muslim populations” and inserting
“Arab and predominantly Muslim coun-
tries’’;

(E) in subsection (d), by striking ‘‘pilot”
each place it appears;

(F') in subsection (f)—

(i) by striking ‘‘pilot’’; and

(ii) by inserting ‘‘an Arab or’ before ‘‘a
predominantly Muslim country’’;

(G) in subsection (g), in the first sentence—

(i) by inserting ‘‘and April 15, 2008,” after
““April 15, 2006,”’; and

(ii) by striking ‘‘pilot’’; and

(H) in subsection (h)—

(i) by striking ‘2005 and 2006’ inserting
‘2007 and 2008’ ; and

(ii) by striking ‘‘pilot’’.

(2) CONFORMING AMENDMENT.—Section 1(b)
of such Act is amended, in the table of con-
tents, by striking the item relating to sec-
tion 7113 and inserting after section 7112 the
following new item:

¢“7113. Program to provide grants to Amer-
ican-sponsored schools in Arab

the fol-

before

and predominantly Muslim
countries to provide scholar-
ships.”.

Subtitle B—Democracy and Development in
Arab and Predominantly Muslim Countries
SEC. 1421. PROMOTING DEMOCRACY AND DEVEL-
OPMENT IN THE MIDDLE EAST, CEN-
TRAL ASIA, SOUTH ASIA, AND
SOUTHEAST ASIA.

(a) FINDINGS.—Congress
lowing:

(1) Al-Qaeda and affiliated groups have es-
tablished a terrorist network with linkages
throughout the Middle East, Central Asia,
South Asia, and Southeast Asia.

(2) While political repression and lack of
economic development do not justify ter-
rorism, increased political freedoms, poverty
reduction, and broad-based economic growth
can contribute to an environment that un-
dercuts tendencies and conditions that fa-
cilitate the rise of terrorist organizations.

finds the fol-
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(3) It is in the national security interests
of the United States to promote democracy,
the rule of law, good governance, sustainable
development, a vigorous civil society, polit-
ical freedom, protection of minorities, inde-
pendent media, women’s rights, private sec-
tor growth, and open economic systems in
the countries of the Middle East, Central
Asia, South Asia, and Southeast Asia.

(b) PoLicy.—It is the policy of the United
States to—

(1) promote over the long-term, seizing op-
portunities whenever possible in the short
term, democracy, the rule of law, good gov-
ernance, sustainable development, a vig-
orous civil society, political freedom, protec-
tion of minorities, independent media, wom-
en’s rights, private sector growth, and open
economic systems in the countries of the
Middle East, Central Asia, South Asia, and
Southeast Asia;

(2) provide assistance and resources to in-
dividuals and organizations in the countries
of the Middle East, Central Asia, South Asia,
and Southeast Asia that are committed to
promoting such objectives and to design
strategies in conjunction with such individ-
uals and organizations; and

(3) work with other countries and inter-
national organizations to increase the re-
sources devoted to promoting such objec-
tives.

(c) STRATEGY.—Not later than 180 days
after the date of the enactment of this Act,
the Secretary of State shall submit to appro-
priate congressional committees a report
with a country-by-country five year strategy
to promote the policy of the United States
described in subsection (b). Such report shall
contain an estimate of the funds necessary
to implement such a strategy.

(d) APPROPRIATE CONGRESSIONAL COMMIT-
TEES DEFINED.—In this section, the term
“‘appropriate congressional committees”
means the Committee on Foreign Affairs and
the Committee on Appropriations of the
House of Representatives and the Committee
on Foreign Relations and the Committee on
Appropriations of the Senate.

SEC. 1422. MIDDLE EAST FOUNDATION.

(a) PURPOSES.—The purposes of this section
are to support, through the provision of
grants, technical assistance, training, and
other programs, in the countries of the Mid-
dle East, the expansion of—

(1) civil society;

(2) opportunities for political participation
for all citizens;

(3) protections for internationally recog-
nized human rights, including the rights of
women;

(4) educational system reforms;

(b) independent media;

(6) policies that promote economic oppor-
tunities for citizens;

(7) the rule of law; and

(8) democratic processes of government.

(b) MIDDLE EAST FOUNDATION.—

(1) DESIGNATION.—The Secretary of State is
authorized to designate an appropriate pri-
vate, nonprofit organization that is orga-
nized or incorporated under the laws of the
United States or of a State as the Middle
East Foundation (referred to in this section
as the “Foundation”).

(2) FUNDING.—

(A) AUTHORITY.—The Secretary of State is
authorized to provide funding to the Founda-
tion through the Middle East Partnership
Initiative of the Department of State. The
Foundation shall use amounts provided
under this paragraph to carry out the pur-
poses specified in subsection (a), including
through making grants and providing other
assistance to entities to carry out programs
for such purposes.

(B) FUNDING FROM OTHER SOURCES.—In de-
termining the amount of funding to provide
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to the Foundation, the Secretary of State
shall take into consideration the amount of
funds that the Foundation has received from
sources other than the United States Gov-
ernment.

(3) NOTIFICATION TO CONGRESSIONAL COMMIT-
TEES.—The Secretary of State shall notify
the Committee on Foreign Affairs and the
Committee on Appropriations of the House
of Representatives and the Committee on
Foreign Relations and the Committee on Ap-
propriations of the Senate prior to desig-
nating an appropriate organization as the
Foundation.

(¢) GRANTS FOR PROJECTS.—

(1) FOUNDATION TO MAKE GRANTS.—The Sec-
retary of State shall enter into an agreement
with the Foundation that requires the Foun-
dation to use the funds provided under sub-
section (b)(2) to make grants to persons or
entities (other than governments or govern-
ment entities) located in the Middle East or
working with local partners based in the
Middle East to carry out projects that sup-
port the purposes specified in subsection (a).

(2) CENTER FOR PUBLIC POLICY.—Under the
agreement described in paragraph (1), the
Foundation may make a grant to an institu-
tion of higher education located in the Mid-
dle East to create a center for public policy
for the purpose of permitting scholars and
professionals from the countries of the Mid-
dle East and from other countries, including
the United States, to carry out research,
training programs, and other activities to in-
form public policymaking in the Middle East
and to promote broad economic, social, and
political reform for the people of the Middle
East.

(3) APPLICATIONS FOR GRANTS.—An entity
seeking a grant from the Foundation under
this section shall submit an application to
the head of the Foundation at such time, in
such manner, and containing such informa-
tion as the head of the Foundation may rea-
sonably require.

(d) PRIVATE CHARACTER OF THE FOUNDA-
TION.—Nothing in this section shall be con-
strued to—

(1) make the Foundation an agency or es-
tablishment of the United States Govern-
ment, or to make the officers or employees
of the Foundation officers or employees of
the United States for purposes of title 5,
United States Code; or

(2) to impose any restriction on the Foun-
dation’s acceptance of funds from private
and public sources in support of its activities
consistent with the purposes specified in sub-
section (a).

(e) LIMITATION ON PAYMENTS TO FOUNDA-
TION PERSONNEL.—No part of the funds pro-
vided to the Foundation under this section
shall inure to the benefit of any officer or
employee of the Foundation, except as salary
or reasonable compensation for services.

(f) RETENTION OF INTEREST.—The Founda-
tion may hold funds provided under this sec-
tion in interest-bearing accounts prior to the
disbursement of such funds to carry out the
purposes specified in subsection (a), and,
only to the extent and in the amounts pro-
vided for in advance in appropriations Acts,
may retain for use for such purposes any in-
terest earned without returning such inter-
est to the Treasury of the United States.

(g) FINANCIAL ACCOUNTABILITY.—

(1) INDEPENDENT PRIVATE AUDITS OF THE
FOUNDATION.—The accounts of the Founda-
tion shall be audited annually in accordance
with generally accepted auditing standards
by independent certified public accountants
or independent licensed public accountants
certified or licensed by a regulatory author-
ity of a State or other political subdivision
of the United States. The report of the inde-
pendent audit shall be included in the annual
report required by subsection (h).
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(2) GAO AuUDITS.—The financial trans-
actions undertaken pursuant to this section
by the Foundation may be audited by the
Government Accountability Office in accord-
ance with such principles and procedures and
under such rules and regulations as may be
prescribed by the Comptroller General of the
United States.

(3) AUDITS OF GRANT RECIPIENTS- .—

(A) IN GENERAL.—A recipient of a grant
from the Foundation shall agree to permit
an audit of the books and records of such re-
cipient related to the use of the grant funds.

(B) RECORDKEEPING.—Such recipient shall
maintain appropriate books and records to
facilitate an audit referred to in subpara-
graph (A), including—

(i) separate accounts with respect to the
grant funds;

(ii) records that fully disclose the use of
the grant funds;

(iii) records describing the total cost of
any project carried out using grant funds;
and

(iv) the amount and nature of any funds re-
ceived from other sources that were com-
bined with the grant funds to carry out a
project.

(h) ANNUAL REPORTS.—Not later than Jan-
uary 31, 2008, and annually thereafter, the
Foundation shall submit to the appropriate
congressional committees and make avail-
able to the public a report that includes, for
the fiscal year prior to the fiscal year in
which the report is submitted, a comprehen-
sive and detailed description of—

(1) the operations and activities of the
Foundation that were carried out using
funds provided under this section;

(2) grants made by the Foundation to other
entities with funds provided under this sec-
tion;

(3) other activities of the Foundation to
further the purposes specified in subsection
(a); and

(4) the financial condition of the Founda-
tion.

(i) DEFINITIONS.—In this section:

(1) APPROPRIATE CONGRESSIONAL COMMIT-
TEES.—The term ‘‘appropriate congressional
committees” means the Committee on For-
eign Affairs and the Committee on Appro-
priations of the House of Representatives
and the Committee on Foreign Relations and
the Committee on Appropriations of the Sen-
ate.

(2) MIDDLE EAST.—The term ‘‘Middle East”
means Algeria, Bahrain, Egypt, Iran, Iraq,
Jordan, Kuwait, Lebanon, Libya, Morocco,
Oman, Qatar, Saudi Arabia, Syria, Tunisia,
United Arab Emirates, West Bank and Gaza,
and Yemen.

(j) EXPIRATION OF AUTHORITY.—The author-
ity provided under this section shall expire
on September 30, 2017.

(k) REPEAL.—Section 534(k) of Public Law
109-102 is repealed.

Subtitle C—Restoring United States Moral

Leadership
SEC. 1431. ADVANCING UNITED STATES INTER-
ESTS THROUGH PUBLIC DIPLOMACY.

(a) FINDING.—Congress finds that the re-
port of the National Commission on Ter-
rorist Attacks Upon the United States stated
that, ‘‘Recognizing that Arab and Muslim
audiences rely on satellite television and
radio, the government has begun some prom-
ising initiatives in television and radio
broadcasting to the Arab world, Iran, and Af-
ghanistan. These efforts are beginning to
reach large audiences. The Broadcasting
Board of Governors has asked for much larg-
er resources. It should get them.”.

(b) SENSE OF CONGRESS.—It is the sense of
Congress that—

(1) The United States needs to improve its
communication of information and ideas to
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people in foreign countries, particularly in
countries with significant Muslim popu-
lations.

(2) Public diplomacy should reaffirm the
paramount commitment of the United States
to democratic principles, including pre-
serving the civil liberties of all the people of
the United States, including Muslim-Ameri-
cans.

(3) A significant expansion of United
States international broadcasting would pro-
vide a cost-effective means of improving
communication with countries with signifi-
cant Muslim populations by providing news,
information, and analysis, as well as cultural
programming, through both radio and tele-
vision broadcasts.

(c) SPECIAL AUTHORITY FOR SURGE CAPAC-
1TY.—The United States International Broad-
casting Act of 1994 (22 U.S.C. 6201 et seq.) is
amended by adding at the end the following
new section:

“SEC. 316. SPECIAL AUTHORITY FOR SURGE CA-
PACITY.

‘‘(a) EMERGENCY AUTHORITY.—

‘(1) IN GENERAL.—Whenever the President
determines it to be important to the na-
tional interests of the United States and so
certifies to the appropriate congressional
committees, the President, on such terms
and conditions as the President may deter-
mine, is authorized to direct any depart-
ment, agency, or other governmental entity
of the United States to furnish the Broad-
casting Board of Governors with the assist-
ance of such department, agency, or entity
based outside the United States as may be
necessary to provide international broad-
casting activities of the United States with a
surge capacity to support United States for-
eign policy objectives during a crisis abroad.

‘“(2) SUPERSEDES EXISTING LAW.—The au-
thority of paragraph (1) shall supersede any
other provision of law.

¢“(3) SURGE CAPACITY DEFINED.—In this sub-
section, the term ‘surge capacity’ means the
financial and technical resources necessary
to carry out broadcasting activities in a geo-
graphical area during a crisis abroad.

“(b) AUTHORIZATION OF APPROPRIATIONS.—

‘(1) IN GENERAL.—There are authorized to
be appropriated to the President such sums
as may be necessary for the President to
carry out this section, except that no such
amount may be appropriated which, when
added to amounts previously appropriated
for such purpose but not yet obligated, would
cause such amounts to exceed $25,000,000.

“(2) AVAILABILITY OF FUNDS.—Amounts ap-
propriated pursuant to the authorization of
appropriations in this subsection are author-
ized to remain available until expended.

““(3) DESIGNATION OF APPROPRIATIONS.—
Amounts appropriated pursuant to the au-
thorization of appropriations in this sub-
section may be referred to as the ‘United
States International Broadcasting Surge Ca-
pacity Fund’.

‘‘(c) REPORT.—The annual report submitted
to the President and Congress by the Broad-
casting Board of Governors under section
305(a)(9) shall provide a detailed description
of any activities carried out under this sec-
tion.

“(d) AUTHORIZATION OF APPROPRIATIONS
FOR UNITED STATES INTERNATIONAL BROAD-
CASTING ACTIVITIES.—

‘(1) IN GENERAL.—In addition to amounts
otherwise available for such purposes, there
are authorized to be appropriated such sums
as may be necessary to carry out United
States Government broadcasting activities
under this Act, including broadcasting cap-
ital improvements, the United States Infor-
mation and Educational Exchange Act of
1948 (22 U.S.C. 1431 et seq.), and the Foreign
Affairs Reform and Restructuring Act of 1998
(as enacted in division G of the Omnibus
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Consolidated and Emergency Supplemental
Appropriations Act, 1999; Public Law 105—
277), and to carry out other authorities in
law consistent with such purposes.

*“(2) AVAILABILITY OF FUNDS.—Amounts ap-
propriated pursuant to the authorization of
appropriations in this section are authorized
to remain available until expended.”’.

SEC. 1432. EXPANSION OF UNITED STATES
SCHOLARSHIP, EXCHANGE, AND LI-
BRARY PROGRAMS IN ARAB AND
PREDOMINANTLY MUSLIM COUN-
TRIES.

(a) REPORT; CERTIFICATION.—Not later than
30 days after the date of the enactment of
this Act and every 180 days thereafter, the
Secretary of State shall submit to the appro-
priate congressional committees a report on
the recommendations of the National Com-
mission on Terrorist Attacks Upon the
United States and the policy goals described
in section 7112 of the Intelligence Reform
and Terrorism Prevention Act of 2004 (Public
Law 108-458) for expanding United States
scholarship, exchange, and library programs
in Arab and predominantly Muslim coun-
tries. Such report shall include—

(1) a certification by the Secretary of State
that such recommendations have been imple-
mented and such policy goals have been
achieved; or

(2) if the Secretary of State is unable to
make the certification described in para-
graph (1), a description of—

(A) the steps taken to implement such rec-
ommendations and achieve such policy
goals;

(B) when the Secretary of State expects
such recommendations to be implemented
and such policy goals to be achieved; and

(C) any allocation of resources or other ac-
tions by Congress the Secretary of State
considers necessary to implement such rec-
ommendations and achieve such policy
goals.

(b) TERMINATION OF DUTY TO REPORT.—The
duty to submit a report under subsection (a)
shall terminate when the Secretary of State
submits a certification pursuant to para-
graph (1) of such subsection.

() GAO REVIEW OF CERTIFICATION.—If the
Secretary of State submits a certification
pursuant to subsection (a)(1), not later than
30 days after the submission of such certifi-
cation, the Comptroller General of the
United States shall submit to the appro-
priate congressional committees a report on
whether the recommendations referred to in
subsection (a) have been implemented and
whether the policy goals described in section
7112 of the Intelligence Reform and Ter-
rorism Prevention Act of 2004 have been
achieved.

(d) DEFINITION.—In this section, the term
‘“‘appropriate congressional committees”
means—

(1) the Committee on Foreign Affairs and
the Committee on Oversight and Govern-
ment Reform of the House of Representa-
tives; and

(2) the Committee on Foreign Relations
and the Committee on Homeland Security
and Governmental Affairs of the Senate.

SEC. 1433. UNITED STATES POLICY TOWARD DE-
TAINEES.

(a) FINDINGS.—Congress
lowing:

(1) The National Commission on Terrorist
Attacks Upon the United States (commonly
referred to as the ‘‘9/11 Commission”) de-
clared that the United States ‘‘should work
with friends to develop mutually agreed-on
principles for the detention and humane
treatment of captured international terror-
ists who are not being held under a par-
ticular country’s criminal laws’ and rec-
ommended that the United States engage
our allies ‘“‘to develop a common coalition
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approach toward the detention and humane
treatment of captured terrorists’, drawing
from Common Article 3 of the Geneva Con-
ventions.

(2) Congress has passed several provisions
of law that have changed United States
standards relating to United States detain-
ees, but such provisions have not been part
of a common coalition approach in this re-
gard.

(3) A number of investigations remain on-
going by countries who are close United
States allies in the war on terrorism regard-
ing the conduct of officials, employees, and
agents of the United States and of other
countries related to conduct regarding de-
tainees.

(b) REPORT; CERTIFICATION.—Not later than
90 days after the date of the enactment of
this Act and every 180 days thereafter, the
Secretary of State, in consultation with the
Attorney General and the Secretary of De-
fense, shall submit to the relevant congres-
sional committees a report on any progress
towards implementing the recommendations
of the 9/11 Commission for engaging United
States allies to develop a common coalition
approach, in compliance with Common Arti-
cle 3 of the Geneva Conventions, toward the
detention and humane treatment of individ-
uals detained during Operation Iraqi Free-
dom, Operation Enduring Freedom, or in
connection with United States
counterterrorist operations. Such report
shall include—

(1) a certification by the Secretary of State
that such recommendations have been imple-
mented and such policy goals have been
achieved; or

(2) if the Secretary of State is unable to
make the certification described in para-
graph (1), a description of—

(A) the steps taken to implement such rec-
ommendations and achieve such policy
goals;

(B) when the Secretary of State expects
such recommendations to be implemented
and such policy goals to be achieved; and

(C) any allocation of resources or other ac-
tions by Congress that the Secretary of
State considers necessary to implement such
recommendations and achieve such policy
goals.

(¢) TERMINATION OF DUTY TO REPORT.—The
duty to submit a report under subsection (a)
shall terminate when the Secretary of State
submits a certification pursuant to sub-
section (a)(1).

(d) GAO REVIEW OF CERTIFICATION.—If the
Secretary of State submits a certification
pursuant to subsection (a)(1), not later than
30 days after the submission of such certifi-
cation, the Comptroller General shall submit
to the relevant congressional committees a
report on whether the recommendations de-
scribed in subsection (a) have been imple-
mented and whether the policy goals de-

scribed in such subsection have been
achieved.
(e) DEFINITION.—In this section, the term
‘“‘relevant congressional committees”
means—

(1) with respect to the House of Represent-
atives, the Committee on Foreign Affairs,
the Committee on Armed Services, the Com-
mittee on Oversight and Government Re-
form, the Committee on the Judiciary, and
the Permanent Select Committee on Intel-
ligence; and

(2) with respect to the Senate, the Com-
mittee on Foreign Relations, the Committee
on Armed Services, the Committee on Home-
land Security and Governmental Affairs, the
Committee on the Judiciary, and the Select
Committee on Intelligence.
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Subtitle D—Strategy for the United States
Relationship With Afghanistan, Pakistan,
and Saudi Arabia

SEC. 1441. AFGHANISTAN.

(a) STATEMENTS OF PoLicY.—The following
shall be the policies of the United States:

(1) The United States shall vigorously sup-
port the Government of Afghanistan as it
continues on its path toward a broad-based,
pluralistic, multi-ethnic, gender-sensitive,
and fully representative government in Af-
ghanistan and shall maintain its long-term
commitment to the people of Afghanistan by
increased assistance and the continued de-
ployment of United States troops in Afghani-
stan as long as the Government of Afghani-
stan supports such United States involve-
ment.

(2) In order to reduce the ability of the
Taliban and Al-Qaeda to finance their oper-
ations through the opium trade, the Presi-
dent shall engage aggressively with the Gov-
ernment of Afghanistan and our NATO part-
ners, and in consultation with Congress, to
assess the success of the Afghan counter-
narcotics strategy in existence as of Decem-
ber 2006 and to explore all additional options
for addressing the narcotics crisis in Afghan-
istan, including possible changes in rules of
engagement for NATO and Coalition forces
for participation in actions against narcotics
trafficking and kingpins.

(b) STATEMENT OF CONGRESS.—Congress
strongly urges that the Afghanistan Free-
dom Support Act of 2002 be reauthorized and
updated to take into account new develop-
ments in Afghanistan and in the region so as
to demonstrate the continued support by the
United States for the people and Government
of Afghanistan.

(¢c) EMERGENCY INCREASE IN POLICING OPER-
ATIONS.—

(1) IN GENERAL.—The President shall make
every effort, on an emergency basis, to dra-
matically increase the numbers of United
States and international police trainers,
mentors, and police personnel operating in
conjunction with Afghanistan civil security
forces and shall increase efforts to assist the
Government of Afghanistan in addressing
the corruption crisis that is threatening to
undermine Afghanistan’s future.

(2) REPORT.—Not later than 180 days after
the date of the enactment of this Act and
every six months thereafter until September
31, 2010, the President shall submit to the
Committee on Foreign Affairs and the Com-
mittee on Appropriations of the House of
Representatives and the Committee on For-
eign Relations and the Committee on Appro-
priations of the Senate a report on United
States efforts to fulfill the requirements of
this subsection.

(d) EMERGENCY ENERGY ASSISTANCE.—

(1) FINDING.—Congress finds that short-
term shortages of energy may destabilize the
Government of Afghanistan and undermine
the ability of President Karzai to carry out
critically needed reforms.

(2) AUTHORIZATION OF ASSISTANCE.—The
President is authorized to provide assistance
for the acquisition of emergency energy re-
sources, including diesel fuel, to secure the
delivery of electricity to Kabul, Afghanistan,
and other major Afghan provinces and cities.

(3) AUTHORIZATION OF APPROPRIATIONS.—
There are authorized to be appropriated to
the President to carry out paragraph (2) such
sums as may be necessary for each of fiscal
years 2008 and 2009.

SEC. 1442. PAKISTAN.

(a) FINDINGS.—Congress
lowing:

(1) Since September 11, 2001, the Govern-
ment of Pakistan has been an important
partner in helping the United States remove
the Taliban regime in Afghanistan and com-
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bating international terrorism in the fron-
tier provinces of Pakistan.

(2) There remain a number of critical
issues that threaten to disrupt the relation-
ship between the United States and Paki-
stan, undermine international security, and
destabilize Pakistan, including—

(A) curbing the proliferation of nuclear
weapons technology;

(B) combating poverty and corruption;

(C) building effective government institu-
tions, especially secular public schools;

(D) promoting democracy and the rule of
law, particularly at the national level;

(E) addressing the continued presence of
Taliban and other violent extremist forces
throughout the country;

(F) maintaining the authority of the Gov-
ernment of Pakistan in all parts of its na-
tional territory;

(G) securing the borders of Pakistan to
prevent the movement of militants and ter-
rorists into other countries and territories;
and

(H) effectively dealing with Islamic extre-
mism.

(b) STATEMENTS OF PoLIcY.—The following
shall be the policies of the United States:

(1) To work with the Government of Paki-
stan to combat international terrorism, es-
pecially in the frontier provinces of Paki-
stan, and to end the use of Pakistan as a safe
haven for forces associated with the Taliban.

(2) To establish a long-term strategic part-
nership with the Government of Pakistan to
address the issues described in subpara-
graphs (A) through (H) of subsection (a)(2).

(3) To dramatically increase funding for
programs of the United States Agency for
International Development and the Depart-
ment of State that assist the Government of
Pakistan in addressing such issues, if the
Government of Pakistan demonstrates a
commitment to building a moderate, demo-
cratic state, including significant steps to-
wards free and fair parliamentary elections
in 2007.

(4) To work with the international commu-
nity to secure additional financial and polit-
ical support to effectively implement the
policies set forth in this subsection and help
to resolve the dispute between the Govern-
ment of Pakistan and the Government of
India over the disputed territory of Kashmir.

(¢) STRATEGY RELATING TO PAKISTAN.—

(1) REQUIREMENT FOR REPORT ON STRAT-
EGY.—Not later than 90 days after the date of
the enactment of this Act, the President
shall submit to the appropriate congres-
sional committees a report, in classified
form if necessary, that describes the long-
term strategy of the United States to engage
with the Government of Pakistan to address
the issues described in subparagraphs (A)
through (F) of subsection (a)(2) and carry out
the policies described in subsection (b) in
order accomplish the goal of building a mod-
erate, democratic Pakistan.

(2) APPROPRIATE CONGRESSIONAL COMMIT-
TEES DEFINED.—In this subsection the term
‘“‘appropriate congressional committees’’
means the Committee on Foreign Affairs and
the Committee on Appropriations of the
House of Representatives and the Committee
on Foreign Relations and the Committee on
Appropriations of the Senate.

(d) LIMITATION ON UNITED STATES SECURITY
ASSISTANCE TO PAKISTAN.—

(1) LIMITATION.—

(A) IN GENERAL.—For fiscal years 2008 and
2009, United States assistance under chapter
2 of part II of the Foreign Assistance Act of
1961 (22 U.S.C. 2311 et seq.) or section 23 of
the Arms Export Control Act (22 U.S.C. 2763)
may not be provided to, and a license for any
item controlled under the Arms Export Con-
trol Act (22 U.S.C. 2751 et seq.) may not be
approved for, Pakistan until 15 days after
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the date on which President determines and
certifies to the appropriate congressional
committees that the Government of Paki-
stan is making all possible efforts to prevent
the Taliban from operating in areas under its
sovereign control, including in the cities of
Quetta and Chaman and in the Northwest
Frontier Province and the Federally Admin-
istered Tribal Areas.

(B) ForM.—The certification required by
subparagraph (A) shall be transmitted in un-
classified form, but may contain a classified
annex.

(2) WAIVER.—The President may waive the
limitation on assistance under paragraph (1)
for a fiscal year if the President determines
and certifies to the appropriate congres-
sional committees that it is important to
the national security interest of the United
States to do so.

(3) SUNSET.—The limitation on assistance
under paragraph (1) shall cease to be effec-
tive beginning on the date on which the
President determines and certifies to the ap-
propriate congressional committees that the
Taliban, or any related successor organiza-
tion, has ceased to exist as an organization
capable of conducting military, insurgent, or
terrorist activities in Afghanistan from
Pakistan.

(4) APPROPRIATE CONGRESSIONAL COMMIT-
TEES DEFINED.—In this subsection, the term
‘“‘appropriate congressional committees”
means the Committee on Foreign Affairs and
the Committee on Appropriations of the
House of Representatives and the Committee
on Foreign Relations and the Committee on
Appropriations of the Senate.

(e) NUCLEAR PROLIFERATION.—

(1) FINDING.—Congress finds that Paki-
stan’s maintenance of a network for the pro-
liferation of nuclear and missile technologies
would be inconsistent with Pakistan being
considered an ally of the United States.

(2) SENSE OF CONGRESS.—It is the sense of
Congress that the national security interest
of the United States will best be served if the
United States develops and implements a
long-term strategy to improve the United
States relationship with Pakistan and works
with the Government of Pakistan to stop nu-
clear proliferation.

(f) AUTHORIZATION OF APPROPRIATIONS.—

(1) IN GENERAL.—There are authorized to be
appropriated to the President for providing
assistance for Pakistan for fiscal year 2008—

(A) for “Development Assistance’, such
sums as may be necessary to carry out the
provisions of sections 103, 105, and 106 of the
Foreign Assistance Act of 1961 (22 U.S.C.
2151a, 2151c, and 2151d,);

(B) for the ‘‘Child Survival and Health Pro-
grams Fund’, such sums as may be nec-
essary to carry out the provisions of sections
104 of the Foreign Assistance Act of 1961 (22
U.S.C. 2151b);

(C) for the ‘‘Economic Support Fund’’, such
sums as may be necessary to carry out the
provisions of chapter 4 of part II of the For-
eign Assistance Act of 1961 (22 U.S.C. 2346 et
seq.);

(D) for ‘“Intermational Narcotics Control
and Law Enforcement’, such sums as may be
necessary to carry out the provisions of
chapter 8 of part I of the Foreign Assistance
Act of 1961 (22 U.S.C. 2291 et seq.);

(E) for ‘“‘Nonproliferation, Anti-Terrorism,
Demining and Related Programs’, such sums
as may be necessary;

(F) for ‘“‘International Military Education
and Training’, such sums as may be nec-
essary to carry out the provisions of chapter
5 of part II of the Foreign Assistance Act of
1961 (22 U.S.C. 2347 et seq.); and

(G) for ‘““Foreign Military Financing Pro-
gram’’, such sums as may be necessary to
carry out the provisions of section 23 of the
Arms Export Control Act (22 U.S.C. 2763).
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(2) OTHER FUNDS.—Amounts authorized to
be appropriated under this subsection are in
addition to amounts otherwise available for
such purposes.

(g) EXTENSION OF WAIVERS.—

(1) AMENDMENTS.—The Act entitled ‘“‘An
Act to authorize the President to exercise
waivers of foreign assistance restrictions
with respect to Pakistan through September
30, 2003, and for other purposes’, approved
October 27, 2001 (Public Law 107-57; 115 Stat.
403), is amended—

(A) in section 1(b)—

(i) in the heading, to read as follows:

“(b) FISCAL YEARS 2007 AND 2008.—’; and

(ii) in paragraph (1), by striking ‘“‘any pro-
vision” and all that follows through ‘‘that
prohibits’” and inserting ‘‘any provision of
the foreign operations, export financing, and
related programs appropriations Act for fis-
cal year 2007 or 2008 (or any other appropria-
tions Act) that prohibits’’;

(B) in section 3(2), by striking ‘‘Such provi-
sion”” and all that follows through ‘as are”
and inserting ‘‘Such provision of the annual
foreign operations, export financing, and re-
lated programs appropriations Act for fiscal
years 2002 through 2008 (or any other appro-
priations Act) as are’’; and

(C) in section 6, by striking ‘‘the provi-
sions’” and all that follows and inserting
‘‘the provisions of this Act shall terminate
on October 1, 2008.".

(2) EFFECTIVE DATE.—The amendments
made by paragraph (1) take effect on October
1, 2006.

(3) SENSE OF CONGRESS.—It is the sense of
Congress that determinations to provide ex-
tensions of waivers of foreign assistance pro-
hibitions with respect to Pakistan pursuant
to Public Law 107-57 for fiscal years after the
fiscal years specified in the amendments
made by paragraph (1) to Public Law 107-57
should be informed by the pace of demo-
cratic reform, extension of the rule of law,
and the conduct of the parliamentary elec-
tions currently scheduled for 2007 in Paki-
stan.

SEC. 1443. SAUDI ARABIA.

(a) FINDINGS.—Congress
lowing:

(1) The Kingdom of Saudi Arabia has an
uneven record in the fight against terrorism,
especially with respect to terrorist financ-
ing, support for radical madrassas, and a
lack of political outlets for its citizens, that
poses a threat to the security of the United
States, the international community, and
the Kingdom of Saudi Arabia itself.

(2) The United States has a national secu-
rity interest in working with the Govern-
ment of Saudi Arabia to combat inter-
national terrorists who operate within Saudi
Arabia or who operate outside Saudi Arabia
with the support of citizens of Saudi Arabia.

(b) SENSE OF CONGRESS.—It is the sense of
Congress that, in order to more effectively
combat terrorism, the Government of Saudi
Arabia must undertake and continue a num-
ber of political and economic reforms, in-
cluding increasing anti-terrorism operations
conducted by law enforcement agencies, pro-
viding more political rights to its citizens,
increasing the rights of women, engaging in
comprehensive educational reform, enhanc-
ing monitoring of charitable organizations,
promulgating and enforcing domestic laws,
and regulation on terrorist financing.

(c) STATEMENTS OF PoLicY.—The following
shall be the policies of the United States:

(1) To engage with the Government of
Saudi Arabia to openly confront the issue of
terrorism, as well as other problematic
issues, such as the lack of political freedoms,
with the goal of restructuring the relation-
ship on terms that leaders of both countries
can publicly support.
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(2) To enhance counterterrorism coopera-
tion with the Government of Saudi Arabia, if
the political leaders of such government are
committed to making a serious, sustained ef-
fort to combat terrorism.

(3) To support the efforts of the Govern-
ment of Saudi Arabia to make political, eco-
nomic, and social reforms throughout the
country.

(d) STRATEGY RELATING TO SAUDI ARABIA.—

(1) REQUIREMENT FOR REPORT ON STRAT-
EGY.—Not later than 90 days after the date of
the enactment of this Act, the President
shall submit to the appropriate congres-
sional committees a report, in classified
form if necessary, that describes the progress
on the Strategic Dialogue (established by
President George W. Bush and Crown Prince
(now King) Abdullah in April 2005) between
the United States and Saudi Arabia, includ-
ing the progress made in such Dialogue to-
ward implementing the long-term strategy
of the United States to—

(A) engage with the Government of Saudi
Arabia to facilitate political, economic, and
social reforms that will enhance the ability
of the Government of Saudi Arabia to com-
bat international terrorism; and

(B) work with the Government of Saudi
Arabia to combat terrorism, including
through effective prevention of the financing
of terrorism by Saudi institutions and citi-
Zens.

(2) APPROPRIATE CONGRESSIONAL COMMIT-
TEES DEFINED.—In this subsection the term
‘“‘appropriate congressional committees”
means the Committee on Foreign Affairs and
the Committee on Appropriations of the
House of Representatives and the Committee
on Foreign Relations and the Committee on
Appropriations of the Senate.

GENERAL LEAVE

Mr. THOMPSON of Mississippi.
Madam Speaker, I ask unanimous con-
sent that all Members may have 5 leg-
islative days within which to revise
and extend their remarks on H.R. 1.

The SPEAKER. Is there objection to
the request of the gentleman from Mis-
sissippi?

There was no objection.

The SPEAKER. Pursuant to section
507 of House Resolution 6, the gen-
tleman from Mississippi (Mr. THOMP-
SON) and the gentleman from New York
(Mr. KING) each will control 90 min-
utes.

The Chair recognizes the gentleman
from Mississippi, chairman of the
Homeland Security Committee.

O 1300

Mr. THOMPSON of Mississippi.
Madam Speaker, I yield myself such
time as I may consume.

Madam Speaker, we are here today
considering this bill for one reason: To
protect America from terrorism and
from those who advocate hate and vio-
lence against our Nation and its val-
ues.

Let’s be clear. The bill before us
today does not contain Democratic or
Republican ideas on how to protect our
Nation. It contains American ideas.

Madam Speaker, it contains ideas
formulated by the 9/11 Commission, a
bipartisan group of Americans chosen
for their wisdom, expertise and love of
country; Americans who we tasked to
tell us what happened on September 11,
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2001, and how to avoid it happening
again. That is why we are here today.

I hope my colleagues will put rhet-
oric and political games aside to do
right by the American people, to do
right by those whose lives were af-
fected by 9/11, including those whose
memories we honor.

I have heard and read a lot of excuses
about fulfilling the recommendations,
Madam Speaker. On one hand, many of
my colleagues across the aisle have
publicly said for months they already
fulfilled the recommendations.

In the past week they have accused
the Democratic leadership of pre-
senting a bill that doesn’t fulfill the
recommendation and leaves gaps.

Madam Speaker, I am a bit baffled.
Did the Republicans fulfill or not fulfill
the recommendations? I think we all
know the answer, and that is why we
are here today.

To those who want to point out al-
leged gaps in the 9/11 bill, I say, we can
do better than the past. Here is a
chance for Congress to stop dragging
its feet, to become the ‘“‘do something”’
Congress. We can stand around com-
plaining and pointing fingers, or we
can finally do the job we are here and
hired to do.

There is an old Irish proverb that
says, ‘“You will never plow the field if
you only turn it over in your mind.”

Congress has spent 5 years turning
over the 9/11 recommendations in its
mind. On the topics covered by this
legislation, we have seen bills intro-
duced, amendments offered, hearings
held, and investigative reports written.

Don’t be fooled by those who say that
this bill is moving too quickly. It has
been 5 years since 9/11. It has been 3
years since the 9/11 Commission issued
its report.

Now is the time, Mr. Speaker, to
plow the field. Now is the time to act
on the 9/11 recommendations. The 9/11
Commission has told us that we must
provide Homeland Security grants to
States and cities based on risk, not a
pork barrel formula. This bill meets
that recommendation.

The 9/11 Commission told us many
more people could die after a terrorist
attack or natural disaster if police, fire
fighters and paramedics can’t commu-
nicate with each other.

Today, we will create a dedicated
grant program to ensure State and
local first responders have communica-
tion systems that talk to one another.

The 9/11 commissioners told us that
more than 5 years after the hijacked
planes flew into our national land-
marks, our aviation system is still not
secure enough.

We still do not spend our money cost-
effectively to screen checked baggage.
Airport checkpoints are not equipped
with the most modern technologies,
like those needed to detect liquid ex-
plosives, and cargo that is stored under
a Dpassengers seat is still not ade-
quately inspected.

This bill extends funding for ad-
vanced baggage screening and creates a
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novel new trust fund to strengthen
checkpoint security.

Perhaps more importantly, Mr.
Speaker, this bill requires TSA to cre-
ate a system of inspections to ensure
that 100 percent of the cargo shipped on
passenger planes is screened within 3
years.

TSA will do this through a system
that uses equipment, technology, ca-
nines, inspectors and other means to
ensure that the level of security pro-
vided for air cargo is equivalent to the
level of security for checked baggage.

This bill also requires all cargo con-
tainers carried on ships to be scanned
and sealed before they leave for an
American port. The scanning require-
ment in this bill are put in place with-
in a reasonable time frame, 3 years for
large ports and 5 years for smaller
ports.

This bill takes other key steps to ful-
fill the 9/11 Commission’s recommenda-
tions, such as strengthening critical in-
frastructure security and improving
private sector preparedness.

Perhaps more importantly, this bill
will create a strong independent Pri-
vacy and Civil Liberties Board. It will
also strengthen the authority of pri-
vacy officers in Federal agencies.

We all know that securing our Nation
will be of little use if we lose our way
of life. Our commitment to privacy and
individual freedom is in this process.

For too long, Mr. Speaker, many in
this House have talked about strength-
ening Homeland Security. But they are
unwilling to pay the necessary price or
confront the waste and White House
mismanagement.

Now is the time, Mr. Speaker, to put
action into words. Supporting the 9/11
Commission Fulfillment Act today will
do just that.

Mr. Speaker, I reserve the balance of
my time.

PURPOSE AND SUMMARY

The purpose of H.R. 1 is to provide for the
implementation of the recommendations of the
National Commission on Terrorist Attacks
Upon the United States.

BACKGROUND AND NEED FOR LEGISLATION

The National Commission on Terrorist At-
tacks Upon the United States (also known as
the 9/11 Commission) produced an inde-
pendent and comprehensive report evaluating
the events and implications of the terrorist at-
tacks that occurred on September 11, 2001.
Included in the report were 41 recommenda-
tions on how to prevent such an attack from
occurring again. As of the conclusion of the
109th Congress, not all of those recommenda-
tions had been fulfilled. Consequently, the
United States remains unprepared for a major
emergency of that kind. Hurricanes Katrina
and Rita’s destruction of the Gulf Coast region
further emphasized American vulnerability to
national disasters, whether they are caused by
nature or terrorism.

In addition to the report, several members of
the 9/11 Commission participated in the “9/11
Public Discourse Project,” which issued a se-
ries of report cards evaluating and ultimately
grading the federal government’s progress on
executing the Commission’s recommendations
as they related to national security and pre-
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paredness. The final report card, issued on
December 5, 2005, gave an alarming number
of failing or nearly failing grades to key as-
pects of the government’s policies, proce-
dures, and operations.

Areas that received failing grades included
interoperable communications for first re-
sponders, risk-based homeland security fund-
ing, and airline passenger screening, all of
which are addressed by H.R. 1. Nearly-failing
grades (D’s) were used to describe the gov-
ernment’'s progress toward realistic assess-
ment of critical infrastructure, checked bag
and cargo screening for passenger aircraft,
providing incentives for information sharing,
encouraging government-wide information
sharing, creating a meaningful Privacy and
Civil Liberties Oversight Board, a maximum ef-
fort to prevent terrorist from acquiring weap-
ons of mass destruction, cultivating inter-
national scholarship and exchange programs
with Arab and predominantly Muslim countries,
and thoughtful examination of the role played
by Saudi Arabia in the international commu-
nity.

By enacting provisions that address key rec-
ommendations from the 9/11 Commission,
H.R. 1 will make the United States more se-
cure, closing many of the security and pre-
paredness gaps mentioned above that keep
Americans vulnerable to future national emer-
gencies.

HEARINGS

This bill reflects the findings of many over-
sight hearings that have taken place since the
9/11 Commission issued its recommendations
in 2004.

On February 10, 2005, the Subcommittee
on Emergency Preparedness, Science, and
Technology held a hearing titled, “The Pro-
posed Fiscal Year 2006 Budget: Enhancing
Terrorism Preparedness for First Respond-
ers.”

On February 16, 2005, the Subcommittee
on Intelligence, Information Sharing, and Ter-
rorism Risk Assessment held a hearing titled,
“The Proposed Fiscal Year 2006 Budget:
Building the Information Analysis Capabilities
of DHS.”

On March 15, 2005, the Subcommittee on
Prevention of Nuclear and Biological Attack
held a hearing titled, “Nuclear Terrorism: Pro-
tecting the Homeland.” Witnesses included
Charles E. McQueary, Under Secretary for
Science and Technology, Department of
Homeland Security; Paul McHale, Assistant
Secretary for Homeland Defense, Department
of Defense; Paul M. Longsworth, Deputy Ad-
ministrator for Defense Nuclear Proliferation,
Department of Energy; and Willie T. Hulon,
Assistant Director for Counterterrorism, FBI.

On April 12, 2005, the Subcommittee on
Emergency Preparedness, Science, and Tech-
nology held a hearing titled, “The Need for
Grant Reform and the Faster and Smarter
Funding for First Responders Act of 2005.”

On April 19, 2005, the Subcommittee on
Prevention of Nuclear and Biological Attack
held a hearing titled, “DHS Coordination of
Nuclear Detection Efforts.” Witnesses included
Vayl Oxford, Acting Director of the DNDO; Dr.
Fred lkle, Center for Strategic and Inter-
national Studies; Dr. Graham Allison, Director,
Belfer Center for Science and International Af-
fairs, John F. Kennedy School of Government,
Harvard University; and Col. Randy Larson,
USAF (Ret.) CEO, Homeland Security Associ-
ates.



January 9, 2007

On May 26, 2005, the Subcommittee on
Prevention of Nuclear and Biological Attack
held a hearing titled, “Building A Nuclear
Bomb: Identifying Early Indicators of Terrorist
Activity.” Witnesses included the Honorable
Ronald F. Lehman, Director for Global Secu-
rity Research, Lawrence Livermore National
Laboratory; Mr. David Albright, President, In-
stitute for Science and International Security;
and Ms. Laura Holgate, Vice President for
Russial/New Independent States, Nuclear
Threat Initiative.

On June 21, 2005, the Subcommittee on
Prevention of Nuclear and Biological Attack
held a hearing titled, “Detecting Nuclear
Weapons and Radiological Materials: How Ef-
fective Is Available Technology?” Witnesses
included Mr. Gene Aloise, Director, Natural
Resources and Environment, GAO; Dr. Rich-
ard L. Wagner, Chair, Defense Science Board
Task Force on Prevention of and Defense
Against Clandestine Nuclear Attack, Senior
Staff Member Los Alamos National Labora-
tory; and Ms. Bethann Rooney, Security Direc-
tor, Port Authority of New York & New Jersey,
among others.

On June 22, 2005, the Subcommittee on
Economic Security, Infrastructure Protection,
and Cybersecurity held a hearing titled, “En-
suring the Security of America’s Borders
through the Use of Biometric Passports and
Other Identity Documents.” Testimony was re-
ceived from Department of Homeland Security
and State Department officials.

On June 28, 2005, the Subcommittee on
Prevention of Nuclear and Biological Attack
held a hearing titled, “Pathways to the Bomb:
Security of Fissile Materials Abroad.”

On July 13, 2005, the Subcommittee on
Economic Security, Infrastructure Protection,
and Cybersecurity held a hearing titled,
“Leveraging Technology to Improve Aviation
Security.” Members took testimony from in-
dustry stakeholders, including firms with
checkpoint technologies that show promise at
detecting explosives at TSA checkpoints.

On July 19, 2005, the Subcommittee on
Economic Security, Infrastructure Protection,
and Cybersecurity held a hearing titled,
“Leveraging Technology to Improve Aviation
Security, Part Il.” Testimony was received
from CIiff Wilke, the TSA Chief Technology Of-
ficer.

On July 20, 2005, the Subcommittee on In-
telligence, Information Sharing, and Terrorism
Risk Assessment held a hearing titled, “A
Progress Report on Information Sharing for
Homeland Security.”

On September 8, 2005, the Subcommittee
on Prevention of Nuclear and Biological Attack
held a hearing titled, “WMD Terrorism and
Proliferant States.” Witnesses included Ray
Takeyh, Senior Fellow, Middle Eastern Stud-
ies, Council on Foreign Relations; Dr. Daniel
Byman, Director, Center for Peace and Secu-
rity Studies, Georgetown University; and Greg-
ory Giles, National Security Consultant, Hicks
and Associates.

On September 22, 2005, the Subcommittee
on Prevention of Nuclear and Biological Attack
held a hearing titled, “Trends in the Movement
of lllicit of Nuclear Materials.”

On September 29, 2005, the Subcommittee
on Emergency Preparedness, Science, and
Technology held a hearing titled, “Incident
Command, Control, and Communications dur-
ing Catastrophic Events.”

On October. 19, 2005, the full Committee
held a hearing titled, “Federalism and Disaster
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Response: Examining the Roles and Respon-
sibilities of Local, State, and Federal Agen-
cies.” The Committee heard testimony from
the governors of Arizona, Texas and Florida,
as well as three local elected officials.

On October 26, 2005, the Subcommittee on
Emergency Preparedness, Science, and Tech-
nology held a hearing titled, “Ensuring Oper-
ability During Catastrophic Events.” The Sub-
committee heard testimony from Dr. David
Boyd, Director of project SAFECOM at the De-
partment of Homeland Security.

On November 8, 2005, the Subcommittee
on Intelligence, Information Sharing, and Ter-
rorism Risk Assessment held a hearing titled,
“Federal Support for Homeland Security Infor-
mation Sharing: The Role of the Information
Sharing Program Manager.”

On November 17, 2005, the Subcommittee
on Intelligence, Information Sharing, and Ter-
rorism Risk Assessment held a hearing titled,
“Terrorism Risk Assessment at the Depart-
ment of Homeland Security.”

On November 17, 2005, the Subcommittee
on Prevention of Nuclear and Biological Attack
held a hearing titled, “International Efforts to
Promote Nuclear Security.” Witnesses in-
cluded Jerry Paul, Principal Deputy Adminis-
trator, Acting Deputy Administrator for Non-
proliferation Programs, National Nuclear Secu-
rity Administration, Department of Energy, and
Stephen Rademaker, Acting Assistant Sec-
retary, Bureau of International Security and
Nonproliferation, Department of State.

On February 8, 2006, the Subcommittee on
Prevention of Nuclear and Biological Attack
and the Subcommittee on Emergency Pre-
paredness, Science, and Technology held a
joint hearing titled, “Protecting the Homeland:
Fighting Pandemic Flu from the Front Lines.”

On February 15, 2006, the Subcommittee
on Intelligence, Information Sharing, and Ter-
rorism Risk Assessment held a hearing titled,
“The President’s Proposed Fiscal Year 2007
Budget for the Department of Homeland Secu-
rity: The Office of Intelligence and Analysis.”

On February 15, 2006, the Subcommittee
on Emergency Preparedness, Science, and
Technology held a hearing titled, “The State of
Interoperable Communications: Perspectives
from the Field.”

On March 1, 2006, the Subcommittee on
Emergency Preparedness, Science, and Tech-
nology held a hearing titled, “The State of
Interoperable  Communications: Perspectives
from State and Local Government.”

On March 8, 2006, the Subcommittee on
Emergency Preparedness, Science, and Tech-
nology held a hearing titled, “Proposed Fiscal
Year 2007 Budget: Enhancing Preparedness
for First Responders.”

On March 8, 2006, the Subcommittee on
Management, Integration, and Oversight held
a hearing titled, “The 9/11 Reform Act: Exam-
ining the Implementation of the Human Smug-
gling and Trafficking Center.”

On April 6, 2006 and May 10, 2006, the
Subcommittee on Intelligence, Information
Sharing, and Terrorism Risk Assessment held
hearings titled, “Protection of Privacy in the
DHS Intelligence Enterprise.”

On April 12, 2006, the Committee held a
field hearing titled, “Emergency Planning and
Preparedness: Federal, State, and Local Co-
ordination.”

On April 25, 2006, the Subcommittee on
Emergency Preparedness, Science, and Tech-
nology held a hearing titled, “The State of
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Interoperable Communications: Perspectives
on Federal Coordination of Grants, Standards,
and Technology.” The Subcommittee heard
testimony from two panels. The first panel
consisted of the principal Federal agencies
that are responsible for coordinating Federal
communication systems with state and local
jurisdictions. The second panel included Fed-
eral and non-governmental entities that de-
velop the standards and examined the impact
of technology in the area of interoperable/
emergency communication.

On May 24, 2006, the Subcommittee on In-
telligence, Information Sharing, and Terrorism
Risk Assessment held a hearing titled, “Exam-
ining the Progress of the DHS Chief Intel-
ligence Officer.” The Subcommittee heard tes-
timony from Mr. Charles Allen, the Chief Intel-
ligence Officer at the Department of Homeland
Security.

On May 25, 2006, the Subcommittee on
Prevention of Nuclear and Biological Attack
held a hearing titled, “Preventing Nuclear
Smuggling: Enlisting Foreign Cooperation.”
Witnesses included Mr. Vail Oxford, Director,
Domestic Nuclear Detection Office, Depart-
ment of Homeland Security; Mr. Jayson
Ahearn, Assistant Commissioner for Field Op-
erations, Customs and Border Protection, De-
partment of Homeland Security; Mr. David
Huizenga, Assistant Deputy Administrator for
International Materials Protection, Control and
Accounting, National Nuclear Security Admin-
istration, Department of Energy; and Mr. Frank
Record, Acting Assistant Secretary of State for
International Security and Nonproliferation,
Department of State.

On June 15, 2006, the full Committee held
a hearing titled, “DHS Terrorism Preparedness
Grants: Risk-Based or Guess-Work.”

On June 22, 2006, the Subcommittee on
Prevention of Nuclear and Biological Attack
held a hearing titled, “International Efforts to
Promote Nuclear Security.” Witnesses in-
cluded Mr. Jerry Paul, Principal Deputy Ad-
ministrator, Acting Deputy Administrator for
Nonproliferation Programs, National Nuclear
Security Administration, Department of En-
ergy; Mr. Frank Record, Acting Assistant Sec-
retary, Bureau of International Security and
Nonproliferation, Department of State; and Mr.
Jack David, Deputy Assistant Secretary of De-
fense for International Security Policy, Office
of the Secretary, Department of Defense,
among others.

On June 28, 2006, the Subcommittee on In-
telligence, Information Sharing, and Terrorism
Risk Assessment held a hearing titled, “DHS
Intelligence and Border Security: Delivering
Operational Intelligence.”

On July 26, 2006, the Subcommittee on
Emergency Preparedness, Science, and Tech-
nology held a hearing titled, “Emergency Care
Crisis: A Nation Unprepared for Public Health
Disasters.”

On September 7, 2006, the Subcommittee
on Intelligence, Information Sharing, and Ter-
rorism Risk Assessment held a hearing titled,
“State and Local Fusion Centers and the Role
of DHS.”

On September 13, 2006, the Subcommittee
on Intelligence, Information Sharing, and Ter-
rorism Risk Assessment held a hearing titled,
“The Homeland Security Information Network:
An Update on DHS Information Sharing Ef-
forts.” The Subcommittee heard testimony
from the Inspector General of the Department
of Homeland Security.
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STATEMENT OF GENERAL PERFORMANCE GOALS AND
OBJECTIVES

The purpose of H.R. 1, the “Implementing
the 9/11 Commission Recommendations Act
of 2007,” is to strengthen national security and
emergency preparedness efforts by enacting
recommendations made by the National Com-
mission on Terrorist Attacks Upon the United
States (also known as the 9/11 Commission)
in their comprehensive report on the terrorist
attacks of September 11, 2001.

INFORMAL BUDGET ESTIMATE

While there was no formal analysis from the
Congressional Budget Office, it is estimated
that with respect to Titles | through Xl—those
titles that fall within the jurisdiction of the Com-
mittee on Homeland Security—the only sec-
tions that would affect net direct spending are
sections 402 and 403.

Section 402, which would extend provisions
related to the Aviation Security Capital Fund
through 2011, would have no net cost over
time. That provision would receive credit for
triggering collection of the first $250 million in
passenger fees, which would offset the cost of
subsequent spending.

Section 403, which creates a new $250 mil-
lion checkpoint screening improvement fund
for fiscal year 2008 that is funded through the
Aviation Security Capital Fund, would have no
net overall cost, although it would mean that
the amount available to offset TSA’s 2008 ap-
propriation for aviation security would be re-
duced by $250 million.

CONSTITUTIONAL AUTHORITY STATEMENT

Pursuant to clause 3(d)(1) of rule XIll of the
Rules of the House of Representatives, the
Constitutional authority for this legislation is
provided in Article I, section 8, clause 1 of the
Constitution, which grants Congress the power
to provide for the common Defense of the
United States.

SECTION-BY-SECTION ANALYSIS OF THE
LEGISLATION
TITLE I: RISK-BASED ALLOCATION OF HOMELAND
SECURITY GRANTS

§101—First Responders Homeland Security
Funding. This section amends the Homeland
Security Act of 2002, by inserting Title XX
(“Funding for First Responders’’) to the end
of the Act, including the following new sec-
tions:

§2002—Faster and Smarter Funding for
First Responders. This section sets forth pro-
visions governing Department of Homeland
Security (DHS) grant funding for first re-
sponders pursuant to the State Homeland
Security Grant Program, the Urban Area Se-
curity Initiative, and the Law Enforcement
Terrorism Prevention Program. It specifi-
cally excludes non-DHS programs, the FIRE
Grant programs, and the Emergency Man-
agement Performance Grant program and
Urban Search and Rescue Grants program
authorized by specified Federal laws.

§2003—Covered Grant Eligibility and Cri-
teria. This section specifies that high threat
urban areas are eligible to apply for funding
under the Urban Area Security Initiative
and that States, regions, and directly eligi-
ble tribes may apply for funding under the
State Homeland Security Grant Program
and the Law Enforcement Terrorism Preven-
tion Program. It also directs the Secretary
of Homeland Security to require any State
applying for a covered grant to submit a
State Preparedness report, to be developed in
consultation with local governments and
first responders. Additionally, this section
precludes a grant award to a State absent
approval of such plan. It sets forth minimum
contents for grant applications, including
the designation of regional and tribal liai-
sons (if the applicant is a region or directly
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eligible tribe) and requires regional and trib-
al applications to be coordinated with State
applications. Finally, this section requires
applicants who purchase equipment that do
not meet or exceed any applicable national
voluntary consensus standards to include an
explanation of why such equipment or sys-
tems will serve the needs of the applicant
better than equipment or systems that meet
or exceed such standards.

§2004—Risk-Based Evaluation and
Prioritization. This section requires the Sec-
retary to evaluate and annually prioritize
pending applications for covered grants
based upon the degree to which they would
lessen the threat to, vulnerability of, and
consequences for persons (including tran-
sient commuters and tourists) and critical
infrastructure. It also requires such evalua-
tion and prioritization to be coordinated
with the National Advisory Council (estab-
lished as part of the recent FEMA Reform
Bill), the FEMA Administrator, the United
States Fire Administrator, the Chief Intel-
ligence Officer of the Department, the As-
sistant Secretary for Infrastructure Protec-
tion, and other Department officials as de-
termined by the Secretary. This section also
sets forth minimum amounts each state
shall receive (0.25%), providing for larger
grant awards to applicants that have a sig-
nificant international land border and/or ad-
join a body of water within North America
that contains an international boundary line
(0.45%).

§2005—Use of Funds and Accountability
Requirements. This section lists authorized
uses of covered grants and prohibits the use
of grant funds to supplant State or local
funds, to construct physical facilities, to ac-
quire land, or for any State or local govern-
ment cost sharing contribution. It author-
izes covered grant applicants to petition the
Secretary for reimbursement of the costs of
any activity relating to prevention of, pre-
paredness for, response to, or recovery from
acts of terrorism that is a federal duty and
normally performed by a federal agency, and
that is being performed by a State and/or
local government under agreement with a
federal agency. In addition, it sets the fed-
eral share of the costs of activities carried
out under covered grants at 100 percent of
the total for the two-year period following
enactment of this Act and at 75 percent
thereafter. This section also requires each
covered grant recipient to submit annual re-
ports on homeland security spending and es-
tablishes penalties for States that fail to
pass through to local governments within 45
days of receipt of grant funds. Finally, this
section requires the Secretary to report to
Congress on grant program activities annu-
ally.

TITLE II: ENSURING COMMUNICATIONS
INTEROPERABILITY FOR FIRST RESPONDERS
§201—Improve Communications for Emer-

gency Response Grant Program. This section
would amend Title V of the Homeland Secu-
rity Act of 2002 by creating a stand-alone
interoperability grant program at the De-
partment of Homeland Security. This provi-
sion requires the Department of Homeland
Security’s Office of Grants and Training to
coordinate with the Director of Emergency
Communications to establish the Improved
Communications for Emergency Response
(ICER) grant program to improve emergency
communications among state, regional, na-
tional, and in some instances, along the
international border communities. The pro-
vision provides that the ICER grant would be
established the first fiscal year following the
Department’s completion of and delivery to
Congress of the National Emergency Com-
munication Plan (as outlined in current law)
and baseline operability and interoperability
assessment, and, upon the Secretary’s deter-
mination that substantial progress has been
made with regard to emergency communica-
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tion equipment and technology standards.
Further, this section outlines the available
use of the ICER grants for planning, design
and engineering, training and exercise, tech-
nical assistance, and other emergency com-
munication activities deemed integral by the
Secretary.

TITLE III: STRENGTHENING USE OF A UNIFIED
INCIDENT COMMAND DURING EMERGENCIES

§301—National Exercise Program Design.
This section strengthens federal assistance
to state, local, and tribal governments both
in implementing and in fully understanding
the National Incident Management System
(NIMS), the Incident Command System
(ICS), any relevant mutual aid agreements,
and the broad concepts of a unified command
system. It refines and focuses some of the
provisions of the Post Katrina Emergency
Management Reform Act of 2006 by expressly
requiring that the National Exercise Pro-
gram include practical exercises that rein-
force the aforementioned subject matters.
Finally, it ensures that the utility of any ex-
ercise is maximized by requiring that the ex-
ercise plans of state, local, and tribal govern-
ments include the prompt creation of an
after-action report and the rapid incorpora-
tion of any lessons learned into future oper-
ations.

§302—National Exercise Program Model
Exercises. This section amends the Post
Katrina Emergency Management Reform Act
of 2006 to make it easier for state, local, and
tribal governments to conduct exercises
meant to reinforce NIMS/ICS training. It
does so by requiring the Department of
Homeland Security to develop and make
available to them pre-scripted, preplanned
exercise scenarios and materials that will
need minimal tailoring.

§303—Responsibilities of Regional Admin-
istrators of the Federal Emergency Manage-
ment Agency. This Section amends the
Homeland Security Act of 2002 and the Post
Katrina Emergency Management Reform Act
of 2006 to require FEMA’s Regional Adminis-
trators to assist state, local, and tribal gov-
ernments in pre-identifying and evaluating
sites where a multijurisdictional unified
command system can be quickly established
in the event of a terrorist attack or a nat-
ural disaster.

TITLE IV: STRENGTHENING AVIATION SECURITY

§401—Installation of In-Line Baggage
Screening Equipment. This provision directs
the Department of Homeland Security to
issue, within thirty days of final passage of
the Act, a cost-sharing study required under
the Intelligence Reform and Terrorism Pre-
vention Act of 2004 that will provide creative
financing solutions to promote greater de-
ployment of in-line explosive detection sys-
tems. Additionally, the Secretary is to pro-
vide analysis of the study, including a list of
provisions DHS supports and a schedule to
implement them. The 9/11 Public Discourse
Project gave Congress and the Administra-
tion a “D” on improving the security of
checked baggage.

§402—Aviation Security Capital Fund. The
9/11 Discourse Project gave ‘‘checked bag and
cargo screening a ‘D,’ stating that ‘“‘Improve-
ments here have not been made a priority by
the Congress or the administration. Progress
on implementation of in-line screening has
been slow. The main impediment is inad-
equate funding.” This provision renews ex-
piring authorization for TSA to issue letters
of intent, grants or other funding vehicles to
airports to help support in-line EDS projects
through Fiscal Year 2011. Without this provi-
sion, authorization to issue such grants
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would expire at the end of Fiscal Year 2007.
The provision also removes the $125 million
cap on the level of support that TSA can give
airports under this fund.

§403—Airport Checkpoint Screening Explo-
sive Detection. This provision creates a
Checkpoint Screening Security Fund to sup-
port the research, development and deploy-
ment of EDS checkpoint technologies. The
provision provides a one-time deposit of $250
million in FY 2008, from the revenues col-
lected from the passenger ticket fees. The 9/
11 Commissioners continues to be concerned
about the threat that a would-be terrorist
would get passed the TSA checkpoint with
explosives strapped to their bodies. The 9/11
Public Discourse Project gave Congress a
“C” on improving airline screening check-
points to detect explosives. The Commis-
sioners found that ‘‘while more advanced
screening technology is being developed,
Congress needs to provide the funding for,
and TSA needs to move as expeditiously as
possible with the appropriate installation of
explosive detection trace portals at more of
the nation’s airports.”

§404—Strengthening Explosive Detection
at Airport Screening Checkpoints. This pro-
vision directs the Department of Homeland
Security to issue, within seven days of en-
actment, a strategic plan for the deployment
of explosive detection equipment at check-
points that is long overdue under the Intel-
ligence Reform and Terrorism Prevention
Act of 2004.

§405—Extending Authorization of Aviation
Security Funding. This provision reauthor-
izes the Aviation Security Capital Fund,
which expires in 2007, through 2011 to ensure
that TSA can continue to collect fees on
tickets purchased by the flying public to en-
hance aviation security. This language
would make available an additional $1 bil-
lion towards the challenge of expanding in-
line EDS deployment, that is $250 million per
year from FY 2008 through 2011.

§406—Inspection of Cargo Carried Aboard
Passenger Aircraft. This provision directs
the Department of Homeland Security to es-
tablish and implement a system to inspect
100% of cargo carried on passenger aircraft
by 2009. The measure directs the Department
to develop a phased-in approach so that by
the end of fiscal year 2007, 35% of cargo car-
ried on passenger aircraft is inspected; by
the end of fiscal year 2008, 65% percent of
cargo is inspected; and by the end of fiscal
year 2009, 100% of cargo is inspected. Last
December, the 9/11 Commissioners gave a
“D” grade to Congress and the Administra-
tion for their efforts to enhance air cargo
screening.

§407—Appeal and Redress Process for Pas-
sengers Wrongly Delayed or Prohibited from
Boarding a Flight. This provision directs the
Secretary of Homeland Security to create
the Office of Appeals and Redress to estab-
lish and administer a timely and fair process
for airline passengers who believe they have
been delayed or prohibited from boarding a
flight because they have been misidentified
against the ‘“No Fly” or ‘‘Selectee’” watch-
lists. The 9/11 Commissioners identified prob-
lems with airline passenger pre-screening as
an area that needs addressing. In the 9/11
Public Discourse Project, the Commissioners
stated that there has not been any real
progress on improving the watch-listing
process. The Department of Homeland Secu-
rity was given an ‘“‘F”’ in this area.

§408—Transportation Security Administra-
tion Personnel Management. This section
provides for equal treatment for all Trans-
portation Security Administration employ-
ees, including screeners. This provision re-
quires the Department of Homeland Security
apply the same management system to all
TSA employees, including screeners. Under
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this provision, all TSA employees, including
screeners, would have collective bargaining
rights and whistleblower rights.
§409—Advanced Airline Passenger
Prescreening. This provision directs the Sec-
retary to submit a plan with milestones to
test and implement a system to prescreen
passengers against the automatic selectee
and no fly lists. The plan is due 90 days after
enactment of the Act and must include (1) a
description of the system; (2) a projected
timeline for each phase of testing and imple-
mentation of the system; (3) an explanation
of how the system integrates with the
prescreening system for passenger on inter-
national flights; and (4) a description of how
the system complies with the Privacy Act.

TITLE V: STRENGTHENING THE SECURITY OF
CARGO CONTAINERS

§1501—Requirements Relating to Entry of
Containers into the United States. This sec-
tion amends 46 U.S.C. §70116 to add a new
subsection. Under the new subsection, all
containers must be scanned overseas using
the Dbest-available technology, including
scanning for radiation and density, before
they are loaded onto a ship destined for the
United States. The scans will be reviewed by
American security personnel before the con-
tainer is loaded, and as technology becomes
available, containers will be sealed with a
device that will sound an alarm when it is
tampered with, and will notify U.S. officials
of a breach before the container enters the
Exclusive Economic Zone of the United
States. This section also requires the Sec-
retary of Homeland Security to establish
standards for scanning equipment and seals.
The Secretary is required to review and if
necessary, revise these standards not less
than once every two years. Moreover, this
section authorizes to be appropriated such
sums as may be necessary to carry out this
new requirement for fiscal years 2008
through 2013.

Under this section, the Department of
Homeland Security is required to issue a
final rule implementing this requirement
within one year after the Department issues
the report on the foreign pilot program re-
quired by §231 of the SAFE Ports Act. In ad-
dition, this section mandates a phased-in ap-
plication. The new requirement shall apply
to containers loaded at larger ports (more
than 75,000 TEUs loaded in 2005) beginning on
the end of the 3-year period beginning on the
date of the enactment of this act. The new
requirement shall apply to all other con-
tainers beginning on the end of the 5-year pe-
riod beginning on the date of enactment of
this act. This section encourages the Secre-
taries of Homeland Security and State to
promote and establish international stand-
ards for the security of containers moving
through the international supply chain. The
legislation also requires the Secretary of
Homeland Security to consult with the ap-
propriate public and private stakeholders
when carrying out this new subsection to en-
sure that actions taken by the Department
do not violate international trade obliga-
tions or other international obligations of
the United States.

TITLE VI: STRENGTHENING EFFORTS TO
PREVENT TERRORIST TRAVEL

Subtitle A—Human smuggling and trafficking
center improvements

§601—Strengthening the Capabilities of the
Human Smuggling and Trafficking Center.
This section would improve the capabilities
of the Human Smuggling and Trafficking
Center (HSTC) by authorizing the Assistant
Secretary of Immigration and Customs En-
forcement (ICE) to provide administrative
and operational support to stem human
smuggling, human trafficking, and terrorism
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travel. This provision would authorize the
hiring of 30 FTEs, of which no less than 15
detailed special agents and intelligence ana-
lysts—with at least three years of experience
in the field of human smuggling and traf-
ficking—would serve for at least two years
at HSTC. This provision requires the Sec-
retary to develop a plan whereby the respon-
sibilities of the participating agencies and
departments would be clearly defined, out-
line how the Department’s resources would
be used to support the intelligence functions
of HSTC, and describe the information shar-
ing mechanism with the Office of Informa-
tion and Analysis (I&A), ICE, and the U.S.
Customs and Border Protection. Under this
provision, the plan must also develop a recip-
rocal clearance status for participating
agencies and departments, establish coordi-
nated networked systems, and define efforts
to incorporate HSTC personnel into the civil
service system. This provision also requires
SHA to execute a Memorandum of Under-
standing with the Attorney General clari-
fying the responsibilities of the participating
departments regarding human smuggling,
trafficking, and terrorist travel. Finally,
I&A, in coordination with HSTC must
produce periodic reports to Federal, State,
local, and tribal law enforcement and other
relevant agencies regarding the terrorists
threats related to human smuggling, human
traveling, and terrorism travel.

Subtitle B—International collaboration to pre-

vent terrorist travel

§611—Report on International Collabora-
tion to Increase Border Security, Enhance
Global Document Security, and Exchange
Terrorist Information.

Subtitle C—Entry and exit of foreign nationals

into the United States

§621—Biometric Entry and Exit
Verification. This section directs that the
Secretary submit a plan, detailing the man-
ner in which the US-VISIT program meets
the goals of a comprehensive entry and exit
screening system—including both biometric
entry and exit—and how it will fulfill statu-
tory obligations. As of October 2006, this plan
was still under review in the Office of the
Secretary, according to US-VISIT officials.
Without such a plan, DHS cannot articulate
how entry/exit concepts fit together—includ-
ing any interim nonbiometric solutions—and
neither DHS nor Congress is in a good posi-
tion to prioritize and allocate resources, in-
cluding funds for any facility modifications
that might be needed, for a US-VISIT exit
capability, to plan for the program’s future,
or to consider trade-offs between traveler
convenience and security.

TITLE VII: IMPROVING INTELLIGENCE AND IN-
FORMATION SHARING WITH LOCAL LAW EN-
FORCEMENT AND FIRST RESPONDERS

Subtitle A—Fusion and Law Enforcement Edu-

cation and Teaming (FLEET) grant pro-
gram

§ 701—Findings.

§702—FLEET Grant Program. State, local,
and tribal law enforcement participation in
state and local fusion centers advances the
cause of homeland security by involving offi-
cers in the intelligence process on a daily
basis; helping officers build relationships
across every level and discipline of govern-
ment and the private sector; and ensuring
that criminal intelligence and other infor-
mation is shared with their home commu-
nities. Unfortunately, the many local and
tribal police and sheriffs’ officers who serve
suburban, rural, and tribal areas lack the re-
sources to participate fully in fusion centers.
This section accordingly establishes and au-
thorizes funding for a program that will help
them detail officers and intelligence ana-
lysts to state fusion centers by defraying the
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costs associated with details. Specifically, it
will provide local and tribal communities
with the funding they need to backfill posi-
tions vacated by detailees; to train detailees
in the intelligence cycle and privacy and
civil liberties, and to ensure effective com-
munications between detailees and their
home departments and agencies. By encour-
aging participation in state fusion centers by
these lower profile but equally critical law
enforcement players—regardless of re-
sources—this program will promote the de-
velopment of more robust fusion centers na-
tionally that are better geared toward pro-
tecting the American people. This section
authorizes such sums as may be necessary
for each of fiscal years 2008 through 2013 in
support of the FLEET Grant Program.

Subtitle B—Border Intelligence Fusion Center

Program

§711—Findings.

§ 712—Establishment of Border Intelligence
Fusion Center Program. Law enforcement of-
ficers speak highly of fusion centers—enti-
ties that have been established at the State
and regional levels in order to make sense of
the millions of pieces of data available to
them, state health authorities, local first re-
sponders, the private sector, and other home-
land security players. One place where police
and sheriffs’ officers have identified a need
for such intelligence ‘‘fusion’ is at Amer-
ica’s borders. As the June 2, 2006, arrest of
suspected terrorists in Toronto, Canada, and
news that al Qaeda has considered crossing
the Mexican border to infiltrate the country
both vividly demonstrate, America needs a
“border intelligence’ capability. Having sit-
uational awareness of the goings-on at our
points of entry and all places in between
would help the Department of Homeland Se-
curity make best use of its resources by
partnering more effectively with the state,
local, and tribal law enforcement officers
that are the ‘“‘eyes and ears’ at our borders.
Although it is commonly accepted that offi-
cers armed with that information could be
effective lookouts for terrorists, drug and
human smugglers, and others who pose a
threat to the nation, no consistent and effec-
tive border intelligence capability yet exists.
This section accordingly establishes and au-
thorizes funding for a program that will re-
quire the Department to deploy Customs and
Border Protection (CBP) and Immigration
and Customs Enforcement (ICE) officers to
border state fusion centers in order to gen-
erate border-related intelligence products
that are relevant to the policing commu-
nities in those states. This section also pro-
vides for intelligence analysis, privacy, and
civil liberties training. This section author-
izes such sums as may be necessary for each
of fiscal years 2008 through 2013 in support of
the Border Intelligence Fusion Center Pro-
gram.

Subtitle C—Homeland Security
sharing enhancement

§721—Short Title.

§722—Homeland Security Advisory Sys-
tem. This section directs the Under Sec-
retary for Intelligence and Analysis to im-
plement an advisory system to relay
advisories and alerts to the public regarding
threats to the homeland. This bill likewise
prescribes the contents of those advisories
and alerts, and it makes clear that the Under
Secretary for Intelligence and Analysis is
not to use color designations as the exclusive
means warning the public of potential threat
conditions.

§ 723—Homeland Security Information
Sharing. This section directs the Secretary
to integrate the various intelligence compo-
nents of the Department (CBP, ICE, TSA,
etc.) into a Departmental Information Shar-
ing Environment (ISE) to be administered by

information
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the Under Secretary for Intelligence and
Analysis. To support the development of the
ISE, this section:

(1) requires the Secretary to appoint
“Knowledge Management Officers’ for each
intelligence component in order to promote
a coordinated approach to gathering and dis-
seminating homeland security information;

(2) establishes business processes for the
review of information provided by State,
local, tribal, and private sector sources and
related feedback mechanisms; and

(3) establishes a training program for De-
partment employees so they can better un-
derstand what ‘“‘homeland security informa-
tion”’ is, how they can identify it as part of
their day-to-day work, and how it is relevant
to the Office of Intelligence and Analysis.

This section also directs the Secretary,
acting through the Under Secretary for In-
telligence and Analysis, to establish a com-
prehensive information technology network
architecture that will connect all of the
databases within the Department of Home-
land Security to each other—promoting in-
ternal information-sharing within the De-
partment’s Office of Intelligence and Anal-
ysis (I&A) and among the Department’s var-
ious intelligence components. This section
requires the Secretary to submit an imple-
mentation plan and progress report to Con-
gress in order to monitor the development of
the architecture and encourages its devel-
opers to adopt the functions, methods, poli-
cies, and network qualities recommended by
the Markle Foundation.

Subtitle D—Homeland Security
sharing partnerships

§731—Short Title.

§732—State. Local. and Regional Informa-
tion Fusion Center Initiative. This section
directs the Secretary to establish an initia-
tive to partner I&A with State, local, and re-
gional information fusion centers. Such fu-
sion centers analyze and disseminate poten-
tially homeland security relevant informa-
tion to appropriate audiences in a given
community and are managed by a State,
local, or regional government entity. This
section directs the Secretary to, among
other things, coordinate the Department’s
information sharing efforts with these enti-
ties; provide intelligence and other assist-
ance to them; represent the interests of
these entities to the wider Intelligence Com-
munity; and provide appropriate training. In
addition, this section requires the Secretary
to submit a concept of operations for the fu-
sion center initiative before it can get under-
way. It also requires the Secretary to ad-
dress any privacy or civil liberties concerns
about the initiative raised by both the De-
partment’s Privacy Officer and Officer for
Civil Rights and Civil Liberties before the
initiative is implemented. This section also
requires a follow-up privacy impact assess-
ment within one year after the initiative
commences.

§ 733—Homeland Security Information
Sharing Fellows Program. This section es-
sentially creates a program by which State,
local, and tribal law enforcement agencies
can nominate officers to work alongside in-
telligence analysts in I&A to accomplish
three key goals for improving information
sharing: (1) identifying for Department intel-
ligence analysts what kinds of homeland se-
curity information are actually of interest
to law enforcement, including information
that can be used to help thwart terrorist at-
tacks; (2) assisting intelligence analysts to
write and disseminate intelligence reports in
a shareable format—providing officers with
specific and actionable information without
disclosing sensitive sources and methods;
and (3) serving as a point of contact for offi-
cers in the field who want to share informa-

information
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tion with the Department but are unsure of
where they should direct that information.
Moreover, this section directs the Under Sec-
retary for Intelligence and Analysis to so-
licit nominations for the program from a
wide range of urban, suburban, and rural
communities; provides a stipend to partici-
pating officers when funding permits; and di-
rects the Under Secretary for Intelligence
and Analysis to expedite the security clear-
ance process for any nominee selected for the
program who does not otherwise possess a
valid security clearance. This provision re-
quires the Secretary to submit a concept of
operations for the program before it can get
underway. It also requires the Secretary to
address any privacy or civil liberties con-
cerns about the program raised by both the
Department’s Privacy Officer and Officer for
Civil Rights and Civil Liberties before the
program can begin. Additionally, this sec-
tion also requires a follow-up privacy impact
assessment within one year after the pro-
gram commences.

Subtitle E—Homeland Security intelligence of-

fices reorganization

§741—Departmental Reorganization. This
section reflects the changes wrought by the
Secretary’s Second Stage Review by redesig-
nating the Directorate for Information Anal-
ysis and Infrastructure Protection (IAIP)
within the Homeland Security Act of 2002 as
I&A. It likewise redesignates the ‘‘Under
Secretary for Information Analysis and In-
frastructure Protection’ as the ‘“‘Under Sec-
retary for Intelligence and Analysis.”” This
section also takes the list of responsibilities
for the Under Secretary for Information
Analysis and Infrastructure Protection con-
tained in Section 201 of the Homeland Secu-
rity Act of 2002 and divides them up between
the new Under Secretary for Intelligence and
Analysis and the new Assistant Secretary for
Infrastructure Protection who heads the new
Office of Infrastructure Protection (de-
scribed in Section 763 below). This section
also adds new responsibilities for the Under
Secretary for Intelligence and Analysis, in-
cluding (1) coordinating and enhancing inte-
gration among the Department’s intelligence
components; (2) establishing intelligence pri-
orities; and (3) ensuring that open-source in-
formation is used in I&A products whenever
possible. In addition, this section requires
the Under Secretary for Intelligence and
Analysis to establish a continuity of oper-
ations (COOP) plan in the event I&A’s oper-
ations are disrupted by a range of potential
emergencies and includes a variety of tech-
nical and conforming amendments.

§ 742—Intelligence Components of the De-
partment of Homeland Security. This section
defines ‘‘intelligence component’; requires
the Secretary to provide training to intel-
ligence component staff regarding the han-
dling, analysis, dissemination, and collection
of homeland security information; and sets
forth the responsibilities of the heads of each
of the Department’s intelligence compo-
nents. Those responsibilities include: (1) en-
suring that the work of their component sup-
ports the Under Secretary for Intelligence
and Analysis and is consistent with his
goals; (2) incorporating the Under Secretary
for Intelligence and Analysis’s input with re-
gard to performance appraisals, bonus or
award recommendations, recruitment and
selection of staff, reorganization of the com-
ponent, and other matters; and (3) ensuring
that staff has knowledge of and complies
with the programs and policies established
by the Under Secretary for Intelligence and
Analysis.

§743—Office of Infrastructure Protection.
This section establishes the aforementioned
Assistant Secretary for Infrastructure Pro-
tection to head the new Office of Infrastruc-
ture Protection. This section also lists six
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key responsibilities for this new Assistant
Secretary, including (1) conducting assess-
ments of key resource and critical infra-
structure vulnerabilities; (2) identifying pri-
orities for Department protective and sup-
port measures; (3) developing a comprehen-
sive national plan for securing key resources
and critical infrastructure; (4) recom-
mending protective measures for key re-
sources and critical infrastructure; and (5)
coordinating with the Undersecretary for In-
telligence and Analysis and the Depart-
ment’s homeland security partners. The re-
mainder of this section requires the Sec-
retary to provide the Office with an expert
staff, some of whom may hail from the pri-
vate sector. It also requires staff to have ap-
propriate security clearances and provides
that personnel from other Federal agencies
may be detailed to the Office in order to
meet staffing needs.

TITLE VIII: PROTECTING PRIVACY AND CIVIL LIB-
ERTIES WHILE EFFECTIVELY FIGHTING TER-
RORISM

Subtitle A—Privacy and civil liberties oversight

boards

§801—Short Title.

§802—Findings.

§803—Making: the Privacy and Civil Lib-
erties Oversight Board Independent. This
provision removes the Board from the Execu-
tive Office of the President and makes the
Board an independent agency. Under its cur-
rent structure, the Board acts under the di-
rection of the President, its offices are
housed within the White House and its mem-
bers serve at the pleasure of the President.
This section would grant the Board auton-
omy and change its status to an independent
agency.

§804—Requiring: All Members of the Pri-
vacy and Civil Liberties Oversight Board to
Be Confirmed by the Senate. This section re-
quires every member of the Board to be con-
firmed by the U.S. Senate. The Board will be
composed of a full-time chairman and 4 addi-
tional members. The Board members shall be
determined to be qualified and selected on
the basis of their professional qualifications,
achievements, public stature and expertise
in the areas of civil liberties and privacy.
Moreover, there shall never be more than
three members of the Board that are mem-
bers of the same political party and those in-
dividuals who are not of the same political
party as the President can only be appointed
after the President has consulted with the
leadership of the nominee’s party. Members
of the Board cannot serve as an elected offi-
cial or an employee of the Federal Govern-
ment, other than in the capacity as a Board
member during their tenure of service. All
members will serve for a term of six years
each.

§805—Subpoena Power for the Privacy and
Civil Liberties Oversight Board. This section
states that the Board will have subpoena
powers that will be enforced by the U.S. Dis-
trict Court in the judicial district where the
subpoenaed person resides. The subpoenas
must be issued by the majority of the mem-
bers of the Board.

§ 806—Reporting: Requirements. This provi-
sion requires the Board to submit no less
than two reports each year to the appro-
priate committees of Congress that shall in-
clude a description of the Board’s activities,
information on its findings, conclusions, mi-
nority views, and recommendations resulting
from its advice and oversight functions. The
Board will also receive and review reports
from Privacy Officers and Civil Liberties Of-
ficers from other executive branch agencies.
The reports shall be unclassified, to the
greatest extent possible, with a classified
annex if necessary. The general public shall
be kept abreast of the Board’s activities

CONGRESSIONAL RECORD —HOUSE

through its reports, which shall be made

public and through public hearings.

SUBTITLE B—Enhancement of privacy officer
authorities

§811—Short Title.

§812—Authorities of the Privacy Officer of
the Department of Homeland Security. This
section vests the designated privacy officer
with the power to access any and all records
necessary to fulfill the obligations of the of-
fice; undertake any privacy investigation
that is deemed appropriate; subpoena docu-
ments from the private sector, where nec-
essary; obtain sworn testimony; and take the
same action that the Department’s Inspector
General can take in order to obtain answers
to questions and responsive documents in
the course of an investigation. The term of
appointment shall be five years. Addition-
ally, the Privacy Officer will be required to
submit reports directly to Congress regard-
ing the officer’s performance without any
prior comment of amendment by the Sec-
retary, Deputy Secretary, or any other offi-
cer or employer of the Department of the Of-
fice of Management and Budget.

TITLE IX: IMPROVING CRITICAL
INFRASTRUCTURE SECURITY

§901—Vulnerability Assessment and Report
on Critical Infrastructure Information. This
section requires the Secretary to provide an-
nual comprehensive reports on vulnerability
assessments for all critical infrastructure
sectors established in Homeland Security
Presidential Directive-7. This provision will
require the Secretary to provide the appro-
priate congressional committees with a sum-
mary vulnerability report and a classified
annex for each industry sector. This provi-
sion also requires the Department of Home-
land Security to provide a summary report
from the preceding two years to compare
with the current report to show any changes
in vulnerabilities, provide explanations and
comments on greatest risks to critical infra-
structure for each sector, and additional rec-
ommendations for mitigating these risks.

§902—National Asset Database and the Na-
tional At-Risk Database. This section re-
quires the Secretary of the Department of
Homeland Security to maintain two data-
bases addressing critical infrastructure: the
National Asset Database and, as a subset,
the National at-risk Database. These data-
bases will list the nation’s critical infra-
structure most at-risk of a terrorist attack.
To develop the National Asset Database and
the At-Risk Database, the Secretary will
meet with a consortium of national labora-
tories and experts. The Secretary is required
to annually update both databases and re-
move assets and resources that are not
verifiable or do not comply with the data-
base requirements. The Secretary will also
meet with the states and advise them as to
the format for submitting assets for the lists
and notifying them as to deficiencies before
removing or not including assets on the lists.
This provision also requires the Secretary to
consult the Databases for purposes of allo-
cating various Department grant programs.
Finally, the Secretary must provide an an-
nual report to Congress on the contents of
the Databases.

TITLE X: TRANSPORTATION SECURITY PLANNING
AND INFORMATION SHARING

§1001—Strategic Transportation Security
Information Sharing. This section amends 49
U.S.C. §114 to add subsection 114(u). This new
subsection requires the establishment of a
Strategic Transportation Security Informa-
tion Sharing Plan. The purpose of this plan
is to ensure the robust development of tac-
tical and strategic intelligence products re-
lated to transportation security for dissemi-
nation to public and private stakeholders.
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The plan shall include a description of how
intelligence analysts in the Transportation
Security Administration are coordinating
their activities with other Federal, State,
and Local analysts. In addition the plan
shall include reasonable deadlines for com-
pleting organizational changes within the
Department and a description of resources
needed to fulfill this plan.

Under this new subsection, the Secretary
of the Department of Homeland Security is
required to submit a report containing the
plan to the appropriate Congressional Com-
mittees within 180 days of enactment. The
Secretary is also required to submit an an-
nual report and updates on implementation

The Secretary of Homeland Security is re-
quired under the new subsection to conduct
an annual survey on the stakeholder satis-
faction concerning the transportation secu-
rity intelligence reports issued by the De-
partment. To the greatest extent possible,
the Secretary shall provide stakeholders
with transportation security information in
an unclassified format. The Secretary is also
required to ensure that stakeholders have
the security clearances needed to receive
classified information if the information can
not be disseminated in an unclassified for-
mat.

§1002—Transportation Security Strategic
Planning. This section amends 49 U.S.C.
114(t). This new legislation specifically
states that the Secretary of the Department
of Homeland Security is required to com-
plete modal security plans for aviation,
bridge and tunnel, commuter rail and ferry,
highway, maritime, pipeline, rail, mass tran-
sit, over-the-road bus, and other public
transportation assets (the National Strategy
for Transportation Security is complete, but
its underlying modal plans have not yet been
completed). The Secretary of Homeland Se-
curity is responsible for coordinating all ef-
forts undertaken under this subsection with
the Secretary of Transportation. The devel-
opment of risk-based priorities required
under this section shall be based on vulner-
ability assessments conducted by the De-
partment of Homeland Security.

This section requires the Secretary to de-
fine the roles and missions of tribal authori-
ties. This section also requires the Secretary
to establish mechanisms for encouraging em-
ployee organization cooperation and partici-
pation. Under this new language, the Sec-
retary is responsible for a comprehensive de-
lineation of prevention responsibilities. The
responsibilities and issues delineated under
this section have been expanded to include
executed acts of terrorism outside of the
United States. Research and development
projects initiated by the Department shall be
based on the prioritization required by this
subsection. This section requires the Sec-
retary, in conjunction with the submission
of the budget to Congress under 31 U.S.C.
§1105(a), to submit to the appropriate con-
gressional committees an assessment of the
progress made on implementing the trans-
portation modal security plans.

The periodic progress report required
under this subsection shall include, at a min-
imum, recommendations for improving and
implementing the National Strategy for
Transportation Security and the transpor-
tation modal security plans that the Sec-
retary, in consultation with the Secretary of
Transportation, considers appropriate. The
report shall include an accounting of all
grants, including those for research and de-
velopment, distributed by the Department of
Homeland Security the previous year and a
description of how these grants accomplished
the goals of the National Strategy for Trans-
portation Security. The report shall include
an accounting of all funds spent by the De-
partment on transportation security. This
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accounting should not include the aforemen-
tioned grants. The report shall include infor-
mation on the number of employees, by
agency, working on transportation security
issues. This listing shall be divided by
mode—aviation, bridge and tunnel, com-
muter rail and ferry, highway, maritime,
pipeline, rail, mass transit, over-the-road
bus, and other public transportation modes.
This list shall also include information, by
mode, on the number of contractors hired by
the Department to work on transportation-
related security. Finally, the report shall in-
clude information on the turnover of trans-
portation-security related employees at the
Department the previous year. Specifically,
the report shall provide information on the
number of people who have left the Depart-
ment, their agency, the area in which they
worked, and the amount of time that they
had worked at the Department. If the De-
partment initiates any transportation secu-
rity activities that are not clearly delin-
eated in the National Strategy for Transpor-
tation Security, the Department shall pro-
vide an explanation to the appropriate con-
gressional committees; including the
amount of funds expended for these initia-
tives.

Finally, this section requires the National
Strategy for Transportation Security to in-
clude, as an integral part or as an appendix,
the Transportation Sector Specific Plan re-
quired under Homeland Security Presi-
dential Directive 7. Additionally, the Sec-
retary of Homeland Security, working with
the Secretary of Transportation, shall con-
sult with other Federal agencies; state,
local, and tribal officials; the private sector;
employee organizations; institutions of high-
er learning; and others, as applicable, when
carrying out the responsibilities outlined in
this section. An unclassified version of the
National Strategy for Transportation Secu-
rity shall be provided to other Federal agen-
cies; state, local, and tribal officials; the pri-
vate sector; employee organizations; institu-
tions of higher learning; and others, as appli-
cable.

TITLE XI: PRIVATE SECTOR PREPAREDNESS

§1101—Participation of Private Sector Or-
ganizations in Emergency Preparedness and
Response Activities. This provision estab-
lishes a program by which the Secretary of
Homeland Security will establish a disaster
and emergency preparedness response pro-
gram for the private sector. Under this pro-
vision, within 90 days of passage, the Sec-
retary will create a program to enhance pri-
vate sector preparedness and response to ter-
rorism and other emergencies and disasters.
Among other things, the program must es-
tablish guidelines to: (1) identify hazards and
assessing risks and impacts, (2) mitigating
hazards, (3) managing emergency prepared-
ness and response, and (4) developing train-
ing and response plans and operational pro-
cedures. Among any such standards created,
the Department is required to use National
Fire Protection Association 1600 Standard on
Disaster/Emergency Management and Busi-
ness Continuity Programs, which establishes
a check-list of best practices for disaster and
emergency preparedness and response. This
standard was endorsed and recommended by
the 9/11 Commission.

TITLE XII: PREVENTING WEAPONS OF MASS

DESTRUCTION PROLIFERATION AND TERRORISM

§1201—Findings.

§1202—Definitions.

Subtitle A—Repeal and modification of limita-
tions on assistance for prevention of WMD
proliferation and terrorism

§1211—Repeal and Modification of Limita-
tions on Assistance for Prevention of WMD
Proliferation and Terrorism. Consistent with
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the 9-11 Commission’s recommendations,
this section repeals conditions on CTR as-
sistance to Russia and the former Soviet
Union, as proposed by Senator Lugar in
amendments in prior Congresses. This provi-
sion also removes limits on the use of CTR
and Department of Energy funds outside the
former Soviet Union by modifying certifi-
cation requirements and repealing funding
caps while providing additional oversight
over this program.

Subtitle B—Proliferation Security Initiative

§1221—Proliferation Security Initiative
Improvements and Authorities. This section
expresses a Sense of Congress that the Presi-
dent should expand and strengthen the PSI,
with a particular focus on implementing re-
cent recommendations from the Government
Accountability Office, including establishing
a separate budget item for PSI. It also re-
quires the Secretary of State and Secretary
of Defense to submit defined annual budgets
for the PSI. This provision further requires a
presidential report on the implementation of
Subtitle B and an annual GAO report on PSI
progress and effectiveness.

§1222—Authority to Provide Assistance to
Cooperative Countries. This section author-
izes the President to provide certain types of
foreign military assistance to countries that
cooperate with the U.S. and its allies to
achieve PSI goals. It also requires the Presi-
dent to notify the Congress 30 days before
transferring any ship or aircraft with mili-
tary applications to any country that does
not support U.S. interdiction efforts.

Subtitle C—Assistance to Accelerate Programs to
Prevent WMD Proliferation and Terrorism

§1231—Findings: Statement of Policy.

§1232—Authorization of Appropriations for
the Department of Defense Cooperative
Threat Reduction Program. This provision
authorizes such additional appropriations as
may be necessary for fiscal year 2007 for the
CTR Program, particularly for biological
weapons proliferation prevention; chemical
weapons destruction at Shchuch’ye; and to
accelerate and strengthen all Cooperative
Threat Reduction programs. This section
also contains a sense of Congress that in fu-
ture fiscal years, the President should accel-
erate and expand funding for Department of
Defense CTR programs, and should begin im-
mediately to secure additional commitments
from the Russian Federation and other part-
ner countries to facilitate such efforts.

§1233—Authorization of Appropriations for
Department of Energy Programs to Prevent
WMD Proliferation and Terrorism. This pro-
vision authorizes appropriations for FY 2007
for the Department of Energy National Nu-
clear Security Administration for the fol-
lowing programs and purposes:

To accelerate and strengthen the Global
Threat Reduction Initiative (GTRI or ‘‘glob-
al cleanout’’), with a particular emphasis on
the Russian research reactor fuel return pro-
gram; international radiological threat re-
duction; and development of a quick re-
sponse and short-term capabilities to secure
and remove nuclear materials throughout
the world.

To accelerate and strengthen the Non-
proliferation and International Security pro-
gram, with a particular emphasis on global
security and engagement with China, India,
and other states; activities to address emerg-
ing proliferation concerns in North Korea,
Iran and elsewhere; participation in negotia-
tions regarding North Korea’s nuclear pro-
grams; inter-agency participation in the PSI;
technical and other assistance to the Inter-
national Atomic Energy Agency (IAEA) to
increase the IAEA’s capacity to secure vul-
nerable materials worldwide and prevent nu-
clear terrorism; U.S. efforts to help states
around the world place the ‘‘effective con-
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trols” on weapons of mass destruction and
related materials and technology mandated
by UN Security Council Resolution 1540; co-
operation on export controls in South Asia,
the Middle East and other regions; efforts to
strengthen U.S. commitments to inter-
national regimes and agreements; and estab-
lishment of a contingency fund for opportu-
nities that arise.

To accelerate and strengthen the Inter-
national Materials Protection, Control and
Accounting program, with a particular em-
phasis on implementation of physical protec-
tion and material control and accounting up-
grades at site; national programs and sus-
tainability activities in Russia; material
consolidation and conversion (including sig-
nificant acceleration of the down-blending of
highly-enriched uranium (HEU) to low-en-
riched uranium (LEU), the removal of HEU
from facilities, and international participa-
tion in these efforts); efforts to strengthen
cooperation with and access to Russia; im-
plementation of Second Line of Defense
Megaports agreements; and implementation
of Department of Energy actions under the
Security and Accountability for Every
(SAFE) Port Act of 2006.

To accelerate and strengthen the Research
and Development program, with a particular
emphasis on improvement of U.S. govern-
ment capability for both short and long-
term, and innovative, nonproliferation re-
search and development that addresses
emerging proliferation concerns and will
maintain U.S. technological advantage, in-
cluding the capacity to detect nuclear mate-
rial origin, uranium enrichment and pluto-
nium reprocessing; and efforts to signifi-
cantly expand the scientific research and de-
velopment skills and resources available to
the Department of Energy’s nonproliferation
programs.

Subtitle D—Office of the United States Coordi-
nator for the Prevention of WMD Prolifera-
tion and Terrorism

§1241—Office of the United States Coordi-
nator for the Prevention of WMD Prolifera-
tion and Terrorism. This section establishes
the executive office of the U.S. Coordinator
for the Prevention of Weapons of Mass De-
struction Proliferation and Terrorism. The
U.S. Coordinator’s duties include serving as
the advisor to the President on all matters
relating to the prevention of WMD prolifera-
tion and terrorism; formulating a com-
prehensive and well-coordinated U.S. strat-
egy and policies (including department and
agency performance milestones, identifica-
tion of program inefficiencies, plans to co-
ordinate and expand U.S. activities, new ini-
tiatives and programs, and plans to strength-
en international cooperation); leading inter-
agency coordination; conducting oversight
and evaluation; and overseeing the develop-
ment of a comprehensive and coordinated
budget and carrying out other budgetary au-
thorities. This section further requires an
annual congressional report on the strategy
and policies described in Subtitle D, and con-
sultation with the Commission on the Pre-
vention of WMD Proliferation and Terrorism
(established in Subtitle E).

§1242—Request for Corresponding Russian
Coordinator. This section expresses a sense
of Congress that the President should per-
sonally request the President of the Russian
Federation to designate an official of the
Federation with responsibilities for pre-
venting WMD proliferation and terrorism,
commensurate with those of the U.S. Coordi-
nator, and with whom the U.S. Coordinator
should work to plan and implement activi-
ties in the Russian Federation.
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Subtitle E—Commission on the Prevention of
WMD Proliferation and Terrorism

§1251—Commission on the Prevention of
WMD Proliferation and Terrorism. This sec-
tion directs the President to convene a bi-
partisan blue-ribbon commission of experts
for the purpose of assessing current activi-
ties and programs to prevent weapons of
mass destruction (WMD) proliferation and
terrorism, and providing a clear and com-
prehensive strategy and concrete rec-
ommendations for these activities and pro-
grams.

§1252—Purposes. This section provides for
the purposes of the Commission, including
assessing current activities, initiatives, and
programs to prevent WMD proliferation and
terrorism and providing a clear and com-
prehensive strategy and concrete rec-
ommendations for such activities, initia-
tives, and programs, with a particular em-
phasis on significantly accelerating, expand-
ing, and strengthening, on an urgent basis,
United States and international efforts to
prevent, stop, and counter the spread of nu-
clear weapons capabilities and related equip-
ment, material, and technology to terrorists
and states of concern.

§1253—Composition. This provision de-
scribes the composition of the Commission,
which will have three members appointed by
the President, three members appointed the
by the House and three members appointed
by the Senate, and establishes requirements
for quorum and filling vacancies.

§1254—Responsibilities. This section re-
quires the Commission to address the struc-
ture and mission of relevant government ac-
tors, including the Office of the U.S. Coordi-
nator for the Prevention of Weapons of Mass
Destruction Proliferation and Terrorism (es-
tablished in Subtitle D); inter-agency coordi-
nation; U.S. commitments to international
regimes; and the threat of WMD prolifera-
tion and terrorism to the U.S. and its inter-
ests. This section also requires the Commis-
sion to reassess, and where necessary update
and expand upon, the conclusions and rec-
ommendations of the report entitled ‘“A Re-
port Card on the Department of Energy’s
Nonproliferation Programs with Russia’ of
January 2001 (also known as the ‘‘Baker-Cut-
ler Report”).

§1266—Powers. This provision describes the
powers of the Commission.

§1256—Nonapplicability of Federal Advi-
sory Committee Act. This section clarifies
that the Federal Advisory Commission Act
does not apply to the Commission but re-
quires the Commission to hold hearings as
appropriate.

§1257—Report. This section requires that
the Commission report to Congress not later
than 180 days after appointment of the Com-
mission.

§1258—Termination. This provision termi-
nates the Commission 60 days after comple-
tion of the report required under §1257.

TITLE XIII: NUCLEAR BLACK MARKET COUNTER-
TERRORISM ACT

§1301—Short Title.
§1302—Definitions.

Subtitle A—Sanctions for transfers of nuclear
enrichment, reprocessing, and weapons
technology, equipment, and materials in-
volving foreign persons and terrorists

§1311—Authority to Impose Sanctions on
Foreign Persons. This section requires the
President to impose sanctions on any foreign
person who trades nuclear enrichment tech-
nology to any non-nuclear weapon state that
does not possess such technology as of Janu-
ary 1, 2004 and does not have in force an
TIAEA Additional Protocol; or, is developing
nuclear weapons; or, who provides items con-
trolled by the Nuclear Suppliers Group that
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contributes to the development of a nuclear
weapon by a non-nuclear weapon state or
any foreign person. Sanctions include pro-
hibiting foreign assistance to such person,
prohibiting the export of defense articles, de-
fense services, or dual use items (other than
food or medicine), and prohibiting contracts.

Sanctions may be waived if it is important

to the national interest and furthers the pur-

poses of the Act.

§1312—Presidential Notification on Activi-
ties of Foreign Persons. This provision re-
quires a report from the President on foreign
persons who engage in the activities de-
scribed in §1311.

Subtitle B—Further actions against corpora-
tions associated with sanctioned foreign
persons

§1321—Findings.

§1322—Campaign by United States Govern-
ment Officials. This section requires the
President to instruct U.S. officials and agen-
cies to persuade foreign governments and
relevant corporations not to enter into any
business transaction with foreign persons
who engage in the activities described in
1311.

§1323—Coordination. This section provides
that the Secretary of State coordinate the
activities of U.S. government agencies under
1322.

§1324—Report. This provision requires an
annual report on all activities described in
this subtitle.

Subtitle C—Rollback of nuclear proliferation
networks

§1331—Nonproliferation as a Condition of
United States Assistance. This section pro-
vides that U.S. assistance should only be
provided to countries that are not cooper-
ating with countries or foreign groups or in-
dividuals who are engaged in, planning or as-
sisting any international terrorist group in
the development of nuclear weapons or the
means to deliver them and are taking all
necessary measures to prevent their nation-
als or persons under their control from par-
ticipating in such cooperation and are fully
and completely cooperating with the United
States in its efforts to eliminate nuclear
black-market networks.

§1332—Report on Identification of Nuclear
Proliferation Network Host Countries. This
provision requires an annual report that
identifies any country in which activities of
the nuclear black market network that sup-
plied Libya, Iran and North Korea occurred
and any country in which such activities
occur in the future. This section also re-
quires that the President submit informa-
tion as to whether such countries are fully
cooperating with the United States, includ-
ing providing access to individuals involved
in such networks.

§1333—Suspension of Arms Sales Licenses
and Deliveries to Nuclear Proliferation Host
Countries. This provision directs the Presi-
dent to prohibit exports or other activities
under the Arms Export Control Act to any
country unless the President certifies that
such country is fully investigating the nu-
clear black market networks described in
1332, is taking effective steps to halt such ac-
tivities, and is fully cooperating with the
United States and other appropriate inter-
national organizations in investigations re-
garding such networks. These prohibitions
may be waived if it is important to the na-
tional security interest. 25

TITLE XIV: 9/11 COMMISSION INTERNATIONAL

IMPLEMENTATION

§1401—Short Title: Table of Contents.

Subtitle A—Quality educational opportunities
in Arab and predominantly Muslim coun-
tries

§1411—Findings: Policy. This section de-
clares that it is the policy of the United
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States to: work toward the goal of dramati-
cally increasing the availability of modern
basic education through public schools in
Arab and predominantly Muslim countries,
join with other countries in supporting the
International Arab and Muslim Youth Op-
portunity Fund, offer additional incentives
to increase the availability of basic edu-
cation in Arab and predominantly Muslim
countries, and work to prevent financing of
education institutions that support radical
Islamic fundamentalism.

§1412—International Arab and Muslim
Youth Opportunity Fund. This section
amends §7114 of the Intelligence Reform and
Terrorism Prevention Act of 2004 by estab-
lishing an International Arab and Muslim
Youth Opportunity Fund. The new §7114(a)
contains findings on the United Nation’s 2003
Arab Human Development Report on the
lack of quality public education, the high il-
literacy, enrollment, and access rates in
Arab countries. The new §7114(b) states the
purpose is to strengthen the public edu-
cational systems in Arab and predominantly
Muslim countries by authorizing the estab-
lishment of an International Arab and Mus-
lim Youth Opportunity Fund and providing
resources for the Fund to help strengthen
the public educational systems in Arab and
predominantly Muslim countries. The new
§7114(c) authorizes the establishment of an
International Arab and Muslim Youth Op-
portunity Fund as either a separate fund in
the U.S. Treasury or through an inter-
national organization or international finan-
cial institution; authorizes the Fund to sup-
port specific activities, including assistance
to enhance modern educational programs;
assistance for training and exchange pro-
grams for teachers, administrators, and stu-
dents; assistance targeting primary and sec-
ondary students; assistance for development
of youth professionals; and other types of as-
sistance such as the translation of foreign
books, newspapers, reference guides, and
other reading materials into local languages
and the construction and equipping of mod-
ern community and university libraries; and
authorizes such sums as may be necessary
for fiscal years 2008, 2009 and 2010 to carry
out these activities. This subsection requires
the President to prepare a report on the
United States efforts to assist in the im-
provement of education opportunities for
Arab and predominantly Muslim children
and youths, including the progress in estab-
lishing the International Arab and Muslim
Youth Opportunity Fund. This subsection
also provides a definition for use in this sec-
tion.

§1413—Annual Report to Congress. This
section directs the Secretary of State to pre-
pare an annual report on the efforts of Arab
and predominantly Muslim countries to in-
crease the availability of modern basic edu-
cation and to close educational institutions
that promote religious extremism and ter-
rorism and provides the requirements for the
annual report.

§1414—Extension of Program to Provide
Grants to American-Sponsored Schools in
Arab and Predominantly Muslim Countries
to Provide Scholarships. This section pro-
vides findings regarding the pilot program
established by §7113 of the 9/11 Implementa-
tion Act of 2004, stating that this program
for outstanding students from lower-income
and middle-income program in Arab and pre-
dominantly Muslim countries is being imple-
mented. This provision also amends §7113 to
extend that program for FY2007 and 2008, au-
thorizes such sums as may be necessary for
such years, and requires a report in April
2008 about the progress of the program.
Subtitle B—Democracy and development in

Arab and predominantly Muslim countries

§1421—Promoting Democracy and Develop-

ment in the Middle East, Central Asia, South
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Asia, and Southeast Asia. This section con-
tains findings describing the national secu-
rity interests of the United States to pro-
mote democracy, the rule of law, good gov-
ernance, sustainable development, a vig-
orous civil society, political freedom, protec-
tion of minorities, independent media, wom-
en’s rights, private sector growth, and open
economic systems in the countries of the
Middle East, Central Asia, South Asia, and
Southeast Asia. This provision also declares
that it is the policy of the United States to
promote in the short and long-term, democ-
racy, the rule of law, good governance, sus-
tainable development, a vigorous civil soci-
ety, political freedom, protection of minori-
ties, independent media, women’s rights, pri-
vate sector growth, and open economic sys-
tems in the countries of the Middle East,
Central Asia, South Asia, and Southeast
Asia; and provide assistance to individuals
and organizations in the countries of those
regions that are committed to promoting
those objectives. Moreover, this section di-
rects the Secretary of State to prepare a re-
port with a country-by-country five year
strategy to promote the policy of the United
States described in subsection (b), including
an estimate of the funds necessary to imple-
ment such a strategy.

§1422—Middle East Foundation. This provi-
sion authorizes the Secretary of State to
designate an appropriate private, non-profit
United States organization as the Middle
East Foundation and to provide funding to
the Middle East Foundation through the
Middle East Partnership Initiative. This sub-
section directs the Secretary of State to pro-
vide notification prior to designating an ap-
propriate organization as the Middle East
Foundation. It also requires the Middle East
Foundation to award grants to persons lo-
cated in the Middle East or working with
local partners based in the region to carry
out projects that support the purposes speci-
fied in subsection (a); and permits the Foun-
dation to make a grant to a Middle Eastern
institution of higher education to create a
center for public policy. In addition, this sec-
tion prevents the funds provided to the
Foundation from benefiting any officer or
employee of the Foundation, except as salary
or reasonable compensation for services, and
provides that the Foundation may hold funds
provided in this section in interest-bearing
accounts, subject to appropriations. This
section requires annual independent private
audits, permits audits by the Government
Accountability Office, and requires audits of
the use of funds under this section by the
grant recipient. This provision also directs
the Foundation to prepare an annual report
on the Foundation’s activities and oper-
ations, the grants awarded with funds pro-
vided under this section, and the financial
condition of the Foundation. Finally, this
section repeals 534(k) of P.L. 109-102.

Subtitle C—Restoring United States moral lead-
ership

§431—Advancing United States Interests
through Public Diplomacy. This provision
finds, via the National Commission on Ter-
rorist Attacks Upon the United States, that
the U.S. government has initiated some
promising initiatives in television and radio
broadcasting to the Arab world, Iran, and Af-
ghanistan and that these efforts are begin-
ning to reach larger audiences. It also in-
cludes a sense of Congress that the United
States needs to improve its communication
of ideas and information to people in coun-
tries with significant Muslim populations,
that public diplomacy should reaffirm the
United States commitment to democratic
principles, and that a significant expansion
of United States international broadcasting
would provide a cost-effective means of im-
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proving communications with significant
Muslim populations. In addition, this section
amends the United States International
Broadcasting Act of 1994 to include a provi-
sion establishing special authority for surge
capacity for U.S. international broadcasting
activities to support United States foreign
policy objectives during a crisis abroad, and
authorizes such sums to carry out the surge
capacity authority and directs the Broad-
casting Board of Governors to submit an an-
nual report to the President and Congress.
This section also authorizes such sums as
may be necessary for FY 2008 for U.S. broad-
casting activities, including broadcasting
capital improvements.

§1432—Expansion of United States Scholar-
ship. Exchange, and Library Programs in
Arab and Predominantly Muslim Countries.
This section directs the Secretary of State
to prepare a report on the recommendations
of the National Commission on Terrorist At-
tacks Upon the United States for expanding
U.S. scholarship, exchange, and library pro-
grams in Arab and predominantly Muslim
countries, including a certification by the
Secretary of State that such recommenda-
tions have been implemented or if a certifi-
cation cannot be made, what steps have been
taken to implement such recommendations.
This provision also directs the Comptroller
General of the United States to review the
certification once submitted.

§1433—United States policy toward Detain-
ees. This section restates the 9/11 Commis-
sion recommended that the United States de-
velop a common coalition approach toward
detention and humane treatment of captured
terrorists, that while the U.S. has passed a
number of laws in this area, it has not devel-
oped such a common coalition approach, and
that a number of U.S. allies are conducting
investigations related to treatment of de-
tainees. It also requires a report 90 days
after enactment of the Act and 180 days
thereafter on any progress on developing
such an approach, and a certification that
such an approach has been implemented or,
if such certification has not been made, the
steps taken to implement this recommenda-
tion. In addition, this provision terminates
the requirement of subsection (b) if the Sec-
retary makes such a certification, and re-
quires a GAO review of the certification.
Subtitle D—Strategy for the United States’ rela-

tionship with Afghanistan, Pakistan, and
Saudi Arabia

§1441—Afghanistan. This provision declares
that it is the policy of the United States to
maintain its long-term commitment to Af-
ghanistan by increased assistance and the
continued deployment of TUnited States
troops in Afghanistan and that the President
shall engage aggressively with the Govern-
ment of Afghanistan and NATO to assess the
success of the Afghan December 2006 coun-
ternarcotics strategy and to explore all addi-
tional options for addressing the narcotics
crisis in Afghanistan, including considering
whether NATO forces should change their
rules of engagement regarding counter-
narcotics operations. Moreover, this section
declares that the Afghanistan Freedom Sup-
port Act of 2002 should be reauthorized and
updated, and directs the President to make
every effort to dramatically increase the
numbers of United States and international
police trainers, mentors, and police per-
sonnel operating with Afghan civil security
forces and shall increase efforts to assist the
Government of Afghanistan in addressing
corruption; and directs the President to sub-
mit a report on the United States efforts to
fulfill the requirements in this subsection.
This section also authorizes such sums as
may be necessary for fiscal years 2008 and
2009 for the acquisition of emergency energy
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resources, including diesel fuel, to secure the
deliver of electricity to Afghanistan.

§1442—Pakistan. This section declares that
it is the policy of the United States to work
with the Government of Pakistan to combat
international terrorism, to end the use of
Pakistan as a safe haven for forces associ-
ated with the Taliban, to establish a long-
term strategic partnership with Pakistan, to
dramatically increase funding for programs
of the U.S. Agency for International Devel-
opment and the Department of State, and to
work with the international community to
secure additional financial and political sup-
port to assist the Government of Pakistan in
building a moderate, democratic state. This
provision also requires the President to sub-
mit a report on the long-term strategy of the
United States to engage with the Govern-
ment of Pakistan to address curbing the pro-
liferation of nuclear weapons technology,
combating poverty and corruption, building
effective government institutions, pro-
moting democracy and the rule of law, ad-
dressing the continued presence of the
Taliban and other violent extremist forces
throughout the country, and effectively deal-
ing with Islamic extremism. In addition, this
section prohibits the provision of United
States security assistance to Pakistan until
the President certifies that the Government
of Pakistan is making all possible efforts to
prevent the Taliban from operating in areas
under its sovereign control but provides a
national security waiver to the President.
The subsection includes a sunset provision
whereby the limitation of assistance will
cease to be effective once the President de-
termines that the Taliban cease to exist as
an organization capable of conducting mili-
tary, insurgent, or terrorist activities in Af-
ghanistan from Pakistan. This provision also
authorizes such sums as may be necessary
for assistance for Pakistan in various dif-
ferent accounts, and extends waivers of for-
eign assistance restrictions with respect to
Pakistan through the end of FY 2008 and in-
cludes a sense of congress that extensions of
these waivers beyond FY 2008 should be in-
formed by whether Pakistan makes progress
in rule of law and other democratic reforms
and whether it holds a successful parliamen-
tary election.

§1443—Saudi Arabia. This provision states
Congressional findings that the Kingdom of
Saudi Arabia’s record in the fight against
terrorism has been uneven and that the
United States has a national security inter-
est in working with the Government of Saudi
Arabia to combat international terrorists,
and expresses a sense of congress that the
Government of Saudi Arabia must undertake
a number of political and economic reforms
in order to more effectively combat ter-
rorism. This section also provides for a num-
ber of statements of policies regarding the
U.S. relationship to Saudi Arabia, including
engaging Saudi Arabia to openly confront
the issue of terrorism, to enhance
counterterrorism cooperation, and to sup-
port reform efforts by the Government of
Saudi Arabia. Finally, this provision re-
quires a report on the ongoing U.S.-Saudi
Strategic Dialogue and whether the Dialogue
has promoted progress in achieving the U.S.
long term strategy to engage the Govern-
ment of Saudi Arabia to undertake reforms
and to combat terrorism.

Mr. KING of New York. Mr. Speaker,
I yield myself such time as I may con-
sume.

Mr. Speaker, at the outset, let me
thank the gentleman from Mississippi
(Mr. THOMPSON), the new chairman of
the Homeland Security Committee, for
the work that he did, certainly in the
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time that I was chairman of the Home-
land Security Committee and he was
the ranking member.

Let me also wish him the very best
as he embarks on his tenure as chair-
man of the Homeland Security Com-
mittee. And even though we certainly
will have differences today and the de-
bate will be strong at times, I want to
assure him that I share the same com-
mitment he does. I know that he shares
the commitment that I have to work
together in a bipartisan way on the
issue of Homeland Security and
throughout the next 2 years. I cer-
tainly look forward to working with
him and cooperating with him in every
way that I can, and I know I speak for
the members of the committee on my
side of the aisle.

Mr. Speaker, it is, to me, a very sig-
nificant matter that Homeland Secu-
rity is listed as the top issue. I agree
that it should be. I agree that it is, and
to that extent, I certainly commend
the gentleman from Mississippi (Mr.
THOMPSON) for bringing forth this leg-
islation.

However, 1 am extremely dis-
appointed in the way it is being done.
And I say that not just as a matter of
process or a matter of procedure, but I
say that as a person who, during the 15
months that I was the chairman of the
Homeland Security Committee, I did
all I could to ensure that every piece of
legislation that came through our com-
mittee was bipartisan from day one.
Every piece of legislation went through
a complete subcommittee hearing. The
Democratic minority, at the time, were
fully apprised of all that we were doing
at all stages. Went to a full committee
hearing, and again, everyone was ap-
prised of all that was happening. It was
an open book. And as a result of that,
we passed very, very significant bipar-
tisan legislation in the most recent
Congress, the Port Security Act, chem-
ical plant legislation, reforming and
restructuring FEMA. The interoper-
ability legislation, which was jointly
sponsored and advanced by Mr.
REICHERT and Mr. PASCRELL became
part of the FEMA restructuring legis-
lation. And I say that because it shows
that, on an issue such as homeland se-
curity, we make the most progress
when we work together, and that this
should not be a partisan issue because
terrorists don’t care if you are Demo-
crats, Republicans or Independents. If
we are Americans, they want to kill us.
And that has to be our guiding prin-
ciple throughout this.

So I am disappointed today that such
a piece of legislation, which attempts
to deal with such a vital issue in such
an all-encompassing way is going to be
done without any benefit at all of
going through the committee, having
committee hearings, getting testi-
mony, of reaching out. We, as Repub-
licans, had no say whatsoever in this
legislation.

Again, I emphasize, I can speak for
the Homeland Security Committee.
That never happened during the 15
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months that I was the chairman, nor
do I believe it ever happened under my
predecessor, Mr. Cox.

Now, as far as the legislation today,
as I said, parts of it are disappointing.
And I guess this even goes back to last
week. If there is one issue, one rec-
ommendation that the Homeland Secu-
rity Committee made was that we
should centralize as much jurisdiction
as possible in one committee, rather
than have such a multiplicity of com-
mittees and subcommittees in both
Houses requiring the Secretary and the
assistants and the undersecretaries to
come up to the Hill to be testifying,
and also to get a much more coordi-
nated policy. Nothing was done on that
whatsoever.

Now, the chairman pointed out that
perhaps Republicans could have done
this in the past. Well, the fact is, this
is a work in progress. It was the Repub-
lican majority which set up and estab-
lished, first as a select committee for 2
yvears and then as a permanent com-
mittee since January of 2005, the Com-
mittee on Homeland Security. I know
in my conversations with the leader-
ship, it was certainly the intention to
centralize it more. Would they have? I
believe they would have. If not, I cer-
tainly would have fought to have it
done because one thing I think the
former ranking member and the cur-
rent chairman and I would agree on, we
saw last year what happened when you
had legislation going from one com-
mittee to the other, one committee
trying to grab a small part of it and
slowing down the process.

Also, we found out how nuanced and
how complicated these issues are, and
that very few of us ended up where we
began. We saw, as the debate went for-
ward, as the hearings went forward, as
the expert witnesses came in, just how
intricate these issues were and how
vital they were and how important it
was not to jump ahead.

Now, the chairman mentioned, for in-
stance, scanning 100 percent of cargo
within 3 years or most of it done with-
in 3 years. Now, on its face, that sounds
very good. It is a good sound bite. It is
good for a 100-hour scenario. But the
fact is, we held extensive hearings on
that. The fact is that the legislation
that was arrived at between the House
and the Senate, seeing the complexity
of it, and realizing that there is no
technology in place right now that
could bring that about, has set up pilot
projects around the world, and we will
get a report back on those projects
with a sense of urgency and a need to
implement whatever can be imple-
mented. But to set forth a 100-percent
standard when there is no evidence now
that that can be achieved during that
time period, to me, gives a false hope
to the American people, and it is play-
ing, to me, it is trivializing what
should be the most important issue
that confronts the Nation today.

Now, also, on that and to show that
our constructive criticism of this issue
is not done in a partisan way, the

H171

Washington Post today had an edi-
torial extremely critical of that provi-
sion in particular and the process in
general.

So with that I look forward to the de-
bate today. As I said, I have real prob-
lems with the process. I have certain
specific problems with parts of the leg-
islation. But that can be all brought
out in the debate today. Unfortunately,
there won’t be an opportunity to offer
amendments on it. As I said, there
were no committee hearings. But it is
going to be a long 2 years, long in the
sense that we have a long period in
which to get a lot done. But, on the
other hand, I assure Mr. THOMPSON
that once we get this behind us, I look
forward to working with him in as bi-
partisan a way as possible. And with
the respect I have for him, I think, at
the end of that long 2 years, the Amer-
ican people will see that we have
achieved quite a bit.

Mr. Speaker, I reserve the balance of
my time.

Mr. THOMPSON of Mississippi. Mr.
Speaker, I would like to assure the
ranking member that after today, and
from this day forward, there will be
communication. We will work to-
gether. The jurisdictional issues that
we didn’t resolve completely in the last
15 months or so, I assure you, we will
do our best to make sure that they
don’t come into impacting the com-
mittee.

Mr. Speaker, I yield 1 minute to the
gentleman from Virginia (Mr. MORAN).

Mr. MORAN of Virginia. Mr. Speak-
er, I thank the chairman of the Home-
land Security Committee.

Notwithstanding the remarks of the
gentleman from New York (Mr. KING),
the fact is that the bipartisan 9/11 Com-
mission gave the last Congress Fs and
Ds in implementing its recommenda-
tions. This Congress is determined to
earn its As in implementing those rec-
ommendations, and not just by inspect-
ing the air and sea cargo but also by
distributing the funds that are avail-
able based upon risk, not just by popu-
lation; by preventing the spread of ter-
rorism and, particularly, weapons of
mass destruction; by reducing the ap-
peal of extremism through inter-
national quality education and the ex-
pansion of democracy and economic de-
velopment.

But most of all, Mr. Speaker, this
Congress is determined to implement
the principal recommendation of the 9/
11 Commission, which was to restore
U.S. moral leadership. That is the in-
tent of this bill. I strongly urge sup-
port for it.

Mr. KING of New York. Mr. Speaker,
I would just point out to the gentleman
from Virginia (Mr. MORAN) that on the
fairer funding, the legislation which is
in the bill today is exactly the legisla-
tion which passed the previous Con-
gress, and certainly, that part of the
bill I will support strongly.

Mr. Speaker, I yield 1 minute to the
gentleman from Florida (Mr. MICA).
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Mr. MICA. Mr. Speaker, I ask unani-
mous consent that the House resolve
into secret session as though pursuant
to a motion by Mr. MICA, under rule
XVII, clause 9. Because there are 54
new Members of the House of Rep-
resentatives and a significant number
of returning Members who have not
had access to critical classified infor-
mation, it is extremely vital to their
understanding of the consequences of
their vote in regard to the impact of
H.R. 1, which will affect this Nation,
our security, and pending terrorist
threat.

The SPEAKER pro tempore (Mr.
MURTHA). Is there objection to the re-
quest of the gentleman from Florida?

Mr. THOMPSON of Mississippi. Mr.
Speaker, I object.

The SPEAKER pro tempore. Objec-
tion is heard.

Mr. THOMPSON of Mississippi. Mr.
Speaker, I ask unanimous consent that
the distinguished incoming chairman
of Armed Services, Mr. SKELTON, be al-
lowed to control the remainder of the
time.

The SPEAKER pro tempore. Is there
objection to the gentleman from Mis-
sissippi?

There was no objection.

Mr. SKELTON. Mr. Speaker, I yield
myself such time as I may consume.

I thank the gentleman from Mis-
sissippi.

Mr. Speaker, during the Presidential
debates of 2004, there was one point of
consensus between the two candidates
that is important for us in our debate
today. In answer to the question of
what is the single most threat to the
national security of the United States,
both candidates agree that nuclear pro-
liferation and weapons of mass destruc-
tion in the hands of terrorists was the
biggest threat. This view was shared by
the 9/11 Commission, which rec-
ommended a vital effort to prevent and
counter the proliferation of weapons of
mass destruction.

H.R. 1 will help put the United States
much further down the path to address-
ing the problem of weapons of mass de-
struction, proliferation, and terrorism.
It will strengthen the Cooperative
Threat Reduction program also, known

as the Nunn-Lugar program, as well as
the Department of Energy’s non-
proliferation programs. It will

strengthen and expand the multi-
national Proliferation Security Initia-
tive started by this administration and
will establish a new Coordinator for
the Prevention of Weapons of Mass De-
struction, Proliferation, and Ter-
rorism.

The bill also establishes a new com-
mission to follow up on the work of the
9/11 Commission focused on the issue of
weapons of mass destruction, prolifera-
tion, and terrorism.

Specifically, the bill will repeal a set
of limitations on nonproliferation pro-
grams which threatens on an annual
basis to shut off access to program
funding unless Congress or the Presi-
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dent waives them. It simplifies the au-
thority to use those funds outside the
countries of the former Soviet Union
when necessary and appropriate while
strengthening oversight. The bill au-
thorizes such sums as are necessary for
these programs.

On the Proliferation Security Initia-
tive, the bill calls upon the President
to continue and to expand it. It directs
the administration to develop and
transmit to Congress a defined budget
for this effort and initiates a GAO re-
view. The bill further authorizes the
President to use foreign assistance as
an initiative to get more countries to
join.

The coordinator for the Prevention of
Weapons of Mass Destruction, Pro-
liferation, and Terrorism established
by this bill will be a senior aide close
to the President who can give the non-
proliferation programs spread across
the Federal Government the support
they need and, of course, deserve. The
bill requires a comprehensive strategy
to fully use and coordinate these pro-
grams, and it calls for measurable
goals and milestones by which we can
judge progress.

The commission established by this
bill will build upon the excellent work
of the 9/11 Commission by examining in
detail the existing nonproliferation
programs and also any new and cre-
ative ideas for securing dangerous ma-
terials.

In addition, the commission would
follow up on the work of the Baker/
Cutler Commission, which made a se-
ries of recommendations in this area in
2001.

Mr. Speaker, I reserve the balance of
my time.

Mr. KING of New York. Mr. Speaker,
I yield the remainder of my time to the
distinguished ranking member of the
Foreign Affairs Committee, the
gentlelady from Florida (Ms. ROS-
LEHTINEN), and ask unanimous consent
that she be permitted to control that
time.

The SPEAKER pro tempore. Is there
objection to the gentleman from New
York?

There was no objection.

Ms. ROS-LEHTINEN. Mr. Speaker, 1
yield myself such time as I may con-
sume

Mr. Speaker, I thank the gentleman
from New York for yielding me the
time.

Mr. Speaker, it is truly a shame that
the new Democratic leadership has
chosen to turn what was a bipartisan,
carefully calibrated approach to safe-
guarding our Nation’s security in the
aftermath of 9/11 into a partisan polit-
ical tool. This bill does have some good
elements. In fact, a big portion of the
foreign policy titles in the bill mirror
what is already in law, with some
minor additions or recommendations.

That said, the bill does raise concern,
and it even includes drafting errors
that could have been avoided had we on
the other side of the aisle had in the
committees been allowed to operate
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and been allowed to contribute to the
drafting, but we were not.

For example, the Nuclear Black Mar-
ket section in this bill, Mr. Speaker, is
a legislative effort that I had the pleas-
ure of working on with the gentleman
from California (Mr. LANTOS) through-
out the last few years.

However, much has changed. Parts of
it need revision. It needs to be reedited
and updated. But we will be unable to
fix these provisions and make these
necessary corrections.

Far more troubling, Mr. Speaker, is
the profound divergence between our
two parties that this legislation re-
veals. The divergence is clearly most
demonstrated in the provisions regard-
ing the Proliferation Security Initia-
tive, known as the PSI.

Since its creation by this administra-
tion in the year 2002, the PSI has
quickly become one of this country’s
most valuable tools in helping to stop
the spread of weapons of mass destruc-
tion and preventing them from falling
into the hands of terrorists. Our PSI
partners and others at times have
stopped the transshipment of material
and equipment bound for Iran’s bal-
listic missiles programs and also pre-
vented Iran from procuring funds and
the goods to support its weapons of
mass destruction programs, including
its nuclear program; and it was PSI co-
operation between the U.S., the U.K.,
and other European partners that
began the demise of the Dr. A.Q. Khan
network, an action that was also in-
strumental in convincing the Libyan
Government to stop its nuclear weap-
ons and longer-range missile programs.

Despite this success, Mr. Speaker,
this legislation urges the President to
secure a resolution by the United Na-
tions Security Council that would au-
thorize the PSI under international
law. We have seen how ineffective the
U.N. Security Council has been in com-
pelling Syria to stop its support for
terrorist activities in Lebanon, or at
least in keeping to its own deadlines
regarding Iran’s nuclear program. Giv-
ing the United Nations the ability to
define what is permissible under the
PSI will result in the imposition of un-
predictable limitations, unpredictable
conditions, and unpredictable interpre-
tations and would result in a regu-
latory straightjacket overseen by the
international bureaucracy.

Frankly, Mr. Speaker, this is dis-
turbing. I need only point out the con-
tinuing efforts by Russia and China to
hobble the efforts of the United States
at the United Nations to apply pressure
to Iran to abandon its nuclear weapons
program. If this recommendation were
followed, the PSI would be undermined.
The problem, however, is far deeper
than merely the threat to this vital
and proven program. The position of
some of my colleagues across the aisle
appears to be that the PSI and similar
efforts by the United States to defend
its citizens against terrorists and other
threats require authorization under
international law by the United Na-
tions. They believe that these so-called
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multilateral regimes are credible sub-
stitutes for the efforts of the United
States.

We must oppose any efforts to sub-
stitute action by the U.N. and other
international organizations for those of
the U.S. Government in carrying out
its fundamental responsibility to pro-
tect the American people and advance
American interests. I know that there
are many of my colleagues who are
equally concerned that this proposal
should be adopted. I know their con-
stituents will be, Mr. Speaker.

Therefore, I hope that all of our col-
leagues carefully think about some of
these provisions and that they put par-
tisan politics aside when it comes time
to vote on the motion to recommit, a
motion that reaffirms a central tenet
of the U.S. foreign policy, and that is
that it is the responsibility of the U.S.
Government to protect the American
people. This responsibility must never
be surrendered to the United Nations
or other multilateral institutions.

Mr. Speaker, I reserve the balance of
my time.

Mr. SKELTON. Mr. Speaker, I yield 2
minutes to the gentleman from New
Jersey (Mr. ANDREWS), a member of the
Armed Services Committee.

(Mr. ANDREWS asked and was given
permission to revise and extend his re-
marks.)

Mr. ANDREWS. I thank my friend for
yielding.

Mr. Speaker, colleagues, our country
is living on borrowed time. A quantity
of highly enriched uranium or pluto-
nium the size of a grapefruit that could
be put into a vehicle the size of a U-
Haul truck could result in the detona-
tion of a nuclear weapon about the size
of that which leveled Hiroshima and
Nagasaki.

Loose nuclear materials have been
too loose and too free for too long
around the world. This was the first
and most urgent recommendation of
the 9/11 Commission. Frankly, we have
been moving at too slow of a pace with
too little of a focus and without suffi-
cient funding to get this problem under
control.

Today’s long overdue legislation is a
necessary first step toward protecting
the American people against these
egregious consequences. This legisla-
tion properly focuses on the problem of
loose nuclear material, the origins of
which and the whereabouts of which we
do not know. It focuses upon nuclear
material that is in hands that are not
properly being secured, it focuses on
nuclear materials that are being prop-
erly secured, and it expedites the proc-
ess of converting reactors that use
highly enriched uranium to reactors
that would use low-enriched uranium
and, therefore, be much, much less of a
risk.

For the first time, there will be a
central point in the executive branch
where the diplomatic intelligence, re-
search and development and military
responsibilities for bringing this prob-
lem under control will be focused and
centered in one place.
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The job will not be done by the pas-
sage of this legislation. But for too
long we have lived on borrowed time
waiting for the passage of this legisla-
tion. I would urge my colleagues on
both the majority and minority side to
vote ‘‘yes’” and start us down the road
toward solving this egregious and ur-
gent problem.

Ms. ROS-LEHTINEN. Mr. Speaker, I
yield 9 minutes to the gentleman from
Florida (Mr. MIcA), 5 minutes to the
gentleman from Michigan (Mr. HOEK-
STRA), 10 minutes to the gentleman
from Michigan (Mr. UPTON), 34 minutes
to the gentleman from New York (Mr.
KING), and ask that each of them be al-
lowed to control that time.

The SPEAKER pro tempore. Is there
objection to the gentlewoman from
Florida?

There was no objection.

Mr. MICA. I thank the gentlelady for
yielding me this time.

Mr. Speaker, I am pleased to come to
the floor during what I consider to be
probably one of the most important
issues that we will consider, not only
in this 100 hours, but in this entire ses-
sion of Congress, because this issue de-
termines and will determine the very
security, not just the security as far as
a terrorist attack on this Nation, but
even our economic security; and the
actions that are taken here have great
implications.

While I believe that my good friends
on the other side of the aisle are very
well intended in what they propose
today, unfortunately I believe they are
misguided in what they are doing.

I have a copy of the 9/11 Commission
report. I chaired for some 6 years the
Aviation Subcommittee. I inherited it
by fate of the good Lord and -cir-
cumstances here in Congress. I fol-
lowed from the very beginning the cre-
ation of TSA and all of the actions that
we have taken from day one in pro-
tecting this great Nation against a ter-
rorist attack.
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I have read the proposals that are
brought forth here today. Unfortu-
nately, these proposals can result in
turning in the wrong direction at this
time in our vulnerability against ter-
rorist attack. Let me be very frank,
and I offered before, and I am sorry
that the other side did not accept it,
unanimous consent requests that we
resolve into a committee for 1 hour, 1
hour of a secret session to discuss the
pending threats against this Nation
and also the status of our security sys-
tems in place to deal with those
threats, and I was denied it. As part of
the record of this Congress, now, I was
denied that opportunity.

There are 54 Members who were
elected, new Members, Republican and
Democrat, who have not had access to
that classified information. They will
vote in a few hours on turning the di-
rection of the system that we have put
in place and a system we are trying to
make work to protect us against a ter-
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rorist attack, and we have been denied
the opportunity for 1 hour in closed
session, with no cameras, no public,
but the classified reports.

Mr. Speaker, I am going to ask that
the titles of each of the classified re-
ports that now are in possession of the
Transportation Committee be included
in this part of the RECORD.

DHS OIG FINAL PENETRATION TEST

RESULTS—March 30, 2004

AUDIT OF PASSENGER AND BAGGAGE
SCREENING PROCEDURES AT DOMES-
TIC AIRPORTS

AUDIT OF PASSENGER AND BAGGAGE
SCREENING PROCEDURES AT DOMES-
TIC AIRPORTS

FOLLOW-UP AUDIT OF PASSENGER AND
BAGGAGE SCREENING PROCEDURES
AT DOMESTIC AIRPORTS (UNCLASSI-
FIED SUMMARY)

FOLLOW-UP AUDIT OF PASSENGER AND
BAGGAGE SCREENING PROCEDURES
AT DOMESTIC AIRPORTS (U)

AIRPORT PASSENGER SCREENING—PRE-
LIMINARY OBSERVATIONS ON
PROGRESS MADE AND CHALLENGES
REMAINING

BRIEFING TO THE CHAIRMAN, AVIATION
SUBCOMMITTEE—HOUSE COMMITTEE
ON TRANSPORTATION AND INFRA-
STRUCTURE—March 31, 2004

AVIATION SECURITY—SYSTEMATIC
PLANNING NEEDED TO OPTIMIZE THE
DEPLOYMENT OF CHECKED BAGGAGE
SCREENING SYSTEMS

AVIATION SECURITY—SCREENER TRAIN-
ING AND PERFORMANCE MEASURE-
MENT STRENGTHENED, BUT MORE
WORK REMAINS

We have tried to make this work, and
the good Lord and some efforts on be-
half of many people, maybe just sheer
fate, have brought us to this day and
not being attacked. And last week on
Thursday when I gave up that responsi-
bility of chairing Aviation, a great
mantle came off my shoulders, but I
am telling you that you are headed in
the wrong direction today. We have a
very fragile system of security, par-
ticularly aviation security.

Now you come forth with rec-
ommendations. One recommendation
dealing with cargo security is not a
recommendation in this 9/11 Report. I
defy anyone to find it. So what you are
doing is taking our limited resources
that protect us and putting them in an
area that does not protect us.

We have had problems with TSA, yes.
I have had four TSA administrators in
5 years. That is a problem with TSA.
We have a system out there that
screens passengers as they come
through. And there are some improve-
ments, I must say, that you have pro-
vided in this, but they are not the im-
provements we need. And now we are



H174

telling TSA, an agency across the Po-
tomac here in Washington to head in
another direction.

We have taken the money for re-
search and development that was first
authorized, we put it in the original
TSA bill, $560 million, half of it was
taken by a Senator for a pet project.
The next year $75 million, this Con-
gress failed to act, and $63 million was
spent on salary instead of research and
development for the technology to pro-
tect us. So here we go off in another di-
rection on a recommendation I defy
anyone to find in here.

Another point here, and it is nice to
throw your friends a bone but this is
not the time to do it. I am telling you,
I am very serious about this, folks, and
listen to this. These words will be re-
peated because this Nation is at risk,
and you won’t take 1 hour to even lis-
ten to what that risk is or address that
risk and what you are going to do.

Nowhere in this 9/11 Commission does
it say that we should give collective
bargaining rights to airport screeners,
to TSA screener personnel. Nowhere.
We had a bipartisanship agreement
when we created TSA that we wouldn’t
do that and put us at risk, that we
needed to move people around, that we
needed to fire people when we needed
to do that. This is taking big govern-
ment; we have 43,000 screeners, 43,000
screeners, it is taking big government
and it is doing the worst thing we
could possibly do is making it en-
trenched in big government.

We need to replace those people with
technology. Here is the report: 78 per-
cent of the personnel could be replaced
that now conduct checked baggage
screening. You go to the airport, you
check your bags. Check your bags. The
failure rate of that system that was
forced into place, I tried to get us to
opt for technology; instead, we spent
some $20 billion so far on this system
that is reliant on people, human beings
who fail. We could save 78 percent of
the personnel costs. There are 16,800
people checking those bags by hand. I
visited some 50 airports during August
and September, and I am telling you,
the system is flawed. And you are
changing now to a recommendation
that isn’t even in this report? You are
taking a big bureaucracy and making
it an entrenched bureaucracy? You are
putting us at risk.

This isn’t a game, a political game
where we score a few points and tell
people we are doing something. This is
about our women and children, our
wives and mothers and our loved ones
being put on aircraft and not having a
secure system in place, and we aren’t
doing that with these proposals.

So maybe I am a little bit too emo-
tional on this subject, maybe I have
been too involved in this subject; but I
am telling you for the sake of this
country and our security. And many of
the Members here have not had the op-
portunity to sit down and look at those
classified reports. When this report was
written, liquid bombs, liquid explo-
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sives, does it appear anywhere in here?
The terrorists that we deal with now, is
it addressed anywhere here? I need to
have these points in the RECORD be-
cause this deals with our national secu-
rity. And I am telling you, and mark
my words on this day, that our ter-
rorist-hatred folks know what is going
on. They have tested the system, they
test the system, and they scope the
system and they see these flaws, and
they would have to be laughing to see
us change our resources to go in an-
other direction and put us at risk
today.

Again, there are some good things in
here. We have right now about a dozen
airports with in-line high-tech sys-
tems. One of the them is the Speaker,
Ms. PELOSI’s, airport. It is the safest
airport in the world. It has private
screeners, and it has automated in-line
high-tech equipment. Its capacity to
find and detect threats is almost flaw-
less. That is the model that we need;
instead, we have about a dozen air-
ports. Unfortunately, it will be 20 years
at the current rate in which you pro-
pose to protect us with even that basic
protection.

Mr. SKELTON. Mr. Speaker, may I
inquire how much time is remaining
for each side, please.

The SPEAKER pro tempore (Mr.
MURTHA). The gentleman from Mis-
souri has 77% minutes, and the gentle-
woman from Florida has 69 minutes re-
maining.

Mr. SKELTON. Mr. Speaker, in order
to respond, I will yield 30 seconds to
the gentleman from New Jersey (Mr.
PASCRELL).

Mr. PASCRELL. Mr. Speaker, I
thank my good friend from Florida.
Much of what you say is correct. But I
have to refer you to the 9/11 report in
the final recommendations: 9/11 public
discourse project grades, checked bag
and cargo screening, D. And it says in
the report, in the final report, that im-
provements have not been made a pri-
ority by the Congress or the adminis-
tration.

It is about time. And while the ter-
rorists may know or they may not
know, we have to do what we have to
do, and we have to do it based upon the
record.

The 9/11 recommendations are very
clear, Mr. Speaker. The 9/11 Commis-
sion is in black and white right here,
says it right here, received a D, and
that is not acceptable to us.

Mr. SKELTON. Mr. Speaker, I yield
myself 30 seconds.

My friend and colleague, the gentle-
woman from Florida, reminds me of a
law school professor who would say
when someone gave a fuzzy answer,
Well, read it. What does it say? And in
looking at our resolution regarding the
issue she raises about U.N. resolution
encourages the administration to work
to expand and formalize the PSI into a
multi-national regime, and let me
quote for my friend from Florida, ‘‘to
increase coordination, cooperation, and
compliance among its participating
States in interdiction activities.”
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Mr. Speaker, I yield at this time 2
minutes to the gentlewoman from Cali-
fornia.

Mrs. TAUSCHER. Mr. Speaker, I
thank the chairman of the House
Armed Services Committee for yielding
time.

Mr. Speaker I rise in strong support
of the 9/11 Commission Recommenda-
tions Act of 2007. Congress has re-
formed the intelligence community to
better identify global threats and de-
fend the United States, but for too long
we have had a gaping hole in our secu-
rity, eliminating the threat of weapons
of mass destruction. And for too long
the Bush administration and their con-
gressional allies have left nonprolifera-
tion on the back burner. The bill before
us today provides the tools we need to
fight the threat of the world’s most
dangerous weapons. In the last Con-
gress, I introduced the 9/11 Commission
Combating Proliferation Implementa-
tion Act along with my colleagues
JOHN SPRATT and MARTY MEEHAN.

The essential provision of our bill
contained also in the bill before us
today creates a coordinator for the pre-
vention of weapons of mass destruction
proliferation within the White House.
The coordinator would also have both
the budget authority over all non-
proliferation programs and would also
be responsible for designing and imple-
menting a strategic plan to address the
current threat levels posed by weapons
of mass destruction.

Currently, mnonproliferation efforts
are overseen by the Departments of En-
ergy, Defense, and State. While they
all have had some success, these three
large agencies are not guided by an
overall plan or supported by a single
individual who has the ability to en-
sure accountability. Because of the
lack of high-level attention and leader-
ship, some programs have either lapsed
or been burdened with unrelated re-
strictions. Such a coordinating func-
tion has been recommended several
times, including in the 1999 Deutsche
Commission, to access the organization
of the Federal Government to combat
the proliferation of weapons of mass
destruction.

As the 9/11 Commission warned: ‘‘The
greatest danger of another -cata-
strophic attack in the United States
will materialize if the world’s most
dangerous terrorists acquire the
world’s most dangerous weapons.”’

We know the threat; now we have to
act. I urge my colleagues to join me in
support of this bill.

Ms. ROS-LEHTINEN. Mr. Speaker, I
am pleased to yield 2 minutes to the
gentleman from Alaska (Mr. YOUNG), a
former chairman of the Committee on
Transportation and an expert in that
field.

(Mr. YOUNG of Alaska asked and was
given permission to revise and extend
his remarks.)

Mr. YOUNG of Alaska. Mr. Speaker, 1
thank the gentlelady for yielding.

My colleagues and Mr. and Mrs.
America, this is primarily a political
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gesture without a great deal of result,
and that is unfortunate. The hearings
are necessary, especially in cargo
screening. It has been shown to us that
the cargo screening port security can-
not occur within our ports themselves
without total cooperation from the
overseas shippers to the United States.

What we are asking in this bill is ex-
penditure of huge dollars for really
window dressing and not results. As the
gentleman from Florida said, we are
not really in this legislation as being
proposed giving us any more security.
We are expending dollars in the billions
in the airports, and it will be in the bil-
lions in the ports and the waterways of
our Nation. And the direct result will
be, and keep this in mind, Mr. and Mrs.
America, a direct cost to you without
any security. Every product, every-
thing you pick up that is imported to
the United States will add an addi-
tional cost, and it may make us non-
competitive. There are other ports
within our hemisphere that will be ac-
cepting without the security that is
being offered in this bill within our
ports the cargo that should be coming
through our ports employing our peo-
ple.

If you want true security, it will be
done at the origin of shipping to the
United States, and that is where we
should be putting our efforts, not a
charade of saying we are going to have
our ports secure because we are going
to put millions of dollars, billions, into
the screening of everyone who works in
the ports and setting up an artificial
barricade of security.

There is an old saying: If you want a
secure area, don’t let anybody know
how you secured it. What this proposal
says is: national standards shall be set,
and thus you shall be secure. But if I
am the bad guy, I will figure around it
to do good damage, bad damage to you,
good damage to me. I ask you to recon-
sider and let’s go back to the hearing
process and do this job right.

Mr. SKELTON. Mr. Speaker, I yield 2
minutes to the gentleman from Wash-
ington (Mr. LARSEN).
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Mr. LARSEN of Washington. Mr.
Speaker, I thank the chairman of the
House Armed Services Committee for
yielding time.

I rise today in support of fully imple-
menting the September 11 Commission
recommendations. As a member of the
House Armed Services Committee, I
can say that this bill creates a new
foundation of security here at home by
protecting our borders, our infrastruc-
ture and our freedoms. This legislation
also plays an equally important role by
reenergizing our engagement abroad
and creating a new foundation for secu-
rity in the international arena. These
provisions, particularly those dealing
with the prevention of proliferation of
weapons of mass destruction, are what
I would like to discuss today.

We will not be safe here at home as
long as the worst weapons can fall into
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the worst hands. Citizens around the
world will not be safe unless respon-
sible nations work together to locate,
secure and destroy global nuclear
stockpiles. Today we are rightfully
strengthening the leadership of the
United States in these important
areas.

The time for us to fully engage in the
nonproliferation and counter prolifera-
tion arenas is long overdue. This bill
dramatically strengthens the non-
proliferation regime by both strength-
ening the best programs of the last dec-
ade and creating a new coordination
and sanctions mechanism that will
strengthen the nonproliferation mis-
sion for the future. I am particularly
pleased with the provisions that will
strengthen the Proliferation Security
Initiative, or PSI, and the Cooperative
Threat Reduction Initiative, CTRI.

With the involvement of approxi-
mately 70 nations, PSI has become the
primary platform that allows us to
work with our allies to search planes
and ships carrying suspect cargo and to
seize illegal weapons or missile tech-
nologies.

Unfortunately, until now, the future
of this successful program was uncer-
tain. Without a dedicated funding
source and without integration into
international law, this critical pro-
gram could falter without proper ad-
ministration support. This legislation
works to secure the future of PSI by
integrating it into both international
law and to our own budget process.

And, finally, this bill provides Con-
gress with the ability to fully support
CTRI programs that are geared to lock
up nuclear weapons and nuclear mate-
rials around the world. By lifting fund-
ing limitations and encouraging the
program’s expansion, this bill shows
the world that our Nation, the United
States, will strengthen its role as the
global leader in combating prolifera-
tion.

Mr. UPTON. Mr. Speaker, I yield my-
self 6 minutes.

Mr. Speaker, time moves on, but be-
fore some of us begin pretending that
we are legislating on a blank slate
when it comes to 9/11, I am going to
take this moment in my time to re-
mind everyone of the good work that
was indeed accomplished over the last 2
yvears. In fact, we are also standing on
the shoulders of giants who, in the face
of the tragic events of 9/11, actually
took action to make this Nation a
safer place.

Congress’s first responders were both
Republicans and Democrats, and some
of them were here just last session
writing laws to protect America. Amer-
ica’s firefighters, police officers, ambu-
lance crews, the ones who received $1
billion, “B” as in big, to help save
American lives surely haven’t forgot-
ten about Congress’s efforts, and nei-
ther should we.

The issue of our Nation’s own secu-
rity is too important to play politics
with. And while some on the other side
perhaps would prefer to give the im-
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pression that Congress has done little,
nothing could be further from the
truth.

I am proud of what was accomplished
and what we can do more. Indeed, we
succeeded in enacting within the En-
ergy and Commerce Committee’s juris-
diction a number of provisions improv-
ing public safety communications. For
example, the digital television provi-
sions of the Deficit Reduction Act
cleared 24 megahertz of spectrum in
every market in the Nation exclusively
for use by its first responders.

The interoperable communications
provisions provided in the Deficit Re-
duction Act did not merely authorize
funding but made $1 billion in direct
spending available for equipment to en-
able first responders to more effec-
tively communicate with each other in
times of disaster.

The Call Home Act accelerated to
September 30 of this year the deadline
for distribution of that $1 billion for
interoperable communications.

The Warning, Alert and Response
Network, WARN Act, created a frame-
work through which wireless commu-
nication providers can transmit emer-
gency alerts to the public on a na-
tional, regional or local basis and re-
quired that the Federal Communica-
tions Commission adopt technical
standards for that alert system.

The national alert provisions of the
Deficit Reduction Act made $156 mil-
lion in direct spending available for use
with the national alert system created
under the WARN Act.

The E911 provisions of the Deficit Re-
duction Act made another $43 million
in direct spending available to imple-
ment the Enhance 911 Act of 2004,
which provides grants to upgrade exist-
ing 911 systems for advanced capabili-
ties.

The Department of Homeland Secu-
rity appropriations legislation created
an Office of Emergency Communica-
tions within the Energy and Commerce
Committee’s oversight. That office is
directed to develop a national emer-
gency communication plan and to re-
port on the communications capabili-
ties and needs of emergency response
providers and relevant government of-
ficials.

These are all critical items that we
have already enacted into law over the
last 2 years, better preparing our Na-
tion to respond to natural or manmade
disasters.

From my own leadership spot as
chairman of the Telecommunications
and Internet Subcommittee, I seized on
one particular recommendation offered
by the 9/11 Commission. I wanted to
help our first responders, and I am
proud of the work that we did on a very
strong bipartisan basis. First of all, we
provided a slice of the spectrum for the
first responders, 24 megahertz, and we
saw that with Katrina as well, that our
first responders in New York couldn’t
get the signal to evacuate the building.
We saw that our folks helping folks in
Katrina couldn’t communicate between
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the Coast Guard helicopter and the
sheriff boat down below. That is going
to change because we are going to give
some of the responders some of that
spectrum.

Second, we know that the cost for
this equipment is enormously high. We
provided $1 billion in the Upton amend-
ment, which I helped shepherd through
our committee and through the con-
ference, to provide the means for our
first responders so that they could pur-
chase the equipment. It was done. The
President signed it into law.

As much as we would like to say that
this could be effective today, January
8, 2007, we cannot do that. First of all,
we have to get the spectrum. That
means we have to retrieve it from
those that are using it, in this case, the
broadcasters. They have to make the
transition from analog to digital. A lot
of them have done that, but it is more
than $1 million often for some of these
stations. We also have to think about
the consumers, the millions of Ameri-
cans who do not have a digital TV set.
They can’t receive the signal unless
they have got that converter box. They
aren’t made yet. We have a transition
for that to happen.

At the end of the day, we set a date,
a hard date, when that all would hap-
pen, February of 2009. There were many
that took us on that didn’t want a hard
date. They wanted to extend forever
and a day, perhaps. In fact, there were
amendments offered to delay the date
even further. I would like to say that,
at least on our side of the aisle, we op-
posed every one of those amendments
to extend the deadline, and thank
goodness we were successful because
that date is now set. We had to work
and negotiate with the Senate, with
ourselves, but it is now set. It is a good
thing.

We have an unmistakable record of
results. Let us work together and build
on them.

Mr. Speaker, at this time I yield 2
minutes to my colleague on the Energy
and Commerce Committee, the honor-
able gentleman from Illinois (Mr.
SHIMKUS), a very valuable member of
our subcommittee as we helped shep-
herd this legislation.

(Mr. SHIMKUS asked and was given
permission to revise and extend his re-
marks.)

Mr. SHIMKUS. Mr. Speaker, the gen-
tleman from Michigan outlined crucial
actions we took in the last Congress to
improve the use of telecommunications
technologies, and I appreciate those ef-
forts, especially as co-Chair of the E911
caucus. But our work for Homeland Se-
curity was not confined to the tele-
communications arena.

One of the most important issues
Congress faced last year was creating a
program in the Department of Home-
land Security to protect chemical fa-
cilities from terrorist attacks. The
challenge was to ensure that our Na-
tion’s chemical plants could appro-
priately secure their facilities by pro-
viding technical guidance and over-
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sight by the Department of Homeland
Security but without being overzealous
and allowing DHS to take over the
daily management of these facilities.

We needed to prevent terrorists from
using our domestic disclosure laws
from obtaining roadmaps to our chem-
ical plants’ vulnerabilities. Congress
also clarified the distinct reach of ex-
isting environmental and public health
laws versus homeland security and
chemical plant securities.

While the more conscientious mem-
bers of the American chemical industry
already had a head start on Congress
by developing rigorous security stand-
ards on their own, Congress has now
ensured that good security standards
govern all significant chemical players,
not just the conscientious leaders.

DHS’s chemical security program is
not about using the threat of terrorism
as an excuse to drive American chem-
ical factories offshore. Its purpose is
just the opposite: to make certain that
chemical facilities continue to be safe
for these workers and communities, to
ensure the viability of employment in
the chemical industry for American
workers, and to guarantee that all
Americans can continue to enjoy the
benefits of these plant products.

As Chairman Barton said last year,
America does not become safer with
greater levels of regulation. It just be-
comes more regulated.

DHS has recently proposed regula-
tions to carry out this new chemical
plant security authority, and those
regulations closely follow Congress’s
intent in hammering out the com-
promise.

I look forward to working with the
Department to ensure that the pro-
gram gets underway and measures up
to the task that Congress gave it in the
Fiscal Year 2007 Homeland Security
Appropriations Act.

Mr. SKELTON. Mr. Speaker, I yield
30 seconds to the gentleman from New
York (Mr. NADLER).

Mr. NADLER. Mr. Speaker, a few mo-
ments ago, the former chairman of the
Transportation and Infrastructure
Committee, Mr. YOUNG of Alaska, was
excoriating this side of the aisle and
saying that our provisions in this bill
for 100 percent scanning of containers
were impractical and couldn’t be done.
I would simply point out that the pro-
vision in this bill is word for word the
same as the provision that was nego-
tiated by Mr. OBERSTAR and me with
Mr. YOUNG and Mr. LOBIONDO and in-
cluded in the bill in the Transportation
and Infrastructure Committee last
year by unanimous vote, supported by
Mr. YOoUNG and Mr. LOBIONDO, who
thought it was very practical last year.

It is not impractical this year if it
was practical last year.

Mr. SKELTON. Mr. Speaker, I yield
2% minutes to the gentleman from
South Carolina (Mr. SPRATT).

Mr. SPRATT. Mr. Speaker, I thank
the gentleman for yielding.

Mr. Speaker, this is a good bill, long
past due, but a good bill in many re-
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spects, particularly in the application
of this bill to the nonproliferation of
nuclear materials and nuclear weapons
and weapons of mass destruction.

In the debates, Presidential debates,
between President Bush and Senator
KERRY, there was one subject on which
both candidates found common ground:
They both agreed that the gravest
threat to the United States is terror-
ists armed with nuclear weapons or
crude radiological weapons. That may
be the gravest threat facing us, but you
wouldn’t know it from the application
of resources in the Defense budget
today.

The 9/11 Commission, looking at what
we have done, gave us a ‘“‘D,” a “D,” on
efforts to restrict access to weapons of
mass destruction, particularly nuclear
weapons. There are tons of weapons-
grade plutonium and enriched uranium
scattered about the world. For exam-
ple, under the Atoms for Peace pro-
gram, enriched uranium was leased or
lent to countries around the world to
be used in their research programs.
Much of that nuclear material, some of
it fissile, is loosely secured, some by no
more than a chain link fence and a
junkyard.

Graham Allison, who was the dean at
the Kennedy School at Harvard, wrote
a book about this subject and entitled
it “Preventable Catastrophe’ as if to
emphasize, on one hand, the dire threat
and, on the other hand, the fact that
we are not necessarily doomed to this
fate. The first thing he recommended
is, we have got to keep nuclear mate-
rials secure and away from the reach of
terrorists and rogue states.

This bill assembles the best of var-
ious bills and amendments that we
have debated in committee, sometimes
on the floor and in conference, occa-
sionally with success, more often than
not for one reason because we haven’t
been able to get all of our members out
of the Rules Committee. But here in a
nutshell is what we would do: Set up a
director for nonproliferation, we need
somebody who can direct this effort,
oversee it, seek the funding for it and
fight for it; speed up the removal of nu-
clear research materials or, where they
can’t be removed, enhance their secu-
rity; expand the so-called Proliferation
Security Initiative, by which the
United States can seize nuclear mate-
rials on the high seas outside the
United States and coordinate such
interdiction with other countries; and
expand the so-called Cooperative
Threat Reduction program, better
known as Nunn-Lugar. In cost-benefit
terms, this may be the best money we
have spent.
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To date, we have deactivated 6,000
warheads, 500 ICBMs, 400 ICBM silos.

Mr. UPTON. Mr. Speaker, I yield 2
minutes to the gentleman from the
great State of Pennsylvania (Mr. SHU-
STER).

Mr. SHUSTER. Mr. Speaker, I rise
today to address the first responder
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and emergency management reforms in
this 9/11 bill.

As the past chairman of the emer-
gency management subcommittee, I
am very familiar with first responder
reforms we enacted since the Sep-
tember 11 attacks.

While there are some improvements
in this bill, the major 9/11 reforms were
made under Republican leadership.
Since 9/11, we have provided over $15
billion to prepare State and local first
responders. We increased funding for
Fire Grants and created the SAFER
grant program for hiring firefighters.
We also created a billion dollar grant
program for emergency communica-
tions.

Unlike the unfunded authorization in
the Democrats’ bill, Republican leader-
ship provided real money. But we have
done much more than simply throw
money at first responders. We also en-
acted a comprehensive reform bill that
rebuilds FEMA’s capabilities and es-
tablishes a truly national preparedness
system. We gave FEMA the authority
and the tools they need to manage all
disasters. We strengthened FEMA’s re-
gions, response teams, logistics, and
communications capabilities. We es-
tablished a national preparedness goal
and set clear preparedness standards
for State and local governments to co-
ordinate their resources and focus on
their highest risk priorities.

We established a national incident
command system so that all levels of
government can integrate their forces
in a disaster. We created a comprehen-
sive training and exercise program so
first responders will be ready when the
next big disaster strikes. And we cre-
ated a comprehensive assessment and
lessons-learned program so that first
responders won’t make the same mis-
takes again.

Unlike the bill before us, we made
these reforms through a series of com-
mittee hearings and markups with bi-
partisan support. While the press re-
leases are going to claim that this bill
implements all of 9/11 Commission rec-
ommendations, the reality is that the
vast majority of legislative changes
were made under Republican leader-
ship.

This is no more than window dress-
ing. It is not good policy; it is politics.

Mr. SKELTON. Mr. Speaker, for the
very first time for the gentleman from
Pennsylvania to address this body, I
yield 2 minutes to Mr. SESTAK.

Mr. SESTAK. Mr. Speaker, I rise
today in support of this bill, H.R. 1.

If 9/11 taught us anything, it is that
the leadership we most need in this Na-
tion today is not a leadership to lead
us out of a crisis, but rather a leader-
ship that prevents such crises from
ever happening.

Today is about offering such leader-
ship. As a Nation, we have been fortu-
nate to have wars away from our shore,
“over there.” But after 9/11, we saw
that we now face a war here at home.
And 2% years ago a bipartisan commis-
sion provided 41 recommendations to
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prevent another attack on U.S. home
soil.

Few argue that the commission’s rec-
ommendations are wrong. But so far
their implementation generally rates
Fs, Ds and incompletes. And so this
legislation ensures that we will win at
home by having a homeland defense
that says to our adversaries, Today is
not your day.

I had the honor while serving in the
military of leading our youth in harm’s
way overseas. But 5 days ago, I became
responsible for a new set of citizens,
the constituents of my district. When I
think about how to serve them best,
and to turn their hopes into accom-
plishment, our foremost duty is to pro-
vide for their security this time here at
home.

Our Nation needs the tools to be se-
cure: training that can prevent a crisis
and first responders with seamless
communications among Federal, State,
and local levels.

Today as we debate, we are reminded
of what John F. Kennedy once said:
“The hour is late, but the agenda is
long,” which is why we must act now
to implement these long overdue rec-
ommendations.

So as we look at ourselves in the na-
tional mirror and say we are better
than this, we can and we must change
for a more secure America. We then
can look our constituents in the eyes,
Mr. Speaker, knowing that we did turn
their hope into accomplishment here at
home. I urge my colleagues to support
this resolution.

Ms. ROS-LEHTINEN. Mr. Speaker, 1
am pleased to yield 4%2 minutes to the
gentleman from California (Mr.
ROYCE), who is an expert on fighting
international terrorism.

Mr. ROYCE. Mr. Speaker, I thank the
gentlelady for yielding me this time.

I must confess, I do not understand
the compulsion to integrate PSI into
international law under the United Na-
tions. I share my ranking member’s
concern with the fact that weakening
the Proliferation Security Initiative is
going to have grave consequences for
the security of this country. And it is
going to have grave consequences for
the administration’s ability to inter-
dict weapons of mass destruction mate-
rial. This needlessly empowers the
United Nations to weaken our hand.

Right now the Proliferation Security
Initiative is a Bush administration
multilateral initiative aimed at stop-
ping the proliferation of weapons of
mass destruction, interdicting those
weapons of mass destruction on cargo,
whether on land or in the air or at sea.
It has been around since 2003. It is an
aggressive response crafted by then-
Under Secretary of Arms Control John
Bolton, and it checks increasingly so-
phisticated proliferators.

As the proliferation subcommittee I
chaired in the last Congress heard in
hearings, PSI has produced results. It
has served as a strong deterrent to
would-be proliferators, most recently
conducting a joint exercise in the Per-
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sian Gulf where Iran menaces. PSI co-
operation has stopped the trans-
shipment of material and equipment
bound for ballistic missile programs in
countries of concern, including Iran. It
has had a dozen successes, and it was
critical in uncovering Libya’s WMD
program and the A.Q. Khan prolifera-
tion network in 2003 in Pakistan.

The key to PSI is its flexibility. The
key is the ability to cooperate with
other countries on a moment’s notice.
That is something that an organization
like the United Nations inherently can-
not do. Yet this bill before us instructs
the President to pursue a U.N. Security
Council resolution to authorize the PSI
under international law. Putting a suc-
cessful multilateral program up to a
Chinese veto strikes me as weakening
PSI rather than strengthening it, as is
called for by the 9/11 Commission.

In 2005, then-Secretary Kofi Annan
endorsed PSI as is, with no call for a
Security Council resolution. By keep-
ing PSI flexible, it avoids the lowest-
common-denominator approach that
U.N.-centered initiatives inevitably
take. If the majority really wanted to
bolster PSI, the other body should have
kept its key champion, Ambassador
Bolton, in place at the United Nations.

Now, as for the legislation to author-
ize the President to establish an Inter-
national Arab and Muslim Youth Op-
portunity Fund to be located as a sepa-
rate fund in Treasury or through the
international organization or financial
organization, naming UNESCO or the
U.N. Development Program as possi-
bilities, why would we locate this fund
in UNESCO or UNDP, which would
surely distort its goals and mismanage
its resources?

The UNDP in 2005, as Israel was with-
drawing from the Gaza Strip, financed
the Palestinian Authority’s production
of propaganda materials, banners,
bumper stickers and T-shirts bearing
the slogan: ‘“Today Gaza, Tomorrow
the West Bank and Jerusalem.’”’” This
rightly led to protests from U.S. Rep-
resentative John Bolton, who rightly
called this funding inappropriate and
unacceptable.

And then there is the UNDP’s long
record of hostility toward economic
freedom. Has anyone thought through
this fund? I do not think this fund was
thought through, and I think a chance
to go through the committee process
would have allowed us the opportunity
to raise these serious concerns.

Nor do I understand, frankly, the
compulsion to give the United Nations
this input and this ability to have the
Security Council veto the authority we
right now have in order to effectively
use our Proliferation Security Initia-
tive on the high seas.

Mr. SPRATT. Mr. Speaker, I yield 1
minute to the gentleman from Texas
(Mr. DOGGETT).

Mr. DOGGETT. Mr. Speaker, from
the beginning, this Administration ob-
structed independent review of the 9/11
tragedy. But for the courage of the 9/11
families, we wouldn’t have any rec-
ommendations to consider here.
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We are not now moving ‘“‘too quick-
ly” by finally enacting recommenda-
tions in 2007 that were issued in 2004
about a tragedy that occurred in 2001.

Just as with the deepening quagmire
in the Iraq civil war and the aftermath
of the Hurricane Katrina debacle, this
Administration wastes precious time
and squanders precious dollars.

Many of those, who, by their neglect,
have earned failing grades from the
independent 9/11 Commission, continue
rejecting this long-overdue legislation
to make our families safer here at
home, while at the same time they
urge us to engage in more misadven-
ture abroad.

Security in our homes, at our bor-
ders, and in our air and seaports must
be given a top priority.

Mr. SKELTON. Mr. Speaker, I yield
the balance of our time on this side to
the chairman of the Foreign Affairs
Committee, the gentleman from Cali-
fornia (Mr. LANTOS), and I ask unani-
mous consent that he be allowed to
control the balance of the time.

The SPEAKER pro tempore. Is there
objection to the request of the gen-
tleman from Missouri?

There was no objection.

The SPEAKER pro tempore. The gen-
tleman from California (Mr. LANTOS) is
recognized for 66%2 minutes.

Mr. LANTOS. Mr. Speaker, I yield
myself such time as I may consume.

Mr. Speaker, we have a solemn com-
mitment to those who lost their lives
in the 9/11 attacks, to the people who
lived through those brutal events, and
to all of their loved ones. Honoring this
commitment will help spare others in
our country from enduring similar pain
and loss. It is the right and responsible
thing to do.

We need to apply the lessons learned
from September 11, 2001, including the
recommendations of the bipartisan 9/11
Commission.

Mr. Speaker, until now we in the
Congress have only partially met our
responsibility to assure that these rec-
ommendations are fully implemented.

Today on this floor we are adopting
the rest of those recommendations as
we promised. As the 9/11 Commission
recognized, the struggle between the
forces of tolerance and pluralism and
the forces of nihilism and destruction
is not confined to a single dimension.
It is a war of ideas as well as a war of
arms. It is a challenge of diplomacy
and development as well as one of in-
telligence and ideology. Our bill recog-
nizes this fact in a number of ways.

It includes the commission’s rec-
ommendation to establish an Inter-
national Arab and Muslim Youth Op-
portunity Fund to help expand, im-
prove, and modernize the public edu-
cation system in the Muslim world, an
idea whose time surely has come.

Our legislation directs the Secretary
of State to develop a 5-year country-
by-country strategy of promoting de-
mocracy, the rule of law, sustainable
development, private sector growth,
and open economic systems. This pro-
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vision will focus on building demo-
cratic institutions and not focus on
elections alone.

We are establishing a Middle East
Foundation in order to facilitate the
delivery of assistance to our friends in
the region who are involved in civil so-
ciety, to increase political participa-
tion and to foster independent media.
We have sought to follow the commis-
sion’s advice to restore the moral lead-
ership of the United States by increas-
ing our public diplomacy efforts, in-
cluding the expansion of U.S. scholar-
ship, exchange, and library programs in
the Muslim world.
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Mr. Speaker, the treatment of de-
tainees in the war on terrorism has un-
dermined our national security. It has
eroded our moral standing in the world
and made it more difficult for the in-
telligence services of our friends and
allies to work closely with us. Our bill
will provide additional review over
what the administration has done to
create a common coalition approach on
all these matters.

Mr. Speaker, our bill also addresses
U.S. policy towards three countries
whose role is critical in the war on ter-
rorism: Afghanistan, Pakistan and
Saudi Arabia. It reaffirms our commit-
ment to a stable and democratic Af-
ghanistan so that no future terrorist
acts may be launched from that coun-
try, it provides that the United States
must work with Pakistan to end the
use of its territory as a safe haven for
Taliban and al Qaeda, and it provides
us additional oversight tools over our
relationship with Saudi Arabia.

Our legislation, Mr. Speaker,
strengthens our efforts to keep nuclear
weapons out of the hands of terrorists.
It addresses the emergence of a black
market in nuclear technology that has
facilitated the development of nuclear
programs in Iran, North Korea, Libya
and elsewhere. Our legislation provides
for sanctions against individuals and
corporations which deal in this illegal
trade in nuclear materials and tech-
nology. It will help us determine which
countries are allowing such black mar-
kets to operate from their territories.

Our legislation makes significant im-
provements in the effectiveness of U.S.
nonproliferation programs. Our bill re-
moves all impediments to securing and
eliminating so-called ‘‘loose nukes”
and the dangerous nuclear material
that terrorists could use one day
against us.

Mr. Speaker, this is a comprehensive
package that has been supported by
members of the 9/11 Commission. It is
not the end of our work of protecting
our Nation’s security, requiring con-
stant vigilance by this Congress.

I encourage all of our colleagues to
look around this Chamber as we con-
duct this debate. If not for the heroism
of a dedicated handful of Americans,
this building, this Chamber and this
shining monument to democracy might
well have been reduced to ashes on Sep-
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tember 11, 2001. We have a commitment
to ensure that the lessons of that day
are a permanent part of their legacy.

Mr. Speaker, I yield the balance of
my time to the gentleman from New
York (Mr. ACKERMAN), the chairman
select of the Middle East and South
Asia Subcommittee, and I ask unani-
mous consent that he control the bal-
ance of our time.

The SPEAKER pro tempore (Mr.
MURTHA). Is there objection to the re-
quest of the gentleman from Cali-
fornia?

There was no objection.

Mr. ACKERMAN. Mr. Speaker, I
yield myself such time as I may con-
sume.

Mr. Speaker, I want to compliment
the Chairs, particularly my friend, the
distinguished gentleman from Cali-
fornia, for their hard work on this leg-
islation. This bill was not easy in get-
ting ready, given its size and scope, and
the House owes all its thanks.

It is entirely proper that the first bill
of this 110th Congress, H.R. 1, be fo-
cused on the implementation of the 9/11
Commission Report. Under the pre-
vious majority and under the leader-
ship of the current administration,
America’s common defense has been
shortsighted, irresponsible, poorly con-
ceived and incompetently executed.
There can scarcely be any argument
that our Nation’s reputation is in tat-
ters; our finances are in disarray; our
alliances are in poor repair; our deter-
rent posture has been weakened; and
our Armed Forces have been over-
extended and are nearing exhaustion.

The Bush administration and the Re-
publican Congress of the past have
combined, through a posture of bellig-
erence and torpor, arrogance and inep-
titude, to make America less free, less
strong and less safe. From the party
that has claimed ‘‘peace through
strength’ as its guiding principle, we
have unfortunately come to discover
that ‘“‘war with weakness’® has been
their governing practice.

But a new day has dawned, and I am
proud, Mr. Speaker, that we have
turned our attention so readily in this
new Congress to cleaning up the mess
that has been made of our national se-
curity.

We all know that hindsight offers al-
most perfect vision. But the great and
bitter irony, indeed the great tragedy
of the past 2 years, is that, in contrast
to the confused and inept policy the
Bush administration has pursued and
that the previous Congress rubber
stamped, there was and there is a read-
ily available, easily implemented strat-
egy waiting on the shelf.

From July 22, 2004, onward, a clear
and compelling strategy for the strug-
gle against the radical Islamic terror-
ists who attacked our Nation on Sep-
tember 11th has been waiting for us,
shamefully gathering dust. It is a bi-
partisan strategy. It is a thoughtful
and insightful strategy. And most sig-
nificantly, it actually is a strategy. It
is an actual and realistic plan for ap-
plying all the tools of national power
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to achieve our national interests and
protect our Nation from further at-
tack.

It does not depend on the meta-
physical power of the word ‘‘freedom”
to transform cultures or dissolve an-
cient hatreds. It does not assume that
elections are great sociological Band-
Aids that will make everything all bet-
ter; and it is not faith-based. It is not
a policy which we simply announce and
then hope and pray that it works.

It is a strategy that recognizes that
our enemies are dangerous, but they
are also vulnerable. It is a strategy
that sees the difference between great
nations with powerful industrial econo-
mies, and a league of violent religious
zealots living in caves and on the mar-
gins of society. Our enemies are not all
powerful, and it is about time that we
stop trying to terrify the public in
order to justify and excuse bad policy
and infringements upon our civil
rights.

We need to remember that whatever
chaos, murder and destruction al
Qaeda’s leadership and the global
jihadi movement have perpetrated, in
truth they are not great leaders and
theirs is not a great movement. They
are dangerous, for sure, but they are
also failures. Virtually every success
the jihadist have celebrated since 9/11
have actually been the work of our own
badly guided hands.

What have they marked as signs of
progress? Is the civil war in Iraq the re-
sult of their unstoppable juggernaut of
chaos or our recklessness in tearing
down the structures of law and order
and our incomprehensible unwilling-
ness to match forces to the mission? Is
the collapse of security in Afghanistan
the outcome of their mighty offensive
or our unconscionable passivity and
penny-pinching? Is the rise in violence
in the Arab-Israeli conflict the product
of their clever tactics or our idiotic
disengagement? And is the decline of
our reputation and prestige a con-
sequence of their brilliant public rela-
tions strategy or our fixed determina-
tion to treat Arab and Muslim public
opinion as irrelevant?

The truth is that our enemies face
enormous handicaps. Their goals and
methods are broadly considered illegit-
imate, even in the countries we have
most alienated. Our enemies can de-
stroy, but they cannot create. They
can impose, but they cannot inspire.
Their vision of the future is, in fact,
utterly unpalatable to the great mass
of their own desired audience. Indeed,
the grandiosity of their vision for a re-
vived caliphate generally inspires
mockery and scorn, not support or ad-
herence.

Our enemies are a few thousand luna-
tics who want to put the entire world
in a straitjacket of 12th century Is-
lamic law who shouldn’t be hard to de-
feat in a public relations war. If our
situation wasn’t so tragic and dire, it
would be hysterically funny. If it were
a movie, it would be ‘“The Jihadi
Mouse that Roared.”
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More than 5 years after 9/11, it is
about time we put in place a strategy
that takes the threat as seriously as it
deserves but doesn’t wrap our Nation
around the twin axles of fear and igno-
rance. And just because our military is
readily available and highly effective
doesn’t make it the right tool for every
job.

The 9/11 Commission Report was ex-
plicit about the significance of the for-
eign policy components of an effective
national counter terrorism strategy.
Sadly, the Bush administration and
previous Congress thought little of this
advice. Public diplomacy was equated
with campaign-style spin and flavor-of-
the-month diplomatic initiatives de-
signed to address American critics but
not Arab or Muslim public opinion.

This bill takes a different tact. In-
stead of broadcasting our inability to
steer events, this legislation will
strengthen our ability to create like-
minded allies. Instead of alternately
yelling at Arab governments and giv-
ing them cash anyway, this legislation
sets in motion efforts to strengthen
our allies at the roots of their soci-
eties. Instead of sweeping bad behavior
by allies under the carpet, this bill de-
mands that the administration come
clean about what has been happening
in the key regions and what the United
States has done in response.

There is more that must be done to
right our policy in the Arab and Mus-
lim world, and as a member of the Mid-
dle East and South Asia Sub-
committee, I am looking forward to
getting to work.

This legislation to implement the
recommendations of the 9/11 Commis-
sion is an appropriate starting point
and hopefully marks a welcome change
of course. The fact that we have not
been attacked since September 11th
should give us no more solace than the
8 years of quiet between the first at-
tack on the Twin Towers and the day
that they were destroyed.

We may only hope that our con-
tinuing efforts will hold the next at-
tack in abeyance indefinitely. As the
President likes to remind us, we are
safer but not yet safe. Today’s legisla-
tion implementing the 9/11 Commission
Report is not a panacea, but it will
make us safer still. I strongly encour-
age all Members of the House on both
sides of the aisle to support this bill.

Mr. Speaker, I reserve the balance of
my time.

Ms. ROS-LEHTINEN. Mr. Speaker, 1
am pleased to yield 3 minutes to the
gentleman from New Jersey (Mr.
SMITH), who represents a district made
up of many families who lost loved
ones on 9/11 and has a staff member
who also suffered a terrible loss on that
horrific day.

(Mr. SMITH of New Jersey asked and
was given permission to revise and ex-
tend his remarks.)

Mr. SMITH of New Jersey. Mr.
Speaker, I thank my good friend from
Florida for yielding.

Mr. Speaker, when terrorism crashed
through our national borders and
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claimed the lives of nearly 3,000 Ameri-
cans, including over 50 men and women
from my district in New Jersey who
were in the World Trade buildings that
day, I advocated early and consistently
for a commission to chronicle the les-
sons learned from the 9/11 tragedy and
to develop a well-informed, thoughtful
strategy to reduce the risk of future
terrorist attacks.

The commission’s report and subse-
quent legislation were thoroughly ex-
amined by House committees, includ-
ing the two hearings that I chaired,
one in the Committee on International
Relations on visa reform and rec-
ommendations for enhanced U.S. diplo-
macy, and the other in the Committee
on Veterans’ Affairs on emergency
medical preparedness.

The scrutiny given to the report by
previous Congresses was robust, thor-
ough and fair, and although prior legis-
lation implemented numerous impor-
tant measures that have bolstered our
national security, indeed, much has al-
ready been done, we must always be
diligent in implementing new and ex-
panded means for responding to devel-
oping threats.
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Our enemies as we all know are con-
stantly on the prowl searching for our
vulnerabilities, and our ability to re-
main ahead of them is critical for our
very survival.

Mr. Speaker, the legislation before us
today is yet another attempt in trying
to distribute the majority of homeland
security and first responder grants
based on the risk of terrorism. New
Jersey is the most densely populated
State in the Nation with at least a
dozen sites placed on the FBI’s na-
tional critical infrastructure list. I,
along with members of our delegation
in New Jersey, have maintained, like a
majority of this House and like the
Bush administration, that the Depart-
ment of Homeland Security’s first re-
sponder grant system was flawed and
needed to focus on critical infrastruc-
ture rather than on minimum guaran-
tees and a simple population count.
The risk formula established by this
bill, which will face tough sledding
over on the Senate side, will ensure
that the Department of Homeland Se-
curity thoroughly and accurately eval-
uates the risks that New Jersey and
other States and locales face rather
than just doling it out like it’s pork-
barrel money.

Mr. Speaker, I appreciate title VI’s
provisions that recognize and address
the often overlooked correlation be-
tween terrorism and human trafficking
and smuggling. In addition, like many
here in this room, I applauded the cre-
ation of the Privacy and Civil Liberties
Board 2 years ago. Unfortunately, it
has not been implemented in a way
that matched the intent of the law nor
in the way that the 9/11 Commission
had recommended.

H.R. 1 does include significant re-
forms that would strengthen the ef-
forts of that board by making it an
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independent agency and giving it sub-
poena power. These provisions will en-
sure that the government is protecting
America’s privacy while still doing ev-
erything in its power to protect our
Nation from a terrorist attack.

I support H.R. 1 and strongly rec-
ommend its passage.

Mr. ACKERMAN. Mr. Speaker, I am
pleased to yield to the distinguished
gentlewoman from California for a
unanimous-consent request.

(Ms. HARMAN asked and was given
permission to revise and extend her re-
marks.)

Ms. HARMAN. Mr. Speaker, I rise in
strong support of H.R. 1.

As | have said many times, terrorists won’t
check our party registration before they blow
us up. The American people know this. And
they expect us to protect them in spite of
many barriers—personal, institutional, and po-
litical—that often gridlock the legislative proc-
ess.

Mr. Speaker, keeping America secure is our
sworn constitutional duty. This bill, which in-
cludes measures considered over the past 2
years by Chairman THOMPSON and the Home-
land Security Committee, is important. If it be-
comes law, it will make us safer.

Let me highlight a few items.

First, a strengthened Privacy and Civil Lib-
erties Board. Originally created as part of the
Intelligence Reform Act of 2004, the Board is
reestablished as an independent agency with
subpoena powers and all five members are
subject to Senate confirmation. That is a good
thing, and something Speaker PELOSI urged
as the Intel Reform bill was written.

Second, a greater allocation of Homeland
Security grants based primarily on risk, rather
than the “squeaky wheel” theory. My own Dis-
trict includes portions of LAX and the Port of
Los Angeles. But other cities and States are
also subject to significant risk—from obvious
targets like New York and Washington, to
smaller communities with nuclear or chemical
facilities. Congress must direct its limited re-
sources where threats are greatest, period.

Third, intelligence and information-sharing. |
believe reforms at the Federal level are begin-
ning to take hold—though | wish the Intel-
ligence Committees in Congress would get
budgetary authority, as the 9/11 Commission
recommended.

H.R. 1 focuses on providing State and local
first responders more of the intelligence tools
they need. For example, it requires DHS to
deploy officers to border State fusion centers,
and permits State and local authorities to send
detailees to DHS.

It is locals, after all, who will be most likely
to know what’s wrong in their neighborhoods.
And so we must trust and empower them to
act.

Finally, interoperable communications. | sa-
lute our colleague Representative LOWEY for
her persistence. Without interoperable commu-
nications, we won’t have the ability to stop or
respond to major attacks.

H.R. 1 is aptly numbered. It is this House’s
first responsibility. Vote “aye.”

Mr. ACKERMAN. Mr. Speaker, I am
pleased to yield 3 minutes to the gen-
tlewoman, a member, the chairwoman
actually of the House Administration
Committee, Ms. MILLENDER-MCDONALD.

Ms. MILLENDER-McCDONALD. Mr.
Speaker, I thank my friend for giving
me this time.
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Mr. Speaker, I am very pleased to
rise and offer my support and brief
comments on this measure before the
House today, the 9/11 Commission Rec-
ommendations Implementation Act.
This act reflects our determination to
strengthen the United States’ efforts
to combat terror on these shores and as
such is commendable and prescient.

It is clearly in our national best in-
terest to pass this productive legisla-
tion and fulfill yet another promise to
the American people. Productivity and
focus of this kind were clearly de-
manded by the American citizens in
the 2006 national elections. The 9/11
Commission Recommendations Imple-
mentation Act is far reaching, and it
encompasses a multitude of endeavors
critical to ensuring our Nation’s secu-
rity.

We must pass this legislation, Mr.
Speaker. This legislation is critical.
This legislation is important. This leg-
islation is what the American people
have asked us to pass. One such en-
deavor that I particularly am pleased
to see in this legislation is the
strengthening of port security. In my
district and in surrounding areas, we
have the largest port complex, the Los
Angeles and the Long Beach port secu-
rity. This bill talks about, and we will
put into place by phasing in the re-
quirement for 100 percent screening of
cargo containers bound for this United
States.

Before this 110th Congress, the Con-
gress before us did not put this in any
piece of legislation. This is important
because if we are going to safeguard
and bring national security to this
country, we must look at the cargo
that comes and passes through these
ports.

The other thing, Mr. Speaker, is
aviation security. This bill will require
and direct the Department of Home-
land Security to establish a system for
inspecting 100 percent of cargo carried
on our aircrafts. I heard earlier on the
floor that we need high tech. This is
what this bill is talking about, bring-
ing about high technology that will
screen the cargo that is carried aboard
our aircraft.

It is important that we pass this
piece of legislation because this legis-
lation is important to ensuring that we
have national security and a secure
America. I call on Congress to pass this
legislation today and to implement it
as quickly as possible because of the
importance of this piece of legislation.

The other thing that we have here
that requires our looking at and pass-
ing this bill is that the 9/11 Commission
gave us a C grade on passenger screen-
ing at checkpoints to detect explosives.
We must pass this legislation so that
the American people will be safe.

Mr. ACKERMAN. Mr. Speaker, I am
pleased to yield to the gentleman from
California (Mr. SHERMAN) 3 minutes.

Mr. SHERMAN. I thank the gen-
tleman for yielding.

I would like to thank Speaker PELOSI
and our leadership for putting together
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an outstanding bill and thank Mr. LAN-
TOS and the leadership of our com-
mittee for the provisions within the ju-
risdiction of the Foreign Affairs com-
mittee. I expect to be the chair of the
subcommittee of the Foreign Affairs
Committee that deals with terrorism
and nonproliferation, and I want to
focus on those matters in my short
presentation here today.

The most important issue facing the
United States and certainly the most
important part of this bill deals with
preventing nuclear attack on American
cities. Since a nuclear bomb is about
the size of a person, it could be smug-
gled into the United States inside a
bale of marijuana. Now, I know that
this bill will deal with port security,
but we cannot expect our ports or our
borders to be airtight. The key is pre-
venting the worst people from getting
their hands on the worst weapons. This
bill implements several provisions that
will be helpful in that regard.

First, it authorizes all funds nec-
essary for the Nunn-Lugar program to
help Russia get control over its thou-
sands of potentially loose nukes, the
weapons left over from the Cold War.
Second, it authorizes all funds nec-
essary for the Global Threat Reduction
Initiative to get control of the 20 tons
of highly enriched uranium at various
nuclear reactor sites around the world,
many of them unsecured. But I want to
emphasize, this bill only authorizes
funds and it will be meaningless unless
we appropriate the funds, and I look
forward to an appropriation bill that
does just that as quickly as possible.

This bill imposes sanctions limiting
the sale of U.S. weapons to those who
provide centrifuges to Iran. I hope the
administration will be able to report to
us, before they send the F-16s, that
Pakistan has verifiably and perma-
nently halted its aid to the Iranian nu-
clear weapons program. This bill will
do a lot, but we have to do more to pre-
vent nuclear weapons from falling into
the worst hands.

The bill also contains important pro-
visions dealing with public diplomacy
and youth education. I think that the
United States should print the text-
books for the poorest nations in the
world. In doing so, we can help parents
in such poor countries—that make only
a dollar a day or less—who are required
to provide textbooks for their kids or
their kids can’t go to school. At the
same time we can assure American tax-
payers that our tax dollars are being
used to help kids and not to teach hate.
I look forward to a foreign aid bill that
focuses on the textbook needs of those
in the poorest countries in the world.

Ms. ROS-LEHTINEN. Mr. Speaker, I
am now pleased to yield 3 minutes to
the gentleman from California (Mr.
ROHRABACHER), who understands the
dangers of turning over U.S. national
security concerns to international or-
ganizations.

Mr. ROHRABACHER. Mr. Speaker,
there are positive, even necessary, ele-
ments of this legislation; but neverthe-
less it is flawed. A major flaw reflects
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what I believe, I think I state, a wrong-
headed approach which is favored per-
haps by the new majority of this cur-
rent Congress.

Mr. Speaker, today I rise in strong
support of a motion that will be offered
later, the motion to recommit H.R. 1.
That motion is aimed at removing this
damaging flaw that is currently part of
the bill. The Proliferation Security Ini-
tiative, or the PSI, is a vital program
created by the United States in which
we team with 14 other partner coun-
tries to catch terrorists who attempt
to transfer weapons of mass destruc-
tion. We created this program so that
the United States and our allies could
operate independently and quickly
without bureaucratic interference to
stop the world’s most dangerous terror-
ists. The PSI has been effective due to
its independence as well as the member
countries’ commitments to stop these
weapons transfers.

This, as I say, has been an effective
effort. It was created by Americans. It
was led by Americans. And the deci-
sions made were essentially under the
leadership of Americans. The new ma-
jority in this House seems to favor a
more multilateral approach which
would be led by international organiza-
tions, in this case the United Nations.

If H.R. 1 passes in its current form, so
will a sense of Congress that says our
Proliferation Security Initiative
should be authorized by the United Na-
tions. Our new majority in Congress
appears more interested in catering to
unelected bureaucrats at the United
Nations than in stopping proliferation
of weapons of mass destruction. This is
not only a dangerous mistake; it runs
totally counter to the principles we
have followed thus far in our country
where Americans should be the main
determinants of those elements and
those decisions that so much affect our
security.

Now, I understand that the new ma-
jority prefers a more global approach
which, of course, would leave us de-
pendent on international bodies like
the United Nations. But that is not an
approach that I believe will make this
country safer as reflected in this legis-
lation. A sense of Congress that says
we want to cede our power to the
United Nations on any issue such as
this but especially on matters of U.S.
national security is a mistake.

I encourage my colleagues on both
sides of the aisle to correct this harm-
ful error in H.R. 1 and vote in favor of
the motion to recommit. And as we
face these decisions in the future, as we
make these very important decisions
and as we develop legislation like this,
let’s remember our obligation is to the
people of the United States. Our obliga-
tion is not to curry favor with
unelected bureaucrats at the United
Nations.

Mr. ACKERMAN. Mr. Speaker, I am
pleased to yield 1 minute to the gen-
tleman from New York (Mr. ENGEL).

Mr. ENGEL. Mr. Speaker, I rise
today in support of H.R. 1, to imple-
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ment the 9/11 Commission rec-
ommendations. Unfortunately, the Re-
publican leadership in the last Con-
gress refused to do so, and I am glad we
are doing it now.

As a New Yorker, I understand the
serious concerns about homeland secu-
rity, and I have long argued in favor of
a formula funding based on risk. In the
109th Congress, Mr. FOSSELLA and I in-
troduced the Responsible Bioterrorism
Funding Act of 2006, which directed the
Department of Homeland Security to
develop a funding formula based on
risk. Unfortunately, again the Repub-
lican Congress did not pass our bill. So
in 2006, as a result, New York’s home-
land security funding was cut by 40
percent. Thus, per capita in New York
we received $3 per resident while other
States received as much as $60 or more.

No State has a higher risk of ter-
rorist attack than New York, so the
new funding formulas proposed in this
bill will allocate funding based on risk
rather than an across-the-board fund-
ing level as established in the PA-
TRIOT Act. This is very, very impor-
tant and this bill strikes the balance
between allocating most of the funding
based on risk while ensuring that each
State has the proper funding to reach a
level of preparedness.

I also stand in strong support of title
IT of this bill, which establishes a com-
munications interoperability grant
program. I have worked on this as well.
I believe this is a good part of this bill,
and I strongly urge my colleagues to
vote for it.

Ms. ROS-LEHTINEN. Mr. Speaker, I
am now pleased to yield 3 minutes to
the gentleman from Illinois (Mr. KIRK),
a proud vet who understands the threat
of terror internationally.

Mr. KIRK. Mr. Speaker, I rise in sup-
port of this legislation, especially its
new security requirement for Pakistan
to continue to receive U.S. taxpayer
subsidies.

[0 1445

After September 11, the government
of Pakistan performed admirably, al-
lowing U.S. Army supplies to help our
campaign in Afghanistan to end the
Taliban dictatorship. The Pakistani
military also moved into the lawless
tribal areas where Osama Bin Laden
sought refuge.

But that record of cooperation
against Bin Laden has dramatically
weakened over the last 9 months. In a
set of two agreements, the government
of Pakistan has largely given up on the
conflict against Bin Laden and his
Taliban allies. In two agencies along
the Afghan borders, North and South
Wagziristan, al Qaeda and the Taliban
now have safe havens immune from ac-
tion by the regular Pakistani military.
They are now at rest, slumbering in
garrison, marvelously inactive against
foreign terrorists operating on Paki-
stani soil.

This issue directly concerns the safe-
ty of Americans, both here and abroad.
Waziristan and Pakistan could now be

H181

called ‘‘al Qaedastan,” as terrorist
leaders have led organization efforts in
attacks against Afghan territory.

Recently I accompanied Senators
McCAIN and LIEBERMAN to visit our
garrison in Khost, Afghanistan, where
they reported a 500-percent increase in
attacks against their outpost organized
from these regions of Pakistan.

Mr. Speaker, we need to pass this leg-
islation to send a message to Pakistan
that you must continue to work with
the United States and our NATO allies
in Afghanistan against the Taliban and
al Qaeda. A policy of safe havens and
sanctuary for these people will not
work, has not worked, is not working
and represents a direct threat, first to
Americans in uniform stationed in Af-
ghanistan and later to our allies in Eu-
rope and America itself.

Mr. ACKERMAN. Mr. Speaker, I
yield 1 minute to the distinguished
gentleman, ADAM SCHIFF.

(Mr. SCHIFF asked and was given
permission to revise and extend his re-
marks.)

Mr. SCHIFF. Mr. Speaker, one of the
most important findings of the 9/11
Commission was that the failure to an-
ticipate the attack was a failure of
imagination. The idea of such an as-
sault was so abhorrent it was difficult
to think about.

We cannot know for sure what form a
future attack may take, but as we
struggle to prevent it, we must be will-
ing to consider the most horrific possi-
bility, a nuclear or biological attack
on an American city. The idea of
100,000 people killed in an instant is an
idea too terrible to contemplate. But
to ignore this threat, or fail to act
upon it with the greatest urgency is to
be grossly, criminally, negligent with
our Nation’s security.

Osama Bin Laden has termed the ac-
quisition of weapons of mass destruc-
tion ‘“‘a religious duty.” He has called
for an American Hiroshima. This is his
Mein Kampf.

H.R. 1 includes many of the best
ideas from around the country on how
to combat nuclear terrorism. But the
one fundamental idea is, we must pre-
vent terrorists from acquiring nuclear
weapons or material because once it is
acquired, it may be too late. This bill
will strengthen the Global Threat Re-
duction Program and accelerate the
global clean-out of the stockpiles
around the world. And I urge every-
one’s support.

Mr. Speaker, | rise in strong support of this
bill, which is long overdue and | commend the
Speaker and other members of the Leadership
for making this a priority.

One of the most important findings of the
9/11 Commission was that the failure to antici-
pate the attack was a “failure of imagination.”
The idea of such an assault was so abhorrent
that it was difficult to think about. We cannot
know for sure what form a future attack may
take, but as we struggle to prevent it, we must
be willing to consider the most horrific possi-
bility: a nuclear or biological attack on an
American city. The idea of 100,000 people
killed in an instant, is an idea too terrible to
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contemplate, but to ignore this threat, or fail to
act upon it with the greatest urgency, is to be
grossly, criminally neglegent with our Nation’s
security. Osama bin Laden has termed the ac-
quisition of weapons of mass destruction “a
religious duty.” He has called for an American
Hiroshima. This is his Mein Kampf.

H.R. 1 includes many of the best ideas from
around the country on how to combat nuclear
terrorism. But the one fundamental idea is that
we must prevent terrorists from acquiring nu-
clear weapons or material, because once they
are acquired, it may be too late.

Programs throughout the government are
struggling to secure nuclear weapons and ma-
terials around the world, and prevent nuclear
trafficking. But there is little overall organiza-
tion of these efforts. That's why our bill estab-
lishes a Coordinator for the Prevention of
Weapons of Mass Destruction Proliferation
and Terrorism in the Office of the President.
The Coordinator will formulate and coordinate
a comprehensive strategy for U.S. non-
proliferation activities, oversee all nonprolifera-
tion and nuclear terrorism prevention pro-
grams, and advise the President and congress
on the progress that each program is making.

To assist the Coordinator, this bill estab-
lishes a bipartisan blue-ribbon commission to
assess the current state of U.S. nonprolifera-
tion and nuclear terrorism prevention activities,
develop a clear, comprehensive strategy, and
identify the areas in which accelerated effort is
most urgent.

Currently, the President must certify that
Russia is meeting certain conditions before
authorizing the release of Cooperative Threat
Reduction funds. This has caused delays in
shielding vulnerable weapons when the Presi-
dent was unable to fully certify Russia. This
bill removes those restrictions, granting the
President more flexibility in negotiations with
Russia. It also gives the President the flexi-
bility to direct Cooperative Threat Reduction
funds outside of Russia when necessary.

The bill will strengthen the Global Threat
Reduction Program, to accelerate the global
clean-out of the most vulnerable stockpiles of
nuclear material. At the current pace, cleaning
up the most vulnerable nuclear sites around
the globe will take more than a decade. Given
AQ’s desire for these weapons, how can we
be assured that we will have this much time—
we can't.

The bill also urges the President to expand
the Proliferation Security Initiative, an inter-
national program to intercept weapons of
mass destruction shipments. It encourages
joint training exercises, particularly with China
and Russia, to strengthen our cooperation on
security issues, and encourage them to adopt
strict standards for WMD security. U.N. Secu-
rity Council Resolution 1540 broached the
idea of international standards for securing nu-
clear material, but was brief on the specifics.
Now the U.S. must take the lead in estab-
lishing those standards, through organizations
like the Proliferation Security Initiative.

| hope everyone can support this long-await-
ed overhaul to our anti-nuclear-terrorism ef-
forts.

Ms. ROS-LEHTINEN. Mr. Speaker, I
yield 3 minutes to the gentleman from
New York (Mr. FOSSELLA), who has
many families who lost loved ones in
9/11 in his district.

(Mr. FOSSELLA asked and was given
permission to revise and extend his re-
marks.)
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Mr. FOSSELLA. Mr. Speaker, at the
outset, let me just thank the majority
for bringing this bill to the floor be-
cause I think most Americans want
Democrats and Republicans to ensure
that all America remains safe and se-
cure, and not to repeat another Sep-
tember 11. And, by and large, there are
some very good elements in the legisla-
tion.

But let me, right at the outset, re-
quest that as we go forward, there are
some specific concerns that New York
City has that I think need to be ad-
dressed. First is the notion that the
city itself cannot apply directly. It
must go through the State without any
requirement for the State to get the
funds to the localities like New York
City. We know by now that New York
City has specific needs, and therefore, I
believe should be addressed.

The same would apply to what could
be a duplicative process whereby the
grant program, and as someone who
was involved in the establishment the
first grant program under the Depart-
ment of Commerce, where, as we speak,
the NTIA is in the process of preparing
guidelines, my concern is that we don’t
get into a situation where there are
two different agencies getting into a
bureaucratic trap which will prevent
the flow of money.

Most important, however, is the fact
that we know that one size does not fit
all. And I speak specifically that, under
the current bill, there could be, and I
think will be, a problem with the re-
striction to Section 306. And that is
that over the last 10 years, New York
City has dedicated a lot of money and,
in the last b years, since 9/11, almost $1
billion to upgrade its interoperability
capacity to allow firefighters and po-
lice officers to talk with each other.

Now, under this bill, we are essen-
tially saying that everyone must use
the 700 megahertz in the spectrum.
New York City cannot. As I say, they
have developed and deployed $1 billion
plus in the 400 and the 800 megahertz of
the spectrum. Why? Because they
found it easier to use that for commu-
nicating into the subways, into high
rise buildings. And the last thing I
think this Congress wants to be on the
record for is to essentially tie the
hands of New York City, undo much of
the good work that has taken place
over the last 5 years, and allow New
York City and other localities that
have unique and specific needs to con-
tinue to deploy and build on the net-
works that they have put in place. 1
think it would be a big mistake. I en-
courage the majority to consider this
as the process goes forward.

I make no mistake and make no hesi-
tation in suggesting that this will hurt
and punish New York City and the mil-
lions and tens of millions of people who
come there annually to visit the great-
est city in the world.

Mr. ACKERMAN. Mr. Speaker, it is
my pleasure to yield 1 minute to the
distinguished gentlewoman from Penn-
sylvania, ALLYSON SCHWARTZ.
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Ms. SCHWARTZ. Mr. Speaker, I am
proud to stand here today as we deliver
on one of the most important campaign
promises our party made to the Amer-
ican people, implementing the 9/11
Commission recommendations. Today
we will take steps to improve our Na-
tion’s aviation, port and transpor-
tation security. We will strengthen
government intelligence and informa-
tion sharing, and we will prevent ter-
rorists from acquiring weapons of mass
destruction. And we will create a dedi-
cated source of funding to provide first
responders with communications inter-
operability equipment that will allow
our first responders to communicate
across departmental and jurisdictional
lines during emergencies.

It was over 5 years ago when evacu-
ation orders were not heard in the tow-
ers of the World Trade Center because
police and fire fighters and other emer-
gency personnel simply could not talk
to each other. The Federal Government
failed to act. And these same commu-
nication problems happened again dur-
ing the failed response following Hurri-
cane Katrina.

As a representative of the Philadel-
phia region, a major population, com-
merce, and transportation hub, I share
the opinion that we have to do some-
thing about this. It is scandalous not
to act.

Mr. Speaker, | am proud to stand with you
as we deliver on one of the most important
campaign promises our party made to the
American people.

Today, we will implement the bipartisan 9/11
Commission’s recommendations. And, today
we will make our Nation safer.

We will: improve our Nation’s aviation, port
and transportation security; strengthen govern-
ment intelligence and information sharing; help
reduce the appeal of extremism abroad; and
prevent terrorists from acquiring Weapons of
Mass Destruction.

We will also create a dedicated source of
funding to provide first responders with com-
munications  interoperability—the type of
equipment that allows local, state, and re-
gional first responders to communicate with
one another during emergencies.

We know that the inability to communicate
across department and jurisdiction lines im-
pedes first responder’s ability to address
emergency situations. It was over five years
ago when evacuation orders were not heard in
the towers of the World Trade Center because
the police, fire fighters and other emergency
personnel simply could not speak to each
other.

Despite this, the Federal Government failed
to act and these very same communications
problems happened again during the failed re-
sponse and recovery efforts in the Gulf region
following Hurricane Katrina. Prompting, in part,
Thomas Kean, former chair of the 9/11 Com-
mission, to call the Republican-led Congress’
lack of progress on this issue scandalous.

However, local communities across the Na-
tion have been moving forward—despite little
leadership from the Federal level. In my re-
gion, the Philadelphia Police Department
along with Southeastern Pennsylvania Transit
Authority are working to address the fact that
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their radio systems are not compatible—mak-
ing it virtually impossible for them to commu-
nicate should a coordinated response be nec-
essary.

| have been working closely with city and
transit officials to find interim remedies to this
problem. However, it has been a difficult task,
in large part, because of the lack of guidance
and resources provided by the Federal Gov-
ernment. In fact, when they applied for a grant
to help fund an interoperable communications
system, the Department of Homeland Security
denied their request. This denial leaves the
city of Philadelphia, its transit system and the
millions of daily riders, residents and workers
in the region vulnerable to attack. It also
leaves the city’s first responders less prepared
than need to be to protect the fifth largest met-
ropolitan region in the country.

But, Mr. Speaker, today is a new day. It is
a day when Congress acknowledges our Na-
tion’s first responders—police officers, fire
fighters, medics. It is a day when we give
these brave women and men the tools to
properly aid their fellow Americans in need of
help.

The aptly numbered bill—H.R. 1—uwill pass
this body within the first 100 legislative hours
of the 110th Congress, and it demonstrates
that the Democratic-led Congress’ top priority
is protecting and ensuring the safety of the
American people.

Thank you and | urge a “yes” vote on im-
plementing the recommendations of the 9/11
Commission.

Mr. ACKERMAN. Mr. Speaker, I am
very pleased now to yield 2 minutes to
the gentleman from Queens and the
Bronx, New York (Mr. CROWLEY).

Mr. CROWLEY. Mr. Speaker, I thank
the gentleman from Queens and Nassau
County, Mr. ACKERMAN, for yielding me
this time.

I listened very closely to my col-
league from Staten Island, Mr.
FOSSELLA, and his concerns about any
disadvantage that New York may suf-
fer under passage of this legislation. It
is not our intention or anyone’s inten-
tion to have New York be disadvan-
taged in any way, shape or form. And I
will continue to work with him, as we
have done in previous Congresses, to
help make sure that New York is not
disadvantaged.

But Mr. Speaker, I rise in strong sup-
port of H.R. 1. After the awful events of
September 11, our Nation joined to-
gether to construct ways to prevent
this from happening again and for bet-
ter protecting our homeland.

But this administration, the Bush ad-
ministration, and Congress then re-
fused to act or to listen properly. The
Republicans refused to implement com-
monsense recommendations ensuring
Federal Homeland Security dollars
went to places where they were actu-
ally needed.

The Republicans did not take threat
or risk assessment into account for
protecting our homeland. Rather, the
Republicans took politics into account.

Democrats are fixing these problems
and providing real security to all 300
million Americans, regardless of polit-
ical persuasion. Democrats are making
sure all of our first responders in
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harm’s way are given the training they
need to perform and protect our citi-
zens. Democrats are cracking down on
loose nukes and strengthening nuclear
proliferation to keep weapons out of
the wrong hands.

For over 5 years I have heard the Re-
publicans play politics with homeland
security and with the lives and the
memories of the 3,000 people who were
murdered on 9/11. Their scare tactics
expired this November when the Amer-
ican people demanded real change.

Homeland security is about pro-
tecting the homeland and not politics
or 30-second ads. We Democrats recog-
nize that.

After 6 years, America is moving in a
new direction. It is moving forward,
Mr. Speaker. Let’s protect America.
Let’s implement the 9/11 Commission’s
recommendations and let us move for-
ward.

Ms. ROS-LEHTINEN. Mr. Speaker, 1
yield myself such time as I may con-
sume, the remaining time.

We have seen, Mr. Speaker, how inef-
fectively the United Nations Security
Council has been in compelling Syria
to stop its support for terrorist activi-
ties in Lebanon or at least keeping to
its own deadlines regarding Iran’s nu-
clear program.

After decades of rampant anti-Ameri-
canism at the United Nations, after
decades of opposition and obstruction
regarding virtually every aspect of U.S.
foreign policy, no one can truly believe
that the TUnited Nations Security
Council would draft its resolutions to
advance the interests of the United
States or that any U.N. entity would
help the U.S. image in the Arab and
Muslim world.

I need only point to the continuing
efforts by Russia and China to hobble
U.S. efforts at the U.N. that would seek
to apply pressure on Iran to abandon
its nuclear weapons program.

Let us consider the UNDP, for exam-
ple. In 2005, as Israel was withdrawing
from Gaza, financed by the Palestinian
Authority’s production of propaganda
materials, it included banners, bumper
stickers, T-shirts bearing the slogan:
“Today, Gaza; tomorrow, the West
Bank and Jerusalem.” This is the
United Nations.

This rightly led to protests from then
U.S. Ambassador to the United Nations
John Bolton who rightly called this
funding inappropriate and unaccept-
able.

And we know the record of the UNDP
of hostility toward economic freedom.
Has anyone really thought this
through? This needs to be revamped,
and the bill before us does not address
that in a correct way to have it be pro-
U.S. and pro-U.S. national security.

Mr. Speaker, I yield back the balance
of my time.

Mr. ACKERMAN. Mr. Speaker, I am
delighted to yield 1 minute to the gen-
tlewoman from the Capital of the
United States, Washington, DC, Ms.
ELEANOR HOLMES NORTON.

Ms. NORTON. Mr. Speaker, 5 years
after 9/11, we still have no national se-
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curity strategy for securing public
transportation, the principal form of
transportation most Americans use, 9
billion passenger trips annually. No
wonder the 9/11 commission gave a C
minus grade.

This bill rescues us by requiring the
Department of Homeland Security to
develop risk-based priorities for trans-
portation security and, finally, a stra-
tegic information plan so that the pri-
vate sector, which owns our modes of
transportation, can share information
with one another.

Mr. Speaker, the terrorists have
changed their focus, as Madrid and
London made clear. We have not.

I was the sponsor of the Secure
Trains Act. It had no Republican spon-
sors; many Democratic sponsors.

After 9/11, we promised we would
never be caught flatfooted again. This
bill finally gets us up on our feet and
rescues us from a zero strategy on pub-
lic transportation and public transpor-
tation from being the stepchild of na-
tional security.

O 1500

Mr. HOEKSTRA. Mr. Speaker, I yield
myself as much time as I may con-
sume.

Mr. Speaker, for a bill that is sup-
posed to carry out a series of partisan
campaign promises on national secu-
rity and homeland security issues,
what is most notable about this bill is
actually the many areas that it high-
lights where there has been bipartisan
agreement, not only on the provisions
of the 9/11 Commission that should be
implemented, but just as importantly,
those recommendations that should
not be implemented.

In the 109th Congress, the House
acted to address many of the rec-
ommendations of the 9/11 Commission.
A number of these reforms were in-
cluded in the Intelligence Reform and
Terrorism Prevention Act, in which
the Intelligence Committee played a
prominent role. Others were addressed
and refined in later legislation.

On intelligence matters, many of the
items in this bill are duplications or
slight modifications to initiatives that
were already put into place during the
preceding Congress, such as support to
the fusion of border intelligence and
provisions to facilitate greater infor-
mation sharing on homeland security.

As another key example, this bill
would create a new Office of the United
States Coordinator for the Prevention
of Weapons of Mass Destruction Pro-
liferation and Terrorism. This dupli-
cates and complicates the work of the
National Counterproliferation Center
created in the Intelligence Reform bill.

I also think it is important to point
out that contrary to campaign prom-
ises, this bill does not implement all of
the recommendations of the 9/11 Com-
mission. Let me note a few, the intel-
ligence budget, and paramilitary ac-
tivities, that it does not address at all.

This bill is following the lead of the
previous Congress and not imple-
menting the two recommendations
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that were not warranted, declassifying
the amount of the intelligence budget
and making the Department of Defense
the lead for all paramilitary oper-
ations. These decisions were right for
our national security on the merits in
the last Congress, and they are still
right for our national security now.

I appreciate that this bill follows and
reinforces Republican positions on
these issues where the 9/11 Commission
recommendations were not good policy.
This bill also curiously omits another
explicit recommendation of the 9/11
Commission that the majority party’s
representation on the intelligence
oversight committee should never ex-
ceed the minority’s representation by
one. If the new majority wants to
claim that it has implemented all of
the 9/11 Commission recommendations,
it cannot pick and choose to imple-
ment all of its recommendations ex-
cept the ones that involve their own
power.

Later today, the House will also con-
sider a resolution that purports to ad-
dress the 9/11 Commission’s rec-
ommendation to consolidate intel-
ligence oversight in Congress and en-
hance the influence of the authorizing
committee on the appropriations proc-
ess. The proposal will not accomplish
the objectives sought by the 9/11 Com-
mission.

The 9/11 Commission recommended
that the authorizing committee also
become the Appropriations Committee.
The last Congress thought that that
was a bad idea, and we didn’t do it. The
proposal in front of us today will fur-
ther add complication and confusion by
creating a third group in the House
with responsibility for intelligence. Ac-
tually, in the last Congress, we pretty
much achieved what the 9/11 Commis-
sion was trying to accomplish, where
we had basically a seamless integration
of the Intelligence Committee author-
izations bill reflected in the appropria-
tions bill.

I also want to point out that this bill
was flawed in much more than its fail-
ure to promise to fully implement the
commission recommendations. As
ranking member and former chairman
of the Permanent Select Committee on
Intelligence, I am concerned that parts
of it have significant potential to im-
pact our Nation’s critical intelligence
programs and capabilities. Even worse,
these provisions were developed out-
side of regular order, without any par-
ticipation from the relevant commit-
tees.

I want to briefly note my concerns
with two of these provisions. Section
1433 of the bill would require the
United States to ‘‘develop a common
coalition approach’ with respect to de-
tainees. This proposal is much broader
in scope and effect than the actual rec-
ommendation of the 9/11 Commission,
and it is bad policy. I would hope that
all Members of the House would be in
agreement that the law should not re-
quire the United States of America to
ask for the permission of other coun-
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tries, even our partners, to gather in-
telligence from and deal effectively and
appropriately with detainees and ter-
rorists who threaten our national secu-
rity.

In addition, this proposal would sig-
nificantly implicate an already chal-
lenging area by requiring us to rec-
oncile newly clarified detainee author-
ity with the policies of some nations
whose legal authorities protecting
human rights are nowhere near as well
developed as ours. In addition, this bill
would reopen previously negotiated
and resolved issues by making the Civil
Liberties Board an independent body in
granting its subpoena authority. Over-
all, it would complicate intelligence.

Mr. ACKERMAN. Mr. Speaker, 1
yield 1 minute to one of our newest
Members, but very distinguished al-
ready, the gentleman from Iowa (Mr.
BRALEY).

Mr. BRALEY of Iowa. Mr. Speaker,
as many of the new Members ran on a
promise of bringing change to Wash-
ington, one of the key areas of that
new direction was the responsibility of
securing this Nation. In July of 2004,
the bipartisan 9/11 Commission issued a
comprehensive series of recommenda-
tions and urged this body and the lead-
ers of this country to take prompt ac-
tion to implement those recommenda-
tions and make us safer.

Today, in just the second week of our
majority, the Democratic House of
Representatives will pass legislation
that will address the 9/11 recommenda-
tions and make the American people
safer and more secure.

Just yesterday, the 9/11 Commission
Vice Chair, Lee Hamilton, a former
Member of this body, stated the bot-
tom line is that if this bill, H.R. 1, is
enacted, funded and implemented, then
the American people will be safer be-
cause it carries out the recommenda-
tions of the commission.

I am proud to be part of this effort to
implement those recommendations,
and I am proud because that was a
promise made to the Members of our
constituents last fall. Action on this
critical issue of securing our Nation is
long past due. The citizens of our great
Nation are calling for change. In the
area of national security, the time for
change has arrived.

Mr. ACKERMAN. Mr. Speaker, I am
doubly pleased to yield 1%, minutes to
the final speaker, the gentleman from
Texas (Mr. LAMPSON).

Mr. LAMPSON. On 9/11, many of us
were here in the Capitol. As we saw
smoke billowing from the Pentagon, we
recognized the direct threat that faced
our country. We stood together on the
steps of this buildings, Republicans and
Democrats together, and promised the
American people that we would do our
best to secure this Nation.

But we have failed the American peo-
ple. The 9/11 Commission graded the ad-
ministration in this Congress with five
Fs, twelve Ds, and nine Cs; and we
must accept no less than straight As.
Our Nation responded with over-
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whelming support to the commission’s
recommendations, and that is why I
urge all of you to join me today in vot-
ing for H.R. 1.

This bill will make us safer, but it is
just a first step. A TV station in Hous-
ton recently uncovered serious security
holes at the Port of Houston. I mean
that literally, holes. As they walked
along the perimeter, they found several
holes in the fences. This security
breach at one of the Nation’s largest
ports is unacceptable.

Today this threat, this hole in our
Nation’s security, is being patched. Our
safety is nonnegotiable, and we can no
longer shortchange our ports. A vote
for this bill today demonstrates our
dedication to securing our Nation. It is
a first step towards truly securing the
Nation from threats, not only in our
backyard, but to threats half a world
away.

When I go home this Friday and
greet the hardworking men and women
of the 22nd Congressional District as
they leave their plants and port facili-
ties where they work, I can thank
them for the risk they take every day
and look them in the eye and finally
tell them they will be safe and so will
our country.

Mr. Speaker, let us have no more
smoke. Let us have no more holes. Let
us do the right thing and pass H.R. 1.

On September 11, 2001 many of us were
here in the Capitol. As we saw the smoke bil-
lowing from the Pentagon, we recognized the
direct threat that faced our country. We stood
together on the steps of this building, Repub-
licans and Democrats together, and promised
the American people that we would do our
best to secure this nation. But for far too long
we have failed the American people. In 2005
members of the 9/11 Commission graded both
the Administration and Congress with 5 F’s,
12 D’s, 9 C’s, and 2 Incompletes. We must
accept no less than straight A’s. Our nation re-
sponded with overwhelming support of the
Commission’s recommendations, and as their
representatives, we should implement them.
That's why | urge all of you to join me today
in voting for H.R. 1. This bill will make us
safer, but it's just the first step.

For too long we have ignored the threat and
been unwilling to meet the challenge. This is
a challenge that we ignore at our own peril.
Our Nation’s seaports handle over 95 percent
of our foreign trade worth over $1 trillion a
year. The 9/11 Commission report concluded
that terrorists have the “opportunity to do
harm as great or greater in maritime and sur-
face transportation” than the 9/11 attacks. In
2003 the Coast Guard estimated that it would
need $7.2 billion to fully implement the secu-
rity requirements of the Maritime Transpor-
tation Security Act. Until recently, Congress
had only provided $910 million for port secu-
rity since the 9/11 attacks. We must fulfill our
responsibility by fully funding these provisions,
providing appropriate oversight and ensuring
that these measures are implemented effi-
ciently and effectively. Our safety is non-nego-
tiable, and we can no longer short-change our
ports.

In fact, a local TV station in Houston re-
cently uncovered serious security holes at the
Port of Houston, which borders the 22nd dis-
trict. And | literally mean holes. As they
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walked along the perimeter they found several
holes in the fence. This is a fence that is
meant to deter terrorists, yet there it is helping
them gain access to these crucial facilities.
This serious security breach at one of the na-
tion’s largest ports in one of the nation’s larg-
est cities is unacceptable. And today this
threat, this hole in our nation’s security and
my constituents’ peace of mind, is being
patched. Our safety is non-negotiable, and we
can no longer short-change our ports. A vote
for this bill today demonstrates our dedication
to securing our Nation. It even goes beyond
the commission’s recommendations—requiring
100 percent of U.S.-bound shipping containers
to be scanned and sealed using the best
available technology over the next five years,
among other provisions.

This is the first step towards truly securing
our Nation, from threats in our own backyard
to threats half a world away. This bill will en-
able us to improve our own security while fos-
tering improved relations across the globe. |
urge all of you, my colleagues here in the peo-
ple’s House, and | implore our colleagues in
the Senate, to vote for this important piece of
legislation. And | urge the president to sign it
into law. And when | go home this Friday, and
greet the hardworking men and women of the
22nd Congressional District as they leave the
plants and port facilities where they work, |
can thank them for the risks they take every-
day and look them in the eye and finally tell
them they will be safe and so will our country.

Mr. ACKERMAN. Mr. Speaker, I
yield the balance of my time to the
gentleman from = Mississippi (Mr.
THOMPSON), the honorable chairman of
the Homeland Security Committee,
and ask unanimous consent that he
control the balance of our time.

The SPEAKER pro tempore. Without
objection, the gentleman from Mis-
sissippi is recognized for 36 minutes.

There was no objection.

Mr. THOMPSON of Mississippi. Mr.
Speaker, I yield 2% minutes to the gen-
tleman from New Jersey (Mr.
PASCRELL).

Mr. PASCRELL. I want to commend,
in the beginning, Chairman THOMPSON
and Ranking Member KING for the
work of your staff, everybody chipped
in; and I really want to commend the
work that you have all done.

Mr. Speaker, it is about time. Three
years ago, the commission put forward
a comprehensive evaluation of our Na-
tion’s vulnerabilities and listed key
recommendations toward making our
Nation safer, more secure. We finally
passed landmark legislation to close
many of the dangerous security gaps,
and we are going to do that today. We
will address the weaknesses that con-
tinue to leave this Nation at risk, and
I say it is about time.

More than a year ago, Hurricane
Katrina and Hurricane Rita reminded
us all again how unprepared we still
are to deal with catastrophes, whether
caused by nature or a terrorist attack.
That is the politics. That is the cha-
rade. And that charade has been a
deadly charade. The Congress will not
wait another day to make the nec-
essary improvements to our Homeland
Security. This landmark legislation in-
cludes many long overdue steps.

CONGRESSIONAL RECORD —HOUSE

Our ports and our critical infrastruc-
ture will be better protected. Our bor-
ders will be harder to enter. Terrorists
will confront greater difficulty in ob-
taining nuclear materials, and our
aviation will be better defended, just to
name a few.

I am particularly pleased with two
major provisions. First, this bill would
substantially increase the share of
homeland security grants that are pro-
vided to States based on risk. I fought
for this, the chairman has fought for
this, I think you fought for this, Mr.
Ranking Member. We want 100 percent
risk on these grants.

It is crucial that we ensure that Fed-
eral money designed to better equip
and train our first responders actually
reaches down to where it is needed
most.

I have long said that the current sys-
tem of distributing grant funding to
local levels is fundamentally broken.
In an era when information can be sent
instantaneously any way, any place in
the world, it is utterly nonsensical
that our Nation’s police, fire and EMS
personnel cannot consistently commu-
nicate with each other. Not another
day should pass without us addressing
that. Anybody who says that we have
addressed it, look at how the adminis-
tration tried to zero out the interoper-
ability part of the legislation. Tell the
truth.

Mr. KING of New York. Mr. Speaker,
I would just advise the gentleman from
New Jersey, my good friend, that as far
as the threat and risk funding, I was
the prime cosponsor for that bill, and
it did pass in the last Congress by a
vote of 409-10 in a bipartisan way.

Mr. Speaker, I yield 5 minutes to the
gentleman from California (Mr. LEWIS),
the ranking member and the past
chairman of the Appropriations Com-
mittee.

(Mr. LEWIS of California asked and
was given permission to revise and ex-
tend his remarks.)

Mr. LEWIS of California. Thank you
very much, Mr. KING and Mr. Chair-
man.

Mr. Speaker, I might respond to the
colleagues, this is the longest I have
seen you, your presence on the floor in
many a year, and your being in the po-
dium. We will not let you get away as
you would normally choose to do.

But having said that, Mr. Speaker,
you know it is not my intention to
speak on every authorizing bill that
might come along. Indeed, we have
enough work to do on our Appropria-
tions Committee, enough to take up
the time of our fine authorizers. But in
the meantime, it is important for us to
say early on, in these first 100 hours,
that there are issues that will be
brought to the floor that purport to re-
flect the interests of authorizers that
have huge implications in so far as ap-
propriations are concerned. So for this
one time I would like to take just a
moment to discuss a bit of that.

First, as a member of the Appropria-
tions Committee, I must mention that
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this bill is full of new programs, policy
directives, performance directives, all
kinds of authorizing suggestions, with-
out any indication as to where the
money might really be coming from. It
is one thing to say that we want to es-
tablish a policy. It is another thing to
say that we are going to pay as we go.
It is an entirely different thing to say
exactly where the money will come
from.

It is very important for the Members
to know that throughout this package
that purports to deal with the 9/11
Commission, and those recommenda-
tions, that we have here to a very sig-
nificant degree, within the authorizing
process, a statement of policy that is
little more than a press release. There
really are no serious suggestions here
as to how we go about solving the prob-
lems that are implied by the presen-
tation of this legislation.

The tens of billions of dollars that
would be required to implement this
general statement of policy should not
be ignored. It is not good enough to
suggest that we are going to balance
the budget and pay as we go. The first
bill before us provides an authorizing
base that does exactly the reverse.

We are not in this to confront the
Appropriations Committee with au-
thorizers, but indeed it is about time
that we begin to lay the foundation for
policy and appropriations work that
actually reflects the will of the House
as well as the appropriations process.
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Mr. Speaker, I know that you agree
with all of that because of your appro-
priations background.

Mr. Speaker, | rise in opposition to this leg-
islation before us today. This is a bill full of
feel-good promises and sound bites but no re-
alistic approach to becoming a reality. Let me
provide just a few illustrations of my concern.

First, as a member of the Appropriations
Committee, | must mention that this bill is full
of new programs, policy directives and per-
formance directives authorized at “such sums
as necessary,” the total of which is likely to
reach into the tens of billions of dollars. It pro-
poses carving out $250 million from passenger
ticket security fees as a “one-time deposit” for
research, development, and deployment of Ex-
plosive Detection System checkpoint tech-
nology. But, because there is no guarantee
this amount can be covered by current collec-
tions, it will likely require a direct appropria-
tion. In other words, it proposes a new cost,
with no offset.

While some of these programs are worth-
while | am unsure how the new majority plans
to actually fund them. This is a classic dem-
onstration that the majority’s pledge to offset
any new increases in funding is, at this point,
nothing more than an empty sound bite.

Absent new appropriations, there is little
chance these programs, policy directives, and
performance objectives will see the light of
day. For example, this bill requires the inspec-
tion of 100 percent of the over 11 million U.S.-
bound seaborne cargo containers within five
years. While DHS currently inspects 100 per-
cent of high-risk cargo, estimates to physically
inspect 100 percent of sea-bound cargo, in-
cluding those containers shipped by trusted
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partners, run in the tens of billions of dollars
not counting additional manpower and oper-
ational costs. Even the editorial section of this
morning’s Washington Post describes the ma-
jority’s container security proposal as a “waste
of money” with a “marginal benefit” and no
“realistic cost estimate”.

Additionally, estimates to physically inspect
all cargo on passenger planes for a single
year exceed $500 million and may require up
to an additional 8,000 screeners at a cost of
$400 million per year. And on top of these an-
nual costs, there is an upfront investment of
over a billion dollars for equipment installation
and facility modifications. Still, this legislation
casually calls for 100 percent inspection by
the end of Fiscal Year 2009.

Mr. Speaker, throwing money at a problem
is not the solution. In fact, since 9/11, Con-
gress has made steady and substantial, yet
realistic, progress in many of these areas. In
Fiscal Year 2005, we called for the tripling of
the percentage of cargo screened on pas-
senger aircraft, required quarterly updates on
meeting this goal, and directed the develop-
ment of standards and technology to reduce
manpower requirements.

We continue to target all high-risk cargo in-
bound for the United States. We also support
expansion of our Container Security Initiative,
which will place actual Customs and Border
Protection employees at 58 of the world’s larg-
est ports, covering approximately 85 percent
of the U.S.-bound shipping containers by the
end of this fiscal year. Last year, the 109th
Congress passed the SAFE Port Act, which,
among other things, created pilot programs,
each designed to test the possibility and viabil-
ity of achieving 100 percent screening over-
seas. Through the Secure Freight Initiative,
the Administration has set up 9 of these pilot
programs.

While we appreciate the new majority’s at-
tempt, this bill is little more than a press re-
lease full of unfunded mandates that has little
chance of becoming law. Real reform begins
with committee and subcommittee hearings
and mark-ups, and ends with a negotiated
product that contains substantive yet realistic
reform. This bill fails that, and many other,
tests.

Mr. THOMPSON of Mississippi. Mr.
Speaker, I now yield 1 minute to the
majority leader, Mr. HOYER.

Mr. HOYER. Mr. Speaker, it is no
mere coincidence that this legislation,
which will implement the rec-
ommendations of the bipartisan 9/11
Commission, is designated as House
Resolution No. 1 in this new Congress.
Our first and highest responsibility as
Members of this Congress is to protect
the American people, to defend our
homeland, and to strengthen our na-
tional security. The fact is, our Nation
today, 5% years after the attacks of
September 11th, is still not as safe as it
should and must be.

As Tom Kean, the former Republican
Governor of New Jersey and cochair of
the 9/11 Commission observed just a few
months ago, ‘“We’re not protecting our
own people in this country. The gov-
ernment is not doing its job.” That is
the former Republican Governor of
New Jersey, the cochair of the Com-
mission.

Today, however, through this impor-
tant legislation, this House will take a
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vital step forward in protecting our
people and our Nation. We have taken
steps, there is no doubt about that. We
have taken steps together in a bipar-
tisan way, but we have not taken all
the steps we could take. And that is
the point of the gentleman from Mis-
sissippi, and I support his contention.

This legislation among other things
will substantially improve our home-
land security by doing the following:

Significantly increasing the share of
state homeland security grants pro-
vided on the basis of risk. I know that
my good friend, the former chairman of
the committee, agrees with that propo-
sition. In fact, we passed it through
this House; unfortunately, the Senate
did not.

Creating a stand-alone grant pro-
gram for interoperable communica-
tions for first responders. Curt Weldon
and I have chaired for a long time the
Fire Service Caucus. Interoperability
is a critical issue for our country and
for our security.

Phasing in the requirement of 100
percent inspection of air cargo over the
next 3 years and 100 percent scanning
of U.S.-bound shipping containers over
the next 5 years. How can we have se-
curity in America if literally thou-
sands of tons of cargo is being shipped
in either by air or ship that we don’t
know its content?

Accelerating the installation of ex-
plosive detection systems for checked
baggage. A critical step.

Furthermore, H.R. 1 will help us pre-
vent terrorists from acquiring weapons
of mass destruction. It will strengthen
the cooperative threat reduction or
Nunn-Lugar programs; create a coordi-
nator for the prevention of weapons of
mass destruction proliferation and ter-
rorism; and strengthen efforts to elimi-
nate a nuclear black market network. I
would think all of us would want to see
those objectives accomplished.

Additionally, Mr. Speaker, H.R. 1
seeks to reduce extremism by enhanc-
ing the International Arab and Muslim
Youth Opportunity Fund and estab-
lishing a Middle East foundation that
will promote economic opportunities,
education reform, human rights and
democracy in the Middle East, all of
which was proposed by Governor Kean,
Mr. Hamilton and unanimously the 9/11
Commission.

It also bears noting, Mr. Speaker,
that this bill will strengthen the Pri-
vacy and Civil Liberties Board, remov-
ing the board from the executive office
of the President and making it an inde-
pendent agency and granting the board
subpoena power.

I mention these provisions because I
believe they demonstrate that we can
improve our security without compro-
mising the democratic principles upon
which this great Nation was founded.

Let no one, however, be mistaken:
This legislation alone, nor perhaps any
legislation, can immunize our Nation
from attack. However, it represents an
important step forward for our na-
tional security. That is why we wanted
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to accomplish it in the first 100 hours
of our deliberation.

As former Congressman Lee Ham-
ilton, the other cochair of the 9/11 Com-
mission noted, Mr. Speaker, just yes-
terday, ‘‘The bottom line is, if this bill,
H.R. 1, is enacted, funded and imple-
mented, then the American people will
be safer.”

That is our objective. I am confident
that is the objective of every Member
of this House, Democrat or Republican.
That is our responsibility.

I urge my colleagues on both sides of
the aisle, Mr. Speaker, to support this
critically important piece of legisla-
tion.

Mr. KING of New York. Mr. Speaker,
as a tribute to the enormous influence
you wield over this House, you will no-
tice that even though we are the au-
thorizing committee, the first two
speakers are members of your Appro-
priations Committee, and I yield 5%
minutes to the ranking member of the
Homeland Security Subcommittee, Mr.
ROGERS.

Mr. ROGERS of Kentucky. Mr.
Speaker, I thank the gentleman for
yielding and thank the Speaker, and I
particularly want to thank the ranking
member of the committee who yielded
for all of his tremendous efforts over
the past years to prevent terrorism and
secure the country.

Mr. Speaker, there is not a more fun-
damental purpose of our government
than to provide for the safety and secu-
rity of our people. That was the guid-
ing principle as we over the last several
years have provided almost $250 billion
toward Federal homeland security pro-
grams since 9/11. But, Mr. Speaker, the
ideas and proposals contained within
this bill are overly costly and Draco-
nian even. It is an effort by the new
Democrat majority to look aggressive
on homeland security. This bill will
waste billions and possibly harm home-
land security by gumming up progress
already under way.

Over the last 4 years, our Sub-
committee on Homeland Security Ap-
propriations provided a significant
combination of aggressive oversight
and vast resources to address our most
critical homeland security needs.

First, with port, cargo, and container
security. We not only have appro-
priated over $16 billion to fully support
groundbreaking programs, such as the
Container Security Initiative, the Do-
mestic Nuclear Detection Office, we re-
quired DHS to double its inspection
and radiation screening efforts; target
100 percent of incoming cargo, estab-
lish security standards for both land
and sea cargo containers; maintain 100
percent manifest review and trusted
shipper validation standards; and in-
spect 100 percent of all high-risk cargo.
So rather than take the costly and
Draconian approach included in this
bill before us today, we put in place
methodical, robust measures that bal-
ance our security needs with legiti-
mate trade.

You need look no further than this
morning’s Washington Post editorial,
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and I want to quote from it because I
think it says it better than certainly I
can. A quote from this Washington
Post this morning:

“Given a limited amount of money
and an endless list of programs and
procedures that could make Americans
safer, it’s essential to buy the most
homeland security possible with the
cash available. That can be a tough
job. That’s all the more reason not to
waste money on the kind of political
shenanigan written into a sprawling
Democratic bill, up for a vote in the
House this week, that would require
the Department of Homeland Security
to ensure that every maritime cargo
container bound for the U.S. is scanned
before it departs for American shores.”

Continuing to quote from the Wash-
ington Post: ‘“Container scanning tech-
nology is improving, but it is not able
to perform useful, speedy inspections of
cargo on the scale House Democrats
envision. Congress has already author-
ized pilot programs to study the feasi-
bility of scanning all maritime cargo.
The sensible posture is to await the re-
sults of those trials before buying port
scanners, training the thousands who
would be needed to operate them and
gumming up international trade.”

Continuing to quote from the Wash-
ington Post this morning:

“The Democrats don’t offer a real-
istic cost estimate for the mandate
they will propose today, but the cost to
the government and the economy is
sure to be in the tens of billions and
quite possibly hundreds of billions an-
nually. The marginal benefit isn’t close
to being worth the price. Under re-
cently expanded programs, all cargo
coming into the country is assessed for
risk and, when necessary, inspected, all
without the cost of expensive scanning
equipment, overseas staff and long
waits at foreign ports. Perhaps that’s
why the September 11th Commission
didn’t recommend 100 percent cargo
scanning.”

Quoting the Washington Post fur-
ther:

“The newly installed House leader-
ship will bring the bill, which contains
a range of other homeland security
proposals both deserving and
undeserving, directly to the floor, by-
passing the Homeland Security Com-
mittee.”

No hearings, just bring it on. That is
the Washington Post, and I couldn’t
say it better than did the Post.

On the issue of aviation security, we
took a strong stance towards the im-
plementation of security technologies
by providing almost $17.3 billion to-
wards aviation security programs, in-
cluding almost $2 billion for explosive
detection systems.

On border security and immigration
enforcement, we provided over $75 bil-
lion over the last 4 years and ended,
yes ended, the practice of catch-and-re-
lease once and for all. We have made
progress on grants to State and local
first responders on issues surrounding
intelligence.
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In sum, Mr. Speaker, the bill before
us today simply validates the funding
and policy initiatives of the past two
Congresses. I believe our record of ac-
complishments as well as the over-
whelming bipartisan support of each
and every one of the four appropria-
tions bills speaks for itself. Now is the
time to build upon the substantial
work of the last 4 years and seriously
debate our homeland security needs
rather than recycle political ideas for
political ends.

Mr. THOMPSON of Mississippi. Mr.
Speaker, I yield 3% minutes to the new
chairman of the House Homeland Secu-
rity Appropriations Subcommittee, Mr.
PRICE.

(Mr. PRICE of North Carolina asked
and was given permission to revise and
extend his remarks.)

Mr. PRICE of North Carolina. Mr.
Speaker, I thank the gentleman for
yielding, and I commend him for his
management of this legislation, bring-
ing this urgent matter to the floor, and
expediting its consideration. I rise in
support of H.R. 1, legislation Congress
should have passed long ago to address
the unfulfilled 9/11 Commission rec-
ommendations.

As the incoming chair of the Home-
land Security Appropriations Sub-
committee, I can tell you there is no
time to waste in enacting and imple-
menting this legislation.

Now, no one should suppose that this
will be easy. This is an ambitious agen-
da for the Department, and based on
the Department’s performance to date,
it is going to have to rise considerably
to meet that challenge.

There will be challenges for us in
Congress as well, as my friend the im-
mediate past chairman of our Appro-
priations Subcommittee has just
stressed. These are not going to be easy
priorities to meet.

Many of the bill’s programs are not
currently funded, such as the Inter-
operable Communications Grant Pro-
gram. This means that the Appropria-
tions Committee and in particular our
subcommittee will have to find addi-
tional resources.

Congress will also have to provide
rigorous oversight of the Department’s
implementation of the bill. I look for-
ward to working with Chairman
THOMPSON and other colleagues to hold
the Department accountable. The
President must also do his part by re-
questing and supporting the funding to
get the job done.

This bill provides significant discre-
tion for determining risk to the De-
partment of Homeland Security. Now,
discretion is fine, but it must be used
fairly and wisely, backed by tested as-
sumptions and rigorous methodology
and firm data. This is a critical area
for stringent oversight by Congress.

As we move to a more risk-based ap-
proach, there are two important points
to make: First, as we have funded new
homeland security grant programs
dedicated to helping State and local
governments prepare for and respond
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to terrorism, the President and Con-
gress have at the same time reduced
funding for the broadly targeted pro-
grams our first responders have de-
pended on.

Department of Justice programs that
support police received a total of $1.5
billion in 2003, but by 2006, that was re-
duced to $5659 million.
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Fire grants received $745 million in
2003 but only $662 million for 2007.

For many State and local govern-
ments, this is simply robbing Peter to
pay Paul, because their homeland secu-
rity grant dollars have to be stretched
to fill gaps left by the defunding of
these other programs. It should not be
an either/or proposition. We need
healthy funding levels for both home-
land security grants and for the more
broadly based fire grants and COPS and
Byrne and other Department of Justice
grants.

The second important point is that
homeland security means more than
security from man-made disasters. No
matter where a disaster occurs and
whether it is natural or man-made, our
local police and firefighters and EMTs
will be the first on the scene to help
the public. The Department’s risk as-
sessments should do more to take that
into account.

In closing, Mr. Speaker, this bill is a
critical first step in the process of
making real security improvements,
but there are many, many more steps
we are going to have to take. I look
forward to working with colleagues on
both sides of the aisle as we travel
down this critical path.

Mr. KING of New York. Mr. Speaker,
I yield 3 minutes to the gentleman
from Alabama (Mr. ROGERS), who did
such an outstanding job in the past
Congress as chairman of the Manage-
ment, Integration and Oversight Sub-
committee.

Mr. ROGERS of Alabama. Mr. Speak-
er, I rise today to associate myself
with the remarks of the ranking mem-
ber of the Appropriations Sub-
committee on Homeland Security, Mr.
ROGERS.

As the gentleman stated, homeland
security is too important an issue not
to have any oversight. And the 279-page
bill we consider today is too encom-
passing not to have any jurisdiction
consideration by the committees of ju-
risdiction.

On such an important issue as pro-
tecting our country from terrorist at-
tacks, we should have the opportunity
to offer and debate amendments on the
specific provisions of this bill. For ex-
ample, the bill contains provisions au-
thorizing billions of dollars in spending
for new programs that have not been
approved by the Committee on Home-
land Security. The bill misses the op-
portunity to continue our consolida-
tion of committee jurisdiction started
in the 109th Congress over DHS and
called for by the 9/11 Commission.

The bill also contains revisions to
many initiatives developed under the
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Republican leadership. For example,
Section 812 of the bill expands the au-
thorities of the Privacy Officer of the
Department of Homeland Security.
This vital position was established by
the Homeland Security Act of 2002, a
Republican bill, signed by President
Bush into law. This was the first statu-
tory mandate for a Privacy Officer in
the executive branch.

Another Republican bill which the
President signed into law, the Intel-
ligence Reform and Terrorism Preven-
tion Act of 2004, elevated the position
of the Privacy Officer authorizing its
direct reporting to the Secretary.

Concerns have been raised that the
pending bill would turn the Privacy Of-
ficer into an investigating officer. In
fact, this proposal was specifically re-
jected last year during a markup in the
Subcommittee on Management, Inte-
gration and Oversight, which I chaired.
The DHS Inspector General stated that
this provision would interfere with his
role and would ‘‘create duplicative in-
vestigations and overlapping demands
for documents involved in investiga-
tions of privacy violations.”

And, Mr. Speaker, I will include this
letter in the RECORD.

OFFICE OF INSPECTOR GENERAL,

DEPARTMENT OF HOMELAND SECURITY,

Washington, DC, December 28, 2006.
Hon. MIKE D. ROGERS,
Chairman, Subcommittee on Management, Inte-
gration and Oversight,
Committee on Homeland Security, House of Rep-
resentatives, Washington, DC.

DEAR CHAIRMAN ROGERS: Thank you for the
opportunity to comment on two proposed
amendments to the authority of the U.S. De-
partment of Homeland Security (DHS) Pri-
vacy Officer—H.R. 3041 and S. 2827, both ti-
tled as the ‘“‘Privacy Officer with Enhanced
Rights Act” or “POWER Act.”” The Office of
Inspector General (OIG) opposes these
amendments because they would interfere
with OIG’s jurisdiction and create duplica-
tive investigations and overlapping demands
for documents involved in investigations of
privacy violations. Therefore, should either
proposal be considered for further review,
OIG strongly recommends that specific lan-
guage be included to clearly state that the
DHS OIG has primary authority over inves-
tigations, audits, and other inquiries that
might be conducted by the Privacy Officer.

As currently drafted, H.R. 3041 and S. 2827
would grant the DHS Privacy Officer author-
ity to investigate; issue reports; administer
or require oaths, affirmations or affidavits;
issue subpoenas (except to Federal agencies);
and access records and other materials re-
lated to programs and operations within the
Chief Privacy Officer’s jurisdiction. These
authorities are, as stated above, duplicative.
With respect to the proposed investigatory
authority, the DHS Inspector General al-
ready has authority to investigate violations
of law and regulations, including privacy-re-
lated violations relating to DHS programs
and operations. Granting parallel authority
to the Privacy Officer to investigate and
issue subpoenas would unnecessarily and in-
efficiently duplicate and disrupt the estab-
lished and working authority of the Inspec-
tor General to conduct such investigations
and issue subpoenas as needed. In addition,
the Privacy Officer can already make refer-
rals on privacy-related violations to the DHS
Inspector General for investigation and re-
view. Therefore, there is no need to confer
additional authority to the Privacy Officer.
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Regarding the proposed subpoena author-
ity for the Privacy Officer, each branch of
the Federal government already has exten-
sive subpoena authorities that are regularly
exercised to obtain documents or testimony
to investigate misconduct such as civil
rights violations. In the event of a signifi-
cant allegation concerning such a violation,
there would already be overlapping and like-
ly immediate demands for documents and
testimony by the Executive Branch, by the
Congress, and through the Courts. Adding a
set of competing subpoenas from the DHS
Privacy Officer would unnecessarily increase
the burden on subpoenaed parties by requir-
ing them to respond to multiple requests.

The OIG therefore strongly recommends
that the following new subsection be added
under section (b)(2) of both amendments:

(2) DHS OFFICE OF INSPECTOR GEN-
ERAL AUTHORITY—The exercise of author-
ity by the senior official appointed under
this section shall be subject to, and shall not
interfere with, the authority of the DHS Of-
fice of Inspector General. Prior to initiating
any investigation under this section, the
senior official shall refer the allegation to be
investigated to the Inspector General. If the
Inspector General initiates an audit, inves-
tigation, or inspection relating to the allega-
tion, the Inspector General may provide no-
tice that it has initiated an inquiry. If the
Inspector General issues such a notice, no
other audit or investigation shall be initi-
ated into the matter by the senior official
appointed under this section, and any other
audit, investigation, or other inquiry of the
matter shall cease.

This provision will ensure the OIG’s ability
to perform its independent statutory respon-
sibilities under the Inspector General Act.

Regarding variations between H.R. 3041
and S. 2827, the amendments differ in three
respects:

H.R. 3041 includes a vaguely-worded provi-
sion, tying the Privacy Officer’s authority to
that of the Inspector General. The bill au-
thorizes the Privacy Officer to: ‘‘take any
other action that may be taken by the In-
spector General of the Department, as nec-
essary to require employees of the Depart-
ment to produce documents and answer ques-
tions relevant to performance of the func-
tions of the senior official under this sec-
tion.” H.R. 3041(B)(1)(E). S. 2827 does not have
a similar provision.

H.R. 3041 includes a five-year term limit
for the Privacy Officer. S. 2827 has no such
limit.

S. 2827 places the Privacy Officer under the
general supervision of the Secretary and re-
quires the Secretary to report to Congress
“promptly’”’ if the Officer is removed or
transferred to another position. S. 2827 does
not have a similar provision.

With respect to H.R. 3041’s provision tying
the Privacy Officer’s authority to that of the
DHS Inspector General, it is not clear what
authority would be granted by this provi-
sion. It appears to be designed to incorporate
certain Inspector General authorities into
the Privacy Officer’s statutory authorities.
As drafted, it is not clear whether the scope
of the Privacy Officer’s authorities under
this provision is limited to privacy issues
and if it is so limited, how ‘‘privacy issues”’
are defined, and by whom.

Regarding the term of office provision in-
cluded in H.R. 3041, but not in S. 2827, and
placement under the Secretary’s general su-
pervision (included in H.R. 3041, but not in S.
2827), OIG does not believe these two vari-
ations significantly distinguish the proposed
amendments.

In summary, OIG opposes the proposed
amendments because they would create du-
plication in investigations and overlapping
demands for documents involved in inves-
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tigations of privacy violations. If either pro-
posal be enacted, it should include an addi-
tional provision stating that any exercise of
authority by the Privacy Officer should not
interfere with, and should not be construed
as limiting, the authority of the Inspector
General.

Thank you for the opportunity to com-
ment on this legislation. Questions regarding
these comments may be addressed to Rich-
ard N. Reback, Counsel to the Inspector Gen-
eral, on (202) 254-4100.

Sincerely,
RICHARD L. SKINNER,
Inspector General.

The pending bill would also grant the
Privacy Officer access to ‘‘all records”
and other materials available to DHS.
Such sweeping access could have a
chilling effect on intelligence agencies
sharing vital information with DHS.

The Inspector General has urged
amendments to protect his independent
responsibilities under the Inspector
General Act. DHS has also requested
amendments.

But we don’t have that option. It is
ironic that on the same day this bill is
being considered in the House under a
closed rule, the Senate is holding a
hearing on the same topic. And Sen-
ators will have an opportunity later to
offer amendments.

The bill before us today should be
subject to the same bipartisanship and
open process. The stakes are too high,
and we need to get it right.

Mr. THOMPSON of Mississippi. Mr.
Speaker, I yield 2 minutes to the gen-
tlewoman from the Virgin Islands, Dr.
DONNA CHRISTENSEN.

(Mrs. CHRISTENSEN asked and was
given permission to revise and extend
her remarks.)

Mrs. CHRISTENSEN. Mr. Speaker, it
is with great pride and a sense of hope
for the future that I rise in strong sup-
port of H.R. 1, legislation which fulfills
an important promise we Democrats
made to fully implement the 9/11 Com-
mission’s recommendations.

Before continuing, I want to com-
mend the Honorable BENNIE THOMPSON
on his ascension to the chairmanship of
the House Committee on Homeland Se-
curity. Congressman THOMPSON served
as a first-rate ranking member of the
committee during the last Congress,
and I look forward to working with
him and our now Ranking Member
KING to further strengthen our Na-
tion’s security.

Mr. Speaker, it has been a matter of
great consternation that today, 5-plus
years after 9/11, our first responders
still do not have the capacity to com-
municate consistently with each other
during emergencies. It was one of the
tragic failures in Katrina as late as
2005.

H.R. 1 will create a national Emer-
gency Communication Plan and a
stand-alone emergency communica-
tions grant program that will finally
provide first responders with the kind
of standards and equipment they need.

Another provision that has been long
fought for is 100 percent inspection of
cargo on passenger planes as well as 100
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percent screening of containers bound
for this country and improved explo-
sive detection systems at passenger
checkpoints at our Nation’s airports.
One of the “F” grades the administra-
tion and the last Congress received was
failure to implement risk-based fund-
ing. The new formula is a great step
forward and would provide more fund-
ing for States and territories that ad-
join a body of water within North
America that contains an international
boundary line. This can assist the U.S.
Virgin Islands in providing the addi-
tional border patrol needed to protect
our residents and our country.

Lastly, in March of 2001, a member of
the Hart Commission told a bipartisan
group that the greatest threat to us
was the growing animosity towards the
United States. Today we are more
hated than ever. Changing this and
protecting privacy and civil liberties as
provided in H.R. 1 is critical to making
America not only safer but better.

Mr. Speaker, we owe H.R. 1 to those
who died on 9/11 and their families. Its
passage is critical to the future of our
great Nation, and I urge my colleagues
to support it.

Mr. Speaker, it is with great pride and a
sense of hope for the future security of our
Nation that | rise in strong support of H.R. 1—
legislation which fulfills an important promise
we Democrats made to the American people
last fall—to pass legislation within the first 100
hours of our assuming the majority in the
House of Representatives, to make the Nation
safer by fully implementing the 9/11 Commis-
sion’s recommendations.

Before continuing with my remarks in sup-
port of this bill, Mr. Speaker, | want to applaud
you for the inspired principled and strong lead-
ership which enabled you to become speaker
of this great Body and to commend my Chair-
man, the Honorable BENNIE THOMPSON on his
ascension as to the Chairmanship of the
Homeland Security in the House.

BENNIE served as a first-rate ranking mem-
ber of the Homeland Security Committee dur-
ing the last Congress and | look forward to
working with him to further strengthen the
state of our homeland security and in fact to
pass today many of the measures that he
championed and Democrats supported in the
preceding Congress but could not get passed.

Mr. Speaker and my colleagues, last year
the bipartisan 9/11 Commissioners gave Con-
gress and the administration a number of very
poor grades including 5 Fs, 12 Ds and 2 in-
completes on implementing their rec-
ommendations. These woeful grades were a
call for action and today Democrats are an-
swering that call.

Mr. Speaker, it has been a matter of great
consternation that today, 5 plus years after
9/11, our first responders do not have the ca-
pacity to communicate consistently with each
other during emergencies. It was one of the
tragic failures in Katrina in 2005.

Among the long overdue steps included in
H.R. 1 that will substantially improve home-
land security is the creation of a stand-alone
emergency communications grant program
that will provide first responders with the
standards and type of equipment they need.

| am sure that we have wasted not only
time, but a lot of money in funding the pur-
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chasing of equipment that cannot talk to each
other because we have not had standards or
a plan. Most importantly, today with this legis-
lation, we create a national Emergency Com-
munication Plan that will guide the implemen-
tation of the grant program. | want to applaud
my colleague Congresswoman LOWEY for her
persistence on this issue.

Another group of provisions that have been
long fought for and are now included in H.R.
1, will be the requirement that ED MARKEY of
Massachusetts has championed for 100 per-
cent inspection of cargo in passenger planes
by 2009. This bill will also provide for 100 per-
cent screening of containers bound for this
country and improve explosive detection sys-
tems at passenger checkpoints at our Nation’s
airports such as we have seen already imple-
mented in other countries such as Canada.

| cannot leave this floor without speaking
about another issue that is very important to
my constituents and that relates to our need
for strengthened border security.

One of the F grades the administration and
the last Congress received was on failure to
implement risk-based funding. Over the past
year we have seen increased border crossings
using the USVI to enter the United States. The
new formula would provide for a larger min-
imum for States—and that includes territories
according to the definition—that adjoin a body
of water within North America that contains an
international boundary line which we do. This
can assist us in providing the additional border
patrol needed to protect not just our residents
in the U.S. Virgin Islands but our entire Nation.

| don’t have time to speak to all of the im-
portant provisions included in H.R. 1, but in
closing let me mention one more that | believe
gets to the heart of what is needed to protect
the United States and all who live here—and
that is the provisions that help to restore the
moral authority and leadership of our country
in the world.

| recall that a bipartisan retreat in March of
2001, a member of the Hart Commission told
us that the Commission had determined that
the greatest threat to us was the growing ani-
mosity toward the United States.

While some steps have been taken since
that report and the terrible events that took
place 7 months later to protect us from ter-
rorist attacks, nothing has been done to im-
prove our relationships with our global neigh-
bors. In fact we are more hated now than
ever.

H.R. 1 takes steps to begin to heal the rift
that has been widening between the United
States and Arab and Muslim communities and
between us and the rest of the world.

It is also my hope that along with the provi-
sions for stronger protections for privacy and
civil liberties, we can also mitigate some of the
unintended consequences of the broad brush
approaches that have been taken thus far.

These are critical components of setting a
new direction for our country and making
America not only safer but better!

Mr. Speaker, implementing the 9/11 Com-
mission’s recommendations is supported by
most Americans and by several bipartisan and
nonpartisan groups and we owe H.R. 1 to
those who died on 9/11 and their families and
loved ones.

As a member of the House Homeland Secu-
rity Committee, this is a proud day for me and
for all Americans as we take this action to im-
prove homeland security by preventing terror-
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ists from acquiring WMD’s, by improving our
intelligence mechanisms and prevention and
protection programs, and by developing strate-
gies for preventing the growth and spread of
terrorism, while safeguarding the rights of all
and the integrity of our Constitution.

This is a bill that is critical to the future of
our great Nation and | urge my colleagues to
support it.

Mr. KING of New York. Mr. Speaker,
I yield 2 minutes to the gentleman
from Texas (Mr. McCAUL), the former
chairman of the Investigation Sub-
committee of the Homeland Security
Committee.

Mr. MCCAUL of Texas. Mr. Speaker, I
thank the ranking member of the
Homeland Security Committee, on
which I am proud to serve, for yielding.

Mr. Speaker, I rise today in support
of H.R. 1, but I also rise to express my
disappointment.

Despite the importance of a bipar-
tisan approach to homeland security
and promises made to the contrary, the
new majority has chosen to prevent
even their own rank and file members
from participating in the debate over
this bill. This stands in stark contrast
to how Republicans implemented 39 of
the 41 9/11 Commission recommenda-
tions when we were in the majority.

This bill raises several concerns. It
proposes to require the Department of
Homeland Security to screen 100 per-
cent of maritime cargo containers
bound for the United States. And while
well intentioned, this is not possible
with current technology. Under the
SAFE Port Act passed in the last Con-
gress, we started a pilot project to de-
termine the feasibility of such a pro-
gram. We should continue and await
the results of this study.

This new unfunded mandate would
cost the government and the economy
billions of dollars per year and bring
commerce to a crashing halt. And even
the Washington Post today called this
a ‘“‘bad investment.”” H.R. 1 also gives
foreign port terminal operators a role
in the screening of cargo containers
bound for U.S. seaports.

Most disturbing of all, H.R. 1 pro-
poses to hand over control of the Pro-
liferation Security Initiative, a system
which works to protect Americans
against the proliferation of weapons of
mass destruction, to the United Na-
tions. This is the same United Nations
of which Syria and Iran are members.
As a former counter terrorism official
in the U.S. Department of Justice, I
know first hand the threat of ter-
rorism. It is very much alive and well.
And while I am overall supportive of
this bill and the 9/11 Commission rec-
ommendations, Congress can and
should do better.

Mr. THOMPSON of Mississippi. Mr.
Speaker, I yield such time as she may
consume for the purpose of a colloquy
to the gentlewoman from California
(Ms. ESHO00).

Ms. ESHOO. Mr. Speaker, I thank our
distinguished chairman.

Mr. MURTHA, it is wonderful to see
you in the chair.
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I rise as a proud cosponsor of this
legislation, which is really going to
complete the outstanding work of the
9/11 Commission.

The issue that I want to focus my re-
marks on today is one that my col-
leagues and I have worked very hard on
on a bipartisan basis on the Energy and
Commerce Committee for many years,
and that is how to guarantee real com-
munication interoperability between
first responders. This is a very, very
important issue for all of our first re-
sponders and our communities. The
fact is that interoperability can be
solved today. Advanced technology de-
veloped across the United States and
certainly in my district in the Silicon
Valley can successfully enable first re-
sponders and others to communicate
using disparate communication devices
and networks. The problem up to this
point has been a lack of resources and
guidance from the Federal Government
as to where and how local first re-
sponders should invest their scarce dol-
lars to achieve this solution.

The bill before us addresses this prob-
lem by establishing a stand-alone grant
program within the Department of
Homeland Security devoted to estab-
lishing an interoperability framework
that local authorities can work from.
What is of utmost importance in cre-
ating this new grant program is the
need to ensure technology neutrality
so that the best available solution,
whether it be radio, software or IP net-
work-based, can be implemented as
soon as possible.

So with this in mind, Mr. Speaker, 1
would like to at this time yield to my
colleague, the chairman of the Home-
land Security Committee, to ask if he
agrees that the goal and the intent of
this legislation is to guarantee that
our efforts to fund interoperability so-
lutions are indeed technology neutral.
Specifically, the term ‘“‘equipment’ as
used in the legislation should not be in-
terpreted to exclude important tech-
nology such as software, middleware or
network-based IP solutions.

Mr. THOMPSON of Mississippi. Mr.
Speaker, I can assure the gentlewoman
that the goal of this legislation is to be
technologically neutral.

Ms. ESHOO. Mr. Speaker, I thank the
chairman, and I encourage my col-
leagues to help promote full commu-
nications interoperability by sup-
porting the bill before us.

Mr. KING of New York. Mr. Speaker,
I am proud to yield 5 minutes to the
Republican whip, the gentleman from
Missouri (Mr. BLUNT).

Mr. BLUNT. Mr. Speaker, I thank
Mr. KING for yielding.

Mr. Speaker, I rise today, in fact, in
support of most of the efforts that are
in this bill because most of the efforts
in this bill were things that the Repub-
licans in control of the Congress
worked to pass on the House side of the
building just in the last 2 years.

The most important responsibility of
the Federal Government is to protect
the American people. House Repub-
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licans recognized that and moved to
enact important recommendations
from the 9/11 Commission during the
109th Congress. We enacted, I believe,
39 of those 41 recommendations. And I
would suggest to my colleagues that
there is probably a reason we didn’t
enact the other two, because we didn’t
think they were the right thing to do.

Despite the fact that we have already
taken this action before in the House
by overwhelming majorities, the bill
on the floor today has bypassed the
committee process. There has been no
opportunity to offer amendments. And,
in fact, I want to talk in a minute
about one new and I think particularly
bad idea. These ideas are proposed in a
way that talks about putting risk-
based funding in place when, in fact,
every single Democrat failed to support
an almost identical initiative in the
109th Congress. That initiative passed
in the 109th Congress. And amazingly,
this initiative starts when that one
ended. I am puzzled by what was so
wrong with that initiative in the 109th
Congress, now in the 110th Congress. It
is an initiative that just simply takes
up where the bill we passed last year
left off.
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We can’t prevent terror attacks in
this country by adding other layers of
bureaucracy. We can’t prevent terror
attacks by making public information
about our intelligence budget and
other budgets that shouldn’t be made
public. Homeland security is too im-
portant to play politics when American
lives are at stake. As a body, both
Democrats and Republicans, we need to
be committed to that.

We have an enemy that has vowed to
exploit every weakness, every piece of
needless information we give them,
every failure we have to understand
the kind of fight that we are in, Mr.
Speaker.

Also in this legislation today, there
is a sense of Congress that the Pro-
liferation Security Initiative initiated
by the President in 2003 would need to
be somehow authorized by the United
Nations. I think that doesn’t make
sense for this Congress. I don’t believe
that will ever be in any legislation that
makes it to the President’s desk. I
think it is a particularly bad idea to
suggest that our initiatives for pro-
liferation security would somehow now
come under the auspices of the United
Nations.

This has been a successful program.
We have 14 direct partners in this pro-
gram; over 70 countries have worked
with us to follow-up on specific pieces
of information that we needed to check
into to be sure that proliferation was
not a problem.

Mr. Speaker, I hope that the House
votes later today to eliminate that
sense of the Congress that the United
Nations would authorize this program
from this legislation. I look forward to
bringing this issue to the floor as the
majority has promised with debate in

January 9, 2007

the future. We didn’t have committee
debate on this bill today. I hope that
we quickly get to the promises of the
majority to debate these bills in com-
mittee, bring them to the floor, and
work together to do the right thing for
the American people.

Mr. THOMPSON of Mississippi. Mr.
Speaker, before yielding to the next
speaker, I would like to make note of
the fact that I submitted remarks re-
lated to jurisdictional interest by the
gentleman from Michigan (Mr. CON-
YERS) on H.R. 1.

Mr. Speaker, I yield 2 minutes to the
gentlewoman from New York (Mrs.
LOWEY).

Mrs. LOWEY. Mr. Speaker, I rise in
strong support of the bill, and I want to
thank the chairman for your important
work on this bill.

I am very pleased that one of the
first acts of the Democratic Congress is
to finally enact the long overdue rec-
ommendations of the 9/11 Commission.

This bill contains language I first
proposed in the 108th Congress to cre-
ate a dedicated grant program for
emergency communications, which the
Republican-controlled Congress re-
jected at least five times, including in
stand-alone amendments.

Communications failures that forced
first responders to use runners to relay
messages on September 11 and fol-
lowing Hurricane Katrina more closely
resemble the time of Paul Revere than
the technology available in 2007. The
post-September 11 world demands 21st-
century preparedness.

Many of us have long recognized that
we are not prepared to respond to the
next emergency until our first respond-
ers can communicate with one another.
The legislation addresses this massive
gap in our Nation’s communications
capabilities and will improve safety for
hundreds of thousands of first respond-
ers who protect our communities each
day.

In addition to the interoperability
provisions, I am very pleased that this
bill includes my proposals to fix the
flawed grant funding formula, improve
airport screening by providing impor-
tant rights for screeners, and overhauls
the troubled National Asset Database.

I urge your support for this vital
piece of legislation that includes long-
overdue improvements for first re-
sponders. I thank the gentleman again
for his leadership, and I look forward
to working together with the people on
the other side of the aisle to get this
done.

Mr. KING of New York. Mr. Speaker,
I am privileged to yield 2 minutes to
the gentleman from California who
played such a prominent leadership
role in the last Congress, including
port security legislation and chemical
plant legislation, both of which passed
the floor, Mr. DANIEL E. LUNGREN.

Mr. DANIEL E. LUNGREN of Cali-
fornia. Mr. Speaker, I thank the rank-
ing member.

Mr. Speaker, I say this not in anger
but in sadness about the missing bipar-
tisanship here by the way this was
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brought to the floor. If there was any
committee in the last Congress that
worked harder on bipartisanship than
our committee, I don’t know what it
was. We worked very closely with the
new chairman of the full committee on
so many things. We were cosponsors to-
gether on the chemical security bill,
the port security bill. We managed to
have a 29-0 vote in committee after
many, many different committee hear-
ings, consultation with the Democratic
side as well as the Republican side. And
we passed it out 29-0 and passed it off
the floor 421-2.

And in response to that, we have pre-
sented to us this bill which is basically
take it or leave it. That’s not the way
to do these sorts of things.

They say we have already dealt with
these things. By my count, over 12 per-
cent of the membership of this House
has never been here before. So maybe
they don’t count. Maybe they ought
not to have the opportunity to consider
these things. It doesn’t seem to me
that is the way we ought to be doing
things.

Everybody is talking about the 9/11
Commission. What is the biggest thing
that we haven’t done with the 9/11
Commission which the commissioners
have pointed out? We haven’t consoli-
dated jurisdiction in this House for
homeland security.

Now, we started to on our side, and I
admit we didn’t do everything we
ought to have done. When is the great-
est opportunity, the golden oppor-
tunity you have to do it? When your
party takes over, when you don’t have
any chairmen. Everybody is looking to
be a chairperson for the first time.
That is when you can do it. You have
lost the golden opportunity to do what
the 9/11 Commission said was the great-
est thing we hadn’t done in following
their recommendations, and it isn’t
done.

And then we have in here 100 percent
screening of ocean-going and aviation
cargo. Instead of doing it smartly and
instead of doing it efficiently, instead
of doing it effectively, instead of doing
it successfully, instead of using that
which we have better than any place in
the world, both intelligence gathering
and the use of technology, and apply it
with sophisticated algorithms, we say
we want to cover everything.

Mr. THOMPSON of Mississippi. Mr.
Speaker, I include for the RECORD three
letters of support for this bill from the
International Association of Chiefs of
Police, the National Sheriffs’ Associa-
tion, and the National Association of
Police Organizations.

NATIONAL ASSOCIATION OF POLICE
ORGANIZATIONS, INC.,
Washington, DC, January 8, 2007.
Hon. BENNIE THOMPSON,
Committee on Homeland Security,
House of Representatives, Washington, DC.

DEAR CHAIRMAN THOMPSON: On behalf of
the National Association of Police Organiza-
tions (NAPO) representing more than 238,000
law enforcement officers throughout the
United States, I would like to thank you for
introducing H.R. 1, the ‘“‘Implementing the 9/
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11 Commission Recommendations Act of
2007,”’ and advise you of our support, particu-
larly in regards to Subtitles A and B under
Title VII of the legislation. If enacted, this
bill will establish a Fusion and Law Enforce-
ment Education and Teaming (FLEET) grant
program, as well as a Border Intelligence Fu-
sion Center program to assist state and local
law enforcement in protecting our nation’s
borders from terrorist and related criminal
activity.

This legislation recognizes the importance
of consistent coordination and communica-
tion between the country’s local, state, and
federal law enforcement in preventing acts
of terrorism within the United States. The
creation of the FLEET and the Border Intel-
ligence Fusion Center programs will help en-
sure that state and local law enforcement in
border regions are properly supported,
trained and informed in order to prevent ter-
rorism before it occurs. Most importantly,
these provisions will allow law enforcement
agencies to maximize their participation in
the fusion centers by providing funds to
allow them to assign officers and intel-
ligence analysts to the centers without hav-
ing to reduce daily neighborhood crime pro-
tection.

NAPO believes that homeland security
funding greatly assists local law enforce-
ment. However, we also believe that the con-
tinuation and full funding of the Community
Oriented Policing Services (COPS) program
and Byrne-Justice Assistance Grant (JAG)
program is imperative.

The “Implementing the 9/11 Commission
Recommendations Act of 2007 ensures that
state and local first responders along our na-
tion’s borders are properly supported,
trained and equipped to prevent terrorism
before it occurs. I thank you for your contin-
ued support of law enforcement. If you have
any questions, please feel free to contact me,
or NAPO’s Legislative Assistant, Andrea
Mournighan.

Sincerely,
WILLIAM J. JOHNSON,
Ezxecutive Director.
INTERNATIONAL ASSOCIATION OF
CHIEFS OF POLICE,
Alexandria, VA, January 8, 2007.
Hon. BENNIE THOMPSON,
Chairman, Committee on Homeland Security,
House of Representatives, Washington, DC.

DEAR CHAIRMAN THOMPSON: On behalf of
the International Association of Chiefs of
Police (IACP), I am writing to express our
strong support for the proposed Fusion and
Law Enforcement Education and Teaming
(FLEET) Grant Program and the Border In-
telligence Fusion Center Program that are
contained in H.R. 1, Implementing the 9/11
Commission Recommendations Act of 2007.
The IACP believes that the adoption of these
two provisions would represent a major step
forward in enabling the law enforcement
community to better detect, disrupt, and
prevent future acts of terrorism.

These provisions reflect the reality that
while planning, conducting surveillance, or
securing the resources necessary to mount
their attacks, terrorists often live in our
communities, travel on our highways, and
shop in our stores. As we discovered in the
aftermath of September 11th, several of the
terrorists involved in those attacks had rou-
tine encounters with state and local law en-
forcement officials in the weeks and months
before the attack. If state, tribal, and local
law enforcement officers are adequately
equipped and trained and fully integrated
into an information and intelligence sharing
network, they can be invaluable assets in ef-
forts to identify and apprehend suspected
terrorists before they strike.

These two provisions emphasize the vital
role that state, local, and tribal law enforce-
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ment must play in the development and dis-
semination of critical intelligence in order
to detect, prevent, prepare for, and respond
to acts of terrorism. It is TIACP’s belief that
they will also help ensure that law enforce-
ment agencies at all levels of government
are equal partners, and that the experience
and capabilities of all parties are realized, by
allowing state, local, and tribal law enforce-
ment to participate more actively in the in-
telligence gathering and sharing process.

Thank you for continuing support of our
nation’s law enforcement community. The
IACP stands ready to assist in any way pos-
sible.

Sincerely,
JOSEPH C. CARTER,
President.
NATIONAL SHERIFFS’ ASSOCIATION,
Alexandria, Virginia, January 8, 2007.
Hon. BENNIE THOMPSON,
Chairman, Committee on Homeland Security,
House of Representatives, Washington, DC.

DEAR CHAIRMAN THOMPSON: On behalf of
the National Sheriffs’ Association (NSA), I
write to you to express our strong support
for the provisions contained under Title VII
of H.R. 1, “Implementing the 9/11 Commis-
sion Recommendations Act of 2007, that
would establish Fusion and Law Enforce-
ment Education and Teaming (FLEET)
Grant Program and the Border Intelligence
Fusion Center Program. NSA believes that
the FLEET and Border Intelligence Fusion
Center programs would provide the nec-
essary resources and framework for integra-
tion to greatly enhance holistic and geo-
graphic approaches in homeland security in-
telligence and infonnation gathering and
sharing between federal, state and local law
enforcement agencies.

However, our position is contingent upon
amending the definition of ‘‘local law en-
forcement agency or department’” in Title
VII, Subtitle A of the bill—to include all
sheriffs’ office across the country rather
than just those ‘‘sheriffs office in commu-
nities where there is no police department’”
to ensure that sheriffs’ offices where police
department is present are not excluded from
grant eligibility under the FLEET Grant
Program. As you may be aware, a sheriff is
the chief law enforcement officer in their re-
spective county and have jurisdiction over
all cities within that county. Thus, we re-
spectfully request that the language of the
bill be amended to appropriately reflect and
recognize the proper authority of the office
of sheriff.

As the voice of 3,087 elected sheriffs across
the country and the largest association of
law enforcement professionals in the nation,
the communication and integration of fed-
eral homeland security efforts with state and
local fusion centers is an important priority
for NSA. Since the events of September 11,
the significance of how local law enforce-
ment information might protect national se-
curity and the importance of homeland secu-
rity intelligence and information gathering
and sharing have increased substantially. As
recognized by your committee, homeland se-
curity intelligence and information pertains
not only to terrorist intentions and capabili-
ties to attack people and infrastructure
within the United States but also to U.S.
abilities to detect, prevent, prepare for and
respond to potential terrorist attacks.

Sheriffs and their deputies play a critical
role in homeland security intelligence and
information efforts as the nation’s counter-
terrorism ‘‘eyes and ears.” Local law en-
forcement personnel will almost always be
the first to experience first hand suspicious
activities and first to respond to any ter-
rorist event. Clearly, there is a national in-
telligence role for state and local law en-
forcement in which they make contributions
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to preventing attacks or other inimical acts
directed against the United States. NSA be-
lieves that the proposed programs would fa-
cilitate change in the organizational culture
barrier thereby establishing state and local
law enforcement entities as equal partners in
homeland security intelligence efforts. More-
over, these programs would help build an in-
tegrated intelligence capability to address
threats to the homeland, consistent with
U.S. laws and the protection of privacy and
civil liberties.

Sheriffs across the nation share a common
counterterrorism interest. The proliferation
of intelligence and fusion centers across the
country reflect the importance and the value
to gathering and sharing information that
assists local law enforcement agencies in
preventing and responding to local mani-
festations of threats to their community. We
want to thank you for your efforts in ad-
dressing this important issue and look for-
ward to working with you to ensure the en-
actment of these provisions as well as other
proposed initiatives in your ‘“LEAP: A Law
Enforcement Assistance and Partnership
Strategy’’ report.

Sincerely,
SHERIFF TED KAMATCHUS,
President.

Mr. Speaker, I yield 2 minutes to the
gentleman from Oregon (Mr. DEFAZIO).

Mr. DEFAZIO. Mr. Speaker, on our
side of the aisle the Democrats over
the last 3 years have identified some
gaping holes in our Nation’s security,
even in aviation where we have spent
the most money. You can do it in two
ways: you can have state-of-the-art
equipment and not a lot of people, or a
lot of people and not very good equip-
ment, or a mix of the two.

The Republicans have chosen to do
neither. They haven’t been willing to
buy the equipment we need: state-of-
the-art explosives detection equipment
at passenger checkpoints. They haven’t
been willing to invest in the inline
screening for baggage, and they put a
totally arbitrary cap on the number of
screeners. There are gaping holes. We
are going to plug those. A quarter of a
billion dollars for explosives screening
at passenger checkpoints, a Kknown
threat. A billion dollars for inline
screening which the Republicans have
refused to fund.

For 4 years, airports across America
have begged for inline screening
grants. None have been forthcoming
from the Republicans. They are saying
they have taken care of everything in
such a great bipartisan way.

Now my friend from Florida got up
and waxed poetic about San Francisco
and said it was due to two things: pri-
vate screeners and inline screening.
Well, the inline equipment I agree with
him, and we are going to fund it, un-
like the majority. We will install it in
every airport in America.

But I disagree on the privatized
screening because actually it turns out
now that the private screeners at San
Francisco were tipped off before the in-
spectors came through. They don’t do
any better, and maybe would do worse
without those tips, than our public em-
ployees. We are going to give them the
tools they need.

On containers, Assistant Secretary
Michael Jackson said they want to
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screen every container before they
leave a U.S. port for the interior. Why?
Because they might contain threats.

And we said, What does that make
our ports, a sacrifice zone if they have
a nuclear weapon contained in them?

We want to screen containers on the
other side of the ocean. Now we hear
people on that side get up and say hun-
dreds of billions of dollars to screen
these containers. Actually, it is 30 to
$50 per container. There are 11 million
containers. That is somewhere between
300 and $5600 million a year, paid for by
a modest fee on the shippers, not by
the taxpayers of America.

We are going to make America more
secure. We are going to plug the holes
you left in our security and fix the
problem.

Mr. THOMPSON of Mississippi. Mr.
Speaker, I yield 2 minutes to the gen-
tlewoman from New York (Mrs.
GILLIBRAND), a new Member of Con-
gress.

Mrs. GILLIBRAND. Mr. Speaker, I
thank Chairman THOMPSON for this op-
portunity to address this crucial issue.

I am proud that the 110th Congress
has put homeland security as its high-
est priority and will ensure that our
country will finally get the security in-
vestment it needs.

In 2004, the 9/11 Commission provided
us with a nonpartisan assessment of
our current state of readiness. And
while a few of their recommendations
have been enacted, this administration
and the previous congressional leader-
ship did not make these recommenda-
tions a funding priority.

The bill we will pass today addresses
many of the concerns of the 9/11 Com-
mission, including one of the biggest
for New York State, which is port secu-
rity. Two of the busiest ports in the
world, both in Hong Kong, already scan
100 percent of their cargo containers.
There is no reason that all ships des-
tined for the United States shouldn’t
be held to the same standard.

The bill we are voting on today gives
the largest ports in the world 3 years to
implement a system to scan for radi-
ation and density on all containers
coming into this country. This impacts
my district, in particular, because my
district geographically surrounds the
port of Albany. If a container with ra-
dioactive materials came up the Hud-
son River from New York City and was
unloaded in Albany, it would devastate
our entire region. Such a risk will be
addressed by this legislation.

This bill is also important to me as a
mother and to all parents in my dis-
trict and in our Nation. Every time we
travel by airplane and bring our chil-
dren, we are concerned about safety.
This bill will allow parents and grand-
parents to know that our children will
be safer when we travel by plane by re-
quiring 100 percent of air cargo to be
scanned by the end of 2009, as well as
providing funding for anti-bomb detec-
tion for bags and passengers.

I am also pleased that this bill re-
flects the fact that our first responders
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are indeed ‘‘first preventers.” As we all
remember, on 9/11 many firemen and
police officers gave up their lives be-
cause they couldn’t communicate. Up
until now, we have not yet invested
sufficiently to improve such commu-
nication capabilities. This bill will do
just that.

Finally, I am very pleased that this
bill includes investments against ter-
rorist attacks by securing nuclear ma-
terials from the former Soviet Union.
If you ask any terrorist expert in the
world, they will tell you this is their
gravest concern. And, finally, I am ex-
tremely pleased this funding will be
based on risk. For New York State,
that means increased funding for my
State, including my district.

The U.S. Congress must always make
the safety of the American people its
number one concern. I am confident
this bill will do just that.

Mr. THOMPSON of Mississippi. Mr.
Speaker, I yield 2 minutes to the gen-
tleman from Massachusetts (Mr. MAR-
KEY), a member of the Homeland Secu-
rity Committee.

Mr. MARKEY. Mr. Speaker, I thank
the chairman very much.

In this bill there are two provisions
which have been blocked for 4 years by
the White House and by Republican
leadership. They are going to be in-
cluded in this bill and passed this after-
noon.

One is to require that all cargo which
is placed on passenger planes in the
United States is screened so that there
is no bomb, there is nothing that can
lead to a catastrophic event in the air,
does in fact pass through security. This
is a huge change. Each of us has our
bags screened, our shoes screened; but
the cargo on that same plane placed
next to our bags is not screened. This
bill will make that possible. I have
been working with Mr. SHAYS from
Connecticut on this for the last 4
years. Today is a historic day.

Secondly, there is an amendment in
this bill which will ensure the screen-
ing of all ships, all cargo overseas be-
fore it departs for the United States to
determine whether or not there is a nu-
clear bomb on that plane. We know
that is al Qaeda’s highest objective: to
obtain a nuclear weapon from the
former Soviet Union or from some
other rogue state, to then transport it
to a port somewhere around the world,
put it on a ship and bring it to a port
in the United States. When it is in the
port of New York or Boston or Long
Beach, it is already too late.

O 1600

The bomb will be detonated by re-
mote on the ship, causing the cata-
strophic event, not as the cargo is
being taken off. So this amendment re-
quires the screening of all that cargo
overseas. This is long overdue. It is al
Qaeda’s dream to have a nuclear explo-
sion in a major American city, and
now, finally, today we do this.

I want to compliment Mr. NADLER on
all of his work over the years on this
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issue, for his leadership. I thank the
chairman, the ranking member, Mr.
KinG, for all of their courtesies over
the last several years.

Mr. THOMPSON of Mississippi. Mr.
Speaker, I reserve the balance of my
time.

Mr. SMITH of Texas. Mr. Speaker, 1
ask unanimous consent to control the
time on this side in the temporary ab-
sence of the ranking member, Mr.
KING.

The SPEAKER pro tempore (Mr.
MURTHA). Is there objection to the re-
quest of the gentleman from Texas?

There was no objection.

Mr. SMITH of Texas. Mr. Speaker, I
yield 3 minutes to the gentleman from
Washington (Mr. REICHERT), a member
of the committee.

Mr. REICHERT. Mr. Speaker, I thank
the gentleman.

Mr. Speaker, last year as chairman of
the Homeland Security Subcommittee
on Emergency Preparedness, I oversaw
many of the committee’s accomplish-
ments in addressing recommendations
of the 9/11 Commission. Among them
were the successful passage of the 21st
Century Emergency Communications
Bill, the Faster, Smarter Funding Act,
and comprehensive bipartisan FEMA
reform legislation. My subcommittee,
as well as the entire Homeland Secu-
rity Committee, was successful last
year because of our willingness and
ability to work across the aisle to find
solutions to problems. As a result, I am
disappointed in the way that H.R. 1 is
coming before the House today.

I remain a strong supporter of cer-
tain aspects of this legislation, such as
the language that makes first re-
sponder funding risk-based. Unfortu-
nately, I have many concerns about
other language included in this bill and
believe that H.R. 1 would be better pub-
lic policy had the bill been considered
in committee and a rule allowed for an
open amendment process.

This legislation, Mr. Speaker, in-
cludes a new grant program that is in-
tended to make grants to local law en-
forcement to pay personnel costs of of-
ficers serving in intelligence fusion
centers. As a former sheriff of a major
metropolitan county encompassing the
City of Seattle, I certainly agree with
and understand the need for this au-
thority.

One of my major goals in Congress is
to continue to fund local law enforce-
ment as their responsibility grows and
grows to protect this homeland. So I
support the direction of the this bill.
However, as it is written, the language
in this bill is unclear as to whether or
not it may not apply to all police agen-
cies, all Sheriff’s departments, across
the country. This problem could have
been resolved if we had a bipartisan
bill, and I would have been glad to
work with my friends across the aisle
on this issue.

In addition, I have grave concerns for
section 408, which includes the TSA
personnel management provision. This
provision removes the flexibility of
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TSA to move employees where they are
needed most. This provision was not a
9/11 Commission recommendation and
has no place in a bill that is described
as enacting those recommendations.
Including this provision without hear-
ings or examining its potential impact
is irresponsible.

Last summer, during the U.K. liquid
explosives scare, the Department of
Homeland Security was able to retrain
and rapidly deploy TSA officers to ad-
dress this new threat. Section 408 of
this legislation would remove that au-
thority. This provision warrants a full
debate in committee and also on the
House floor.

Mr. THOMPSON of Mississippi. Mr.
Speaker, I yield 1% minutes to the
gentlelady from Texas (Ms. JACKSON-
LEE).

(Ms. JACKSON-LEE of Texas asked
and was given permission to revise and
extend her remarks.)

Ms. JACKSON-LEE of Texas. Mr.
MURTHA, thank you for your leader-
ship. It is good to see you in the Speak-
er’s Chair. Let me thank the chairman
of the committee, Mr. THOMPSON, for
his vision and his leadership.

Very quickly, let me remind my col-
leagues of the tragic incident where we
saw the massive loss of life on Sep-
tember 11, 2001. Today we stand on the
floor in 2007 finishing the work that
was not done by this part Republican
Congress since 2001. So I applaud the
leadership of this committee for mov-
ing forward on responding to the trag-
edy that changed the lives of so many
Americans and those who are still suf-
fering because of the deaths of their
loved ones.

This is an important step and an im-
portant day, and I quickly acknowl-
edge the fact that we will now have 100
percent scanning of containers bound
for the United States. We will have the
effectiveness of making sure that the
best technology will be used; and also
we will tell America that all of the
critical infrastructure will be updated
and current so we will know those
most vulnerable assets.

In addition, we will have for the first
time a transportation security plan-
ning strategy, and I compliment the
gentleman from Mississippi whose bill
authored in the last session establishes
the importance of having a strategy for
transportation security.

Need I remind you of the recent inci-
dent with the Metro here in Wash-
ington, D.C. Although it was labeled as
an accident, we know that the trans-
portation system of America is enor-
mously vulnerable.

I am grateful that we have now a
Civil Liberties and Privacy Board that
has been languishing in the White
House, but now it is under the jurisdic-
tion of the United States Congress.
And, yes, the work I have done in the
past on anti-smuggling legislation was
reaffirmed by the restrictions on ter-
rorists freely traveling without real
protection against this danger.
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This is a good bill. It is long overdue,
and I ask my colleagues to support
H.R. 1.

INTRODUCTION

Mr. Speaker, September 11, 2001, is a day
that is indelibly etched in the psyche of every
American and most of the world. Much like the
unprovoked attack on Pearl Harbor on Decem-
ber 7, 1941, September 11, is a day that will
live in infamy. And as much as Pearl Harbor
changed the course of world history by pre-
cipitating the global struggle between totali-
tarian fascism and representative democracy,
the transformative impact of September 11 in
the course of American and human history is
indelible. September 11 was not only the be-
ginning of the Global War on Terror, but more-
over, it was the day of innocence lost for a
new generation of Americans.

Just like my fellow Americans, | remember
September 11 as vividly as if it was yesterday.
In my mind’s eye, | can still remember being
mesmerized by the television as the two air-
liners crashed into the Twin Towers of the
World Trade Center, and | remember the
sense of terror we experienced when we real-
ized that this was no accident, that we had
been attacked, and that the world as we know
it had changed forever. The moment in which
the Twin Towers collapsed and the nearly
3,000 innocent Americans died haunts me
until this day.

At this moment, | decided that the protection
of our homeland would be at the forefront of
my legislative agenda. | knew that all of our
collective efforts as Americans would all be in
vain if we did not achieve our most important
priority: the security of our Nation. Accordingly,
| became then and continue to this day to be
an active and engaged Member of the Com-
mittee on Homeland Security who considers
our national security paramount.

Our Nation’s collective response to the trag-
edy of September 11 exemplified what has
been true of the American people since the in-
ception of our Republic—in times of crisis, we
come together and always persevere. Despite
the depths of our anguish on the preceding
day, on September 12, the American people
demonstrated their compassion and solidarity
for one another as we began the process of
response, recovery, and rebuilding. We tran-
scended our differences and came together to
honor the sacrifices and losses sustained by
the countless victims of September 11. Let us
honor their sacrifices by implementing the bi-
partisan recommendations of the 9/11 Com-
mission in order to ensure that the tragedy of
9/11 is never repeated. Let us learn from the
lessons offered by our history so that we are
not destined to repeat them.

9/11 COMMISSION RECOMMENDATIONS

Madam Speaker, | wish to pay tribute to the
distinguished chair of the Homeland Security
Committee, the gentleman from Mississippi,
BENNIE THOMPSON. Under Mr. THOMPSON’s vi-
sionary leadership, the Democrats on the
Committee have performed yeoman service in
developing a framework needed to protect the
homeland. Unlike the previous Republican
leadership, we Democrats embrace whole-
heartedly the recommendations of the 9/11
Commission, a body comprised of ten of the
most distinguished citizens in this country.

Madam Speaker, | want to talk about sev-
eral of the key provisions of H.R. 1, the bill im-
plementing the bipartisan 9/11 Commission’s
recommendations.



H194

IMPROVING HOMELAND SECURITY—RISK-BASED FUNDING

The importance of providing risk-based allo-
cation of Homeland Security grants cannot be
overemphasized. Last December, the 9/11
Commissioners gave an “F” grade to the Ad-
ministration and Congress on providing risk-
based homeland security funding. This bill
would substantially increase the share of
homeland security grants that are provided to
States based on risk, rather than population.
Under the bill, a Department of Homeland Se-
curity risk assessment would determine each
state’s funding and most states would be
guaranteed a minimum of 0.25 percent. The
bill would provide for a larger minimum (0.45
percent) for states that have a significant inter-
national land border and/or adjoin a body of
water within North America that contains an
international boundary line.

FIRST RESPONDERS—ENSURING COMMUNICATIONS

INTEROPERABILITY FOR FIRST RESPONDERS

Last December, the 9/11 Commissioners
also gave an “F” grade to the Administration
and Congress on communications interoper-
ability for first responders. This bill would im-
prove the communications capabilities of first
responders by establishing a stand-alone com-
munications interoperability grant program at
the Department of Homeland Security to pro-
vide first responders with the type of equip-
ment that allows them to communicate with
one another during emergencies.

AVIATION SECURITY—INSPECTING CARGO CARRIED

ABOARD PASSENGER AIRCRAFT

The 9/11 Commissioners gave a “D” grade
to the Administration and Congress for their
efforts on enhancing air cargo screening. This
bill directs the Department of Homeland Secu-
rity (DHS) to establish a system for inspecting
100 percent of cargo carried on passenger air-
craft over the next 3 years. The bill directs
DHS to develop a phased-in approach so that
by the end of FY 2007, 35 percent of this
cargo is inspected; by the end of FY 2008, 65
percent is inspected; and by the end of FY
2009, 100 percent is inspected.

IMPROVING THE EXPLOSIVE SCREENING OF CHECKED

BAGGAGE ON AIRCRAFT

The 9/11 Commissioners also gave a “D”
grade to the Administration and Congress on
improving the security of checked baggage.
This bill continues the dedication of $250 mil-
lion per year currently collected in airport se-
curity fees from the Aviation Security Capital
Fund for the installation of in-line explosive de-
tection systems for checked baggage at our
Nation’s airports for fiscal years 2008 through
2011.

IMPROVING THE EXPLOSIVE SCREENING OF AIRLINE

PASSENGERS

The 9/11 Commissioners gave a “C” grade
to the Administration and Congress on improv-
ing airline passenger screening checkpoints to
detect explosives. This bill requires the De-
partment of Homeland Security to issue a stra-
tegic plan for the deployment of explosive de-
tection equipment at passenger checkpoints
that is long overdue. The bill also provides
new funding in order to make rapid improve-
ments to security measures at passenger
checkpoints.

PORT SECURITY—REQUIRING 100 PERCENT SCANNING OF
CONTAINERS BOUND FOR THE U.S.

This bill goes beyond the 9/11 Commis-
sion’s recommendations by including provi-
sions that would phase in a requirement for
100 percent scanning of cargo containers
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bound for the United States. This provision
would require that 100 percent of cargo con-
tainers be scanned and sealed using the best
available technology before being loaded onto
ships destined for the United States. The con-
tainers must be scanned by both X-ray ma-
chines and radiation detectors.

Large ports would be given 3 years to com-
ply and smaller ports 5 years. (Two of the
busiest port terminals in the world—in Hong
Kong—already scan 100 percent of cargo con-
tainers). The Port of Houston represents a
substantial source of vulnerability. The Port is
the world’s sixth largest seaport and the Na-
tion’s largest oil port; and for the past 8 years,
it has led the Nation in the amount of foreign
tonnage.

CRITICAL INFRASTRUCTURE SECURITY—IMPROVING

CRITICAL INFRASTRUCTURE SECURITY

The 9/11 Commissioners gave a “D” grade
to the Administration and Congress for their
efforts on critical infrastructure assessment.
This bill requires the Department of Homeland
Security to conduct an annual vulnerability as-
sessment for all critical infrastructure sectors.
It also requires DHS to annually update the
National Asset Database to ensure that it is a
current list of national assets and critical infra-
structure.

OVERALL TRANSPORTATION SECURITY PLANNING—IM-
PROVING TRANSPORTATION SECURITY PLANNING AND
INFORMATION SHARING
The 9/11 Commissioners gave a “C-"

grade to the Administration and Congress on

the National Strategy for Transportation Secu-
rity, arguing that it was too vague to be useful.

This bill requires improvements in the National

Strategy for Transportation Security, such as

by requiring DHS to develop risk-based prior-

ities for transportation security initiatives based
on vulnerability assessments conducted by the

Department. It also requires DHS to develop a

Strategic Information Sharing Plan for trans-

portation in order to significantly improve the

sharing of security information with all trans-
portation stakeholders.

| introduced the Security Plans and Training
for Rail and Mass Transit Systems Amend-
ment to H.R. 4439 on March 9, 2006. This
amendment, which mandated security plans
and training for rail and mass transit systems,
was adopted by voice vote.

INFORMATION SHARING—STRENGTHENING INTELLIGENCE
AND INFORMATION SHARING WITH LOCAL LAW EN-
FORCEMENT
The 9/11 Commissioners gave a “D” grade

on government information sharing. This bill

contains several provisions to strengthen intel-
ligence and information sharing with local law
enforcement. First, it strengthens state and
local intelligence “fusion” centers, which have
been established to gather, analyze and dis-
seminate potentially homeland security-rel-
evant information to appropriate state and
local officials. Second, it strengthens the pres-
ence of federal agencies, such as the Border

Patrol, at fusion centers in border states.

Thirdly, it improves the Department of Home-

land Security’s Information Sharing Programs.

TERRORIST TRAVEL—STRENGTHENING EFFORTS TO

PREVENT TERRORIST TRAVEL

The 9/11 Commissioners gave an “Incom-
plete” grade on preventing terrorist travel. This
bill improves the capabilities of the Human
Smuggling and Trafficking Center by author-
izing additional funding to stem human smug-
gling, human trafficking, and terrorism travel,
including requiring the hiring of experienced
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intelligence analysts in the field of human traf-

ficking and terrorist travel.

During my tenure as the ranking member of
the Immigration and Claims Subcommittee in
the Judiciary Committee, | have stressed that
alien smuggling will not stop until we establish
an immigration policy that substantially re-
duces the need for illegal entry into the United
States. In the meantime, our highest priority
should be to do what we can to reduce the
deaths from reckless, help in achieving that
objective, the Commercial Alien Smuggling
Elimination Act (The CASE Act). It would do
this by establishing an informant program
which has been designed to facilitate the in-
vestigation and prosecution, or disruption, of
reckless commercial smuggling operations.

Finally, the CASE Act would require the
Secretary of Homeland Security to develop
and implement an outreach program to edu-
cate the public here and abroad about the
penalties for smuggling aliens. It also would
provide information about the financial rewards
and the immigration benefits that would be
available for assisting in the investigation, dis-
ruption, or prosecution of a commercial alien
smuggling operation.

Furthermore, Republicans on the Homeland
Security Committee defeated (11 to 16) my
amendment (No. 16) to the Department of
Homeland Security Authorization Act of Fiscal
Year 2006. This amendment required the Sec-
retary of Homeland Security to develop and
implement a comprehensive strategy to secure
the land borders, based on threat and vulner-
ability assessments of our ports-of-entry and
the vast stretches of land between them.

My Rapid Response Border Protection Act:

Increases in CBP Inspectors, Funding for
Essential Equipment, Foreign Language Train-
ing, and Incentives to Improve Morale (offered
by Ms. JACKSON-LEE, H.R. 4312, Nov. 16,
2005).

The Committee on Homeland Security de-
feated (12 to 15) the Jackson- (1H) to H.R.
4312, the Border Security and Terrorism Pre-
vention Act of 2005. This amendment pro-
vided:

Funding to hire and train an additional 2,000
inspectors and Border Patrol agents each
year, beginning with $375 million for Fiscal
Year 2006; $692 million in Fiscal Year 2007;
$1.008 billion in Fiscal Year 2008; $1.324 bil-
lion in Fiscal Year 2009; and $1.641 billion in
Fiscal Year 2010. These numbers are identical
to those authorized in the 9/11 Act.

Funding to provide agents with radios, night-
vision equipment, and weapons.

Enhanced foreign language training for bor-
der agents and inspectors.

Incentives to improve the morale of border
inspectors, including new student loan pay-
ments and retirement incentives.

PREVENTING TERRORISTS FROM ACQUIRING WMD—PRE-
VENTING THE PROLIFERATION OF WMD AND TER-
RORISM
The 9/11 Commissioners gave a “D” to the

Administration and Congress on preventing

the proliferation of WMD and terrorism. This

bill includes numerous provisions to address
this issue, including: strengthening DOD’s Co-
operative Threat Reduction (or “Nunn-Lugar”)
program that focuses on nuclear materials in
the former Soviet Union; strengthening the En-
ergy Department’s Global Threat Reduction

Initiative; providing for reforms, increased tools

and greater oversight over the Proliferation

Security Initiative, through which the United
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States and participating countries interdict
WMD; establishing a U.S. Coordinator for the
Prevention of WMD Proliferation and Ter-
rorism, who would serve as an advisor to the
President on all WMD proliferation issues; and
requiring the establishment of a blue-ribbon
Commission on the Prevention of WMD Pro-
liferation and Terrorism, consisting of experts
appointed by both Congress and the President
and mandated to develop a clear and com-
prehensive strategy on preventing WMD pro-
liferation.

ENACTING “THE NUCLEAR BLACK MARKET COUNTER-

TERRORISM ACT”

The bill includes “The Nuclear Black Market
Counter-Terrorism Act,” which requires the
President to impose sanctions on any foreign
person who trades nuclear enrichment tech-
nology to a non-nuclear weapons state or pro-
vides items that contribute to the development
of a nuclear weapon by a non-nuclear weap-
ons state or any foreign person. Sanctions in-
clude prohibiting foreign assistance to such
person; prohibiting the export of defense arti-
cles, defense services, or dual use items; and
prohibiting contracts. These provisions also
provide that U.S. assistance should only be
provided to countries that are not cooperating
with countries or individuals who are engaged
in, planning or assisting any terrorist group in
the development of nuclear weapons; and to
countries that are completely cooperating with
the U.S. in its efforts to eliminate nuclear
black-market networks. This title also includes
enhanced oversight over U.S. efforts to break
up nuclear black markets.

STRATEGIES FOR REDUCING THE APPEAL OF EXTRE-
MISM—QUALITY EDUCATIONAL OPPORTUNITIES: PRO-
MOTING QUALITY EDUCATIONAL OPPORTUNITIES IN
ARAB AND PREDOMINANTLY MUSLIM COUNTRIES
The 9/11 Commissioners gave a “D” grade

regarding increasing secular educational op-
portunities in Muslim countries. This bill would
significantly enhance the International Arab
and Muslim Youth Opportunity Fund, which is
designed to improve educational opportunities
for these youth, by calling for greater funding
and outlining specific purposes for the fund.
Under the bill, the fund would be used for
such purposes as enhancing modem edu-
cational programs; funding training and ex-
change programs for teachers, administrators,
and students; and providing other types of as-
sistance such as the translation of foreign
books, newspapers and other reading mate-
rials into local languages.

DEMOCRACY AND DEVELOPMENT—PROMOTING DEMOC-
RACY AND DEVELOPMENT IN ARAB AND PREDOMI-
NANTLY MUSLIM COUNTRIES
This bill would authorize the Secretary of

State to designate an appropriate private, non-

profit U.S. organization as the Middle East

Foundation and to provide funding for the

foundation through the Middle East Partner-

ship Initiative. The purpose of this foundation
would be to support, in the countries of the

Middle East, the expansion of civil society; op-

portunities for political participation of all citi-

zens; protections for internationally recognized
human rights; reforms in education; inde-
pendent media; policies that promote eco-
nomic opportunities for all citizens; the rule of
law; and democratic processes of government.

It also requires the Secretary to develop 5-

year strategies on fostering human rights and

democracy in order to require a long- term ap-
proach to the promotion of democracy.
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RESTORING U.S. MORAL LEADERSHIP—ADVANCING U.S.
INTERESTS THROUGH PUBLIC DIPLOMACY

The 9/11 Commissioners gave a “C” grade
for providing a clear U.S. message abroad.
This bill calls for the U.S. to improve its com-
munication of ideas and information to people
in countries with significant Muslim popu-
lations, for U.S. public diplomacy to reaffirm
U.S. commitment to democratic principles, and
for a significant expansion of U.S. international
broadcasting that is targeted to countries with
significant Muslim populations. The measure
also provides for “surge” authority to allow the
Broadcasting Board of Governors to better ad-
dress emerging situations and opportunities.
EXPANSION OF U.S. SCHOLARSHIP EXCHANGE AND LI-

BRARY PROGRAMS IN ARAB AND PREDOMINANTLY

MUSLIM COUNTRIES

The 9/11 Commissioners gave a “D” grade
regarding expanding U.S. scholarship, ex-
change and library programs in Muslim coun-
tries. This bill requires the Secretary of State
to prepare a report on the 9/11 Commission’s
recommendations on these U.S. scholarship,
exchange and library programs, including a
certification by the Secretary that such rec-
ommendations have been implemented, or if a
certification cannot be made, what steps have
been taken to implement such recommenda-
tions. The bill also requires the GAG to review
the government’s efforts in this area.

DEVELOPING COMMON COALITION STANDARDS FOR

TERRORIST DETENTION.

The 9/11 Commission recommended that
the U.S. develop a common coalition ap-
proach on standards for terrorist detention.
Last December, the 9/11 Commissioners then
gave the Administration and Congress an “F”
grade for failing to do so. This bill requires the
Secretary of State, in consultation with the
Secretary of Defense and the Attorney Gen-
eral, to submit to Congress a report on
progress being made to develop such an ap-
proach.

U.S. RELATIONSHIP WITH SAUDI ARABIA, PAKISTAN, AND
AFGHANISTAN—SUPPORTING REFORM IN SAUDI ARABIA

The 9/11 Commissioners gave a “D” grade
to the Administration and Congress on pro-
moting reform in Saudi Arabia. This bill calls
for the U.S. to engage Saudi Arabia on openly
confronting the issue of terrorism; to enhance
counterterrorism cooperation with Saudi Ara-
bia; and to support Saudi Arabia’s efforts to
make political, economic, and social reforms
throughout the country. The measure also re-
quires the President to report on whether the
Administration’s “Strategic Dialogue” with
Saudi Arabia is meeting these objectives.

HELPING PAKISTAN HANDLE THE THREATS FROM
EXTREMISTS

The 9/11 Commissioners gave a “C+”
grade on supporting Pakistan against extrem-
ists. This bill requires the President to submit
a report to Congress on the long-term U.S.
strategy to engage with the Government of
Pakistan to address curbing the proliferation of
nuclear weapons technology; combating pov-
erty and corruption; promoting democracy and
the rule of law; and effectively dealing with Is-
lamic extremism. The measure also requires a
certification that Pakistan is addressing the
continued presence of the Taliban and other
violent extremist forces throughout the country
as a condition of continued assistance. In ad-
dition, it extends the waiver of sanctions on
Pakistan because of its military coup until after
Pakistan’s parliamentary elections.

H195

MAINTAINING A LONG-TERM COMMITMENT TO
AFGHANISTAN

This bill calls for the U.S. to maintain its
long-term commitment to Afghanistan by in-
creased assistance and the continued deploy-
ment of U.S. troops in Afghanistan. It also
calls for the President to engage aggressively
with the Government of Afghanistan and
NATO to explore all options for addressing the
narcotics crisis in Afghanistan. It also directs
the President to make every effort to dramati-
cally increase the numbers of U.S. and inter-
national police trainers, mentors and police
personnel operating with Afghan civil security
forces; and to address current short-term
shortages of energy in Afghanistan, in order to
ensure the delivery of electricity to Afghanis.

CONCLUSION

Madam Speaker, as | stand here today, my
heart still grieves for those who perished on
flights United Airlines 93, American Airlines
77, American Airlines 11, and United Airlines
175. When the sun rose on the morning of
September 11, none of us knew that it would
end in an inferno in the magnificent World
Trade Center Towers in New York City, the
Pentagon in Washington, D.C., and in the
grassy fields of Shanksville, Pennsylvania.
How | wish we could have hugged and kissed
and held each of the victims one last time.

| stand here remembering those who still
suffer, whose hearts still ache over the loss of
so many innocent and interrupted lives. My
prayer is that for those who lost a father, a
mother, a husband, a wife, a child, or a friend
will in the days and years ahead take comfort
in the certain knowledge that they have gone
on to claim the greatest prize, a place in the
Lord’s loving arms. And down here on the
ground, their memory will never die so long as
any of the many of us who loved them lives.

Madam Speaker, the best way to honor the
memory of those lost in the inferno of 9/11, is
to do all we can to ensure that it never hap-
pens again. The way to do that is to pass H.R.
1 and implement the 9/11 Commission’s rec-
ommendations.

Mr. SMITH of Texas. Mr. Speaker, 1
yield myself 2 minutes.

Mr. Speaker, section 621 of H.R. 1 re-
quires the Department of Homeland Se-
curity to report to Congress how it
plans to implement an automated bio-
metric entry-and-exit data system.

A decade ago, Senator Alan Simpson
and I authored the Illegal Immigration
Reform and Immigrant Responsibility
Act of 1996 which required the Federal
Government to develop such an auto-
mated entry-and-exit system. This
would enable us to know who is enter-
ing the United States and when they
leave.

Forty percent of all illegal immi-
grants come to the United States le-
gally but overstay their temporary
visas. We can never begin to solve the
illegal immigration problem if we don’t
deal with overstays, and we can never
deal with overstays until we have a
functioning exit control system.

Instead of mandating completion of
the exit component of a U.S. visit, this
bill simply requires that the adminis-
tration submit a report, a report al-
ready required by the Intelligence Re-
form and Terrorism Prevention Act of
2004. The failure to fully implement an
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exit control system is more evidence
that it will be a long time before our
country has secure borders. Instead of
helping to change that, this bill only
requires a report.

Mr. Speaker, I am disappointed that
we have missed an opportunity to bet-
ter secure our homeland.

Mr. THOMPSON of Mississippi. Mr.
Speaker, I yield 12 minutes to the
gentlelady from California (Ms. LORET-
TA SANCHEZ).

Mr. LORETTA SANCHEZ of Cali-
fornia. Thank you, Mr. Chairman, and
it feels great to call you Mr. Chairman.

I rise today in support of H.R. 1, the
Implementing the 9/11 Recommenda-
tions Act of 2007, and as a Member who
has been on the Homeland Security
Committee since its inception and a
ranking member on one of its major
committees, I am really thrilled that
we are bringing this legislation on the
real first day of legislative business.

There are some really essential
things in this. One major thing would
be to achieve real security by imple-
menting and distributing most home-
land security grant funding on the
basis of risk. After the Department of
Homeland Security’s completion of a
comprehensive risk assessment, States
with lower risks will be guaranteed 25
percent funding, or 45 percent if that
State has an international land or sea
border. This is important because, as
we know, there are many States that
need that money, and they need it now.

Another important provision of this
will be the infrastructure database, one
that I have been talking about for the
last 4 years and trying to get together.
Let’s just get that done. These require-
ments would satisfy the 9/11 Commis-
sion recommendation for the develop-
ment of a reliable and complete list of
the Nation’s critical infrastructure to
be used so we can help to assess the
threats and allocate the limited re-
sources that we have.

Of course, I am particularly pleased
we are going to have an Office of Ap-
peals and Redress. This is something
that I offered as an amendment in com-
mittee which is included in this legis-
lation so that people who are on the
terrorist list have some way to get off
if they are innocent.

| rise today in support of H.R. 1, the Imple-
menting the 9/11 Recommendations Act of
2007.

Over the last several Congresses, my work
as the ranking member of the Economic Secu-
rity, Infrastructure Security and Cyber Security
Subcommittee of the Homeland Security Com-
mittee has focused on the threats to our Na-
tion’s security and how we can best protect
ourselves from those threats.

This legislation is an essential step towards
achieving real security by implementing out-
standing 9/11 Commission recommendations.

One major security enhancement in this leg-
islation is the move to distribute most home-
land security grant funding on the basis of
risk.

After the Department of Homeland Secu-
rity’s completion of comprehensive risk as-
sessments, States with lower risk will be guar-
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anteed 25 percent of all homeland security
funding, or 45 percent if the State has an
international land or sea border.

This provision strikes an appropriate bal-
ance between allocating most of the funding
based on risk, while ensuring that every State
will have the funding to maintain the nec-
essary level of preparedness.

Another important provision in this legisla-
tion requires annual updates of the National
Asset Database, and the creation of a subset,
the National At-Risk Database which will list
the infrastructure most at risk to terrorist at-
tacks.

In addition, the provision requires the De-
partment of Homeland Security to consult
each State annually to discuss their assets,
and confer with them before removing a State
asset from the Database.

These requirements satisfy the 9/11 Com-
mission recommendation for the development
of a reliable and complete list of the Nation’s
critical infrastructure to be used to assess
threats and allocate infrastructure protection
grants.

| am also particularly pleased that a provi-
sion to establish an Office of Appeals and Re-
dress that | offered as an amendment in Com-
mittee was included in this legislation.

| drafted this provision in response to my
constituents’ frustrations when they were held
up because they had the same name as
someone on the no-fly list, a frustration that |
experienced personally several months ago.

The establishment of this DHS-wide office
will ensure a timely and fair process for indi-
viduals that are wrongly identified, to seek re-
dress, correct their records and reduce, or
end, repeated delays and missed flights.

These are just a few of the important provi-
sions in H.R. 1 that will improve our Nation’s
security. | urge my colleagues to support this
important legislation.

Mr. SMITH of Texas. Mr. Speaker, I
yield 12 minutes to the gentleman
from New Mexico (Mr. PEARCE), a mem-
ber of the committee.

Mr. PEARCE. Mr. Speaker, 1 appre-
ciate our colleague’s efforts to secure
the Nation. We join in that effort. Pro-
tecting our homeland requires dili-
gence, resolve and common sense, and I
salute my colleagues who drafted the
bill. However, since we had no process
in committee to discuss or amend the
bill, we are simply left with asking rhe-
torical questions here on the floor.

We were told earlier that for $30 to
$40 per container we were going to se-
cure America. I hold in front of me my
passport. I am about to get that re-
newed. Every 10 years we do that, and
it is going to cost $82. I will tell you
that we had secure communications,
secure briefings in homeland security,
how they cannot secure even our pass-
ports for $82, yet we are going to secure
containers that are coming from the
Middle East full of oil; we are going to
secure containers full of vegetables;
and we are not going to interrupt com-
merce.

We cannot even count on some of our
friends to protect the intellectual prop-
erty rights on compact discs, and yet
we are going to trust them to offer the
security of this Nation.

These are the questions that should
have come up in committee. These are
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the questions that should come up
today. These are the questions that are
being ignored, and we are being asked
to look the other way and declare the
Nation safer.

I join with my colleagues in saying it
is awfully important for us to make
the Nation safe. The way we do that is
to prosecute the war on terror, to take
the will away from those people who
would strike this country, to ensure
that intelligence will provide us with
the resources and the application of
the resources to the areas of greatest
threat. We cannot secure containers for
$30 apiece when we can’t secure the
passport for $82.

Mr. THOMPSON of Mississippi. Mr.
Speaker, I yield 12 minutes to the gen-
tleman from Rhode Island (Mr.
LANGEVIN), a member of the Homeland
Security Committee.

(Mr. LANGEVIN asked and was given
permission to revise and extend his re-
marks.)

Mr. LANGEVIN. Mr. Chairman, I
want to thank you for yielding.

Mr. Speaker, I rise today to com-
mend this body for getting us back on
track to fully implementing all the
recommendations made by the bipar-
tisan 9/11 Commission. The 9/11 Com-
mission provided an objective and eye-
opening assessment of how terrorists
were able to exploit our security
vulnerabilities on September 11 and
made 41 key recommendations to ad-
dress these shortcomings. Unfortu-
nately, 2% years after the Commis-
sion’s report, glaring threats still re-
main.

Just over a year ago, the 9/11 Dis-
course Project issued a report card
that gave the administration Ds and F's
in some of the most critical areas.
Today, we finally have an opportunity
to ensure that the 9/11 Commission’s
tireless efforts were not in vain. H.R. 1
would shore up remaining
vulnerabilities and implement rec-
ommendations that have been ignored
completely or have been only partially
addressed until now.

As the ranking member of the Sub-
committee on the Prevention of Nu-
clear and Biological Attack in the
109th Congress, I am pleased that this
bill makes it more difficult for terror-
ists to obtain nuclear materials. It
strengthens our global nonproliferation
programs, which have proven success-
ful in securing the most dangerous nu-
clear material abroad.

To further protect our homeland
from nuclear threats, H.R. 1 also re-
quires 100 percent screening of cargo.

Finally, this legislation will help our
first responders, who place their lives
on the line each and every day, by
funding State and local interoperable
communications systems essential for
emergency response. H.R. 1 also signifi-
cantly improves information sharing,
which is our first line of defense.

This is a good bill, and I urge pas-
sage.

Mr. THOMPSON of Mississippi. Mr.
Speaker, I yield for the purpose of
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unanimous consent to the gentle-
woman from New York (Ms. CLARKE).

(Ms. CLARKE asked and was given
permission to revise and extend her re-
marks.)

Ms. CLARKE. Mr. Speaker, I rise as a
proud New Yorker and a new member
of the Homeland Security Committee
in enthusiastic support of H.R. 1.

Mr. Speaker, | rise in full support of H.R. 1,
Implementing the 9/11 Commission’s Rec-
ommendations. As a New Yorker and a mem-
ber of the Homeland Security Committee, this
bill  will implement very important rec-
ommendations that will ensure countries’ citi-
zens are more secure.

During the attacks of September 11, the
lives of nearly 400 persons from Brooklyn,
New York, came to an abrupt end due to ter-
rorists who used commercial airliners as guid-
ed missiles and crashed them into both of the
World Trade Center Towers in lower Manhat-
tan. In accordance with the attacks, more in-
nocent lives were lost due to an adequately
communication infrastructure. This bill will help
to address this shortfall in our first responders’
ability to coordinate future rescue efforts.

| cannot think of a better way of honoring
the memories, sacrifice and dedication of New
York City’s first responders: Fire Department
of New York—FDNY; Emergency Medical
Service—EMS; New York Police Depart-
ment—NYPD; and the Port Authority Police
Department—PAPD.

Terrorism is not an Islamic issue or a Mus-
lim issue, it is a human issue. No matter what
form or by whom it is perpetrated, terrorism is
a direct threat to our civil society. | believe that
these recommendations will help restore civil-
ity in our world. We must continue to dem-
onstrate that Americans are good people, and
overall, we want to help each other. Our diplo-
matic efforts will become more robust, our
presence will be more visible and our day to
day activities with our neighbors around the
world, more meaningful. The bill’'s provisions
include requiring major improvements in avia-
tion security, border security, and infrastruc-
ture security; providing first responders the
equipment and training they need; beefing up
efforts to prevent terrorists from acquiring
weapons of mass destruction; and significantly
expanding diplomatic, economic, educational,
and other strategies designed to counter ter-
rorism.

Overall, Mr. Speaker, | believe the rec-
ommendations will help make our nation safer
and will limit the likelihood of a similar attack
on our country. | fully support this legislation
and encourage all of my colleagues to do the
same.

Mr. KING of New York. Mr. Speaker,
I yield 2%2 minutes to the gentleman
from Georgia (Mr. GINGREY).

Mr. GINGREY. Mr. Speaker, I thank
the gentleman.

Mr. Speaker, I heard all during the
fall campaign from the Democratic
side of the aisle, the new majority, how
they were going to fully implement,
fully implement, the recommendations
of the 9/11 Commission and talk about
how the then Republican majority
failed miserably, and the 9/11 Commis-
sion gave the Republicans failing
grades, failing grades for passing 39 out
of 41 recommendations by the bipar-
tisan commission.
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Now, when I do the math on that,
that is 95 percent. I do not know about
your school, Mr. Speaker, but at Geor-
gia Tech, 95 percent was a solid A.

But the point I want to make is that
in no way, shape, or form is the new
majority coming forward with full im-
plementation of the recommendations
of the 9/11 Commission. And I hope the
media and I hope the 9/11 families do
not give you a pass on this.

When you look at those 41 rec-
ommendations, a couple that we were
not able to pass, that we did not pass,
and I think we probably should have,
one of them was especially in regard to
the House Permanent Select Com-
mittee on Intelligence, having that as
a balanced committee, almost like the
House Committee on Standards of Offi-
cial Behavior, the ethics committee,
where you have an equal balance be-
tween the two sides, the commission
has called for a one-vote margin, a one-
person margin for the majority. You
have structured that committee with a
12-9 majority for the Democrats.

Also, the commission has called for
open disclosure, Mr. Speaker, in regard
to the funding for intelligence, that
every Member of this body should have
an opportunity to see what each of 15
agencies, not just the CIA but all those
agencies embedded within the Depart-
ment of Defense and under the control
of the Deputy Secretary of Intelligence
within the Department, we need to
know what that spending is. So let us
tell the truth and be honest with the
American people.

Mr. Speaker, a little earlier, the dis-
tinguished majority leader, who I have
great respect for, and I know you have
great respect for Mr. HOYER, said that
the Democratic co-Chair of the 9/11
Commission, Mr. Hamilton, said: ‘If
H.R. 1is implemented and fully funded,
the American people will be safer.” No,
duh. But at what cost?

And, Mr. Speaker, what the former
Republican majority has done in regard
to container security initiatives, we
screen every container.

Mr. THOMPSON of Mississippi. Mr.
Speaker, I yield 1 minute to the former
sheriff from southern Indiana, who is
now a Member of Congress, Mr. ELLS-
WORTH.

Mr. ELLSWORTH. Mr. Speaker, I
thank the gentleman for yielding.

When the 9/11 Commission completed
their extensive investigation, they re-
ported an inability of the public safety
organizations at the local, State, and
Federal levels to establish compatible
and adequate communications. Accord-
ing to the report, a commitment had to
be made to improve the interoper-
ability of emergency communications
and capabilities for first responders.

With nearly 25 years of law enforce-
ment experience, I understand the es-
sential need for effective emergency
communications. When a devastating
tornado ripped through my community
in November of 2005, our local first re-
sponders were equipped to commu-
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nicate with each other. However, the
much-needed help we needed from
other agencies was difficult during this
time because they were unable to
speak to us when they came on the
scene.

For too long Congress has been decid-
edly ineffective in addressing our coun-
try’s most pressing security needs. The
9/11 Commission gave Congress an F on
ensuring communication interoper-
ability for first responders. We need to
rectify this. Congress and the Federal
Government can and must do better,
and that is why I stand in support and
strongly endorse the implementation
of the 9/11 Commission’s recommenda-
tions.

Mr. KING of New York. Mr. Speaker,
I yield 2 minutes to the gentleman
from Connecticut, who has been on this
issue for so many years, including be-
fore September 11, Mr. SHAYS.

Mr. SHAYS. I thank the gentleman
for yielding, and I just want to say to
PETER KING, as chairman you ran this
committee in such a bipartisan way
and worked well with the now-chair-
man, and I just hope and pray that this
continues on a bipartisan basis.

I want to say as well that I am ex-
cited to be back for 2 years to wrestle
with the people’s business, and these
are very important issues.

As co-chairman of the 9/11 Commis-
sion Caucus, I could tell you reasons
why you might want to vote against
the bill. It does not provide the total
amount spent on intelligence. It does
not address recommendations to shift
covert operations from CIA to defense.
It does not create a separate appropria-
tion subcommittee on intelligence. It
does not make a select permanent com-
mittee a full committee, nor does it ad-
dress the jurisdictions of the Depart-
ment of Homeland Security.

I could tell you those would be rea-
sons why you could be disappointed.
But why you should like this bill is
that it deals with expanding risk-based
funding, and it deals more with inter-
operability, which is a huge issue.

I am particularly concerned about
screening all cargo on passenger planes
within 3 years, and I am happy this bill
does that. Cargo screening, I am not
sure if it will screen 100 percent of
cargo, but I do think it moves us to-
wards doing what we need to do to
identify radiation and potential nu-
clear weapons. I particularly like mak-
ing the Privacy and Civil Liberties
Board an independent agency and giv-
ing it subpoena power.

These are things that I think move
the ball forward. I think Republicans
did it in the last session, and I think
this legislation is a good step forward.
So we can find reasons why we may not
like it; but I would hope, in the end, on
a bipartisan basis, we can recognize
that it does a lot more good and there-
fore deserves our support.

Again, I thank Mr. KING for his lead-
ership as chairman, and I welcome our
new chairman.

Mr. THOMPSON of Mississippi. Mr.
Speaker, I yield such time as he may
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consume to the distinguished member
of the Committee on Energy and Com-
merce, the gentleman from Michigan
(Mr. STUPAK).

Mr. STUPAK. Mr. Speaker, on behalf
of Mr. DINGELL, who unfortunately is
delayed at the White House, I want to
enter into a colloquy with the gen-
tleman from Mississippi.

I appreciate the gentleman’s yielding
to me to consider the aspects of HR. 1
that are of jurisdictional interests to
the Committee on Energy and Com-
merce. I regret that time will not allow
for a full discussion on the floor of the
areas where clarification and collabo-
ration are warranted.

BEarlier today, Mr. DINGELL sent a
letter to you, Mr. Chairman, outlining
areas where the Energy and Commerce
Committee would like to work to-
gether with your committee in a mean-
ingful manner as the bill moves for-
ward. The response received was that
you recognize the Committee on En-
ergy and Commerce has jurisdictional
interest in a number of aspects of the
bill. Mr. DINGELL wishes to get assur-
ances from you that you will work
with us and members of the Energy and
Commerce Committee as this legisla-
tion moves forward to ensure that the
bill does not result in the private sec-
tor being subjected to conflicting or in-
consistent rules or guidance. Does the
gentleman from Mississippi agree?

Mr. THOMPSON of Mississippi. I
agree we should avoid conflicting or in-
consistent rules or guidance.

Mr. STUPAK. I thank the chairman,
and I hereby submit both letters for
the RECORD to ensure the record is
complete on this matter.

HOUSE OF REPRESENTATIVES,
COMMITTEE ON HOMELAND SECURITY,
Washington, DC, January 9, 2007.
Hon. JOHN D. DINGELL,
Rayburn House Office Building,
Washington, DC.

DEAR CHAIRMAN DINGELL: I appreciate your
letter regarding certain aspects of H.R. 1, the
“Implementing the 9/11 Commission Rec-
ommendations Act of 2007.”

While it is important to note that I do not
control the entire process, as there are other
House Committees involved and the Senate
will likely have its own positions on a vari-
ety of these issues, I would be glad to work
with you as the legislation moves forward. I
agree we should avoid conflicting or incon-
sistent rules and guidance. As for the spe-
cific areas of interest that you raise in your
letter, I am pleased to respond to each issue,
point by point, as raised in your letter.

First, I would say that it is the my inten-
tion that the Secretary of Homeland Secu-
rity, in developing risk-based funding cri-
teria for first responder programs, coordi-
nate with the Secretary of Health and
Human Services. Additionally, I am pleased
to work with you to ensure that issues re-
garding the Department of Energy’s
Megaports program and the cargo scanning
requirement contained in the bill are ad-
dressed.

Your letter also seeks clarification on the
intended impact of the word ‘‘except’ in sec-
tion 901 of the bill and how it would relate to
activities underway by the Environmental
Protection Agency (EPA). In answer to your
question, I do agree that the effect of the
“‘except” clause is that there is no require-

CONGRESSIONAL RECORD —HOUSE

ment that for the Department of Homeland
Security to perform vulnerability assess-
ments at drinking water utilities. However, I
note that the Department of Homeland Secu-
rity does use the drinking water vulner-
ability assessments conducted under the
Safe Drinking Water Act for a number of
purposes, and it works with the EPA on
these issues. It is not the intention of this
legislation to affect that relationship either.
Additionally, it is not my intention that the
voluntary program outlined in Title XI of
the bill interfere with the mandatory Clean
Air Act program. As for energy, I am pleased
to work with you to clarify that the bill does
not intend to conflict with respect to the
types of energy-related regulatory or admin-
istrative regimes identified in your letter.

Finally, with respect to your questions on
telecommunications and cybersecurity, I am
pleased to work with you on the matters
raised and agree that the bill does not at-
tempt in any way to diminish or dilute any
authority or resources of the Assistant Sec-
retary for Cyber Security or of other Federal
agencies engaged in efforts to secure cyber
space. I would note that Rep. Zoe Lofgren, a
Member of the Homeland Security Com-
mittee, was one of the original sponsors of
H.R. 285, the bill to create the Assistant Sec-
retary of Cyber Security, during the 109th
Congress. I have been glad to work to create
this position, and I agree that is not the in-
tention of the bill to weaken that position. I
also do not intend to weaken other federal
cyber security efforts.

I appreciate the cooperation in this man-
ner and look forward to working with you, as
this bill moves through the legislative proc-
ess.

Sincerely,
BENNIE G. THOMPSON,
Chairman.
CONGRESS OF THE UNITED STATES,
HOUSE OF REPRESENTATIVES,
Washington, DC, January 9, 2007.
Hon. BENNIE G. THOMPSON,
Chairman, Committee on Homeland Security,
House of Representatives, Washington, DC.

DEAR MR. CHAIRMAN: I am writing to seek
clarification on jurisdictional aspects of H.R
1, the “Implementing the 9/11 Commission
Recommendations Act of 2007”’. The bill ap-
pears to concern many sectors of the United
States economy. These include food safety,
chemical safety, energy, electric reliability,
nuclear energy, public health and health
care, biological threats, telecommuni-
cations, the Internet, pipeline safety, safe
drinking water, and hydroelectric facilities.

As the Committee on Energy and Com-
merce has jurisdiction on statutes that con-
cern these economic sectors and has relevant
expertise to offer, I would like assurances
that you will continue to work with me in a
meaningful manner on these issues as the
bill moves forward. I believe that such col-
laboration will help ensure that the bill does
not result in the private sector being sub-
jected to conflicting or inconsistent rules or
guidance.

I would like to give a few examples of por-
tions of the bill where clarification would be
helpful. First, with respect to first respond-
ers in emergency situations, Section 101 of
the bill requires the Secretary of Homeland
Security to establish risk-based evaluation
and prioritization criteria for Department of
Homeland Security grants to first respond-
ers. The new Section 2004(a) of the Homeland
Security Act created by Section 101 of this
bill requires the Secretary, ‘‘in establishing
criteria for evaluating and prioritizing appli-
cations for covered grants,’”’ to ‘‘coordinate’
with ‘“‘other Department officials as deter-
mined by the Secretary.” In developing the
criteria, do you intend for the Secretary of
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Homeland Security to coordinate with the
Secretary of Health and Human Services,
among other Federal agencies?

As to the scanning of containers at foreign
ports, there is a provision in Title V of the
bill to require the scanning of 100 percent of
containers before they leave foreign ports
bound for the United States. The Depart-
ment of Energy has a ‘‘Megaports Initiative”’
to secure containers at foreign ports. As the
scanning requirement contained in the bill
may raise a number of issues involving the
Department of Energy’s Megaports program,
will you work with me to ensure that these
issues are addressed?

As to environmental matters, Section 901
requires the Secretary of Homeland Security
to prepare a vulnerability assessment of crit-
ical infrastructure ‘‘Except where a vulner-
ability assessment is required under another
provision of law.” The Safe Drinking Water
Act requires drinking water utilities to con-
duct vulnerability assessments and provide
them to the Environmental Protection Agen-
cy (EPA) for review. Do you agree that the
effect of the ‘‘except’ clause is that there is
no requirement for Homeland Security offi-
cials to perform vulnerability assessments at
drinking water utilities?

Continuing with environmental matters,
Title XI of the bill directs the Secretary of
Homeland Security to develop and imple-
ment a program to enhance private sector
emergency preparedness through the pro-
motion and use of voluntary standards. Sec-
tion 112(r) of the Clean Air Act establishes a
regulatory program that concerns accidental
releases of hazardous chemicals, and the pro-
gram requires covered facilities to prepare
an emergency response plan. That plan must
inform the public and local agencies as to ac-
cidental releases, emergency health care,
and employee training measures. Am I cor-
rect that you do not intend for the bill’s vol-
untary program to interfere with the manda-
tory Clean Air Act program?

Turning to energy, I want to work with
you to clarify the bill’s effect with respect to
independent regulatory commissions in the
field, such as the Federal Energy Regulatory
Commission (FERC) and the Nuclear Regu-
latory Commission (NRC), as well as the De-
partment of Energy (DOE), which issues
health and safety regulations for protection
of the public, workers, and the environment.
The areas of concern regarding energy in-
clude the following:

(1) The bill’s effects on the Energy Reli-
ability Organization recently approved by
FERC pursuant to the Energy Policy Act of
2005.

(2) The bill’s effects on conditions estab-
lished by the NRC on construction and oper-
ation licenses required of the Nation’s nu-
clear power plants to ensure their safety and
reliability, including their ability to with-
stand natural disasters such as hurricanes
and earthquakes and also potential hostile
threats.

(3) The bill’s effects on rules established by
the DOE (in concert with other regulatory
agencies such as the Environmental Protec-
tion Agency (EPA)) with respect to radio-
logical hazards at the Nation’s nuclear waste
and weapons facilities, including rules relat-
ing to worker safety and the protection of
public health and the environment.

Will you work with me to clarify these
matters?

Another area of concern relates to various
telecommunication issues. One is improving
communications interoperability. The Na-
tional Telecommunications and Information
Administration (NTIA), one of the Executive
Branch agencies with communications ex-
pertise, administers, in consultation with
the Department of Homeland Security’s, a
billion dollar program to improve interoper-
able emergency communications. Will you
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