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disagreeing votes of the two Houses on 
the amendment of the Senate to the 
bill (H.R. 4546) ‘‘An Act to authorize 
appropriations for fiscal year 2003 for 
military activities of the Department 
of Defense, for military construction, 
and for defense activities of the De-
partment of Energy, to prescribe per-
sonnel strengths for such fiscal year 
for the Armed Forces, and for other 
purposes.’’

The message also announced that 
pursuant to the provisions of Public 
Law 93–642, the Chair, on behalf of the 
Vice President, announces the appoint-
ment of the Senator from Missouri 
(Mrs. CARNAHAN) to the Board of Trust-
ees of the Harry S Truman Scholarship 
Foundation, vice the Senator from 
Montana (Mr. BAUCUS), made on Octo-
ber 22, 2002, during the adjournment. 

The message also announced that 
pursuant to the provisions of Public 
Law 99–498, the Chair, on behalf of the 
President pro tempore, and upon the 
recommendation of the Majority Lead-
er, announces the appointment of Clare 
Cotton of Massachusetts to the Advi-
sory Committee on Student Financial 
Assistance, vice Donald R. Vickers of 
Vermont, made on October 22, 2002, 
during the adjournment.

f

HOMELAND SECURITY ACT OF 2002 

Mr. ARMEY. Mr. Speaker, pursuant 
to House Resolution 600, I call up the 
bill (H.R. 5710) to establish the Depart-
ment of Homeland Security, and for 
other purposes, and ask for its imme-
diate consideration. 

The Clerk read the title of the bill. 
The text of H.R. 5710 is as follows:

H.R. 5710
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled,
SECTION 1. SHORT TITLE; TABLE OF CONTENTS. 

(a) SHORT TITLE.—This Act may be cited as 
the ‘‘Homeland Security Act of 2002’’. 

(b) TABLE OF CONTENTS.—The table of con-
tents for this Act is as follows:
Sec. 1. Short title; table of contents. 
Sec. 2. Definitions. 
Sec. 3. Construction; severability. 
Sec. 4. Effective date. 

TITLE I—DEPARTMENT OF HOMELAND 
SECURITY 

Sec. 101. Executive department; mission. 
Sec. 102. Secretary; functions. 
Sec. 103. Other officers. 
TITLE II—INFORMATION ANALYSIS AND 

INFRASTRUCTURE PROTECTION 
Subtitle A—Directorate for Information 

Analysis and Infrastructure Protection; 
Access to Information 

Sec. 201. Directorate for Information Anal-
ysis and Infrastructure Protec-
tion. 

Sec. 202. Access to information. 
Subtitle B—Critical Infrastructure 

Information 
Sec. 211. Short title. 
Sec. 212. Definitions. 
Sec. 213. Designation of critical infrastruc-

ture protection program. 
Sec. 214. Protection of voluntarily shared 

critical infrastructure informa-
tion. 

Sec. 215. No private right of action. 

Subtitle C—Information Security 
Sec. 221. Procedures for sharing informa-

tion. 
Sec. 222. Privacy Officer. 
Sec. 223. Enhancement of non-Federal 

cybersecurity. 
Sec. 224. Net guard. 
Sec. 225. Cyber Security Enhancement Act 

of 2002. 
Subtitle D—Office of Science and 

Technology 
Sec. 231. Establishment of office; Director. 
Sec. 232. Mission of office; duties. 
Sec. 233. Definition of law enforcement tech-

nology. 
Sec. 234. Abolishment of Office of Science 

and Technology of National In-
stitute of Justice; transfer of 
functions. 

Sec. 235. National Law Enforcement and 
Corrections Technology Cen-
ters. 

Sec. 236. Coordination with other entities 
within Department of Justice. 

Sec. 237. Amendments relating to National 
Institute of Justice. 

TITLE III—SCIENCE AND TECHNOLOGY IN 
SUPPORT OF HOMELAND SECURITY 

Sec. 301. Under Secretary for Science and 
Technology. 

Sec. 302. Responsibilities and authorities of 
the Under Secretary for Science 
and Technology. 

Sec. 303. Functions transferred. 
Sec. 304. Conduct of certain public health-

related activities. 
Sec. 305. Federally funded research and de-

velopment centers. 
Sec. 306. Miscellaneous provisions. 
Sec. 307. Homeland Security Advanced Re-

search Projects Agency. 
Sec. 308. Conduct of research, development, 

demonstration, testing and 
evaluation. 

Sec. 309. Utilization of Department of En-
ergy national laboratories and 
sites in support of homeland se-
curity activities. 

Sec. 310. Transfer of Plum Island Animal 
Disease Center, Department of 
Agriculture. 

Sec. 311. Homeland Security Science and 
Technology Advisory Com-
mittee. 

Sec. 312. Homeland Security Institute. 
Sec. 313. Technology clearinghouse to en-

courage and support innovative 
solutions to enhance homeland 
security. 

TITLE IV—DIRECTORATE OF BORDER 
AND TRANSPORTATION SECURITY 

Subtitle A—Under Secretary for Border and 
Transportation Security 

Sec. 401. Under Secretary for Border and 
Transportation Security. 

Sec. 402. Responsibilities. 
Sec. 403. Functions transferred. 
Subtitle B—United States Customs Service 

Sec. 411. Establishment; Commissioner of 
Customs. 

Sec. 412. Retention of customs revenue func-
tions by Secretary of the Treas-
ury. 

Sec. 413. Preservation of customs funds. 
Sec. 414. Separate budget request for cus-

toms. 
Sec. 415. Definition. 
Sec. 416. GAO report to Congress. 
Sec. 417. Allocation of resources by the Sec-

retary. 
Sec. 418. Reports to Congress. 
Sec. 419. Customs user fees. 

Subtitle C—Miscellaneous Provisions 
Sec. 421. Transfer of certain agricultural in-

spection functions of the De-
partment of Agriculture. 

Sec. 422. Functions of Administrator of Gen-
eral Services. 

Sec. 423. Functions of Transportation Secu-
rity Administration. 

Sec. 424. Preservation of Transportation Se-
curity Administration as a dis-
tinct entity. 

Sec. 425. Explosive detection systems. 
Sec. 426. Transportation security. 
Sec. 427. Coordination of information and in-

formation technology. 
Sec. 428. Visa issuance. 
Sec. 429. Information on visa denials re-

quired to be entered into elec-
tronic data system. 

Sec. 430. Office for Domestic Preparedness. 
Subtitle D—Immigration Enforcement 

Functions 
Sec. 441. Transfer of functions to Under Sec-

retary for Border and Transpor-
tation Security. 

Sec. 442. Establishment of Bureau of Border 
Security. 

Sec. 443. Professional responsibility and 
quality review. 

Sec. 444. Employee discipline. 
Sec. 445. Report on improving enforcement 

functions. 
Sec. 446. Sense of Congress regarding con-

struction of fencing near San 
Diego, California. 

Subtitle E—Citizenship and Immigration 
Services 

Sec. 451. Establishment of Bureau of Citizen-
ship and Immigration Services. 

Sec. 452. Citizenship and Immigration Serv-
ices Ombudsman. 

Sec. 453. Professional responsibility and 
quality review. 

Sec. 454. Employee discipline. 
Sec. 455. Effective date. 
Sec. 456. Transition. 
Sec. 457. Funding for citizenship and immi-

gration services. 
Sec. 458. Backlog elimination. 
Sec. 459. Report on improving immigration 

services. 
Sec. 460. Report on responding to fluc-

tuating needs. 
Sec. 461. Application of Internet-based tech-

nologies. 
Sec. 462. Children’s affairs. 
Subtitle F—General Immigration Provisions 
Sec. 471. Abolishment of INS. 
Sec. 472. Voluntary separation incentive 

payments. 
Sec. 473. Authority to conduct a demonstra-

tion project relating to discipli-
nary action. 

Sec. 474. Sense of Congress. 
Sec. 475. Director of Shared Services. 
Sec. 476. Separation of funding. 
Sec. 477. Reports and implementation plans. 
Sec. 478. Immigration functions. 
TITLE V—EMERGENCY PREPAREDNESS 

AND RESPONSE 
Sec. 501. Under Secretary for Emergency 

Preparedness and Response. 
Sec. 502. Responsibilities. 
Sec. 503. Functions transferred. 
Sec. 504. Nuclear incident response. 
Sec. 505. Conduct of certain public health-

related activities. 
Sec. 506. Definition. 
Sec. 507. Role of Federal Emergency Man-

agement Agency. 
Sec. 508. Use of national private sector net-

works in emergency response. 
Sec. 509. Use of commercially available 

technology, goods, and services. 
TITLE VI—TREATMENT OF CHARITABLE 

TRUSTS FOR MEMBERS OF THE ARMED 
FORCES OF THE UNITED STATES AND 
OTHER GOVERNMENTAL ORGANIZA-
TIONS 

Sec. 601. Treatment of charitable trusts for 
members of the Armed Forces 
of the United States and other 
governmental organizations. 
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TITLE VII—MANAGEMENT 

Sec. 701. Under Secretary for Management. 
Sec. 702. Chief Financial Officer. 
Sec. 703. Chief Information Officer. 
Sec. 704. Chief Human Capital Officer. 
Sec. 705. Establishment of Officer for Civil 

Rights and Civil Liberties. 
Sec. 706. Consolidation and co-location of of-

fices. 
TITLE VIII—COORDINATION WITH NON-

FEDERAL ENTITIES; INSPECTOR GEN-
ERAL; UNITED STATES SECRET SERV-
ICE; COAST GUARD; GENERAL PROVI-
SIONS 

Subtitle A—Coordination with Non-Federal 
Entities 

Sec. 801. Office for State and Local Govern-
ment Coordination. 

Subtitle B—Inspector General 
Sec. 811. Authority of the Secretary. 
Sec. 812. Law enforcement powers of Inspec-

tor General agents. 
Subtitle C—United States Secret Service 

Sec. 821. Functions transferred. 
Subtitle D—Acquisitions 

Sec. 831. Research and development 
projects. 

Sec. 832. Personal services. 
Sec. 833. Special streamlined acquisition au-

thority. 
Sec. 834. Unsolicited proposals. 
Sec. 835. Prohibition on contracts with cor-

porate expatriates. 

Subtitle E—Human Resources Management 

Sec. 841. Establishment of Human Resources 
Management System. 

Sec. 842. Labor-management relations. 

Subtitle F—Federal Emergency 
Procurement Flexibility 

Sec. 851. Definition. 
Sec. 852. Procurements for defense against 

or recovery from terrorism or 
nuclear, biological, chemical, 
or radiological attack. 

Sec. 853. Increased simplified acquisition 
threshold for procurements in 
support of humanitarian or 
peacekeeping operations or con-
tingency operations. 

Sec. 854. Increased micro-purchase threshold 
for certain procurements. 

Sec. 855. Application of certain commercial 
items authorities to certain 
procurements. 

Sec. 856. Use of streamlined procedures. 
Sec. 857. Review and report by Comptroller 

General. 
Sec. 858. Identification of new entrants into 

the Federal marketplace. 

Subtitle G—Support Anti-terrorism by 
Fostering Effective Technologies Act of 2002

Sec. 861. Short title. 
Sec. 862. Administration. 
Sec. 863. Litigation management. 
Sec. 864. Risk management. 
Sec. 865. Definitions. 

Subtitle H—Miscellaneous Provisions 

Sec. 871. Advisory committees. 
Sec. 872. Reorganization. 
Sec. 873. Use of appropriated funds. 
Sec. 874. Future Year Homeland Security 

Program. 
Sec. 875. Miscellaneous authorities. 
Sec. 876. Military activities. 
Sec. 877. Regulatory authority and preemp-

tion. 
Sec. 878. Counternarcotics officer. 
Sec. 879. Office of International Affairs. 
Sec. 880. Prohibition of the Terrorism Infor-

mation and Prevention System. 
Sec. 881. Review of pay and benefit plans. 
Sec. 882. Office for National Capital Region 

Coordination. 

Sec. 883. Requirement to comply with laws 
protecting equal employment 
opportunity and providing 
whistleblower protections. 

Sec. 884. Federal Law Enforcement Training 
Center. 

Sec. 885. Joint Interagency Task Force. 
Sec. 886. Sense of Congress reaffirming the 

continued importance and ap-
plicability of the Posse Com-
itatus Act. 

Sec. 887. Coordination with the Department 
of Health and Human Services 
under the Public Health Service 
Act. 

Sec. 888. Preserving Coast Guard mission 
performance. 

Sec. 889. Homeland security funding anal-
ysis in President’s budget. 

Sec. 890. Air Transportation Safety and Sys-
tem Stabilization Act. 

Subtitle I—Information Sharing 
Sec. 891. Short title; findings; and sense of 

Congress. 
Sec. 892. Facilitating homeland security in-

formation sharing procedures. 
Sec. 893. Report. 
Sec. 894. Authorization of appropriations. 
Sec. 895. Authority to share grand jury in-

formation. 
Sec. 896. Authority to share electronic, wire, 

and oral interception informa-
tion. 

Sec. 897. Foreign intelligence information. 
Sec. 898. Information acquired from an elec-

tronic surveillance. 
Sec. 899. Information acquired from a phys-

ical search. 
TITLE IX—NATIONAL HOMELAND 

SECURITY COUNCIL 
Sec. 901. National Homeland Security Coun-

cil. 
Sec. 902. Function. 
Sec. 903. Membership. 
Sec. 904. Other functions and activities. 
Sec. 905. Staff composition. 
Sec. 906. Relation to the National Security 

Council. 
TITLE X—INFORMATION SECURITY 

Sec. 1001. Information security. 
Sec. 1002. Management of information tech-

nology. 
Sec. 1003. National Institute of Standards 

and Technology. 
Sec. 1004. Information Security and Privacy 

Advisory Board. 
Sec. 1005. Technical and conforming amend-

ments. 
Sec. 1006. Construction. 

TITLE XI—DEPARTMENT OF JUSTICE 
DIVISIONS 

Subtitle A—Executive Office for 
Immigration Review 

Sec. 1101. Legal status of EOIR. 
Sec. 1102. Authorities of the Attorney Gen-

eral. 
Sec. 1103. Statutory construction. 
Subtitle B—Transfer of the Bureau of Alco-

hol, Tobacco and Firearms to the Depart-
ment of Justice 

Sec. 1111. Bureau of Alcohol, Tobacco, Fire-
arms, and Explosives. 

Sec. 1112. Technical and conforming amend-
ments. 

Sec. 1113. Powers of agents of the Bureau of 
Alcohol, Tobacco, Firearms, 
and Explosives. 

Sec. 1114. Explosives training and research 
facility. 

Sec. 1115. Personnel management dem-
onstration project. 

Subtitle C—Explosives 
Sec. 1121. Short title. 
Sec. 1122. Permits for purchasers of explo-

sives. 

Sec. 1123. Persons prohibited from receiving 
or possessing explosive mate-
rials. 

Sec. 1124. Requirement to provide samples of 
explosive materials and ammo-
nium nitrate. 

Sec. 1125. Destruction of property of institu-
tions receiving Federal finan-
cial assistance. 

Sec. 1126. Relief from disabilities. 
Sec. 1127. Theft reporting requirement. 
Sec. 1128. Authorization of appropriations. 

TITLE XII—AIRLINE WAR RISK 
INSURANCE LEGISLATION 

Sec. 1201. Air carrier liability for third party 
claims arising out of acts of 
terrorism. 

Sec. 1202. Extension of insurance policies. 
Sec. 1203. Correction of reference. 
Sec. 1204. Report. 

TITLE XIII—FEDERAL WORKFORCE 
IMPROVEMENT 

Subtitle A—Chief Human Capital Officers 

Sec. 1301. Short title. 
Sec. 1302. Agency Chief Human Capital Offi-

cers. 
Sec. 1303. Chief Human Capital Officers 

Council. 
Sec. 1304. Strategic human capital manage-

ment. 
Sec. 1305. Effective date. 

Subtitle B—Reforms Relating to Federal 
Human Capital Management 

Sec. 1311. Inclusion of agency human capital 
strategic planning in perform-
ance plans and programs per-
formance reports. 

Sec. 1312. Reform of the competitive service 
hiring process. 

Sec. 1313. Permanent extension, revision, 
and expansion of authorities for 
use of voluntary separation in-
centive pay and voluntary early 
retirement. 

Sec. 1314. Student volunteer transit subsidy. 

Subtitle C—Reforms Relating to the Senior 
Executive Service 

Sec. 1321. Repeal of recertification require-
ments of senior executives. 

Sec. 1322. Adjustment of limitation on total 
annual compensation. 

Subtitle D—Academic Training 

Sec. 1331. Academic training. 
Sec. 1332. Modifications to National Secu-

rity Education Program. 

TITLE XIV—ARMING PILOTS AGAINST 
TERRORISM 

Sec. 1401. Short title. 
Sec. 1402. Federal Flight Deck Officer Pro-

gram. 
Sec. 1403. Crew training. 
Sec. 1404. Commercial airline security 

study. 
Sec. 1405. Authority to arm flight deck crew 

with less-than-lethal weapons. 
Sec. 1406. Technical amendments. 

TITLE XV—TRANSITION 

Subtitle A—Reorganization Plan 

Sec. 1501. Definitions. 
Sec. 1502. Reorganization plan. 
Sec. 1503. Review of congressional com-

mittee structures. 

Subtitle B—Transitional Provisions 

Sec. 1511. Transitional authorities. 
Sec. 1512. Savings provisions. 
Sec. 1513. Terminations. 
Sec. 1514. National identification system not 

authorized. 
Sec. 1515. Continuity of Inspector General 

oversight. 
Sec. 1516. Incidental transfers. 
Sec. 1517. Reference. 
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TITLE XVI—CORRECTIONS TO EXISTING 

LAW RELATING TO AIRLINE TRANS-
PORTATION SECURITY 

Sec. 1601. Retention of security sensitive in-
formation authority at Depart-
ment of Transportation. 

Sec. 1602. Increase in civil penalties. 
Sec. 1603. Allowing United States citizens 

and United States nationals as 
screeners. 

TITLE XVII—CONFORMING AND 
TECHNICAL AMENDMENTS 

Sec. 1701. Inspector General Act of 1978. 
Sec. 1702. Executive Schedule. 
Sec. 1703. United States Secret Service. 
Sec. 1704. Coast Guard. 
Sec. 1705. Strategic national stockpile and 

smallpox vaccine development. 
Sec. 1706. Transfer of certain security and 

law enforcement functions and 
authorities. 

Sec. 1707. Transportation security regula-
tions. 

Sec. 1708. National Bio-Weapons Defense 
Analysis Center. 

Sec. 1709. Collaboration with the Secretary 
of Homeland Security. 

Sec. 1710. Railroad safety to include railroad 
security. 

Sec. 1711. Hazmat safety to include hazmat 
security. 

Sec. 1712. Office of Science and Technology 
Policy. 

Sec. 1713. National Oceanographic Partner-
ship Program. 

Sec. 1714. Clarification of definition of man-
ufacturer. 

Sec. 1715. Clarification of definition of vac-
cine-related injury or death. 

Sec. 1716. Clarification of definition of vac-
cine. 

Sec. 1717. Effective date.
SEC. 2. DEFINITIONS. 

In this Act, the following definitions apply: 
(1) Each of the terms ‘‘American home-

land’’ and ‘‘homeland’’ means the United 
States. 

(2) The term ‘‘appropriate congressional 
committee’’ means any committee of the 
House of Representatives or the Senate hav-
ing legislative or oversight jurisdiction 
under the Rules of the House of Representa-
tives or the Senate, respectively, over the 
matter concerned. 

(3) The term ‘‘assets’’ includes contracts, 
facilities, property, records, unobligated or 
unexpended balances of appropriations, and 
other funds or resources (other than per-
sonnel). 

(4) The term ‘‘critical infrastructure’’ has 
the meaning given that term in section 
1016(e) of Public Law 107–56 (42 U.S.C. 
5195c(e)). 

(5) The term ‘‘Department’’ means the De-
partment of Homeland Security. 

(6) The term ‘‘emergency response pro-
viders’’ includes Federal, State, and local 
emergency public safety, law enforcement, 
emergency response, emergency medical 
(including hospital emergency facilities), 
and related personnel, agencies, and authori-
ties. 

(7) The term ‘‘executive agency’’ means an 
executive agency and a military department, 
as defined, respectively, in sections 105 and 
102 of title 5, United States Code. 

(8) The term ‘‘functions’’ includes authori-
ties, powers, rights, privileges, immunities, 
programs, projects, activities, duties, and re-
sponsibilities. 

(9) The term ‘‘key resources’’ means pub-
licly or privately controlled resources essen-
tial to the minimal operations of the econ-
omy and government. 

(10) The term ‘‘local government’’ means—
(A) a county, municipality, city, town, 

township, local public authority, school dis-

trict, special district, intrastate district, 
council of governments (regardless of wheth-
er the council of governments is incor-
porated as a nonprofit corporation under 
State law), regional or interstate govern-
ment entity, or agency or instrumentality of 
a local government; 

(B) an Indian tribe or authorized tribal or-
ganization, or Alaska Native village or orga-
nization; and 

(C) a rural community, unincorporated 
town or village, or other public entity.

(11) The term ‘‘major disaster’’ has the 
meaning given in section 102(2) of the Robert 
T. Stafford Disaster Relief and Emergency 
Assistance Act (42 U.S.C. 5122). 

(12) The term ‘‘personnel’’ means officers 
and employees. 

(13) The term ‘‘Secretary’’ means the Sec-
retary of Homeland Security.

(14) The term ‘‘State’’ means any State of 
the United States, the District of Columbia, 
the Commonwealth of Puerto Rico, the Vir-
gin Islands, Guam, American Samoa, the 
Commonwealth of the Northern Mariana Is-
lands, and any possession of the United 
States. 

(15) The term ‘‘terrorism’’ means any ac-
tivity that—

(A) involves an act that—
(i) is dangerous to human life or poten-

tially destructive of critical infrastructure 
or key resources; and 

(ii) is a violation of the criminal laws of 
the United States or of any State or other 
subdivision of the United States; and 

(B) appears to be intended—
(i) to intimidate or coerce a civilian popu-

lation; 
(ii) to influence the policy of a government 

by intimidation or coercion; or 
(iii) to affect the conduct of a government 

by mass destruction, assassination, or kid-
napping. 

(16)(A) The term ‘‘United States’’, when 
used in a geographic sense, means any State 
of the United States, the District of Colum-
bia, the Commonwealth of Puerto Rico, the 
Virgin Islands, Guam, American Samoa, the 
Commonwealth of the Northern Mariana Is-
lands, any possession of the United States, 
and any waters within the jurisdiction of the 
United States. 

(B) Nothing in this paragraph or any other 
provision of this Act shall be construed to 
modify the definition of ‘‘United States’’ for 
the purposes of the Immigration and Nation-
ality Act or any other immigration or na-
tionality law. 
SEC. 3. CONSTRUCTION; SEVERABILITY. 

Any provision of this Act held to be invalid 
or unenforceable by its terms, or as applied 
to any person or circumstance, shall be con-
strued so as to give it the maximum effect 
permitted by law, unless such holding shall 
be one of utter invalidity or unenforce-
ability, in which event such provision shall 
be deemed severable from this Act and shall 
not affect the remainder thereof, or the ap-
plication of such provision to other persons 
not similarly situated or to other, dissimilar 
circumstances. 
SEC. 4. EFFECTIVE DATE. 

This Act shall take effect 60 days after the 
date of enactment. 

TITLE I—DEPARTMENT OF HOMELAND 
SECURITY 

SEC. 101. EXECUTIVE DEPARTMENT; MISSION. 
(a) ESTABLISHMENT.—There is established a 

Department of Homeland Security, as an ex-
ecutive department of the United States 
within the meaning of title 5, United States 
Code. 

(b) MISSION.—
(1) IN GENERAL.—The primary mission of 

the Department is to—
(A) prevent terrorist attacks within the 

United States; 

(B) reduce the vulnerability of the United 
States to terrorism; 

(C) minimize the damage, and assist in the 
recovery, from terrorist attacks that do 
occur within the United States; 

(D) carry out all functions of entities 
transferred to the Department, including by 
acting as a focal point regarding natural and 
manmade crises and emergency planning;

(E) ensure that the functions of the agen-
cies and subdivisions within the Department 
that are not related directly to securing the 
homeland are not diminished or neglected 
except by a specific explicit Act of Congress; 

(F) ensure that the overall economic secu-
rity of the United States is not diminished 
by efforts, activities, and programs aimed at 
securing the homeland; and 

(G) monitor connections between illegal 
drug trafficking and terrorism, coordinate 
efforts to sever such connections, and other-
wise contribute to efforts to interdict illegal 
drug trafficking.

(2) RESPONSIBILITY FOR INVESTIGATING AND 
PROSECUTING TERRORISM.—Except as specifi-
cally provided by law with respect to entities 
transferred to the Department under this 
Act, primary responsibility for investigating 
and prosecuting acts of terrorism shall be 
vested not in the Department, but rather in 
Federal, State, and local law enforcement 
agencies with jurisdiction over the acts in 
question. 
SEC. 102. SECRETARY; FUNCTIONS. 

(a) SECRETARY.—
(1) IN GENERAL.—There is a Secretary of 

Homeland Security, appointed by the Presi-
dent, by and with the advice and consent of 
the Senate. 

(2) HEAD OF DEPARTMENT.—The Secretary 
is the head of the Department and shall have 
direction, authority, and control over it. 

(3) FUNCTIONS VESTED IN SECRETARY.—All 
functions of all officers, employees, and or-
ganizational units of the Department are 
vested in the Secretary. 

(b) FUNCTIONS.—The Secretary—
(1) except as otherwise provided by this 

Act, may delegate any of the Secretary’s 
functions to any officer, employee, or orga-
nizational unit of the Department; 

(2) shall have the authority to make con-
tracts, grants, and cooperative agreements, 
and to enter into agreements with other ex-
ecutive agencies, as may be necessary and 
proper to carry out the Secretary’s respon-
sibilities under this Act or otherwise pro-
vided by law; and 

(3) shall take reasonable steps to ensure 
that information systems and databases of 
the Department are compatible with each 
other and with appropriate databases of 
other Departments. 

(c) COORDINATION WITH NON-FEDERAL ENTI-
TIES.—With respect to homeland security, 
the Secretary shall coordinate through the 
Office of State and Local Coordination 
(established under section 801) (including the 
provision of training and equipment) with 
State and local government personnel, agen-
cies, and authorities, with the private sector, 
and with other entities, including by—

(1) coordinating with State and local gov-
ernment personnel, agencies, and authori-
ties, and with the private sector, to ensure 
adequate planning, equipment, training, and 
exercise activities; 

(2) coordinating and, as appropriate, con-
solidating, the Federal Government’s com-
munications and systems of communications 
relating to homeland security with State 
and local government personnel, agencies, 
and authorities, the private sector, other en-
tities, and the public; and 

(3) distributing or, as appropriate, coordi-
nating the distribution of, warnings and in-
formation to State and local government 
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personnel, agencies, and authorities and to 
the public. 

(d) MEETINGS OF NATIONAL SECURITY COUN-
CIL.—The Secretary may, subject to the di-
rection of the President, attend and partici-
pate in meetings of the National Security 
Council.

(e) ISSUANCE OF REGULATIONS.—The 
issuance of regulations by the Secretary 
shall be governed by the provisions of chap-
ter 5 of title 5, United States Code, except as 
specifically provided in this Act, in laws 
granting regulatory authorities that are 
transferred by this Act, and in laws enacted 
after the date of enactment of this Act.

(f) SPECIAL ASSISTANT TO THE SECRETARY.—
The Secretary shall appoint a Special Assist-
ant to the Secretary who shall be responsible 
for—

(1) creating and fostering strategic com-
munications with the private sector to en-
hance the primary mission of the Depart-
ment to protect the American homeland; 

(2) advising the Secretary on the impact of 
the Department’s policies, regulations, proc-
esses, and actions on the private sector; 

(3) interfacing with other relevant Federal 
agencies with homeland security missions to 
assess the impact of these agencies’ actions 
on the private sector; 

(4) creating and managing private sector 
advisory councils composed of representa-
tives of industries and associations des-
ignated by the Secretary to—

(A) advise the Secretary on private sector 
products, applications, and solutions as they 
relate to homeland security challenges; and 

(B) advise the Secretary on homeland secu-
rity policies, regulations, processes, and ac-
tions that affect the participating industries 
and associations; 

(5) working with Federal laboratories, Fed-
erally funded research and development cen-
ters, other Federally funded organizations, 
academia, and the private sector to develop 
innovative approaches to address homeland 
security challenges to produce and deploy 
the best available technologies for homeland 
security missions; 

(6) promoting existing public-private part-
nerships and developing new public-private 
partnerships to provide for collaboration and 
mutual support to address homeland secu-
rity challenges; and 

(7) assisting in the development and pro-
motion of private sector best practices to se-
cure critical infrastructure.

(g) STANDARDS POLICY.—All standards ac-
tivities of the Department shall be con-
ducted in accordance with section 12(d) of 
the National Technology Transfer Advance-
ment Act of 1995 (15 U.S.C. 272 note) and Of-
fice of Management and Budget Circular A–
119. 
SEC. 103. OTHER OFFICERS. 

(a) DEPUTY SECRETARY; UNDER SECRE-
TARIES.—There are the following officers, ap-
pointed by the President, by and with the ad-
vice and consent of the Senate: 

(1) A Deputy Secretary of Homeland Secu-
rity, who shall be the Secretary’s first as-
sistant for purposes of subchapter III of 
chapter 33 of title 5, United States Code. 

(2) An Under Secretary for Information 
Analysis and Infrastructure Protection. 

(3) An Under Secretary for Science and 
Technology. 

(4) An Under Secretary for Border and 
Transportation Security. 

(5) An Under Secretary for Emergency Pre-
paredness and Response. 

(6) A Director of the Bureau of Citizenship 
and Immigration Services. 

(7) An Under Secretary for Management. 
(8) Not more than 12 Assistant Secretaries. 
(9) A General Counsel, who shall be the 

chief legal officer of the department. 

(b) INSPECTOR GENERAL.—There is an In-
spector General, who shall be appointed as 
provided in section 3(a) of the Inspector Gen-
eral Act of 1978. 

(c) COMMANDANT OF THE COAST GUARD.—To 
assist the Secretary in the performance of 
the Secretary’s functions, there is a Com-
mandant of the Coast Guard, who shall be 
appointed as provided in section 44 of title 
14, United States Code, and who shall report 
directly to the Secretary. In addition to such 
duties as may be provided in this Act and as 
assigned to the Commandant by the Sec-
retary, the duties of the Commandant shall 
include those required by section 2 of title 
14, United States Code. 

(d) OTHER OFFICERS.—To assist the Sec-
retary in the performance of the Secretary’s 
functions, there are the following officers, 
appointed by the President: 

(1) A Director of the Secret Service. 
(2) A Chief Information Officer. 
(3) A Chief Human Capital Officer. 
(4) A Chief Financial Officer. 
(5) An Officer for Civil Rights and Civil 

Liberties. 
(e) PERFORMANCE OF SPECIFIC FUNCTIONS.—

Subject to the provisions of this Act, every 
officer of the Department shall perform the 
functions specified by law for the official’s 
office or prescribed by the Secretary.

TITLE II—INFORMATION ANALYSIS AND 
INFRASTRUCTURE PROTECTION 

Subtitle A—Directorate for Information Anal-
ysis and Infrastructure Protection; Access 
to Information 

SEC. 201. DIRECTORATE FOR INFORMATION 
ANALYSIS AND INFRASTRUCTURE 
PROTECTION. 

(a) UNDER SECRETARY OF HOMELAND SECU-
RITY FOR INFORMATION ANALYSIS AND INFRA-
STRUCTURE PROTECTION.—

(1) IN GENERAL.—There shall be in the De-
partment a Directorate for Information 
Analysis and Infrastructure Protection head-
ed by an Under Secretary for Information 
Analysis and Infrastructure Protection, who 
shall be appointed by the President, by and 
with the advice and consent of the Senate. 

(2) RESPONSIBILITIES.—The Under Sec-
retary shall assist the Secretary in dis-
charging the responsibilities assigned by the 
Secretary. 

(b) ASSISTANT SECRETARY FOR INFORMATION 
ANALYSIS; ASSISTANT SECRETARY FOR INFRA-
STRUCTURE PROTECTION.—

(1) ASSISTANT SECRETARY FOR INFORMATION 
ANALYSIS.—There shall be in the Department 
an Assistant Secretary for Information Anal-
ysis, who shall be appointed by the Presi-
dent. 

(2) ASSISTANT SECRETARY FOR INFRASTRUC-
TURE PROTECTION.—There shall be in the De-
partment an Assistant Secretary for Infra-
structure Protection, who shall be appointed 
by the President. 

(3) RESPONSIBILITIES.—The Assistant Sec-
retary for Information Analysis and the As-
sistant Secretary for Infrastructure Protec-
tion shall assist the Under Secretary for In-
formation Analysis and Infrastructure Pro-
tection in discharging the responsibilities of 
the Under Secretary under this section. 

(c) DISCHARGE OF INFORMATION ANALYSIS 
AND INFRASTRUCTURE PROTECTION.—The Sec-
retary shall ensure that the responsibilities 
of the Department regarding information 
analysis and infrastructure protection are 
carried out through the Under Secretary for 
Information Analysis and Infrastructure 
Protection. 

(d) RESPONSIBILITIES OF UNDER SEC-
RETARY.—Subject to the direction and con-
trol of the Secretary, the responsibilities of 
the Under Secretary for Information Anal-
ysis and Infrastructure Protection shall be 
as follows: 

(1) To access, receive, and analyze law en-
forcement information, intelligence informa-
tion, and other information from agencies of 
the Federal Government, State and local 
government agencies (including law enforce-
ment agencies), and private sector entities, 
and to integrate such information in order 
to—

(A) identify and assess the nature and 
scope of terrorist threats to the homeland; 

(B) detect and identify threats of terrorism 
against the United States; and 

(C) understand such threats in light of ac-
tual and potential vulnerabilities of the 
homeland. 

(2) To carry out comprehensive assess-
ments of the vulnerabilities of the key re-
sources and critical infrastructure of the 
United States, including the performance of 
risk assessments to determine the risks 
posed by particular types of terrorist attacks 
within the United States (including an as-
sessment of the probability of success of 
such attacks and the feasibility and poten-
tial efficacy of various countermeasures to 
such attacks). 

(3) To integrate relevant information, 
analyses, and vulnerability assessments 
(whether such information, analyses, or as-
sessments are provided or produced by the 
Department or others) in order to identify 
priorities for protective and support meas-
ures by the Department, other agencies of 
the Federal Government, State and local 
government agencies and authorities, the 
private sector, and other entities. 

(4) To ensure, pursuant to section 202, the 
timely and efficient access by the Depart-
ment to all information necessary to dis-
charge the responsibilities under this sec-
tion, including obtaining such information 
from other agencies of the Federal Govern-
ment. 

(5) To develop a comprehensive national 
plan for securing the key resources and crit-
ical infrastructure of the United States, in-
cluding power production, generation, and 
distribution systems, information tech-
nology and telecommunications systems 
(including satellites), electronic financial 
and property record storage and trans-
mission systems, emergency preparedness 
communications systems, and the physical 
and technological assets that support such 
systems. 

(6) To recommend measures necessary to 
protect the key resources and critical infra-
structure of the United States in coordina-
tion with other agencies of the Federal Gov-
ernment and in cooperation with State and 
local government agencies and authorities, 
the private sector, and other entities. 

(7) To administer the Homeland Security 
Advisory System, including—

(A) exercising primary responsibility for 
public advisories related to threats to home-
land security; and 

(B) in coordination with other agencies of 
the Federal Government, providing specific 
warning information, and advice about ap-
propriate protective measures and counter-
measures, to State and local government 
agencies and authorities, the private sector, 
other entities, and the public. 

(8) To review, analyze, and make rec-
ommendations for improvements in the poli-
cies and procedures governing the sharing of 
law enforcement information, intelligence 
information, intelligence-related informa-
tion, and other information relating to 
homeland security within the Federal Gov-
ernment and between the Federal Govern-
ment and State and local government agen-
cies and authorities. 

(9) To disseminate, as appropriate, infor-
mation analyzed by the Department within 
the Department, to other agencies of the 
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Federal Government with responsibilities re-
lating to homeland security, and to agencies 
of State and local governments and private 
sector entities with such responsibilities in 
order to assist in the deterrence, prevention, 
preemption of, or response to, terrorist at-
tacks against the United States. 

(10) To consult with the Director of Central 
Intelligence and other appropriate intel-
ligence, law enforcement, or other elements 
of the Federal Government to establish col-
lection priorities and strategies for informa-
tion, including law enforcement-related in-
formation, relating to threats of terrorism 
against the United States through such 
means as the representation of the Depart-
ment in discussions regarding requirements 
and priorities in the collection of such infor-
mation. 

(11) To consult with State and local gov-
ernments and private sector entities to en-
sure appropriate exchanges of information, 
including law enforcement-related informa-
tion, relating to threats of terrorism against 
the United States. 

(12) To ensure that—
(A) any material received pursuant to this 

Act is protected from unauthorized disclo-
sure and handled and used only for the per-
formance of official duties; and 

(B) any intelligence information under this 
Act is shared, retained, and disseminated 
consistent with the authority of the Director 
of Central Intelligence to protect intel-
ligence sources and methods under the Na-
tional Security Act of 1947 (50 U.S.C. 401 et 
seq.) and related procedures and, as appro-
priate, similar authorities of the Attorney 
General concerning sensitive law enforce-
ment information. 

(13) To request additional information 
from other agencies of the Federal Govern-
ment, State and local government agencies, 
and the private sector relating to threats of 
terrorism in the United States, or relating to 
other areas of responsibility assigned by the 
Secretary, including the entry into coopera-
tive agreements through the Secretary to 
obtain such information. 

(14) To establish and utilize, in conjunction 
with the chief information officer of the De-
partment, a secure communications and in-
formation technology infrastructure, includ-
ing data-mining and other advanced analyt-
ical tools, in order to access, receive, and 
analyze data and information in furtherance 
of the responsibilities under this section, and 
to disseminate information acquired and 
analyzed by the Department, as appropriate. 

(15) To ensure, in conjunction with the 
chief information officer of the Department, 
that any information databases and analyt-
ical tools developed or utilized by the De-
partment—

(A) are compatible with one another and 
with relevant information databases of other 
agencies of the Federal Government; and 

(B) treat information in such databases in 
a manner that complies with applicable Fed-
eral law on privacy. 

(16) To coordinate training and other sup-
port to the elements and personnel of the De-
partment, other agencies of the Federal Gov-
ernment, and State and local governments 
that provide information to the Department, 
or are consumers of information provided by 
the Department, in order to facilitate the 
identification and sharing of information re-
vealed in their ordinary duties and the opti-
mal utilization of information received from 
the Department. 

(17) To coordinate with elements of the in-
telligence community and with Federal, 
State, and local law enforcement agencies, 
and the private sector, as appropriate. 

(18) To provide intelligence and informa-
tion analysis and support to other elements 
of the Department. 

(19) To perform such other duties relating 
to such responsibilities as the Secretary may 
provide. 

(e) STAFF.—
(1) IN GENERAL.—The Secretary shall pro-

vide the Directorate with a staff of analysts 
having appropriate expertise and experience 
to assist the Directorate in discharging re-
sponsibilities under this section. 

(2) PRIVATE SECTOR ANALYSTS.—Analysts 
under this subsection may include analysts 
from the private sector. 

(3) SECURITY CLEARANCES.—Analysts under 
this subsection shall possess security clear-
ances appropriate for their work under this 
section. 

(f) DETAIL OF PERSONNEL.—
(1) IN GENERAL.—In order to assist the Di-

rectorate in discharging responsibilities 
under this section, personnel of the agencies 
referred to in paragraph (2) may be detailed 
to the Department for the performance of 
analytic functions and related duties. 

(2) COVERED AGENCIES.—The agencies re-
ferred to in this paragraph are as follows: 

(A) The Department of State. 
(B) The Central Intelligence Agency. 
(C) The Federal Bureau of Investigation. 
(D) The National Security Agency. 
(E) The National Imagery and Mapping 

Agency. 
(F) The Defense Intelligence Agency. 
(G) Any other agency of the Federal Gov-

ernment that the President considers appro-
priate. 

(3) COOPERATIVE AGREEMENTS.—The Sec-
retary and the head of the agency concerned 
may enter into cooperative agreements for 
the purpose of detailing personnel under this 
subsection. 

(4) BASIS.—The detail of personnel under 
this subsection may be on a reimbursable or 
non-reimbursable basis. 

(g) FUNCTIONS TRANSFERRED.—In accord-
ance with title XV, there shall be transferred 
to the Secretary, for assignment to the 
Under Secretary for Information Analysis 
and Infrastructure Protection under this sec-
tion, the functions, personnel, assets, and li-
abilities of the following: 

(1) The National Infrastructure Protection 
Center of the Federal Bureau of Investiga-
tion (other than the Computer Investiga-
tions and Operations Section), including the 
functions of the Attorney General relating 
thereto. 

(2) The National Communications System 
of the Department of Defense, including the 
functions of the Secretary of Defense relat-
ing thereto. 

(3) The Critical Infrastructure Assurance 
Office of the Department of Commerce, in-
cluding the functions of the Secretary of 
Commerce relating thereto. 

(4) The National Infrastructure Simulation 
and Analysis Center of the Department of 
Energy and the energy security and assur-
ance program and activities of the Depart-
ment, including the functions of the Sec-
retary of Energy relating thereto. 

(5) The Federal Computer Incident Re-
sponse Center of the General Services Ad-
ministration, including the functions of the 
Administrator of General Services relating 
thereto.

(h) INCLUSION OF CERTAIN ELEMENTS OF THE 
DEPARTMENT AS ELEMENTS OF THE INTEL-
LIGENCE COMMUNITY.—Section 3(4) of the Na-
tional Security Act of 1947 (50 U.S.C. 401(a)) 
is amended—

(1) by striking ‘‘and’’ at the end of subpara-
graph (I); 

(2) by redesignating subparagraph (J) as 
subparagraph (K); and 

(3) by inserting after subparagraph (I) the 
following new subparagraph: 

‘‘(J) the elements of the Department of 
Homeland Security concerned with the anal-

yses of foreign intelligence information; 
and’’. 
SEC. 202. ACCESS TO INFORMATION. 

(a) IN GENERAL.—
(1) THREAT AND VULNERABILITY INFORMA-

TION.—Except as otherwise directed by the 
President, the Secretary shall have such ac-
cess as the Secretary considers necessary to 
all information, including reports, assess-
ments, analyses, and unevaluated intel-
ligence relating to threats of terrorism 
against the United States and to other areas 
of responsibility assigned by the Secretary, 
and to all information concerning infrastruc-
ture or other vulnerabilities of the United 
States to terrorism, whether or not such in-
formation has been analyzed, that may be 
collected, possessed, or prepared by any 
agency of the Federal Government. 

(2) OTHER INFORMATION.—The Secretary 
shall also have access to other information 
relating to matters under the responsibility 
of the Secretary that may be collected, pos-
sessed, or prepared by an agency of the Fed-
eral Government as the President may fur-
ther provide. 

(b) MANNER OF ACCESS.—Except as other-
wise directed by the President, with respect 
to information to which the Secretary has 
access pursuant to this section—

(1) the Secretary may obtain such material 
upon request, and may enter into coopera-
tive arrangements with other executive 
agencies to provide such material or provide 
Department officials with access to it on a 
regular or routine basis, including requests 
or arrangements involving broad categories 
of material, access to electronic databases, 
or both; and 

(2) regardless of whether the Secretary has 
made any request or entered into any coop-
erative arrangement pursuant to paragraph 
(1), all agencies of the Federal Government 
shall promptly provide to the Secretary—

(A) all reports (including information re-
ports containing intelligence which has not 
been fully evaluated), assessments, and ana-
lytical information relating to threats of 
terrorism against the United States and to 
other areas of responsibility assigned by the 
Secretary; 

(B) all information concerning the vulner-
ability of the infrastructure of the United 
States, or other vulnerabilities of the United 
States, to terrorism, whether or not such in-
formation has been analyzed; 

(C) all other information relating to sig-
nificant and credible threats of terrorism 
against the United States, whether or not 
such information has been analyzed; and 

(D) such other information or material as 
the President may direct. 

(c) TREATMENT UNDER CERTAIN LAWS.—The 
Secretary shall be deemed to be a Federal 
law enforcement, intelligence, protective, 
national defense, immigration, or national 
security official, and shall be provided with 
all information from law enforcement agen-
cies that is required to be given to the Direc-
tor of Central Intelligence, under any provi-
sion of the following: 

(1) The USA PATRIOT Act of 2001 (Public 
Law 107–56). 

(2) Section 2517(6) of title 18, United States 
Code. 

(3) Rule 6(e)(3)(C) of the Federal Rules of 
Criminal Procedure. 

(d) ACCESS TO INTELLIGENCE AND OTHER IN-
FORMATION.—

(1) ACCESS BY ELEMENTS OF FEDERAL GOV-
ERNMENT.—Nothing in this title shall pre-
clude any element of the intelligence com-
munity (as that term is defined in section 
3(4) of the National Security Act of 1947 (50 
U.S.C. 401a(4)), or other any element of the 
Federal Government with responsibility for 
analyzing terrorist threat information, from 
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receiving any intelligence or other informa-
tion relating to terrorism. 

(2) SHARING OF INFORMATION.—The Sec-
retary, in consultation with the Director of 
Central Intelligence, shall work to ensure 
that intelligence or other information relat-
ing to terrorism to which the Department 
has access is appropriately shared with the 
elements of the Federal Government referred 
to in paragraph (1), as well as with State and 
local governments, as appropriate.

Subtitle B—Critical Infrastructure 
Information 

SEC. 211. SHORT TITLE. 
This subtitle may be cited as the ‘‘Critical 

Infrastructure Information Act of 2002’’. 
SEC. 212. DEFINITIONS. 

In this subtitle: 
(1) AGENCY.—The term ‘‘agency’’ has the 

meaning given it in section 551 of title 5, 
United States Code. 

(2) COVERED FEDERAL AGENCY.—The term 
‘‘covered Federal agency’’ means the Depart-
ment of Homeland Security. 

(3) CRITICAL INFRASTRUCTURE INFORMA-
TION.—The term ‘‘critical infrastructure in-
formation’’ means information not custom-
arily in the public domain and related to the 
security of critical infrastructure or pro-
tected systems—

(A) actual, potential, or threatened inter-
ference with, attack on, compromise of, or 
incapacitation of critical infrastructure or 
protected systems by either physical or com-
puter-based attack or other similar conduct 
(including the misuse of or unauthorized ac-
cess to all types of communications and data 
transmission systems) that violates Federal, 
State, or local law, harms interstate com-
merce of the United States, or threatens 
public health or safety; 

(B) the ability of any critical infrastruc-
ture or protected system to resist such inter-
ference, compromise, or incapacitation, in-
cluding any planned or past assessment, pro-
jection, or estimate of the vulnerability of 
critical infrastructure or a protected system, 
including security testing, risk evaluation 
thereto, risk management planning, or risk 
audit; or 

(C) any planned or past operational prob-
lem or solution regarding critical infrastruc-
ture or protected systems, including repair, 
recovery, reconstruction, insurance, or con-
tinuity, to the extent it is related to such in-
terference, compromise, or incapacitation. 

(4) CRITICAL INFRASTRUCTURE PROTECTION 
PROGRAM.—The term ‘‘critical infrastructure 
protection program’’ means any component 
or bureau of a covered Federal agency that 
has been designated by the President or any 
agency head to receive critical infrastruc-
ture information. 

(5) INFORMATION SHARING AND ANALYSIS OR-
GANIZATION.—The term ‘‘Information Shar-
ing and Analysis Organization’’ means any 
formal or informal entity or collaboration 
created or employed by public or private sec-
tor organizations, for purposes of—

(A) gathering and analyzing critical infra-
structure information in order to better un-
derstand security problems and interdepend-
encies related to critical infrastructure and 
protected systems, so as to ensure the avail-
ability, integrity, and reliability thereof; 

(B) communicating or disclosing critical 
infrastructure information to help prevent, 
detect, mitigate, or recover from the effects 
of a interference, compromise, or a incapaci-
tation problem related to critical infrastruc-
ture or protected systems; and 

(C) voluntarily disseminating critical in-
frastructure information to its members, 
State, local, and Federal Governments, or 
any other entities that may be of assistance 
in carrying out the purposes specified in sub-
paragraphs (A) and (B). 

(6) PROTECTED SYSTEM.—The term 
‘‘protected system’’—

(A) means any service, physical or com-
puter-based system, process, or procedure 
that directly or indirectly affects the viabil-
ity of a facility of critical infrastructure; 
and 

(B) includes any physical or computer-
based system, including a computer, com-
puter system, computer or communications 
network, or any component hardware or ele-
ment thereof, software program, processing 
instructions, or information or data in trans-
mission or storage therein, irrespective of 
the medium of transmission or storage. 

(7) VOLUNTARY.—
(A) IN GENERAL.—The term ‘‘voluntary’’, in 

the case of any submittal of critical infra-
structure information to a covered Federal 
agency, means the submittal thereof in the 
absence of such agency’s exercise of legal au-
thority to compel access to or submission of 
such information and may be accomplished 
by a single entity or an Information Sharing 
and Analysis Organization on behalf of itself 
or its members. 

(B) EXCLUSIONS.—The term ‘‘voluntary’’—
(i) in the case of any action brought under 

the securities laws as is defined in section 
3(a)(47) of the Securities Exchange Act of 
1934 (15 U.S.C. 78c(a)(47))—

(I) does not include information or state-
ments contained in any documents or mate-
rials filed with the Securities and Exchange 
Commission, or with Federal banking regu-
lators, pursuant to section 12(i) of the Secu-
rities Exchange Act of 1934 (15 U.S.C. 781(I)); 
and 

(II) with respect to the submittal of crit-
ical infrastructure information, does not in-
clude any disclosure or writing that when 
made accompanied the solicitation of an 
offer or a sale of securities; and 

(ii) does not include information or state-
ments submitted or relied upon as a basis for 
making licensing or permitting determina-
tions, or during regulatory proceedings. 
SEC. 213. DESIGNATION OF CRITICAL INFRA-

STRUCTURE PROTECTION PRO-
GRAM. 

A critical infrastructure protection pro-
gram may be designated as such by one of 
the following: 

(1) The President. 
(2) The Secretary of Homeland Security. 

SEC. 214. PROTECTION OF VOLUNTARILY 
SHARED CRITICAL INFRASTRUC-
TURE INFORMATION. 

(a) PROTECTION.—
(1) IN GENERAL.—Notwithstanding any 

other provision of law, critical infrastruc-
ture information (including the identity of 
the submitting person or entity) that is vol-
untarily submitted to a covered Federal 
agency for use by that agency regarding the 
security of critical infrastructure and pro-
tected systems, analysis, warning, inter-
dependency study, recovery, reconstitution, 
or other informational purpose, when accom-
panied by an express statement specified in 
paragraph (2)—

(A) shall be exempt from disclosure under 
section 552 of title 5, United States Code 
(commonly referred to as the Freedom of In-
formation Act); 

(B) shall not be subject to any agency rules 
or judicial doctrine regarding ex parte com-
munications with a decision making official; 

(C) shall not, without the written consent 
of the person or entity submitting such in-
formation, be used directly by such agency, 
any other Federal, State, or local authority, 
or any third party, in any civil action aris-
ing under Federal or State law if such infor-
mation is submitted in good faith; 

(D) shall not, without the written consent 
of the person or entity submitting such in-
formation, be used or disclosed by any officer 

or employee of the United States for pur-
poses other than the purposes of this sub-
title, except—

(i) in furtherance of an investigation or the 
prosecution of a criminal act; or 

(ii) when disclosure of the information 
would be—

(I) to either House of Congress, or to the 
extent of matter within its jurisdiction, any 
committee or subcommittee thereof, any 
joint committee thereof or subcommittee of 
any such joint committee; or 

(II) to the Comptroller General, or any au-
thorized representative of the Comptroller 
General, in the course of the performance of 
the duties of the General Accounting Office. 

(E) shall not, if provided to a State or local 
government or government agency—

(i) be made available pursuant to any State 
or local law requiring disclosure of informa-
tion or records; 

(ii) otherwise be disclosed or distributed to 
any party by said State or local government 
or government agency without the written 
consent of the person or entity submitting 
such information; or 

(iii) be used other than for the purpose of 
protecting critical infrastructure or pro-
tected systems, or in furtherance of an inves-
tigation or the prosecution of a criminal act; 
and 

(F) does not constitute a waiver of any ap-
plicable privilege or protection provided 
under law, such as trade secret protection. 

(2) EXPRESS STATEMENT.—For purposes of 
paragraph (1), the term ‘‘express statement’’, 
with respect to information or records, 
means—

(A) in the case of written information or 
records, a written marking on the informa-
tion or records substantially similar to the 
following: ‘‘This information is voluntarily 
submitted to the Federal Government in ex-
pectation of protection from disclosure as 
provided by the provisions of the Critical In-
frastructure Information Act of 2002.’’; or 

(B) in the case of oral information, a simi-
lar written statement submitted within a 
reasonable period following the oral commu-
nication. 

(b) LIMITATION.—No communication of 
critical infrastructure information to a cov-
ered Federal agency made pursuant to this 
subtitle shall be considered to be an action 
subject to the requirements of the Federal 
Advisory Committee Act (5 U.S.C. App. 2). 

(c) INDEPENDENTLY OBTAINED INFORMA-
TION.—Nothing in this section shall be con-
strued to limit or otherwise affect the abil-
ity of a State, local, or Federal Government 
entity, agency, or authority, or any third 
party, under applicable law, to obtain crit-
ical infrastructure information in a manner 
not covered by subsection (a), including any 
information lawfully and properly disclosed 
generally or broadly to the public and to use 
such information in any manner permitted 
by law. 

(d) TREATMENT OF VOLUNTARY SUBMITTAL 
OF INFORMATION.—The voluntary submittal 
to the Government of information or records 
that are protected from disclosure by this 
subtitle shall not be construed to constitute 
compliance with any requirement to submit 
such information to a Federal agency under 
any other provision of law. 

(e) PROCEDURES.—
(1) IN GENERAL.—The Secretary of the De-

partment of Homeland Security shall, in 
consultation with appropriate representa-
tives of the National Security Council and 
the Office of Science and Technology Policy, 
establish uniform procedures for the receipt, 
care, and storage by Federal agencies of crit-
ical infrastructure information that is vol-
untarily submitted to the Government. The 
procedures shall be established not later 
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than 90 days after the date of the enactment 
of this subtitle. 

(2) ELEMENTS.—The procedures established 
under paragraph (1) shall include mecha-
nisms regarding—

(A) the acknowledgement of receipt by 
Federal agencies of critical infrastructure 
information that is voluntarily submitted to 
the Government; 

(B) the maintenance of the identification 
of such information as voluntarily submitted 
to the Government for purposes of and sub-
ject to the provisions of this subtitle; 

(C) the care and storage of such informa-
tion; and 

(D) the protection and maintenance of the 
confidentiality of such information so as to 
permit the sharing of such information with-
in the Federal Government and with State 
and local governments, and the issuance of 
notices and warnings related to the protec-
tion of critical infrastructure and protected 
systems, in such manner as to protect from 
public disclosure the identity of the submit-
ting person or entity, or information that is 
proprietary, business sensitive, relates spe-
cifically to the submitting person or entity, 
and is otherwise not appropriately in the 
public domain. 

(f) PENALTIES.—Whoever, being an officer 
or employee of the United States or of any 
department or agency thereof, knowingly 
publishes, divulges, discloses, or makes 
known in any manner or to any extent not 
authorized by law, any critical infrastruc-
ture information protected from disclosure 
by this subtitle coming to him in the course 
of this employment or official duties or by 
reason of any examination or investigation 
made by, or return, report, or record made to 
or filed with, such department or agency or 
officer or employee thereof, shall be fined 
under title 18 of the United States Code, im-
prisoned not more than 1 year, or both, and 
shall be removed from office or employment. 

(g) AUTHORITY TO ISSUE WARNINGS.—The 
Federal Government may provide advisories, 
alerts, and warnings to relevant companies, 
targeted sectors, other governmental enti-
ties, or the general public regarding poten-
tial threats to critical infrastructure as ap-
propriate. In issuing a warning, the Federal 
Government shall take appropriate actions 
to protect from disclosure—

(1) the source of any voluntarily submitted 
critical infrastructure information that 
forms the basis for the warning; or 

(2) information that is proprietary, busi-
ness sensitive, relates specifically to the sub-
mitting person or entity, or is otherwise not 
appropriately in the public domain. 

(h) AUTHORITY TO DELEGATE.—The Presi-
dent may delegate authority to a critical in-
frastructure protection program, designated 
under subsection (e), to enter into a vol-
untary agreement to promote critical infra-
structure security, including with any Infor-
mation Sharing and Analysis Organization, 
or a plan of action as otherwise defined in 
section 708 of the Defense Production Act of 
1950 (50 U.S.C. App. 2158). 
SEC. 215. NO PRIVATE RIGHT OF ACTION. 

Nothing in this subtitle may be construed 
to create a private right of action for en-
forcement of any provision of this Act. 

Subtitle C—Information Security 
SEC. 221. PROCEDURES FOR SHARING INFORMA-

TION. 

The Secretary shall establish procedures 
on the use of information shared under this 
title that—

(1) limit the redissemination of such infor-
mation to ensure that it is not used for an 
unauthorized purpose; 

(2) ensure the security and confidentiality 
of such information; 

(3) protect the constitutional and statu-
tory rights of any individuals who are sub-
jects of such information; and 

(4) provide data integrity through the 
timely removal and destruction of obsolete 
or erroneous names and information. 
SEC. 222. PRIVACY OFFICER. 

The Secretary shall appoint a senior offi-
cial in the Department to assume primary 
responsibility for privacy policy, including— 

(1) assuring that the use of technologies 
sustain, and do not erode, privacy protec-
tions relating to the use, collection, and dis-
closure of personal information; 

(2) assuring that personal information con-
tained in Privacy Act systems of records is 
handled in full compliance with fair informa-
tion practices as set out in the Privacy Act 
of 1974; 

(3) evaluating legislative and regulatory 
proposals involving collection, use, and dis-
closure of personal information by the Fed-
eral Government; 

(4) conducting a privacy impact assessment 
of proposed rules of the Department or that 
of the Department on the privacy of personal 
information, including the type of personal 
information collected and the number of peo-
ple affected; and 

(5) preparing a report to Congress on an an-
nual basis on activities of the Department 
that affect privacy, including complaints of 
privacy violations, implementation of the 
Privacy Act of 1974, internal controls, and 
other matters. 
SEC. 223. ENHANCEMENT OF NON-FEDERAL 

CYBERSECURITY. 
In carrying out the responsibilities under 

section 201, the Under Secretary for Informa-
tion Analysis and Infrastructure Protection 
shall—

(1) as appropriate, provide to State and 
local government entities, and upon request 
to private entities that own or operate crit-
ical information systems—

(A) analysis and warnings related to 
threats to, and vulnerabilities of, critical in-
formation systems; and 

(B) in coordination with the Under Sec-
retary for Emergency Preparedness and Re-
sponse, crisis management support in re-
sponse to threats to, or attacks on, critical 
information systems; and

(2) as appropriate, provide technical assist-
ance, upon request, to the private sector and 
other government entities, in coordination 
with the Under Secretary for Emergency 
Preparedness and Response, with respect to 
emergency recovery plans to respond to 
major failures of critical information sys-
tems. 
SEC. 224. NET GUARD. 

The Under Secretary for Information Anal-
ysis and Infrastructure Protection may es-
tablish a national technology guard, to be 
known as ‘‘NET Guard’’, comprised of local 
teams of volunteers with expertise in rel-
evant areas of science and technology, to as-
sist local communities to respond and re-
cover from attacks on information systems 
and communications networks. 
SEC. 225. CYBER SECURITY ENHANCEMENT ACT 

OF 2002. 
(a) SHORT TITLE.—This section may be 

cited as the ‘‘Cyber Security Enhancement 
Act of 2002’’. 

(b) AMENDMENT OF SENTENCING GUIDELINES 
RELATING TO CERTAIN COMPUTER CRIMES.—

(1) DIRECTIVE TO THE UNITED STATES SEN-
TENCING COMMISSION.—Pursuant to its au-
thority under section 994(p) of title 28, 
United States Code, and in accordance with 
this subsection, the United States Sen-
tencing Commission shall review and, if ap-
propriate, amend its guidelines and its pol-
icy statements applicable to persons con-
victed of an offense under section 1030 of 
title 18, United States Code. 

(2) REQUIREMENTS.—In carrying out this 
subsection, the Sentencing Commission 
shall—

(A) ensure that the sentencing guidelines 
and policy statements reflect the serious na-
ture of the offenses described in paragraph 
(1), the growing incidence of such offenses, 
and the need for an effective deterrent and 
appropriate punishment to prevent such of-
fenses; 

(B) consider the following factors and the 
extent to which the guidelines may or may 
not account for them—

(i) the potential and actual loss resulting 
from the offense; 

(ii) the level of sophistication and planning 
involved in the offense; 

(iii) whether the offense was committed for 
purposes of commercial advantage or private 
financial benefit; 

(iv) whether the defendant acted with ma-
licious intent to cause harm in committing 
the offense; 

(v) the extent to which the offense violated 
the privacy rights of individuals harmed; 

(vi) whether the offense involved a com-
puter used by the government in furtherance 
of national defense, national security, or the 
administration of justice; 

(vii) whether the violation was intended to 
or had the effect of significantly interfering 
with or disrupting a critical infrastructure; 
and 

(viii) whether the violation was intended 
to or had the effect of creating a threat to 
public health or safety, or injury to any per-
son; 

(C) assure reasonable consistency with 
other relevant directives and with other sen-
tencing guidelines; 

(D) account for any additional aggravating 
or mitigating circumstances that might jus-
tify exceptions to the generally applicable 
sentencing ranges; 

(E) make any necessary conforming 
changes to the sentencing guidelines; and 

(F) assure that the guidelines adequately 
meet the purposes of sentencing as set forth 
in section 3553(a)(2) of title 18, United States 
Code. 

(c) STUDY AND REPORT ON COMPUTER 
CRIMES.—Not later than May 1, 2003, the 
United States Sentencing Commission shall 
submit a brief report to Congress that ex-
plains any actions taken by the Sentencing 
Commission in response to this section and 
includes any recommendations the Commis-
sion may have regarding statutory penalties 
for offenses under section 1030 of title 18, 
United States Code. 

(d) EMERGENCY DISCLOSURE EXCEPTION.—
(1) IN GENERAL.—Section 2702(b) of title 18, 

United States Code, is amended—
(A) in paragraph (5), by striking ‘‘or’’ at 

the end; 
(B) in paragraph (6)(A), by inserting ‘‘or’’ 

at the end; 
(C) by striking paragraph (6)(C); and 
(D) by adding at the end the following: 
‘‘(7) to a Federal, State, or local govern-

mental entity, if the provider, in good faith, 
believes that an emergency involving danger 
of death or serious physical injury to any 
person requires disclosure without delay of 
communications relating to the emer-
gency.’’. 

(2) REPORTING OF DISCLOSURES.—A govern-
ment entity that receives a disclosure under 
section 2702(b) of title 18, United States 
Code, shall file, not later than 90 days after 
such disclosure, a report to the Attorney 
General stating the paragraph of that sec-
tion under which the disclosure was made, 
the date of the disclosure, the entity to 
which the disclosure was made, the number 
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of customers or subscribers to whom the in-
formation disclosed pertained, and the num-
ber of communications, if any, that were dis-
closed. The Attorney General shall publish 
all such reports into a single report to be 
submitted to Congress 1 year after the date 
of enactment of this Act. 

(e) GOOD FAITH EXCEPTION.—Section 
2520(d)(3) of title 18, United States Code, is 
amended by inserting ‘‘or 2511(2)(i)’’ after 
‘‘2511(3)’’.

(f) INTERNET ADVERTISING OF ILLEGAL DE-
VICES.—Section 2512(1)(c) of title 18, United 
States Code, is amended—

(1) by inserting ‘‘or disseminates by elec-
tronic means’’ after ‘‘or other publication’’; 
and 

(2) by inserting ‘‘knowing the content of 
the advertisement and’’ before ‘‘knowing or 
having reason to know’’. 

(g) STRENGTHENING PENALTIES.—Section 
1030(c) of title 18, United States Code, is 
amended—

(1) by striking ‘‘and’’ at the end of para-
graph (3); 

(2) in each of subparagraphs (A) and (C) of 
paragraph (4), by inserting ‘‘except as pro-
vided in paragraph (5),’’ before ‘‘a fine under 
this title’’; 

(3) in paragraph (4)(C), by striking the pe-
riod at the end and inserting ‘‘; and’’; and 

(4) by adding at the end the following: 
‘‘(5)(A) if the offender knowingly or reck-

lessly causes or attempts to cause serious 
bodily injury from conduct in violation of 
subsection (a)(5)(A)(i), a fine under this title 
or imprisonment for not more than 20 years, 
or both; and 

‘‘(B) if the offender knowingly or reck-
lessly causes or attempts to cause death 
from conduct in violation of subsection 
(a)(5)(A)(i), a fine under this title or impris-
onment for any term of years or for life, or 
both.’’. 

(h) PROVIDER ASSISTANCE.—
(1) SECTION 2703.—Section 2703(e) of title 18, 

United States Code, is amended by inserting 
‘‘, statutory authorization’’ after 
‘‘subpoena’’. 

(2) SECTION 2511.—Section 2511(2)(a)(ii) of 
title 18, United States Code, is amended by 
inserting ‘‘, statutory authorization,’’ after 
‘‘court order’’ the last place it appears. 

(i) EMERGENCIES.—Section 3125(a)(1) of title 
18, United States Code, is amended—

(1) in subparagraph (A), by striking ‘‘or’’ at 
the end; 

(2) in subparagraph (B), by striking the 
comma at the end and inserting a semicolon; 
and 

(3) by adding at the end the following: 
‘‘(C) an immediate threat to a national se-

curity interest; or 
‘‘(D) an ongoing attack on a protected 

computer (as defined in section 1030) that 
constitutes a crime punishable by a term of 
imprisonment greater than one year;’’. 

(j) PROTECTING PRIVACY.—
(1) SECTION 2511.—Section 2511(4) of title 18, 

United States Code, is amended—
(A) by striking paragraph (b); and 
(B) by redesignating paragraph (c) as para-

graph (b). 
(2) SECTION 2701.—Section 2701(b) of title 18, 

United States Code, is amended—
(A) in paragraph (1), by inserting ‘‘, or in 

furtherance of any criminal or tortious act 
in violation of the Constitution or laws of 
the United States or any State’’ after 
‘‘commercial gain’’; 

(B) in paragraph (1)(A), by striking ‘‘one 
year’’ and inserting ‘‘5 years’’; 

(C) in paragraph (1)(B), by striking ‘‘two 
years’’ and inserting ‘‘10 years’’; and 

(D) by striking paragraph (2) and inserting 
the following: 

‘‘(2) in any other case—

‘‘(A) a fine under this title or imprison-
ment for not more than 1 year or both, in the 
case of a first offense under this paragraph; 
and 

‘‘(B) a fine under this title or imprison-
ment for not more than 5 years, or both, in 
the case of an offense under this subpara-
graph that occurs after a conviction of an-
other offense under this section.’’.

Subtitle D—Office of Science and Technology 
SEC. 231. ESTABLISHMENT OF OFFICE; DIREC-

TOR. 

(a) ESTABLISHMENT.—
(1) IN GENERAL.—There is hereby estab-

lished within the Department of Justice an 
Office of Science and Technology 
(hereinafter in this title referred to as the 
‘‘Office’’). 

(2) AUTHORITY.—The Office shall be under 
the general authority of the Assistant Attor-
ney General, Office of Justice Programs, and 
shall be established within the National In-
stitute of Justice. 

(b) DIRECTOR.—The Office shall be headed 
by a Director, who shall be an individual ap-
pointed based on approval by the Office of 
Personnel Management of the executive 
qualifications of the individual. 
SEC. 232. MISSION OF OFFICE; DUTIES. 

(a) MISSION.—The mission of the Office 
shall be—

(1) to serve as the national focal point for 
work on law enforcement technology; and 

(2) to carry out programs that, through the 
provision of equipment, training, and tech-
nical assistance, improve the safety and ef-
fectiveness of law enforcement technology 
and improve access to such technology by 
Federal, State, and local law enforcement 
agencies. 

(b) DUTIES.—In carrying out its mission, 
the Office shall have the following duties: 

(1) To provide recommendations and advice 
to the Attorney General. 

(2) To establish and maintain advisory 
groups (which shall be exempt from the pro-
visions of the Federal Advisory Committee 
Act (5 U.S.C. App.)) to assess the law en-
forcement technology needs of Federal, 
State, and local law enforcement agencies. 

(3) To establish and maintain performance 
standards in accordance with the National 
Technology Transfer and Advancement Act 
of 1995 (Public Law 104–113) for, and test and 
evaluate law enforcement technologies that 
may be used by, Federal, State, and local law 
enforcement agencies. 

(4) To establish and maintain a program to 
certify, validate, and mark or otherwise rec-
ognize law enforcement technology products 
that conform to standards established and 
maintained by the Office in accordance with 
the National Technology Transfer and Ad-
vancement Act of 1995 (Public Law 104–113). 
The program may, at the discretion of the 
Office, allow for supplier’s declaration of 
conformity with such standards. 

(5) To work with other entities within the 
Department of Justice, other Federal agen-
cies, and the executive office of the Presi-
dent to establish a coordinated Federal ap-
proach on issues related to law enforcement 
technology. 

(6) To carry out research, development, 
testing, evaluation, and cost-benefit anal-
yses in fields that would improve the safety, 
effectiveness, and efficiency of law enforce-
ment technologies used by Federal, State, 
and local law enforcement agencies, includ-
ing, but not limited to—

(A) weapons capable of preventing use by 
unauthorized persons, including personalized 
guns; 

(B) protective apparel; 
(C) bullet-resistant and explosion-resistant 

glass; 

(D) monitoring systems and alarm systems 
capable of providing precise location infor-
mation; 

(E) wire and wireless interoperable com-
munication technologies; 

(F) tools and techniques that facilitate in-
vestigative and forensic work, including 
computer forensics; 

(G) equipment for particular use in 
counterterrorism, including devices and 
technologies to disable terrorist devices; 

(H) guides to assist State and local law en-
forcement agencies; 

(I) DNA identification technologies; and 
(J) tools and techniques that facilitate in-

vestigations of computer crime. 
(7) To administer a program of research, 

development, testing, and demonstration to 
improve the interoperability of voice and 
data public safety communications. 

(8) To serve on the Technical Support 
Working Group of the Department of De-
fense, and on other relevant interagency 
panels, as requested. 

(9) To develop, and disseminate to State 
and local law enforcement agencies, tech-
nical assistance and training materials for 
law enforcement personnel, including pros-
ecutors. 

(10) To operate the regional National Law 
Enforcement and Corrections Technology 
Centers and, to the extent necessary, estab-
lish additional centers through a competi-
tive process. 

(11) To administer a program of acquisi-
tion, research, development, and dissemina-
tion of advanced investigative analysis and 
forensic tools to assist State and local law 
enforcement agencies in combating 
cybercrime. 

(12) To support research fellowships in sup-
port of its mission. 

(13) To serve as a clearinghouse for infor-
mation on law enforcement technologies. 

(14) To represent the United States and 
State and local law enforcement agencies, as 
requested, in international activities con-
cerning law enforcement technology. 

(15) To enter into contracts and coopera-
tive agreements and provide grants, which 
may require in-kind or cash matches from 
the recipient, as necessary to carry out its 
mission. 

(16) To carry out other duties assigned by 
the Attorney General to accomplish the mis-
sion of the Office. 

(c) COMPETITION REQUIRED.—Except as oth-
erwise expressly provided by law, all re-
search and development carried out by or 
through the Office shall be carried out on a 
competitive basis. 

(d) INFORMATION FROM FEDERAL AGEN-
CIES.—Federal agencies shall, upon request 
from the Office and in accordance with Fed-
eral law, provide the Office with any data, 
reports, or other information requested, un-
less compliance with such request is other-
wise prohibited by law. 

(e) PUBLICATIONS.—Decisions concerning 
publications issued by the Office shall rest 
solely with the Director of the Office. 

(f) TRANSFER OF FUNDS.—The Office may 
transfer funds to other Federal agencies or 
provide funding to non-Federal entities 
through grants, cooperative agreements, or 
contracts to carry out its duties under this 
section. 

(g) ANNUAL REPORT.—The Director of the 
Office shall include with the budget jus-
tification materials submitted to Congress 
in support of the Department of Justice 
budget for each fiscal year (as submitted 
with the budget of the President under sec-
tion 1105(a) of title 31, United States Code) a 
report on the activities of the Office. Each 
such report shall include the following: 

(1) For the period of 5 fiscal years begin-
ning with the fiscal year for which the budg-
et is submitted—
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(A) the Director’s assessment of the needs 

of Federal, State, and local law enforcement 
agencies for assistance with respect to law 
enforcement technology and other matters 
consistent with the mission of the Office; 
and 

(B) a strategic plan for meeting such needs 
of such law enforcement agencies. 

(2) For the fiscal year preceding the fiscal 
year for which such budget is submitted, a 
description of the activities carried out by 
the Office and an evaluation of the extent to 
which those activities successfully meet the 
needs assessed under paragraph (1)(A) in pre-
vious reports. 
SEC. 233. DEFINITION OF LAW ENFORCEMENT 

TECHNOLOGY. 
For the purposes of this title, the term 

‘‘law enforcement technology’’ includes in-
vestigative and forensic technologies, correc-
tions technologies, and technologies that 
support the judicial process. 
SEC. 234. ABOLISHMENT OF OFFICE OF SCIENCE 

AND TECHNOLOGY OF NATIONAL IN-
STITUTE OF JUSTICE; TRANSFER OF 
FUNCTIONS. 

(a) AUTHORITY TO TRANSFER FUNCTIONS.—
The Attorney General may transfer to the 
Office any other program or activity of the 
Department of Justice that the Attorney 
General, in consultation with the Committee 
on the Judiciary of the Senate and the Com-
mittee on the Judiciary of the House of Rep-
resentatives, determines to be consistent 
with the mission of the Office. 

(b) TRANSFER OF PERSONNEL AND ASSETS.—
With respect to any function, power, or duty, 
or any program or activity, that is estab-
lished in the Office, those employees and as-
sets of the element of the Department of 
Justice from which the transfer is made that 
the Attorney General determines are needed 
to perform that function, power, or duty, or 
for that program or activity, as the case may 
be, shall be transferred to the Office. 

(c) REPORT ON IMPLEMENTATION.—Not later 
than 1 year after the date of the enactment 
of this Act, the Attorney General shall sub-
mit to the Committee on the Judiciary of 
the Senate and the Committee on the Judici-
ary of the House of Representatives a report 
on the implementation of this title. The re-
port shall—

(1) provide an accounting of the amounts 
and sources of funding available to the Office 
to carry out its mission under existing au-
thorizations and appropriations, and set 
forth the future funding needs of the Office; 
and 

(2) include such other information and rec-
ommendations as the Attorney General con-
siders appropriate. 
SEC. 235. NATIONAL LAW ENFORCEMENT AND 

CORRECTIONS TECHNOLOGY CEN-
TERS. 

(a) IN GENERAL.—The Director of the Office 
shall operate and support National Law En-
forcement and Corrections Technology Cen-
ters (hereinafter in this section referred to 
as ‘‘Centers’’) and, to the extent necessary, 
establish new centers through a merit-based, 
competitive process. 

(b) PURPOSE OF CENTERS.—The purpose of 
the Centers shall be to—

(1) support research and development of 
law enforcement technology; 

(2) support the transfer and implementa-
tion of technology; 

(3) assist in the development and dissemi-
nation of guidelines and technological stand-
ards; and 

(4) provide technology assistance, informa-
tion, and support for law enforcement, cor-
rections, and criminal justice purposes. 

(c) ANNUAL MEETING.—Each year, the Di-
rector shall convene a meeting of the Cen-
ters in order to foster collaboration and com-
munication between Center participants. 

(d) REPORT.—Not later than 12 months 
after the date of the enactment of this Act, 
the Director shall transmit to the Congress a 
report assessing the effectiveness of the ex-
isting system of Centers and identify the 
number of Centers necessary to meet the 
technology needs of Federal, State, and local 
law enforcement in the United States. 
SEC. 236. COORDINATION WITH OTHER ENTITIES 

WITHIN DEPARTMENT OF JUSTICE. 
Section 102 of the Omnibus Crime Control 

and Safe Streets Act of 1968 (42 U.S.C. 3712) is 
amended in subsection (a)(5) by inserting 
‘‘coordinate and’’ before ‘‘provide’’. 
SEC. 237. AMENDMENTS RELATING TO NATIONAL 

INSTITUTE OF JUSTICE. 
Section 202(c) of the Omnibus Crime Con-

trol and Safety Streets Act of 1968 (42 U.S.C. 
3722(c)) is amended—

(1) in paragraph (3) by inserting ‘‘, includ-
ing cost effectiveness where practical,’’ be-
fore ‘‘of projects’’; and 

(2) by striking ‘‘and’’ after the semicolon 
at the end of paragraph (8), striking the pe-
riod at the end of paragraph (9) and inserting 
‘‘; and’’, and by adding at the end the fol-
lowing: 

‘‘(10) research and development of tools 
and technologies relating to prevention, de-
tection, investigation, and prosecution of 
crime; and 

‘‘(11) support research, development, test-
ing, training, and evaluation of tools and 
technology for Federal, State, and local law 
enforcement agencies.’’. 
TITLE III—SCIENCE AND TECHNOLOGY IN 

SUPPORT OF HOMELAND SECURITY 
SEC. 301. UNDER SECRETARY FOR SCIENCE AND 

TECHNOLOGY. 
There shall be in the Department a Direc-

torate of Science and Technology headed by 
an Under Secretary for Science and Tech-
nology. 
SEC. 302. RESPONSIBILITIES AND AUTHORITIES 

OF THE UNDER SECRETARY FOR 
SCIENCE AND TECHNOLOGY. 

The Secretary, acting through the Under 
Secretary for Science and Technology, shall 
have the responsibility for—

(1) advising the Secretary regarding re-
search and development efforts and prior-
ities in support of the Department’s mis-
sions; 

(2) developing, in consultation with other 
appropriate executive agencies, a national 
policy and strategic plan for, identifying pri-
orities, goals, objectives and policies for, and 
coordinating the Federal Government’s civil-
ian efforts to identify and develop counter-
measures to chemical, biological, radio-
logical, nuclear, and other emerging ter-
rorist threats, including the development of 
comprehensive, research-based definable 
goals for such efforts and development of an-
nual measurable objectives and specific tar-
gets to accomplish and evaluate the goals for 
such efforts; 

(3) supporting the Under Secretary for In-
formation Analysis and Infrastructure Pro-
tection, by assessing and testing homeland 
security vulnerabilities and possible threats; 

(4) conducting basic and applied research, 
development, demonstration, testing, and 
evaluation activities that are relevant to 
any or all elements of the Department, 
through both intramural and extramural 
programs, except that such responsibility 
does not extend to human health-related re-
search and development activities; 

(5) establishing priorities for, directing, 
funding, and conducting national research, 
development, test and evaluation, and pro-
curement of technology and systems for—

(A) preventing the importation of chem-
ical, biological, radiological, nuclear, and re-
lated weapons and material; and 

(B) detecting, preventing, protecting 
against, and responding to terrorist attacks; 

(6) establishing a system for transferring 
homeland security developments or tech-
nologies to federal, state, local government, 
and private sector entities; 

(7) entering into work agreements, joint 
sponsorships, contracts, or any other agree-
ments with the Department of Energy re-
garding the use of the national laboratories 
or sites and support of the science and tech-
nology base at those facilities; 

(8) collaborating with the Secretary of Ag-
riculture and the Attorney General as pro-
vided in section 212 of the Agricultural Bio-
terrorism Protection Act of 2002 (7 U.S.C. 
8401), as amended by section 1709(b); 

(9) collaborating with the Secretary of 
Health and Human Services and the Attor-
ney General in determining any new biologi-
cal agents and toxins that shall be listed as 
‘‘select agents’’ in Appendix A of part 72 of 
title 42, Code of Federal Regulations, pursu-
ant to section 351A of the Public Health 
Service Act (42 U.S.C. 262a); 

(10) supporting United States leadership in 
science and technology; 

(11) establishing and administering the pri-
mary research and development activities of 
the Department, including the long-term re-
search and development needs and capabili-
ties for all elements of the Department; 

(12) coordinating and integrating all re-
search, development, demonstration, testing, 
and evaluation activities of the Department; 

(13) coordinating with other appropriate 
executive agencies in developing and car-
rying out the science and technology agenda 
of the Department to reduce duplication and 
identify unmet needs; and 

(14) developing and overseeing the adminis-
tration of guidelines for merit review of re-
search and development projects throughout 
the Department, and for the dissemination of 
research conducted or sponsored by the De-
partment. 
SEC. 303. FUNCTIONS TRANSFERRED. 

In accordance with title XV, there shall be 
transferred to the Secretary the functions, 
personnel, assets, and liabilities of the fol-
lowing entities: 

(1) The following programs and activities 
of the Department of Energy, including the 
functions of the Secretary of Energy relating 
thereto (but not including programs and ac-
tivities relating to the strategic nuclear de-
fense posture of the United States): 

(A) The chemical and biological national 
security and supporting programs and activi-
ties of the nonproliferation and verification 
research and development program. 

(B) The nuclear smuggling programs and 
activities within the proliferation detection 
program of the nonproliferation and 
verification research and development pro-
gram. The programs and activities described 
in this subparagraph may be designated by 
the President either for transfer to the De-
partment or for joint operation by the Sec-
retary and the Secretary of Energy. 

(C) The nuclear assessment program and 
activities of the assessment, detection, and 
cooperation program of the international 
materials protection and cooperation pro-
gram. 

(D) Such life sciences activities of the bio-
logical and environmental research program 
related to microbial pathogens as may be 
designated by the President for transfer to 
the Department. 

(E) The Environmental Measurements Lab-
oratory. 

(F) The advanced scientific computing re-
search program and activities at Lawrence 
Livermore National Laboratory. 

(2) The National Bio-Weapons Defense 
Analysis Center of the Department of De-
fense, including the functions of the Sec-
retary of Defense related thereto. 
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(3) The Plum Island Animal Disease Center 

of the Department of Agriculture, as pro-
vided in section 310. 

SEC. 304. CONDUCT OF CERTAIN PUBLIC 
HEALTH-RELATED ACTIVITIES. 

(a) IN GENERAL.—With respect to civilian 
human health-related research and develop-
ment activities relating to countermeasures 
for chemical, biological, radiological, and 
nuclear and other emerging terrorist threats 
carried out by the Department of Health and 
Human Services (including the Public Health 
Service), the Secretary of Health and Human 
Services shall set priorities, goals, objec-
tives, and policies and develop a coordinated 
strategy for such activities in collaboration 
with the Secretary of Homeland Security to 
ensure consistency with the national policy 
and strategic plan developed pursuant to sec-
tion 302(2). 

(b) EVALUATION OF PROGRESS.—In carrying 
out subsection (a), the Secretary of Health 
and Human Services shall collaborate with 
the Secretary in developing specific bench-
marks and outcome measurements for evalu-
ating progress toward achieving the prior-
ities and goals described in such subsection.

(c) ADMINISTRATION OF COUNTERMEASURES 
AGAINST SMALLPOX.—Section 224 of the Pub-
lic Health Service Act (42 U.S.C. 233) is 
amended by adding the following: 

‘‘(p) ADMINISTRATION OF SMALLPOX COUN-
TERMEASURES BY HEALTH PROFESSIONALS.—

‘‘(1) IN GENERAL.—For purposes of this sec-
tion, and subject to other provisions of this 
subsection, a covered person shall be deemed 
to be an employee of the Public Health Serv-
ice with respect to liability arising out of ad-
ministration of a covered countermeasure 
against smallpox to an individual during the 
effective period of a declaration by the Sec-
retary under paragraph (2)(A). 

‘‘(2) DECLARATION BY SECRETARY CON-
CERNING COUNTERMEASURE AGAINST SMALL-
POX.—

‘‘(A) AUTHORITY TO ISSUE DECLARATION.—
‘‘(i) IN GENERAL.—The Secretary may issue 

a declaration, pursuant to this paragraph, 
concluding that an actual or potential bio-
terrorist incident or other actual or poten-
tial public health emergency makes advis-
able the administration of a covered coun-
termeasure to a category or categories of in-
dividuals. 

‘‘(ii) COVERED COUNTERMEASURE.—The Sec-
retary shall specify in such declaration the 
substance or substances that shall be consid-
ered covered countermeasures (as defined in 
paragraph (8)(A)) for purposes of administra-
tion to individuals during the effective pe-
riod of the declaration. 

‘‘(iii) EFFECTIVE PERIOD.—The Secretary 
shall specify in such declaration the begin-
ning and ending dates of the effective period 
of the declaration, and may subsequently 
amend such declaration to shorten or extend 
such effective period, provided that the new 
closing date is after the date when the dec-
laration is amended. 

‘‘(iv) PUBLICATION.—The Secretary shall 
promptly publish each such declaration and 
amendment in the Federal Register. 

‘‘(B) LIABILITY OF UNITED STATES ONLY FOR 
ADMINISTRATIONS WITHIN SCOPE OF DECLARA-
TION.—Except as provided in paragraph 
(5)(B)(ii), the United States shall be liable 
under this subsection with respect to a claim 
arising out of the administration of a cov-
ered countermeasure to an individual only 
if—

‘‘(i) the countermeasure was administered 
by a qualified person, for a purpose stated in 
paragraph (7)(A)(i), and during the effective 
period of a declaration by the Secretary 
under subparagraph (A) with respect to such 
countermeasure; and 

‘‘(ii)(I) the individual was within a cat-
egory of individuals covered by the declara-
tion; or 

‘‘(II) the qualified person administering 
the countermeasure had reasonable grounds 
to believe that such individual was within 
such category. 

‘‘(C) PRESUMPTION OF ADMINISTRATION WITH-
IN SCOPE OF DECLARATION IN CASE OF ACCI-
DENTAL VACCINIA INOCULATION.—

‘‘(i) IN GENERAL.—If vaccinia vaccine is a 
covered countermeasure specified in a dec-
laration under subparagraph (A), and an in-
dividual to whom the vaccinia vaccine is not 
administered contracts vaccinia, then, under 
the circumstances specified in clause (ii), the 
individual—

‘‘(I) shall be rebuttably presumed to have 
contracted vaccinia from an individual to 
whom such vaccine was administered as pro-
vided by clauses (i) and (ii) of subparagraph 
(B); and 

‘‘(II) shall (unless such presumption is re-
butted) be deemed for purposes of this sub-
section to be an individual to whom a cov-
ered countermeasure was administered by a 
qualified person in accordance with the 
terms of such declaration and as described 
by subparagraph (B). 

‘‘(ii) CIRCUMSTANCES IN WHICH PRESUMPTION 
APPLIES.—The presumption and deeming 
stated in clause (i) shall apply if—

‘‘(I) the individual contracts vaccinia dur-
ing the effective period of a declaration 
under subparagraph (A) or by the date 30 
days after the close of such period; or 

‘‘(II) the individual resides or has resided 
with an individual to whom such vaccine was 
administered as provided by clauses (i) and 
(ii) of subparagraph (B) and contracts 
vaccinia after such date. 

‘‘(3) EXCLUSIVITY OF REMEDY.—The remedy 
provided by subsection (a) shall be exclusive 
of any other civil action or proceeding for 
any claim or suit this subsection encom-
passes. 

‘‘(4) CERTIFICATION OF ACTION BY ATTORNEY 
GENERAL.—Subsection (c) applies to actions 
under this subsection, subject to the fol-
lowing provisions: 

‘‘(A) NATURE OF CERTIFICATION.—The cer-
tification by the Attorney General that is 
the basis for deeming an action or pro-
ceeding to be against the United States, and 
for removing an action or proceeding from a 
State court, is a certification that the action 
or proceeding is against a covered person and 
is based upon a claim alleging personal in-
jury or death arising out of the administra-
tion of a covered countermeasure. 

‘‘(B) CERTIFICATION OF ATTORNEY GENERAL 
CONCLUSIVE.—The certification of the Attor-
ney General of the facts specified in subpara-
graph (A) shall conclusively establish such 
facts for purposes of jurisdiction pursuant to 
this subsection. 

‘‘(5) DEFENDANT TO COOPERATE WITH UNITED 
STATES.—

‘‘(A) IN GENERAL.—A covered person shall 
cooperate with the United States in the 
processing and defense of a claim or action 
under this subsection based upon alleged 
acts or omissions of such person. 

‘‘(B) CONSEQUENCES OF FAILURE TO COOPER-
ATE.—Upon the motion of the United States 
or any other party and upon finding that 
such person has failed to so cooperate—

‘‘(i) the court shall substitute such person 
as the party defendant in place of the United 
States and, upon motion, shall remand any 
such suit to the court in which it was insti-
tuted if it appears that the court lacks sub-
ject matter jurisdiction; 

‘‘(ii) the United States shall not be liable 
based on the acts or omissions of such per-
son; and 

‘‘(iii) the Attorney General shall not be ob-
ligated to defend such action. 

‘‘(6) RECOURSE AGAINST COVERED PERSON IN 
CASE OF GROSS MISCONDUCT OR CONTRACT VIO-
LATION.—

‘‘(A) IN GENERAL.—Should payment be 
made by the United States to any claimant 
bringing a claim under this subsection, ei-
ther by way of administrative determina-
tion, settlement, or court judgment, the 
United States shall have, notwithstanding 
any provision of State law, the right to re-
cover for that portion of the damages so 
awarded or paid, as well as interest and any 
costs of litigation, resulting from the failure 
of any covered person to carry out any obli-
gation or responsibility assumed by such 
person under a contract with the United 
States or from any grossly negligent, reck-
less, or illegal conduct or willful misconduct 
on the part of such person. 

‘‘(B) VENUE.—The United States may main-
tain an action under this paragraph against 
such person in the district court of the 
United States in which such person resides 
or has its principal place of business. 

‘‘(7) DEFINITIONS.—As used in this sub-
section, terms have the following meanings: 

‘‘(A) COVERED COUNTERMEASURE.—The term 
‘covered countermeasure’, or ‘covered coun-
termeasure against smallpox’, means a sub-
stance that is—

‘‘(i)(I) used to prevent or treat smallpox 
(including the vaccinia or another vaccine); 
or 

‘‘(II) vaccinia immune globulin used to 
control or treat the adverse effects of 
vaccinia inoculation; and 

‘‘(ii) specified in a declaration under para-
graph (2). 

‘‘(B) COVERED PERSON.—The term ‘covered 
person’, when used with respect to the ad-
ministration of a covered countermeasure, 
includes any person who is—

‘‘(i) a manufacturer or distributor of such 
countermeasure; 

‘‘(ii) a health care entity under whose aus-
pices such countermeasure was adminis-
tered; 

‘‘(iii) a qualified person who administered 
such countermeasure; or 

‘‘(iv) an official, agent, or employee of a 
person described in clause (i), (ii), or (iii). 

‘‘(C) QUALIFIED PERSON.—The term 
‘qualified person’, when used with respect to 
the administration of a covered counter-
measure, means a licensed health profes-
sional or other individual who is authorized 
to administer such countermeasure under 
the law of the State in which the counter-
measure was administered.’’. 
SEC. 305. FEDERALLY FUNDED RESEARCH AND 

DEVELOPMENT CENTERS. 
The Secretary, acting through the Under 

Secretary for Science and Technology, shall 
have the authority to establish or contract 
with 1 or more federally funded research and 
development centers to provide independent 
analysis of homeland security issues, or to 
carry out other responsibilities under this 
Act, including coordinating and integrating 
both the extramural and intramural pro-
grams described in section 308. 
SEC. 306. MISCELLANEOUS PROVISIONS. 

(a) CLASSIFICATION.—To the greatest extent 
practicable, research conducted or supported 
by the Department shall be unclassified. 

(b) CONSTRUCTION.—Nothing in this title 
shall be construed to preclude any Under 
Secretary of the Department from carrying 
out research, development, demonstration, 
or deployment activities, as long as such ac-
tivities are coordinated through the Under 
Secretary for Science and Technology. 

(c) REGULATIONS.—The Secretary, acting 
through the Under Secretary for Science and 
Technology, may issue necessary regulations 
with respect to research, development, dem-
onstration, testing, and evaluation activities 
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of the Department, including the conducting, 
funding, and reviewing of such activities. 

(d) NOTIFICATION OF PRESIDENTIAL LIFE 
SCIENCES DESIGNATIONS.—Not later than 60 
days before effecting any transfer of Depart-
ment of Energy life sciences activities pursu-
ant to section 303(1)(D) of this Act, the Presi-
dent shall notify the appropriate congres-
sional committees of the proposed transfer 
and shall include the reasons for the transfer 
and a description of the effect of the transfer 
on the activities of the Department of En-
ergy.
SEC. 307. HOMELAND SECURITY ADVANCED RE-

SEARCH PROJECTS AGENCY. 
(a) DEFINITIONS.—In this section: 
(1) FUND.—The term ‘‘Fund’’ means the Ac-

celeration Fund for Research and Develop-
ment of Homeland Security Technologies es-
tablished in subsection (c). 

(2) HOMELAND SECURITY RESEARCH.—The 
term ‘‘homeland security research’’ means 
research relevant to the detection of, preven-
tion of, protection against, response to, at-
tribution of, and recovery from homeland se-
curity threats, particularly acts of ter-
rorism. 

(3) HSARPA.—The term ‘‘HSARPA’’ means 
the Homeland Security Advanced Research 
Projects Agency established in subsection 
(b). 

(4) UNDER SECRETARY.—The term ‘‘Under 
Secretary’’ means the Under Secretary for 
Science and Technology. 

(b) HSARPA.—
(1) ESTABLISHMENT.—There is established 

the Homeland Security Advanced Research 
Projects Agency. 

(2) DIRECTOR.—HSARPA shall be headed by 
a Director, who shall be appointed by the 
Secretary. The Director shall report to the 
Under Secretary. 

(3) RESPONSIBILITIES.—The Director shall 
administer the Fund to award competitive, 
merit-reviewed grants, cooperative agree-
ments or contracts to public or private enti-
ties, including businesses, federally funded 
research and development centers, and uni-
versities. The Director shall administer the 
Fund to—

(A) support basic and applied homeland se-
curity research to promote revolutionary 
changes in technologies that would promote 
homeland security; 

(B) advance the development, testing and 
evaluation, and deployment of critical home-
land security technologies; and 

(C) accelerate the prototyping and deploy-
ment of technologies that would address 
homeland security vulnerabilities. 

(4) TARGETED COMPETITIONS.—The Director 
may solicit proposals to address specific 
vulnerabilities identified by the Director. 

(5) COORDINATION.—The Director shall en-
sure that the activities of HSARPA are co-
ordinated with those of other relevant re-
search agencies, and may run projects joint-
ly with other agencies. 

(6) PERSONNEL.—In hiring personnel for 
HSARPA, the Secretary shall have the hir-
ing and management authorities described in 
section 1101 of the Strom Thurmond Na-
tional Defense Authorization Act for Fiscal 
Year 1999 (5 U.S.C. 3104 note; Public Law 105–
261). The term of appointments for employ-
ees under subsection (c)(1) of that section 
may not exceed 5 years before the granting 
of any extension under subsection (c)(2) of 
that section. 

(7) DEMONSTRATIONS.—The Director, peri-
odically, shall hold homeland security tech-
nology demonstrations to improve contact 
among technology developers, vendors and 
acquisition personnel. 

(c) FUND.—
(1) ESTABLISHMENT.—There is established 

the Acceleration Fund for Research and De-
velopment of Homeland Security Tech-

nologies, which shall be administered by the 
Director of HSARPA. 

(2) AUTHORIZATION OF APPROPRIATIONS.—
There are authorized to be appropriated 
$500,000,000 to the Fund for fiscal year 2003 
and such sums as may be necessary there-
after. 

(3) COAST GUARD.—Of the funds authorized 
to be appropriated under paragraph (2), not 
less than 10 percent of such funds for each 
fiscal year through fiscal year 2005 shall be 
authorized only for the Under Secretary, 
through joint agreement with the Com-
mandant of the Coast Guard, to carry out re-
search and development of improved ports, 
waterways and coastal security surveillance 
and perimeter protection capabilities for the 
purpose of minimizing the possibility that 
Coast Guard cutters, aircraft, helicopters, 
and personnel will be diverted from non-
homeland security missions to the ports, wa-
terways and coastal security mission. 
SEC. 308. CONDUCT OF RESEARCH, DEVELOP-

MENT, DEMONSTRATION, TESTING 
AND EVALUATION. 

(a) IN GENERAL.—The Secretary, acting 
through the Under Secretary for Science and 
Technology, shall carry out the responsibil-
ities under section 302(4) through both extra-
mural and intramural programs. 

(b) EXTRAMURAL PROGRAMS.—
(1) IN GENERAL.—The Secretary, acting 

through the Under Secretary for Science and 
Technology, shall operate extramural re-
search, development, demonstration, testing, 
and evaluation programs so as to—

(A) ensure that colleges, universities, pri-
vate research institutes, and companies (and 
consortia thereof) from as many areas of the 
United States as practicable participate; 

(B) ensure that the research funded is of 
high quality, as determined through merit 
review processes developed under section 
302(14); and 

(C) distribute funds through grants, coop-
erative agreements, and contracts.

(2) UNIVERSITY-BASED CENTERS FOR HOME-
LAND SECURITY.—

(A) ESTABLISHMENT.—The Secretary, act-
ing through the Under Secretary for Science 
and Technology, shall establish within 1 year 
of the date of enactment of this Act a uni-
versity-based center or centers for homeland 
security. The purpose of this center or cen-
ters shall be to establish a coordinated, uni-
versity-based system to enhance the Na-
tion’s homeland security. 

(B) CRITERIA FOR SELECTION.—In selecting 
colleges or universities as centers for home-
land security, the Secretary shall consider 
the following criteria: 

(i) Demonstrated expertise in the training 
of first responders. 

(ii) Demonstrated expertise in responding 
to incidents involving weapons of mass de-
struction and biological warfare. 

(iii) Demonstrated expertise in emergency 
medical services. 

(iv) Demonstrated expertise in chemical, 
biological, radiological, and nuclear counter-
measures. 

(v) Strong affiliations with animal and 
plant diagnostic laboratories. 

(vi) Demonstrated expertise in food safety. 
(vii) Affiliation with Department of Agri-

culture laboratories or training centers. 
(viii) Demonstrated expertise in water and 

wastewater operations. 
(ix) Demonstrated expertise in port and 

waterway security. 
(x) Demonstrated expertise in multi-modal 

transportation. 
(xi) Nationally recognized programs in in-

formation security. 
(xii) Nationally recognized programs in en-

gineering. 
(xiii) Demonstrated expertise in edu-

cational outreach and technical assistance. 

(xiv) Demonstrated expertise in border 
transportation and security. 

(xv) Demonstrated expertise in inter-
disciplinary public policy research and com-
munication outreach regarding science, 
technology, and public policy. 

(C) DISCRETION OF SECRETARY.—The Sec-
retary shall have the discretion to establish 
such centers and to consider additional cri-
teria as necessary to meet the evolving needs 
of homeland security and shall report to 
Congress concerning the implementation of 
this paragraph as necessary. 

(D) AUTHORIZATION OF APPROPRIATIONS.—
There are authorized to be appropriated such 
sums as may be necessary to carry out this 
paragraph. 

(c) INTRAMURAL PROGRAMS.—
(1) CONSULTATION.—In carrying out the du-

ties under section 302, the Secretary, acting 
through the Under Secretary for Science and 
Technology, may draw upon the expertise of 
any laboratory of the Federal Government, 
whether operated by a contractor or the 
Government. 

(2) LABORATORIES.—The Secretary, acting 
through the Under Secretary for Science and 
Technology, may establish a headquarters 
laboratory for the Department at any lab-
oratory or site and may establish additional 
laboratory units at other laboratories or 
sites. 

(3) CRITERIA FOR HEADQUARTERS LABORA-
TORY.—If the Secretary chooses to establish 
a headquarters laboratory pursuant to para-
graph (2), then the Secretary shall do the fol-
lowing: 

(A) Establish criteria for the selection of 
the headquarters laboratory in consultation 
with the National Academy of Sciences, ap-
propriate Federal agencies, and other ex-
perts. 

(B) Publish the criteria in the Federal Reg-
ister. 

(C) Evaluate all appropriate laboratories 
or sites against the criteria. 

(D) Select a laboratory or site on the basis 
of the criteria. 

(E) Report to the appropriate congres-
sional committees on which laboratory was 
selected, how the selected laboratory meets 
the published criteria, and what duties the 
headquarters laboratory shall perform. 

(4) LIMITATION ON OPERATION OF LABORA-
TORIES.—No laboratory shall begin operating 
as the headquarters laboratory of the De-
partment until at least 30 days after the 
transmittal of the report required by para-
graph (3)(E). 

SEC. 309. UTILIZATION OF DEPARTMENT OF EN-
ERGY NATIONAL LABORATORIES 
AND SITES IN SUPPORT OF HOME-
LAND SECURITY ACTIVITIES. 

(a) AUTHORITY TO UTILIZE NATIONAL LAB-
ORATORIES AND SITES.—

(1) IN GENERAL.—In carrying out the mis-
sions of the Department, the Secretary may 
utilize the Department of Energy national 
laboratories and sites through any 1 or more 
of the following methods, as the Secretary 
considers appropriate: 

(A) A joint sponsorship arrangement re-
ferred to in subsection (b). 

(B) A direct contract between the Depart-
ment and the applicable Department of En-
ergy laboratory or site, subject to subsection 
(c). 

(C) Any ‘‘work for others’’ basis made 
available by that laboratory or site. 

(D) Any other method provided by law. 
(2) ACCEPTANCE AND PERFORMANCE BY LABS 

AND SITES.—Notwithstanding any other law 
governing the administration, mission, use, 
or operations of any of the Department of 
Energy national laboratories and sites, such 
laboratories and sites are authorized to ac-
cept and perform work for the Secretary, 
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consistent with resources provided, and per-
form such work on an equal basis to other 
missions at the laboratory and not on a non-
interference basis with other missions of 
such laboratory or site. 

(b) JOINT SPONSORSHIP ARRANGEMENTS.—
(1) LABORATORIES.—The Department may 

be a joint sponsor, under a multiple agency 
sponsorship arrangement with the Depart-
ment of Energy, of 1 or more Department of 
Energy national laboratories in the perform-
ance of work. 

(2) SITES.—The Department may be a joint 
sponsor of a Department of Energy site in 
the performance of work as if such site were 
a federally funded research and development 
center and the work were performed under a 
multiple agency sponsorship arrangement 
with the Department. 

(3) PRIMARY SPONSOR.—The Department of 
Energy shall be the primary sponsor under a 
multiple agency sponsorship arrangement 
referred to in paragraph (1) or (2). 

(4) LEAD AGENT.—The Secretary of Energy 
shall act as the lead agent in coordinating 
the formation and performance of a joint 
sponsorship arrangement under this sub-
section between the Department and a De-
partment of Energy national laboratory or 
site. 

(5) FEDERAL ACQUISITION REGULATION.—Any 
work performed by a Department of Energy 
national laboratory or site under a joint 
sponsorship arrangement under this sub-
section shall comply with the policy on the 
use of federally funded research and develop-
ment centers under the Federal Acquisition 
Regulations. 

(6) FUNDING.—The Department shall pro-
vide funds for work at the Department of En-
ergy national laboratories or sites, as the 
case may be, under a joint sponsorship ar-
rangement under this subsection under the 
same terms and conditions as apply to the 
primary sponsor of such national laboratory 
under section 303(b)(1)(C) of the Federal 
Property and Administrative Services Act of 
1949 (41 U.S.C. 253 (b)(1)(C)) or of such site to 
the extent such section applies to such site 
as a federally funded research and develop-
ment center by reason of this subsection. 

(c) SEPARATE CONTRACTING.—To the extent 
that programs or activities transferred by 
this Act from the Department of Energy to 
the Department of Homeland Security are 
being carried out through direct contracts 
with the operator of a national laboratory or 
site of the Department of Energy, the Sec-
retary of Homeland Security and the Sec-
retary of Energy shall ensure that direct 
contracts for such programs and activities 
between the Department of Homeland Secu-
rity and such operator are separate from the 
direct contracts of the Department of En-
ergy with such operator. 

(d) AUTHORITY WITH RESPECT TO COOPERA-
TIVE RESEARCH AND DEVELOPMENT AGREE-
MENTS AND LICENSING AGREEMENTS.—In con-
nection with any utilization of the Depart-
ment of Energy national laboratories and 
sites under this section, the Secretary may 
permit the director of any such national lab-
oratory or site to enter into cooperative re-
search and development agreements or to ne-
gotiate licensing agreements with any per-
son, any agency or instrumentality, of the 
United States, any unit of State or local gov-
ernment, and any other entity under the au-
thority granted by section 12 of the Steven-
son-Wydler Technology Innovation Act of 
1980 (15 U.S.C. 3710a). Technology may be 
transferred to a non-Federal party to such 
an agreement consistent with the provisions 
of sections 11 and 12 of that Act (15 U.S.C. 
3710, 3710a). 

(e) REIMBURSEMENT OF COSTS.—In the case 
of an activity carried out by the operator of 
a Department of Energy national laboratory 

or site in connection with any utilization of 
such laboratory or site under this section, 
the Department of Homeland Security shall 
reimburse the Department of Energy for 
costs of such activity through a method 
under which the Secretary of Energy waives 
any requirement for the Department of 
Homeland Security to pay administrative 
charges or personnel costs of the Department 
of Energy or its contractors in excess of the 
amount that the Secretary of Energy pays 
for an activity carried out by such con-
tractor and paid for by the Department of 
Energy. 

(f) LABORATORY DIRECTED RESEARCH AND 
DEVELOPMENT BY THE DEPARTMENT OF EN-
ERGY.—No funds authorized to be appro-
priated or otherwise made available to the 
Department in any fiscal year may be obli-
gated or expended for laboratory directed re-
search and development activities carried 
out by the Department of Energy unless such 
activities support the missions of the De-
partment of Homeland Security. 

(g) OFFICE FOR NATIONAL LABORATORIES.—
There is established within the Directorate 
of Science and Technology an Office for Na-
tional Laboratories, which shall be respon-
sible for the coordination and utilization of 
the Department of Energy national labora-
tories and sites under this section in a man-
ner to create a networked laboratory system 
for the purpose of supporting the missions of 
the Department. 

(h) DEPARTMENT OF ENERGY COORDINATION 
ON HOMELAND SECURITY RELATED RE-
SEARCH.—The Secretary of Energy shall en-
sure that any research, development, test, 
and evaluation activities conducted within 
the Department of Energy that are directly 
or indirectly related to homeland security 
are fully coordinated with the Secretary to 
minimize duplication of effort and maximize 
the effective application of Federal budget 
resources. 
SEC. 310. TRANSFER OF PLUM ISLAND ANIMAL 

DISEASE CENTER, DEPARTMENT OF 
AGRICULTURE. 

(a) IN GENERAL.—In accordance with title 
XV, the Secretary of Agriculture shall trans-
fer to the Secretary of Homeland Security 
the Plum Island Animal Disease Center of 
the Department of Agriculture, including the 
assets and liabilities of the Center. 

(b) CONTINUED DEPARTMENT OF AGRI-
CULTURE ACCESS.—On completion of the 
transfer of the Plum Island Animal Disease 
Center under subsection (a), the Secretary of 
Homeland Security and the Secretary of Ag-
riculture shall enter into an agreement to 
ensure that the Department of Agriculture is 
able to carry out research, diagnostic, and 
other activities of the Department of Agri-
culture at the Center. 

(c) DIRECTION OF ACTIVITIES.—The Sec-
retary of Agriculture shall continue to direct 
the research, diagnostic, and other activities 
of the Department of Agriculture at the Cen-
ter described in subsection (b). 

(d) NOTIFICATION.—
(1) IN GENERAL.—At least 180 days before 

any change in the biosafety level at the 
Plum Island Animal Disease Center, the 
President shall notify Congress of the change 
and describe the reasons for the change. 

(2) LIMITATION.—No change described in 
paragraph (1) may be made earlier than 180 
days after the completion of the transition 
period (as defined in section 1501. 
SEC. 311. HOMELAND SECURITY SCIENCE AND 

TECHNOLOGY ADVISORY COM-
MITTEE. 

(a) ESTABLISHMENT.—There is established 
within the Department a Homeland Security 
Science and Technology Advisory Com-
mittee (in this section referred to as the 
‘‘Advisory Committee’’). The Advisory Com-
mittee shall make recommendations with re-

spect to the activities of the Under Sec-
retary for Science and Technology, including 
identifying research areas of potential im-
portance to the security of the Nation. 

(b) MEMBERSHIP.—
(1) APPOINTMENT.—The Advisory Com-

mittee shall consist of 20 members appointed 
by the Under Secretary for Science and 
Technology, which shall include emergency 
first-responders or representatives of organi-
zations or associations of emergency first-re-
sponders. The Advisory Committee shall also 
include representatives of citizen groups, in-
cluding economically disadvantaged commu-
nities. The individuals appointed as members 
of the Advisory Committee—

(A) shall be eminent in fields such as emer-
gency response, research, engineering, new 
product development, business, and manage-
ment consulting;

(B) shall be selected solely on the basis of 
established records of distinguished service; 

(C) shall not be employees of the Federal 
Government; and 

(D) shall be so selected as to provide rep-
resentation of a cross-section of the re-
search, development, demonstration, and de-
ployment activities supported by the Under 
Secretary for Science and Technology. 

(2) NATIONAL RESEARCH COUNCIL.—The 
Under Secretary for Science and Technology 
may enter into an arrangement for the Na-
tional Research Council to select members of 
the Advisory Committee, but only if the 
panel used by the National Research Council 
reflects the representation described in para-
graph (1). 

(c) TERMS OF OFFICE.—
(1) IN GENERAL.—Except as otherwise pro-

vided in this subsection, the term of office of 
each member of the Advisory Committee 
shall be 3 years. 

(2) ORIGINAL APPOINTMENTS.—The original 
members of the Advisory Committee shall be 
appointed to three classes of three members 
each. One class shall have a term of 1 year, 
1 a term of 2 years, and the other a term of 
3 years. 

(3) VACANCIES.—A member appointed to fill 
a vacancy occurring before the expiration of 
the term for which the member’s predecessor 
was appointed shall be appointed for the re-
mainder of such term. 

(d) ELIGIBILITY.—A person who has com-
pleted two consecutive full terms of service 
on the Advisory Committee shall thereafter 
be ineligible for appointment during the 1-
year period following the expiration of the 
second such term. 

(e) MEETINGS.—The Advisory Committee 
shall meet at least quarterly at the call of 
the Chair or whenever one-third of the mem-
bers so request in writing. Each member 
shall be given appropriate notice of the call 
of each meeting, whenever possible not less 
than 15 days before the meeting. 

(f) QUORUM.—A majority of the members of 
the Advisory Committee not having a con-
flict of interest in the matter being consid-
ered by the Advisory Committee shall con-
stitute a quorum. 

(g) CONFLICT OF INTEREST RULES.—The Ad-
visory Committee shall establish rules for 
determining when 1 of its members has a 
conflict of interest in a matter being consid-
ered by the Advisory Committee. 

(h) REPORTS.—
(1) ANNUAL REPORT.—The Advisory Com-

mittee shall render an annual report to the 
Under Secretary for Science and Technology 
for transmittal to Congress on or before Jan-
uary 31 of each year. Such report shall de-
scribe the activities and recommendations of 
the Advisory Committee during the previous 
year. 
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(2) ADDITIONAL REPORTS.—The Advisory 

Committee may render to the Under Sec-
retary for transmittal to Congress such addi-
tional reports on specific policy matters as it 
considers appropriate. 

(i) FACA EXEMPTION.—Section 14 of the 
Federal Advisory Committee Act shall not 
apply to the Advisory Committee. 

(j) TERMINATION.—The Department of 
Homeland Security Science and Technology 
Advisory Committee shall terminate 3 years 
after the effective date of this Act. 
SEC. 312. HOMELAND SECURITY INSTITUTE. 

(a) ESTABLISHMENT.—The Secretary shall 
establish a federally funded research and de-
velopment center to be known as the 
‘‘Homeland Security Institute’’ (in this sec-
tion referred to as the ‘‘Institute’’). 

(b) ADMINISTRATION.—The Institute shall 
be administered as a separate entity by the 
Secretary. 

(c) DUTIES.—The duties of the Institute 
shall be determined by the Secretary, and 
may include the following: 

(1) Systems analysis, risk analysis, and 
simulation and modeling to determine the 
vulnerabilities of the Nation’s critical infra-
structures and the effectiveness of the sys-
tems deployed to reduce those 
vulnerabilities. 

(2) Economic and policy analysis to assess 
the distributed costs and benefits of alter-
native approaches to enhancing security. 

(3) Evaluation of the effectiveness of meas-
ures deployed to enhance the security of in-
stitutions, facilities, and infrastructure that 
may be terrorist targets. 

(4) Identification of instances when com-
mon standards and protocols could improve 
the interoperability and effective utilization 
of tools developed for field operators and 
first responders. 

(5) Assistance for Federal agencies and de-
partments in establishing testbeds to evalu-
ate the effectiveness of technologies under 
development and to assess the appropriate-
ness of such technologies for deployment. 

(6) Design of metrics and use of those 
metrics to evaluate the effectiveness of 
homeland security programs throughout the 
Federal Government, including all national 
laboratories. 

(7) Design of and support for the conduct of 
homeland security-related exercises and sim-
ulations. 

(8) Creation of strategic technology devel-
opment plans to reduce vulnerabilities in the 
Nation’s critical infrastructure and key re-
sources. 

(d) CONSULTATION ON INSTITUTE ACTIVI-
TIES.—In carrying out the duties described in 
subsection (c), the Institute shall consult 
widely with representatives from private in-
dustry, institutions of higher education, 
nonprofit institutions, other Government 
agencies, and federally funded reseach and 
development centers. 

(e) USE OF CENTERS.—The Institute shall 
utilize the capabilities of the National Infra-
structure Simulation and Analysis Center. 

(f) ANNUAL REPORTS.—The Institute shall 
transmit to the Secretary and Congress an 
annual report on the activities of the Insti-
tute under this section. 

(g) TERMINATION.—The Homeland Security 
Institute shall terminate 3 years after the ef-
fective date of this Act. 
SEC. 313. TECHNOLOGY CLEARINGHOUSE TO EN-

COURAGE AND SUPPORT INNOVA-
TIVE SOLUTIONS TO ENHANCE 
HOMELAND SECURITY. 

(a) ESTABLISHMENT OF PROGRAM.—The Sec-
retary, acting through the Under Secretary 
for Science and Technology, shall establish 
and promote a program to encourage techno-
logical innovation in facilitating the mission 
of the Department (as described in section 
101). 

(b) ELEMENTS OF PROGRAM.—The program 
described in subsection (a) shall include the 
following components: 

(1) The establishment of a centralized Fed-
eral clearinghouse for information relating 
to technologies that would further the mis-
sion of the Department for dissemination, as 
appropriate, to Federal, State, and local gov-
ernment and private sector entities for addi-
tional review, purchase, or use. 

(2) The issuance of announcements seeking 
unique and innovative technologies to ad-
vance the mission of the Department. 

(3) The establishment of a technical assist-
ance team to assist in screening, as appro-
priate, proposals submitted to the Secretary 
(except as provided in subsection (c)(2)) to 
assess the feasibility, scientific and tech-
nical merits, and estimated cost of such pro-
posals, as appropriate. 

(4) The provision of guidance, rec-
ommendations, and technical assistance, as 
appropriate, to assist Federal, State, and 
local government and private sector efforts 
to evaluate and implement the use of tech-
nologies described in paragraph (1) or (2). 

(5) The provision of information for per-
sons seeking guidance on how to pursue pro-
posals to develop or deploy technologies that 
would enhance homeland security, including 
information relating to Federal funding, reg-
ulation, or acquisition. 

(c) MISCELLANEOUS PROVISIONS.—
(1) IN GENERAL.—Nothing in this section 

shall be construed as authorizing the Sec-
retary or the technical assistance team es-
tablished under subsection (b)(3) to set 
standards for technology to be used by the 
Department, any other executive agency, 
any State or local government entity, or any 
private sector entity. 

(2) CERTAIN PROPOSALS.—The technical as-
sistance team established under subsection 
(b)(3) shall not consider or evaluate pro-
posals submitted in response to a solicita-
tion for offers for a pending procurement or 
for a specific agency requirement. 

(3) COORDINATION.—In carrying out this 
section, the Secretary shall coordinate with 
the Technical Support Working Group 
(organized under the April 1982 National Se-
curity Decision Directive Numbered 30).
TITLE IV—DIRECTORATE OF BORDER AND 

TRANSPORTATION SECURITY 
Subtitle A—Under Secretary for Border and 

Transportation Security 
SEC. 401. UNDER SECRETARY FOR BORDER AND 

TRANSPORTATION SECURITY. 
There shall be in the Department a Direc-

torate of Border and Transportation Secu-
rity headed by an Under Secretary for Bor-
der and Transportation Security. 
SEC. 402. RESPONSIBILITIES. 

The Secretary, acting through the Under 
Secretary for Border and Transportation Se-
curity, shall be responsible for the following: 

(1) Preventing the entry of terrorists and 
the instruments of terrorism into the United 
States. 

(2) Securing the borders, territorial waters, 
ports, terminals, waterways, and air, land, 
and sea transportation systems of the United 
States, including managing and coordinating 
those functions transferred to the Depart-
ment at ports of entry. 

(3) Carrying out the immigration enforce-
ment functions vested by statute in, or per-
formed by, the Commissioner of Immigration 
and Naturalization (or any officer, employee, 
or component of the Immigration and Natu-
ralization Service) immediately before the 
date on which the transfer of functions speci-
fied under section 441 takes effect. 

(4) Establishing and administering rules, in 
accordance with section 428, governing the 
granting of visas or other forms of permis-
sion, including parole, to enter the United 

States to individuals who are not a citizen or 
an alien lawfully admitted for permanent 
residence in the United States. 

(5) Establishing national immigration en-
forcement policies and priorities. 

(6) Except as provided in subtitle C, admin-
istering the customs laws of the United 
States. 

(7) Conducting the inspection and related 
administrative functions of the Department 
of Agriculture transferred to the Secretary 
of Homeland Security under section 421. 

(8) In carrying out the foregoing respon-
sibilities, ensuring the speedy, orderly, and 
efficient flow of lawful traffic and commerce. 
SEC. 403. FUNCTIONS TRANSFERRED. 

In accordance with title XV (relating to 
transition provisions), there shall be trans-
ferred to the Secretary the functions, per-
sonnel, assets, and liabilities of—

(1) the United States Customs Service of 
the Department of the Treasury, including 
the functions of the Secretary of the Treas-
ury relating thereto; 

(2) the Transportation Security Adminis-
tration of the Department of Transportation, 
including the functions of the Secretary of 
Transportation, and of the Under Secretary 
of Transportation for Security, relating 
thereto; 

(3) the Federal Protective Service of the 
General Services Administration, including 
the functions of the Administrator of Gen-
eral Services relating thereto; 

(4) the Federal Law Enforcement Training 
Center of the Department of the Treasury; 
and 

(5) the Office for Domestic Preparedness of 
the Office of Justice Programs, including the 
functions of the Attorney General relating 
thereto. 

Subtitle B—United States Customs Service 
SEC. 411. ESTABLISHMENT; COMMISSIONER OF 

CUSTOMS. 
(a) ESTABLISHMENT.—There is established 

in the Department the United States Cus-
toms Service, under the authority of the 
Under Secretary for Border and Transpor-
tation Security, which shall be vested with 
those functions including, but not limited to 
those set forth in section 415(7), and the per-
sonnel, assets, and liabilities attributable to 
those functions. 

(b) COMMISSIONER OF CUSTOMS.—
(1) IN GENERAL.—There shall be at the head 

of the Customs Service a Commissioner of 
Customs, who shall be appointed by the 
President, by and with the advice and con-
sent of the Senate. 

(2) COMPENSATION.—Section 5314 of title 5, 
United States Code, is amended by striking 

‘‘Commissioner of Customs, Department of 
the Treasury’’
and inserting 

‘‘Commissioner of Customs, Department of 
Homeland Security.’’. 

(3) CONTINUATION IN OFFICE.—The indi-
vidual serving as the Commissioner of Cus-
toms on the day before the effective date of 
this Act may serve as the Commissioner of 
Customs on and after such effective date 
until a Commissioner of Customs is ap-
pointed under paragraph (1). 
SEC. 412. RETENTION OF CUSTOMS REVENUE 

FUNCTIONS BY SECRETARY OF THE 
TREASURY. 

(a) RETENTION OF CUSTOMS REVENUE FUNC-
TIONS BY SECRETARY OF THE TREASURY.—

(1) RETENTION OF AUTHORITY.—Notwith-
standing section 403(a)(1), authority related 
to Customs revenue functions that was vest-
ed in the Secretary of the Treasury by law 
before the effective date of this Act under 
those provisions of law set forth in para-
graph (2) shall not be transferred to the Sec-
retary by reason of this Act, and on and after 
the effective date of this Act, the Secretary 
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of the Treasury may delegate any such au-
thority to the Secretary at the discretion of 
the Secretary of the Treasury. The Secretary 
of the Treasury shall consult with the Sec-
retary regarding the exercise of any such au-
thority not delegated to the Secretary. 

(2) STATUTES.—The provisions of law re-
ferred to in paragraph (1) are the following: 
the Tariff Act of 1930; section 249 of the Re-
vised Statutes of the United States (19 U.S.C. 
3); section 2 of the Act of March 4, 1923 (19 
U.S.C. 6); section 13031 of the Consolidated 
Omnibus Budget Reconciliation Act of 1985 
(19 U.S.C. 58c); section 251 of the Revised 
Statutes of the United States (19 U.S.C. 66); 
section 1 of the Act of June 26, 1930 (19 U.S.C. 
68); the Foreign Trade Zones Act (19 U.S.C. 
81a et seq.); section 1 of the Act of March 2, 
1911 (19 U.S.C. 198); the Trade Act of 1974; the 
Trade Agreements Act of 1979; the North 
American Free Trade Area Implementation 
Act; the Uruguay Round Agreements Act; 
the Caribbean Basin Economic Recovery Act; 
the Andean Trade Preference Act; the Afri-
can Growth and Opportunity Act; and any 
other provision of law vesting customs rev-
enue functions in the Secretary of the Treas-
ury. 

(b) MAINTENANCE OF CUSTOMS REVENUE 
FUNCTIONS.—

(1) MAINTENANCE OF FUNCTIONS.—Notwith-
standing any other provision of this Act, the 
Secretary may not consolidate, discontinue, 
or diminish those functions described in 
paragraph (2) performed by the United States 
Customs Service (as established under sec-
tion 411) on or after the effective date of this 
Act, reduce the staffing level, or reduce the 
resources attributable to such functions, and 
the Secretary shall ensure that an appro-
priate management structure is imple-
mented to carry out such functions. 

(2) FUNCTIONS.—The functions referred to 
in paragraph (1) are those functions per-
formed by the following personnel, and asso-
ciated support staff, of the United States 
Customs Service on the day before the effec-
tive date of this Act: Import Specialists, 
Entry Specialists, Drawback Specialists, Na-
tional Import Specialist, Fines and Penalties 
Specialists, attorneys of the Office of Regu-
lations and Rulings, Customs Auditors, 
International Trade Specialists, Financial 
Systems Specialists. 

(c) NEW PERSONNEL.—The Secretary of the 
Treasury is authorized to appoint up to 20 
new personnel to work with personnel of the 
Department in performing customs revenue 
functions. 
SEC. 413. PRESERVATION OF CUSTOMS FUNDS. 

Notwithstanding any other provision of 
this Act, no funds available to the United 
States Customs Service or collected under 
paragraphs (1) through (8) of section 13031(a) 
of the Consolidated Omnibus Budget Rec-
onciliation Act of 1985 may be transferred for 
use by any other agency or office in the De-
partment. 
SEC. 414. SEPARATE BUDGET REQUEST FOR CUS-

TOMS. 
The President shall include in each budget 

transmitted to Congress under section 1105 of 
title 31, United States Code, a separate budg-
et request for the United States Customs 
Service. 
SEC. 415. DEFINITION. 

In this subtitle, the term ‘‘customs rev-
enue function’’ means the following: 

(1) Assessing and collecting customs duties 
(including antidumping and countervailing 
duties and duties imposed under safeguard 
provisions), excise taxes, fees, and penalties 
due on imported merchandise, including 
classifying and valuing merchandise for pur-
poses of such assessment. 

(2) Processing and denial of entry of per-
sons, baggage, cargo, and mail, with respect 

to the assessment and collection of import 
duties. 

(3) Detecting and apprehending persons en-
gaged in fraudulent practices designed to cir-
cumvent the customs laws of the United 
States. 

(4) Enforcing section 337 of the Tariff Act 
of 1930 and provisions relating to import 
quotas and the marking of imported mer-
chandise, and providing Customs 
Recordations for copyrights, patents, and 
trademarks. 

(5) Collecting accurate import data for 
compilation of international trade statistics. 

(6) Enforcing reciprocal trade agreements. 
(7) Functions performed by the following 

personnel, and associated support staff, of 
the United States Customs Service on the 
day before the effective date of this Act: Im-
port Specialists, Entry Specialists, Draw-
back Specialists, National Import Specialist, 
Fines and Penalties Specialists, attorneys of 
the Office of Regulations and Rulings, Cus-
toms Auditors, International Trade Special-
ists, Financial Systems Specialists. 

(8) Functions performed by the following 
offices, with respect to any function de-
scribed in any of paragraphs (1) through (7), 
and associated support staff, of the United 
States Customs Service on the day before 
the effective date of this Act: the Office of 
Information and Technology, the Office of 
Laboratory Services, the Office of the Chief 
Counsel, the Office of Congressional Affairs, 
the Office of International Affairs, and the 
Office of Training and Development. 
SEC. 416. GAO REPORT TO CONGRESS. 

Not later than 3 months after the effective 
date of this Act, the Comptroller General of 
the United States shall submit to Congress a 
report that sets forth all trade functions per-
formed by the executive branch, specifying 
each agency that performs each such func-
tion.
SEC. 417. ALLOCATION OF RESOURCES BY THE 

SECRETARY. 
(a) IN GENERAL.—The Secretary shall en-

sure that adequate staffing is provided to as-
sure that levels of customs revenue services 
provided on the day before the effective date 
of this Act shall continue to be provided. 

(b) NOTIFICATION OF CONGRESS.—The Sec-
retary shall notify the Committee on Ways 
and Means of the House of Representatives 
and the Committee on Finance of the Senate 
at least 90 days prior to taking any action 
which would—

(1) result in any significant reduction in 
customs revenue services, including hours of 
operation, provided at any office within the 
Department or any port of entry; 

(2) eliminate or relocate any office of the 
Department which provides customs revenue 
services; or 

(3) eliminate any port of entry. 
(c) DEFINITION.—In this section, the term 

‘‘customs revenue services’’ means those cus-
toms revenue functions described in para-
graphs (1) through (6) and paragraph (8) of 
section 415. 
SEC. 418. REPORTS TO CONGRESS. 

(a) CONTINUING REPORTS.—The United 
States Customs Service shall, on and after 
the effective date of this Act, continue to 
submit to the Committee on Ways and 
Means of the House of Representatives and 
the Committee on Finance of the Senate any 
report required, on the day before such the 
effective date of this Act, to be so submitted 
under any provision of law. 

(b) REPORT ON CONFORMING AMENDMENTS.—
Not later than 60 days after the date of en-
actment of this Act, the Secretary of the 
Treasury shall submit a report to the Com-
mittee on Finance of the Senate and the 
Committee on Ways and Means of the House 
of Representatives of proposed conforming 

amendments to the statutes set forth under 
section 412(a)(2) in order to determine the ap-
propriate allocation of legal authorities de-
scribed under this subsection. The Secretary 
of the Treasury shall also identify those au-
thorities vested in the Secretary of the 
Treasury that are exercised by the Commis-
sioner of Customs on or before the effective 
date of this section.
SEC. 419. CUSTOMS USER FEES. 

(a) IN GENERAL.—Section 13031(f) of the 
Consolidated Omnibus Budget Reconciliation 
Act of 1985 (19 U.S.C. 58c(f)) is amended—

(1) in paragraph (1), by striking subpara-
graph (B) and inserting the following: 

‘‘(B) amounts deposited into the Customs 
Commercial and Homeland Security Auto-
mation Account under paragraph (5).’’; 

(2) in paragraph (4), by striking ‘‘(other 
than the excess fees determined by the Sec-
retary under paragraph (5))’’; and 

(3) by striking paragraph (5) and inserting 
the following: 

‘‘(5)(A) There is created within the general 
fund of the Treasury a separate account that 
shall be known as the ‘Customs Commercial 
and Homeland Security Automation Ac-
count’. In each of fiscal years 2003, 2004, and 
2005 there shall be deposited into the Ac-
count from fees collected under subsection 
(a)(9)(A), $350,000,000. 

‘‘(B) There is authorized to be appropriated 
from the Account in fiscal years 2003 through 
2005 such amounts as are available in that 
Account for the development, establishment, 
and implementation of the Automated Com-
mercial Environment computer system for 
the processing of merchandise that is en-
tered or released and for other purposes re-
lated to the functions of the Department of 
Homeland Security. Amounts appropriated 
pursuant to this subparagraph are authorized 
to remain available until expended. 

‘‘(C) In adjusting the fee imposed by sub-
section (a)(9)(A) for fiscal year 2006, the Sec-
retary of the Treasury shall reduce the 
amount estimated to be collected in fiscal 
year 2006 by the amount by which total fees 
deposited to the Account during fiscal years 
2003, 2004, and 2005 exceed total appropria-
tions from that Account.’’. 

(b) CONFORMING AMENDMENT.—Section 
311(b) of the Customs Border Security Act of 
2002 (Public Law 107–210) is amended by 
striking paragraph (2). 

Subtitle C—Miscellaneous Provisions
SEC. 421. TRANSFER OF CERTAIN AGRICULTURAL 

INSPECTION FUNCTIONS OF THE DE-
PARTMENT OF AGRICULTURE. 

(a) TRANSFER OF AGRICULTURAL IMPORT 
AND ENTRY INSPECTION FUNCTIONS.—There 
shall be transferred to the Secretary the 
functions of the Secretary of Agriculture re-
lating to agricultural import and entry in-
spection activities under the laws specified 
in subsection (b). 

(b) COVERED ANIMAL AND PLANT PROTEC-
TION LAWS.—The laws referred to in sub-
section (a) are the following: 

(1) The Act commonly known as the Virus-
Serum-Toxin Act (the eighth paragraph 
under the heading ‘‘Bureau of Animal Indus-
try’’ in the Act of March 4, 1913; 21 U.S.C. 151 
et seq.). 

(2) Section 1 of the Act of August 31, 1922 
(commonly known as the Honeybee Act; 7 
U.S.C. 281). 

(3) Title III of the Federal Seed Act (7 
U.S.C. 1581 et seq.). 

(4) The Plant Protection Act (7 U.S.C. 7701 
et seq.). 

(5) The Animal Health Protection Act 
(subtitle E of title X of Public Law 107–171; 7 
U.S.C. 8301 et seq.). 

(6) The Lacey Act Amendments of 1981 (16 
U.S.C. 3371 et seq.). 

(7) Section 11 of the Endangered Species 
Act of 1973 (16 U.S.C. 1540). 
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(c) EXCLUSION OF QUARANTINE ACTIVITIES.—

For purposes of this section, the term 
‘‘functions’’ does not include any quarantine 
activities carried out under the laws speci-
fied in subsection (b). 

(d) EFFECT OF TRANSFER.—
(1) COMPLIANCE WITH DEPARTMENT OF AGRI-

CULTURE REGULATIONS.—The authority trans-
ferred pursuant to subsection (a) shall be ex-
ercised by the Secretary in accordance with 
the regulations, policies, and procedures 
issued by the Secretary of Agriculture re-
garding the administration of the laws speci-
fied in subsection (b). 

(2) RULEMAKING COORDINATION.—The Sec-
retary of Agriculture shall coordinate with 
the Secretary whenever the Secretary of Ag-
riculture prescribes regulations, policies, or 
procedures for administering the functions 
transferred under subsection (a) under a law 
specified in subsection (b). 

(3) EFFECTIVE ADMINISTRATION.—The Sec-
retary, in consultation with the Secretary of 
Agriculture, may issue such directives and 
guidelines as are necessary to ensure the ef-
fective use of personnel of the Department of 
Homeland Security to carry out the func-
tions transferred pursuant to subsection (a). 

(e) TRANSFER AGREEMENT.—
(1) AGREEMENT REQUIRED; REVISION.—Before 

the end of the transition period, as defined in 
section 1501, the Secretary of Agriculture 
and the Secretary shall enter into an agree-
ment to effectuate the transfer of functions 
required by subsection (a). The Secretary of 
Agriculture and the Secretary may jointly 
revise the agreement as necessary there-
after. 

(2) REQUIRED TERMS.—The agreement re-
quired by this subsection shall specifically 
address the following: 

(A) The supervision by the Secretary of 
Agriculture of the training of employees of 
the Secretary to carry out the functions 
transferred pursuant to subsection (a). 

(B) The transfer of funds to the Secretary 
under subsection (f). 

(3) COOPERATION AND RECIPROCITY.—The 
Secretary of Agriculture and the Secretary 
may include as part of the agreement the fol-
lowing: 

(A) Authority for the Secretary to perform 
functions delegated to the Animal and Plant 
Health Inspection Service of the Department 
of Agriculture regarding the protection of 
domestic livestock and plants, but not trans-
ferred to the Secretary pursuant to sub-
section (a). 

(B) Authority for the Secretary of Agri-
culture to use employees of the Department 
of Homeland Security to carry out authori-
ties delegated to the Animal and Plant 
Health Inspection Service regarding the pro-
tection of domestic livestock and plants. 

(f) PERIODIC TRANSFER OF FUNDS TO DE-
PARTMENT OF HOMELAND SECURITY.—

(1) TRANSFER OF FUNDS.—Out of funds col-
lected by fees authorized under sections 2508 
and 2509 of the Food, Agriculture, Conserva-
tion, and Trade Act of 1990 (21 U.S.C. 136, 
136a), the Secretary of Agriculture shall 
transfer, from time to time in accordance 
with the agreement under subsection (e), to 
the Secretary funds for activities carried out 
by the Secretary for which such fees were 
collected. 

(2) LIMITATION.—The proportion of fees col-
lected pursuant to such sections that are 
transferred to the Secretary under this sub-
section may not exceed the proportion of the 
costs incurred by the Secretary to all costs 
incurred to carry out activities funded by 
such fees. 

(g) TRANSFER OF DEPARTMENT OF AGRI-
CULTURE EMPLOYEES.—Not later than the 
completion of the transition period defined 
under section 1501, the Secretary of Agri-
culture shall transfer to the Secretary not 

more than 3,200 full-time equivalent posi-
tions of the Department of Agriculture. 

(h) PROTECTION OF INSPECTION ANIMALS.—
Title V of the Agricultural Risk Protection 
Act of 2000 (7 U.S.C. 2279e, 2279f) is amended—

(1) in section 501(a)—
(A) by inserting ‘‘or the Department of 

Homeland Security’’ after ‘‘Department of 
Agriculture’’; and 

(B) by inserting ‘‘or the Secretary of 
Homeland Security’’ after ‘‘Secretary of Ag-
riculture’’; 

(2) by striking ‘‘Secretary’’ each place it 
appears (other than in sections 501(a) and 
501(e)) and inserting ‘‘Secretary concerned’’; 
and 

(3) by adding at the end of section 501 the 
following new subsection: 

‘‘(e) SECRETARY CONCERNED DEFINED.—In 
this title, the term ‘Secretary concerned’ 
means—

‘‘(1) the Secretary of Agriculture, with re-
spect to an animal used for purposes of offi-
cial inspections by the Department of Agri-
culture; and 

‘‘(2) the Secretary of Homeland Security, 
with respect to an animal used for purposes 
of official inspections by the Department of 
Homeland Security.’’.
SEC. 422. FUNCTIONS OF ADMINISTRATOR OF 

GENERAL SERVICES. 
(a) OPERATION, MAINTENANCE, AND PROTEC-

TION OF FEDERAL BUILDINGS AND GROUNDS.—
Nothing in this Act may be construed to af-
fect the functions or authorities of the Ad-
ministrator of General Services with respect 
to the operation, maintenance, and protec-
tion of buildings and grounds owned or occu-
pied by the Federal Government and under 
the jurisdiction, custody, or control of the 
Administrator. Except for the law enforce-
ment and related security functions trans-
ferred under section 403(3), the Adminis-
trator shall retain all powers, functions, and 
authorities vested in the Administrator 
under chapter 10 of title 40, United States 
Code, and other provisions of law that are 
necessary for the operation, maintenance, 
and protection of such buildings and 
grounds. 

(b) COLLECTION OF RENTS AND FEES; FED-
ERAL BUILDINGS FUND.—

(1) STATUTORY CONSTRUCTION.—Nothing in 
this Act may be construed—

(A) to direct the transfer of, or affect, the 
authority of the Administrator of General 
Services to collect rents and fees, including 
fees collected for protective services; or 

(B) to authorize the Secretary or any other 
official in the Department to obligate 
amounts in the Federal Buildings Fund es-
tablished by section 490(f) of title 40, United 
States Code. 

(2) USE OF TRANSFERRED AMOUNTS.—Any 
amounts transferred by the Administrator of 
General Services to the Secretary out of 
rents and fees collected by the Adminis-
trator shall be used by the Secretary solely 
for the protection of buildings or grounds 
owned or occupied by the Federal Govern-
ment.
SEC. 423. FUNCTIONS OF TRANSPORTATION SE-

CURITY ADMINISTRATION. 
(a) CONSULTATION WITH FEDERAL AVIATION 

ADMINISTRATION.—The Secretary and other 
officials in the Department shall consult 
with the Administrator of the Federal Avia-
tion Administration before taking any ac-
tion that might affect aviation safety, air 
carrier operations, aircraft airworthiness, or 
the use of airspace. The Secretary shall es-
tablish a liaison office within the Depart-
ment for the purpose of consulting with the 
Administrator of the Federal Aviation Ad-
ministration.

(b) REPORT TO CONGRESS.—Not later than 
60 days after the date of enactment of this 

Act, the Secretary of Transportation shall 
transmit to Congress a report containing a 
plan for complying with the requirements of 
section 44901(d) of title 49, United States 
Code, as amended by section 426 of this Act. 

(c) LIMITATIONS ON STATUTORY CONSTRUC-
TION.—

(1) GRANT OF AUTHORITY.—Nothing in this 
Act may be construed to vest in the Sec-
retary or any other official in the Depart-
ment any authority over transportation se-
curity that is not vested in the Under Sec-
retary of Transportation for Security, or in 
the Secretary of Transportation under chap-
ter 449 of title 49, United States Code, on the 
day before the date of enactment of this Act. 

(2) OBLIGATION OF AIP FUNDS.—Nothing in 
this Act may be construed to authorize the 
Secretary or any other official in the Depart-
ment to obligate amounts made available 
under section 48103 of title 49, United States 
Code. 
SEC. 424. PRESERVATION OF TRANSPORTATION 

SECURITY ADMINISTRATION AS A 
DISTINCT ENTITY. 

(a) IN GENERAL.—Notwithstanding any 
other provision of this Act, and subject to 
subsection (b), the Transportation Security 
Administration shall be maintained as a dis-
tinct entity within the Department under 
the Under Secretary for Border Transpor-
tation and Security. 

(b) SUNSET.—Subsection (a) shall cease to 
apply 2 years after the date of enactment of 
this Act. 
SEC. 425. EXPLOSIVE DETECTION SYSTEMS. 

Section 44901(d) of title 49, United States 
Code, is amended by adding at the end the 
following: 

‘‘(2) DEADLINE.—
‘‘(A) IN GENERAL.—If, in his discretion or at 

the request of an airport, the Under Sec-
retary of Transportation for Security deter-
mines that the Transportation Security Ad-
ministration is not able to deploy explosive 
detection systems required to be deployed 
under paragraph (1) at all airports where ex-
plosive detection systems are required by 
December 31, 2002, then with respect to each 
airport for which the Under Secretary makes 
that determination—

‘‘(i) the Under Secretary shall submit to 
the Senate Committee on Commerce, 
Science, and Transportation and the House 
of Representatives Committee on Transpor-
tation and Infrastructure a detailed plan 
(which may be submitted in classified form) 
for the deployment of the number of explo-
sive detection systems at that airport nec-
essary to meet the requirements of para-
graph (1) as soon as practicable at that air-
port but in no event later than December 31, 
2003; and 

‘‘(ii) the Under Secretary shall take all 
necessary action to ensure that alternative 
means of screening all checked baggage is 
implemented until the requirements of para-
graph (1) have been met. 

‘‘(B) CRITERIA FOR DETERMINATION.—In 
making a determination under subparagraph 
(A), the Under Secretary shall take into ac-
count—

‘‘(i) the nature and extent of the required 
modifications to the airport’s terminal 
buildings, and the technical, engineering, de-
sign and construction issues; 

‘‘(ii) the need to ensure that such installa-
tions and modifications are effective; and 

‘‘(iii) the feasibility and cost-effectiveness 
of deploying explosive detection systems in 
the baggage sorting area or other non-public 
area rather than the lobby of an airport ter-
minal building. 

‘‘(C) RESPONSE.—The Under Secretary shall 
respond to the request of an airport under 
subparagraph (A) within 14 days of receiving 
the request. A denial of request shall create 
no right of appeal or judicial review. 
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‘‘(D) AIRPORT EFFORT REQUIRED.—Each air-

port with respect to which the Under Sec-
retary makes a determination under sub-
paragraph (A) shall—

‘‘(i) cooperate fully with the Transpor-
tation Security Administration with respect 
to screening checked baggage and changes to 
accommodate explosive detection systems; 
and 

‘‘(ii) make security projects a priority for 
the obligation or expenditure of funds made 
available under chapter 417 or 471 until ex-
plosive detection systems required to be de-
ployed under paragraph (1) have been de-
ployed at that airport. 

‘‘(3) REPORTS.—Until the Transportation 
Security Administration has met the re-
quirements of paragraph (1), the Under Sec-
retary shall submit a classified report every 
30 days after the date of enactment of the 
Aviation Security Improvement Act to the 
Senate Committee on Commerce, Science, 
and Transportation and the House of Rep-
resentatives Committee on Transportation 
and Infrastructure describing the progress 
made toward meeting such requirements at 
each airport.’’. 
SEC. 426. TRANSPORTATION SECURITY. 

(a) TRANSPORTATION SECURITY OVERSIGHT 
BOARD.—

(1) ESTABLISHMENT.—Section 115(a) of title 
49, United States Code, is amended by strik-
ing ‘‘Department of Transportation’’ and in-
serting ‘‘Department of Homeland Security’’. 

(2) MEMBERSHIP.—Section 115(b)(1) of title 
49, United States Code, is amended—

(A) by striking subparagraph (G); 
(B) by redesignating subparagraphs (A) 

through (F) as subparagraphs (B) through 
(G), respectively; and 

(C) by inserting before subparagraph (B) 
(as so redesignated) the following: 

‘‘(A) The Secretary of Homeland Security, 
or the Secretary’s designee.’’. 

(3) CHAIRPERSON.—Section 115(b)(2) of title 
49, United States Code, is amended by strik-
ing ‘‘Secretary of Transportation’’ and in-
serting ‘‘Secretary of Homeland Security’’. 

(b) APPROVAL OF AIP GRANT APPLICATIONS 
FOR SECURITY ACTIVITIES.—Section 47106 of 
title 49, United States Code, is amended by 
adding at the end the following: 

‘‘(g) CONSULTATION WITH SECRETARY OF 
HOMELAND SECURITY.—The Secretary shall 
consult with the Secretary of Homeland Se-
curity before approving an application under 
this subchapter for an airport development 
project grant for activities described in sec-
tion 47102(3)(B)(ii) only as they relate to se-
curity equipment or section 47102(3)(B)(x) 
only as they relate to installation of bulk ex-
plosive detection system.’’. 
SEC. 427. COORDINATION OF INFORMATION AND 

INFORMATION TECHNOLOGY. 
(a) DEFINITION OF AFFECTED AGENCY.—In 

this section, the term ‘‘affected agency’’ 
means—

(1) the Department; 
(2) the Department of Agriculture; 
(3) the Department of Health and Human 

Services; and 
(4) any other department or agency deter-

mined to be appropriate by the Secretary. 
(b) COORDINATION.—The Secretary, in co-

ordination with the Secretary of Agri-
culture, the Secretary of Health and Human 
Services, and the head of each other depart-
ment or agency determined to be appropriate 
by the Secretary, shall ensure that appro-
priate information (as determined by the 
Secretary) concerning inspections of articles 
that are imported or entered into the United 
States, and are inspected or regulated by 1 or 
more affected agencies, is timely and effi-
ciently exchanged between the affected agen-
cies. 

(c) REPORT AND PLAN.—Not later than 18 
months after the date of enactment of this 

Act, the Secretary, in consultation with the 
Secretary of Agriculture, the Secretary of 
Health and Human Services, and the head of 
each other department or agency determined 
to be appropriate by the Secretary, shall 
submit to Congress—

(1) a report on the progress made in imple-
menting this section; and 

(2) a plan to complete implementation of 
this section. 
SEC. 428. VISA ISSUANCE. 

(a) DEFINITION.—In this subsection, the 
term ‘‘consular office’’ has the meaning 
given that term under section 101(a)(9) of the 
Immigration and Nationality Act (8 U.S.C. 
1101(a)(9)). 

(b) IN GENERAL.—Notwithstanding section 
104(a) of the Immigration and Nationality 
Act (8 U.S.C. 1104(a)) or any other provision 
of law, and except as provided in subsection 
(c) of this section, the Secretary—

(1) shall be vested exclusively with all au-
thorities to issue regulations with respect 
to, administer, and enforce the provisions of 
such Act, and of all other immigration and 
nationality laws, relating to the functions of 
consular officers of the United States in con-
nection with the granting or refusal of visas, 
and shall have the authority to refuse visas 
in accordance with law and to develop pro-
grams of homeland security training for con-
sular officers (in addition to consular train-
ing provided by the Secretary of State), 
which authorities shall be exercised through 
the Secretary of State, except that the Sec-
retary shall not have authority to alter or 
reverse the decision of a consular officer to 
refuse a visa to an alien; and 

(2) shall have authority to confer or impose 
upon any officer or employee of the United 
States, with the consent of the head of the 
executive agency under whose jurisdiction 
such officer or employee is serving, any of 
the functions specified in paragraph (1). 

(c) AUTHORITY OF THE SECRETARY OF 
STATE.—

(1) IN GENERAL.—Notwithstanding sub-
section (b), the Secretary of State may di-
rect a consular officer to refuse a visa to an 
alien if the Secretary of State deems such re-
fusal necessary or advisable in the foreign 
policy or security interests of the United 
States. 

(2) CONSTRUCTION REGARDING AUTHORITY.—
Nothing in this section, consistent with the 
Secretary of Homeland Security’s authority 
to refuse visas in accordance with law, shall 
be construed as affecting the authorities of 
the Secretary of State under the following 
provisions of law: 

(A) Section 101(a)(15)(A) of the Immigra-
tion and Nationality Act (8 U.S.C. 
1101(a)(15)(A)). 

(B) Section 204(d)(2) of the Immigration 
and Nationality Act (8 U.S.C. 1154) (as it will 
take effect upon the entry into force of the 
Convention on Protection of Children and 
Cooperation in Respect to Inter-Country 
adoption). 

(C) Section 212(a)(3)(B)(i)(IV)(bb) of the Im-
migration and Nationality Act (8 U.S.C. 
1182(a)(3)(B)(i)(IV)(bb)). 

(D) Section 212(a)(3)(B)(i)(VI) of the Immi-
gration and Nationality Act (8 U.S.C. 
1182(a)(3)(B)(i)(VI)). 

(E) Section 212(a)(3)(B)(vi)(II) of the Immi-
gration and Nationality Act (8 U.S.C. 
1182(a)(3)(B)(vi)(II)). 

(F) Section 212(a)(3(C) of the Immigration 
and Nationality Act (8 U.S.C. 1182(a)(3)(C)). 

(G) Section 212(a)(10)(C) of the Immigra-
tion and Nationality Act (8 U.S.C. 
1182(a)(10)(C)). 

(H) Section 212(f) of the Immigration and 
Nationality Act (8 U.S.C. 1182(f)). 

(I) Section 219(a) of the Immigration and 
Nationality Act (8 U.S.C. 1189(a)). 

(J) Section 237(a)(4)(C) of the Immigration 
and Nationality Act (8 U.S.C. 1227(a)(4)(C)). 

(K) Section 401 of the Cuban Liberty and 
Democratic Solidarity (LIBERTAD) Act of 
1996 (22 U.S.C. 6034; Public Law 104–114). 

(L) Section 613 of the Departments of Com-
merce, Justice, and State, the Judiciary and 
Related Agencies Appropriations Act, 1999 
(as contained in section 101(b) of division A 
of Public Law 105–277) (Omnibus Consoli-
dated and Emergency Supplemental Appro-
priations Act, 1999); 112 Stat. 2681; H.R. 4328 
(originally H.R. 4276) as amended by section 
617 of Public Law 106–553. 

(M) Section 103(f) of the Chemical Weapon 
Convention Implementation Act of 1998 (112 
Stat. 2681–865). 

(N) Section 801 of H.R. 3427, the Admiral 
James W. Nance and Meg Donovan Foreign 
Relations Authorization Act, Fiscal Years 
2000 and 2001, as enacted by reference in Pub-
lic Law 106–113. 

(O) Section 568 of the Foreign Operations, 
Export Financing, and Related Programs Ap-
propriations Act, 2002 (Public Law 107–115). 

(P) Section 51 of the State Department 
Basic Authorities Act of 1956 (22 U.S.C. 2723). 

(d) CONSULAR OFFICERS AND CHIEFS OF MIS-
SIONS.—

(1) IN GENERAL.—Nothing in this subsection 
may be construed to alter or affect—

(A) the employment status of consular offi-
cers as employees of the Department of 
State; or 

(B) the authority of a chief of mission 
under section 207 of the Foreign Service Act 
of 1980 (22 U.S.C. 3927). 

(2) CONSTRUCTION REGARDING DELEGATION 
OF AUTHORITY.—Nothing in this section shall 
be construed to affect any delegation of au-
thority to the Secretary of State by the 
President pursuant to any proclamation 
issued under section 212(f) of the Immigra-
tion and Nationality Act (8 U.S.C. 1182(f)), 
consistent with the Secretary of Homeland 
Security’s authority to refuse visas in ac-
cordance with law. 

(e) ASSIGNMENT OF HOMELAND SECURITY 
EMPLOYEES TO DIPLOMATIC AND CONSULAR 
POSTS.—

(1) IN GENERAL.—The Secretary is author-
ized to assign employees of the Department 
to each diplomatic and consular post at 
which visas are issued, unless the Secretary 
determines that such an assignment at a 
particular post would not promote homeland 
security. 

(2) FUNCTIONS.—Employees assigned under 
paragraph (1) shall perform the following 
functions: 

(A) Provide expert advice and training to 
consular officers regarding specific security 
threats relating to the adjudication of indi-
vidual visa applications or classes of applica-
tions. 

(B) Review any such applications, either on 
the initiative of the employee of the Depart-
ment or upon request by a consular officer or 
other person charged with adjudicating such 
applications. 

(C) Conduct investigations with respect to 
consular matters under the jurisdiction of 
the Secretary. 

(3) EVALUATION OF CONSULAR OFFICERS.—
The Secretary of State shall evaluate, in 
consultation with the Secretary, as deemed 
appropriate by the Secretary, the perform-
ance of consular officers with respect to the 
processing and adjudication of applications 
for visas in accordance with performance 
standards developed by the Secretary for 
these procedures. 

(4) REPORT.—The Secretary shall, on an an-
nual basis, submit a report to Congress that 
describes the basis for each determination 
under paragraph (1) that the assignment of 
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an employee of the Department at a par-
ticular diplomatic post would not promote 
homeland security. 

(5) PERMANENT ASSIGNMENT; PARTICIPATION 
IN TERRORIST LOOKOUT COMMITTEE.—When ap-
propriate, employees of the Department as-
signed to perform functions described in 
paragraph (2) may be assigned permanently 
to overseas diplomatic or consular posts 
with country-specific or regional responsi-
bility. If the Secretary so directs, any such 
employee, when present at an overseas post, 
shall participate in the terrorist lookout 
committee established under section 304 of 
the Enhanced Border Security and Visa 
Entry Reform Act of 2002 (8 U.S.C. 1733). 

(6) TRAINING AND HIRING.—
(A) IN GENERAL.—The Secretary shall en-

sure, to the extent possible, that any em-
ployees of the Department assigned to per-
form functions under paragraph (2) and, as 
appropriate, consular officers, shall be pro-
vided the necessary training to enable them 
to carry out such functions, including train-
ing in foreign languages, interview tech-
niques, and fraud detection techniques, in 
conditions in the particular country where 
each employee is assigned, and in other ap-
propriate areas of study. 

(B) USE OF CENTER.—The Secretary is au-
thorized to use the National Foreign Affairs 
Training Center, on a reimbursable basis, to 
obtain the training described in subpara-
graph (A). 

(7) REPORT.—Not later than 1 year after 
the date of enactment of this Act, the Sec-
retary and the Secretary of State shall sub-
mit to Congress—

(A) a report on the implementation of this 
subsection; and 

(B) any legislative proposals necessary to 
further the objectives of this subsection. 

(8) EFFECTIVE DATE.—This subsection shall 
take effect on the earlier of—

(A) the date on which the President pub-
lishes notice in the Federal Register that the 
President has submitted a report to Congress 
setting forth a memorandum of under-
standing between the Secretary and the Sec-
retary of State governing the implementa-
tion of this section; or 

(B) the date occurring 1 year after the date 
of enactment of this Act. 

(f) NO CREATION OF PRIVATE RIGHT OF AC-
TION.—Nothing in this section shall be con-
strued to create or authorize a private right 
of action to challenge a decision of a con-
sular officer or other United States official 
or employee to grant or deny a visa. 

(g) STUDY REGARDING USE OF FOREIGN NA-
TIONALS.—

(1) IN GENERAL.—The Secretary of Home-
land Security shall conduct a study of the 
role of foreign nationals in the granting or 
refusal of visas and other documents author-
izing entry of aliens into the United States. 
The study shall address the following: 

(A) The proper role, if any, of foreign na-
tionals in the process of rendering decisions 
on such grants and refusals. 

(B) Any security concerns involving the 
employment of foreign nationals. 

(C) Whether there are cost-effective alter-
natives to the use of foreign nationals. 

(2) REPORT.—Not later than 1 year after 
the date of the enactment of this Act, the 
Secretary shall submit a report containing 
the findings of the study conducted under 
paragraph (1) to the Committee on the Judi-
ciary, the Committee on International Rela-
tions, and the Committee on Government 
Reform of the House of Representatives, and 
the Committee on the Judiciary, the Com-
mittee on Foreign Relations, and the Com-
mittee on Government Affairs of the Senate. 

(h) REPORT.—Not later than 120 days after 
the date of the enactment of this Act, the 
Director of the Office of Science and Tech-

nology Policy shall submit to Congress a re-
port on how the provisions of this section 
will affect procedures for the issuance of stu-
dent visas. 

(i) VISA ISSUANCE PROGRAM FOR SAUDI ARA-
BIA.—Notwithstanding any other provision of 
law, after the date of the enactment of this 
Act all third party screening programs in 
Saudi Arabia shall be terminated. On-site 
personnel of the Department of Homeland 
Security shall review all visa applications 
prior to adjudication. 
SEC. 429. INFORMATION ON VISA DENIALS RE-

QUIRED TO BE ENTERED INTO ELEC-
TRONIC DATA SYSTEM. 

(a) IN GENERAL.—Whenever a consular offi-
cer of the United States denies a visa to an 
applicant, the consular officer shall enter 
the fact and the basis of the denial and the 
name of the applicant into the interoperable 
electronic data system implemented under 
section 202(a) of the Enhanced Border Secu-
rity and Visa Entry Reform Act of 2002 (8 
U.S.C. 1722(a)). 

(b) PROHIBITION.—In the case of any alien 
with respect to whom a visa has been denied 
under subsection (a)—

(1) no subsequent visa may be issued to the 
alien unless the consular officer considering 
the alien’s visa application has reviewed the 
information concerning the alien placed in 
the interoperable electronic data system, has 
indicated on the alien’s application that the 
information has been reviewed, and has stat-
ed for the record why the visa is being issued 
or a waiver of visa ineligibility rec-
ommended in spite of that information; and 

(2) the alien may not be admitted to the 
United States without a visa issued in ac-
cordance with the procedures described in 
paragraph (1). 
SEC. 430. OFFICE FOR DOMESTIC PREPARED-

NESS. 
(a) IN GENERAL.—The Office for Domestic 

Preparedness shall be within the Directorate 
of Border and Transportation Security. 

(b) DIRECTOR.—There shall be a Director of 
the Office for Domestic Preparedness, who 
shall be appointed by the President, by and 
with the advice and consent of the Senate. 
The Director of the Office for Domestic Pre-
paredness shall report directly to the Under 
Secretary for Border and Transportation Se-
curity. 

(c) RESPONSIBILITIES.—The Office for Do-
mestic Preparedness shall have the primary 
responsibility within the executive branch of 
Government for the preparedness of the 
United States for acts of terrorism, includ-
ing—

(1) coordinating preparedness efforts at the 
Federal level, and working with all State, 
local, tribal, parish, and private sector emer-
gency response providers on all matters per-
taining to combating terrorism, including 
training, exercises, and equipment support; 

(2) coordinating or, as appropriate, consoli-
dating communications and systems of com-
munications relating to homeland security 
at all levels of government; 

(3) directing and supervising terrorism pre-
paredness grant programs of the Federal 
Government (other than those programs ad-
ministered by the Department of Health and 
Human Services) for all emergency response 
providers; 

(4) incorporating the Strategy priorities 
into planning guidance on an agency level 
for the preparedness efforts of the Office for 
Domestic Preparedness; 

(5) providing agency-specific training for 
agents and analysts within the Department, 
other agencies, and State and local agencies 
and international entities; 

(6) as the lead executive branch agency for 
preparedness of the United States for acts of 
terrorism, cooperating closely with the Fed-
eral Emergency Management Agency, which 

shall have the primary responsibility within 
the executive branch to prepare for and miti-
gate the effects of nonterrorist-related disas-
ters in the United States; 

(7) assisting and supporting the Secretary, 
in coordination with other Directorates and 
entities outside the Department, in con-
ducting appropriate risk analysis and risk 
management activities of State, local, and 
tribal governments consistent with the mis-
sion and functions of the Directorate; and 

(8) those elements of the Office of National 
Preparedness of the Federal Emergency 
Management Agency which relate to ter-
rorism, which shall be consolidated within 
the Department in the Office for Domestic 
Preparedness established under this section. 

(d) FISCAL YEARS 2003 and 2004.—During fis-
cal year 2003 and fiscal year 2004, the Direc-
tor of the Office for Domestic Preparedness 
established under this section shall manage 
and carry out those functions of the Office 
for Domestic Preparedness of the Depart-
ment of Justice (transferred under this sec-
tion) before September 11, 2001, under the 
same terms, conditions, policies, and au-
thorities, and with the required level of per-
sonnel, assets, and budget before September 
11, 2001.

Subtitle D—Immigration Enforcement 
Functions 

SEC. 441. TRANSFER OF FUNCTIONS TO UNDER 
SECRETARY FOR BORDER AND 
TRANSPORTATION SECURITY. 

In accordance with title XV (relating to 
transition provisions), there shall be trans-
ferred from the Commissioner of Immigra-
tion and Naturalization to the Under Sec-
retary for Border and Transportation Secu-
rity all functions performed under the fol-
lowing programs, and all personnel, assets, 
and liabilities pertaining to such programs, 
immediately before such transfer occurs: 

(1) The Border Patrol program. 
(2) The detention and removal program. 
(3) The intelligence program. 
(4) The investigations program. 
(5) The inspections program. 

SEC. 442. ESTABLISHMENT OF BUREAU OF BOR-
DER SECURITY. 

(a) ESTABLISHMENT OF BUREAU.—
(1) IN GENERAL.—There shall be in the De-

partment of Homeland Security a bureau to 
be known as the ‘‘Bureau of Border Secu-
rity’’. 

(2) ASSISTANT SECRETARY.—The head of the 
Bureau of Border Security shall be the As-
sistant Secretary of the Bureau of Border Se-
curity, who—

(A) shall report directly to the Under Sec-
retary for Border and Transportation Secu-
rity; and 

(B) shall have a minimum of 5 years profes-
sional experience in law enforcement, and a 
minimum of 5 years of management experi-
ence. 

(3) FUNCTIONS.—The Assistant Secretary of 
the Bureau of Border Security—

(A) shall establish the policies for per-
forming such functions as are—

(i) transferred to the Under Secretary for 
Border and Transportation Security by sec-
tion 441 and delegated to the Assistant Sec-
retary by the Under Secretary for Border 
and Transportation Security; or 

(ii) otherwise vested in the Assistant Sec-
retary by law; 

(B) shall oversee the administration of 
such policies; and 

(C) shall advise the Under Secretary for 
Border and Transportation Security with re-
spect to any policy or operation of the Bu-
reau of Border Security that may affect the 
Bureau of Citizenship and Immigration Serv-
ices established under subtitle E, including 
potentially conflicting policies or oper-
ations.
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(4) PROGRAM TO COLLECT INFORMATION RE-

LATING TO FOREIGN STUDENTS.—The Assistant 
Secretary of the Bureau of Border Security 
shall be responsible for administering the 
program to collect information relating to 
nonimmigrant foreign students and other ex-
change program participants described in 
section 641 of the Illegal Immigration Re-
form and Immigrant Responsibility Act of 
1996 (8 U.S.C. 1372), including the Student 
and Exchange Visitor Information System 
established under that section, and shall use 
such information to carry out the enforce-
ment functions of the Bureau. 

(5) MANAGERIAL ROTATION PROGRAM.—
(A) IN GENERAL.—Not later than 1 year 

after the date on which the transfer of func-
tions specified under section 441 takes effect, 
the Assistant Secretary of the Bureau of 
Border Security shall design and implement 
a managerial rotation program under which 
employees of such bureau holding positions 
involving supervisory or managerial respon-
sibility and classified, in accordance with 
chapter 51 of title 5, United States Code, as 
a GS–14 or above, shall—

(i) gain some experience in all the major 
functions performed by such bureau; and 

(ii) work in at least one local office of such 
bureau. 

(B) REPORT.—Not later than 2 years after 
the date on which the transfer of functions 
specified under section 441 takes effect, the 
Secretary shall submit a report to the Con-
gress on the implementation of such pro-
gram. 

(b) CHIEF OF POLICY AND STRATEGY.—
(1) IN GENERAL.—There shall be a position 

of Chief of Policy and Strategy for the Bu-
reau of Border Security. 

(2) FUNCTIONS.—In consultation with Bu-
reau of Border Security personnel in local of-
fices, the Chief of Policy and Strategy shall 
be responsible for—

(A) making policy recommendations and 
performing policy research and analysis on 
immigration enforcement issues; and 

(B) coordinating immigration policy issues 
with the Chief of Policy and Strategy for the 
Bureau of Citizenship and Immigration Serv-
ices (established under subtitle E), as appro-
priate. 

(c) LEGAL ADVISOR.—There shall be a prin-
cipal legal advisor to the Assistant Sec-
retary of the Bureau of Border Security. The 
legal advisor shall provide specialized legal 
advice to the Assistant Secretary of the Bu-
reau of Border Security and shall represent 
the bureau in all exclusion, deportation, and 
removal proceedings before the Executive Of-
fice for Immigration Review. 
SEC. 443. PROFESSIONAL RESPONSIBILITY AND 

QUALITY REVIEW. 
The Under Secretary for Border and Trans-

portation Security shall be responsible for—
(1) conducting investigations of non-

criminal allegations of misconduct, corrup-
tion, and fraud involving any employee of 
the Bureau of Border Security that are not 
subject to investigation by the Inspector 
General for the Department; 

(2) inspecting the operations of the Bureau 
of Border Security and providing assess-
ments of the quality of the operations of 
such bureau as a whole and each of its com-
ponents; and 

(3) providing an analysis of the manage-
ment of the Bureau of Border Security. 
SEC. 444. EMPLOYEE DISCIPLINE. 

The Under Secretary for Border and Trans-
portation Security may, notwithstanding 
any other provision of law, impose discipli-
nary action, including termination of em-
ployment, pursuant to policies and proce-
dures applicable to employees of the Federal 
Bureau of Investigation, on any employee of 
the Bureau of Border Security who willfully 

deceives the Congress or agency leadership 
on any matter. 
SEC. 445. REPORT ON IMPROVING ENFORCEMENT 

FUNCTIONS. 
(a) IN GENERAL.—The Secretary, not later 

than 1 year after being sworn into office, 
shall submit to the Committees on Appro-
priations and the Judiciary of the House of 
Representatives and of the Senate a report 
with a plan detailing how the Bureau of Bor-
der Security, after the transfer of functions 
specified under section 441 takes effect, will 
enforce comprehensively, effectively, and 
fairly all the enforcement provisions of the 
Immigration and Nationality Act (8 U.S.C. 
1101 et seq.) relating to such functions. 

(b) CONSULTATION.—In carrying out sub-
section (a), the Secretary of Homeland Secu-
rity shall consult with the Attorney General, 
the Secretary of State, the Director of the 
Federal Bureau of Investigation, the Sec-
retary of the Treasury, the Secretary of 
Labor, the Commissioner of Social Security, 
the Director of the Executive Office for Im-
migration Review, and the heads of State 
and local law enforcement agencies to deter-
mine how to most effectively conduct en-
forcement operations. 
SEC. 446. SENSE OF CONGRESS REGARDING CON-

STRUCTION OF FENCING NEAR SAN 
DIEGO, CALIFORNIA. 

It is the sense of the Congress that com-
pleting the 14-mile border fence project re-
quired to be carried out under section 102(b) 
of the Illegal Immigration Reform and Immi-
grant Responsibility Act of 1996 (8 U.S.C. 1103 
note) should be a priority for the Secretary.

Subtitle E—Citizenship and Immigration 
Services 

SEC. 451. ESTABLISHMENT OF BUREAU OF CITI-
ZENSHIP AND IMMIGRATION SERV-
ICES. 

(a) ESTABLISHMENT OF BUREAU.—
(1) IN GENERAL.—There shall be in the De-

partment a bureau to be known as the 
‘‘Bureau of Citizenship and Immigration 
Services’’. 

(2) DIRECTOR.—The head of the Bureau of 
Citizenship and Immigration Services shall 
be the Director of the Bureau of Citizenship 
and Immigration Services, who—

(A) shall report directly to the Deputy Sec-
retary; 

(B) shall have a minimum of 5 years of 
management experience; and 

(C) shall be paid at the same level as the 
Assistant Secretary of the Bureau of Border 
Security. 

(3) FUNCTIONS.—The Director of the Bureau 
of Citizenship and Immigration Services—

(A) shall establish the policies for per-
forming such functions as are transferred to 
the Director by this section or this Act or 
otherwise vested in the Director by law; 

(B) shall oversee the administration of 
such policies; 

(C) shall advise the Deputy Secretary with 
respect to any policy or operation of the Bu-
reau of Citizenship and Immigration Serv-
ices that may affect the Bureau of Border 
Security of the Department, including poten-
tially conflicting policies or operations; 

(D) shall establish national immigration 
services policies and priorities; 

(E) shall meet regularly with the Ombuds-
man described in section 452 to correct seri-
ous service problems identified by the Om-
budsman; and 

(F) shall establish procedures requiring a 
formal response to any recommendations 
submitted in the Ombudsman’s annual re-
port to Congress within 3 months after its 
submission to Congress. 

(4) MANAGERIAL ROTATION PROGRAM.—
(A) IN GENERAL.—Not later than 1 year 

after the effective date specified in section 
455, the Director of the Bureau of Citizenship 

and Immigration Services shall design and 
implement a managerial rotation program 
under which employees of such bureau hold-
ing positions involving supervisory or mana-
gerial responsibility and classified, in ac-
cordance with chapter 51 of title 5, United 
States Code, as a GS–14 or above, shall—

(i) gain some experience in all the major 
functions performed by such bureau; and 

(ii) work in at least one field office and one 
service center of such bureau. 

(B) REPORT.—Not later than 2 years after 
the effective date specified in section 455, the 
Secretary shall submit a report to Congress 
on the implementation of such program. 

(5) PILOT INITIATIVES FOR BACKLOG ELIMI-
NATION.—The Director of the Bureau of Citi-
zenship and Immigration Services is author-
ized to implement innovative pilot initia-
tives to eliminate any remaining backlog in 
the processing of immigration benefit appli-
cations, and to prevent any backlog in the 
processing of such applications from recur-
ring, in accordance with section 204(a) of the 
Immigration Services and Infrastructure Im-
provements Act of 2000 (8 U.S.C. 1573(a)). 
Such initiatives may include measures such 
as increasing personnel, transferring per-
sonnel to focus on areas with the largest po-
tential for backlog, and streamlining paper-
work. 

(b) TRANSFER OF FUNCTIONS FROM COMMIS-
SIONER.—There are transferred from the 
Commissioner of Immigration and Natu-
ralization to the Director of the Bureau of 
Citizenship and Immigration Services the 
following functions, and all personnel, infra-
structure, and funding provided to the Com-
missioner in support of such functions imme-
diately before the effective date specified in 
section 455: 

(1) Adjudications of immigrant visa peti-
tions. 

(2) Adjudications of naturalization peti-
tions. 

(3) Adjudications of asylum and refugee ap-
plications. 

(4) Adjudications performed at service cen-
ters. 

(5) All other adjudications performed by 
the Immigration and Naturalization Service 
immediately before the effective date speci-
fied in section 455. 

(c) CHIEF OF POLICY AND STRATEGY.—
(1) IN GENERAL.—There shall be a position 

of Chief of Policy and Strategy for the Bu-
reau of Citizenship and Immigration Serv-
ices. 

(2) FUNCTIONS.—In consultation with Bu-
reau of Citizenship and Immigration Serv-
ices personnel in field offices, the Chief of 
Policy and Strategy shall be responsible 
for—

(A) making policy recommendations and 
performing policy research and analysis on 
immigration services issues; and 

(B) coordinating immigration policy issues 
with the Chief of Policy and Strategy for the 
Bureau of Border Security of the Depart-
ment. 

(d) LEGAL ADVISOR.—
(1) IN GENERAL.—There shall be a principal 

legal advisor to the Director of the Bureau of 
Citizenship and Immigration Services. 

(2) FUNCTIONS.—The legal advisor shall be 
responsible for—

(A) providing specialized legal advice, opin-
ions, determinations, regulations, and any 
other assistance to the Director of the Bu-
reau of Citizenship and Immigration Serv-
ices with respect to legal matters affecting 
the Bureau of Citizenship and Immigration 
Services; and 

(B) representing the Bureau of Citizenship 
and Immigration Services in visa petition 
appeal proceedings before the Executive Of-
fice for Immigration Review. 

(e) BUDGET OFFICER.—
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(1) IN GENERAL.—There shall be a Budget 

Officer for the Bureau of Citizenship and Im-
migration Services. 

(2) FUNCTIONS.—
(A) IN GENERAL.—The Budget Officer shall 

be responsible for—
(i) formulating and executing the budget of 

the Bureau of Citizenship and Immigration 
Services; 

(ii) financial management of the Bureau of 
Citizenship and Immigration Services; and 

(iii) collecting all payments, fines, and 
other debts for the Bureau of Citizenship and 
Immigration Services. 

(f) CHIEF OF OFFICE OF CITIZENSHIP.—
(1) IN GENERAL.—There shall be a position 

of Chief of the Office of Citizenship for the 
Bureau of Citizenship and Immigration Serv-
ices. 

(2) FUNCTIONS.—The Chief of the Office of 
Citizenship for the Bureau of Citizenship and 
Immigration Services shall be responsible 
for promoting instruction and training on 
citizenship responsibilities for aliens inter-
ested in becoming naturalized citizens of the 
United States, including the development of 
educational materials. 
SEC. 452. CITIZENSHIP AND IMMIGRATION SERV-

ICES OMBUDSMAN. 
(a) IN GENERAL.—Within the Department, 

there shall be a position of Citizenship and 
Immigration Services Ombudsman (in this 
section referred to as the ‘‘Ombudsman’’). 
The Ombudsman shall report directly to the 
Deputy Secretary. The Ombudsman shall 
have a background in customer service as 
well as immigration law. 

(b) FUNCTIONS.—It shall be the function of 
the Ombudsman—

(1) to assist individuals and employers in 
resolving problems with the Bureau of Citi-
zenship and Immigration Services; 

(2) to identify areas in which individuals 
and employers have problems in dealing with 
the Bureau of Citizenship and Immigration 
Services; and 

(3) to the extent possible, to propose 
changes in the administrative practices of 
the Bureau of Citizenship and Immigration 
Services to mitigate problems identified 
under paragraph (2). 

(c) ANNUAL REPORTS.—
(1) OBJECTIVES.—Not later than June 30 of 

each calendar year, the Ombudsman shall re-
port to the Committee on the Judiciary of 
the House of Representatives and the Senate 
on the objectives of the Office of the Om-
budsman for the fiscal year beginning in 
such calendar year. Any such report shall 
contain full and substantive analysis, in ad-
dition to statistical information, and—

(A) shall identify the recommendations the 
Office of the Ombudsman has made on im-
proving services and responsiveness of the 
Bureau of Citizenship and Immigration Serv-
ices; 

(B) shall contain a summary of the most 
pervasive and serious problems encountered 
by individuals and employers, including a de-
scription of the nature of such problems; 

(C) shall contain an inventory of the items 
described in subparagraphs (A) and (B) for 
which action has been taken and the result 
of such action; 

(D) shall contain an inventory of the items 
described in subparagraphs (A) and (B) for 
which action remains to be completed and 
the period during which each item has re-
mained on such inventory; 

(E) shall contain an inventory of the items 
described in subparagraphs (A) and (B) for 
which no action has been taken, the period 
during which each item has remained on 
such inventory, the reasons for the inaction, 
and shall identify any official of the Bureau 
of Citizenship and Immigration Services who 
is responsible for such inaction; 

(F) shall contain recommendations for 
such administrative action as may be appro-
priate to resolve problems encountered by 
individuals and employers, including prob-
lems created by excessive backlogs in the ad-
judication and processing of immigration 
benefit petitions and applications; and 

(G) shall include such other information as 
the Ombudsman may deem advisable. 

(2) REPORT TO BE SUBMITTED DIRECTLY.—
Each report required under this subsection 
shall be provided directly to the committees 
described in paragraph (1) without any prior 
comment or amendment from the Secretary, 
Deputy Secretary, Director of the Bureau of 
Citizenship and Immigration Services, or 
any other officer or employee of the Depart-
ment or the Office of Management and Budg-
et. 

(d) OTHER RESPONSIBILITIES.—The Ombuds-
man—

(1) shall monitor the coverage and geo-
graphic allocation of local offices of the Om-
budsman; 

(2) shall develop guidance to be distributed 
to all officers and employees of the Bureau of 
Citizenship and Immigration Services out-
lining the criteria for referral of inquiries to 
local offices of the Ombudsman; 

(3) shall ensure that the local telephone 
number for each local office of the Ombuds-
man is published and available to individuals 
and employers served by the office; and 

(4) shall meet regularly with the Director 
of the Bureau of Citizenship and Immigra-
tion Services to identify serious service 
problems and to present recommendations 
for such administrative action as may be ap-
propriate to resolve problems encountered by 
individuals and employers. 

(e) PERSONNEL ACTIONS.—
(1) IN GENERAL.—The Ombudsman shall 

have the responsibility and authority—
(A) to appoint local ombudsmen and make 

available at least 1 such ombudsman for each 
State; and 

(B) to evaluate and take personnel actions 
(including dismissal) with respect to any em-
ployee of any local office of the Ombudsman. 

(2) CONSULTATION.—The Ombudsman may 
consult with the appropriate supervisory 
personnel of the Bureau of Citizenship and 
Immigration Services in carrying out the 
Ombudsman’s responsibilities under this sub-
section. 

(f) RESPONSIBILITIES OF BUREAU OF CITIZEN-
SHIP AND IMMIGRATION SERVICES.—The Direc-
tor of the Bureau of Citizenship and Immi-
gration Services shall establish procedures 
requiring a formal response to all rec-
ommendations submitted to such director by 
the Ombudsman within 3 months after sub-
mission to such director. 

(g) OPERATION OF LOCAL OFFICES.—
(1) IN GENERAL.—Each local ombudsman—
(A) shall report to the Ombudsman or the 

delegate thereof; 
(B) may consult with the appropriate su-

pervisory personnel of the Bureau of Citizen-
ship and Immigration Services regarding the 
daily operation of the local office of such 
ombudsman; 

(C) shall, at the initial meeting with any 
individual or employer seeking the assist-
ance of such local office, notify such indi-
vidual or employer that the local offices of 
the Ombudsman operate independently of 
any other component of the Department and 
report directly to Congress through the Om-
budsman; and 

(D) at the local ombudsman’s discretion, 
may determine not to disclose to the Bureau 
of Citizenship and Immigration Services con-
tact with, or information provided by, such 
individual or employer. 

(2) MAINTENANCE OF INDEPENDENT COMMU-
NICATIONS.—Each local office of the Ombuds-
man shall maintain a phone, facsimile, and 

other means of electronic communication 
access, and a post office address, that is sep-
arate from those maintained by the Bureau 
of Citizenship and Immigration Services, or 
any component of the Bureau of Citizenship 
and Immigration Services. 
SEC. 453. PROFESSIONAL RESPONSIBILITY AND 

QUALITY REVIEW. 
(a) IN GENERAL.—The Director of the Bu-

reau of Citizenship and Immigration Serv-
ices shall be responsible for—

(1) conducting investigations of non-
criminal allegations of misconduct, corrup-
tion, and fraud involving any employee of 
the Bureau of Citizenship and Immigration 
Services that are not subject to investiga-
tion by the Inspector General for the Depart-
ment; 

(2) inspecting the operations of the Bureau 
of Citizenship and Immigration Services and 
providing assessments of the quality of the 
operations of such bureau as a whole and 
each of its components; and 

(3) providing an analysis of the manage-
ment of the Bureau of Citizenship and Immi-
gration Services. 

(b) SPECIAL CONSIDERATIONS.—In providing 
assessments in accordance with subsection 
(a)(2) with respect to a decision of the Bu-
reau of Citizenship and Immigration Serv-
ices, or any of its components, consideration 
shall be given to—

(1) the accuracy of the findings of fact and 
conclusions of law used in rendering the de-
cision; 

(2) any fraud or misrepresentation associ-
ated with the decision; and 

(3) the efficiency with which the decision 
was rendered. 
SEC. 454. EMPLOYEE DISCIPLINE. 

The Director of the Bureau of Citizenship 
and Immigration Services may, notwith-
standing any other provision of law, impose 
disciplinary action, including termination of 
employment, pursuant to policies and proce-
dures applicable to employees of the Federal 
Bureau of Investigation, on any employee of 
the Bureau of Citizenship and Immigration 
Services who willfully deceives Congress or 
agency leadership on any matter. 
SEC. 455. EFFECTIVE DATE. 

Notwithstanding section 4, sections 451 
through 456, and the amendments made by 
such sections, shall take effect on the date 
on which the transfer of functions specified 
under section 441 takes effect. 
SEC. 456. TRANSITION. 

(a) REFERENCES.—With respect to any func-
tion transferred by this subtitle to, and exer-
cised on or after the effective date specified 
in section 455 by, the Director of the Bureau 
of Citizenship and Immigration Services, any 
reference in any other Federal law, Execu-
tive order, rule, regulation, or delegation of 
authority, or any document of or pertaining 
to a component of government from which 
such function is transferred—

(1) to the head of such component is 
deemed to refer to the Director of the Bu-
reau of Citizenship and Immigration Serv-
ices; or 

(2) to such component is deemed to refer to 
the Bureau of Citizenship and Immigration 
Services. 

(b) OTHER TRANSITION ISSUES.—
(1) EXERCISE OF AUTHORITIES.—Except as 

otherwise provided by law, a Federal official 
to whom a function is transferred by this 
subtitle may, for purposes of performing the 
function, exercise all authorities under any 
other provision of law that were available 
with respect to the performance of that func-
tion to the official responsible for the per-
formance of the function immediately before 
the effective date specified in section 455. 

(2) TRANSFER AND ALLOCATION OF APPRO-
PRIATIONS AND PERSONNEL.—The personnel of 
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the Department of Justice employed in con-
nection with the functions transferred by 
this subtitle (and functions that the Sec-
retary determines are properly related to the 
functions of the Bureau of Citizenship and 
Immigration Services), and the assets, liabil-
ities, contracts, property, records, and unex-
pended balance of appropriations, authoriza-
tions, allocations, and other funds employed, 
held, used, arising from, available to, or to 
be made available to, the Immigration and 
Naturalization Service in connection with 
the functions transferred by this subtitle, 
subject to section 202 of the Budget and Ac-
counting Procedures Act of 1950, shall be 
transferred to the Director of the Bureau of 
Citizenship and Immigration Services for al-
location to the appropriate component of the 
Department. Unexpended funds transferred 
pursuant to this paragraph shall be used only 
for the purposes for which the funds were 
originally authorized and appropriated. The 
Secretary shall have the right to adjust or 
realign transfers of funds and personnel ef-
fected pursuant to this subtitle for a period 
of 2 years after the effective date specified in 
section 455. 
SEC. 457. FUNDING FOR CITIZENSHIP AND IMMI-

GRATION SERVICES. 
Section 286(m) of the Immigration and Na-

tionality Act (8 U.S.C. 1356(m)) is amended 
by striking ‘‘services, including the costs of 
similar services provided without charge to 
asylum applicants or other immigrants.’’ 
and inserting ‘‘services.’’. 
SEC. 458. BACKLOG ELIMINATION. 

Section 204(a)(1) of the Immigration Serv-
ices and Infrastructure Improvements Act of 
2000 (8 U.S.C. 1573(a)(1)) is amended by strik-
ing ‘‘not later than one year after the date of 
enactment of this Act;’’ and inserting ‘‘1 
year after the date of the enactment of the 
Homeland Security Act of 2002;’’. 
SEC. 459. REPORT ON IMPROVING IMMIGRATION 

SERVICES. 
(a) IN GENERAL.—The Secretary, not later 

than 1 year after the effective date of this 
Act, shall submit to the Committees on the 
Judiciary and Appropriations of the House of 
Representatives and of the Senate a report 
with a plan detailing how the Bureau of Citi-
zenship and Immigration Services, after the 
transfer of functions specified in this sub-
title takes effect, will complete efficiently, 
fairly, and within a reasonable time, the ad-
judications described in paragraphs (1) 
through (5) of section 451(b). 

(b) CONTENTS.—For each type of adjudica-
tion to be undertaken by the Director of the 
Bureau of Citizenship and Immigration Serv-
ices, the report shall include the following: 

(1) Any potential savings of resources that 
may be implemented without affecting the 
quality of the adjudication. 

(2) The goal for processing time with re-
spect to the application. 

(3) Any statutory modifications with re-
spect to the adjudication that the Secretary 
considers advisable. 

(c) CONSULTATION.—In carrying out sub-
section (a), the Secretary shall consult with 
the Secretary of State, the Secretary of 
Labor, the Assistant Secretary of the Bureau 
of Border Security of the Department, and 
the Director of the Executive Office for Im-
migration Review to determine how to 
streamline and improve the process for ap-
plying for and making adjudications de-
scribed in section 451(b) and related proc-
esses. 
SEC. 460. REPORT ON RESPONDING TO FLUC-

TUATING NEEDS. 
Not later than 30 days after the date of the 

enactment of this Act, the Attorney General 
shall submit to Congress a report on changes 
in law, including changes in authorizations 
of appropriations and in appropriations, that 

are needed to permit the Immigration and 
Naturalization Service, and, after the trans-
fer of functions specified in this subtitle 
takes effect, the Bureau of Citizenship and 
Immigration Services of the Department, to 
ensure a prompt and timely response to 
emergent, unforeseen, or impending changes 
in the number of applications for immigra-
tion benefits, and otherwise to ensure the ac-
commodation of changing immigration serv-
ice needs. 
SEC. 461. APPLICATION OF INTERNET-BASED 

TECHNOLOGIES. 
(a) ESTABLISHMENT OF TRACKING SYSTEM.—

The Secretary, not later than 1 year after 
the effective date of this Act, in consultation 
with the Technology Advisory Committee es-
tablished under subsection (c), shall estab-
lish an Internet-based system, that will per-
mit a person, employer, immigrant, or non-
immigrant who has filings with the Sec-
retary for any benefit under the Immigration 
and Nationality Act (8 U.S.C. 1101 et seq.), 
access to online information about the proc-
essing status of the filing involved. 

(b) FEASIBILITY STUDY FOR ONLINE FILING 
AND IMPROVED PROCESSING.—

(1) ONLINE FILING.—The Secretary, in con-
sultation with the Technology Advisory 
Committee established under subsection (c), 
shall conduct a feasibility study on the on-
line filing of the filings described in sub-
section (a). The study shall include a review 
of computerization and technology of the 
Immigration and Naturalization Service re-
lating to the immigration services and proc-
essing of filings related to immigrant serv-
ices. The study shall also include an esti-
mate of the timeframe and cost and shall 
consider other factors in implementing such 
a filing system, including the feasibility of 
fee payment online. 

(2) REPORT.—A report on the study under 
this subsection shall be submitted to the 
Committees on the Judiciary of the House of 
Representatives and the Senate not later 
than 1 year after the effective date of this 
Act. 

(c) TECHNOLOGY ADVISORY COMMITTEE.—
(1) ESTABLISHMENT.—The Secretary shall 

establish, not later than 60 days after the ef-
fective date of this Act, an advisory com-
mittee (in this section referred to as the 
‘‘Technology Advisory Committee’’) to assist 
the Secretary in—

(A) establishing the tracking system under 
subsection (a); and 

(B) conducting the study under subsection 
(b).

The Technology Advisory Committee shall 
be established after consultation with the 
Committees on the Judiciary of the House of 
Representatives and the Senate. 

(2) COMPOSITION.—The Technology Advi-
sory Committee shall be composed of rep-
resentatives from high technology compa-
nies capable of establishing and imple-
menting the system in an expeditious man-
ner, and representatives of persons who may 
use the tracking system described in sub-
section (a) and the online filing system de-
scribed in subsection (b)(1).
SEC. 462. CHILDREN’S AFFAIRS. 

(a) TRANSFER OF FUNCTIONS.—There are 
transferred to the Director of the Office of 
Refugee Resettlement of the Department of 
Health and Human Services functions under 
the immigration laws of the United States 
with respect to the care of unaccompanied 
alien children that were vested by statute in, 
or performed by, the Commissioner of Immi-
gration and Naturalization (or any officer, 
employee, or component of the Immigration 
and Naturalization Service) immediately be-
fore the effective date specified in subsection 
(d). 

(b) FUNCTIONS.—

(1) IN GENERAL.—Pursuant to the transfer 
made by subsection (a), the Director of the 
Office of Refugee Resettlement shall be re-
sponsible for—

(A) coordinating and implementing the 
care and placement of unaccompanied alien 
children who are in Federal custody by rea-
son of their immigration status, including 
developing a plan to be submitted to Con-
gress on how to ensure that qualified and 
independent legal counsel is timely ap-
pointed to represent the interests of each 
such child, consistent with the law regarding 
appointment of counsel that is in effect on 
the date of the enactment of this Act; 

(B) ensuring that the interests of the child 
are considered in decisions and actions relat-
ing to the care and custody of an unaccom-
panied alien child; 

(C) making placement determinations for 
all unaccompanied alien children who are in 
Federal custody by reason of their immigra-
tion status; 

(D) implementing the placement deter-
minations; 

(E) implementing policies with respect to 
the care and placement of unaccompanied 
alien children; 

(F) identifying a sufficient number of 
qualified individuals, entities, and facilities 
to house unaccompanied alien children; 

(G) overseeing the infrastructure and per-
sonnel of facilities in which unaccompanied 
alien children reside; 

(H) reuniting unaccompanied alien chil-
dren with a parent abroad in appropriate 
cases; 

(I) compiling, updating, and publishing at 
least annually a state-by-state list of profes-
sionals or other entities qualified to provide 
guardian and attorney representation serv-
ices for unaccompanied alien children; 

(J) maintaining statistical information 
and other data on unaccompanied alien chil-
dren for whose care and placement the Direc-
tor is responsible, which shall include—

(i) biographical information, such as a 
child’s name, gender, date of birth, country 
of birth, and country of habitual residence; 

(ii) the date on which the child came into 
Federal custody by reason of his or her im-
migration status; 

(iii) information relating to the child’s 
placement, removal, or release from each fa-
cility in which the child has resided; 

(iv) in any case in which the child is placed 
in detention or released, an explanation re-
lating to the detention or release; and 

(v) the disposition of any actions in which 
the child is the subject; 

(K) collecting and compiling statistical in-
formation from the Department of Justice, 
the Department of Homeland Security, and 
the Department of State on each depart-
ment’s actions relating to unaccompanied 
alien children; and 

(L) conducting investigations and inspec-
tions of facilities and other entities in which 
unaccompanied alien children reside. 

(2) COORDINATION WITH OTHER ENTITIES; NO 
RELEASE ON OWN RECOGNIZANCE.—In making 
determinations described in paragraph (1)(C), 
the Director of the Office of Refugee Reset-
tlement—

(A) shall consult with appropriate juvenile 
justice professionals, the Director of the Bu-
reau of Citizenship and Immigration Serv-
ices, and the Assistant Secretary of the Bu-
reau of Border Security to ensure that such 
determinations ensure that unaccompanied 
alien children described in such subpara-
graph—

(i) are likely to appear for all hearings or 
proceedings in which they are involved; 

(ii) are protected from smugglers, traf-
fickers, or others who might seek to vic-
timize or otherwise engage them in criminal, 
harmful, or exploitive activity; and 
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(iii) are placed in a setting in which they 

not likely to pose a danger to themselves or 
others; and 

(B) shall not release such children upon 
their own recognizance. 

(3) DUTIES WITH RESPECT TO FOSTER CARE.—
In carrying out the duties described in para-
graph (1)(G), the Director of the Office of 
Refugee Resettlement is encouraged to use 
the refugee children foster care system es-
tablished pursuant to section 412(d) of the 
Immigration and Nationality Act (8 U.S.C. 
1522(d)) for the placement of unaccompanied 
alien children. 

(c) RULE OF CONSTRUCTION.—Nothing in 
this section may be construed to transfer the 
responsibility for adjudicating benefit deter-
minations under the Immigration and Na-
tionality Act (8 U.S.C. 1101 et seq.) from the 
authority of any official of the Department 
of Justice, the Department of Homeland Se-
curity, or the Department of State. 

(d) EFFECTIVE DATE.—Notwithstanding sec-
tion 4, this section shall take effect on the 
date on which the transfer of functions speci-
fied under section 441 takes effect. 

(e) REFERENCES.—With respect to any func-
tion transferred by this section, any ref-
erence in any other Federal law, Executive 
order, rule, regulation, or delegation of au-
thority, or any document of or pertaining to 
a component of government from which such 
function is transferred—

(1) to the head of such component is 
deemed to refer to the Director of the Office 
of Refugee Resettlement; or 

(2) to such component is deemed to refer to 
the Office of Refugee Resettlement of the 
Department of Health and Human Services. 

(f) OTHER TRANSITION ISSUES.—
(1) EXERCISE OF AUTHORITIES.—Except as 

otherwise provided by law, a Federal official 
to whom a function is transferred by this 
section may, for purposes of performing the 
function, exercise all authorities under any 
other provision of law that were available 
with respect to the performance of that func-
tion to the official responsible for the per-
formance of the function immediately before 
the effective date specified in subsection (d). 

(2) SAVINGS PROVISIONS.—Subsections (a), 
(b), and (c) of section 1512 shall apply to a 
transfer of functions under this section in 
the same manner as such provisions apply to 
a transfer of functions under this Act to the 
Department of Homeland Security. 

(3) TRANSFER AND ALLOCATION OF APPRO-
PRIATIONS AND PERSONNEL.—The personnel of 
the Department of Justice employed in con-
nection with the functions transferred by 
this section, and the assets, liabilities, con-
tracts, property, records, and unexpended 
balance of appropriations, authorizations, al-
locations, and other funds employed, held, 
used, arising from, available to, or to be 
made available to, the Immigration and Nat-
uralization Service in connection with the 
functions transferred by this section, subject 
to section 202 of the Budget and Accounting 
Procedures Act of 1950, shall be transferred 
to the Director of the Office of Refugee Re-
settlement for allocation to the appropriate 
component of the Department of Health and 
Human Services. Unexpended funds trans-
ferred pursuant to this paragraph shall be 
used only for the purposes for which the 
funds were originally authorized and appro-
priated. 

(g) DEFINITIONS.—As used in this section—
(1) the term ‘‘placement’’ means the place-

ment of an unaccompanied alien child in ei-
ther a detention facility or an alternative to 
such a facility; and 

(2) the term ‘‘unaccompanied alien child’’ 
means a child who—

(A) has no lawful immigration status in 
the United States; 

(B) has not attained 18 years of age; and 

(C) with respect to whom—
(i) there is no parent or legal guardian in 

the United States; or 
(ii) no parent or legal guardian in the 

United States is available to provide care 
and physical custody.

Subtitle F—General Immigration Provisions 
SEC. 471. ABOLISHMENT OF INS. 

(a) IN GENERAL.—The Immigration and 
Naturalization Service of the Department of 
Justice is abolished. 

(b) PROHIBITION.—The authority provided 
by section 1502 may be used to reorganize 
functions or organizational units within the 
Bureau of Border Security or the Bureau of 
Citizenship and Immigration Services, but 
may not be used to recombine the two bu-
reaus into a single agency or otherwise to 
combine, join, or consolidate functions or or-
ganizational units of the two bureaus with 
each other. 
SEC. 472. VOLUNTARY SEPARATION INCENTIVE 

PAYMENTS. 
(a) DEFINITIONS.—For purposes of this sec-

tion—
(1) the term ‘‘employee’’ means an em-

ployee (as defined by section 2105 of title 5, 
United States Code) who—

(A) has completed at least 3 years of cur-
rent continuous service with 1 or more cov-
ered entities; and 

(B) is serving under an appointment with-
out time limitation; 
but does not include any person under sub-
paragraphs (A)–(G) of section 663(a)(2) of 
Public Law 104–208 (5 U.S.C. 5597 note); 

(2) the term ‘‘covered entity’’ means—
(A) the Immigration and Naturalization 

Service; 
(B) the Bureau of Border Security of the 

Department of Homeland Security; and 
(C) the Bureau of Citizenship and Immigra-

tion Services of the Department of Homeland 
Security; and 

(3) the term ‘‘transfer date’’ means the 
date on which the transfer of functions speci-
fied under section 441 takes effect. 

(b) STRATEGIC RESTRUCTURING PLAN.—Be-
fore the Attorney General or the Secretary 
obligates any resources for voluntary separa-
tion incentive payments under this section, 
such official shall submit to the appropriate 
committees of Congress a strategic restruc-
turing plan, which shall include—

(1) an organizational chart depicting the 
covered entities after their restructuring 
pursuant to this Act; 

(2) a summary description of how the au-
thority under this section will be used to 
help carry out that restructuring; and 

(3) the information specified in section 
663(b)(2) of Public Law 104–208 (5 U.S.C. 5597 
note).

As used in the preceding sentence, the 
‘‘appropriate committees of Congress’’ are 
the Committees on Appropriations, Govern-
ment Reform, and the Judiciary of the House 
of Representatives, and the Committees on 
Appropriations, Governmental Affairs, and 
the Judiciary of the Senate. 

(c) AUTHORITY.—The Attorney General and 
the Secretary may, to the extent necessary 
to help carry out their respective strategic 
restructuring plan described in subsection 
(b), make voluntary separation incentive 
payments to employees. Any such payment—

(1) shall be paid to the employee, in a lump 
sum, after the employee has separated from 
service; 

(2) shall be paid from appropriations or 
funds available for the payment of basic pay 
of the employee; 

(3) shall be equal to the lesser of—
(A) the amount the employee would be en-

titled to receive under section 5595(c) of title 
5, United States Code; or 

(B) an amount not to exceed $25,000, as de-
termined by the Attorney General or the 
Secretary; 

(4) may not be made except in the case of 
any qualifying employee who voluntarily 
separates (whether by retirement or resigna-
tion) before the end of—

(A) the 3-month period beginning on the 
date on which such payment is offered or 
made available to such employee; or 

(B) the 3-year period beginning on the date 
of the enactment of this Act, 
whichever occurs first; 

(5) shall not be a basis for payment, and 
shall not be included in the computation, of 
any other type of Government benefit; and 

(6) shall not be taken into account in de-
termining the amount of any severance pay 
to which the employee may be entitled under 
section 5595 of title 5, United States Code, 
based on any other separation. 

(d) ADDITIONAL AGENCY CONTRIBUTIONS TO 
THE RETIREMENT FUND.—

(1) IN GENERAL.—In addition to any pay-
ments which it is otherwise required to 
make, the Department of Justice and the De-
partment of Homeland Security shall, for 
each fiscal year with respect to which it 
makes any voluntary separation incentive 
payments under this section, remit to the 
Office of Personnel Management for deposit 
in the Treasury of the United States to the 
credit of the Civil Service Retirement and 
Disability Fund the amount required under 
paragraph (2). 

(2) AMOUNT REQUIRED.—The amount re-
quired under this paragraph shall, for any 
fiscal year, be the amount under subpara-
graph (A) or (B), whichever is greater. 

(A) FIRST METHOD.—The amount under this 
subparagraph shall, for any fiscal year, be 
equal to the minimum amount necessary to 
offset the additional costs to the retirement 
systems under title 5, United States Code 
(payable out of the Civil Service Retirement 
and Disability Fund) resulting from the vol-
untary separation of the employees described 
in paragraph (3), as determined under regula-
tions of the Office of Personnel Management. 

(B) SECOND METHOD.—The amount under 
this subparagraph shall, for any fiscal year, 
be equal to 45 percent of the sum total of the 
final basic pay of the employees described in 
paragraph (3). 

(3) COMPUTATIONS TO BE BASED ON SEPARA-
TIONS OCCURRING IN THE FISCAL YEAR IN-
VOLVED.—The employees described in this 
paragraph are those employees who receive a 
voluntary separation incentive payment 
under this section based on their separating 
from service during the fiscal year with re-
spect to which the payment under this sub-
section relates. 

(4) FINAL BASIC PAY DEFINED.—In this sub-
section, the term ‘‘final basic pay’’ means, 
with respect to an employee, the total 
amount of basic pay which would be payable 
for a year of service by such employee, com-
puted using the employee’s final rate of basic 
pay, and, if last serving on other than a full-
time basis, with appropriate adjustment 
therefor. 

(e) EFFECT OF SUBSEQUENT EMPLOYMENT 
WITH THE GOVERNMENT.—An individual who 
receives a voluntary separation incentive 
payment under this section and who, within 
5 years after the date of the separation on 
which the payment is based, accepts any 
compensated employment with the Govern-
ment or works for any agency of the Govern-
ment through a personal services contract, 
shall be required to pay, prior to the individ-
ual’s first day of employment, the entire 
amount of the incentive payment. Such pay-
ment shall be made to the covered entity 
from which the individual separated or, if 
made on or after the transfer date, to the 
Deputy Secretary or the Under Secretary for 
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Border and Transportation Security (for 
transfer to the appropriate component of the 
Department of Homeland Security, if nec-
essary). 

(f) EFFECT ON EMPLOYMENT LEVELS.—
(1) INTENDED EFFECT.—Voluntary separa-

tions under this section are not intended to 
necessarily reduce the total number of full-
time equivalent positions in any covered en-
tity. 

(2) USE OF VOLUNTARY SEPARATIONS.—A 
covered entity may redeploy or use the full-
time equivalent positions vacated by vol-
untary separations under this section to 
make other positions available to more crit-
ical locations or more critical occupations.
SEC. 473. AUTHORITY TO CONDUCT A DEM-

ONSTRATION PROJECT RELATING 
TO DISCIPLINARY ACTION. 

(a) IN GENERAL.—The Attorney General 
and the Secretary may each, during a period 
ending not later than 5 years after the date 
of the enactment of this Act, conduct a dem-
onstration project for the purpose of deter-
mining whether one or more changes in the 
policies or procedures relating to methods 
for disciplining employees would result in 
improved personnel management. 

(b) SCOPE.—A demonstration project under 
this section—

(1) may not cover any employees apart 
from those employed in or under a covered 
entity; and 

(2) shall not be limited by any provision of 
chapter 43, 75, or 77 of title 5, United States 
Code. 

(c) PROCEDURES.—Under the demonstration 
project—

(1) the use of alternative means of dispute 
resolution (as defined in section 571 of title 5, 
United States Code) shall be encouraged, 
whenever appropriate; and 

(2) each covered entity under the jurisdic-
tion of the official conducting the project 
shall be required to provide for the expedi-
tious, fair, and independent review of any ac-
tion to which section 4303 or subchapter II of 
chapter 75 of such title 5 would otherwise 
apply (except an action described in section 
7512(5) of such title 5). 

(d) ACTIONS INVOLVING DISCRIMINATION.—
Notwithstanding any other provision of this 
section, if, in the case of any matter de-
scribed in section 7702(a)(1)(B) of title 5, 
United States Code, there is no judicially re-
viewable action under the demonstration 
project within 120 days after the filing of an 
appeal or other formal request for review 
(referred to in subsection (c)(2)), an employee 
shall be entitled to file a civil action to the 
same extent and in the same manner as pro-
vided in section 7702(e)(1) of such title 5 (in 
the matter following subparagraph (C) there-
of). 

(e) CERTAIN EMPLOYEES.—Employees shall 
not be included within any project under this 
section if such employees are—

(1) neither managers nor supervisors; and 
(2) within a unit with respect to which a 

labor organization is accorded exclusive rec-
ognition under chapter 71 of title 5, United 
States Code.

Notwithstanding the preceding sentence, an 
aggrieved employee within a unit (referred 
to in paragraph (2)) may elect to participate 
in a complaint procedure developed under 
the demonstration project in lieu of any ne-
gotiated grievance procedure and any statu-
tory procedure (as such term is used in sec-
tion 7121 of such title 5). 

(f) REPORTS.—The General Accounting Of-
fice shall prepare and submit to the Commit-
tees on Government Reform and the Judici-
ary of the House of Representatives and the 
Committees on Governmental Affairs and 
the Judiciary of the Senate periodic reports 
on any demonstration project conducted 

under this section, such reports to be sub-
mitted after the second and fourth years of 
its operation. Upon request, the Attorney 
General or the Secretary shall furnish such 
information as the General Accounting Of-
fice may require to carry out this sub-
section. 

(g) DEFINITION.—In this section, the term 
‘‘covered entity’’ has the meaning given such 
term in section 472(a)(2). 
SEC. 474. SENSE OF CONGRESS. 

It is the sense of Congress that—
(1) the missions of the Bureau of Border 

Security and the Bureau of Citizenship and 
Immigration Services are equally important 
and, accordingly, they each should be ade-
quately funded; and 

(2) the functions transferred under this 
subtitle should not, after such transfers take 
effect, operate at levels below those in effect 
prior to the enactment of this Act. 
SEC. 475. DIRECTOR OF SHARED SERVICES. 

(a) IN GENERAL.—Within the Office of Dep-
uty Secretary, there shall be a Director of 
Shared Services. 

(b) FUNCTIONS.—The Director of Shared 
Services shall be responsible for the coordi-
nation of resources for the Bureau of Border 
Security and the Bureau of Citizenship and 
Immigration Services, including—

(1) information resources management, in-
cluding computer databases and information 
technology; 

(2) records and file management; and 
(3) forms management. 

SEC. 476. SEPARATION OF FUNDING. 
(a) IN GENERAL.—There shall be established 

separate accounts in the Treasury of the 
United States for appropriated funds and 
other deposits available for the Bureau of 
Citizenship and Immigration Services and 
the Bureau of Border Security. 

(b) SEPARATE BUDGETS.—To ensure that 
the Bureau of Citizenship and Immigration 
Services and the Bureau of Border Security 
are funded to the extent necessary to fully 
carry out their respective functions, the Di-
rector of the Office of Management and 
Budget shall separate the budget requests for 
each such entity. 

(c) FEES.—Fees imposed for a particular 
service, application, or benefit shall be de-
posited into the account established under 
subsection (a) that is for the bureau with ju-
risdiction over the function to which the fee 
relates. 

(d) FEES NOT TRANSFERABLE.—No fee may 
be transferred between the Bureau of Citi-
zenship and Immigration Services and the 
Bureau of Border Security for purposes not 
authorized by section 286 of the Immigration 
and Nationality Act (8 U.S.C. 1356). 
SEC. 477. REPORTS AND IMPLEMENTATION 

PLANS. 
(a) DIVISION OF FUNDS.—The Secretary, not 

later than 120 days after the effective date of 
this Act, shall submit to the Committees on 
Appropriations and the Judiciary of the 
House of Representatives and of the Senate a 
report on the proposed division and transfer 
of funds, including unexpended funds, appro-
priations, and fees, between the Bureau of 
Citizenship and Immigration Services and 
the Bureau of Border Security. 

(b) DIVISION OF PERSONNEL.—The Sec-
retary, not later than 120 days after the ef-
fective date of this Act, shall submit to the 
Committees on Appropriations and the Judi-
ciary of the House of Representatives and of 
the Senate a report on the proposed division 
of personnel between the Bureau of Citizen-
ship and Immigration Services and the Bu-
reau of Border Security. 

(c) IMPLEMENTATION PLAN.—
(1) IN GENERAL.—The Secretary, not later 

than 120 days after the effective date of this 
Act, and every 6 months thereafter until the 

termination of fiscal year 2005, shall submit 
to the Committees on Appropriations and 
the Judiciary of the House of Representa-
tives and of the Senate an implementation 
plan to carry out this Act. 

(2) CONTENTS.—The implementation plan 
should include details concerning the separa-
tion of the Bureau of Citizenship and Immi-
gration Services and the Bureau of Border 
Security, including the following: 

(A) Organizational structure, including the 
field structure. 

(B) Chain of command. 
(C) Procedures for interaction among such 

bureaus. 
(D) Fraud detection and investigation. 
(E) The processing and handling of removal 

proceedings, including expedited removal 
and applications for relief from removal. 

(F) Recommendations for conforming 
amendments to the Immigration and Nation-
ality Act (8 U.S.C. 1101 et seq.). 

(G) Establishment of a transition team. 
(H) Methods to phase in the costs of sepa-

rating the administrative support systems of 
the Immigration and Naturalization Service 
in order to provide for separate administra-
tive support systems for the Bureau of Citi-
zenship and Immigration Services and the 
Bureau of Border Security. 

(d) COMPTROLLER GENERAL STUDIES AND 
REPORTS.—

(1) STATUS REPORTS ON TRANSITION.—Not 
later than 18 months after the date on which 
the transfer of functions specified under sec-
tion 441 takes effect, and every 6 months 
thereafter, until full implementation of this 
subtitle has been completed, the Comptroller 
General of the United States shall submit to 
the Committees on Appropriations and on 
the Judiciary of the House of Representa-
tives and the Senate a report containing the 
following: 

(A) A determination of whether the trans-
fers of functions made by subtitles D and E 
have been completed, and if a transfer of 
functions has not taken place, identifying 
the reasons why the transfer has not taken 
place. 

(B) If the transfers of functions made by 
subtitles D and E have been completed, an 
identification of any issues that have arisen 
due to the completed transfers. 

(C) An identification of any issues that 
may arise due to any future transfer of func-
tions. 

(2) REPORT ON MANAGEMENT.—Not later 
than 4 years after the date on which the 
transfer of functions specified under section 
441 takes effect, the Comptroller General of 
the United States shall submit to the Com-
mittees on Appropriations and on the Judici-
ary of the House of Representatives and the 
Senate a report, following a study, con-
taining the following: 

(A) Determinations of whether the transfer 
of functions from the Immigration and Natu-
ralization Service to the Bureau of Citizen-
ship and Immigration Services and the Bu-
reau of Border Security have improved, with 
respect to each function transferred, the fol-
lowing: 

(i) Operations. 
(ii) Management, including accountability 

and communication. 
(iii) Financial administration. 
(iv) Recordkeeping, including information 

management and technology. 
(B) A statement of the reasons for the de-

terminations under subparagraph (A). 
(C) Any recommendations for further im-

provements to the Bureau of Citizenship and 
Immigration Services and the Bureau of Bor-
der Security. 

(3) REPORT ON FEES.—Not later than 1 year 
after the date of the enactment of this Act, 
the Comptroller General of the United States 
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shall submit to the Committees on the Judi-
ciary of the House of Representatives and of 
the Senate a report examining whether the 
Bureau of Citizenship and Immigration Serv-
ices is likely to derive sufficient funds from 
fees to carry out its functions in the absence 
of appropriated funds.
SEC. 478. IMMIGRATION FUNCTIONS. 

(a) ANNUAL REPORT.—
(1) IN GENERAL.—One year after the date of 

the enactment of this Act, and each year 
thereafter, the Secretary shall submit a re-
port to the President, to the Committees on 
the Judiciary and Government Reform of the 
House of Representatives, and to the Com-
mittees on the Judiciary and Government 
Affairs of the Senate, on the impact the 
transfers made by this subtitle has had on 
immigration functions. 

(2) MATTER INCLUDED.—The report shall ad-
dress the following with respect to the period 
covered by the report: 

(A) The aggregate number of all immigra-
tion applications and petitions received, and 
processed, by the Department; 

(B) Region-by-region statistics on the ag-
gregate number of immigration applications 
and petitions filed by an alien (or filed on be-
half of an alien) and denied, disaggregated by 
category of denial and application or peti-
tion type. 

(C) The quantity of backlogged immigra-
tion applications and petitions that have 
been processed, the aggregate number await-
ing processing, and a detailed plan for elimi-
nating the backlog. 

(D) The average processing period for im-
migration applications and petitions, 
disaggregated by application or petition 
type. 

(E) The number and types of immigration-
related grievances filed with any official of 
the Department of Justice, and if those 
grievances were resolved. 

(F) Plans to address grievances and im-
prove immigration services. 

(G) Whether immigration-related fees were 
used consistent with legal requirements re-
garding such use. 

(H) Whether immigration-related questions 
conveyed by customers to the Department 
(whether conveyed in person, by telephone, 
or by means of the Internet) were answered 
effectively and efficiently. 

(b) SENSE OF CONGRESS REGARDING IMMI-
GRATION SERVICES.—It is the sense of Con-
gress that—

(1) the quality and efficiency of immigra-
tion services rendered by the Federal Gov-
ernment should be improved after the trans-
fers made by this subtitle take effect; and 

(2) the Secretary should undertake efforts 
to guarantee that concerns regarding the 
quality and efficiency of immigration serv-
ices are addressed after such effective date. 

TITLE V—EMERGENCY PREPAREDNESS 
AND RESPONSE 

SEC. 501. UNDER SECRETARY FOR EMERGENCY 
PREPAREDNESS AND RESPONSE. 

There shall be in the Department a Direc-
torate of Emergency Preparedness and Re-
sponse headed by an Under Secretary for 
Emergency Preparedness and Response. 
SEC. 502. RESPONSIBILITIES. 

The Secretary, acting through the Under 
Secretary for Emergency Preparedness and 
Response, shall include—

(1) helping to ensure the effectiveness of 
emergency response providers to terrorist at-
tacks, major disasters, and other emer-
gencies; 

(2) with respect to the Nuclear Incident Re-
sponse Team (regardless of whether it is op-
erating as an organizational unit of the De-
partment pursuant to this title)—

(A) establishing standards and certifying 
when those standards have been met; 

(B) conducting joint and other exercises 
and training and evaluating performance; 
and 

(C) providing funds to the Department of 
Energy and the Environmental Protection
Agency, as appropriate, for homeland secu-
rity planning, exercises and training, and 
equipment; 

(3) providing the Federal Government’s re-
sponse to terrorist attacks and major disas-
ters, including—

(A) managing such response; 
(B) directing the Domestic Emergency 

Support Team, the Strategic National 
Stockpile, the National Disaster Medical 
System, and (when operating as an organiza-
tional unit of the Department pursuant to 
this title) the Nuclear Incident Response 
Team; 

(C) overseeing the Metropolitan Medical 
Response System; and 

(D) coordinating other Federal response re-
sources in the event of a terrorist attack or 
major disaster; 

(4) aiding the recovery from terrorist at-
tacks and major disasters; 

(5) building a comprehensive national inci-
dent management system with Federal, 
State, and local government personnel, agen-
cies, and authorities, to respond to such at-
tacks and disasters; 

(6) consolidating existing Federal Govern-
ment emergency response plans into a single, 
coordinated national response plan; and 

(7) developing comprehensive programs for 
developing interoperative communications 
technology, and helping to ensure that emer-
gency response providers acquire such tech-
nology. 
SEC. 503. FUNCTIONS TRANSFERRED. 

In accordance with title XV, there shall be 
transferred to the Secretary the functions, 
personnel, assets, and liabilities of the fol-
lowing entities: 

(1) The Federal Emergency Management 
Agency, including the functions of the Direc-
tor of the Federal Emergency Management 
Agency relating thereto. 

(2) The Integrated Hazard Information Sys-
tem of the National Oceanic and Atmos-
pheric Administration, which shall be re-
named ‘‘FIRESAT’’. 

(3) The National Domestic Preparedness 
Office of the Federal Bureau of Investiga-
tion, including the functions of the Attorney 
General relating thereto. 

(4) The Domestic Emergency Support 
Teams of the Department of Justice, includ-
ing the functions of the Attorney General re-
lating thereto. 

(5) The Office of Emergency Preparedness, 
the National Disaster Medical System, and 
the Metropolitan Medical Response System 
of the Department of Health and Human 
Services, including the functions of the Sec-
retary of Health and Human Services and the 
Assistant Secretary for Public Health Emer-
gency Preparedness relating thereto. 

(6) The Strategic National Stockpile of the 
Department of Health and Human Services, 
including the functions of the Secretary of 
Health and Human Services relating thereto. 
SEC. 504. NUCLEAR INCIDENT RESPONSE. 

(a) IN GENERAL.—At the direction of the 
Secretary (in connection with an actual or 
threatened terrorist attack, major disaster, 
or other emergency in the United States), 
the Nuclear Incident Response Team shall 
operate as an organizational unit of the De-
partment. While so operating, the Nuclear 
Incident Response Team shall be subject to 
the direction, authority, and control of the 
Secretary. 

(b) RULE OF CONSTRUCTION.—Nothing in 
this title shall be construed to limit the or-
dinary responsibility of the Secretary of En-
ergy and the Administrator of the Environ-

mental Protection Agency for organizing, 
training, equipping, and utilizing their re-
spective entities in the Nuclear Incident Re-
sponse Team, or (subject to the provisions of 
this title) from exercising direction, author-
ity, and control over them when they are not 
operating as a unit of the Department. 
SEC. 505. CONDUCT OF CERTAIN PUBLIC 

HEALTH-RELATED ACTIVITIES. 

(a) IN GENERAL.—With respect to all public 
health-related activities to improve State, 
local, and hospital preparedness and response 
to chemical, biological, radiological, and nu-
clear and other emerging terrorist threats 
carried out by the Department of Health and 
Human Services (including the Public Health 
Service), the Secretary of Health and Human 
Services shall set priorities and preparedness 
goals and further develop a coordinated 
strategy for such activities in collaboration 
with the Secretary. 

(b) EVALUATION OF PROGRESS.—In carrying 
out subsection (a), the Secretary of Health 
and Human Services shall collaborate with 
the Secretary in developing specific bench-
marks and outcome measurements for evalu-
ating progress toward achieving the prior-
ities and goals described in such subsection. 
SEC. 506. DEFINITION. 

In this title, the term ‘‘Nuclear Incident 
Response Team’’ means a resource that in-
cludes—

(1) those entities of the Department of En-
ergy that perform nuclear or radiological 
emergency support functions (including acci-
dent response, search response, advisory, and 
technical operations functions), radiation 
exposure functions at the medical assistance 
facility known as the Radiation Emergency 
Assistance Center/Training Site (REAC/TS), 
radiological assistance functions, and re-
lated functions; and 

(2) those entities of the Environmental 
Protection Agency that perform such sup-
port functions (including radiological emer-
gency response functions) and related func-
tions. 
SEC. 507. ROLE OF FEDERAL EMERGENCY MAN-

AGEMENT AGENCY. 

(a) IN GENERAL.—The functions of the Fed-
eral Emergency Management Agency include 
the following: 

(1) All functions and authorities prescribed 
by the Robert T. Stafford Disaster Relief and 
Emergency Assistance Act (42 U.S.C. 5121 et 
seq.). 

(2) Carrying out its mission to reduce the 
loss of life and property and protect the Na-
tion from all hazards by leading and sup-
porting the Nation in a comprehensive, risk-
based emergency management program—

(A) of mitigation, by taking sustained ac-
tions to reduce or eliminate long-term risk 
to people and property from hazards and 
their effects; 

(B) of planning for building the emergency 
management profession to prepare effec-
tively for, mitigate against, respond to, and 
recover from any hazard; 

(C) of response, by conducting emergency 
operations to save lives and property 
through positioning emergency equipment 
and supplies, through evacuating potential 
victims, through providing food, water, shel-
ter, and medical care to those in need, and 
through restoring critical public services; 

(D) of recovery, by rebuilding communities 
so individuals, businesses, and governments 
can function on their own, return to normal 
life, and protect against future hazards; and 

(E) of increased efficiencies, by coordi-
nating efforts relating to mitigation, plan-
ning, response, and recovery. 

(b) FEDERAL RESPONSE PLAN.—
(1) ROLE OF FEMA.—Notwithstanding any 

other provision of this Act, the Federal 
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Emergency Management Agency shall re-
main the lead agency for the Federal Re-
sponse Plan established under Executive 
Order 12148 (44 Fed. Reg. 43239) and Executive 
Order 12656 (53 Fed. Reg. 47491). 

(2) REVISION OF RESPONSE PLAN.—Not later 
than 60 days after the date of enactment of 
this Act, the Director of the Federal Emer-
gency Management Agency shall revise the 
Federal Response Plan to reflect the estab-
lishment of and incorporate the Department. 
SEC. 508. USE OF NATIONAL PRIVATE SECTOR 

NETWORKS IN EMERGENCY RE-
SPONSE. 

To the maximum extent practicable, the 
Secretary shall use national private sector 
networks and infrastructure for emergency 
response to chemical, biological, radio-
logical, nuclear, or explosive disasters, and 
other major disasters. 
SEC. 509. USE OF COMMERCIALLY AVAILABLE 

TECHNOLOGY, GOODS, AND SERV-
ICES. 

It is the sense of Congress that—
(1) the Secretary should, to the maximum 

extent possible, use off-the-shelf commer-
cially developed technologies to ensure that 
the Department’s information technology 
systems allow the Department to collect, 
manage, share, analyze, and disseminate in-
formation securely over multiple channels of 
communication; and 

(2) in order to further the policy of the 
United States to avoid competing commer-
cially with the private sector, the Secretary 
should rely on commercial sources to supply 
the goods and services needed by the Depart-
ment. 
TITLE VI—TREATMENT OF CHARITABLE 

TRUSTS FOR MEMBERS OF THE ARMED 
FORCES OF THE UNITED STATES AND 
OTHER GOVERNMENTAL ORGANIZA-
TIONS 

SEC. 601. TREATMENT OF CHARITABLE TRUSTS 
FOR MEMBERS OF THE ARMED 
FORCES OF THE UNITED STATES 
AND OTHER GOVERNMENTAL ORGA-
NIZATIONS. 

(a) FINDINGS.—Congress finds the fol-
lowing: 

(1) Members of the Armed Forces of the 
United States defend the freedom and secu-
rity of our Nation. 

(2) Members of the Armed Forces of the 
United States have lost their lives while bat-
tling the evils of terrorism around the world. 

(3) Personnel of the Central Intelligence 
Agency (CIA) charged with the responsibility 
of covert observation of terrorists around 
the world are often put in harm’s way during 
their service to the United States. 

(4) Personnel of the Central Intelligence 
Agency have also lost their lives while bat-
tling the evils of terrorism around the world. 

(5) Employees of the Federal Bureau of In-
vestigation (FBI) and other Federal agencies 
charged with domestic protection of the 
United States put their lives at risk on a 
daily basis for the freedom and security of 
our Nation. 

(6) United States military personnel, CIA 
personnel, FBI personnel, and other Federal 
agents in the service of the United States are 
patriots of the highest order. 

(7) CIA officer Johnny Micheal Spann be-
came the first American to give his life for 
his country in the War on Terrorism de-
clared by President George W. Bush fol-
lowing the terrorist attacks of September 11, 
2001. 

(8) Johnny Micheal Spann left behind a 
wife and children who are very proud of the 
heroic actions of their patriot father. 

(9) Surviving dependents of members of the 
Armed Forces of the United States who lose 
their lives as a result of terrorist attacks or 
military operations abroad receive a $6,000 
death benefit, plus a small monthly benefit. 

(10) The current system of compensating 
spouses and children of American patriots is 
inequitable and needs improvement. 

(b) DESIGNATION OF JOHNNY MICHEAL SPANN 
PATRIOT TRUSTS.—Any charitable corpora-
tion, fund, foundation, or trust (or separate 
fund or account thereof) which otherwise 
meets all applicable requirements under law 
with respect to charitable entities and meets 
the requirements described in subsection (c) 
shall be eligible to characterize itself as a 
‘‘Johnny Micheal Spann Patriot Trust’’. 

(c) REQUIREMENTS FOR THE DESIGNATION OF 
JOHNNY MICHEAL SPANN PATRIOT TRUSTS.—
The requirements described in this sub-
section are as follows: 

(1) Not taking into account funds or dona-
tions reasonably necessary to establish a 
trust, at least 85 percent of all funds or dona-
tions (including any earnings on the invest-
ment of such funds or donations) received or 
collected by any Johnny Micheal Spann Pa-
triot Trust must be distributed to (or, if 
placed in a private foundation, held in trust 
for) surviving spouses, children, or dependent 
parents, grandparents, or siblings of 1 or 
more of the following: 

(A) members of the Armed Forces of the 
United States; 

(B) personnel, including contractors, of 
elements of the intelligence community, as 
defined in section 3(4) of the National Secu-
rity Act of 1947; 

(C) employees of the Federal Bureau of In-
vestigation; and 

(D) officers, employees, or contract em-
ployees of the United States Government, 
whose deaths occur in the line of duty and 
arise out of terrorist attacks, military oper-
ations, intelligence operations, or law en-
forcement operations or accidents connected 
with activities occurring after September 11, 
2001, and related to domestic or foreign ef-
forts to curb international terrorism, includ-
ing the Authorization for Use of Military 
Force (Public Law 107–40; 115 Stat. 224). 

(2) Other than funds or donations reason-
ably necessary to establish a trust, not more 
than 15 percent of all funds or donations (or 
15 percent of annual earnings on funds in-
vested in a private foundation) may be used 
for administrative purposes. 

(3) No part of the net earnings of any John-
ny Micheal Spann Patriot Trust may inure 
to the benefit of any individual based solely 
on the position of such individual as a share-
holder, an officer or employee of such Trust. 

(4) None of the activities of any Johnny 
Micheal Spann Patriot Trust shall be con-
ducted in a manner inconsistent with any 
law that prohibits attempting to influence 
legislation. 

(5) No Johnny Micheal Spann Patriot 
Trust may participate in or intervene in any 
political campaign on behalf of (or in opposi-
tion to) any candidate for public office, in-
cluding by publication or distribution of 
statements. 

(6) Each Johnny Micheal Spann Patriot 
Trust shall comply with the instructions and 
directions of the Director of Central Intel-
ligence, the Attorney General, or the Sec-
retary of Defense relating to the protection 
of intelligence sources and methods, sen-
sitive law enforcement information, or other 
sensitive national security information, in-
cluding methods for confidentially dis-
bursing funds. 

(7) Each Johnny Micheal Spann Patriot 
Trust that receives annual contributions to-
taling more than $1,000,000 must be audited 
annually by an independent certified public 
accounting firm. Such audits shall be filed 
with the Internal Revenue Service, and shall 
be open to public inspection, except that the 
conduct, filing, and availability of the audit 
shall be consistent with the protection of in-
telligence sources and methods, of sensitive 

law enforcement information, and of other 
sensitive national security information. 

(8) Each Johnny Micheal Spann Patriot 
Trust shall make distributions to bene-
ficiaries described in paragraph (1) at least 
once every calendar year, beginning not 
later than 12 months after the formation of 
such Trust, and all funds and donations re-
ceived and earnings not placed in a private 
foundation dedicated to such beneficiaries 
must be distributed within 36 months after 
the end of the fiscal year in which such 
funds, donations, and earnings are received. 

(9)(A) When determining the amount of a 
distribution to any beneficiary described in 
paragraph (1), a Johnny Micheal Spann Pa-
triot Trust should take into account the 
amount of any collateral source compensa-
tion that the beneficiary has received or is 
entitled to receive as a result of the death of 
an individual described in paragraph (1). 

(B) Collateral source compensation in-
cludes all compensation from collateral 
sources, including life insurance, pension 
funds, death benefit programs, and payments 
by Federal, State, or local governments re-
lated to the death of an individual described 
in paragraph (1). 

(d) TREATMENT OF JOHNNY MICHEAL SPANN 
PATRIOT TRUSTS.—Each Johnny Micheal 
Spann Patriot Trust shall refrain from con-
ducting the activities described in clauses (i) 
and (ii) of section 301(20)(A) of the Federal 
Election Campaign Act of 1971 so that a gen-
eral solicitation of funds by an individual de-
scribed in paragraph (1) of section 323(e) of 
such Act will be permissible if such solicita-
tion meets the requirements of paragraph 
(4)(A) of such section. 

(e) NOTIFICATION OF TRUST BENE-
FICIARIES.—Notwithstanding any other provi-
sion of law, and in a manner consistent with 
the protection of intelligence sources and 
methods and sensitive law enforcement in-
formation, and other sensitive national secu-
rity information, the Secretary of Defense, 
the Director of the Federal Bureau of Inves-
tigation, or the Director of Central Intel-
ligence, or their designees, as applicable, 
may forward information received from an 
executor, administrator, or other legal rep-
resentative of the estate of a decedent de-
scribed in subparagraph (A), (B), (C), or (D) 
of subsection (c)(1), to a Johnny Micheal 
Spann Patriot Trust on how to contact indi-
viduals eligible for a distribution under sub-
section (c)(1) for the purpose of providing as-
sistance from such Trust; provided that, nei-
ther forwarding nor failing to forward any 
information under this subsection shall cre-
ate any cause of action against any Federal 
department, agency, officer, agent, or em-
ployee. 

(f) REGULATIONS.—Not later than 90 days 
after the date of enactment of this Act, the 
Secretary of Defense, in coordination with 
the Attorney General, the Director of the 
Federal Bureau of Investigation, and the Di-
rector of Central Intelligence, shall prescribe 
regulations to carry out this section. 

TITLE VII—MANAGEMENT 

SEC. 701. UNDER SECRETARY FOR MANAGEMENT. 

(a) IN GENERAL.—The Secretary, acting 
through the Under Secretary for Manage-
ment, shall be responsible for the manage-
ment and administration of the Department, 
including the following: 

(1) The budget, appropriations, expendi-
tures of funds, accounting, and finance. 

(2) Procurement. 
(3) Human resources and personnel. 
(4) Information technology and commu-

nications systems. 
(5) Facilities, property, equipment, and 

other material resources. 
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(6) Security for personnel, information 

technology and communications systems, fa-
cilities, property, equipment, and other ma-
terial resources. 

(7) Identification and tracking of perform-
ance measures relating to the responsibil-
ities of the Department. 

(8) Grants and other assistance manage-
ment programs. 

(9) The transition and reorganization proc-
ess, to ensure an efficient and orderly trans-
fer of functions and personnel to the Depart-
ment, including the development of a transi-
tion plan. 

(10) The conduct of internal audits and 
management analyses of the programs and 
activities of the Department. 

(11) Any other management duties that the 
Secretary may designate.

(b) IMMIGRATION.—
(1) IN GENERAL.—In addition to the respon-

sibilities described in subsection (a), the 
Under Secretary for Management shall be re-
sponsible for the following: 

(A) Maintenance of all immigration statis-
tical information of the Bureau of Border Se-
curity and the Bureau of Citizenship and Im-
migration Services. Such statistical infor-
mation shall include information and statis-
tics of the type contained in the publication 
entitled ‘‘Statistical Yearbook of the Immi-
gration and Naturalization Service’’ pre-
pared by the Immigration and Naturaliza-
tion Service (as in effect immediately before 
the date on which the transfer of functions 
specified under section 441 takes effect), in-
cluding region-by-region statistics on the ag-
gregate number of applications and petitions 
filed by an alien (or filed on behalf of an 
alien) and denied by such bureau, and the 
reasons for such denials, disaggregated by 
category of denial and application or peti-
tion type. 

(B) Establishment of standards of reli-
ability and validity for immigration statis-
tics collected by such bureaus. 

(2) TRANSFER OF FUNCTIONS.—In accordance 
with title XV, there shall be transferred to 
the Under Secretary for Management all 
functions performed immediately before 
such transfer occurs by the Statistics 
Branch of the Office of Policy and Planning 
of the Immigration and Naturalization Serv-
ice with respect to the following programs: 

(A) The Border Patrol program. 
(B) The detention and removal program. 
(C) The intelligence program. 
(D) The investigations program. 
(E) The inspections program. 
(F) Adjudication of immigrant visa peti-

tions. 
(G) Adjudication of naturalization peti-

tions. 
(H) Adjudication of asylum and refugee ap-

plications. 
(I) Adjudications performed at service cen-

ters. 
(J) All other adjudications performed by 

the Immigration and Naturalization Service. 
SEC. 702. CHIEF FINANCIAL OFFICER. 

The Chief Financial Officer shall report to 
the Secretary, or to another official of the 
Department, as the Secretary may direct. 
SEC. 703. CHIEF INFORMATION OFFICER. 

The Chief Information Officer shall report 
to the Secretary, or to another official of the 
Department, as the Secretary may direct. 
SEC. 704. CHIEF HUMAN CAPITAL OFFICER. 

The Chief Human Capital Officer shall re-
port to the Secretary, or to another official 
of the Department, as the Secretary may di-
rect and shall ensure that all employees of 
the Department are informed of their rights 
and remedies under chapters 12 and 23 of 
title 5, United States Code, by—

(1) participating in the 2302(c) Certification 
Program of the Office of Special Counsel; 

(2) achieving certification from the Office 
of Special Counsel of the Department’s com-
pliance with section 2302(c) of title 5, United 
States Code; and 

(3) informing Congress of such certification 
not later than 24 months after the date of en-
actment of this Act. 
SEC. 705. ESTABLISHMENT OF OFFICER FOR 

CIVIL RIGHTS AND CIVIL LIBERTIES. 
(a) IN GENERAL.—The Secretary shall ap-

point in the Department an Officer for Civil 
Rights and Civil Liberties, who shall—

(1) review and assess information alleging 
abuses of civil rights, civil liberties, and ra-
cial and ethnic profiling by employees and 
officials of the Department; and 

(2) make public through the Internet, 
radio, television, or newspaper advertise-
ments information on the responsibilities 
and functions of, and how to contact, the Of-
ficer. 

(b) REPORT.—The Secretary shall submit to 
the President of the Senate, the Speaker of 
the House of Representatives, and the appro-
priate committees and subcommittees of 
Congress on an annual basis a report on the 
implementation of this section, including 
the use of funds appropriated to carry out 
this section, and detailing any allegations of 
abuses described under subsection (a)(1) and 
any actions taken by the Department in re-
sponse to such allegations. 
SEC. 706. CONSOLIDATION AND CO-LOCATION OF 

OFFICES. 
Not later than 1 year after the date of the 

enactment of this Act, the Secretary shall 
develop and submit to Congress a plan for 
consolidating and co-locating—

(1) any regional offices or field offices of 
agencies that are transferred to the Depart-
ment under this Act, if such officers are lo-
cated in the same municipality; and 

(2) portions of regional and field offices of 
other Federal agencies, to the extent such 
offices perform functions that are trans-
ferred to the Secretary under this Act. 
TITLE VIII—COORDINATION WITH NON-

FEDERAL ENTITIES; INSPECTOR GEN-
ERAL; UNITED STATES SECRET SERV-
ICE; COAST GUARD; GENERAL PROVI-
SIONS 

Subtitle A—Coordination with Non-Federal 
Entities 

SEC. 801. OFFICE FOR STATE AND LOCAL GOV-
ERNMENT COORDINATION. 

(a) ESTABLISHMENT.—There is established 
within the Office of the Secretary the Office 
for State and Local Government Coordina-
tion, to oversee and coordinate departmental 
programs for and relationships with State 
and local governments. 

(b) RESPONSIBILITIES.—The Office estab-
lished under subsection (a) shall—

(1) coordinate the activities of the Depart-
ment relating to State and local govern-
ment; 

(2) assess, and advocate for, the resources 
needed by State and local government to im-
plement the national strategy for combating 
terrorism; 

(3) provide State and local government 
with regular information, research, and tech-
nical support to assist local efforts at secur-
ing the homeland; and 

(4) develop a process for receiving mean-
ingful input from State and local govern-
ment to assist the development of the na-
tional strategy for combating terrorism and 
other homeland security activities. 

Subtitle B—Inspector General 
SEC. 811. AUTHORITY OF THE SECRETARY. 

(a) IN GENERAL.—Notwithstanding the last 
two sentences of section 3(a) of the Inspector 
General Act of 1978, the Inspector General 
shall be under the authority, direction, and 
control of the Secretary with respect to au-

dits or investigations, or the issuance of sub-
poenas, that require access to sensitive in-
formation concerning—

(1) intelligence, counterintelligence, or 
counterterrorism matters; 

(2) ongoing criminal investigations or pro-
ceedings; 

(3) undercover operations; 
(4) the identity of confidential sources, in-

cluding protected witnesses; 
(5) other matters the disclosure of which 

would, in the Secretary’s judgment, con-
stitute a serious threat to the protection of 
any person or property authorized protection 
by section 3056 of title 18, United States 
Code, section 202 of title 3 of such Code, or 
any provision of the Presidential Protection 
Assistance Act of 1976; or 

(6) other matters the disclosure of which 
would, in the Secretary’s judgment, con-
stitute a serious threat to national security. 

(b) PROHIBITION OF CERTAIN INVESTIGA-
TIONS.—With respect to the information de-
scribed in subsection (a), the Secretary may 
prohibit the Inspector General from carrying 
out or completing any audit or investiga-
tion, or from issuing any subpoena, after 
such Inspector General has decided to ini-
tiate, carry out, or complete such audit or 
investigation or to issue such subpoena, if 
the Secretary determines that such prohibi-
tion is necessary to prevent the disclosure of 
any information described in subsection (a), 
to preserve the national security, or to pre-
vent a significant impairment to the inter-
ests of the United States.

(c) NOTIFICATION REQUIRED.—If the Sec-
retary exercises any power under subsection 
(a) or (b), the Secretary shall notify the In-
spector General of the Department in writ-
ing stating the reasons for such exercise. 
Within 30 days after receipt of any such no-
tice, the Inspector General shall transmit a 
copy of such notice and a written response 
thereto that includes—

(1) a statement as to whether the Inspector 
General agrees or disagrees with such exer-
cise; and 

(2) the reasons for any disagreement, to 
the President of the Senate and the Speaker 
of the House of Representatives and to ap-
propriate committees and subcommittees of 
Congress. 

(d) ACCESS TO INFORMATION BY CONGRESS.—
The exercise of authority by the Secretary 
described in subsection (b) should not be con-
strued as limiting the right of Congress or 
any committee of Congress to access any in-
formation it seeks. 

(e) OVERSIGHT RESPONSIBILITY—The Inspec-
tor General Act of 1978 (5 U.S.C. App.) is 
amended by inserting after section 8I the fol-
lowing: 

‘‘SPECIAL PROVISIONS CONCERNING THE 
DEPARTMENT OF HOMELAND SECURITY 

‘‘SEC. 8J. Notwithstanding any other provi-
sion of law, in carrying out the duties and 
responsibilities specified in this Act, the In-
spector General of the Department of Home-
land Security shall have oversight responsi-
bility for the internal investigations per-
formed by the Office of Internal Affairs of 
the United States Customs Service and the 
Office of Inspections of the United States Se-
cret Service. The head of each such office 
shall promptly report to the Inspector Gen-
eral the significant activities being carried 
out by such office.’’. 
SEC. 812. LAW ENFORCEMENT POWERS OF IN-

SPECTOR GENERAL AGENTS. 
(a) IN GENERAL.—Section 6 of the Inspector 

General Act of 1978 (5 U.S.C. App.) is amend-
ed by adding at the end the following: 

‘‘(e)(1) In addition to the authority other-
wise provided by this Act, each Inspector 
General appointed under section 3, any As-
sistant Inspector General for Investigations 
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under such an Inspector General, and any 
special agent supervised by such an Assist-
ant Inspector General may be authorized by 
the Attorney General to—

‘‘(A) carry a firearm while engaged in offi-
cial duties as authorized under this Act or 
other statute, or as expressly authorized by 
the Attorney General; 

‘‘(B) make an arrest without a warrant 
while engaged in official duties as authorized 
under this Act or other statute, or as ex-
pressly authorized by the Attorney General, 
for any offense against the United States 
committed in the presence of such Inspector 
General, Assistant Inspector General, or 
agent, or for any felony cognizable under the 
laws of the United States if such Inspector 
General, Assistant Inspector General, or 
agent has reasonable grounds to believe that 
the person to be arrested has committed or 
is committing such felony; and 

‘‘(C) seek and execute warrants for arrest, 
search of a premises, or seizure of evidence 
issued under the authority of the United 
States upon probable cause to believe that a 
violation has been committed. 

‘‘(2) The Attorney General may authorize 
exercise of the powers under this subsection 
only upon an initial determination that—

‘‘(A) the affected Office of Inspector Gen-
eral is significantly hampered in the per-
formance of responsibilities established by 
this Act as a result of the lack of such pow-
ers; 

‘‘(B) available assistance from other law 
enforcement agencies is insufficient to meet 
the need for such powers; and 

‘‘(C) adequate internal safeguards and 
management procedures exist to ensure 
proper exercise of such powers. 

‘‘(3) The Inspector General offices of the 
Department of Commerce, Department of 
Education, Department of Energy, Depart-
ment of Health and Human Services, Depart-
ment of Homeland Security, Department of 
Housing and Urban Development, Depart-
ment of the Interior, Department of Justice, 
Department of Labor, Department of State, 
Department of Transportation, Department 
of the Treasury, Department of Veterans Af-
fairs, Agency for International Development, 
Environmental Protection Agency, Federal 
Deposit Insurance Corporation, Federal 
Emergency Management Agency, General 
Services Administration, National Aero-
nautics and Space Administration, Nuclear 
Regulatory Commission, Office of Personnel 
Management, Railroad Retirement Board, 
Small Business Administration, Social Secu-
rity Administration, and the Tennessee Val-
ley Authority are exempt from the require-
ment of paragraph (2) of an initial deter-
mination of eligibility by the Attorney Gen-
eral. 

‘‘(4) The Attorney General shall promul-
gate, and revise as appropriate, guidelines 
which shall govern the exercise of the law 
enforcement powers established under para-
graph (1). 

‘‘(5)(A) Powers authorized for an Office of 
Inspector General under paragraph (1) may 
be rescinded or suspended upon a determina-
tion by the Attorney General that any of the 
requirements under paragraph (2) is no 
longer satisfied or that the exercise of au-
thorized powers by that Office of Inspector 
General has not complied with the guidelines 
promulgated by the Attorney General under 
paragraph (4). 

‘‘(B) Powers authorized to be exercised by 
any individual under paragraph (1) may be 
rescinded or suspended with respect to that 
individual upon a determination by the At-
torney General that such individual has not 
complied with guidelines promulgated by the 
Attorney General under paragraph (4). 

‘‘(6) A determination by the Attorney Gen-
eral under paragraph (2) or (5) shall not be 
reviewable in or by any court. 

‘‘(7) To ensure the proper exercise of the 
law enforcement powers authorized by this 
subsection, the Offices of Inspector General 
described under paragraph (3) shall, not later 
than 180 days after the date of enactment of 
this subsection, collectively enter into a 
memorandum of understanding to establish 
an external review process for ensuring that 
adequate internal safeguards and manage-
ment procedures continue to exist within 
each Office and within any Office that later 
receives an authorization under paragraph 
(2). The review process shall be established in 
consultation with the Attorney General, who 
shall be provided with a copy of the memo-
randum of understanding that establishes 
the review process. Under the review process, 
the exercise of the law enforcement powers 
by each Office of Inspector General shall be 
reviewed periodically by another Office of In-
spector General or by a committee of Inspec-
tors General. The results of each review shall 
be communicated in writing to the applica-
ble Inspector General and to the Attorney 
General. 

‘‘(8) No provision of this subsection shall 
limit the exercise of law enforcement powers 
established under any other statutory au-
thority, including United States Marshals 
Service special deputation.’’. 

(b) PROMULGATION OF INITIAL GUIDELINES.—
(1) DEFINITION.—In this subsection, the 

term ‘‘memoranda of understanding’’ means 
the agreements between the Department of 
Justice and the Inspector General offices de-
scribed under section 6(e)(3) of the Inspector 
General Act of 1978 (5 U.S.C. App) (as added 
by subsection (a) of this section) that—

(A) are in effect on the date of enactment 
of this Act; and 

(B) authorize such offices to exercise au-
thority that is the same or similar to the au-
thority under section 6(e)(1) of such Act. 

(2) IN GENERAL.—Not later than 180 days 
after the date of enactment of this Act, the 
Attorney General shall promulgate guide-
lines under section 6(e)(4) of the Inspector 
General Act of 1978 (5 U.S.C. App) (as added 
by subsection (a) of this section) applicable 
to the Inspector General offices described 
under section 6(e)(3) of that Act. 

(3) MINIMUM REQUIREMENTS.—The guide-
lines promulgated under this subsection 
shall include, at a minimum, the operational 
and training requirements in the memoranda 
of understanding. 

(4) NO LAPSE OF AUTHORITY.—The memo-
randa of understanding in effect on the date 
of enactment of this Act shall remain in ef-
fect until the guidelines promulgated under 
this subsection take effect. 

(c) EFFECTIVE DATES.—
(1) IN GENERAL.—Subsection (a) shall take 

effect 180 days after the date of enactment of 
this Act. 

(2) INITIAL GUIDELINES.—Subsection (b) 
shall take effect on the date of enactment of 
this Act. 

Subtitle C—United States Secret Service 
SEC. 821. FUNCTIONS TRANSFERRED. 

In accordance with title XV, there shall be 
transferred to the Secretary the functions, 
personnel, assets, and obligations of the 
United States Secret Service, which shall be 
maintained as a distinct entity within the 
Department, including the functions of the 
Secretary of the Treasury relating thereto. 

Subtitle D—Acquisitions 
SEC. 831. RESEARCH AND DEVELOPMENT 

PROJECTS. 
(a) AUTHORITY.—During the 5-year period 

following the effective date of this Act, the 
Secretary may carry out a pilot program 
under which the Secretary may exercise the 
following authorities: 

(1) IN GENERAL.—When the Secretary car-
ries out basic, applied, and advanced re-

search and development projects, including 
the expenditure of funds for such projects, 
the Secretary may exercise the same author-
ity (subject to the same limitations and con-
ditions) with respect to such research and 
projects as the Secretary of Defense may ex-
ercise under section 2371 of title 10, United 
States Code (except for subsections (b) and 
(f)), after making a determination that the 
use of a contract, grant, or cooperative 
agreement for such project is not feasible or 
appropriate. The annual report required 
under subsection (b) of this section, as ap-
plied to the Secretary by this paragraph, 
shall be submitted to the President of the 
Senate and the Speaker of the House of Rep-
resentatives. 

(2) PROTOTYPE PROJECTS.—The Secretary 
may, under the authority of paragraph (1), 
carry out prototype projects in accordance 
with the requirements and conditions pro-
vided for carrying out prototype projects 
under section 845 of the National Defense Au-
thorization Act for Fiscal Year 1994 (Public 
Law 103–160). In applying the authorities of 
that section 845, subsection (c) of that sec-
tion shall apply with respect to prototype 
projects under this paragraph, and the Sec-
retary shall perform the functions of the 
Secretary of Defense under subsection (d) 
thereof. 

(b) REPORT.—Not later than 2 years after 
the effective date of this Act, and annually 
thereafter, the Comptroller General shall re-
port to the Committee on Government Re-
form of the House of Representatives and the 
Committee on Governmental Affairs of the 
Senate on—

(1) whether use of the authorities described 
in subsection (a) attracts nontraditional 
Government contractors and results in the 
acquisition of needed technologies; and 

(2) if such authorities were to be made per-
manent, whether additional safeguards are 
needed with respect to the use of such au-
thorities. 

(c) PROCUREMENT OF TEMPORARY AND 
INTERMITTENT SERVICES.—The Secretary 
may—

(1) procure the temporary or intermittent 
services of experts or consultants (or organi-
zations thereof) in accordance with section 
3109(b) of title 5, United States Code; and 

(2) whenever necessary due to an urgent 
homeland security need, procure temporary 
(not to exceed 1 year) or intermittent per-
sonal services, including the services of ex-
perts or consultants (or organizations there-
of), without regard to the pay limitations of 
such section 3109. 

(d) DEFINITION OF NONTRADITIONAL GOVERN-
MENT CONTRACTOR.—In this section, the term 
‘‘nontraditional Government contractor’’ 
has the same meaning as the term 
‘‘nontraditional defense contractor’’ as de-
fined in section 845(e) of the National De-
fense Authorization Act for Fiscal Year 1994 
(Public Law 103–160; 10 U.S.C. 2371 note). 
SEC. 832. PERSONAL SERVICES. 

The Secretary—
(1) may procure the temporary or intermit-

tent services of experts or consultants (or or-
ganizations thereof) in accordance with sec-
tion 3109 of title 5, United States Code; and 

(2) may, whenever necessary due to an ur-
gent homeland security need, procure tem-
porary (not to exceed 1 year) or intermittent 
personal services, including the services of 
experts or consultants (or organizations 
thereof), without regard to the pay limita-
tions of such section 3109. 
SEC. 833. SPECIAL STREAMLINED ACQUISITION 

AUTHORITY. 
(a) AUTHORITY.—
(1) IN GENERAL.—The Secretary may use 

the authorities set forth in this section with 
respect to any procurement made during the 
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period beginning on the effective date of this 
Act and ending September 30, 2007, if the 
Secretary determines in writing that the 
mission of the Department (as described in 
section 101) would be seriously impaired 
without the use of such authorities. 

(2) DELEGATION.—The authority to make 
the determination described in paragraph (1) 
may not be delegated by the Secretary to an 
officer of the Department who is not ap-
pointed by the President with the advice and 
consent of the Senate. 

(3) NOTIFICATION.—Not later than the date 
that is 7 days after the date of any deter-
mination under paragraph (1), the Secretary 
shall submit to the Committee on Govern-
ment Reform of the House of Representa-
tives and the Committee on Governmental 
Affairs of the Senate—

(A) notification of such determination; and 
(B) the justification for such determina-

tion. 
(b) INCREASED MICRO-PURCHASE THRESHOLD 

FOR CERTAIN PROCUREMENTS.—
(1) IN GENERAL.—The Secretary may des-

ignate certain employees of the Department 
to make procurements described in sub-
section (a) for which in the administration of 
section 32 of the Office of Federal Procure-
ment Policy Act (41 U.S.C. 428) the amount 
specified in subsections (c), (d), and (f) of 
such section 32 shall be deemed to be $7,500. 

(2) NUMBER OF EMPLOYEES.—The number of 
employees designated under paragraph (1) 
shall be—

(A) fewer than the number of employees of 
the Department who are authorized to make 
purchases without obtaining competitive 
quotations, pursuant to section 32(c) of the 
Office of Federal Procurement Policy Act (41 
U.S.C. 428(c)); 

(B) sufficient to ensure the geographic dis-
persal of the availability of the use of the 
procurement authority under such paragraph 
at locations reasonably considered to be po-
tential terrorist targets; and 

(C) sufficiently limited to allow for the 
careful monitoring of employees designated 
under such paragraph. 

(3) REVIEW.—Procurements made under the 
authority of this subsection shall be subject 
to review by a designated supervisor on not 
less than a monthly basis. The supervisor re-
sponsible for the review shall be responsible 
for no more than 7 employees making pro-
curements under this subsection. 

(c) SIMPLIFIED ACQUISITION PROCEDURES.—
(1) IN GENERAL.—With respect to a procure-

ment described in subsection (a), the Sec-
retary may deem the simplified acquisition 
threshold referred to in section 4(11) of the 
Office of Federal Procurement Policy Act (41 
U.S.C. 403(11)) to be—

(A) in the case of a contract to be awarded 
and performed, or purchase to be made, with-
in the United States, $200,000; and 

(B) in the case of a contract to be awarded 
and performed, or purchase to be made, out-
side of the United States, $300,000. 

(2) CONFORMING AMENDMENTS.—Section 
18(c)(1) of the Office of Federal Procurement 
Policy Act is amended—

(A) by striking ‘‘or’’ at the end of subpara-
graph (F); 

(B) by striking the period at the end of 
subparagraph (G) and inserting ‘‘; or’’; and 

(C) by adding at the end the following: 
‘‘(H) the procurement is by the Secretary 

of Homeland Security pursuant to the spe-
cial procedures provided in section 833(c) of 
the Homeland Security Act of 2002.’’. 

(d) APPLICATION OF CERTAIN COMMERCIAL 
ITEMS AUTHORITIES.—

(1) IN GENERAL.—With respect to a procure-
ment described in subsection (a), the Sec-
retary may deem any item or service to be a 
commercial item for the purpose of Federal 
procurement laws. 

(2) LIMITATION.—The $5,000,000 limitation 
provided in section 31(a)(2) of the Office of 
Federal Procurement Policy Act (41 U.S.C. 
427(a)(2)) and section 303(g)(1)(B) of the Fed-
eral Property and Administrative Services 
Act of 1949 (41 U.S.C. 253(g)(1)(B)) shall be 
deemed to be $7,500,000 for purposes of prop-
erty or services under the authority of this 
subsection. 

(3) CERTAIN AUTHORITY.—Authority under a 
provision of law referred to in paragraph (2) 
that expires under section 4202(e) of the 
Clinger-Cohen Act of 1996 (divisions D and E 
of Public Law 104–106; 10 U.S.C. 2304 note) 
shall, notwithstanding such section, con-
tinue to apply for a procurement described in 
subsection (a). 

(e) REPORT.—Not later than 180 days after 
the end of fiscal year 2005, the Comptroller 
General shall submit to the Committee on 
Governmental Affairs of the Senate and the 
Committee on Government Reform of the 
House of Representatives a report on the use 
of the authorities provided in this section. 
The report shall contain the following: 

(1) An assessment of the extent to which 
property and services acquired using au-
thorities provided under this section contrib-
uted to the capacity of the Federal work-
force to facilitate the mission of the Depart-
ment as described in section 101. 

(2) An assessment of the extent to which 
prices for property and services acquired 
using authorities provided under this section 
reflected the best value. 

(3) The number of employees designated by 
each executive agency under subsection 
(b)(1). 

(4) An assessment of the extent to which 
the Department has implemented sub-
sections (b)(2) and (b)(3) to monitor the use 
of procurement authority by employees des-
ignated under subsection (b)(1). 

(5) Any recommendations of the Comp-
troller General for improving the effective-
ness of the implementation of the provisions 
of this section. 
SEC. 834. UNSOLICITED PROPOSALS. 

(a) REGULATIONS REQUIRED.—Within 1 year 
of the date of enactment of this Act, the 
Federal Acquisition Regulation shall be re-
vised to include regulations with regard to 
unsolicited proposals. 

(b) CONTENT OF REGULATIONS.—The regula-
tions prescribed under subsection (a) shall 
require that before initiating a comprehen-
sive evaluation, an agency contact point 
shall consider, among other factors, that the 
proposal—

(1) is not submitted in response to a pre-
viously published agency requirement; and 

(2) contains technical and cost information 
for evaluation and overall scientific, tech-
nical or socioeconomic merit, or cost-related 
or price-related factors. 
SEC. 835. PROHIBITION ON CONTRACTS WITH 

CORPORATE EXPATRIATES. 
(a) IN GENERAL.—The Secretary may not 

enter into any contract with a foreign incor-
porated entity which is treated as an in-
verted domestic corporation under sub-
section (b). 

(b) INVERTED DOMESTIC CORPORATION.—For 
purposes of this section, a foreign incor-
porated entity shall be treated as an in-
verted domestic corporation if, pursuant to a 
plan (or a series of related transactions)—

(1) the entity completes after the date of 
enactment of this Act, the direct or indirect 
acquisition of substantially all of the prop-
erties held directly or indirectly by a domes-
tic corporation or substantially all of the 
properties constituting a trade or business of 
a domestic partnership; 

(2) after the acquisition at least 80 percent 
of the stock (by vote or value) of the entity 
is held—

(A) in the case of an acquisition with re-
spect to a domestic corporation, by former 
shareholders of the domestic corporation by 
reason of holding stock in the domestic cor-
poration; or 

(B) in the case of an acquisition with re-
spect to a domestic partnership, by former 
partners of the domestic partnership by rea-
son of holding a capital or profits interest in 
the domestic partnership; and 

(3) the expanded affiliated group which 
after the acquisition includes the entity does 
not have substantial business activities in 
the foreign country in which or under the 
law of which the entity is created or orga-
nized when compared to the total business 
activities of such expanded affiliated group. 

(c) DEFINITIONS AND SPECIAL RULES.—
(1) RULES FOR APPLICATION OF SUBSECTION 

(b).—In applying subsection (b) for purposes 
of subsection (a), the following rules shall 
apply: 

(A) CERTAIN STOCK DISREGARDED.—There 
shall not be taken into account in deter-
mining ownership for purposes of subsection 
(b)(2)—

(i) stock held by members of the expanded 
affiliated group which includes the foreign 
incorporated entity; or 

(ii) stock of such entity which is sold in a 
public offering related to the acquisition de-
scribed in subsection (b)(1). 

(B) PLAN DEEMED IN CERTAIN CASES.—If a 
foreign incorporated entity acquires directly 
or indirectly substantially all of the prop-
erties of a domestic corporation or partner-
ship during the 4-year period beginning on 
the date which is after the date of enactment 
of this Act and which is 2 years before the 
ownership requirements of subsection (b)(2) 
are met, such actions shall be treated as pur-
suant to a plan. 

(C) CERTAIN TRANSFERS DISREGARDED.—The 
transfer of properties or liabilities (including 
by contribution or distribution) shall be dis-
regarded if such transfers are part of a plan 
a principal purpose of which is to avoid the 
purposes of this section. 

(D) SPECIAL RULE FOR RELATED PARTNER-
SHIPS.—For purposes of applying subsection 
(b) to the acquisition of a domestic partner-
ship, except as provided in regulations, all 
domestic partnerships which are under com-
mon control (within the meaning of section 
482 of the Internal Revenue Code of 1986) 
shall be treated as I partnership. 

(E) TREATMENT OF CERTAIN RIGHTS.—The 
Secretary shall prescribe such regulations as 
may be necessary to—

(i) treat warrants, options, contracts to ac-
quire stock, convertible debt instruments, 
and other similar interests as stock; and 

(ii) treat stock as not stock. 
(2) EXPANDED AFFILIATED GROUP.—The term 

‘‘expanded affiliated group’’ means an affili-
ated group as defined in section 1504(a) of the 
Internal Revenue Code of 1986 (without re-
gard to section 1504(b) of such Code), except 
that section 1504 of such Code shall be ap-
plied by substituting ‘‘more than 50 percent’’ 
for ‘‘at least 80 percent’’ each place it ap-
pears. 

(3) FOREIGN INCORPORATED ENTITY.—The 
term ‘‘foreign incorporated entity’’ means 
any entity which is, or but for subsection (b) 
would be, treated as a foreign corporation for 
purposes of the Internal Revenue Code of 
1986. 

(4) OTHER DEFINITIONS.—The terms 
‘‘person’’, ‘‘domestic’’, and ‘‘foreign’’ have 
the meanings given such terms by para-
graphs (1), (4), and (5) of section 7701 (a) of 
the Internal Revenue Code of 1986, respec-
tively. 

(d) WAIVERS.—The Secretary shall waive 
subsection (a) with respect to any specific 
contract if the Secretary determines that 
the waiver is required in the interest of 
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homeland security, or to prevent the loss of 
any jobs in the United States or prevent the 
Government from incurring any additional 
costs that otherwise would not occur. 

Subtitle E—Human Resources Management 
SEC. 841. ESTABLISHMENT OF HUMAN RE-

SOURCES MANAGEMENT SYSTEM. 
(a) AUTHORITY.—
(1) SENSE OF CONGRESS.—It is the sense of 

Congress that—
(A) it is extremely important that employ-

ees of the Department be allowed to partici-
pate in a meaningful way in the creation of 
any human resources management system 
affecting them; 

(B) such employees have the most direct 
knowledge of the demands of their jobs and 
have a direct interest in ensuring that their 
human resources management system is con-
ducive to achieving optimal operational effi-
ciencies; 

(C) the 21st century human resources man-
agement system envisioned for the Depart-
ment should be one that benefits from the 
input of its employees; and 

(D) this collaborative effort will help se-
cure our homeland. 

(2) IN GENERAL.—Subpart I of part III of 
title 5, United States Code, is amended by 
adding at the end the following:

‘‘CHAPTER 97—DEPARTMENT OF 
HOMELAND SECURITY

‘‘Sec. 
‘‘9701. Establishment of human resources 

management system.
‘‘§ 9701. Establishment of human resources 

management system 
‘‘(a) IN GENERAL.—Notwithstanding any 

other provision of this part, the Secretary of 
Homeland Security may, in regulations pre-
scribed jointly with the Director of the Of-
fice of Personnel Management, establish, and 
from time to time adjust, a human resources 
management system for some or all of the 
organizational units of the Department of 
Homeland Security. 

‘‘(b) SYSTEM REQUIREMENTS.—Any system 
established under subsection (a) shall—

‘‘(1) be flexible; 
‘‘(2) be contemporary; 
‘‘(3) not waive, modify, or otherwise af-

fect—
‘‘(A) the public employment principles of 

merit and fitness set forth in section 2301, in-
cluding the principles of hiring based on 
merit, fair treatment without regard to po-
litical affiliation or other nonmerit consider-
ations, equal pay for equal work, and protec-
tion of employees against reprisal for whis-
tleblowing; 

‘‘(B) any provision of section 2302, relating 
to prohibited personnel practices; 

‘‘(C)(i) any provision of law referred to in 
section 2302(b)(1), (8), and (9); or 

‘‘(ii) any provision of law implementing 
any provision of law referred to in section 
2302(b)(1), (8), and (9) by—

‘‘(I) providing for equal employment oppor-
tunity through affirmative action; or 

‘‘(II) providing any right or remedy avail-
able to any employee or applicant for em-
ployment in the civil service; 

‘‘(D) any other provision of this part (as 
described in subsection (c)); or 

‘‘(E) any rule or regulation prescribed 
under any provision of law referred to in any 
of the preceding subparagraphs of this para-
graph; 

‘‘(4) ensure that employees may organize, 
bargain collectively, and participate through 
labor organizations of their own choosing in 
decisions which affect them, subject to any 
exclusion from coverage or limitation on ne-
gotiability established by law; and 

‘‘(5) permit the use of a category rating 
system for evaluating applicants for posi-
tions in the competitive service. 

‘‘(c) OTHER NONWAIVABLE PROVISIONS.—The 
other provisions of this part as referred to in 
subsection (b)(3)(D), are (to the extent not 
otherwise specified in subparagraph (A), (B), 
(C), or (D) of subsection (b)(3))—

‘‘(1) subparts A, B, E, G, and H of this part; 
and 

‘‘(2) chapters 41, 45, 47, 55, 57, 59, 72, 73, and 
79, and this chapter. 

‘‘(d) LIMITATIONS RELATING TO PAY.—Noth-
ing in this section shall constitute author-
ity—

‘‘(1) to modify the pay of any employee 
who serves in—

‘‘(A) an Executive Schedule position under 
subchapter II of chapter 53 of title 5, United 
States Code; or 

‘‘(B) a position for which the rate of basic 
pay is fixed in statute by reference to a sec-
tion or level under subchapter II of chapter 
53 of such title 5; 

‘‘(2) to fix pay for any employee or position 
at an annual rate greater than the maximum 
amount of cash compensation allowable 
under section 5307 of such title 5 in a year; or 

‘‘(3) to exempt any employee from the ap-
plication of such section 5307. 

‘‘(e) PROVISIONS TO ENSURE COLLABORATION 
WITH EMPLOYEE REPRESENTATIVES.—

‘‘(1) IN GENERAL.—In order to ensure that 
the authority of this section is exercised in 
collaboration with, and in a manner that en-
sures the participation of employee rep-
resentatives in the planning, development, 
and implementation of any human resources 
management system or adjustments to such 
system under this section, the Secretary of 
Homeland Security and the Director of the 
Office of Personnel Management shall pro-
vide for the following: 

‘‘(A) NOTICE OF PROPOSAL.—The Secretary 
and the Director shall, with respect to any 
proposed system or adjustment—

‘‘(i) provide to each employee representa-
tive representing any employees who might 
be affected, a written description of the pro-
posed system or adjustment (including the 
reasons why it is considered necessary); 

‘‘(ii) give each representative 30 calendar 
days (unless extraordinary circumstances re-
quire earlier action) to review and make rec-
ommendations with respect to the proposal; 
and 

‘‘(iii) give any recommendations received 
from any such representatives under clause 
(ii) full and fair consideration in deciding 
whether or how to proceed with the proposal. 

‘‘(B) PRE-IMPLEMENTATION CONGRESSIONAL 
NOTIFICATION, CONSULTATION, AND MEDI-
ATION.—Following receipt of recommenda-
tions, if any, from employee representatives 
with respect to a proposal described in sub-
paragraph (A), the Secretary and the Direc-
tor shall accept such modifications to the 
proposal in response to the recommendations 
as they determine advisable and shall, with 
respect to any parts of the proposal as to 
which they have not accepted the rec-
ommendations—

‘‘(i) notify Congress of those parts of the 
proposal, together with the recommenda-
tions of employee representatives; 

‘‘(ii) meet and confer for not less than 30 
calendar days with any representatives who 
have made recommendations, in order to at-
tempt to reach agreement on whether or how 
to proceed with those parts of the proposal; 
and 

‘‘(iii) at the Secretary’s option, or if re-
quested by a majority of the employee rep-
resentatives who have made recommenda-
tions, use the services of the Federal Medi-
ation and Conciliation Service during such 
meet and confer period to facilitate the proc-
ess of attempting to reach agreement. 

‘‘(C) IMPLEMENTATION.—
‘‘(i) Any part of the proposal as to which 

the representatives do not make a rec-

ommendation, or as to which their rec-
ommendations are accepted by the Secretary 
and the Director, may be implemented im-
mediately. 

‘‘(ii) With respect to any parts of the pro-
posal as to which recommendations have 
been made but not accepted by the Secretary 
and the Director, at any time after 30 cal-
endar days have elapsed since the initiation 
of the congressional notification, consulta-
tion, and mediation procedures set forth in 
subparagraph (B), if the Secretary deter-
mines, in the Secretary’s sole and 
unreviewable discretion, that further con-
sultation and mediation is unlikely to 
produce agreement, the Secretary may im-
plement any or all of such parts, including 
any modifications made in response to the 
recommendations as the Secretary deter-
mines advisable. 

‘‘(iii) The Secretary shall promptly notify 
Congress of the implementation of any part 
of the proposal and shall furnish with such 
notice an explanation of the proposal, any 
changes made to the proposal as a result of 
recommendations from employee representa-
tives, and of the reasons why implementa-
tion is appropriate under this subparagraph. 

‘‘(D) CONTINUING COLLABORATION.—If a pro-
posal described in subparagraph (A) is imple-
mented, the Secretary and the Director 
shall—

‘‘(i) develop a method for each employee 
representative to participate in any further 
planning or development which might be-
come necessary; and 

‘‘(ii) give each employee representative 
adequate access to information to make that 
participation productive. 

‘‘(2) PROCEDURES.—Any procedures nec-
essary to carry out this subsection shall be 
established by the Secretary and the Direc-
tor jointly as internal rules of departmental 
procedure which shall not be subject to re-
view. Such procedures shall include meas-
ures to ensure—

‘‘(A) in the case of employees within a unit 
with respect to which a labor organization is 
accorded exclusive recognition, representa-
tion by individuals designated or from 
among individuals nominated by such orga-
nization; 

‘‘(B) in the case of any employees who are 
not within such a unit, representation by 
any appropriate organization which rep-
resents a substantial percentage of those em-
ployees or, if none, in such other manner as 
may be appropriate, consistent with the pur-
poses of the subsection; 

‘‘(C) the fair and expeditious handling of 
the consultation and mediation process de-
scribed in subparagraph (B) of paragraph (1), 
including procedures by which, if the number 
of employee representatives providing rec-
ommendations exceeds 5, such representa-
tives select a committee or other unified 
representative with which the Secretary and 
Director may meet and confer; and 

‘‘(D) the selection of representatives in a 
manner consistent with the relative number 
of employees represented by the organiza-
tions or other representatives involved. 

‘‘(f) PROVISIONS RELATING TO APPELLATE 
PROCEDURES.—

(1) SENSE OF CONGRESS.—It is the sense of 
Congress that—

‘‘(A) employees of the Department are en-
titled to fair treatment in any appeals that 
they bring in decisions relating to their em-
ployment; and 

‘‘(B) in prescribing regulations for any 
such appeals procedures, the Secretary and 
the Director of the Office of Personnel Man-
agement—

‘‘(i) should ensure that employees of the 
Department are afforded the protections of 
due process; and 
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‘‘(ii) toward that end, should be required to 

consult with the Merit Systems Protection 
Board before issuing any such regulations. 

‘‘(2) REQUIREMENTS.—Any regulations 
under this section which relate to any mat-
ters within the purview of chapter 77—

‘‘(A) shall be issued only after consultation 
with the Merit Systems Protection Board; 

‘‘(B) shall ensure the availability of proce-
dures which shall—

‘‘(i) be consistent with requirements of due 
process; and 

‘‘(ii) provide, to the maximum extent prac-
ticable, for the expeditious handling of any 
matters involving the Department; and 

‘‘(C) shall modify procedures under chapter 
77 only insofar as such modifications are de-
signed to further the fair, efficient, and expe-
ditious resolution of matters involving the 
employees of the Department. 

‘‘(g) PROVISIONS RELATING TO LABOR-MAN-
AGEMENT RELATIONS.—Nothing in this sec-
tion shall be construed as conferring author-
ity on the Secretary of Homeland Security 
to modify any of the provisions of section 842 
of the Homeland Security Act of 2002. 

‘‘(h) SUNSET PROVISION.—Effective 5 years 
after the conclusion of the transition period 
defined under section 1501 of the Homeland 
Security Act of 2002, all authority to issue 
regulations under this section (including reg-
ulations which would modify, supersede, or 
terminate any regulations previously issued 
under this section) shall cease to be avail-
able.’’. 

(3) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of chapters for part III of 
title 5, United States Code, is amended by 
adding at the end of the following:
‘‘97. Department of Homeland Secu-

rity ............................................... 9701’’.
(b) EFFECT ON PERSONNEL.—
(1) NONSEPARATION OR NONREDUCTION IN 

GRADE OR COMPENSATION OF FULL-TIME PER-
SONNEL AND PART-TIME PERSONNEL HOLDING 
PERMANENT POSITIONS.—Except as otherwise 
provided in this Act, the transfer under this 
Act of full-time personnel (except special 
Government employees) and part-time per-
sonnel holding permanent positions shall not 
cause any such employee to be separated or 
reduced in grade or compensation for 1 year 
after the date of transfer to the Department. 

(2) POSITIONS COMPENSATED IN ACCORDANCE 
WITH EXECUTIVE SCHEDULE.—Any person who, 
on the day preceding such person’s date of 
transfer pursuant to this Act, held a position 
compensated in accordance with the Execu-
tive Schedule prescribed in chapter 53 of 
title 5, United States Code, and who, without 
a break in service, is appointed in the De-
partment to a position having duties com-
parable to the duties performed immediately 
preceding such appointment shall continue 
to be compensated in such new position at 
not less than the rate provided for such posi-
tion, for the duration of the service of such 
person in such new position. 

(3) COORDINATION RULE.—Any exercise of 
authority under chapter 97 of title 5, United 
States Code (as amended by subsection (a)), 
including under any system established 
under such chapter, shall be in conformance 
with the requirements of this subsection. 
SEC. 842. LABOR-MANAGEMENT RELATIONS. 

(a) LIMITATION ON EXCLUSIONARY AUTHOR-
ITY.—

(1) IN GENERAL.—No agency or subdivision 
of an agency which is transferred to the De-
partment pursuant to this Act shall be ex-
cluded from the coverage of chapter 71 of 
title 5, United States Code, as a result of any 
order issued under section 7103(b)(1) of such 
title 5 after June 18, 2002, unless—

(A) the mission and responsibilities of the 
agency (or subdivision) materially change; 
and 

(B) a majority of the employees within 
such agency (or subdivision) have as their 
primary duty intelligence, counterintel-
ligence, or investigative work directly re-
lated to terrorism investigation. 

(2) EXCLUSIONS ALLOWABLE.—Nothing in 
paragraph (1) shall affect the effectiveness of 
any order to the extent that such order ex-
cludes any portion of an agency or subdivi-
sion of an agency as to which—

(A) recognition as an appropriate unit has 
never been conferred for purposes of chapter 
71 of such title 5; or 

(B) any such recognition has been revoked 
or otherwise terminated as a result of a de-
termination under subsection (b)(1). 

(b) PROVISIONS RELATING TO BARGAINING 
UNITS.—

(1) LIMITATION RELATING TO APPROPRIATE 
UNITS.—Each unit which is recognized as an 
appropriate unit for purposes of chapter 71 of 
title 5, United States Code, as of the day be-
fore the effective date of this Act (and any 
subdivision of any such unit) shall, if such 
unit (or subdivision) is transferred to the De-
partment pursuant to this Act, continue to 
be so recognized for such purposes, unless—

(A) the mission and responsibilities of such 
unit (or subdivision) materially change; and 

(B) a majority of the employees within 
such unit (or subdivision) have as their pri-
mary duty intelligence, counterintelligence, 
or investigative work directly related to ter-
rorism investigation. 

(2) LIMITATION RELATING TO POSITIONS OR 
EMPLOYEES.—No position or employee within 
a unit (or subdivision of a unit) as to which 
continued recognition is given in accordance 
with paragraph (1) shall be excluded from 
such unit (or subdivision), for purposes of 
chapter 71 of such title 5, unless the primary 
job duty of such position or employee— 

(A) materially changes; and 
(B) consists of intelligence, counterintel-

ligence, or investigative work directly re-
lated to terrorism investigation.

In the case of any positions within a unit (or 
subdivision) which are first established on or 
after the effective date of this Act and any 
employees first appointed on or after such 
date, the preceding sentence shall be applied 
disregarding subparagraph (A). 

(c) WAIVER.—If the President determines 
that the application of subsections (a), (b), 
and (d) would have a substantial adverse im-
pact on the ability of the Department to pro-
tect homeland security, the President may 
waive the application of such subsections 10 
days after the President has submitted to 
Congress a written explanation of the rea-
sons for such determination. 

(d) COORDINATION RULE.—No other provi-
sion of this Act or of any amendment made 
by this Act may be construed or applied in a 
manner so as to limit, supersede, or other-
wise affect the provisions of this section, ex-
cept to the extent that it does so by specific 
reference to this section. 

(e) RULE OF CONSTRUCTION.—Nothing in sec-
tion 9701(e) of title 5, United States Code, 
shall be considered to apply with respect to 
any agency or subdivision of any agency, 
which is excluded from the coverage of chap-
ter 71 of title 5, United States Code, by vir-
tue of an order issued in accordance with 
section 7103(b) of such title and the preceding 
provisions of this section (as applicable), or 
to any employees of any such agency or sub-
division or to any individual or entity rep-
resenting any such employees or any rep-
resentatives thereof. 
Subtitle F—Federal Emergency Procurement 

Flexibility 
SEC. 851. DEFINITION. 

In this subtitle, the term ‘‘executive agen-
cy’’ has the meaning given that term under 
section 4(1) of the Office of Federal Procure-
ment Policy Act (41 U.S.C. 403(1)). 

SEC. 852. PROCUREMENTS FOR DEFENSE 
AGAINST OR RECOVERY FROM TER-
RORISM OR NUCLEAR, BIOLOGICAL, 
CHEMICAL, OR RADIOLOGICAL AT-
TACK. 

The authorities provided in this subtitle 
apply to any procurement of property or 
services by or for an executive agency that, 
as determined by the head of the executive 
agency, are to be used to facilitate defense 
against or recovery from terrorism or nu-
clear, biological, chemical, or radiological 
attack, but only if a solicitation of offers for 
the procurement is issued during the 1-year 
period beginning on the date of the enact-
ment of this Act. 
SEC. 853. INCREASED SIMPLIFIED ACQUISITION 

THRESHOLD FOR PROCUREMENTS 
IN SUPPORT OF HUMANITARIAN OR 
PEACEKEEPING OPERATIONS OR 
CONTINGENCY OPERATIONS. 

(a) TEMPORARY THRESHOLD AMOUNTS.—For 
a procurement referred to in section 852 that 
is carried out in support of a humanitarian 
or peacekeeping operation or a contingency 
operation, the simplified acquisition thresh-
old definitions shall be applied as if the 
amount determined under the exception pro-
vided for such an operation in those defini-
tions were—

(1) in the case of a contract to be awarded 
and performed, or purchase to be made, in-
side the United States, $200,000; or 

(2) in the case of a contract to be awarded 
and performed, or purchase to be made, out-
side the United States, $300,000. 

(b) SIMPLIFIED ACQUISITION THRESHOLD 
DEFINITIONS.—In this section, the term 
‘‘simplified acquisition threshold defini-
tions’’ means the following: 

(1) Section 4(11) of the Office of Federal 
Procurement Policy Act (41 U.S.C. 403(11)). 

(2) Section 309(d) of the Federal Property 
and Administrative Services Act of 1949 (41 
U.S.C. 259(d)). 

(3) Section 2302(7) of title 10, United States 
Code. 

(c) SMALL BUSINESS RESERVE.—For a pro-
curement carried out pursuant to subsection 
(a), section 15(j) of the Small Business Act 
(15 U.S.C. 644(j)) shall be applied as if the 
maximum anticipated value identified there-
in is equal to the amounts referred to in sub-
section (a). 
SEC. 854. INCREASED MICRO-PURCHASE THRESH-

OLD FOR CERTAIN PROCUREMENTS. 
In the administration of section 32 of the 

Office of Federal Procurement Policy Act (41 
U.S.C. 428) with respect to a procurement re-
ferred to in section 852, the amount specified 
in subsections (c), (d), and (f) of such section 
32 shall be deemed to be $7,500. 
SEC. 855. APPLICATION OF CERTAIN COMMER-

CIAL ITEMS AUTHORITIES TO CER-
TAIN PROCUREMENTS. 

(a) AUTHORITY.—
(1) IN GENERAL.—The head of an executive 

agency may apply the provisions of law list-
ed in paragraph (2) to a procurement referred 
to in section 852 without regard to whether 
the property or services are commercial 
items. 

(2) COMMERCIAL ITEM LAWS.—The provisions 
of law referred to in paragraph (1) are as fol-
lows: 

(A) Sections 31 and 34 of the Office of Fed-
eral Procurement Policy Act (41 U.S.C. 427, 
430). 

(B) Section 2304(g) of title 10, United States 
Code. 

(C) Section 303(g) of the Federal Property 
and Administrative Services Act of 1949 (41 
U.S.C. 253(g)). 

(b) INAPPLICABILITY OF LIMITATION ON USE 
OF SIMPLIFIED ACQUISITION PROCEDURES.—

(1) IN GENERAL.—The $5,000,000 limitation 
provided in section 31(a)(2) of the Office of 
Federal Procurement Policy Act (41 U.S.C. 
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427(a)(2)), section 2304(g)(1)(B) of title 10, 
United States Code, and section 303(g)(1)(B) 
of the Federal Property and Administrative 
Services Act of 1949 (41 U.S.C. 253(g)(1)(B)) 
shall not apply to purchases of property or 
services to which any of the provisions of 
law referred to in subsection (a) are applied 
under the authority of this section. 

(2) OMB GUIDANCE.—The Director of the Of-
fice of Management and Budget shall issue 
guidance and procedures for the use of sim-
plified acquisition procedures for a purchase 
of property or services in excess of $5,000,000 
under the authority of this section. 

(c) CONTINUATION OF AUTHORITY FOR SIM-
PLIFIED PURCHASE PROCEDURES.—Authority 
under a provision of law referred to in sub-
section (a)(2) that expires under section 
4202(e) of the Clinger-Cohen Act of 1996 
(divisions D and E of Public Law 104–106; 10 
U.S.C. 2304 note) shall, notwithstanding such 
section, continue to apply for use by the 
head of an executive agency as provided in 
subsections (a) and (b). 
SEC. 856. USE OF STREAMLINED PROCEDURES. 

(a) REQUIRED USE.—The head of an execu-
tive agency shall, when appropriate, use 
streamlined acquisition authorities and pro-
cedures authorized by law for a procurement 
referred to in section 852, including authori-
ties and procedures that are provided under 
the following provisions of law: 

(1) FEDERAL PROPERTY AND ADMINISTRATIVE 
SERVICES ACT OF 1949.—In title III of the Fed-
eral Property and Administrative Services 
Act of 1949: 

(A) Paragraphs (1), (2), (6), and (7) of sub-
section (c) of section 303 (41 U.S.C. 253), relat-
ing to use of procedures other than competi-
tive procedures under certain circumstances 
(subject to subsection (e) of such section). 

(B) Section 303J (41 U.S.C. 253j), relating to 
orders under task and delivery order con-
tracts. 

(2) TITLE 10, UNITED STATES CODE.—In chap-
ter 137 of title 10, United States Code: 

(A) Paragraphs (1), (2), (6), and (7) of sub-
section (c) of section 2304, relating to use of 
procedures other than competitive proce-
dures under certain circumstances (subject 
to subsection (e) of such section). 

(B) Section 2304c, relating to orders under 
task and delivery order contracts. 

(3) OFFICE OF FEDERAL PROCUREMENT POLICY 
ACT.—Paragraphs (1)(B), (1)(D), and (2) of sec-
tion 18(c) of the Office of Federal Procure-
ment Policy Act (41 U.S.C. 416(c)), relating to 
inapplicability of a requirement for procure-
ment notice. 

(b) WAIVER OF CERTAIN SMALL BUSINESS 
THRESHOLD REQUIREMENTS.—Subclause (II) of 
section 8(a)(1)(D)(i) of the Small Business 
Act (15 U.S.C. 637(a)(1)(D)(i)) and clause (ii) 
of section 31(b)(2)(A) of such Act (15 U.S.C. 
657a(b)(2)(A)) shall not apply in the use of 
streamlined acquisition authorities and pro-
cedures referred to in paragraphs (1)(A) and 
(2)(A) of subsection (a) for a procurement re-
ferred to in section 852. 
SEC. 857. REVIEW AND REPORT BY COMP-

TROLLER GENERAL. 
(a) REQUIREMENTS.—Not later than March 

31, 2004, the Comptroller General shall—
(1) complete a review of the extent to 

which procurements of property and services 
have been made in accordance with this sub-
title; and 

(2) submit a report on the results of the re-
view to the Committee on Governmental Af-
fairs of the Senate and the Committee on 
Government Reform of the House of Rep-
resentatives. 

(b) CONTENT OF REPORT.—The report under 
subsection (a)(2) shall include the following 
matters: 

(1) ASSESSMENT.—The Comptroller Gen-
eral’s assessment of—

(A) the extent to which property and serv-
ices procured in accordance with this title 
have contributed to the capacity of the 
workforce of Federal Government employees 
within each executive agency to carry out 
the mission of the executive agency; and 

(B) the extent to which Federal Govern-
ment employees have been trained on the use 
of technology. 

(2) RECOMMENDATIONS.—Any recommenda-
tions of the Comptroller General resulting 
from the assessment described in paragraph 
(1). 

(c) CONSULTATION.—In preparing for the re-
view under subsection (a)(1), the Comptroller 
shall consult with the Committee on Govern-
mental Affairs of the Senate and the Com-
mittee on Government Reform of the House 
of Representatives on the specific issues and 
topics to be reviewed. The extent of coverage 
needed in areas such as technology integra-
tion, employee training, and human capital 
management, as well as the data require-
ments of the study, shall be included as part 
of the consultation. 
SEC. 858. IDENTIFICATION OF NEW ENTRANTS 

INTO THE FEDERAL MARKETPLACE. 
The head of each executive agency shall 

conduct market research on an ongoing basis 
to identify effectively the capabilities, in-
cluding the capabilities of small businesses 
and new entrants into Federal contracting, 
that are available in the marketplace for 
meeting the requirements of the executive 
agency in furtherance of defense against or 
recovery from terrorism or nuclear, biologi-
cal, chemical, or radiological attack. The 
head of the executive agency shall, to the 
maximum extent practicable, take advan-
tage of commercially available market re-
search methods, including use of commercial 
databases, to carry out the research.

Subtitle G—Support Anti-terrorism by 
Fostering Effective Technologies Act of 2002

SEC. 861. SHORT TITLE. 
This subtitle may be cited as the ‘‘Support 

Anti-terrorism by Fostering Effective Tech-
nologies Act of 2002’’ or the ‘‘SAFETY Act’’. 
SEC. 862. ADMINISTRATION. 

(a) IN GENERAL.—The Secretary shall be re-
sponsible for the administration of this sub-
title. 

(b) DESIGNATION OF QUALIFIED ANTI-TER-
RORISM TECHNOLOGIES.—The Secretary may 
designate anti-terrorism technologies that 
qualify for protection under the system of 
risk management set forth in this subtitle in 
accordance with criteria that shall include, 
but not be limited to, the following: 

(1) Prior United States government use or 
demonstrated substantial utility and effec-
tiveness. 

(2) Availability of the technology for im-
mediate deployment in public and private 
settings. 

(3) Existence of extraordinarily large or ex-
traordinarily unquantifiable potential third 
party liability risk exposure to the Seller or 
other provider of such anti-terrorism tech-
nology. 

(4) Substantial likelihood that such anti-
terrorism technology will not be deployed 
unless protections under the system of risk 
management provided under this subtitle are 
extended. 

(5) Magnitude of risk exposure to the pub-
lic if such anti-terrorism technology is not 
deployed. 

(6) Evaluation of all scientific studies that 
can be feasibly conducted in order to assess 
the capability of the technology to substan-
tially reduce risks of harm. 

(7) Anti-terrorism technology that would 
be effective in facilitating the defense 
against acts of terrorism, including tech-
nologies that prevent, defeat or respond to 
such acts. 

(c) REGULATIONS.—The Secretary may 
issue such regulations, after notice and com-
ment in accordance with section 553 of title 
5, United States, Code, as may be necessary 
to carry out this subtitle. 
SEC. 863. LITIGATION MANAGEMENT. 

(a) FEDERAL CAUSE OF ACTION.—
(1) IN GENERAL.—There shall exist a Fed-

eral cause of action for claims arising out of, 
relating to, or resulting from an act of ter-
rorism when qualified anti-terrorism tech-
nologies have been deployed in defense 
against or response or recovery from such 
act and such claims result or may result in 
loss to the Seller. The substantive law for 
decision in any such action shall be derived 
from the law, including choice of law prin-
ciples, of the State in which such acts of ter-
rorism occurred, unless such law is incon-
sistent with or preempted by Federal law. 
Such Federal cause of action shall be 
brought only for claims for injuries that are 
proximately caused by sellers that provide 
qualified anti-terrorism technology to Fed-
eral and non-Federal government customers. 

(2) JURISDICTION.—Such appropriate dis-
trict court of the United States shall have 
original and exclusive jurisdiction over all 
actions for any claim for loss of property, 
personal injury, or death arising out of, re-
lating to, or resulting from an act of ter-
rorism when qualified anti-terrorism tech-
nologies have been deployed in defense 
against or response or recovery from such 
act and such claims result or may result in 
loss to the Seller. 

(b) SPECIAL RULES.—In an action brought 
under this section for damages the following 
provisions apply: 

(1) PUNITIVE DAMAGES.—No punitive dam-
ages intended to punish or deter, exemplary 
damages, or other damages not intended to 
compensate a plaintiff for actual losses may 
be awarded, nor shall any party be liable for 
interest prior to the judgment. 

(2) NONECONOMIC DAMAGES.—
(A) IN GENERAL.—Noneconomic damages 

may be awarded against a defendant only in 
an amount directly proportional to the per-
centage of responsibility of such defendant 
for the harm to the plaintiff, and no plaintiff 
may recover noneconomic damages unless 
the plaintiff suffered physical harm. 

(B) DEFINITION.—For purposes of subpara-
graph (A), the term ‘‘noneconomic damages’’ 
means damages for losses for physical and 
emotional pain, suffering, inconvenience, 
physical impairment, mental anguish, dis-
figurement, loss of enjoyment of life, loss of 
society and companionship, loss of consor-
tium, hedonic damages, injury to reputation, 
and any other nonpecuniary losses. 

(c) COLLATERAL SOURCES.—Any recovery by 
a plaintiff in an action under this section 
shall be reduced by the amount of collateral 
source compensation, if any, that the plain-
tiff has received or is entitled to receive as a 
result of such acts of terrorism that result or 
may result in loss to the Seller. 

(d) GOVERNMENT CONTRACTOR DEFENSE.—
(1) IN GENERAL.—Should a product liability 

or other lawsuit be filed for claims arising 
out of, relating to, or resulting from an act 
of terrorism when qualified anti-terrorism 
technologies approved by the Secretary, as 
provided in paragraphs (2) and (3) of this sub-
section, have been deployed in defense 
against or response or recovery from such 
act and such claims result or may result in 
loss to the Seller, there shall be a rebuttable 
presumption that the government contractor 
defense applies in such lawsuit. This pre-
sumption shall only be overcome by evidence 
showing that the Seller acted fraudulently 
or with willful misconduct in submitting in-
formation to the Secretary during the course 
of the Secretary’s consideration of such 
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technology under this subsection. This pre-
sumption of the government contractor de-
fense shall apply regardless of whether the 
claim against the Seller arises from a sale of 
the product to Federal Government or non-
Federal Government customers. 

(2) EXCLUSIVE RESPONSIBILITY.—The Sec-
retary will be exclusively responsible for the 
review and approval of anti-terrorism tech-
nology for purposes of establishing a govern-
ment contractor defense in any product li-
ability lawsuit for claims arising out of, re-
lating to, or resulting from an act of ter-
rorism when qualified anti-terrorism tech-
nologies approved by the Secretary, as pro-
vided in this paragraph and paragraph (3), 
have been deployed in defense against or re-
sponse or recovery from such act and such 
claims result or may result in loss to the 
Seller. Upon the Seller’s submission to the 
Secretary for approval of anti-terrorism 
technology, the Secretary will conduct a 
comprehensive review of the design of such 
technology and determine whether it will 
perform as intended, conforms to the Seller’s 
specifications, and is safe for use as in-
tended. The Seller will conduct safety and 
hazard analyses on such technology and will 
supply the Secretary with all such informa-
tion. 

(3) CERTIFICATE.—For anti-terrorism tech-
nology reviewed and approved by the Sec-
retary, the Secretary will issue a certificate 
of conformance to the Seller and place the 
anti-terrorism technology on an Approved 
Product List for Homeland Security. 

(e) EXCLUSION.—Nothing in this section 
shall in any way limit the ability of any per-
son to seek any form of recovery from any 
person, government, or other entity that—

(1) attempts to commit, knowingly partici-
pates in, aids and abets, or commits any act 
of terrorism, or any criminal act related to 
or resulting from such act of terrorism; or 

(2) participates in a conspiracy to commit 
any such act of terrorism or any such crimi-
nal act. 
SEC. 864. RISK MANAGEMENT. 

(a) IN GENERAL.—
(1) LIABILITY INSURANCE REQUIRED.—Any 

person or entity that sells or otherwise pro-
vides a qualified anti-terrorism technology 
to Federal and non-Federal government cus-
tomers (‘‘Seller’’) shall obtain liability in-
surance of such types and in such amounts as 
shall be required in accordance with this sec-
tion and certified by the Secretary to satisfy 
otherwise compensable third-party claims 
arising out of, relating to, or resulting from 
an act of terrorism when qualified anti-ter-
rorism technologies have been deployed in 
defense against or response or recovery from 
such act. 

(2) MAXIMUM AMOUNT.—For the total 
claims related to 1 such act of terrorism, the 
Seller is not required to obtain liability in-
surance of more than the maximum amount 
of liability insurance reasonably available 
from private sources on the world market at 
prices and terms that will not unreasonably 
distort the sales price of Seller’s anti-ter-
rorism technologies. 

(3) SCOPE OF COVERAGE.—Liability insur-
ance obtained pursuant to this subsection 
shall, in addition to the Seller, protect the 
following, to the extent of their potential li-
ability for involvement in the manufacture, 
qualification, sale, use, or operation of quali-
fied anti-terrorism technologies deployed in 
defense against or response or recovery from 
an act of terrorism: 

(A) contractors, subcontractors, suppliers, 
vendors and customers of the Seller. 

(B) contractors, subcontractors, suppliers, 
and vendors of the customer. 

(4) THIRD PARTY CLAIMS.—Such liability in-
surance under this section shall provide cov-

erage against third party claims arising out 
of, relating to, or resulting from the sale or 
use of anti-terrorism technologies. 

(b) RECIPROCAL WAIVER OF CLAIMS.—The 
Seller shall enter into a reciprocal waiver of 
claims with its contractors, subcontractors, 
suppliers, vendors and customers, and con-
tractors and subcontractors of the cus-
tomers, involved in the manufacture, sale, 
use or operation of qualified anti-terrorism 
technologies, under which each party to the 
waiver agrees to be responsible for losses, in-
cluding business interruption losses, that it 
sustains, or for losses sustained by its own 
employees resulting from an activity result-
ing from an act of terrorism when qualified 
anti-terrorism technologies have been de-
ployed in defense against or response or re-
covery from such act. 

(c) EXTENT OF LIABILITY.—Notwithstanding 
any other provision of law, liability for all 
claims against a Seller arising out of, relat-
ing to, or resulting from an act of terrorism 
when qualified anti-terrorism technologies 
have been deployed in defense against or re-
sponse or recovery from such act and such 
claims result or may result in loss to the 
Seller, whether for compensatory or punitive 
damages or for contribution or indemnity, 
shall not be in an amount greater than the 
limits of liability insurance coverage re-
quired to be maintained by the Seller under 
this section. 
SEC. 865. DEFINITIONS. 

For purposes of this subtitle, the following 
definitions apply: 

(1) QUALIFIED ANTI-TERRORISM TECH-
NOLOGY.—For purposes of this subtitle, the 
term ‘‘qualified anti-terrorism technology’’ 
means any product, equipment, service 
(including support services), device, or tech-
nology (including information technology) 
designed, developed, modified, or procured 
for the specific purpose of preventing, de-
tecting, identifying, or deterring acts of ter-
rorism or limiting the harm such acts might 
otherwise cause, that is designated as such 
by the Secretary. 

(2) ACT OF TERRORISM.—(A) The term ‘‘act 
of terrorism’’ means any act that the Sec-
retary determines meets the requirements 
under subparagraph (B), as such require-
ments are further defined and specified by 
the Secretary. 

(B) REQUIREMENTS.—An act meets the re-
quirements of this subparagraph if the act—

(i) is unlawful; 
(ii) causes harm to a person, property, or 

entity, in the United States, or in the case of 
a domestic United States air carrier or a 
United States-flag vessel (or a vessel based 
principally in the United States on which 
United States income tax is paid and whose 
insurance coverage is subject to regulation 
in the United States), in or outside the 
United States; and 

(iii) uses or attempts to use instrumental-
ities, weapons or other methods designed or 
intended to cause mass destruction, injury 
or other loss to citizens or institutions of the 
United States. 

(3) INSURANCE CARRIER.—The term 
‘‘insurance carrier’’ means any corporation, 
association, society, order, firm, company, 
mutual, partnership, individual aggregation 
of individuals, or any other legal entity that 
provides commercial property and casualty 
insurance. Such term includes any affiliates 
of a commercial insurance carrier. 

(4) LIABILITY INSURANCE.—
(A) IN GENERAL.—The term ‘‘liability insur-

ance’’ means insurance for legal liabilities 
incurred by the insured resulting from—

(i) loss of or damage to property of others; 
(ii) ensuing loss of income or extra expense 

incurred because of loss of or damage to 
property of others; 

(iii) bodily injury (including) to persons 
other than the insured or its employees; or 

(iv) loss resulting from debt or default of 
another. 

(5) LOSS.—The term ‘‘loss’’ means death, 
bodily injury, or loss of or damage to prop-
erty, including business interruption loss. 

(6) NON-FEDERAL GOVERNMENT CUS-
TOMERS.—The term ‘‘non-Federal Govern-
ment customers’’ means any customer of a 
Seller that is not an agency or instrumen-
tality of the United States Government with 
authority under Public Law 85-804 to provide 
for indemnification under certain cir-
cumstances for third-party claims against 
its contractors, including but not limited to 
State and local authorities and commercial 
entities. 

Subtitle H—Miscellaneous Provisions
SEC. 871. ADVISORY COMMITTEES. 

(a) IN GENERAL.—The Secretary may estab-
lish, appoint members of, and use the serv-
ices of, advisory committees, as the Sec-
retary may deem necessary. An advisory 
committee established under this section 
may be exempted by the Secretary from Pub-
lic Law 92–463, but the Secretary shall pub-
lish notice in the Federal Register announc-
ing the establishment of such a committee 
and identifying its purpose and membership. 
Notwithstanding the preceding sentence, 
members of an advisory committee that is 
exempted by the Secretary under the pre-
ceding sentence who are special Government 
employees (as that term is defined in section 
202 of title 18, United States Code) shall be 
eligible for certifications under subsection 
(b)(3) of section 208 of title 18, United States 
Code, for official actions taken as a member 
of such advisory committee. 

(b) TERMINATION.—Any advisory committee 
established by the Secretary shall terminate 
2 years after the date of its establishment, 
unless the Secretary makes a written deter-
mination to extend the advisory committee 
to a specified date, which shall not be more 
than 2 years after the date on which such de-
termination is made. The Secretary may 
make any number of subsequent extensions 
consistent with this subsection.
SEC. 872. REORGANIZATION. 

(a) REORGANIZATION.—The Secretary may 
allocate or reallocate functions among the 
officers of the Department, and may estab-
lish, consolidate, alter, or discontinue orga-
nizational units within the Department, but 
only—

(1) pursuant to section 1502(b); or 
(2) after the expiration of 60 days after pro-

viding notice of such action to the appro-
priate congressional committees, which shall 
include an explanation of the rationale for 
the action. 

(b) LIMITATIONS.—
(1) IN GENERAL.—Authority under sub-

section (a)(1) does not extend to the aboli-
tion of any agency, entity, organizational 
unit, program, or function established or re-
quired to be maintained by this Act. 

(2) ABOLITIONS.—Authority under sub-
section (a)(2) does not extend to the aboli-
tion of any agency, entity, organizational 
unit, program, or function established or re-
quired to be maintained by statute. 
SEC. 873. USE OF APPROPRIATED FUNDS. 

(a) DISPOSAL OF PROPERTY.—
(1) STRICT COMPLIANCE.—If specifically au-

thorized to dispose of real property in this or 
any other Act, the Secretary shall exercise 
this authority in strict compliance with sec-
tion 204 of the Federal Property and Admin-
istrative Services Act of 1949 (40 U.S.C. 485). 

(2) DEPOSIT OF PROCEEDS.—The Secretary 
shall deposit the proceeds of any exercise of 
property disposal authority into the mis-
cellaneous receipts of the Treasury in ac-
cordance with section 3302(b) of title 31, 
United States Code. 



CONGRESSIONAL RECORD — HOUSEH8626 November 13, 2002
(b) GIFTS.—Gifts or donations of services or 

property of or for the Department may not 
be accepted, used, or disposed of unless spe-
cifically permitted in advance in an appro-
priations Act and only under the conditions 
and for the purposes specified in such appro-
priations Act. 

(c) BUDGET REQUEST.—Under section 1105 of 
title 31, United States Code, the President 
shall submit to Congress a detailed budget 
request for the Department for fiscal year 
2004, and for each subsequent fiscal year. 
SEC. 874. FUTURE YEAR HOMELAND SECURITY 

PROGRAM. 
(a) IN GENERAL.—Each budget request sub-

mitted to Congress for the Department under 
section 1105 of title 31, United States Code, 
shall, at or about the same time, be accom-
panied by a Future Years Homeland Security 
Program. 

(b) CONTENTS.—The Future Years Home-
land Security Program under subsection (a) 
shall be structured, and include the same 
type of information and level of detail, as 
the Future Years Defense Program sub-
mitted to Congress by the Department of De-
fense under section 221 of title 10, United 
States Code. 

(c) EFFECTIVE DATE.—This section shall 
take effect with respect to the preparation 
and submission of the fiscal year 2005 budget 
request for the Department and for any sub-
sequent fiscal year, except that the first Fu-
ture Years Homeland Security Program shall 
be submitted not later than 90 days after the 
Department’s fiscal year 2005 budget request 
is submitted to Congress. 
SEC. 875. MISCELLANEOUS AUTHORITIES. 

(a) SEAL.—The Department shall have a 
seal, whose design is subject to the approval 
of the President. 

(b) PARTICIPATION OF MEMBERS OF THE 
ARMED FORCES.—With respect to the Depart-
ment, the Secretary shall have the same au-
thorities that the Secretary of Transpor-
tation has with respect to the Department of 
Transportation under section 324 of title 49, 
United States Code. 

(c) REDELEGATION OF FUNCTIONS.—Unless 
otherwise provided in the delegation or by 
law, any function delegated under this Act 
may be redelegated to any subordinate.
SEC. 876. MILITARY ACTIVITIES. 

Nothing in this Act shall confer upon the 
Secretary any authority to engage in 
warfighting, the military defense of the 
United States, or other military activities, 
nor shall anything in this Act limit the ex-
isting authority of the Department of De-
fense or the Armed Forces to engage in 
warfighting, the military defense of the 
United States, or other military activities. 
SEC. 877. REGULATORY AUTHORITY AND PRE-

EMPTION. 
(a) REGULATORY AUTHORITY.—Except as 

otherwise provided in sections 306(c), 862(c), 
and 1806(b), this Act vests no new regulatory 
authority in the Secretary or any other Fed-
eral official, and transfers to the Secretary 
or another Federal official only such regu-
latory authority as exists on the date of en-
actment of this Act within any agency, pro-
gram, or function transferred to the Depart-
ment pursuant to this Act, or that on such 
date of enactment is exercised by another of-
ficial of the executive branch with respect to 
such agency, program, or function. Any such 
transferred authority may not be exercised 
by an official from whom it is transferred 
upon transfer of such agency, program, or 
function to the Secretary or another Federal 
official pursuant to this Act. This Act may 
not be construed as altering or diminishing 
the regulatory authority of any other execu-
tive agency, except to the extent that this 
Act transfers such authority from the agen-
cy. 

(b) PREEMPTION OF STATE OR LOCAL LAW.—
Except as otherwise provided in this Act, 
this Act preempts no State or local law, ex-
cept that any authority to preempt State or 
local law vested in any Federal agency or of-
ficial transferred to the Department pursu-
ant to this Act shall be transferred to the 
Department effective on the date of the 
transfer to the Department of that Federal 
agency or official. 
SEC. 878. COUNTERNARCOTICS OFFICER. 

The Secretary shall appoint a senior offi-
cial in the Department to assume primary 
responsibility for coordinating policy and 
operations within the Department and be-
tween the Department and other Federal de-
partments and agencies with respect to 
interdicting the entry of illegal drugs into 
the United States, and tracking and severing 
connections between illegal drug trafficking 
and terrorism. Such official shall—

(1) ensure the adequacy of resources within 
the Department for illicit drug interdiction; 
and 

(2) serve as the United States Interdiction 
Coordinator for the Director of National 
Drug Control Policy.
SEC. 879. OFFICE OF INTERNATIONAL AFFAIRS. 

(a) ESTABLISHMENT.—There is established 
within the Office of the Secretary an Office 
of International Affairs. The Office shall be 
headed by a Director, who shall be a senior 
official appointed by the Secretary. 

(b) DUTIES OF THE DIRECTOR.—The Director 
shall have the following duties: 

(1) To promote information and education 
exchange with nations friendly to the United 
States in order to promote sharing of best 
practices and technologies relating to home-
land security. Such exchange shall include 
the following: 

(A) Exchange of information on research 
and development on homeland security tech-
nologies. 

(B) Joint training exercises of first re-
sponders. 

(C) Exchange of expertise on terrorism pre-
vention, response, and crisis management. 

(2) To identify areas for homeland security 
information and training exchange where the 
United States has a demonstrated weakness 
and another friendly nation or nations have 
a demonstrated expertise. 

(3) To plan and undertake international 
conferences, exchange programs, and train-
ing activities. 

(4) To manage international activities 
within the Department in coordination with 
other Federal officials with responsibility 
for counter-terrorism matters. 
SEC. 880. PROHIBITION OF THE TERRORISM IN-

FORMATION AND PREVENTION SYS-
TEM. 

Any and all activities of the Federal Gov-
ernment to implement the proposed compo-
nent program of the Citizen Corps known as 
Operation TIPS (Terrorism Information and 
Prevention System) are hereby prohibited.
SEC. 881. REVIEW OF PAY AND BENEFIT PLANS. 

Notwithstanding any other provision of 
this Act, the Secretary shall, in consultation 
with the Director of the Office of Personnel 
Management, review the pay and benefit 
plans of each agency whose functions are 
transferred under this Act to the Depart-
ment and, within 90 days after the date of 
enactment, submit a plan to the President of 
the Senate and the Speaker of the House of 
Representatives and the appropriate com-
mittees and subcommittees of Congress, for 
ensuring, to the maximum extent prac-
ticable, the elimination of disparities in pay 
and benefits throughout the Department, es-
pecially among law enforcement personnel, 
that are inconsistent with merit system 
principles set forth in section 2301 of title 5, 
United States Code. 

SEC. 882. OFFICE FOR NATIONAL CAPITAL RE-
GION COORDINATION. 

(a) ESTABLISHMENT.—
(1) IN GENERAL.—There is established with-

in the Office of the Secretary the Office of 
National Capital Region Coordination, to 
oversee and coordinate Federal programs for 
and relationships with State, local, and re-
gional authorities in the National Capital 
Region, as defined under section 2674(f)(2) of 
title 10, United States Code. 

(2) DIRECTOR.—The Office established under 
paragraph (1) shall be headed by a Director, 
who shall be appointed by the Secretary. 

(3) COOPERATION.—The Secretary shall co-
operate with the Mayor of the District of Co-
lumbia, the Governors of Maryland and Vir-
ginia, and other State, local, and regional of-
ficers in the National Capital Region to inte-
grate the District of Columbia, Maryland, 
and Virginia into the planning, coordination, 
and execution of the activities of the Federal 
Government for the enhancement of domes-
tic preparedness against the consequences of 
terrorist attacks. 

(b) RESPONSIBILITIES.—The Office estab-
lished under subsection (a)(1) shall—

(1) coordinate the activities of the Depart-
ment relating to the National Capital Re-
gion, including cooperation with the Office 
for State and Local Government Coordina-
tion; 

(2) assess, and advocate for, the resources 
needed by State, local, and regional authori-
ties in the National Capital Region to imple-
ment efforts to secure the homeland; 

(3) provide State, local, and regional au-
thorities in the National Capital Region with 
regular information, research, and technical 
support to assist the efforts of State, local, 
and regional authorities in the National Cap-
ital Region in securing the homeland; 

(4) develop a process for receiving mean-
ingful input from State, local, and regional 
authorities and the private sector in the Na-
tional Capital Region to assist in the devel-
opment of the homeland security plans and 
activities of the Federal Government; 

(5) coordinate with Federal agencies in the 
National Capital Region on terrorism pre-
paredness, to ensure adequate planning, in-
formation sharing, training, and execution of 
the Federal role in domestic preparedness 
activities; 

(6) coordinate with Federal, State, local, 
and regional agencies, and the private sector 
in the National Capital Region on terrorism 
preparedness to ensure adequate planning, 
information sharing, training, and execution 
of domestic preparedness activities among 
these agencies and entities; and 

(7) serve as a liaison between the Federal 
Government and State, local, and regional 
authorities, and private sector entities in 
the National Capital Region to facilitate ac-
cess to Federal grants and other programs. 

(c) ANNUAL REPORT.—The Office estab-
lished under subsection (a) shall submit an 
annual report to Congress that includes—

(1) the identification of the resources re-
quired to fully implement homeland security 
efforts in the National Capital Region; 

(2) an assessment of the progress made by 
the National Capital Region in imple-
menting homeland security efforts; and 

(3) recommendations to Congress regarding 
the additional resources needed to fully im-
plement homeland security efforts in the Na-
tional Capital Region. 

(d) LIMITATION.—Nothing contained in this 
section shall be construed as limiting the 
power of State and local governments.
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SEC. 883. REQUIREMENT TO COMPLY WITH LAWS 

PROTECTING EQUAL EMPLOYMENT 
OPPORTUNITY AND PROVIDING 
WHISTLEBLOWER PROTECTIONS. 

Nothing in this Act shall be construed as 
exempting the Department from require-
ments applicable with respect to executive 
agencies—

(1) to provide equal employment protection 
for employees of the Department (including 
pursuant to the provisions in section 
2302(b)(1) of title 5, United States Code, and 
the Notification and Federal Employee Anti-
discrimination and Retaliation Act of 2002 
(Pub. L. 107–174)); or 

(2) to provide whistleblower protections for 
employees of the Department (including pur-
suant to the provisions in section 2302(b)(8) 
and (9) of such title and the Notification and 
Federal Employee Antidiscrimination and 
Retaliation Act of 2002). 
SEC. 884. FEDERAL LAW ENFORCEMENT TRAIN-

ING CENTER. 
(a) IN GENERAL.—The transfer of an au-

thority or an agency under this Act to the 
Department of Homeland Security does not 
affect training agreements already entered 
into with the Federal Law Enforcement 
Training Center with respect to the training 
of personnel to carry out that authority or 
the duties of that transferred agency. 

(b) CONTINUITY OF OPERATIONS.—All activi-
ties of the Federal Law Enforcement Train-
ing Center transferred to the Department of 
Homeland Security under this Act shall con-
tinue to be carried out at the locations such 
activities were carried out before such trans-
fer. 
SEC. 885. JOINT INTERAGENCY TASK FORCE. 

(a) ESTABLISHMENT.—The Secretary may 
establish and operate a permanent Joint 
Interagency Homeland Security Task Force 
composed of representatives from military 
and civilian agencies of the United States 
Government for the purposes of anticipating 
terrorist threats against the United States 
and taking appropriate actions to prevent 
harm to the United States. 

(b) STRUCTURE.—It is the sense of Congress 
that the Secretary should model the Joint 
Interagency Homeland Security Task Force 
on the approach taken by the Joint Inter-
agency Task Forces for drug interdiction at 
Key West, Florida and Alameda, California, 
to the maximum extent feasible and appro-
priate. 
SEC. 886. SENSE OF CONGRESS REAFFIRMING 

THE CONTINUED IMPORTANCE AND 
APPLICABILITY OF THE POSSE COM-
ITATUS ACT. 

(a) FINDINGS.—Congress finds the fol-
lowing: 

(1) Section 1385 of title 18, United States 
Code (commonly known as the ‘‘Posse Com-
itatus Act’’), prohibits the use of the Armed 
Forces as a posse comitatus to execute the 
laws except in cases and under cir-
cumstances expressly authorized by the Con-
stitution or Act of Congress. 

(2) Enacted in 1878, the Posse Comitatus 
Act was expressly intended to prevent 
United States Marshals, on their own initia-
tive, from calling on the Army for assistance 
in enforcing Federal law. 

(3) The Posse Comitatus Act has served the 
Nation well in limiting the use of the Armed 
Forces to enforce the law. 

(4) Nevertheless, by its express terms, the 
Posse Comitatus Act is not a complete bar-
rier to the use of the Armed Forces for a 
range of domestic purposes, including law 
enforcement functions, when the use of the 
Armed Forces is authorized by Act of Con-
gress or the President determines that the 
use of the Armed Forces is required to fulfill 
the President’s obligations under the Con-
stitution to respond promptly in time of war, 
insurrection, or other serious emergency. 

(5) Existing laws, including chapter 15 of 
title 10, United States Code (commonly 
known as the ‘‘Insurrection Act’’), and the 
Robert T. Stafford Disaster Relief and Emer-
gency Assistance Act (42 U.S.C. 5121 et seq.), 
grant the President broad powers that may 
be invoked in the event of domestic emer-
gencies, including an attack against the Na-
tion using weapons of mass destruction, and 
these laws specifically authorize the Presi-
dent to use the Armed Forces to help restore 
public order. 

(b) SENSE OF CONGRESS.—Congress reaf-
firms the continued importance of section 
1385 of title 18, United States Code, and it is 
the sense of Congress that nothing in this 
Act should be construed to alter the applica-
bility of such section to any use of the 
Armed Forces as a posse comitatus to exe-
cute the laws. 
SEC. 887. COORDINATION WITH THE DEPART-

MENT OF HEALTH AND HUMAN 
SERVICES UNDER THE PUBLIC 
HEALTH SERVICE ACT. 

(a) IN GENERAL.—The annual Federal re-
sponse plan developed by the Department 
shall be consistent with section 319 of the 
Public Health Service Act (42 U.S.C. 247d). 

(b) DISCLOSURES AMONG RELEVANT AGEN-
CIES.—

(1) IN GENERAL.—Full disclosure among rel-
evant agencies shall be made in accordance 
with this subsection. 

(2) PUBLIC HEALTH EMERGENCY.—During the 
period in which the Secretary of Health and 
Human Services has declared the existence 
of a public health emergency under section 
319(a) of the Public Health Service Act (42 
U.S.C. 247d(a)), the Secretary of Health and 
Human Services shall keep relevant agen-
cies, including the Department of Homeland 
Security, the Department of Justice, and the 
Federal Bureau of Investigation, fully and 
currently informed. 

(3) POTENTIAL PUBLIC HEALTH EMERGENCY.—
In cases involving, or potentially involving, 
a public health emergency, but in which no 
determination of an emergency by the Sec-
retary of Health and Human Services under 
section 319(a) of the Public Health Service 
Act (42 U.S.C. 247d(a)), has been made, all 
relevant agencies, including the Department 
of Homeland Security, the Department of 
Justice, and the Federal Bureau of Investiga-
tion, shall keep the Secretary of Health and 
Human Services and the Director of the Cen-
ters for Disease Control and Prevention fully 
and currently informed. 
SEC. 888. PRESERVING COAST GUARD MISSION 

PERFORMANCE. 
(a) DEFINITIONS.—In this section: 
(1) NON-HOMELAND SECURITY MISSIONS.—The 

term ‘‘non-homeland security missions’’ 
means the following missions of the Coast 
Guard: 

(A) Marine safety. 
(B) Search and rescue. 
(C) Aids to navigation. 
(D) Living marine resources (fisheries law 

enforcement). 
(E) Marine environmental protection. 
(F) Ice operations. 
(2) HOMELAND SECURITY MISSIONS.—The 

term ‘‘homeland security missions’’ means 
the following missions of the Coast Guard: 

(A) Ports, waterways and coastal security. 
(B) Drug interdiction. 
(C) Migrant interdiction. 
(D) Defense readiness. 
(E) Other law enforcement. 
(b) TRANSFER.—There are transferred to 

the Department the authorities, functions, 
personnel, and assets of the Coast Guard, 
which shall be maintained as a distinct enti-
ty within the Department, including the au-
thorities and functions of the Secretary of 
Transportation relating thereto. 

(c) MAINTENANCE OF STATUS OF FUNCTIONS 
AND ASSETS.—Notwithstanding any other 

provision of this Act, the authorities, func-
tions, and capabilities of the Coast Guard to 
perform its missions shall be maintained in-
tact and without significant reduction after 
the transfer of the Coast Guard to the De-
partment, except as specified in subsequent 
Acts. 

(d) CERTAIN TRANSFERS PROHIBITED.—No 
mission, function, or asset (including for 
purposes of this subsection any ship, air-
craft, or helicopter) of the Coast Guard may 
be diverted to the principal and continuing 
use of any other organization, unit, or entity 
of the Department, except for details or as-
signments that do not reduce the Coast 
Guard’s capability to perform its missions. 

(e) CHANGES TO MISSIONS.—
(1) PROHIBITION.—The Secretary may not 

substantially or significantly reduce the 
missions of the Coast Guard or the Coast 
Guard’s capability to perform those mis-
sions, except as specified in subsequent Acts. 

(2) WAIVER.—The Secretary may waive the 
restrictions under paragraph (1) for a period 
of not to exceed 90 days upon a declaration 
and certification by the Secretary to Con-
gress that a clear, compelling, and imme-
diate need exists for such a waiver. A certifi-
cation under this paragraph shall include a 
detailed justification for the declaration and 
certification, including the reasons and spe-
cific information that demonstrate that the 
Nation and the Coast Guard cannot respond 
effectively if the restrictions under para-
graph (1) are not waived. 

(f) ANNUAL REVIEW.—
(1) IN GENERAL.—The Inspector General of 

the Department shall conduct an annual re-
view that shall assess thoroughly the per-
formance by the Coast Guard of all missions 
of the Coast Guard (including non-homeland 
security missions and homeland security 
missions) with a particular emphasis on ex-
amining the non-homeland security mis-
sions. 

(2) REPORT.—The report under this para-
graph shall be submitted to—

(A) the Committee on Governmental Af-
fairs of the Senate; 

(B) the Committee on Government Reform 
of the House of Representatives; 

(C) the Committees on Appropriations of 
the Senate and the House of Representatives; 

(D) the Committee on Commerce, Science, 
and Transportation of the Senate; and 

(E) the Committee on Transportation and 
Infrastructure of the House of Representa-
tives. 

(g) DIRECT REPORTING TO SECRETARY.—
Upon the transfer of the Coast Guard to the 
Department, the Commandant shall report 
directly to the Secretary without being re-
quired to report through any other official of 
the Department. 

(h) OPERATION AS A SERVICE IN THE NAVY.—
None of the conditions and restrictions in 
this section shall apply when the Coast 
Guard operates as a service in the Navy 
under section 3 of title 14, United States 
Code. 

(i) REPORT ON ACCELERATING THE INTE-
GRATED DEEPWATER SYSTEM.—Not later than 
90 days after the date of enactment of this 
Act, the Secretary, in consultation with the 
Commandant of the Coast Guard, shall sub-
mit a report to the Committee on Com-
merce, Science, and Transportation of the 
Senate, the Committee on Transportation 
and Infrastructure of the House of Rep-
resentatives, and the Committees on Appro-
priations of the Senate and the House of 
Representatives that—

(1) analyzes the feasibility of accelerating 
the rate of procurement in the Coast Guard’s 
Integrated Deepwater System from 20 years 
to 10 years; 

(2) includes an estimate of additional re-
sources required; 
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(3) describes the resulting increased capa-

bilities; 
(4) outlines any increases in the Coast 

Guard’s homeland security readiness; 
(5) describes any increases in operational 

efficiencies; and 
(6) provides a revised asset phase-in time 

line. 
SEC. 889. HOMELAND SECURITY FUNDING ANAL-

YSIS IN PRESIDENT’S BUDGET. 
(a) IN GENERAL.—Section 1105(a) of title 31, 

United States Code, is amended by adding at 
the end the following: 

‘‘(33)(A)(i) a detailed, separate analysis, by 
budget function, by agency, and by initiative 
area (as determined by the administration) 
for the prior fiscal year, the current fiscal 
year, the fiscal years for which the budget is 
submitted, and the ensuing fiscal year iden-
tifying the amounts of gross and net appro-
priations or obligational authority and out-
lays that contribute to homeland security, 
with separate displays for mandatory and 
discretionary amounts, including—

‘‘(I) summaries of the total amount of such 
appropriations or new obligational authority 
and outlays requested for homeland security; 

‘‘(II) an estimate of the current service lev-
els of homeland security spending; 

‘‘(III) the most recent risk assessment and 
summary of homeland security needs in each 
initiative area (as determined by the admin-
istration); and 

‘‘(IV) an estimate of user fees collected by 
the Federal Government on behalf of home-
land security activities; 

‘‘(ii) with respect to subclauses (I) through 
(IV) of clause (i), amounts shall be provided 
by account for each program, project and ac-
tivity; and 

‘‘(iii) an estimate of expenditures for 
homeland security activities by State and 
local governments and the private sector for 
the prior fiscal year and the current fiscal 
year. 

‘‘(B) In this paragraph, consistent with the 
Office of Management and Budget’s June 2002 
‘Annual Report to Congress on Combatting 
Terrorism’, the term ‘homeland security’ re-
fers to those activities that detect, deter, 
protect against, and respond to terrorist at-
tacks occurring within the United States 
and its territories. 

‘‘(C) In implementing this paragraph, in-
cluding determining what Federal activities 
or accounts constitute homeland security for 
purposes of budgetary classification, the Of-
fice of Management and Budget is directed 
to consult periodically, but at least annu-
ally, with the House and Senate Budget 
Committees, the House and Senate Appro-
priations Committees, and the Congressional 
Budget Office.’’. 

(b) REPEAL OF DUPLICATIVE REPORTS.—The 
following sections are repealed: 

(1) Section 1051 of Public Law 105–85. 
(2) Section 1403 of Public Law 105–261. 
(c) EFFECTIVE DATE.—This section and the 

amendment made by this section shall apply 
beginning with respect to the fiscal year 2005 
budget submission. 
SEC. 890. AIR TRANSPORTATION SAFETY AND 

SYSTEM STABILIZATION ACT. 
The Air Transportation Safety and System 

Stabilization Act (49 U.S.C. 40101 note) is 
amended—

(1) in section 408 by striking the last sen-
tence of subsection (c); and 

(2) in section 402 by striking paragraph (1) 
and inserting the following: 

‘‘(1) AIR CARRIER.—The term ‘air carrier’ 
means a citizen of the United States under-
taking by any means, directly or indirectly, 
to provide air transportation and includes 
employees and agents (including persons en-
gaged in the business of providing air trans-
portation security and their affiliates) of 

such citizen. For purposes of the preceding 
sentence, the term ‘agent’, as applied to per-
sons engaged in the business of providing air 
transportation security, shall only include 
persons that have contracted directly with 
the Federal Aviation Administration on or 
after and commenced services no later than 
February 17, 2002, to provide such security, 
and had not been or are not debarred for any 
period within 6 months from that date.’’. 

Subtitle I—Information Sharing 
SEC. 891. SHORT TITLE; FINDINGS; AND SENSE OF 

CONGRESS. 
(a) SHORT TITLE.—This subtitle may be 

cited as the ‘‘Homeland Security Informa-
tion Sharing Act’’. 

(b) FINDINGS.—Congress finds the fol-
lowing: 

(1) The Federal Government is required by 
the Constitution to provide for the common 
defense, which includes terrorist attack. 

(2) The Federal Government relies on State 
and local personnel to protect against ter-
rorist attack. 

(3) The Federal Government collects, cre-
ates, manages, and protects classified and 
sensitive but unclassified information to en-
hance homeland security. 

(4) Some homeland security information is 
needed by the State and local personnel to 
prevent and prepare for terrorist attack. 

(5) The needs of State and local personnel 
to have access to relevant homeland security 
information to combat terrorism must be 
reconciled with the need to preserve the pro-
tected status of such information and to pro-
tect the sources and methods used to acquire 
such information. 

(6) Granting security clearances to certain 
State and local personnel is one way to fa-
cilitate the sharing of information regarding 
specific terrorist threats among Federal, 
State, and local levels of government. 

(7) Methods exist to declassify, redact, or 
otherwise adapt classified information so it 
may be shared with State and local per-
sonnel without the need for granting addi-
tional security clearances. 

(8) State and local personnel have capabili-
ties and opportunities to gather information 
on suspicious activities and terrorist threats 
not possessed by Federal agencies. 

(9) The Federal Government and State and 
local governments and agencies in other ju-
risdictions may benefit from such informa-
tion. 

(10) Federal, State, and local governments 
and intelligence, law enforcement, and other 
emergency preparation and response agen-
cies must act in partnership to maximize the 
benefits of information gathering and anal-
ysis to prevent and respond to terrorist at-
tacks. 

(11) Information systems, including the Na-
tional Law Enforcement Telecommuni-
cations System and the Terrorist Threat 
Warning System, have been established for 
rapid sharing of classified and sensitive but 
unclassified information among Federal, 
State, and local entities. 

(12) Increased efforts to share homeland se-
curity information should avoid duplicating 
existing information systems. 

(c) SENSE OF CONGRESS.—It is the sense of 
Congress that Federal, State, and local enti-
ties should share homeland security informa-
tion to the maximum extent practicable, 
with special emphasis on hard-to-reach 
urban and rural communities. 
SEC. 892. FACILITATING HOMELAND SECURITY 

INFORMATION SHARING PROCE-
DURES. 

(a) PROCEDURES FOR DETERMINING EXTENT 
OF SHARING OF HOMELAND SECURITY INFORMA-
TION.—

(1) The President shall prescribe and im-
plement procedures under which relevant 
Federal agencies—

(A) share relevant and appropriate home-
land security information with other Federal 
agencies, including the Department, and ap-
propriate State and local personnel; 

(B) identify and safeguard homeland secu-
rity information that is sensitive but unclas-
sified; and 

(C) to the extent such information is in 
classified form, determine whether, how, and 
to what extent to remove classified informa-
tion, as appropriate, and with which such 
personnel it may be shared after such infor-
mation is removed. 

(2) The President shall ensure that such 
procedures apply to all agencies of the Fed-
eral Government. 

(3) Such procedures shall not change the 
substantive requirements for the classifica-
tion and safeguarding of classified informa-
tion. 

(4) Such procedures shall not change the 
requirements and authorities to protect 
sources and methods. 

(b) PROCEDURES FOR SHARING OF HOMELAND 
SECURITY INFORMATION.—

(1) Under procedures prescribed by the 
President, all appropriate agencies, includ-
ing the intelligence community, shall, 
through information sharing systems, share 
homeland security information with Federal 
agencies and appropriate State and local per-
sonnel to the extent such information may 
be shared, as determined in accordance with 
subsection (a), together with assessments of 
the credibility of such information. 

(2) Each information sharing system 
through which information is shared under 
paragraph (1) shall—

(A) have the capability to transmit unclas-
sified or classified information, though the 
procedures and recipients for each capability 
may differ; 

(B) have the capability to restrict delivery 
of information to specified subgroups by geo-
graphic location, type of organization, posi-
tion of a recipient within an organization, or 
a recipient’s need to know such information; 

(C) be configured to allow the efficient and 
effective sharing of information; and 

(D) be accessible to appropriate State and 
local personnel. 

(3) The procedures prescribed under para-
graph (1) shall establish conditions on the 
use of information shared under paragraph 
(1)—

(A) to limit the redissemination of such in-
formation to ensure that such information is 
not used for an unauthorized purpose; 

(B) to ensure the security and confiden-
tiality of such information; 

(C) to protect the constitutional and statu-
tory rights of any individuals who are sub-
jects of such information; and 

(D) to provide data integrity through the 
timely removal and destruction of obsolete 
or erroneous names and information. 

(4) The procedures prescribed under para-
graph (1) shall ensure, to the greatest extent 
practicable, that the information sharing 
system through which information is shared 
under such paragraph include existing infor-
mation sharing systems, including, but not 
limited to, the National Law Enforcement 
Telecommunications System, the Regional 
Information Sharing System, and the Ter-
rorist Threat Warning System of the Federal 
Bureau of Investigation. 

(5) Each appropriate Federal agency, as de-
termined by the President, shall have access 
to each information sharing system through 
which information is shared under paragraph 
(1), and shall therefore have access to all in-
formation, as appropriate, shared under such 
paragraph. 

(6) The procedures prescribed under para-
graph (1) shall ensure that appropriate State 
and local personnel are authorized to use 
such information sharing systems—
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(A) to access information shared with such 

personnel; and 
(B) to share, with others who have access 

to such information sharing systems, the 
homeland security information of their own 
jurisdictions, which shall be marked appro-
priately as pertaining to potential terrorist 
activity. 

(7) Under procedures prescribed jointly by 
the Director of Central Intelligence and the 
Attorney General, each appropriate Federal 
agency, as determined by the President, 
shall review and assess the information 
shared under paragraph (6) and integrate 
such information with existing intelligence. 

(c) SHARING OF CLASSIFIED INFORMATION 
AND SENSITIVE BUT UNCLASSIFIED INFORMA-
TION WITH STATE AND LOCAL PERSONNEL.—

(1) The President shall prescribe proce-
dures under which Federal agencies may, to 
the extent the President considers necessary, 
share with appropriate State and local per-
sonnel homeland security information that 
remains classified or otherwise protected 
after the determinations prescribed under 
the procedures set forth in subsection (a). 

(2) It is the sense of Congress that such 
procedures may include 1 or more of the fol-
lowing means: 

(A) Carrying out security clearance inves-
tigations with respect to appropriate State 
and local personnel. 

(B) With respect to information that is 
sensitive but unclassified, entering into non-
disclosure agreements with appropriate 
State and local personnel. 

(C) Increased use of information-sharing 
partnerships that include appropriate State 
and local personnel, such as the Joint Ter-
rorism Task Forces of the Federal Bureau of 
Investigation, the Anti-Terrorism Task 
Forces of the Department of Justice, and re-
gional Terrorism Early Warning Groups. 

(d) RESPONSIBLE OFFICIALS.—For each af-
fected Federal agency, the head of such agen-
cy shall designate an official to administer 
this Act with respect to such agency. 

(e) FEDERAL CONTROL OF INFORMATION.—
Under procedures prescribed under this sec-
tion, information obtained by a State or 
local government from a Federal agency 
under this section shall remain under the 
control of the Federal agency, and a State or 
local law authorizing or requiring such a 
government to disclose information shall not 
apply to such information. 

(f) DEFINITIONS.—As used in this section: 
(1) The term ‘‘homeland security informa-

tion’’ means any information possessed by a 
Federal, State, or local agency that—

(A) relates to the threat of terrorist activ-
ity; 

(B) relates to the ability to prevent, inter-
dict, or disrupt terrorist activity; 

(C) would improve the identification or in-
vestigation of a suspected terrorist or ter-
rorist organization; or 

(D) would improve the response to a ter-
rorist act. 

(2) The term ‘‘intelligence community’’ 
has the meaning given such term in section 
3(4) of the National Security Act of 1947 (50 
U.S.C. 401a(4)). 

(3) The term ‘‘State and local personnel’’ 
means any of the following persons involved 
in prevention, preparation, or response for 
terrorist attack: 

(A) State Governors, mayors, and other lo-
cally elected officials. 

(B) State and local law enforcement per-
sonnel and firefighters. 

(C) Public health and medical profes-
sionals. 

(D) Regional, State, and local emergency 
management agency personnel, including 
State adjutant generals. 

(E) Other appropriate emergency response 
agency personnel. 

(F) Employees of private-sector entities 
that affect critical infrastructure, cyber, 
economic, or public health security, as des-
ignated by the Federal government in proce-
dures developed pursuant to this section. 

(4) The term ‘‘State’’ includes the District 
of Columbia and any commonwealth, terri-
tory, or possession of the United States. 

(g) CONSTRUCTION.—Nothing in this Act 
shall be construed as authorizing any depart-
ment, bureau, agency, officer, or employee of 
the Federal Government to request, receive, 
or transmit to any other Government entity 
or personnel, or transmit to any State or 
local entity or personnel otherwise author-
ized by this Act to receive homeland security 
information, any information collected by 
the Federal Government solely for statis-
tical purposes in violation of any other pro-
vision of law relating to the confidentiality 
of such information. 
SEC. 893. REPORT. 

(a) REPORT REQUIRED.—Not later than 12 
months after the date of the enactment of 
this Act, the President shall submit to the 
congressional committees specified in sub-
section (b) a report on the implementation of 
section 892. The report shall include any rec-
ommendations for additional measures or 
appropriation requests, beyond the require-
ments of section 892, to increase the effec-
tiveness of sharing of information between 
and among Federal, State, and local entities. 

(b) SPECIFIED CONGRESSIONAL COMMIT-
TEES.—The congressional committees re-
ferred to in subsection (a) are the following 
committees: 

(1) The Permanent Select Committee on 
Intelligence and the Committee on the Judi-
ciary of the House of Representatives. 

(2) The Select Committee on Intelligence 
and the Committee on the Judiciary of the 
Senate. 
SEC. 894. AUTHORIZATION OF APPROPRIATIONS. 

There are authorized to be appropriated 
such sums as may be necessary to carry out 
section 892. 
SEC. 895. AUTHORITY TO SHARE GRAND JURY IN-

FORMATION. 
Rule 6(e) of the Federal Rules of Criminal 

Procedure is amended—
(1) in paragraph (2), by inserting ‘‘, or of 

guidelines jointly issued by the Attorney 
General and Director of Central Intelligence 
pursuant to Rule 6,’’ after ‘‘Rule 6’’; and 

(2) in paragraph (3)—
(A) in subparagraph (A)(ii), by inserting 

‘‘or of a foreign government’’ after 
‘‘(including personnel of a state or subdivi-
sion of a state’’; 

(B) in subparagraph (C)(i)—
(i) in subclause (I), by inserting before the 

semicolon the following: ‘‘or, upon a request 
by an attorney for the government, when 
sought by a foreign court or prosecutor for 
use in an official criminal investigation’’; 

(ii) in subclause (IV)—
(I) by inserting ‘‘or foreign’’ after ‘‘may 

disclose a violation of State’’; 
(II) by inserting ‘‘or of a foreign govern-

ment’’ after ‘‘to an appropriate official of a 
State or subdivision of a State’’; and 

(III) by striking ‘‘or’’ at the end; 
(iii) by striking the period at the end of 

subclause (V) and inserting ‘‘; or’’; and 
(iv) by adding at the end the following: 
‘‘(VI) when matters involve a threat of ac-

tual or potential attack or other grave hos-
tile acts of a foreign power or an agent of a 
foreign power, domestic or international sab-
otage, domestic or international terrorism, 
or clandestine intelligence gathering activi-
ties by an intelligence service or network of 
a foreign power or by an agent of a foreign 
power, within the United States or else-
where, to any appropriate federal, state, 
local, or foreign government official for the 

purpose of preventing or responding to such 
a threat.’’; and 

(C) in subparagraph (C)(iii)—
(i) by striking ‘‘Federal’’; 
(ii) by inserting ‘‘or clause (i)(VI)’’ after 

‘‘clause (i)(V)’’; and 
(iii) by adding at the end the following: 

‘‘Any state, local, or foreign official who re-
ceives information pursuant to clause (i)(VI) 
shall use that information only consistent 
with such guidelines as the Attorney General 
and Director of Central Intelligence shall 
jointly issue.’’. 
SEC. 896. AUTHORITY TO SHARE ELECTRONIC, 

WIRE, AND ORAL INTERCEPTION IN-
FORMATION. 

Section 2517 of title 18, United States Code, 
is amended by adding at the end the fol-
lowing: 

‘‘(7) Any investigative or law enforcement 
officer, or other Federal official in carrying 
out official duties as such Federal official, 
who by any means authorized by this chap-
ter, has obtained knowledge of the contents 
of any wire, oral, or electronic communica-
tion, or evidence derived therefrom, may dis-
close such contents or derivative evidence to 
a foreign investigative or law enforcement 
officer to the extent that such disclosure is 
appropriate to the proper performance of the 
official duties of the officer making or re-
ceiving the disclosure, and foreign investiga-
tive or law enforcement officers may use or 
disclose such contents or derivative evidence 
to the extent such use or disclosure is appro-
priate to the proper performance of their of-
ficial duties. 

‘‘(8) Any investigative or law enforcement 
officer, or other Federal official in carrying 
out official duties as such Federal official, 
who by any means authorized by this chap-
ter, has obtained knowledge of the contents 
of any wire, oral, or electronic communica-
tion, or evidence derived therefrom, may dis-
close such contents or derivative evidence to 
any appropriate Federal, State, local, or for-
eign government official to the extent that 
such contents or derivative evidence reveals 
a threat of actual or potential attack or 
other grave hostile acts of a foreign power or 
an agent of a foreign power, domestic or 
international sabotage, domestic or inter-
national terrorism, or clandestine intel-
ligence gathering activities by an intel-
ligence service or network of a foreign power 
or by an agent of a foreign power, within the 
United States or elsewhere, for the purpose 
of preventing or responding to such a threat. 
Any official who receives information pursu-
ant to this provision may use that informa-
tion only as necessary in the conduct of that 
person’s official duties subject to any limita-
tions on the unauthorized disclosure of such 
information, and any State, local, or foreign 
official who receives information pursuant 
to this provision may use that information 
only consistent with such guidelines as the 
Attorney General and Director of Central In-
telligence shall jointly issue.’’. 
SEC. 897. FOREIGN INTELLIGENCE INFORMA-

TION. 
(a) DISSEMINATION AUTHORIZED.—Section 

203(d)(1) of the Uniting and Strengthening 
America by Providing Appropriate Tools Re-
quired to Intercept and Obstruct Terrorism 
(USA PATRIOT ACT) Act of 2001 (Public 
Law 107–56; 50 U.S.C. 403–5d) is amended by 
adding at the end the following: ‘‘Consistent 
with the responsibility of the Director of 
Central Intelligence to protect intelligence 
sources and methods, and the responsibility 
of the Attorney General to protect sensitive 
law enforcement information, it shall be 
lawful for information revealing a threat of 
actual or potential attack or other grave 
hostile acts of a foreign power or an agent of 
a foreign power, domestic or international 
sabotage, domestic or international ter-
rorism, or clandestine intelligence gathering 



CONGRESSIONAL RECORD — HOUSEH8630 November 13, 2002
activities by an intelligence service or net-
work of a foreign power or by an agent of a 
foreign power, within the United States or 
elsewhere, obtained as part of a criminal in-
vestigation to be disclosed to any appro-
priate Federal, State, local, or foreign gov-
ernment official for the purpose of pre-
venting or responding to such a threat. Any 
official who receives information pursuant 
to this provision may use that information 
only as necessary in the conduct of that per-
son’s official duties subject to any limita-
tions on the unauthorized disclosure of such 
information, and any State, local, or foreign 
official who receives information pursuant 
to this provision may use that information 
only consistent with such guidelines as the 
Attorney General and Director of Central In-
telligence shall jointly issue.’’. 

(b) CONFORMING AMENDMENTS.—Section 
203(c) of that Act is amended—

(1) by striking ‘‘section 2517(6)’’ and insert-
ing ‘‘paragraphs (6) and (8) of section 2517 of 
title 18, United States Code,’’; and 

(2) by inserting ‘‘and (VI)’’ after ‘‘Rule 
6(e)(3)(C)(i)(V)’’. 
SEC. 898. INFORMATION ACQUIRED FROM AN 

ELECTRONIC SURVEILLANCE. 
Section 106(k)(1) of the Foreign Intel-

ligence Surveillance Act of 1978 (50 U.S.C. 
1806) is amended by inserting after ‘‘law en-
forcement officers’’ the following: ‘‘or law 
enforcement personnel of a State or political 
subdivision of a State (including the chief 
executive officer of that State or political 
subdivision who has the authority to appoint 
or direct the chief law enforcement officer of 
that State or political subdivision)’’. 
SEC. 899. INFORMATION ACQUIRED FROM A 

PHYSICAL SEARCH. 
Section 305(k)(1) of the Foreign Intel-

ligence Surveillance Act of 1978 (50 U.S.C. 
1825) is amended by inserting after ‘‘law en-
forcement officers’’ the following: ‘‘or law 
enforcement personnel of a State or political 
subdivision of a State (including the chief 
executive officer of that State or political 
subdivision who has the authority to appoint 
or direct the chief law enforcement officer of 
that State or political subdivision)’’. 

TITLE IX—NATIONAL HOMELAND 
SECURITY COUNCIL 

SEC. 901. NATIONAL HOMELAND SECURITY COUN-
CIL. 

There is established within the Executive 
Office of the President a council to be known 
as the ‘‘Homeland Security Council’’ (in this 
title referred to as the ‘‘Council’’). 
SEC. 902. FUNCTION. 

The function of the Council shall be to ad-
vise the President on homeland security 
matters. 
SEC. 903. MEMBERSHIP. 

The members of the Council shall be the 
following: 

(1) The President. 
(2) The Vice President. 
(3) The Secretary of Homeland Security. 
(4) The Attorney General. 
(5) The Secretary of Defense. 
(6) Such other individuals as may be des-

ignated by the President. 
SEC. 904. OTHER FUNCTIONS AND ACTIVITIES. 

For the purpose of more effectively coordi-
nating the policies and functions of the 
United States Government relating to home-
land security, the Council shall—

(1) assess the objectives, commitments, 
and risks of the United States in the interest 
of homeland security and to make resulting 
recommendations to the President; 

(2) oversee and review homeland security 
policies of the Federal Government and to 
make resulting recommendations to the 
President; and 

(3) perform such other functions as the 
President may direct. 

SEC. 905. STAFF COMPOSITION. 
The Council shall have a staff, the head of 

which shall be a civilian Executive Sec-
retary, who shall be appointed by the Presi-
dent. The President is authorized to fix the 
pay of the Executive Secretary at a rate not 
to exceed the rate of pay payable to the Ex-
ecutive Secretary of the National Security 
Council. 
SEC. 906. RELATION TO THE NATIONAL SECURITY 

COUNCIL. 
The President may convene joint meetings 

of the Homeland Security Council and the 
National Security Council with participation 
by members of either Council or as the Presi-
dent may otherwise direct. 

TITLE X—INFORMATION SECURITY 
SEC. 1001. INFORMATION SECURITY. 

(a) SHORT TITLE.—This title may be cited 
as the ‘‘Federal Information Security Man-
agement Act of 2002’’. 

(b) INFORMATION SECURITY.—
(1) IN GENERAL.—Subchapter II of chapter 

35 of title 44, United States Code, is amended 
to read as follows:

‘‘SUBCHAPTER II—INFORMATION 
SECURITY 

‘‘§ 3531. Purposes 
‘‘The purposes of this subchapter are to—
‘‘(1) provide a comprehensive framework 

for ensuring the effectiveness of information 
security controls over information resources 
that support Federal operations and assets; 

‘‘(2) recognize the highly networked nature 
of the current Federal computing environ-
ment and provide effective governmentwide 
management and oversight of the related in-
formation security risks, including coordina-
tion of information security efforts through-
out the civilian, national security, and law 
enforcement communities; 

‘‘(3) provide for development and mainte-
nance of minimum controls required to pro-
tect Federal information and information 
systems; 

‘‘(4) provide a mechanism for improved 
oversight of Federal agency information se-
curity programs; 

‘‘(5) acknowledge that commercially devel-
oped information security products offer ad-
vanced, dynamic, robust, and effective infor-
mation security solutions, reflecting market 
solutions for the protection of critical infor-
mation infrastructures important to the na-
tional defense and economic security of the 
nation that are designed, built, and operated 
by the private sector; and 

‘‘(6) recognize that the selection of specific 
technical hardware and software information 
security solutions should be left to indi-
vidual agencies from among commercially 
developed products.’’. 

‘‘§ 3532. Definitions 
‘‘(a) IN GENERAL.—Except as provided 

under subsection (b), the definitions under 
section 3502 shall apply to this subchapter. 

‘‘(b) ADDITIONAL DEFINITIONS.—As used in 
this subchapter—

‘‘(1) the term ‘information security’ means 
protecting information and information sys-
tems from unauthorized access, use, disclo-
sure, disruption, modification, or destruction 
in order to provide—

‘‘(A) integrity, which means guarding 
against improper information modification 
or destruction, and includes ensuring infor-
mation nonrepudiation and authenticity; 

‘‘(B) confidentiality, which means pre-
serving authorized restrictions on access and 
disclosure, including means for protecting 
personal privacy and proprietary informa-
tion; 

‘‘(C) availability, which means ensuring 
timely and reliable access to and use of in-
formation; and 

‘‘(D) authentication, which means utilizing 
digital credentials to assure the identity of 
users and validate their access; 

‘‘(2) the term ‘national security system’ 
means any information system (including 
any telecommunications system) used or op-
erated by an agency or by a contractor of an 
agency, or other organization on behalf of an 
agency, the function, operation, or use of 
which—

‘‘(A) involves intelligence activities; 
‘‘(B) involves cryptologic activities related 

to national security; 
‘‘(C) involves command and control of mili-

tary forces; 
‘‘(D) involves equipment that is an integral 

part of a weapon or weapons system; or 
‘‘(E) is critical to the direct fulfillment of 

military or intelligence missions provided 
that this definition does not apply to a sys-
tem that is used for routine administrative 
and business applications (including payroll, 
finance, logistics, and personnel manage-
ment applications); 

‘‘(3) the term ‘information technology’ has 
the meaning given that term in section 11101 
of title 40; and 

‘‘(4) the term ‘information system’ means 
any equipment or interconnected system or 
subsystems of equipment that is used in the 
automatic acquisition, storage, manipula-
tion, management, movement, control, dis-
play, switching, interchange, transmission, 
or reception of data or information, and in-
cludes—

‘‘(A) computers and computer networks; 
‘‘(B) ancillary equipment; 
‘‘(C) software, firmware, and related proce-

dures; 
‘‘(D) services, including support services; 

and 
‘‘(E) related resources.’’. 

‘‘§ 3533. Authority and functions of the Direc-
tor 
‘‘(a) The Director shall oversee agency in-

formation security policies and practices, 
by—

‘‘(1) promulgating information security 
standards under section 11331 of title 40; 

‘‘(2) overseeing the implementation of poli-
cies, principles, standards, and guidelines on 
information security; 

‘‘(3) requiring agencies, consistent with the 
standards promulgated under such section 
11331 and the requirements of this sub-
chapter, to identify and provide information 
security protections commensurate with the 
risk and magnitude of the harm resulting 
from the unauthorized access, use, disclo-
sure, disruption, modification, or destruction 
of— 

‘‘(A) information collected or maintained 
by or on behalf of an agency; or 

‘‘(B) information systems used or operated 
by an agency or by a contractor of an agency 
or other organization on behalf of an agency; 

‘‘(4) coordinating the development of 
standards and guidelines under section 20 of 
the National Institute of Standards and 
Technology Act (15 U.S.C. 278g–3) with agen-
cies and offices operating or exercising con-
trol of national security systems (including 
the National Security Agency) to assure, to 
the maximum extent feasible, that such 
standards and guidelines are complementary 
with standards and guidelines developed for 
national security systems; 

‘‘(5) overseeing agency compliance with 
the requirements of this subchapter, includ-
ing through any authorized action under sec-
tion 11303(b)(5) of title 40, to enforce account-
ability for compliance with such require-
ments; 

‘‘(6) reviewing at least annually, and ap-
proving or disapproving, agency information 
security programs required under section 
3534(b); 
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‘‘(7) coordinating information security 

policies and procedures with related infor-
mation resources management policies and 
procedures; and 

‘‘(8) reporting to Congress no later than 
March 1 of each year on agency compliance 
with the requirements of this subchapter, in-
cluding—

‘‘(A) a summary of the findings of evalua-
tions required by section 3535; 

‘‘(B) significant deficiencies in agency in-
formation security practices; 

‘‘(C) planned remedial action to address 
such deficiencies; and 

‘‘(D) a summary of, and the views of the 
Director on, the report prepared by the Na-
tional Institute of Standards and Technology 
under section 20(e)(7) of the National Insti-
tute of Standards and Technology Act (15 
U.S.C. 278g–3).’’. 

‘‘(b) Except for the authorities described in 
paragraphs (4) and (7) of subsection (a), the 
authorities of the Director under this section 
shall not apply to national security systems. 
‘‘§ 3534. Federal agency responsibilities 

‘‘(a) The head of each agency shall—
‘‘(1) be responsible for—
‘‘(A) providing information security pro-

tections commensurate with the risk and 
magnitude of the harm resulting from unau-
thorized access, use, disclosure, disruption, 
modification, or destruction of—

‘‘(i) information collected or maintained 
by or on behalf of the agency; and 

‘‘(ii) information systems used or operated 
by an agency or by a contractor of an agency 
or other organization on behalf of an agency; 

‘‘(B) complying with the requirements of 
this subchapter and related policies, proce-
dures, standards, and guidelines, including—

‘‘(i) information security standards pro-
mulgated by the Director under section 11331 
of title 40; and 

‘‘(ii) information security standards and 
guidelines for national security systems 
issued in accordance with law and as di-
rected by the President; and 

‘‘(C) ensuring that information security 
management processes are integrated with 
agency strategic and operational planning 
processes; 

‘‘(2) ensure that senior agency officials pro-
vide information security for the informa-
tion and information systems that support 
the operations and assets under their con-
trol, including through—

‘‘(A) assessing the risk and magnitude of 
the harm that could result from the unau-
thorized access, use, disclosure, disruption, 
modification, or destruction of such informa-
tion or information systems; 

‘‘(B) determining the levels of information 
security appropriate to protect such infor-
mation and information systems in accord-
ance with standards promulgated under sec-
tion 11331 of title 40 for information security 
classifications and related requirements; 

‘‘(C) implementing policies and procedures 
to cost-effectively reduce risks to an accept-
able level; and 

‘‘(D) periodically testing and evaluating 
information security controls and techniques 
to ensure that they are effectively imple-
mented; 

‘‘(3) delegate to the agency Chief Informa-
tion Officer established under section 3506 (or 
comparable official in an agency not covered 
by such section) the authority to ensure 
compliance with the requirements imposed 
on the agency under this subchapter, includ-
ing—

‘‘(A) designating a senior agency informa-
tion security officer who shall—

‘‘(i) carry out the Chief Information Offi-
cer’s responsibilities under this section;

‘‘(ii) possess professional qualifications, in-
cluding training and experience, required to 

administer the functions described under 
this section; 

‘‘(iii) have information security duties as 
that official’s primary duty; and 

‘‘(iv) head an office with the mission and 
resources to assist in ensuring agency com-
pliance with this section; 

‘‘(B) developing and maintaining an agen-
cywide information security program as re-
quired by subsection (b); 

‘‘(C) developing and maintaining informa-
tion security policies, procedures, and con-
trol techniques to address all applicable re-
quirements, including those issued under 
section 3533 of this title, and section 11331 of 
title 40; 

‘‘(D) training and overseeing personnel 
with significant responsibilities for informa-
tion security with respect to such respon-
sibilities; and 

‘‘(E) assisting senior agency officials con-
cerning their responsibilities under para-
graph (2); 

‘‘(4) ensure that the agency has trained 
personnel sufficient to assist the agency in 
complying with the requirements of this sub-
chapter and related policies, procedures, 
standards, and guidelines; and 

‘‘(5) ensure that the agency Chief Informa-
tion Officer, in coordination with other sen-
ior agency officials, reports annually to the 
agency head on the effectiveness of the agen-
cy information security program, including 
progress of remedial actions. 

‘‘(b) Each agency shall develop, document, 
and implement an agencywide information 
security program, approved by the Director 
under section 3533(a)(5), to provide informa-
tion security for the information and infor-
mation systems that support the operations 
and assets of the agency, including those 
provided or managed by another agency, con-
tractor, or other source, that includes—

‘‘(1) periodic assessments of the risk and 
magnitude of the harm that could result 
from the unauthorized access, use, disclo-
sure, disruption, modification, or destruction 
of information and information systems that 
support the operations and assets of the 
agency; 

‘‘(2) policies and procedures that—
‘‘(A) are based on the risk assessments re-

quired by paragraph (1); 
‘‘(B) cost-effectively reduce information 

security risks to an acceptable level; 
‘‘(C) ensure that information security is 

addressed throughout the life cycle of each 
agency information system; and 

‘‘(D) ensure compliance with—
‘‘(i) the requirements of this subchapter; 
‘‘(ii) policies and procedures as may be pre-

scribed by the Director, and information se-
curity standards promulgated under section 
11331 of title 40; 

‘‘(iii) minimally acceptable system con-
figuration requirements, as determined by 
the agency; and 

‘‘(iv) any other applicable requirements, 
including standards and guidelines for na-
tional security systems issued in accordance 
with law and as directed by the President; 

‘‘(3) subordinate plans for providing ade-
quate information security for networks, fa-
cilities, and systems or groups of informa-
tion systems, as appropriate; 

‘‘(4) security awareness training to inform 
personnel, including contractors and other 
users of information systems that support 
the operations and assets of the agency, of—

‘‘(A) information security risks associated 
with their activities; and 

‘‘(B) their responsibilities in complying 
with agency policies and procedures designed 
to reduce these risks; 

‘‘(5) periodic testing and evaluation of the 
effectiveness of information security poli-
cies, procedures, and practices, to be per-
formed with a frequency depending on risk, 

but no less than annually, of which such 
testing—

‘‘(A) shall include testing of management, 
operational, and technical controls of every 
information system identified in the inven-
tory required under section 3505(c); and 

‘‘(B) may include testing relied on in a 
evaluation under section 3535; 

‘‘(6) a process for planning, implementing, 
evaluating, and documenting remedial ac-
tion to address any deficiencies in the infor-
mation security policies, procedures, and 
practices of the agency; 

‘‘(7) procedures for detecting, reporting, 
and responding to security incidents, includ-
ing—

‘‘(A) mitigating risks associated with such 
incidents before substantial damage is done; 
and 

‘‘(B) notifying and consulting with, as ap-
propriate—

‘‘(i) law enforcement agencies and relevant 
Offices of Inspector General; 

‘‘(ii) an office designated by the President 
for any incident involving a national secu-
rity system; and 

‘‘(iii) any other agency or office, in accord-
ance with law or as directed by the Presi-
dent; and 

‘‘(8) plans and procedures to ensure con-
tinuity of operations for information sys-
tems that support the operations and assets 
of the agency. 

‘‘(c) Each agency shall—
‘‘(1) report annually to the Director, the 

Committees on Government Reform and 
Science of the House of Representatives, the 
Committees on Governmental Affairs and 
Commerce, Science, and Transportation of 
the Senate, the appropriate authorization 
and appropriations committees of Congress, 
and the Comptroller General on the ade-
quacy and effectiveness of information secu-
rity policies, procedures, and practices, and 
compliance with the requirements of this 
subchapter, including compliance with each 
requirement of subsection (b); 

‘‘(2) address the adequacy and effectiveness 
of information security policies, procedures, 
and practices in plans and reports relating 
to—

‘‘(A) annual agency budgets; 
‘‘(B) information resources management 

under subchapter 1 of this chapter; 
‘‘(C) information technology management 

under subtitle III of title 40; 
‘‘(D) program performance under sections 

1105 and 1115 through 1119 of title 31, and sec-
tions 2801 and 2805 of title 39; 

‘‘(E) financial management under chapter 9 
of title 31, and the Chief Financial Officers 
Act of 1990 (31 U.S.C. 501 note; Public Law 
101–576) (and the amendments made by that 
Act); 

‘‘(F) financial management systems under 
the Federal Financial Management Improve-
ment Act (31 U.S.C. 3512 note); and 

‘‘(G) internal accounting and administra-
tive controls under section 3512 of title 31, 
United States Code, (known as the ‘Federal 
Managers Financial Integrity Act’); and 

‘‘(3) report any significant deficiency in a 
policy, procedure, or practice identified 
under paragraph (1) or (2)—

‘‘(A) as a material weakness in reporting 
under section 3512 of title 31; and 

‘‘(B) if relating to financial management 
systems, as an instance of a lack of substan-
tial compliance under the Federal Financial 
Management Improvement Act (31 U.S.C. 
3512 note). 

‘‘(d)(1) In addition to the requirements of 
subsection (c), each agency, in consultation 
with the Director, shall include as part of 
the performance plan required under section 
1115 of title 31 a description of—

‘‘(A) the time periods, and 
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‘‘(B) the resources, including budget, staff-

ing, and training, 
that are necessary to implement the pro-
gram required under subsection (b). 

‘‘(2) The description under paragraph (1) 
shall be based on the risk assessments re-
quired under subsection (b)(2)(1). 

‘‘(e) Each agency shall provide the public 
with timely notice and opportunities for 
comment on proposed information security 
policies and procedures to the extent that 
such policies and procedures affect commu-
nication with the public. 
‘‘§ 3535. Annual independent evaluation 

‘‘(a)(1) Each year each agency shall have 
performed an independent evaluation of the 
information security program and practices 
of that agency to determine the effectiveness 
of such program and practices. 

‘‘(2) Each evaluation by an agency under 
this section shall include—

‘‘(A) testing of the effectiveness of infor-
mation security policies, procedures, and 
practices of a representative subset of the 
agency’s information systems; 

‘‘(B) an assessment (made on the basis of 
the results of the testing) of compliance 
with—

‘‘(i) the requirements of this subchapter; 
and 

‘‘(ii) related information security policies, 
procedures, standards, and guidelines; and 

‘‘(C) separate presentations, as appro-
priate, regarding information security relat-
ing to national security systems. 

‘‘(b) Subject to subsection (c)—
‘‘(1) for each agency with an Inspector Gen-

eral appointed under the Inspector General 
Act of 1978, the annual evaluation required 
by this section shall be performed by the In-
spector General or by an independent exter-
nal auditor, as determined by the Inspector 
General of the agency; and 

‘‘(2) for each agency to which paragraph (1) 
does not apply, the head of the agency shall 
engage an independent external auditor to 
perform the evaluation. 

‘‘(c) For each agency operating or exer-
cising control of a national security system, 
that portion of the evaluation required by 
this section directly relating to a national 
security system shall be performed—

‘‘(1) only by an entity designated by the 
agency head; and 

‘‘(2) in such a manner as to ensure appro-
priate protection for information associated 
with any information security vulnerability 
in such system commensurate with the risk 
and in accordance with all applicable laws. 

‘‘(d) The evaluation required by this sec-
tion—

‘‘(1) shall be performed in accordance with 
generally accepted government auditing 
standards; and 

‘‘(2) may be based in whole or in part on an 
audit, evaluation, or report relating to pro-
grams or practices of the applicable agency. 

‘‘(e) Each year, not later than such date es-
tablished by the Director, the head of each 
agency shall submit to the Director the re-
sults of the evaluation required under this 
section. 

‘‘(f) Agencies and evaluators shall take ap-
propriate steps to ensure the protection of 
information which, if disclosed, may ad-
versely affect information security. Such 
protections shall be commensurate with the 
risk and comply with all applicable laws and 
regulations. 

‘‘(g)(1) The Director shall summarize the 
results of the evaluations conducted under 
this section in the report to Congress re-
quired under section 3533(a)(8). 

‘‘(2) The Director’s report to Congress 
under this subsection shall summarize infor-
mation regarding information security relat-
ing to national security systems in such a 

manner as to ensure appropriate protection 
for information associated with any informa-
tion security vulnerability in such system 
commensurate with the risk and in accord-
ance with all applicable laws. 

‘‘(3) Evaluations and any other descrip-
tions of information systems under the au-
thority and control of the Director of Cen-
tral Intelligence or of National Foreign In-
telligence Programs systems under the au-
thority and control of the Secretary of De-
fense shall be made available to Congress 
only through the appropriate oversight com-
mittees of Congress, in accordance with ap-
plicable laws. 

‘‘(h) The Comptroller General shall peri-
odically evaluate and report to Congress 
on—

‘‘(1) the adequacy and effectiveness of 
agency information security policies and 
practices; and 

‘‘(2) implementation of the requirements of 
this subchapter. 
‘‘§ 3536. National security systems 

‘‘The head of each agency operating or ex-
ercising control of a national security sys-
tem shall be responsible for ensuring that 
the agency—

‘‘(1) provides information security protec-
tions commensurate with the risk and mag-
nitude of the harm resulting from the unau-
thorized access, use, disclosure, disruption, 
modification, or destruction of the informa-
tion contained in such system; 

‘‘(2) implements information security poli-
cies and practices as required by standards 
and guidelines for national security systems, 
issued in accordance with law and as di-
rected by the President; and 

‘‘(3) complies with the requirements of this 
subchapter. 
‘‘§ 3537. Authorization of appropriations 

‘‘There are authorized to be appropriated 
to carry out the provisions of this sub-
chapter such sums as may be necessary for 
each of fiscal years 2003 through 2007. 
‘‘§ 3538. Effect on existing law 

‘‘Nothing in this subchapter, section 11331 
of title 40, or section 20 of the National 
Standards and Technology Act (15 U.S.C. 
278g–3) may be construed as affecting the au-
thority of the President, the Office of Man-
agement and Budget or the Director thereof, 
the National Institute of Standards and 
Technology, or the head of any agency, with 
respect to the authorized use or disclosure of 
information, including with regard to the 
protection of personal privacy under section 
552a of title 5, the disclosure of information 
under section 552 of title 5, the management 
and disposition of records under chapters 29, 
31, or 33 of title 44, the management of infor-
mation resources under subchapter I of chap-
ter 35 of this title, or the disclosure of infor-
mation to Congress or the Comptroller Gen-
eral of the United States.’’. 

(2) CLERICAL AMENDMENT.—The items in 
the table of sections at the beginning of such 
chapter 35 under the heading 
‘‘SUBCHAPTER II’’ are amended to read as 
follows:
‘‘3531. Purposes. 
‘‘3532. Definitions. 
‘‘3533. Authority and functions of the Direc-

tor. 
‘‘3534. Federal agency responsibilities. 
‘‘3535. Annual independent evaluation. 
‘‘3536. National security systems. 
‘‘3537. Authorization of appropriations. 
‘‘3538. Effect on existing law.’’.

(c) INFORMATION SECURITY RESPONSIBIL-
ITIES OF CERTAIN AGENCIES.—

(1) NATIONAL SECURITY RESPONSIBILITIES.—
(A) Nothing in this Act (including any 
amendment made by this Act) shall super-
sede any authority of the Secretary of De-

fense, the Director of Central Intelligence, or 
other agency head, as authorized by law and 
as directed by the President, with regard to 
the operation, control, or management of na-
tional security systems, as defined by sec-
tion 3532(3) of title 44, United States Code. 

(B) Section 2224 of title 10, United States 
Code, is amended—

(i) in subsection 2224(b), by striking ‘‘(b) 
OBJECTIVES AND MINIMUM REQUIREMENTS.—
(1)’’ and inserting ‘‘(b) OBJECTIVES OF THE 
PROGRAM.—’’; 

(ii) in subsection 2224(b), by striking ‘‘(2) 
the program shall at a minimum meet the 
requirements of section 3534 and 3535 of title 
44, United States Code.’’; and 

(iii) in subsection 2224(c), by inserting ‘‘, 
including through compliance with subtitle 
II of chapter 35 of title 44’’ after 
‘‘infrastructure’’. 

(2) ATOMIC ENERGY ACT OF 1954.—Nothing in 
this Act shall supersede any requirement 
made by or under the Atomic Energy Act of 
1954 (42 U.S.C. 2011 et seq.). Restricted Data 
or Formerly Restricted Data shall be han-
dled, protected, classified, downgraded, and 
declassified in conformity with the Atomic 
Energy Act of 1954 (42 U.S.C. 2011 et seq.). 
SEC. 1002. MANAGEMENT OF INFORMATION 

TECHNOLOGY. 
(a) IN GENERAL.—Section 11331 of title 40, 

United States Code, is amended to read as 
follows: 
‘‘§ 11331. Responsibilities for Federal informa-

tion systems standards 
‘‘(a) DEFINITION.—In this section, the term 

‘information security’ has the meaning given 
that term in section 3532(b)(1) of title 44. 

‘‘(b) REQUIREMENT TO PRESCRIBE STAND-
ARDS.—

‘‘(1) IN GENERAL.—
‘‘(A) REQUIREMENT.—Except as provided 

under paragraph (2), the Director of the Of-
fice of Management and Budget shall, on the 
basis of proposed standards developed by the 
National Institute of Standards and Tech-
nology pursuant to paragraphs (2) and (3) of 
section 20(a) of the National Institute of 
Standards and Technology Act (15 U.S.C. 
278g–3(a)) and in consultation with the Sec-
retary of Homeland Security, promulgate in-
formation security standards pertaining to 
Federal information systems. 

‘‘(B) REQUIRED STANDARDS.—Standards pro-
mulgated under subparagraph (A) shall in-
clude—

‘‘(i) standards that provide minimum infor-
mation security requirements as determined 
under section 20(b) of the National Institute 
of Standards and Technology Act (15 U.S.C. 
278g–3(b)); and 

‘‘(ii) such standards that are otherwise 
necessary to improve the efficiency of oper-
ation or security of Federal information sys-
tems. 

‘‘(C) REQUIRED STANDARDS BINDING.—Infor-
mation security standards described under 
subparagraph (B) shall be compulsory and 
binding. 

‘‘(2) STANDARDS AND GUIDELINES FOR NA-
TIONAL SECURITY SYSTEMS.—Standards and 
guidelines for national security systems, as 
defined under section 3532(3) of title 44, shall 
be developed, promulgated, enforced, and 
overseen as otherwise authorized by law and 
as directed by the President. 

‘‘(c) APPLICATION OF MORE STRINGENT 
STANDARDS.—The head of an agency may em-
ploy standards for the cost-effective infor-
mation security for all operations and assets 
within or under the supervision of that agen-
cy that are more stringent than the stand-
ards promulgated by the Director under this 
section, if such standards—

‘‘(1) contain, at a minimum, the provisions 
of those applicable standards made compul-
sory and binding by the Director; and 
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‘‘(2) are otherwise consistent with policies 

and guidelines issued under section 3533 of 
title 44. 

‘‘(d) REQUIREMENTS REGARDING DECISIONS 
BY DIRECTOR.—

‘‘(1) DEADLINE.—The decision regarding the 
promulgation of any standard by the Direc-
tor under subsection (b) shall occur not later 
than 6 months after the submission of the 
proposed standard to the Director by the Na-
tional Institute of Standards and Tech-
nology, as provided under section 20 of the 
National Institute of Standards and Tech-
nology Act (15 U.S.C. 278g–3). 

‘‘(2) NOTICE AND COMMENT.—A decision by 
the Director to significantly modify, or not 
promulgate, a proposed standard submitted 
to the Director by the National Institute of 
Standards and Technology, as provided 
under section 20 of the National Institute of 
Standards and Technology Act (15 U.S.C. 
278g–3), shall be made after the public is 
given an opportunity to comment on the Di-
rector’s proposed decision.’’. 

(b) CLERICAL AMENDMENT.—The table of 
sections at the beginning of chapter 113 of 
title 40, United States Code, is amended by 
striking the item relating to section 11331 
and inserting the following:
‘‘11331. Responsibilities for Federal informa-

tion systems standards.’’.
SEC. 1003. NATIONAL INSTITUTE OF STANDARDS 

AND TECHNOLOGY. 
Section 20 of the National Institute of 

Standards and Technology Act (15 U.S.C. 
278g–3), is amended by striking the text and 
inserting the following: 

‘‘(a) The Institute shall—
‘‘(1) have the mission of developing stand-

ards, guidelines, and associated methods and 
techniques for information systems; 

‘‘(2) develop standards and guidelines, in-
cluding minimum requirements, for informa-
tion systems used or operated by an agency 
or by a contractor of an agency or other or-
ganization on behalf of an agency, other 
than national security systems (as defined in 
section 3532(b)(2) of title 44, United States 
Code); 

‘‘(3) develop standards and guidelines, in-
cluding minimum requirements, for pro-
viding adequate information security for all 
agency operations and assets, but such 
standards and guidelines shall not apply to 
national security systems; and 

‘‘(4) carry out the responsibilities described 
in paragraph (3) through the Computer Secu-
rity Division. 

‘‘(b) The standards and guidelines required 
by subsection (a) shall include, at a min-
imum—

‘‘(1)(A) standards to be used by all agencies 
to categorize all information and informa-
tion systems collected or maintained by or 
on behalf of each agency based on the objec-
tives of providing appropriate levels of infor-
mation security according to a range of risk 
levels; 

‘‘(B) guidelines recommending the types of 
information and information systems to be 
included in each such category; and 

‘‘(C) minimum information security re-
quirements for information and information 
systems in each such category; 

‘‘(2) a definition of and guidelines con-
cerning detection and handling of informa-
tion security incidents; and 

‘‘(3) guidelines developed in coordination 
with the National Security Agency for iden-
tifying an information system as a national 
security system consistent with applicable 
requirements for national security systems, 
issued in accordance with law and as di-
rected by the President. 

‘‘(c) In developing standards and guidelines 
required by subsections (a) and (b), the Insti-
tute shall—

‘‘(1) consult with other agencies and offices 
(including, but not limited to, the Director 
of the Office of Management and Budget, the 
Departments of Defense and Energy, the Na-
tional Security Agency, the General Ac-
counting Office, and the Secretary of Home-
land Security) to assure—

‘‘(A) use of appropriate information secu-
rity policies, procedures, and techniques, in 
order to improve information security and 
avoid unnecessary and costly duplication of 
effort; and 

‘‘(B) that such standards and guidelines are 
complementary with standards and guide-
lines employed for the protection of national 
security systems and information contained 
in such systems; 

‘‘(2) provide the public with an opportunity 
to comment on proposed standards and 
guidelines; 

‘‘(3) submit to the Director of the Office of 
Management and Budget for promulgation 
under section 11331 of title 40, United States 
Code—

‘‘(A) standards, as required under sub-
section (b)(1)(A), no later than 12 months 
after the date of the enactment of this sec-
tion; and 

‘‘(B) minimum information security re-
quirements for each category, as required 
under subsection (b)(1)(C), no later than 36 
months after the date of the enactment of 
this section;

‘‘(4) issue guidelines as required under sub-
section (b)(1)(B), no later than 18 months 
after the date of the enactment of this Act; 

‘‘(5) ensure that such standards and guide-
lines do not require specific technological so-
lutions or products, including any specific 
hardware or software security solutions; 

‘‘(6) ensure that such standards and guide-
lines provide for sufficient flexibility to per-
mit alternative solutions to provide equiva-
lent levels of protection for identified infor-
mation security risks; and 

‘‘(7) use flexible, performance-based stand-
ards and guidelines that, to the greatest ex-
tent possible, permit the use of off-the-shelf 
commercially developed information secu-
rity products. 

‘‘(d) The Institute shall—
‘‘(1) submit standards developed pursuant 

to subsection (a), along with recommenda-
tions as to the extent to which these should 
be made compulsory and binding, to the Di-
rector of the Office of Management and 
Budget for promulgation under section 11331 
of title 40, United States Code; 

‘‘(2) provide assistance to agencies regard-
ing—

‘‘(A) compliance with the standards and 
guidelines developed under subsection (a); 

‘‘(B) detecting and handling information 
security incidents; and 

‘‘(C) information security policies, proce-
dures, and practices; 

‘‘(3) conduct research, as needed, to deter-
mine the nature and extent of information 
security vulnerabilities and techniques for 
providing cost-effective information secu-
rity; 

‘‘(4) develop and periodically revise per-
formance indicators and measures for agency 
information security policies and practices; 

‘‘(5) evaluate private sector information 
security policies and practices and commer-
cially available information technologies to 
assess potential application by agencies to 
strengthen information security; 

‘‘(6) evaluate security policies and prac-
tices developed for national security systems 
to assess potential application by agencies to 
strengthen information security; 

‘‘(7) periodically assess the effectiveness of 
standards and guidelines developed under 
this section and undertake revisions as ap-
propriate; 

‘‘(8) solicit and consider the recommenda-
tions of the Information Security and Pri-
vacy Advisory Board, established by section 
21, regarding standards and guidelines devel-
oped under subsection (a) and submit such 
recommendations to the Director of the Of-
fice of Management and Budget with such 
standards submitted to the Director; and 

‘‘(9) prepare an annual public report on ac-
tivities undertaken in the previous year, and 
planned for the coming year, to carry out re-
sponsibilities under this section. 

‘‘(e) As used in this section—
‘‘(1) the term ‘agency’ has the same mean-

ing as provided in section 3502(1) of title 44, 
United States Code; 

‘‘(2) the term ‘information security’ has 
the same meaning as provided in section 
3532(1) of such title; 

‘‘(3) the term ‘information system’ has the 
same meaning as provided in section 3502(8) 
of such title; 

‘‘(4) the term ‘information technology’ has 
the same meaning as provided in section 
11101 of title 40, United States Code; and 

‘‘(5) the term ‘national security system’ 
has the same meaning as provided in section 
3532(b)(2) of such title.’’. 
SEC. 1004. INFORMATION SECURITY AND PRI-

VACY ADVISORY BOARD. 
Section 21 of the National Institute of 

Standards and Technology Act (15 U.S.C. 
278g–4), is amended—

(1) in subsection (a), by striking 
‘‘Computer System Security and Privacy Ad-
visory Board’’ and inserting ‘‘Information 
Security and Privacy Advisory Board’’; 

(2) in subsection (a)(1), by striking 
‘‘computer or telecommunications’’ and in-
serting ‘‘information technology’’; 

(3) in subsection (a)(2)—
(A) by striking ‘‘computer or tele-

communications technology’’ and inserting 
‘‘information technology’’; and

(B) by striking ‘‘computer or telecommuni-
cations equipment’’ and inserting 
‘‘information technology’’; 

(4) in subsection (a)(3)—
(A) by striking ‘‘computer systems’’ and 

inserting ‘‘information system’’; and 
(B) by striking ‘‘computer systems secu-

rity’’ and inserting ‘‘information security’’; 
(5) in subsection (b)(1) by striking 

‘‘computer systems security’’ and inserting 
‘‘information security’’; 

(6) in subsection (b) by striking paragraph 
(2) and inserting the following: 

‘‘(2) to advise the Institute and the Direc-
tor of the Office of Management and Budget 
on information security and privacy issues 
pertaining to Federal Government informa-
tion systems, including through review of 
proposed standards and guidelines developed 
under section 20; and’’; 

(7) in subsection (b)(3) by inserting 
‘‘annually’’ after ‘‘report’’; 

(8) by inserting after subsection (e) the fol-
lowing new subsection: 

‘‘(f) The Board shall hold meetings at such 
locations and at such time and place as de-
termined by a majority of the Board.’’; 

(9) by redesignating subsections (f) and (g) 
as subsections (g) and (h), respectively; and 

(10) by striking subsection (h), as redesig-
nated by paragraph (9), and inserting the fol-
lowing: 

‘‘(h) As used in this section, the terms 
‘‘information system’’ and ‘‘information 
technology’’ have the meanings given in sec-
tion 20.’’. 
SEC. 1005. TECHNICAL AND CONFORMING 

AMENDMENTS. 
(a) FEDERAL COMPUTER SYSTEM SECURITY 

TRAINING AND PLAN.—
(1) REPEAL.—Section 11332 of title 40, 

United States Code, is repealed. 
(2) CLERICAL AMENDMENT.—The table of 

sections at the beginning of chapter 113 of 
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title 40, United States Code, as amended by 
striking the item relating to section 11332. 

(b) FLOYD D. SPENCE NATIONAL DEFENSE 
AUTHORIZATION ACT FOR FISCAL YEAR 2001.—
The Floyd D. Spence National Defense Au-
thorization Act for Fiscal Year 2001 (Public 
Law 106–398) is amended by striking subtitle 
G of title X (44 U.S.C. 3531 note). 

(c) PAPERWORK REDUCTION ACT.—(1) Sec-
tion 3504(g) of title 44, United States Code, is 
amended—

(A) by adding ‘‘and’’ at the end of para-
graph (1); 

(B) in paragraph (2)—
(i) by striking ‘‘sections 11331 and 11332(b) 

and (c) of title 40’’ and inserting ‘‘section 
11331 of title 40 and subchapter II of this 
title’’; and 

(ii) by striking the semicolon and inserting 
a period; and 

(C) by striking paragraph (3). 
(2) Section 3505 of such title is amended by 

adding at the end the following: 
‘‘(c) INVENTORY OF INFORMATION SYSTEMS.—

(1) The head of each agency shall develop and 
maintain an inventory of the information 
systems (including national security sys-
tems) operated by or under the control of 
such agency; 

‘‘(2) The identification of information sys-
tems in an inventory under this subsection 
shall include an identification of the inter-
faces between each such system and all other 
systems or networks, including those not op-
erated by or under the control of the agency; 

‘‘(3) Such inventory shall be—
‘‘(A) updated at least annually; 
‘‘(B) made available to the Comptroller 

General; and 
‘‘(C) used to support information resources 

management, including—
‘‘(i) preparation and maintenance of the in-

ventory of information resources under sec-
tion 3506(b)(4); 

‘‘(ii) information technology planning, 
budgeting, acquisition, and management 
under section 3506(h), subtitle III of title 40, 
and related laws and guidance; 

‘‘(iii) monitoring, testing, and evaluation 
of information security controls under sub-
chapter II; 

‘‘(iv) preparation of the index of major in-
formation systems required under section 
552(g) of title 5, United States Code; and 

‘‘(v) preparation of information system in-
ventories required for records management 
under chapters 21, 29, 31, and 33. 

‘‘(4) The Director shall issue guidance for 
and oversee the implementation of the re-
quirements of this subsection.’’. 

(3) Section 3506(g) of such title is amend-
ed—

(A) by adding ‘‘and’’ at the end of para-
graph (1); 

(B) in paragraph (2)—
(i) by striking ‘‘section 11332 of title 40’’ 

and inserting ‘‘subchapter II of this chap-
ter’’; and 

(ii) by striking ‘‘; and’’ and inserting a pe-
riod; and 

(C) by striking paragraph (3). 
SEC. 1006. CONSTRUCTION. 

Nothing in this Act, or the amendments 
made by this Act, affects the authority of 
the National Institute of Standards and 
Technology or the Department of Commerce 
relating to the development and promulga-
tion of standards or guidelines under para-
graphs (1) and (2) of section 20(a) of the Na-
tional Institute of Standards and Technology 
Act (15 U.S.C. 278g–3(a)). 

TITLE XI—DEPARTMENT OF JUSTICE 
DIVISIONS 

Subtitle A—Executive Office for Immigration 
Review 

SEC. 1101. LEGAL STATUS OF EOIR. 
(a) EXISTENCE OF EOIR.—There is in the 

Department of Justice the Executive Office 

for Immigration Review, which shall be sub-
ject to the direction and regulation of the 
Attorney General under section 103(g) of the 
Immigration and Nationality Act, as added 
by section 1102. 
SEC. 1102. AUTHORITIES OF THE ATTORNEY GEN-

ERAL. 
Section 103 of the Immigration and Nation-

ality Act (8 U.S.C. 1103) as amended by this 
Act, is further amended by—

(1) amending the heading to read as fol-
lows: 
‘‘POWERS AND DUTIES OF THE SECRETARY, THE 

UNDER SECRETARY, AND THE ATTORNEY GEN-
ERAL’’; 

(2) in subsection (a)—
(A) by inserting ‘‘Attorney General,’’ after 

‘‘President,’’; and 
(B) by redesignating paragraphs (8), (9), (8) 

(as added by section 372 of Public Law 104–
208), and (9) (as added by section 372 of Public 
Law 104–208) as paragraphs (8), (9), (10), and 
(11), respectively; and 

(3) by adding at the end the following new 
subsection: 

‘‘(g) ATTORNEY GENERAL.—
‘‘(1) IN GENERAL.—The Attorney General 

shall have such authorities and functions 
under this Act and all other laws relating to 
the immigration and naturalization of aliens 
as were exercised by the Executive Office for 
Immigration Review, or by the Attorney 
General with respect to the Executive Office 
for Immigration Review, on the day before 
the effective date of the Immigration Re-
form, Accountability and Security Enhance-
ment Act of 2002. 

‘‘(2) POWERS.—The Attorney General shall 
establish such regulations, prescribe such 
forms of bond, reports, entries, and other pa-
pers, issue such instructions, review such ad-
ministrative determinations in immigration 
proceedings, delegate such authority, and 
perform such other acts as the Attorney 
General determines to be necessary for car-
rying out this section.’’. 
SEC. 1103. STATUTORY CONSTRUCTION. 

Nothing in this Act, any amendment made 
by this Act, or in section 103 of the Immigra-
tion and Nationality Act, as amended by sec-
tion 1102, shall be construed to limit judicial 
deference to regulations, adjudications, in-
terpretations, orders, decisions, judgments, 
or any other actions of the Secretary of 
Homeland Security or the Attorney General.
Subtitle B—Transfer of the Bureau of Alco-

hol, Tobacco and Firearms to the Depart-
ment of Justice 

SEC. 1111. BUREAU OF ALCOHOL, TOBACCO, FIRE-
ARMS, AND EXPLOSIVES. 

(a) ESTABLISHMENT.—
(1) IN GENERAL.—There is established with-

in the Department of Justice under the gen-
eral authority of the Attorney General the 
Bureau of Alcohol, Tobacco, Firearms, and 
Explosives (in this section referred to as the 
‘‘Bureau’’). 

(2) DIRECTOR.—There shall be at the head 
of the Bureau a Director, Bureau of Alcohol, 
Tobacco, Firearms, and Explosives (in this 
subtitle referred to as the ‘‘Director’’). The 
Director shall be appointed by the Attorney 
General and shall perform such functions as 
the Attorney General shall direct. The Direc-
tor shall receive compensation at the rate 
prescribed by law under section 5314 of title 
V, United States Code, for positions at level 
III of the Executive Schedule. 

(3) COORDINATION.—The Attorney General, 
acting through the Director and such other 
officials of the Department of Justice as the 
Attorney General may designate, shall pro-
vide for the coordination of all firearms, ex-
plosives, tobacco enforcement, and arson en-
forcement functions vested in the Attorney 
General so as to assure maximum coopera-

tion between and among any officer, em-
ployee, or agency of the Department of Jus-
tice involved in the performance of these and 
related functions. 

(4) PERFORMANCE OF TRANSFERRED FUNC-
TIONS.—The Attorney General may make 
such provisions as the Attorney General de-
termines appropriate to authorize the per-
formance by any officer, employee, or agen-
cy of the Department of Justice of any func-
tion transferred to the Attorney General 
under this section. 

(b) RESPONSIBILITIES.—Subject to the di-
rection of the Attorney General, the Bureau 
shall be responsible for investigating—

(1) criminal and regulatory violations of 
the Federal firearms, explosives, arson, alco-
hol, and tobacco smuggling laws; 

(2) the functions transferred by subsection 
(c); and 

(3) any other function related to the inves-
tigation of violent crime or domestic ter-
rorism that is delegated to the Bureau by 
the Attorney General. 

(c) TRANSFER OF AUTHORITIES, FUNCTIONS, 
PERSONNEL, AND ASSETS TO THE DEPARTMENT 
OF JUSTICE.—

(1) IN GENERAL.—Subject to paragraph (2), 
but notwithstanding any other provision of 
law, there are transferred to the Department 
of Justice the authorities, functions, per-
sonnel, and assets of the Bureau of Alcohol, 
Tobacco and Firearms, which shall be main-
tained as a distinct entity within the De-
partment of Justice, including the related 
functions of the Secretary of the Treasury. 

(2) ADMINISTRATION AND REVENUE COLLEC-
TION FUNCTIONS.—There shall be retained 
within the Department of the Treasury the 
authorities, functions, personnel, and assets 
of the Bureau of Alcohol, Tobacco and Fire-
arms relating to the administration and en-
forcement of chapters 51 and 52 of the Inter-
nal Revenue Code of 1986, sections 4181 and 
4182 of the Internal Revenue Code of 1986, and 
title 27, United States Code. 

(3) BUILDING PROSPECTUS.—Prospectus 
PDC-98W10, giving the General Services Ad-
ministration the authority for site acquisi-
tion, design, and construction of a new head-
quarters building for the Bureau of Alcohol, 
Tobacco and Firearms, is transferred, and 
deemed to apply, to the Bureau of Alcohol, 
Tobacco, Firearms, and Explosives estab-
lished in the Department of Justice under 
subsection (a). 

(d) TAX AND TRADE BUREAU.—
(1) ESTABLISHMENT.—There is established 

within the Department of the Treasury the 
Tax and Trade Bureau. 

(2) ADMINISTRATOR.—The Tax and Trade 
Bureau shall be headed by an Administrator, 
who shall perform such duties as assigned by 
the Under Secretary for Enforcement of the 
Department of the Treasury. The Adminis-
trator shall occupy a career-reserved posi-
tion within the Senior Executive Service. 

(3) RESPONSIBILITIES.—The authorities, 
functions, personnel, and assets of the Bu-
reau of Alcohol, Tobacco and Firearms that 
are not transferred to the Department of 
Justice under this section shall be retained 
and administered by the Tax and Trade Bu-
reau. 
SEC. 1112. TECHNICAL AND CONFORMING 

AMENDMENTS. 
(a) The Inspector General Act of 1978 (5 

U.S.C. App.) is amended—
(1) in section 8D(b)(1) by striking ‘‘Bureau 

of Alcohol, Tobacco and Firearms’’ and in-
serting ‘‘Tax and Trade Bureau’’; and 

(2) in section 9(a)(1)(L)(i), by striking 
‘‘Bureau of Alcohol, Tobacco, and Firearms’’ 
and inserting ‘‘Tax and Trade Bureau’’. 

(b) Section 1109(c)(2)(A)(i) of the Consoli-
dated Omnibus Budget Reconciliation Act of 
1985 (7 U.S.C. 1445-3(c)(2)(A)(i)) is amended by 
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striking ‘‘(on ATF Form 3068) by manufac-
turers of tobacco products to the Bureau of 
Alcohol, Tobacco and Firearms’’ and insert-
ing ‘‘by manufacturers of tobacco products 
to the Tax and Trade Bureau’’. 

(c) Section 2(4)(J) of the Enhanced Border 
Security and Visa Entry Reform Act of 2002 
(Public Law 107-173; 8 U.S.C.A. 1701(4)(J)) is 
amended by striking ‘‘Bureau of Alcohol, To-
bacco, and Firearms’’ and inserting ‘‘Bureau 
of Alcohol, Tobacco, Firearms, and Explo-
sives, Department of Justice’’. 

(d) Section 3(1)(E) of the Firefighters’ Safe-
ty Study Act (15 U.S.C. 2223b(1)(E)) is amend-
ed by striking ‘‘the Bureau of Alcohol, To-
bacco, and Firearms,’’ and inserting ‘‘the Bu-
reau of Alcohol, Tobacco, Firearms, and Ex-
plosives, Department of Justice,’’. 

(e) Chapter 40 of title 18, United States 
Code, is amended—

(1) by striking section 841(k) and inserting 
the following: 

‘‘(k) ‘Attorney General’ means the Attor-
ney General of the United States.’’; 

(2) in section 846(a), by striking ‘‘the At-
torney General and the Federal Bureau of In-
vestigation, together with the Secretary’’ 
and inserting ‘‘the Federal Bureau of Inves-
tigation, together with the Bureau of Alco-
hol, Tobacco, Firearms, and Explosives’’; and 

(3) by striking ‘‘Secretary’’ each place it 
appears and inserting ‘‘Attorney General’’. 

(f) Chapter 44 of title 18, United States 
Code, is amended—

(1) in section 921(a)(4)(B), by striking 
‘‘Secretary’’ and inserting ‘‘Attorney Gen-
eral’’; 

(2) in section 921(a)(4), by striking 
‘‘Secretary of the Treasury’’ and inserting 
‘‘Attorney General’’; 

(3) in section 921(a), by striking paragraph 
(18) and inserting the following: 

‘‘(18) The term ‘Attorney General’ means 
the Attorney General of the United States’’; 

(4) in section 922(p)(5)(A), by striking 
‘‘after consultation with the Secretary’’ and 
inserting ‘‘after consultation with the Attor-
ney General’’; 

(5) in section 923(l), by striking ‘‘Secretary 
of the Treasury’’ and inserting ‘‘Attorney 
General’’; and 

(6) by striking ‘‘Secretary’’ each place it 
appears, except before ‘‘of the Army’’ in sec-
tion 921(a)(4) and before ‘‘of Defense’’ in sec-
tion 922(p)(5)(A), and inserting the term 
‘‘Attorney General’’. 

(g) Section 1261(a) of title 18, United States 
Code, is amended to read as follows: 

‘‘(a) The Attorney General—
‘‘(1) shall enforce the provisions of this 

chapter; and 
‘‘(2) has the authority to issue regulations 

to carry out the provisions of this chapter.’’. 
(h) Section 1952(c) of title 18, United States 

Code, is amended by striking ‘‘Secretary of 
the Treasury’’ and inserting ‘‘Attorney Gen-
eral’’. 

(i) Chapter 114 of title 18, United States 
Code, is amended—

(1) by striking section 2341(5), and inserting 
the following: 

‘‘(5) the term ‘Attorney General’ means the 
Attorney General of the United States’’; and 

(2) by striking ‘‘Secretary’’ each place it 
appears and inserting ‘‘Attorney General’’. 

(j) Section 6103(i)(8)(A)(i) of the Internal 
Revenue Code of 1986 (relating to confiden-
tiality and disclosure of returns and return 
information) is amended by striking ‘‘or the 
Bureau of Alcohol, Tobacco and Firearms’’ 
and inserting ‘‘, the Bureau of Alcohol, To-
bacco, Firearms, and Explosives, Depart-
ment of Justice, or the Tax and Trade Bu-
reau, Department of the Treasury,’’. 

(k) Section 7801(a) of the Internal Revenue 
Code of 1986 (relating to the authority of the 
Department of the Treasury) is amended—

(1) by striking ‘‘SECRETARY.—Except’’ and 
inserting ‘‘SECRETARY.—

‘‘(1) IN GENERAL.—Except’’; and 
(2) by adding at the end the following: 
‘‘(2) ADMINISTRATION AND ENFORCEMENT OF 

CERTAIN PROVISIONS BY ATTORNEY GENERAL.—
‘‘(A) IN GENERAL.—The administration and 

enforcement of the following provisions of 
this title shall be performed by or under the 
supervision of the Attorney General; and the 
term ‘Secretary’ or ‘Secretary of the Treas-
ury’ shall, when applied to those provisions, 
mean the Attorney General; and the term 
‘internal revenue officer’ shall, when applied 
to those provisions, mean any officer of the 
Bureau of Alcohol, Tobacco, Firearms, and 
Explosives so designated by the Attorney 
General: 

‘‘(i) Chapter 53. 
‘‘(ii) Chapters 61 through 80, to the extent 

such chapters relate to the enforcement and 
administration of the provisions referred to 
in clause (i). 

‘‘(B) USE OF EXISTING RULINGS AND INTER-
PRETATIONS.—Nothing in this Act alters or 
repeals the rulings and interpretations of the 
Bureau of Alcohol, Tobacco, and Firearms in 
effect on the effective date of the Homeland 
Security Act of 2002, which concern the pro-
visions of this title referred to in subpara-
graph (A). The Attorney General shall con-
sult with the Secretary to achieve uni-
formity and consistency in administering 
provisions under chapter 53 of title 26, 
United States Code.’’. 

(l) Section 2006(2) of title 28, United States 
Code, is amended by inserting ‘‘, the Direc-
tor, Bureau of Alcohol, Tobacco, Firearms, 
and Explosives, Department of Justice,’’ 
after ‘‘the Secretary of the Treasury’’. 

(m) Section 713 of title 31, United States 
Code, is amended—

(1) by striking the section heading and in-
serting the following: 

‘‘§ 713. Audit of Internal Revenue Service, Tax 
and Trade Bureau, and Bureau of Alcohol, 
Tobacco, Firearms, and Explosives’’; 
(2) in subsection (a), by striking ‘‘Bureau 

of Alcohol, Tobacco, and Firearms,’’ and in-
serting ‘‘Tax and Trade Bureau, Department 
of the Treasury, and the Bureau of Alcohol, 
Tobacco, Firearms, and Explosives, Depart-
ment of Justice’’; and 

(3) in subsection (b) 
(A) in paragraph (1)(B), by striking ‘‘or the 

Bureau’’ and inserting ‘‘or either Bureau’’; 
(B) in paragraph (2)—
(i) by striking ‘‘or the Bureau’’ and insert-

ing ‘‘or either Bureau’’; and 
(ii) by striking ‘‘and the Director of the 

Bureau’’ and inserting ‘‘the Tax and Trade 
Bureau, Department of the Treasury, and the 
Director of the Bureau of Alcohol, Tobacco, 
Firearms, and Explosives, Department of 
Justice’’; and 

(C) in paragraph (3), by striking ‘‘or the 
Bureau’’ and inserting ‘‘or either Bureau’’. 

(n) Section 9703 of title 31, United States 
Code, is amended—

(1) in subsection (a)(2)(B)—
(A) in clause (iii)(III), by inserting ‘‘and’’ 

after the semicolon; 
(B) in clause (iv), by striking ‘‘; and’’ and 

inserting a period; and 
(C) by striking clause (v); 
(2) by striking subsection (o); 
(3) by redesignating existing subsection (p) 

as subsection (o); and 
(4) in subsection (o)(1), as redesignated by 

paragraph (3), by striking ‘‘Bureau of Alco-
hol, Tobacco and Firearms’’ and inserting 
‘‘Tax and Trade Bureau’’. 

(o) Section 609N(2)(L) of the Justice Assist-
ance Act of 1984 (42 U.S.C. 10502(2)(L)) is 
amended by striking ‘‘Bureau of Alcohol, To-
bacco, and Firearms’’ and inserting ‘‘Bureau 
of Alcohol, Tobacco, Firearms, and Explo-
sives, Department of Justice’’. 

(p) Section 32401(a) of the Violent Crime 
Control and Law Enforcement Act of 1994 (42 
U.S.C. 13921(a)) is amended—

(1) by striking ‘‘Secretary of the Treasury’’ 
each place it appears and inserting 
‘‘Attorney General’’; and 

(2) in subparagraph (3)(B), by striking 
‘‘Bureau of Alcohol, Tobacco and Firearms’’ 
and inserting ‘‘Bureau of Alcohol, Tobacco, 
Firearms, and Explosives, Department of 
Justice’’. 

(q) Section 80303 of title 49, United States 
Code, is amended—

(1) by inserting ‘‘or, when the violation of 
this chapter involves contraband described 
in paragraph (2) or (5) of section 80302(a), the 
Attorney General’’ after ‘‘section 80304 of 
this title.’’; and 

(2) by inserting ‘‘, the Attorney General,’’ 
after ‘‘by the Secretary’’. 

(r) Section 80304 of title 49, United States 
Code, is amended—

(1) in subsection (a), by striking ‘‘(b) and 
(c)’’ and inserting ‘‘(b), (c), and (d)’’; 

(2) by redesignating subsection (d) as sub-
section (e); and 

(3) by inserting after subsection (c), the 
following: 

‘‘(d) ATTORNEY GENERAL.—The Attorney 
General, or officers, employees, or agents of 
the Bureau of Alcohol, Tobacco, Firearms, 
and Explosives, Department of Justice des-
ignated by the Attorney General, shall carry 
out the laws referred to in section 80306(b) of 
this title to the extent that the violation of 
this chapter involves contraband described 
in section 80302 (a)(2) or (a)(5).’’. 

(s) Section 103 of the Gun Control Act of 
1968 (Public Law 90–618; 82 Stat. 1226) is 
amended by striking ‘‘Secretary of the 
Treasury’’ and inserting ‘‘Attorney Gen-
eral’’. 
SEC. 1113. POWERS OF AGENTS OF THE BUREAU 

OF ALCOHOL, TOBACCO, FIREARMS, 
AND EXPLOSIVES. 

Chapter 203 of title 18, United States Code, 
is amended by adding the following: 
‘‘§ 3051. Powers of Special Agents of Bureau 

of Alcohol, Tobacco, Firearms, and Explo-
sives. 
‘‘(a) Special agents of the Bureau of Alco-

hol, Tobacco, Firearms, and Explosives, as 
well as any other investigator or officer 
charged by the Attorney General with the 
duty of enforcing any of the criminal, sei-
zure, or forfeiture provisions of the laws of 
the United States, may carry firearms, serve 
warrants and subpoenas issued under the au-
thority of the United States and make ar-
rests without warrant for any offense 
against the United States committed in 
their presence, or for any felony cognizable 
under the laws of the United States if they 
have reasonable grounds to believe that the 
person to be arrested has committed or is 
committing such felony. 

‘‘(b) Any special agent of the Bureau of Al-
cohol, Tobacco, Firearms, and Explosives 
may, in respect to the performance of his or 
her duties, make seizures of property subject 
to forfeiture to the United States. 

‘‘(c)(1) Except as provided in paragraphs (2) 
and (3), and except to the extent that such 
provisions conflict with the provisions of 
section 983 of title 18, United States Code, in-
sofar as section 983 applies, the provisions of 
the Customs laws relating to—

‘‘(A) the seizure, summary and judicial for-
feiture, and condemnation of property; 

‘‘(B) the disposition of such property; 
‘‘(C) the remission or mitigation of such 

forfeiture; and 
‘‘(D) the compromise of claims, 

shall apply to seizures and forfeitures in-
curred, or alleged to have been incurred, 
under any applicable provision of law en-
forced or administered by the Bureau of Al-
cohol, Tobacco, Firearms, and Explosives. 
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‘‘(2) For purposes of paragraph (1), duties 

that are imposed upon a customs officer or 
any other person with respect to the seizure 
and forfeiture of property under the customs 
laws of the United States shall be performed 
with respect to seizures and forfeitures of 
property under this section by such officers, 
agents, or any other person as may be au-
thorized or designated for that purpose by 
the Attorney General. 

‘‘(3) Notwithstanding any other provision 
of law, the disposition of firearms forfeited 
by reason of a violation of any law of the 
United States shall be governed by the provi-
sions of section 5872(b) of the Internal Rev-
enue Code of 1986.’’. 
SEC. 1114. EXPLOSIVES TRAINING AND RE-

SEARCH FACILITY. 
(a) ESTABLISHMENT.—There is established 

within the Bureau an Explosives Training 
and Research Facility at Fort AP Hill, Fred-
ericksburg, Virginia. 

(b) PURPOSE.—The facility established 
under subsection (a) shall be utilized to train 
Federal, State, and local law enforcement of-
ficers to— 

(1) investigate bombings and explosions; 
(2) properly handle, utilize, and dispose of 

explosive materials and devices; 
(3) train canines on explosive detection; 

and 
(4) conduct research on explosives. 
(c) AUTHORIZATION OF APPROPRIATIONS.—
(1) IN GENERAL.—There are authorized to be 

appropriated such sums as may be necessary 
to establish and maintain the facility estab-
lished under subsection (a). 

(2) AVAILABILITY OF FUNDS.—Any amounts 
appropriated pursuant to paragraph (1) shall 
remain available until expended. 
SEC. 1115. PERSONNEL MANAGEMENT DEM-

ONSTRATION PROJECT. 
Notwithstanding any other provision of 

law, the Personnel Management Demonstra-
tion Project established under section 102 of 
title I of Division C of the Omnibus Consoli-
dated and Emergency Supplemental Appro-
priations Act for Fiscal Year 1999 (Pub. L. 
105–277; 122 Stat. 2681–585) shall be trans-
ferred to the Attorney General of the United 
States for continued use by the Bureau of Al-
cohol, Tobacco, Firearms, and Explosives, 
Department of Justice, and the Secretary of 
the Treasury for continued use by the Tax 
and Trade Bureau. 

Subtitle C—Explosives 
SEC. 1121. SHORT TITLE. 

This subtitle may be referred to as the 
‘‘Safe Explosives Act’’. 
SEC. 1122. PERMITS FOR PURCHASERS OF EXPLO-

SIVES. 
(a) DEFINITIONS.—Section 841 of title 18, 

United States Code, is amended—
(1) by striking subsection (j) and inserting 

the following: 
‘‘(j) ‘Permittee’ means any user of explo-

sives for a lawful purpose, who has obtained 
either a user permit or a limited permit 
under the provisions of this chapter.’’; and 

(2) by adding at the end the following: 
‘‘(r) ‘Alien’ means any person who is not a 

citizen or national of the United States. 
‘‘(s) ‘Responsible person’ means an indi-

vidual who has the power to direct the man-
agement and policies of the applicant per-
taining to explosive materials.’’. 

(b) PERMITS FOR PURCHASE OF EXPLO-
SIVES.—Section 842 of title 18, United States 
Code, is amended—

(1) in subsection (a)(2), by striking ‘‘and’’ 
at the end; 

(2) by striking subsection (a)(3) and insert-
ing the following: 

‘‘(3) other than a licensee or permittee 
knowingly—

‘‘(A) to transport, ship, cause to be trans-
ported, or receive any explosive materials; or 

‘‘(B) to distribute explosive materials to 
any person other than a licensee or per-
mittee; or 

‘‘(4) who is a holder of a limited permit—
‘‘(A) to transport, ship, cause to be trans-

ported, or receive in interstate or foreign 
commerce any explosive materials; or 

‘‘(B) to receive explosive materials from a 
licensee or permittee, whose premises are lo-
cated outside the State of residence of the 
limited permit holder, or on more than 6 sep-
arate occasions, during the period of the per-
mit, to receive explosive materials from 1 or 
more licensees or permittees whose premises 
are located within the State of residence of 
the limited permit holder.’’; and 

(3) by striking subsection (b) and inserting 
the following: 

‘‘(b) It shall be unlawful for any licensee or 
permittee to knowingly distribute any explo-
sive materials to any person other than—

‘‘(1) a licensee; 
‘‘(2) a holder of a user permit; or 
‘‘(3) a holder of a limited permit who is a 

resident of the State where distribution is 
made and in which the premises of the trans-
feror are located.’’. 

(c) LICENSES AND USER PERMITS.—Section 
843(a) of title 18, United States Code, is 
amended—

(1) in the first sentence—
(A) by inserting ‘‘or limited permit’’ after 

‘‘user permit’’; and 
(B) by inserting before the period at the 

end the following: ‘‘, including the names of 
and appropriate identifying information re-
garding all employees who will be authorized 
by the applicant to possess explosive mate-
rials, as well as fingerprints and a photo-
graph of each responsible person’’; 

(2) in the second sentence, by striking 
‘‘$200 for each’’ and inserting ‘‘$50 for a lim-
ited permit and $200 for any other’’; and 

(3) by striking the third sentence and in-
serting ‘‘Each license or user permit shall be 
valid for not longer than 3 years from the 
date of issuance and each limited permit 
shall be valid for not longer than 1 year from 
the date of issuance. Each license or permit 
shall be renewable upon the same conditions 
and subject to the same restrictions as the 
original license or permit, and upon payment 
of a renewal fee not to exceed one-half of the 
original fee.’’. 

(d) CRITERIA FOR APPROVING LICENSES AND 
PERMITS.—Section 843(b) of title 18, United 
States Code, is amended—

(1) by striking paragraph (1) and inserting 
the following: 

‘‘(1) the applicant (or, if the applicant is a 
corporation, partnership, or association, 
each responsible person with respect to the 
applicant) is not a person described in sec-
tion 842(i);’’; 

(2) in paragraph (4)—
(A) by inserting ‘‘(A) the Secretary verifies 

by inspection or, if the application is for an 
original limited permit or the first or second 
renewal of such a permit, by such other 
means as the Secretary determines appro-
priate, that’’ before ‘‘the applicant’’; and 

(B) by adding at the end the following: 
‘‘(B) subparagraph (A) shall not apply to an 

applicant for the renewal of a limited permit 
if the Secretary has verified, by inspection 
within the preceding 3 years, the matters de-
scribed in subparagraph (A) with respect to 
the applicant; and’’; 

(3) in paragraph (5), by striking the period 
at the end and inserting a semicolon; and 

(4) by adding at the end the following: 
‘‘(6) none of the employees of the applicant 

who will be authorized by the applicant to 
possess explosive materials is any person de-
scribed in section 842(i); and 

‘‘(7) in the case of a limited permit, the ap-
plicant has certified in writing that the ap-
plicant will not receive explosive materials 

on more than 6 separate occasions during the 
12-month period for which the limited permit 
is valid.’’. 

(e) APPLICATION APPROVAL.—Section 843(c) 
of title 18, United States Code, is amended by 
striking ‘‘forty-five days’’ and inserting ‘‘90 
days for licenses and permits,’’. 

(f) INSPECTION AUTHORITY.—Section 843(f) 
of title 18, United States Code, is amended—

(1) in the first sentence—
(A) by striking ‘‘permittees’’ and inserting 

‘‘holders of user permits’’; and 
(B) by inserting ‘‘licensees and permittees’’ 

before ‘‘shall submit’’; 
(2) in the second sentence, by striking 

‘‘permittee’’ the first time it appears and in-
serting ‘‘holder of a user permit’’; and 

(3) by adding at the end the following: 
‘‘The Secretary may inspect the places of 
storage for explosive materials of an appli-
cant for a limited permit or, at the time of 
renewal of such permit, a holder of a limited 
permit, only as provided in subsection (b)(4). 

(g) POSTING OF PERMITS.—Section 843(g) of 
title 18, United States Code, is amended by 
inserting ‘‘user’’ before ‘‘permits’’. 

(h) BACKGROUND CHECKS; CLEARANCES.—
Section 843 of title 18, United States Code, is 
amended by adding at the end the following: 

‘‘(h)(1) If the Secretary receives, from an 
employer, the name and other identifying in-
formation of a responsible person or an em-
ployee who will be authorized by the em-
ployer to possess explosive materials in the 
course of employment with the employer, 
the Secretary shall determine whether the 
responsible person or employee is one of the 
persons described in any paragraph of sec-
tion 842(i). In making the determination, the 
Secretary may take into account a letter or 
document issued under paragraph (2). 

‘‘(2)(A) If the Secretary determines that 
the responsible person or the employee is not 
one of the persons described in any para-
graph of section 842(i), the Secretary shall 
notify the employer in writing or electroni-
cally of the determination and issue, to the 
responsible person or employee, a letter of 
clearance, which confirms the determina-
tion. 

‘‘(B) If the Secretary determines that the 
responsible person or employee is one of the 
persons described in any paragraph of sec-
tion 842(i), the Secretary shall notify the em-
ployer in writing or electronically of the de-
termination and issue to the responsible per-
son or the employee, as the case may be, a 
document that—

‘‘(i) confirms the determination; 
‘‘(ii) explains the grounds for the deter-

mination; 
‘‘(iii) provides information on how the dis-

ability may be relieved; and 
‘‘(iv) explains how the determination may 

be appealed.’’. 
(i) EFFECTIVE DATE.—
(1) IN GENERAL.—The amendments made by 

this section shall take effect 180 days after 
the date of enactment of this Act. 

(2) EXCEPTION.—Notwithstanding any pro-
vision of this Act, a license or permit issued 
under section 843 of title 18, United States 
Code, before the date of enactment of this 
Act, shall remain valid until that license or 
permit is revoked under section 843(d) or ex-
pires, or until a timely application for re-
newal is acted upon. 
SEC. 1123. PERSONS PROHIBITED FROM RECEIV-

ING OR POSSESSING EXPLOSIVE MA-
TERIALS. 

(a) DISTRIBUTION OF EXPLOSIVES.—Section 
842(d) of title 18, United States Code, is 
amended—

(1) in paragraph (5), by striking ‘‘or’’ at the 
end; 

(2) in paragraph (6), by striking the period 
at the end and inserting ‘‘or who has been 
committed to a mental institution;’’; and 
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(3) by adding at the end the following: 
‘‘(7) is an alien, other than an alien who—
‘‘(A) is lawfully admitted for permanent 

residence (as defined in section 101 (a)(20) of 
the Immigration and Nationality Act); or 

‘‘(B) is in lawful nonimmigrant status, is a 
refugee admitted under section 207 of the Im-
migration and Nationality Act (8 U.S.C. 
1157), or is in asylum status under section 208 
of the Immigration and Nationality Act (8 
U.S.C. 1158), and— 

‘‘(i) is a foreign law enforcement officer of 
a friendly foreign government, as determined 
by the Secretary in consultation with the 
Secretary of State, entering the United 
States on official law enforcement business, 
and the shipping, transporting, possession, 
or receipt of explosive materials is in fur-
therance of this official law enforcement 
business; 

‘‘(ii) is a person having the power to direct 
or cause the direction of the management 
and policies of a corporation, partnership, or 
association licensed pursuant to section 
843(a), and the shipping, transporting, pos-
session, or receipt of explosive materials is 
in furtherance of such power; 

‘‘(iii) is a member of a North Atlantic 
Treaty Organization (NATO) or other friend-
ly foreign military force, as determined by 
the Secretary in consultation with the Sec-
retary of Defense, (whether or not admitted 
in a nonimmigrant status) who is present in 
the United States under military orders for 
training or other military purpose author-
ized by the United States, and the shipping, 
transporting, possession, or receipt of explo-
sive materials is in furtherance of the mili-
tary purpose; or 

‘‘(iv) is lawfully present in the United 
States in cooperation with the Director of 
Central Intelligence, and the shipment, 
transportation, receipt, or possession of the 
explosive materials is in furtherance of such 
cooperation; 

‘‘(8) has been discharged from the armed 
forces under dishonorable conditions; 

‘‘(9) having been a citizen of the United 
States, has renounced the citizenship of that 
person.’’. 

(b) POSSESSION OF EXPLOSIVE MATERIALS.—
Section 842(i) of title 18, United States Code, 
is amended—

(1) in paragraph (3), by striking ‘‘or’’ at the 
end; and 

(2) by inserting after paragraph (4) the fol-
lowing: 

‘‘(5) who is an alien, other than an alien 
who—

‘‘(A) is lawfully admitted for permanent 
residence (as that term is defined in section 
101(a)(20) of the Immigration and Nationality 
Act); or 

‘‘(B) is in lawful nonimmigrant status, is a 
refugee admitted under section 207 of the Im-
migration and Nationality Act (8 U.S.C. 
1157), or is in asylum status under section 208 
of the Immigration and Nationality Act (8 
U.S.C. 1158), and—

‘‘(i) is a foreign law enforcement officer of 
a friendly foreign government, as determined 
by the Secretary in consultation with the 
Secretary of State, entering the United 
States on official law enforcement business, 
and the shipping, transporting, possession, 
or receipt of explosive materials is in fur-
therance of this official law enforcement 
business; 

‘‘(ii) is a person having the power to direct 
or cause the direction of the management 
and policies of a corporation, partnership, or 
association licensed pursuant to section 
843(a), and the shipping, transporting, pos-
session, or receipt of explosive materials is 
in furtherance of such power; 

‘‘(iii) is a member of a North Atlantic 
Treaty Organization (NATO) or other friend-
ly foreign military force, as determined by 

the Secretary in consultation with the Sec-
retary of Defense, (whether or not admitted 
in a nonimmigrant status) who is present in 
the United States under military orders for 
training or other military purpose author-
ized by the United States, and the shipping, 
transporting, possession, or receipt of explo-
sive materials is in furtherance of the mili-
tary purpose; or 

‘‘(iv) is lawfully present in the United 
States in cooperation with the Director of 
Central Intelligence, and the shipment, 
transportation, receipt, or possession of the 
explosive materials is in furtherance of such 
cooperation; 

‘‘(6) who has been discharged from the 
armed forces under dishonorable conditions; 

‘‘(7) who, having been a citizen of the 
United States, has renounced the citizenship 
of that person’’; and 

(3) by inserting ‘‘or affecting’’ before 
‘‘interstate’’ each place that term appears. 
SEC. 1124. REQUIREMENT TO PROVIDE SAMPLES 

OF EXPLOSIVE MATERIALS AND AM-
MONIUM NITRATE. 

Section 843 of title 18, United States Code, 
as amended by this Act, is amended by add-
ing at the end the following: 

‘‘(i) FURNISHING OF SAMPLES.—
‘‘(1) IN GENERAL.—Licensed manufacturers 

and licensed importers and persons who man-
ufacture or import explosive materials or 
ammonium nitrate shall, when required by 
letter issued by the Secretary, furnish—

‘‘(A) samples of such explosive materials or 
ammonium nitrate; 

‘‘(B) information on chemical composition 
of those products; and 

‘‘(C) any other information that the Sec-
retary determines is relevant to the identi-
fication of the explosive materials or to 
identification of the ammonium nitrate.

‘‘(2) REIMBURSEMENT.—The Secretary shall, 
by regulation, authorize reimbursement of 
the fair market value of samples furnished 
pursuant to this subsection, as well as the 
reasonable costs of shipment.’’.
SEC. 1125. DESTRUCTION OF PROPERTY OF INSTI-

TUTIONS RECEIVING FEDERAL FI-
NANCIAL ASSISTANCE. 

Section 844(f)(1) of title 18, United States 
Code, is amended by inserting before the 
word ‘‘shall’’ the following: ‘‘or any institu-
tion or organization receiving Federal finan-
cial assistance,’’. 
SEC. 1126. RELIEF FROM DISABILITIES. 

Section 845(b) of title 18, United States 
Code, is amended to read as follows: 

‘‘(b)(1) A person who is prohibited from 
shipping, transporting, receiving, or pos-
sessing any explosive under section 842(i) 
may apply to the Secretary for relief from 
such prohibition. 

‘‘(2) The Secretary may grant the relief re-
quested under paragraph (1) if the Secretary 
determines that the circumstances regarding 
the applicability of section 842(i), and the ap-
plicant’s record and reputation, are such 
that the applicant will not be likely to act in 
a manner dangerous to public safety and 
that the granting of such relief is not con-
trary to the public interest. 

‘‘(3) A licensee or permittee who applies for 
relief, under this subsection, from the dis-
abilities incurred under this chapter as a re-
sult of an indictment for or conviction of a 
crime punishable by imprisonment for a 
term exceeding 1 year shall not be barred by 
such disability from further operations 
under the license or permit pending final ac-
tion on an application for relief filed pursu-
ant to this section.’’. 
SEC. 1127. THEFT REPORTING REQUIREMENT. 

Section 844 of title 18, United States Code, 
is amended by adding at the end the fol-
lowing: 

‘‘(p) THEFT REPORTING REQUIREMENT.—

‘‘(1) IN GENERAL.—A holder of a license or 
permit who knows that explosive materials 
have been stolen from that licensee or per-
mittee, shall report the theft to the Sec-
retary not later than 24 hours after the dis-
covery of the theft. 

‘‘(2) PENALTY.—A holder of a license or per-
mit who does not report a theft in accord-
ance with paragraph (1), shall be fined not 
more than $10,000, imprisoned not more than 
5 years, or both.’’. 
SEC. 1128. AUTHORIZATION OF APPROPRIATIONS. 

There is authorized to be appropriated 
such sums as necessary to carry out this sub-
title and the amendments made by this sub-
title. 

TITLE XII—AIRLINE WAR RISK 
INSURANCE LEGISLATION 

SEC. 1201. AIR CARRIER LIABILITY FOR THIRD 
PARTY CLAIMS ARISING OUT OF 
ACTS OF TERRORISM. 

Section 44303 of title 49, United States 
Code, is amended—

(1) by inserting ‘‘(a) IN GENERAL.—’’ before 
‘‘The Secretary of Transportation’’; 

(2) by moving the text of paragraph (2) of 
section 201(b) of the Air Transportation Safe-
ty and System Stabilization Act (115 Stat. 
235) to the end and redesignating such para-
graph as subsection (b); 

(3) in subsection (b) (as so redesignated)—
(A) by striking the subsection heading and 

inserting ‘‘AIR CARRIER LIABILITY FOR THIRD 
PARTY CLAIMS ARISING OUT OF ACTS OF TER-
RORISM.—’’; 

(B) in the first sentence by striking ‘‘the 
180-day period following the date of enact-
ment of this Act, the Secretary of Transpor-
tation’’ and inserting ‘‘the period beginning 
on September 22, 2001, and ending on Decem-
ber 31, 2003, the Secretary’’; and 

(C) in the last sentence by striking ‘‘this 
paragraph’’ and inserting ‘‘this subsection’’. 
SEC. 1202. EXTENSION OF INSURANCE POLICIES. 

Section 44302 of title 49, United States 
Code, is amended by adding at the end the 
following: 

‘‘(f) EXTENSION OF POLICIES.—
‘‘(1) IN GENERAL.—The Secretary shall ex-

tend through August 31, 2003, and may ex-
tend through December 31, 2003, the termi-
nation date of any insurance policy that the 
Department of Transportation issued to an 
air carrier under subsection (a) and that is in 
effect on the date of enactment of this sub-
section on no less favorable terms to the air 
carrier than existed on June 19, 2002; except 
that the Secretary shall amend the insur-
ance policy, subject to such terms and condi-
tions as the Secretary may prescribe, to add 
coverage for losses or injuries to aircraft 
hulls, passengers, and crew at the limits car-
ried by air carriers for such losses and inju-
ries as of such date of enactment and at an 
additional premium comparable to the pre-
mium charged for third-party casualty cov-
erage under such policy. 

‘‘(2) SPECIAL RULES.—Notwithstanding 
paragraph (1)—

‘‘(A) in no event shall the total premium 
paid by the air carrier for the policy, as 
amended, be more than twice the premium 
that the air carrier was paying to the De-
partment of Transportation for its third 
party policy as of June 19, 2002; and 

‘‘(B) the coverage in such policy shall 
begin with the first dollar of any covered 
loss that is incurred.’’. 
SEC. 1203. CORRECTION OF REFERENCE. 

Effective November 19, 2001, section 147 of 
the Aviation and Transportation Security 
Act (Public Law 107–71) is amended by strik-
ing ‘‘(b)’’ and inserting ‘‘(c)’’. 
SEC. 1204. REPORT. 

Not later than 90 days after the date of en-
actment of this Act, the Secretary shall 
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transmit to the Committee on Commerce, 
Science, and Transportation of the Senate 
and the Committee on Transportation and 
Infrastructure of the House of Representa-
tives a report that—

(A) evaluates the availability and cost of 
commercial war risk insurance for air car-
riers and other aviation entities for pas-
sengers and third parties; 

(B) analyzes the economic effect upon air 
carriers and other aviation entities of avail-
able commercial war risk insurance; and 

(C) describes the manner in which the De-
partment could provide an alternative means 
of providing aviation war risk reinsurance 
covering passengers, crew, and third parties 
through use of a risk-retention group or by 
other means. 

TITLE XIII—FEDERAL WORKFORCE 
IMPROVEMENT 

Subtitle A—Chief Human Capital Officers 
SEC. 1301. SHORT TITLE. 

This title may be cited as the ‘‘Chief 
Human Capital Officers Act of 2002’’. 
SEC. 1302. AGENCY CHIEF HUMAN CAPITAL OFFI-

CERS. 
(a) IN GENERAL.—Part II of title 5, United 

States Code, is amended by inserting after 
chapter 13 the following: 

‘‘CHAPTER 14—AGENCY CHIEF HUMAN 
CAPITAL OFFICERS

‘‘Sec. 
‘‘1401. Establishment of agency Chief Human 

Capital Officers. 
‘‘1402. Authority and functions of agency 

Chief Human Capital Officers.
‘‘§ 1401. Establishment of agency Chief 

Human Capital Officers 
‘‘The head of each agency referred to under 

paragraphs (1) and (2) of section 901(b) of 
title 31 shall appoint or designate a Chief 
Human Capital Officer, who shall—

‘‘(1) advise and assist the head of the agen-
cy and other agency officials in carrying out 
the agency’s responsibilities for selecting, 
developing, training, and managing a high-
quality, productive workforce in accordance 
with merit system principles; 

‘‘(2) implement the rules and regulations of 
the President and the Office of Personnel 
Management and the laws governing the 
civil service within the agency; and 

‘‘(3) carry out such functions as the pri-
mary duty of the Chief Human Capital Offi-
cer. 
‘‘§ 1402. Authority and functions of agency 

Chief Human Capital Officers 
‘‘(a) The functions of each Chief Human 

Capital Officer shall include—
‘‘(1) setting the workforce development 

strategy of the agency; 
‘‘(2) assessing workforce characteristics 

and future needs based on the agency’s mis-
sion and strategic plan; 

‘‘(3) aligning the agency’s human resources 
policies and programs with organization mis-
sion, strategic goals, and performance out-
comes; 

‘‘(4) developing and advocating a culture of 
continuous learning to attract and retain 
employees with superior abilities; 

‘‘(5) identifying best practices and 
benchmarking studies, and 

‘‘(6) applying methods for measuring intel-
lectual capital and identifying links of that 
capital to organizational performance and 
growth. 

‘‘(b) In addition to the authority otherwise 
provided by this section, each agency Chief 
Human Capital Officer—

‘‘(1) shall have access to all records, re-
ports, audits, reviews, documents, papers, 
recommendations, or other material that—

‘‘(A) are the property of the agency or are 
available to the agency; and 

‘‘(B) relate to programs and operations 
with respect to which that agency Chief 
Human Capital Officer has responsibilities 
under this chapter; and 

‘‘(2) may request such information or as-
sistance as may be necessary for carrying 
out the duties and responsibilities provided 
by this chapter from any Federal, State, or 
local governmental entity.’’. 

(b) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of chapters for chapters for 
part II of title 5, United States Code, is 
amended by inserting after the item relating 
to chapter 13 the following:
‘‘14. Agency Chief Human Capital Of-

ficers ............................................ 1401’’.
SEC. 1303. CHIEF HUMAN CAPITAL OFFICERS 

COUNCIL. 
(a) ESTABLISHMENT.—There is established a 

Chief Human Capital Officers Council, con-
sisting of—

(1) the Director of the Office of Personnel 
Management, who shall act as chairperson of 
the Council; 

(2) the Deputy Director for Management of 
the Office of Management and Budget, who 
shall act as vice chairperson of the Council; 
and 

(3) the Chief Human Capital Officers of Ex-
ecutive departments and any other members 
who are designated by the Director of the Of-
fice of Personnel Management. 

(b) FUNCTIONS.—The Chief Human Capital 
Officers Council shall meet periodically to 
advise and coordinate the activities of the 
agencies of its members on such matters as 
modernization of human resources systems, 
improved quality of human resources infor-
mation, and legislation affecting human re-
sources operations and organizations. 

(c) EMPLOYEE LABOR ORGANIZATIONS AT 
MEETINGS.—The Chief Human Capital Offi-
cers Council shall ensure that representa-
tives of Federal employee labor organiza-
tions are present at a minimum of 1 meeting 
of the Council each year. Such representa-
tives shall not be members of the Council. 

(d) ANNUAL REPORT.—Each year the Chief 
Human Capital Officers Council shall submit 
a report to Congress on the activities of the 
Council. 
SEC. 1304. STRATEGIC HUMAN CAPITAL MANAGE-

MENT. 
Section 1103 of title 5, United States Code, 

is amended by adding at the end the fol-
lowing: 

‘‘(c)(1) The Office of Personnel Manage-
ment shall design a set of systems, including 
appropriate metrics, for assessing the man-
agement of human capital by Federal agen-
cies. 

‘‘(2) The systems referred to under para-
graph (1) shall be defined in regulations of 
the Office of Personnel Management and in-
clude standards for—

‘‘(A)(i) aligning human capital strategies 
of agencies with the missions, goals, and or-
ganizational objectives of those agencies; 
and

‘‘(ii) integrating those strategies into the 
budget and strategic plans of those agencies; 

‘‘(B) closing skill gaps in mission critical 
occupations; 

‘‘(C) ensuring continuity of effective lead-
ership through implementation of recruit-
ment, development, and succession plans; 

‘‘(D) sustaining a culture that cultivates 
and develops a high performing workforce; 

‘‘(E) developing and implementing a 
knowledge management strategy supported 
by appropriate investment in training and 
technology; and 

‘‘(F) holding managers and human re-
sources officers accountable for efficient and 
effective human resources management in 
support of agency missions in accordance 
with merit system principles.’’. 

SEC. 1305. EFFECTIVE DATE. 
This subtitle shall take effect 180 days 

after the date of enactment of this Act. 
Subtitle B—Reforms Relating to Federal 

Human Capital Management 
SEC. 1311. INCLUSION OF AGENCY HUMAN CAP-

ITAL STRATEGIC PLANNING IN PER-
FORMANCE PLANS AND PROGRAMS 
PERFORMANCE REPORTS. 

(a) PERFORMANCE PLANS.—Section 1115 of 
title 31, United States Code, is amended—

(1) in subsection (a), by striking paragraph 
(3) and inserting the following: 

‘‘(3) provide a description of how the per-
formance goals and objectives are to be 
achieved, including the operation processes, 
training, skills and technology, and the 
human, capital, information, and other re-
sources and strategies required to meet 
those performance goals and objectives.’’; 

(2) by redesignating subsection (f) as sub-
section (g); and 

(3) by inserting after subsection (e) the fol-
lowing: 

‘‘(f) With respect to each agency with a 
Chief Human Capital Officer, the Chief 
Human Capital Officer shall prepare that 
portion of the annual performance plan de-
scribed under subsection (a)(3).’’. 

(b) PROGRAM PERFORMANCE REPORTS.—Sec-
tion 1116(d) of title 31, United States Code, is 
amended—

(1) in paragraph (4), by striking ‘‘and’’ 
after the semicolon; 

(2) by redesignating paragraph (5) as para-
graph (6); and 

(3) by inserting after paragraph (4) the fol-
lowing: 

‘‘(5) include a review of the performance 
goals and evaluation of the performance plan 
relative to the agency’s strategic human 
capital management; and’’. 
SEC. 1312. REFORM OF THE COMPETITIVE SERV-

ICE HIRING PROCESS. 
(a) IN GENERAL.—Chapter 33 of title 5, 

United States Code, is amended—
(1) in section 3304(a)—
(A) in paragraph (1), by striking ‘‘and’’ 

after the semicolon; 
(B) in paragraph (2), by striking the period 

and inserting ‘‘; and’’; and 
(C) by adding at the end of the following: 
‘‘(3) authority for agencies to appoint, 

without regard to the provision of sections 
3309 through 3318, candidates directly to po-
sitions for which—

‘‘(A) public notice has been given; and 
‘‘(B) the Office of Personnel Management 

has determined that there exists a severe 
shortage of candidates or there is a critical 
hiring need. 
The Office shall prescribe, by regulation, cri-
teria for identifying such positions and may 
delegate authority to make determinations 
under such criteria.’’; and 

(2) by inserting after section 3318 the fol-
lowing: 
‘‘§ 3319. Alternative ranking and selection 

procedures 
‘‘(a) The Office, in exercising its authority 

under section 3304, or an agency to which the 
Office has delegated examining authority 
under section 1104(a)(2), may establish cat-
egory rating systems for evaluating appli-
cants for positions in the competitive serv-
ice, under 2 or more quality categories based 
on merit consistent with regulations pre-
scribed by the Office of Personnel Manage-
ment, rather than assigned individual nu-
merical ratings. 

‘‘(b) Within each quality category estab-
lished under subsection (a), preference-eligi-
bles shall be listed ahead of individuals who 
are not preference eligibles. For other than 
scientific and professional positions at GS–9 
of the General Schedule (equivalent or high-
er), qualified preference-eligibles who have a 
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compensable service-connected disability of 
10 percent or more shall be listed in the high-
est quality category. 

‘‘(c)(1) An appointing official may select 
any applicant in the highest quality cat-
egory or, if fewer than 3 candidates have 
been assigned to the highest quality cat-
egory, in a merged category consisting of the 
highest and the second highest quality cat-
egories. 

‘‘(2) Notwithstanding paragraph (1), the ap-
pointing official may not pass over a pref-
erence-eligible in the same category from 
which selection is made, unless the require-
ments of section 3317(b) or 3318(b), as applica-
ble, are satisfied. 

‘‘(d) Each agency that establishes a cat-
egory rating system under this section shall 
submit in each of the 3 years following that 
establishment, a report to Congress on that 
system including information on—

‘‘(1) the number of employees hired under 
that system; 

‘‘(2) the impact that system has had on the 
hiring of veterans and minorities, including 
those who are American Indian or Alaska 
Natives, Asian, Black or African American, 
and native Hawaiian or other Pacific Island-
ers; and 

‘‘(3) the way in which managers were 
trained in the administration of that system. 

‘‘(e) The Office of Personnel Management 
may prescribe such regulations as it con-
siders necessary to carry out the provisions 
of this section.’’. 

(b) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of sections for chapter 33 of 
title 5, United States Code, is amended by 
striking the item relating to section 3319 and 
inserting the following:
‘‘3319. Alternative ranking and selection pro-

cedures.’’.
SEC. 1313. PERMANENT EXTENSION, REVISION, 

AND EXPANSION OF AUTHORITIES 
FOR USE OF VOLUNTARY SEPARA-
TION INCENTIVE PAY AND VOL-
UNTARY EARLY RETIREMENT. 

(a) VOLUNTARY SEPARATION INCENTIVE PAY-
MENTS.—

(1) IN GENERAL.—
(A) AMENDMENT TO TITLE 5, UNITED STATES 

CODE.—Chapter 35 of title 5, United States 
Code, is amended by inserting after sub-
chapter I the following: 

‘‘SUBCHAPTER II—VOLUNTARY 
SEPARATION INCENTIVE PAYMENTS 

‘‘§ 3521. Definitions 
‘‘In this subchapter, the term—
‘‘(1) ‘agency’ means an Executive agency as 

defined under section 105; and 
‘‘(2) ‘employee’—
‘‘(A) means an employee as defined under 

section 2105 employed by an agency and an 
individual employed by a county committee 
established under section 8(b)(5) of the Soil 
Conservation and Domestic Allotment Act 
(16 U.S.C. 590h(b)(5)) who—

‘‘(i) is serving under an appointment with-
out time limitation; and 

‘‘(ii) has been currently employed for a 
continuous period of at least 3 years; and 

‘‘(B) shall not include—
‘‘(i) a reemployed annuitant under sub-

chapter III of chapter 83 or 84 or another re-
tirement system for employees of the Gov-
ernment; 

‘‘(ii) an employee having a disability on 
the basis of which such employee is or would 
be eligible for disability retirement under 
subchapter III of chapter 83 or 84 or another 
retirement system for employees of the Gov-
ernment. 

‘‘(iii) an employee who is in receipt of a de-
cision notice of involuntary separation for 
misconduct or unacceptable performance; 

‘‘(iv) an employee who has previously re-
ceived any voluntary separation incentive 

payment from the Federal Government 
under this subchapter or any other author-
ity; 

‘‘(v) an employee covered by statutory re-
employment rights who is on transfer em-
ployment with another organization; or 

‘‘(vi) any employee who—
‘‘(I) during the 36-month period preceding 

the date of separation of that employee, per-
formed service for which a student loan re-
payment benefit was or is to be paid under 
section 5379; 

‘‘(II) during the 24-month period preceding 
the date of separation of that employee, per-
formed service for which a recruitment or re-
location bonus was or is to be paid under sec-
tion 5753; or 

‘‘(III) during the 12-month period preceding 
the date of separation of that employee, per-
formed service for which a retention bonus 
was or is to be paid under section 5754. 

‘‘§ 3522. Agency plans; approval 
‘‘(a) Before obligating any resources for 

voluntary separation incentive payments, 
the head of each agency shall submit to the 
Office of Personnel Management a plan out-
lining the intended use of such incentive 
payments and a proposed organizational 
chart for the agency once such incentive 
payments have been completed. 

‘‘(b) The plan of an agency under sub-
section (a) shall include—

‘‘(1) the specific positions and functions to 
be reduced or eliminated; 

‘‘(2) a description of which categories of 
employees will be offered incentives; 

‘‘(3) the time period during which incen-
tives may be paid; 

‘‘(4) the number and amounts of voluntary 
separation incentive payments to be offered; 
and 

‘‘(5) a description of how the agency will 
operate without the eliminated positions and 
functions. 

‘‘(c) The Director of the Office of Personnel 
Management shall review each agency’s plan 
an may make any appropriate modifications 
in the plan, in consultation with the Direc-
tor of the Office of Management and Budget. 
A plan under this section may not be imple-
mented without the approval of the Direc-
tive of the Office of Personnel Management. 

‘‘§ 3523. Authority to provide voluntary sepa-
ration incentive payments 
‘‘(a) A voluntary separation incentive pay-

ment under this subchapter may be paid to 
an employee only as provided in the plan of 
an agency established under section 3522. 

‘‘(b) A voluntary incentive payment—
‘‘(1) shall be offered to agency employees 

on the basis of—
‘‘(A) 1 or more organizational units; 
‘‘(B) 1 or more occupational series or lev-

els; 
‘‘(C) 1 or more geographical locations; 
‘‘(D) skills, knowledge, or other factors re-

lated to a position; 
‘‘(E) specific periods of time during which 

eligible employees may elect a voluntary in-
centive payment; or 

‘‘(F) any appropriate combination of such 
factors; 

‘‘(2) shall be paid in a lump sum after the 
employee’s separation; 

‘‘(3) shall be equal to the lesser of—
‘‘(A) an amount equal to the amount the 

employee would be entitled to receive under 
section 5595(c) if the employee were entitled 
to payment under such section (without ad-
justment for any previous payment made); or 

‘‘(B) an amount determined by the agency 
head, not to exceed $25,000; 

‘‘(4) may be made only in the case of an 
employee who voluntarily separates 
(whether by retirement or resignation) under 
this subchapter; 

‘‘(5) shall not be a basis for payment, and 
shall not be included in the computation, of 
any other type of Government benefit; 

‘‘(6) shall not be taken into account in de-
termining the amount of any severance pay 
to which the employee may be entitled under 
section 5595, based on another other separa-
tion; and 

‘‘(7) shall be paid from appropriations or 
funds available for the payment of the basic 
pay of the employee. 
‘‘§ 3524. Effect of subsequent employment 

with the Government 
‘‘(a) The term ‘employment’—
‘‘(1) in subsection (b) includes employment 

under a personal services contract (or other 
direct contract) with the United States Gov-
ernment (other than an entity in the legisla-
tive branch); and 

‘‘(2) in subsection (c) does not include em-
ployment under such a contract. 

‘‘(b) An individual who has received a vol-
untary separation incentive payment under 
this subchapter and accepts any employment 
for compensation with the Government of 
the United States with 5 years after the date 
of the separation on which the payment is 
based shall be required to pay, before the in-
dividual’s first day of employment, the en-
tire amount of the incentive payment to the 
agency that paid the incentive payment. 

‘‘(c)(1) If the employment under this sec-
tion is with an agency, other than the Gen-
eral Accounting Office, the United States 
Postal Service, or the Postal Rate Commis-
sion, the Director of the Office of Personnel 
Management may, at the request of the head 
of the agency, may waive the repayment if—

‘‘(A) the individual involved possesses 
unique abilities and is the only qualified ap-
plicant available for the position; or 

‘‘(B) in case of an emergency involving a 
direct threat to life or property, the indi-
vidual—

‘‘(i) has skills directly related to resolving 
the emergency; and 

‘‘(ii) will serve on a temporary basis only 
so long as that individual’s services are made 
necessary by the emergency. 

‘‘(2) If the employment under this section 
is with an entity in the legislative branch, 
the head of the entity or the appointing offi-
cial may waive the repayment if the indi-
vidual involved possesses unique abilities 
and is the only qualified applicant available 
for the position. 

‘‘(3) If the employment under this section 
is with the judicial branch, the Director of 
the Administrative Office of the United 
States Courts may waive the repayment if 
the individual involved possesses unique 
abilities and is the only qualified applicant 
available for the position. 
‘‘§ 3525. Regulations 

‘‘The Office of Personnel Management may 
prescribe regulations to carry out this sub-
chapter.’’. 

(B) TECHNICAL AND CONFORMING AMEND-
MENTS.—Chapter 35 of title 5, United States 
Code, is amended—

(i) by striking the chapter heading and in-
serting the following: 
‘‘CHAPTER 35—RETENTION PREFERENCE, 

VOLUNTARY SEPARATION INCENTIVE 
PAYMENTS, RESTORATION, AND REEM-
PLOYMENT’’; 

and 
(ii) in the table of sections by inserting 

after the item relating to section 3504 the 
following:

‘‘SUBCHAPTER II—VOLUNTARY SEPARATION 
INCENTIVE PAYMENTS 

‘‘3521. Definitions. 
‘‘3522. Agency plans; approval. 
‘‘3523. Authority to provide voluntary sepa-

ration incentive payments. 
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‘‘3524. Effect of subsequent employment with 

the Government. 
‘‘3525. Regulations.’’.

(2) ADMINISTRATIVE OFFICE OF THE UNITED 
STATES COURTS.—The Director of the Admin-
istrative Office of the United States Courts 
may, by regulation, establish a program sub-
stantially similar to the program established 
under paragraph (1) for individuals serving in 
the judicial branch. 

(3) CONTINUATION OF OTHER AUTHORITY.—
Any agency exercising any voluntary separa-
tion incentive authority in effect on the ef-
fective date of this subsection may continue 
to offer voluntary separation incentives con-
sistent with that authority until that au-
thority expires. 

(4) EFFECTIVE DATE.—This subsection shall 
take effect 60 days after the date of enact-
ment of this Act. 

(b) FEDERAL EMPLOYEE VOLUNTARY EARLY 
RETIREMENT.—

(1) CIVIL SERVICE RETIREMENT SYSTEM.—
Section 8336(d)(2) of title 5, United States 
Code, is amended to read as follows: 

‘‘(2)(A) has been employed continuously, by 
the agency in which the employee is serving, 
for at least the 31-day period ending on the 
date on which such agency requests the de-
termination referred to in subparagraph (D); 

‘‘(B) is serving under an appointment that 
is not time limited; 

‘‘(C) has not been duly notified that such 
employee is to be involuntarily separated for 
misconduct or unacceptable performance; 

‘‘(D) is separated from the service volun-
tarily during a period in which, as deter-
mined by the office of Personnel Manage-
ment (upon request of the agency) under reg-
ulations prescribed by the Office—

‘‘(i) such agency (or, if applicable, the com-
ponent in which the employee is serving) is 
undergoing substantial delayering, substan-
tial reorganization, substantial reductions in 
force, substantial transfer of function, or 
other substantial workforce restructuring 
(or shaping); 

‘‘(ii) a significant percentage of employees 
servicing in such agency (or component) are 
likely to be separated or subject to an imme-
diate reduction in the rate of basic pay 
(without regard to subchapter VI of chapter 
53, or comparable provisions); or 

‘‘(iii) identified as being in positions which 
are becoming surplus or excess to the agen-
cy’s future ability to carry out its mission 
effectively; and 

‘‘(E) as determined by the agency under 
regulations prescribed by the Office, is with-
in the scope of the offer of voluntary early 
retirement, which may be made on the basis 
of—

‘‘(i) 1 or more organizational units; 
‘‘(ii) 1 or more occupational series or lev-

els; 
‘‘(iii) 1 or more geographical locations; 
‘‘(iv) specific periods; 
‘‘(v) skills, knowledge, or other factors re-

lated to a position; or 
‘‘(vi) any appropriate combination of such 

factors;’’. 
(2) FEDERAL EMPLOYEES’ RETIREMENT SYS-

TEM.—Section 8414(b)(1) of title 5, United 
States Code, is amended by striking subpara-
graph (B) and inserting the following: 

‘‘(B)(i) has been employed continuously, by 
the agency in which the employee is serving, 
for at least the 31-day period ending on the 
date on which such agency requests the de-
termination referred to in clause (iv); 

‘‘(ii) is serving under an appointment that 
is not time limited; 

‘‘(iii) has not been duly notified that such 
employee is to be involuntarily separated for 
misconduct or unacceptable performance; 

‘‘(iv) is separate from the service volun-
tarily during a period in which, as deter-

mined by the Office of Personnel Manage-
ment (upon request of the agency) under reg-
ulations prescribed by the Office—

‘‘(I) such agency (or, if applicable, the com-
ponent in which the employee is serving) is 
undergoing substantial delayering, substan-
tial reorganization, substantial reductions in 
force, substantial transfer of function, or 
other substantial workforce restructuring 
(or shaping); 

‘‘(II) a significant percentage of employees 
serving in such agency (or component) are 
likely to be separated or subject to an imme-
diate reduction in the rate of basic pay 
(without regard to subchapter VI of chapter 
53, or comparable provisions); or 

‘‘(III) identified as being in positions which 
are becoming surplus or excess to the agen-
cy’s future ability to carry out its mission 
effectively; and 

‘‘(v) as determined by the agency under 
regulations prescribed by the Office, is with-
in the scope of the offer of voluntary early 
retirement, which may be made on the basis 
of—

‘‘(I) 1 or more organizational units; 
‘‘(II) 1 or more occupational series or lev-

els; 
‘‘(III) 1 or more geographical locations; 
‘‘(IV) specific periods; 
‘‘(V) skills, knowledge, or other factors re-

lated to a position; or 
‘‘(VI) any appropriate combination of such 

factors.’’. 
(3) GENERAL ACCOUNTING OFFICE AUTHOR-

ITY.—The amendments made by this sub-
section shall not be construed to affect the 
authority under section 1 of Public Law 106–
303 (5 U.S.C. 8336 note; 114 State. 1063). 

(4) TECHNICAL AND CONFORMING AMEND-
MENTS.—Section 7001 of the 1998 Supple-
mental Appropriations and Rescissions Act 
(Public Law 105–174; 112 Stat. 91) is repealed. 

(5) REGULATIONS.—The Office of Personnel 
Management may prescribe regulations to 
carry out this subsection. 

(c) SENSE OF CONGRESS.—It is the sense of 
Congress that the implementation of this 
section is intended to reshape the Federal 
workforce and not downsize the Federal 
workforce. 
SEC. 1314. STUDENT VOLUNTEER TRANSIT SUB-

SIDY. 
(a) IN GENERAL.—Section 7905(a)(1) of title 

5, United States Code, is amended by strik-
ing ‘‘and a member of a uniformed service’’ 
and inserting ‘‘, a member of a uniformed 
service, and a student who provides vol-
untary services under section 3111’’. 

(b) TECHNICAL AND CONFORMING AMEND-
MENT.—Section 3111(c)(1) of title 5, United 
States Code, is amended by striking 
‘‘chapter 81 of this title’’ and inserting 
‘‘section 7905 (relating to commuting by 
means other than single-occupancy motor 
vehicles), chapter 81’’. 

Subtitle C—Reforms Relating to the Senior 
Executive Service 

SEC. 1321. REPEAL OF RECERTIFICATION RE-
QUIREMENTS OF SENIOR EXECU-
TIVES. 

(a) IN GENERAL.—Title 5, United States 
Code, is amended—

(1) in chapter 33—
(A) in section 3393(g) by striking ‘‘3393a’’; 
(B) by repealing section 3393a; and 
(C) in the table of sections by striking the 

item relating to section 3393a; 
(2) in chapter 35—
(A) in section 3592(a)—
(i) in paragraph (1), by inserting ‘‘or’’ at 

the end; 
(ii) in paragraph (2), by striking ‘‘or’’ at 

the end; 
(iii) by striking paragraph (3); and 
(iv) by striking the last sentence; 
(B) in section 3593(a), by striking para-

graph (2) and inserting the following: 

‘‘(2) the appointee left the Senior Execu-
tive Service for reasons other than mis-
conduct, neglect of duty, malfeasance, or 
less than fully successful executive perform-
ance as determined under subchapter II of 
chapter 43.’’; and 

(C) in section 3594(b)—
(i) in paragraph (1), by inserting ‘‘or’’ at 

the end; 
(ii) in paragraph (2), by striking ‘‘or’’ at 

the end; and 
(iii) by striking paragraph (3); 
(3) in section 7701(c)(1)(A), by striking ‘‘or 

removal from the Senior Executive Service 
for failure to be recertified under section 
3393a’’; 

(4) in chapter 83—
(A) in section 8336(h)(1), by striking ‘‘for 

failure to be recertified as a senior executive 
under section 3393a or’’; and 

(B) in section 8339(h), in the first sentence, 
by striking ‘‘, except that such reduction 
shall not apply in the case of an employee re-
tiring under section 8336(h) for failure to be 
recertified as a senior executive’’; and 

(5) in chapter 84—
(A) in section 8414(a)(1), by striking ‘‘for 

failure to be recertified as a senior executive 
under section 3393a or’’; and 

(B) in section 8421(a)(2), by striking ‘‘, ex-
cept that an individual entitled to an annu-
ity under section 8414(a) for failure to be re-
certified as a senior executive shall be enti-
tled to an annuity supplement without re-
gard to such applicable retirement age’’. 

(b) SAVINGS PROVISION.—Notwithstanding 
the amendments made by subsection 
(a)(2)(A), an appeal under the final sentence 
of section 3592(a) of title 5, United States 
Code, that is pending on the day before the 
effective date of this section—

(1) shall not abate by reason of the enact-
ment of the amendments made by subsection 
(a)(2)(A); and 

(2) shall continue as if such amendments 
had not been enacted. 

(c) APPLICATION.—The amendment made by 
subsection (a)(2)(B) shall not apply with re-
spect to an individual who, before the effec-
tive date of this section, leaves the Senior 
Executive Service for failure to be recer-
tified as a senior executive under section 
3393a of title 5, United States Code. 
SEC. 1322. ADJUSTMENT OF LIMITATION ON 

TOTAL ANNUAL COMPENSATION. 
(a) IN GENERAL.—Section 5307 of title 5, 

United States Code, is amended by adding at 
the end the following: 

‘‘(d)(1) Notwithstanding any other provi-
sion of this section, subsection (a)(1) shall be 
applied by substituting ‘the total annual 
compensation payable to the Vice President 
under section 104 of title 3’ for ‘the annual 
rate of basic pay payable for level I of the 
Executive Schedule’ in the case of any em-
ployee who—

‘‘(A) is paid under section 5376 or 5383 of 
this title or section 332(f), 603, or 604 of title 
28; and 

‘‘(B) holds a position in or under an agency 
which is described in paragraph (2). 

‘‘(2) An agency described in this paragraph 
is any agency which, for purposes of the cal-
endar year involved, has been certified under 
this subsection as having a performance ap-
praisal system which (as designed and ap-
plied) makes meaningful distinctions based 
on relative performance. 

‘‘(3)(A) The Office of Personnel Manage-
ment and the Office of Management and 
Budget jointly shall promulgate such regula-
tions as may be necessary to carry out this 
subsection, including the criteria and proce-
dures in accordance with which any deter-
minations under this subsection shall be 
made. 

‘‘(B) An agency’s certification under this 
subsection shall be for a period of 2 calendar 
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years, except that such certification may be 
terminated at any time, for purposes of ei-
ther or both of those years, upon a finding 
that the actions of such agency have not re-
mained in conformance with applicable re-
quirements. 

‘‘(C) Any certification or decertification 
under this subsection shall be made by the 
Office of Personnel Management, with the 
concurrence of the Office of Management and 
Budget. 

‘‘(4) Notwithstanding any provision of 
paragraph (3), any regulations, certifi-
cations, or other measures necessary to 
carry out this subsection with respect to em-
ployees within the judicial branch shall be 
the responsibility of the Director of the Ad-
ministrative Office of the United States 
Courts. However, the regulations under this 
paragraph shall be consistent with those pro-
mulgated under paragraph (3).’’. 

(b) CONFORMING AMENDMENTS.—(1) Section 
5307(a) of title 5, United States Code, is 
amended by inserting ‘‘or as otherwise pro-
vided under subsection (d),’’ after ‘‘under 
law,’’. 

(2) Section 5307(c) of such title is amended 
by striking ‘‘this section,’’ and inserting 
‘‘this section (subject to subsection (d)),’’. 

Subtitle D—Academic Training 
SEC. 1331. ACADEMIC TRAINING. 

(a) ACADEMIC DEGREE TRAINING.—Section 
4107 of title 5, United States Code, is amend-
ed to read as follows: 
‘‘§ 4107. Academic degree training 

‘‘(a) Subject to subsection (b), an agency 
may select and assign an employee to aca-
demic degree training and may pay or reim-
burse the costs of academic degree training 
from appropriated or other available funds if 
such training—

‘‘(1) contributes significantly to—
‘‘(A) meeting an identified agency training 

need; 
‘‘(B) resolving an identified agency staffing 

problem; or 
‘‘(C) accomplishing goals in the strategic 

plan of the agency; 
‘‘(2) is part of a planned, systemic, and co-

ordinated agency employee development pro-
gram linked to accomplishing the strategic 
goals of the agency; and 

‘‘(3) is accredited and is provided by a col-
lege or university that is accredited by a na-
tionally recognized body. 

‘‘(b) In exercising authority under sub-
section (a), an agency shall—

‘‘(1) consistent with the merit system prin-
ciples set forth in paragraphs (2) and (7) of 
section 2301(b), take into consideration the 
need to—

‘‘(A) maintain a balanced workforce in 
which women, members of racial and ethnic 
minority groups, and persons with disabil-
ities are appropriately represented in Gov-
ernment service; and 

‘‘(B) provide employees effective education 
and training to improve organizational and 
individual performance; 

‘‘(2) assure that the training is not for the 
sole purpose of providing an employee an op-
portunity to obtain an academic degree or 
qualify for appointment to a particular posi-
tion for which the academic degree is a basic 
requirement; 

‘‘(3) assure that no authority under this 
subsection is exercised on behalf of any em-
ployee occupying or seeking to qualify for—

‘‘(A) a noncareer appointment in the senior 
Executive Service; or 

‘‘(B) appointment to any position that is 
excepted from the competitive service be-
cause of its confidential policy-determining, 
policy-making or policy-advocating char-
acter; and 

‘‘(4) to the greatest extent practicable, fa-
cilitate the use of online degree training.’’. 

(b) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of sections for chapter 41 of 
title 5, United States Code, is amended by 
striking the item relating to section 4107 and 
inserting the following:

‘‘4107. Academic degree training.’’.
SEC. 1332. MODIFICATIONS TO NATIONAL SECU-

RITY EDUCATION PROGRAM. 
(a) FINDINGS AND POLICIES.—
(1) FINDINGS.—Congress finds that—
(A) the United States Government actively 

encourages and financially supports the 
training, education, and development of 
many United States citizens; 

(B) as a condition of some of those sup-
ports, many of those citizens have an obliga-
tion to seek either compensated or uncom-
pensated employment in the Federal sector; 
and 

(C) it is in the United States national in-
terest to maximize the return to the Nation 
of funds invested in the development of such 
citizens by seeking to employ them in the 
Federal sector. 

(2) POLICY.—It shall be the policy of the 
United States Government to—

(A) establish procedures for ensuring that 
United States citizens who have incurred 
service obligations as the result of receiving 
financial support for education and training 
from the United States Government and 
have applied for Federal positions are con-
sidered in all recruitment and hiring initia-
tives of Federal departments, bureaus, agen-
cies, and offices; and 

(B) advertise and open all Federal posi-
tions to United States citizens who have in-
curred service obligations with the United 
States Government as the result of receiving 
financial support for education and training 
from the United States Government. 

(b) FULFILLMENT OF SERVICE REQUIREMENT 
IF NATIONAL SECURITY POSITIONS ARE UN-
AVAILABLE.—Section 802(b)(2) of the David L. 
Boren National Security Education Act of 
1991 (50 U.S.C. 1902) is amended—

(1) in subparagraph (A), by striking clause 
(ii) and inserting the following: 

‘‘(ii) if the recipient demonstrates to the 
Secretary (in accordance with such regula-
tions) that no national security position in 
an agency or office of the Federal Govern-
ment having national security responsibil-
ities is available, work in other offices or 
agencies of the Federal Government or in the 
field of higher education in a discipline re-
lating to the foreign country, foreign lan-
guage, area study, or international field of 
study for which the scholarship was awarded, 
for a period specified by the Secretary, which 
period shall be determined in accordance 
with clause (i); or’’; and 

(2) in subparagraph (B), by striking clause 
(ii) and inserting the following: 

‘‘(ii) if the recipient demonstrates to the 
Secretary (in accordance with such regula-
tions) that no national security position is 
available upon the completion of the degree, 
work in other offices or agencies of the Fed-
eral Government or in the field of higher 
education in a discipline relating to foreign 
country, foreign language, area study, or 
international field of study for which the fel-
lowship was awarded, for a period specified 
by the Secretary, which period shall be de-
termined in accordance with clause (i); and’’. 

TITLE XIV—ARMING PILOTS AGAINST 
TERRORISM 

SEC. 1401. SHORT TITLE. 
This title may be cited as the ‘‘Arming Pi-

lots Against Terrorism Act’’. 
SEC. 1402. FEDERAL FLIGHT DECK OFFICER PRO-

GRAM. 
(a) IN GENERAL.—Subchapter I of chapter 

449 of title 49, United States Code, is amend-
ed by adding at the end the following: 

‘‘§ 44921. Federal flight deck officer program 
‘‘(a) ESTABLISHMENT.—The Under Sec-

retary of Transportation for Security shall 
establish a program to deputize volunteer pi-
lots of air carriers providing passenger air 
transportation or intrastate passenger air 
transportation as Federal law enforcement 
officers to defend the flight decks of aircraft 
of such air carriers against acts of criminal 
violence or air piracy. Such officers shall be 
known as ‘Federal flight deck officers’. 

‘‘(b) PROCEDURAL REQUIREMENTS.—
‘‘(1) IN GENERAL.—Not later than 3 months 

after the date of enactment of this section, 
the Under Secretary shall establish proce-
dural requirements to carry out the program 
under this section. 

‘‘(2) COMMENCEMENT OF PROGRAM.—Begin-
ning 3 months after the date of enactment of 
this section, the Under Secretary shall begin 
the process of training and deputizing pilots 
who are qualified to be Federal flight deck 
officers as Federal flight deck officers under 
the program. 

‘‘(3) ISSUES TO BE ADDRESSED.—The proce-
dural requirements established under para-
graph (1) shall address the following issues: 

‘‘(A) The type of firearm to be used by a 
Federal flight deck officer. 

‘‘(B) The type of ammunition to be used by 
a Federal flight deck officer. 

‘‘(C) The standards and training needed to 
qualify and requalify as a Federal flight deck 
officer. 

‘‘(D) The placement of the firearm of a 
Federal flight deck officer on board the air-
craft to ensure both its security and its ease 
of retrieval in an emergency. 

‘‘(E) An analysis of the risk of catastrophic 
failure of an aircraft as a result of the dis-
charge (including an accidental discharge) of 
a firearm to be used in the program into the 
avionics, electrical systems, or other sen-
sitive areas of the aircraft. 

‘‘(F) The division of responsibility between 
pilots in the event of an act of criminal vio-
lence or air piracy if only 1 pilot is a Federal 
flight deck officer and if both pilots are Fed-
eral flight deck officers. 

‘‘(G) Procedures for ensuring that the fire-
arm of a Federal flight deck officer does not 
leave the cockpit if there is a disturbance in 
the passenger cabin of the aircraft or if the 
pilot leaves the cockpit for personal reasons. 

‘‘(H) Interaction between a Federal flight 
deck officer and a Federal air marshal on 
board the aircraft. 

‘‘(I) The process for selection of pilots to 
participate in the program based on their fit-
ness to participate in the program, including 
whether an additional background check 
should be required beyond that required by 
section 44936(a)(1). 

‘‘(J) Storage and transportation of fire-
arms between flights, including inter-
national flights, to ensure the security of the 
firearms, focusing particularly on whether 
such security would be enhanced by requir-
ing storage of the firearm at the airport 
when the pilot leaves the airport to remain 
overnight away from the pilot’s base airport. 

‘‘(K) Methods for ensuring that security 
personnel will be able to identify whether a 
pilot is authorized to carry a firearm under 
the program. 

‘‘(L) Methods for ensuring that pilots 
(including Federal flight deck officers) will 
be able to identify whether a passenger is a 
law enforcement officer who is authorized to 
carry a firearm aboard the aircraft. 

‘‘(M) Any other issues that the Under Sec-
retary considers necessary. 

‘‘(N) The Under Secretary’s decisions re-
garding the methods for implementing each 
of the foregoing procedural requirements 
shall be subject to review only for abuse of 
discretion. 
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‘‘(4) PREFERENCE.—In selecting pilots to 

participate in the program, the Under Sec-
retary shall give preference to pilots who are 
former military or law enforcement per-
sonnel. 

‘‘(5) CLASSIFIED INFORMATION.—Notwith-
standing section 552 of title 5 but subject to 
section 40119 of this title, information devel-
oped under paragraph (3)(E) shall not be dis-
closed. 

‘‘(6) NOTICE TO CONGRESS.—The Under Sec-
retary shall provide notice to the Committee 
on Transportation and Infrastructure of the 
House of Representatives and the Committee 
on Commerce, Science, and Transportation 
of the Senate after completing the analysis 
required by paragraph (3)(E). 

‘‘(7) MINIMIZATION OF RISK.—If the Under 
Secretary determines as a result of the anal-
ysis under paragraph (3)(E) that there is a 
significant risk of the catastrophic failure of 
an aircraft as a result of the discharge of a 
firearm, the Under Secretary shall take such 
actions as may be necessary to minimize 
that risk. 

‘‘(c) TRAINING, SUPERVISION, AND EQUIP-
MENT.—

‘‘(1) IN GENERAL.—The Under Secretary 
shall only be obligated to provide the train-
ing, supervision, and equipment necessary 
for a pilot to be a Federal flight deck officer 
under this section at no expense to the pilot 
or the air carrier employing the pilot. 

‘‘(2) TRAINING.—
‘‘(A) IN GENERAL.—The Under Secretary 

shall base the requirements for the training 
of Federal flight deck officers under sub-
section (b) on the training standards applica-
ble to Federal air marshals; except that the 
Under Secretary shall take into account the 
differing roles and responsibilities of Federal 
flight deck officers and Federal air marshals. 

‘‘(B) ELEMENTS.—The training of a Federal 
flight deck officer shall include, at a min-
imum, the following elements: 

‘‘(i) Training to ensure that the officer 
achieves the level of proficiency with a fire-
arm required under subparagraph (C)(i). 

‘‘(ii) Training to ensure that the officer 
maintains exclusive control over the offi-
cer’s firearm at all times, including training 
in defensive maneuvers. 

‘‘(iii) Training to assist the officer in de-
termining when it is appropriate to use the 
officer’s firearm and when it is appropriate 
to use less than lethal force. 

‘‘(C) TRAINING IN USE OF FIREARMS.—
‘‘(i) STANDARD.—In order to be deputized as 

a Federal flight deck officer, a pilot must 
achieve a level of proficiency with a firearm 
that is required by the Under Secretary. 
Such level shall be comparable to the level 
of proficiency required of Federal air mar-
shals. 

‘‘(ii) CONDUCT OF TRAINING.—The training 
of a Federal flight deck officer in the use of 
a firearm may be conducted by the Under 
Secretary or by a firearms training facility 
approved by the Under Secretary. 

‘‘(iii) REQUALIFICATION.—The Under Sec-
retary shall require a Federal flight deck of-
ficer to requalify to carry a firearm under 
the program. Such requalification shall 
occur at an interval required by the Under 
Secretary. 

‘‘(d) DEPUTIZATION.—
‘‘(1) IN GENERAL.—The Under Secretary 

may deputize, as a Federal flight deck officer 
under this section, a pilot who submits to 
the Under Secretary a request to be such an 
officer and whom the Under Secretary deter-
mines is qualified to be such an officer. 

‘‘(2) QUALIFICATION.—A pilot is qualified to 
be a Federal flight deck officer under this 
section if—

‘‘(A) the pilot is employed by an air car-
rier; 

‘‘(B) the Under Secretary determines (in 
the Under Secretary’s discretion) that the 
pilot meets the standards established by the 
Under Secretary for being such an officer; 
and 

‘‘(C) the Under Secretary determines that 
the pilot has completed the training required 
by the Under Secretary. 

‘‘(3) DEPUTIZATION BY OTHER FEDERAL AGEN-
CIES.—The Under Secretary may request an-
other Federal agency to deputize, as Federal 
flight deck officers under this section, those 
pilots that the Under Secretary determines 
are qualified to be such officers. 

‘‘(4) REVOCATION.—The Under Secretary 
may, (in the Under Secretary’s discretion) 
revoke the deputization of a pilot as a Fed-
eral flight deck officer if the Under Sec-
retary finds that the pilot is no longer quali-
fied to be such an officer. 

‘‘(e) COMPENSATION.—Pilots participating 
in the program under this section shall not 
be eligible for compensation from the Fed-
eral Government for services provided as a 
Federal flight deck officer. The Federal Gov-
ernment and air carriers shall not be obli-
gated to compensate a pilot for participating 
in the program or for the pilot’s training or 
qualification and requalification to carry 
firearms under the program. 

‘‘(f) AUTHORITY TO CARRY FIREARMS.—
‘‘(1) IN GENERAL.—The Under Secretary 

shall authorize a Federal flight deck officer 
to carry a firearm while engaged in pro-
viding air transportation or intrastate air 
transportation. Notwithstanding subsection 
(c)(1), the officer may purchase a firearm and 
carry that firearm aboard an aircraft of 
which the officer is the pilot in accordance 
with this section if the firearm is of a type 
that may be used under the program. 

‘‘(2) PREEMPTION.—Notwithstanding any 
other provision of Federal or State law, a 
Federal flight deck officer, whenever nec-
essary to participate in the program, may 
carry a firearm in any State and from 1 
State to another State. 

‘‘(3) CARRYING FIREARMS OUTSIDE UNITED 
STATES.—In consultation with the Secretary 
of State, the Under Secretary may take such 
action as may be necessary to ensure that a 
Federal flight deck officer may carry a fire-
arm in a foreign country whenever necessary 
to participate in the program. 

‘‘(g) AUTHORITY TO USE FORCE.—Notwith-
standing section 44903(d), the Under Sec-
retary shall prescribe the standards and cir-
cumstances under which a Federal flight 
deck officer may use, while the program 
under this section is in effect, force 
(including lethal force) against an individual 
in the defense of the flight deck of an air-
craft in air transportation or intrastate air 
transportation. 

‘‘(h) LIMITATION ON LIABILITY.—
‘‘(1) LIABILITY OF AIR CARRIERS.—An air 

carrier shall not be liable for damages in any 
action brought in a Federal or State court 
arising out of a Federal flight deck officer’s 
use of or failure to use a firearm. 

‘‘(2) LIABILITY OF FEDERAL FLIGHT DECK OF-
FICERS.—A Federal flight deck officer shall 
not be liable for damages in any action 
brought in a Federal or State court arising 
out of the acts or omissions of the officer in 
defending the flight deck of an aircraft 
against acts of criminal violence or air pi-
racy unless the officer is guilty of gross neg-
ligence or willful misconduct. 

‘‘(3) LIABILITY OF FEDERAL GOVERNMENT.—
For purposes of an action against the United 
States with respect to an act or omission of 
a Federal flight deck officer in defending the 
flight deck of an aircraft, the officer shall be 
treated as an employee of the Federal Gov-
ernment under chapter 171 of title 28, relat-
ing to tort claims procedure. 

‘‘(i) PROCEDURES FOLLOWING ACCIDENTAL 
DISCHARGES.—If an accidental discharge of a 

firearm under the pilot program results in 
the injury or death of a passenger or crew 
member on an aircraft, the Under Sec-
retary—

‘‘(1) shall revoke the deputization of the 
Federal flight deck officer responsible for 
that firearm if the Under Secretary deter-
mines that the discharge was attributable to 
the negligence of the officer; and

‘‘(2) if the Under Secretary determines that 
a shortcoming in standards, training, or pro-
cedures was responsible for the accidental 
discharge, the Under Secretary may tempo-
rarily suspend the program until the short-
coming is corrected. 

‘‘(j) LIMITATION ON AUTHORITY OF AIR CAR-
RIERS.—No air carrier shall prohibit or 
threaten any retaliatory action against a 
pilot employed by the air carrier from be-
coming a Federal flight deck officer under 
this section. No air carrier shall—

‘‘(1) prohibit a Federal flight deck officer 
from piloting an aircraft operated by the air 
carrier, or 

‘‘(2) terminate the employment of a Fed-
eral flight deck officer, solely on the basis of 
his or her volunteering for or participating 
in the program under this section. 

‘‘(k) APPLICABILITY.—
‘‘(1) EXEMPTION.—This section shall not 

apply to air carriers operating under part 135 
of title 14, Code of Federal Regulations, and 
to pilots employed by such carriers to the 
extent that such carriers and pilots are cov-
ered by section 135.119 of such title or any 
successor to such section. 

‘‘(2) PILOT DEFINED.—The term ‘pilot’ 
means an individual who has final authority 
and responsibility for the operation and safe-
ty of the flight or, if more than 1 pilot is re-
quired for the operation of the aircraft or by 
the regulations under which the flight is 
being conducted, the individual designated 
as second in command.’’. 

(b) CONFORMING AMENDMENTS.—
(1) CHAPTER ANALYSIS.—The analysis for 

such chapter is amended by inserting after 
the item relating to section 44920 the fol-
lowing:
‘‘44921. Federal flight deck officer pro-

gram.’’.

(2) FLIGHT DECK SECURITY.—Section 128 of 
the Aviation and Transportation Security 
Act (Public Law 107–71) is repealed. 

(c) FEDERAL AIR MARSHAL PROGRAM.—
(1) SENSE OF CONGRESS.—It is the sense of 

Congress that the Federal air marshal pro-
gram is critical to aviation security. 

(2) LIMITATION ON STATUTORY CONSTRUC-
TION.—Nothing in this Act, including any 
amendment made by this Act, shall be con-
strued as preventing the Under Secretary of 
Transportation for Security from imple-
menting and training Federal air marshals. 
SEC. 1403. CREW TRAINING. 

(a) IN GENERAL.—Section 44918(e) of title 
49, United States Code, is amended—

(1) by striking ‘‘The Administrator’’ and 
inserting the following: 

‘‘(1) IN GENERAL.—The Under Secretary’’; 
(2) by adding at the end the following: 
‘‘(2) ADDITIONAL REQUIREMENTS.—In updat-

ing the training guidance, the Under Sec-
retary, in consultation with the Adminis-
trator, shall issue a rule to—

‘‘(A) require both classroom and effective 
hands-on situational training in the fol-
lowing elements of self defense: 

‘‘(i) recognizing suspicious activities and 
determining the seriousness of an occur-
rence; 

‘‘(ii) deterring a passenger who might 
present a problem; 

‘‘(iii) crew communication and coordina-
tion; 

‘‘(iv) the proper commands to give to pas-
sengers and attackers; 
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‘‘(v) methods to subdue and restrain an 

attacker; 
‘‘(vi) use of available items aboard the air-

craft for self-defense; 
‘‘(vii) appropriate and effective responses 

to defend oneself, including the use of force 
against an attacker; 

‘‘(viii) use of protective devices assigned to 
crew members (to the extent such devices 
are approved by the Administrator or Under 
Secretary); 

‘‘(ix) the psychology of terrorists to cope 
with their behavior and passenger responses 
to that behavior; 

‘‘(x) how to respond to aircraft maneuvers 
that may be authorized to defend against an 
act of criminal violence or air piracy; 

‘‘(B) require training in the proper conduct 
of a cabin search, including the duty time re-
quired to conduct the search; 

‘‘(C) establish the required number of 
hours of training and the qualifications for 
the training instructors; 

‘‘(D) establish the intervals, number of 
hours, and elements of recurrent training; 

‘‘(E) ensure that air carriers provide the 
initial training required by this paragraph 
within 24 months of the date of enactment of 
this subparagraph; and 

‘‘(F) ensure that no person is required to 
participate in any hands-on training activity 
that that person believes will have an ad-
verse impact on his or her health or safety. 

‘‘(3) RESPONSIBILITY OF UNDER SECRETARY.—
(A) CONSULTATION.—In developing the rule 
under paragraph (2), the Under Secretary 
shall consult with law enforcement per-
sonnel and security experts who have exper-
tise in self-defense training, terrorism ex-
perts, and representatives of air carriers, the 
provider of self-defense training for Federal 
air marshals, flight attendants, labor organi-
zations representing flight attendants, and 
educational institutions offering law en-
forcement training programs. 

‘‘(B) DESIGNATION OF OFFICIAL.—The Under 
Secretary shall designate an official in the 
Transportation Security Administration to 
be responsible for overseeing the implemen-
tation of the training program under this 
subsection. 

‘‘(C) NECESSARY RESOURCES AND KNOWL-
EDGE.—The Under Secretary shall ensure 
that employees of the Administration re-
sponsible for monitoring the training pro-
gram have the necessary resources and 
knowledge.’’; and 

(3) by aligning the remainder of the text of 
paragraph (1) (as designated by paragraph (1) 
of this section) with paragraphs (2) and (3) 
(as added by paragraph (2) of this section). 

(b) ENHANCE SECURITY MEASURES.—Section 
109(a) of the Aviation and Transportation Se-
curity Act (49 U.S.C. 114 note; 115 Stat. 613–
614) is amended by adding at the end the fol-
lowing: 

‘‘(9) Require that air carriers provide flight 
attendants with a discreet, hands-free, wire-
less method of communicating with the pi-
lots.’’. 

(c) BENEFITS AND RISKS OF PROVIDING 
FLIGHT ATTENDANTS WITH NONLETHAL WEAP-
ONS.—

(1) STUDY.—The Under Secretary of Trans-
portation for Security shall conduct a study 
to evaluate the benefits and risks of pro-
viding flight attendants with nonlethal 
weapons to aide in combating air piracy and 
criminal violence on commercial airlines. 

(2) REPORT.—Not later than 6 months after 
the date of enactment of this Act, the Under 
Secretary shall transmit to Congress a re-
port on the results of the study. 
SEC. 1404. COMMERCIAL AIRLINE SECURITY 

STUDY. 
(a) STUDY.—The Secretary of Transpor-

tation shall conduct a study of the following: 

(1) The number of armed Federal law en-
forcement officers (other than Federal air 
marshals), who travel on commercial air-
liners annually and the frequency of their 
travel. 

(2) The cost and resources necessary to 
provide such officers with supplemental 
training in aircraft anti-terrorism training 
that is comparable to the training that Fed-
eral air marshals are provided. 

(3) The cost of establishing a program at a 
Federal law enforcement training center for 
the purpose of providing new Federal law en-
forcement recruits with standardized train-
ing comparable to the training that Federal 
air marshals are provided. 

(4) The feasibility of implementing a cer-
tification program designed for the purpose 
of ensuring Federal law enforcement officers 
have completed the training described in 
paragraph (2) and track their travel over a 6-
month period. 

(5) The feasibility of staggering the flights 
of such officers to ensure the maximum 
amount of flights have a certified trained 
Federal officer on board. 

(b) REPORT.—Not later than 6 months after 
the date of enactment of this Act, the Sec-
retary shall transmit to Congress a report on 
the results of the study. The report may be 
submitted in classified and redacted form. 
SEC. 1405. AUTHORITY TO ARM FLIGHT DECK 

CREW WITH LESS-THAN-LETHAL 
WEAPONS. 

(a) IN GENERAL.—Section 44903(i) of title 49, 
United States Code (as redesignated by sec-
tion 6 of this Act) is amended by adding at 
the end the following: 

‘‘(3) REQUEST OF AIR CARRIERS TO USE LESS-
THAN-LETHAL WEAPONS.—If, after the date of 
enactment of this paragraph, the Under Sec-
retary receives a request from an air carrier 
for authorization to allow pilots of the air 
carrier to carry less-than-lethal weapons, 
the Under Secretary shall respond to that re-
quest within 90 days.’’. 

(b) CONFORMING AMENDMENTS.—Such sec-
tion is further amended—

(1) in paragraph (1) by striking 
‘‘Secretary’’ the first and third places it ap-
pears and inserting ‘‘Under Secretary’’; and 

(2) in paragraph (2) by striking 
‘‘Secretary’’ each place it appears and insert-
ing ‘‘Under Secretary’’. 
SEC. 1406. TECHNICAL AMENDMENTS. 

Section 44903 of title 49, United States 
Code, is amended—

(1) by redesignating subsection (i) (relating 
to short-term assessment and deployment of 
emerging security technologies and proce-
dures) as subsection (j); 

(2) by redesignating the second subsection 
(h) (relating to authority to arm flight deck 
crew with less-than-lethal weapons) as sub-
section (i); and 

(3) by redesignating the third subsection 
(h) (relating to limitation on liability for 
acts to thwart criminal violence for aircraft 
piracy) as subsection (k). 

TITLE XV—TRANSITION 
Subtitle A—Reorganization Plan 

SEC. 1501. DEFINITIONS. 
For purposes of this title: 
(1) The term ‘‘agency’’ includes any entity, 

organizational unit, program, or function. 
(2) The term ‘‘transition period’’ means the 

12-month period beginning on the effective 
date of this Act. 
SEC. 1502. REORGANIZATION PLAN. 

(a) SUBMISSION OF PLAN.—Not later than 60 
days after the date of the enactment of this 
Act, the President shall transmit to the ap-
propriate congressional committees a reor-
ganization plan regarding the following: 

(1) The transfer of agencies, personnel, as-
sets, and obligations to the Department pur-
suant to this Act. 

(2) Any consolidation, reorganization, or 
streamlining of agencies transferred to the 
Department pursuant to this Act. 

(b) PLAN ELEMENTS.—The plan transmitted 
under subsection (a) shall contain, con-
sistent with this Act, such elements as the 
President deems appropriate, including the 
following: 

(1) Identification of any functions of agen-
cies transferred to the Department pursuant 
to this Act that will not be transferred to 
the Department under the plan. 

(2) Specification of the steps to be taken by 
the Secretary to organize the Department, 
including the delegation or assignment of 
functions transferred to the Department 
among officers of the Department in order to 
permit the Department to carry out the 
functions transferred under the plan. 

(3) Specification of the funds available to 
each agency that will be transferred to the 
Department as a result of transfers under 
the plan. 

(4) Specification of the proposed alloca-
tions within the Department of unexpended 
funds transferred in connection with trans-
fers under the plan. 

(5) Specification of any proposed disposi-
tion of property, facilities, contracts, 
records, and other assets and obligations of 
agencies transferred under the plan.

(6) Specification of the proposed alloca-
tions within the Department of the functions 
of the agencies and subdivisions that are not 
related directly to securing the homeland. 

(c) MODIFICATION OF PLAN.—The President 
may, on the basis of consultations with the 
appropriate congressional committees, mod-
ify or revise any part of the plan until that 
part of the plan becomes effective in accord-
ance with subsection (d). 

(d) EFFECTIVE DATE.— 
(1) IN GENERAL.—The reorganization plan 

described in this section, including any 
modifications or revisions of the plan under 
subsection (d), shall become effective for an 
agency on the earlier of—

(A) the date specified in the plan (or the 
plan as modified pursuant to subsection (d)), 
except that such date may not be earlier 
than 90 days after the date the President has 
transmitted the reorganization plan to the 
appropriate congressional committees pursu-
ant to subsection (a); or 

(B) the end of the transition period. 
(2) STATUTORY CONSTRUCTION.—Nothing in 

this subsection may be construed to require 
the transfer of functions, personnel, records, 
balances of appropriations, or other assets of 
an agency on a single date. 

(3) SUPERSEDES EXISTING LAW.—Paragraph 
(1) shall apply notwithstanding section 905(b) 
of title 5, United States Code. 
SEC. 1503. REVIEW OF CONGRESSIONAL COM-

MITTEE STRUCTURES. 
It is the sense of Congress that each House 

of Congress should review its committee 
structure in light of the reorganization of re-
sponsibilities within the executive branch by 
the establishment of the Department. 

Subtitle B—Transitional Provisions 
SEC. 1511. TRANSITIONAL AUTHORITIES. 

(a) PROVISION OF ASSISTANCE BY OFFI-
CIALS.—Until the transfer of an agency to 
the Department, any official having author-
ity over or functions relating to the agency 
immediately before the effective date of this 
Act shall provide to the Secretary such as-
sistance, including the use of personnel and 
assets, as the Secretary may request in pre-
paring for the transfer and integration of the 
agency into the Department. 

(b) SERVICES AND PERSONNEL.—During the 
transition period, upon the request of the 
Secretary, the head of any executive agency 
may, on a reimbursable basis, provide serv-
ices or detail personnel to assist with the 
transition. 
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(c) ACTING OFFICIALS.—(1) During the tran-

sition period, pending the advice and consent 
of the Senate to the appointment of an offi-
cer required by this Act to be appointed by 
and with such advice and consent, the Presi-
dent may designate any officer whose ap-
pointment was required to be made by and 
with such advice and consent and who was 
such an officer immediately before the effec-
tive date of this Act (and who continues in 
office) or immediately before such designa-
tion, to act in such office until the same is 
filled as provided in this Act. While so act-
ing, such officers shall receive compensation 
at the higher of—

(A) the rates provided by this Act for the 
respective offices in which they act; or 

(B) the rates provided for the offices held 
at the time of designation. 

(2) Nothing in this Act shall be understood 
to require the advice and consent of the Sen-
ate to the appointment by the President to a 
position in the Department of any officer 
whose agency is transferred to the Depart-
ment pursuant to this Act and whose duties 
following such transfer are germane to those 
performed before such transfer. 

(d) TRANSFER OF PERSONNEL, ASSETS, OBLI-
GATIONS, AND FUNCTIONS.—Upon the transfer 
of an agency to the Department—

(1) the personnel, assets, and obligations 
held by or available in connection with the 
agency shall be transferred to the Secretary 
for appropriate allocation, subject to the ap-
proval of the Director of the Office of Man-
agement and Budget and in accordance with 
the provisions of section 1531(a)(2) of title 31, 
United States Code; and 

(2) the Secretary shall have all functions 
relating to the agency that any other official 
could by law exercise in relation to the agen-
cy immediately before such transfer, and 
shall have in addition all functions vested in 
the Secretary by this Act or other law. 

(e) PROHIBITION ON USE OF TRANSPORTATION 
TRUST FUNDS.—

(1) IN GENERAL.—Notwithstanding any 
other provision of this Act, no funds derived 
from the Highway Trust Fund, Airport and 
Airway Trust Fund, Inland Waterway Trust 
Fund, or Harbor Maintenance Trust Fund, 
may be transferred to, made available to, or 
obligated by the Secretary or any other offi-
cial in the Department. 

(2) LIMITATION.—This subsection shall not 
apply to security-related funds provided to 
the Federal Aviation Administration for fis-
cal years preceding fiscal year 2003 for (A) 
operations, (B) facilities and equipment, or 
(C) research, engineering, and development. 
SEC. 1512. SAVINGS PROVISIONS. 

(a) COMPLETED ADMINISTRATIVE ACTIONS.—
(1) Completed administrative actions of an 
agency shall not be affected by the enact-
ment of this Act or the transfer of such 
agency to the Department, but shall con-
tinue in effect according to their terms until 
amended, modified, superseded, terminated, 
set aside, or revoked in accordance with law 
by an officer of the United States or a court 
of competent jurisdiction, or by operation of 
law. 

(2) For purposes of paragraph (1), the term 
‘‘completed administrative action’’ includes 
orders, determinations, rules, regulations, 
personnel actions, permits, agreements, 
grants, contracts, certificates, licenses, reg-
istrations, and privileges.

(b) PENDING PROCEEDINGS.—Subject to the 
authority of the Secretary under this Act—

(1) pending proceedings in an agency, in-
cluding notices of proposed rulemaking, and 
applications for licenses, permits, certifi-
cates, grants, and financial assistance, shall 
continue notwithstanding the enactment of 
this Act or the transfer of the agency to the 
Department, unless discontinued or modified 

under the same terms and conditions and to 
the same extent that such discontinuance 
could have occurred if such enactment or 
transfer had not occurred; and 

(2) orders issued in such proceedings, and 
appeals therefrom, and payments made pur-
suant to such orders, shall issue in the same 
manner and on the same terms as if this Act 
had not been enacted or the agency had not 
been transferred, and any such orders shall 
continue in effect until amended, modified, 
superseded, terminated, set aside, or revoked 
by an officer of the United States or a court 
of competent jurisdiction, or by operation of 
law. 

(c) PENDING CIVIL ACTIONS.—Subject to the 
authority of the Secretary under this Act, 
pending civil actions shall continue notwith-
standing the enactment of this Act or the 
transfer of an agency to the Department, and 
in such civil actions, proceedings shall be 
had, appeals taken, and judgments rendered 
and enforced in the same manner and with 
the same effect as if such enactment or 
transfer had not occurred. 

(d) REFERENCES.—References relating to an 
agency that is transferred to the Department 
in statutes, Executive orders, rules, regula-
tions, directives, or delegations of authority 
that precede such transfer or the effective 
date of this Act shall be deemed to refer, as 
appropriate, to the Department, to its offi-
cers, employees, or agents, or to its cor-
responding organizational units or functions. 
Statutory reporting requirements that ap-
plied in relation to such an agency imme-
diately before the effective date of this Act 
shall continue to apply following such trans-
fer if they refer to the agency by name. 

(e) EMPLOYMENT PROVISIONS.—(1) Notwith-
standing the generality of the foregoing 
(including subsections (a) and (d)), in and for 
the Department the Secretary may, in regu-
lations prescribed jointly with the Director 
of the Office of Personnel Management, 
adopt the rules, procedures, terms, and con-
ditions, established by statute, rule, or regu-
lation before the effective date of this Act, 
relating to employment in any agency trans-
ferred to the Department pursuant to this 
Act; and 

(2) except as otherwise provided in this 
Act, or under authority granted by this Act, 
the transfer pursuant to this Act of per-
sonnel shall not alter the terms and condi-
tions of employment, including compensa-
tion, of any employee so transferred. 

(f) STATUTORY REPORTING REQUIREMENTS.—
Any statutory reporting requirement that 
applied to an agency, transferred to the De-
partment under this Act, immediately before 
the effective date of this Act shall continue 
to apply following that transfer if the statu-
tory requirement refers to the agency by 
name. 
SEC. 1513. TERMINATIONS. 

Except as otherwise provided in this Act, 
whenever all the functions vested by law in 
any agency have been transferred pursuant 
to this Act, each position and office the in-
cumbent of which was authorized to receive 
compensation at the rates prescribed for an 
office or position at level II, III, IV, or V, of 
the Executive Schedule, shall terminate.
SEC. 1514. NATIONAL IDENTIFICATION SYSTEM 

NOT AUTHORIZED. 
Nothing in this Act shall be construed to 

authorize the development of a national 
identification system or card. 
SEC. 1515. CONTINUITY OF INSPECTOR GENERAL 

OVERSIGHT. 
Notwithstanding the transfer of an agency 

to the Department pursuant to this Act, the 
Inspector General that exercised oversight of 
such agency prior to such transfer shall con-
tinue to exercise oversight of such agency 
during the period of time, if any, between 

the transfer of such agency to the Depart-
ment pursuant to this Act and the appoint-
ment of the Inspector General of the Depart-
ment of Homeland Security in accordance 
with section 103(b). 
SEC. 1516. INCIDENTAL TRANSFERS. 

The Director of the Office of Management 
and Budget, in consultation with the Sec-
retary, is authorized and directed to make 
such additional incidental dispositions of 
personnel, assets, and liabilities held, used, 
arising from, available, or to be made avail-
able, in connection with the functions trans-
ferred by this Act, as the Director may de-
termine necessary to accomplish the pur-
poses of this Act. 
SEC. 1517. REFERENCE. 

With respect to any function transferred 
by or under this Act (including under a reor-
ganization plan that becomes effective under 
section 1502) and exercised on or after the ef-
fective date of this Act, reference in any 
other Federal law to any department, com-
mission, or agency or any officer or office 
the functions of which are so transferred 
shall be deemed to refer to the Secretary, 
other official, or component of the Depart-
ment to which such function is so trans-
ferred.
TITLE XVI—CORRECTIONS TO EXISTING 

LAW RELATING TO AIRLINE TRANSPOR-
TATION SECURITY 

SEC. 1601. RETENTION OF SECURITY SENSITIVE 
INFORMATION AUTHORITY AT DE-
PARTMENT OF TRANSPORTATION. 

(a) Section 40119 of title 49, United States 
Code, is amended—

(1) in subsection (a)—
(A) by inserting ‘‘and the Administrator of 

the Federal Aviation Administration each’’ 
after ‘‘for Security’’; and 

(B) by striking ‘‘criminal violence and air-
craft piracy’’ and inserting ‘‘criminal vio-
lence, aircraft piracy, and terrorism and to 
ensure security’’; and 

(2) in subsection (b)(1)—
(A) by striking ‘‘, the Under Secretary’’ 

and inserting ‘‘and the establishment of a 
Department of Homeland Security, the Sec-
retary of Transportation’’; 

(B) by striking ‘‘carrying out’’ and all that 
follows through ‘‘if the Under Secretary’’ 
and inserting ‘‘ensuring security under this 
title if the Secretary of Transportation’’; 
and 

(C) in subparagraph (C) by striking ‘‘the 
safety of passengers in transportation’’ and 
inserting ‘‘transportation safety’’. 

(b) Section 114 of title 49, United States 
Code, is amended by adding at the end the 
following: 

‘‘(s) NONDISCLOSURE OF SECURITY ACTIVI-
TIES.—

‘‘(1) IN GENERAL.—Notwithstanding section 
552 of title 5, the Under Secretary shall pre-
scribe regulations prohibiting the disclosure 
of information obtained or developed in car-
rying out security under authority of the 
Aviation and Transportation Security Act 
(Public Law 107–71) or under chapter 449 of 
this title if the Under Secretary decides that 
disclosing the information would—

‘‘(A) be an unwarranted invasion of per-
sonal privacy; 

‘‘(B) reveal a trade secret or privileged or 
confidential commercial or financial infor-
mation; or 

‘‘(C) be detrimental to the security of 
transportation. 

‘‘(2) AVAILABILITY OF INFORMATION TO CON-
GRESS.—Paragraph (1) does not authorize in-
formation to be withheld from a committee 
of Congress authorized to have the informa-
tion. 

‘‘(3) LIMITATION ON TRANSFERABILITY OF DU-
TIES.—Except as otherwise provided by law, 
the Under Secretary may not transfer a duty 
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or power under this subsection to another 
department, agency, or instrumentality of 
the United States.’’. 
SEC. 1602. INCREASE IN CIVIL PENALTIES. 

Section 46301(a) of title 49, United States 
Code, is amended by adding at the end the 
following: 

‘‘(8) AVIATION SECURITY VIOLATIONS.—Not-
withstanding paragraphs (1) and (2) of this 
subsection, the maximum civil penalty for 
violating chapter 449 or another requirement 
under this title administered by the Under 
Secretary of Transportation for Security 
shall be $10,000; except that the maximum 
civil penalty shall be $25,000 in the case of a 
person operating an aircraft for the trans-
portation of passengers or property for com-
pensation (except an individual serving as an 
airman).’’. 
SEC. 1603. ALLOWING UNITED STATES CITIZENS 

AND UNITED STATES NATIONALS AS 
SCREENERS. 

Section 44935(e)(2)(A)(ii) of title 49, United 
States Code, is amended by striking ‘‘citizen 
of the United States’’ and inserting ‘‘citizen 
of the United States or a national of the 
United States, as defined in section 
1101(a)(22) of the Immigration and Nation-
ality Act (8 U.S.C. 1101(a)(22))’’.

TITLE XVII—CONFORMING AND 
TECHNICAL AMENDMENTS 

SEC. 1701. INSPECTOR GENERAL ACT OF 1978. 
Section 11 of the Inspector General Act of 

1978 (Public Law 95–452) is amended—
(1) by inserting ‘‘Homeland Security,’’ 

after ‘‘Transportation,’’ each place it ap-
pears; and 

(2) by striking ‘‘; and’’ each place it ap-
pears in paragraph (1) and inserting ‘‘;’’; 
SEC. 1702. EXECUTIVE SCHEDULE. 

(a) IN GENERAL.—Title 5, United States 
Code, is amended—

(1) in section 5312, by inserting ‘‘Secretary 
of Homeland Security.’’ as a new item after 
‘‘Affairs.’’; 

(2) in section 5313, by inserting ‘‘Deputy 
Secretary of Homeland Security.’’ as a new 
item after ‘‘Affairs.’’; 

(3) in section 5314, by inserting ‘‘Under Sec-
retaries, Department of Homeland Secu-
rity.’’, ‘‘Director of the Bureau of Citizenship 
and Immigration Services.’’ as new items 
after ‘‘Affairs.’’ the third place it appears; 

(4) in section 5315, by inserting ‘‘Assistant 
Secretaries, Department of Homeland Secu-
rity.’’, ‘‘General Counsel, Department of 
Homeland Security.’’, ‘‘Officer for Civil 
Rights and Civil Liberties, Department of 
Homeland Security.’’, ‘‘Chief Financial Offi-
cer, Department of Homeland Security.’’, 
‘‘Chief Information Officer, Department of 
Homeland Security.’’, and ‘‘Inspector Gen-
eral, Department of Homeland Security.’’ as 
new items after ‘‘Affairs.’’ the first place it 
appears; and 

(5) in section 5315, by striking 
‘‘Commissioner of Immigration and Natu-
ralization, Department of Justice.’’. 

(b) SPECIAL EFFECTIVE DATE.—Notwith-
standing section 4, the amendment made by 
subsection (a)(5) shall take effect on the date 
on which the transfer of functions specified 
under section 441 takes effect.
SEC. 1703. UNITED STATES SECRET SERVICE. 

(a) IN GENERAL.—(1) The United States 
Code is amended in section 202 of title 3, and 
in section 3056 of title 18, by striking ‘‘of the 
Treasury’’, each place it appears and insert-
ing ‘‘of Homeland Security’’. 

(2) Section 208 of title 3, United States 
Code, is amended by striking ‘‘of Treasury’’ 
each place it appears and inserting ‘‘of 
Homeland Security’’. 

(b) EFFECTIVE DATE.—The amendments 
made by this section shall take effect on the 
date of transfer of the United States Secret 
Service to the Department. 

SEC. 1704. COAST GUARD. 
(a) TITLE 14, U.S.C.—Title 14, United States 

Code, is amended in sections 1, 3, 53, 95, 145, 
516, 666, 669, 673, 673a (as redesignated by sub-
section (e)(1)), 674, 687, and 688 by striking 
‘‘of Transportation’’ each place it appears 
and inserting ‘‘of Homeland Security’’. 

(b) TITLE 10, U.S.C.—(1) Title 10, United 
States Code, is amended in sections 101(9), 
130b(a), 130b(c)(4), 130c(h)(1), 379, 513(d), 
575(b)(2), 580(e)(6), 580a(e), 651(a), 671(c)(2), 
708(a), 716(a), 717, 806(d)(2), 815(e), 888, 
946(c)(1), 973(d), 978(d), 983(b)(1), 985(a), 
1033(b)(1), 1033(d), 1034, 1037(c), 1044d(f), 
1058(c), 1059(a), 1059(k)(1), 1073(a), 1074(c)(1), 
1089(g)(2), 1090, 1091(a), 1124, 1143, 1143a(h), 
1144, 1145(e), 1148, 1149, 1150(c), 1152(a), 
1152(d)(1), 1153, 1175, 1212(a), 1408(h)(2), 
1408(h)(8), 1463(a)(2), 1482a(b), 1510, 1552(a)(1), 
1565(f), 1588(f)(4), 1589, 2002(a), 2302(1), 
2306b(b), 2323(j)(2), 2376(2), 2396(b)(1), 2410a(a), 
2572(a), 2575(a), 2578, 2601(b)(4), 2634(e), 2635(a), 
2734(g), 2734a, 2775, 2830(b)(2), 2835, 2836, 
4745(a), 5013a(a), 7361(b), 10143(b)(2), 10146(a), 
10147(a), 10149(b), 10150, 10202(b), 10203(d), 
10205(b), 10301(b), 12103(b), 12103(d), 12304, 
12311(c), 12522(c), 12527(a)(2), 12731(b), 
12731a(e), 16131(a), 16136(a), 16301(g), and 18501 
by striking ‘‘of Transportation’’ each place 
it appears and inserting ‘‘of Homeland Secu-
rity’’. 

(2) Section 801(1) of such title is amended 
by striking ‘‘the General Counsel of the De-
partment of Transportation’’ and inserting 
‘‘an official designated to serve as Judge Ad-
vocate General of the Coast Guard by the 
Secretary of Homeland Security’’. 

(3) Section 983(d)(2)(B) of such title is 
amended by striking ‘‘Department of Trans-
portation’’ and inserting ‘‘Department of 
Homeland Security’’. 

(4) Section 2665(b) of such title is amended 
by striking ‘‘Department of Transportation’’ 
and inserting ‘‘Department in which the 
Coast Guard is operating’’. 

(5) Section 7045 of such title is amended—
(A) in subsections (a)(1) and (b), by striking 

‘‘Secretaries of the Army, Air Force, and 
Transportation’’ both places it appears and 
inserting ‘‘Secretary of the Army, the Sec-
retary of the Air Force, and the Secretary of 
Homeland Security’’; and 

(B) in subsection (b), by striking 
‘‘Department of Transportation’’ and insert-
ing ‘‘Department of Homeland Security’’. 

(6) Section 7361(b) of such title is amended 
in the subsection heading by striking 
‘‘TRANSPORTATION’’ and inserting 
‘‘HOMELAND SECURITY’’. 

(7) Section 12522(c) of such title is amended 
in the subsection heading by striking 
‘‘TRANSPORTATION’’ and inserting 
‘‘HOMELAND SECURITY’’. 

(c) TITLE 37, U.S.C.—Title 37, United States 
Code, is amended in sections 101(5), 204(i)(4), 
301a(a)(3), 306(d), 307(c), 308(a)(1), 308(d)(2), 
308(f), 308b(e), 308c(c), 308d(a), 308e(f), 308g(g), 
308h(f), 308i(e), 309(d), 316(d), 323(b), 323(g)(1), 
325(i), 402(d), 402a(g)(1), 403(f)(3), 403(l)(1), 
403b(i)(5), 406(b)(1), 417(a), 417(b), 418(a), 703, 
1001(c), 1006(f), 1007(a), and 1011(d) by striking 
‘‘of Transportation’’ each place it appears 
and inserting ‘‘of Homeland Security’’.

(d) TITLE 38, U.S.C.—Title 38, United States 
Code, is amended in sections 101(25)(d), 
1560(a), 3002(5), 3011(a)(1)(A)(ii)(I), 
3011(a)(1)(A)(ii)(II), 3011(a)(1)(B)(ii)(III), 
3011(a)(1)(C)(iii)(II)(cc), 3012(b)(1)(A)(v), 
3012(b)(1)(B)(ii)(V), 3018(b)(3)(B)(iv), 
3018A(a)(3), 3018B(a)(1)(C), 3018B(a)(2)(C), 
3018C(a)(5), 3020(m), 3035(b)(2), 3035(c), 3035(d), 
3035(e), 3680A(g), and 6105(c) by striking ‘‘of 
Transportation’’ each place it appears and 
inserting ‘‘of Homeland Security’’. 

(e) OTHER DEFENSE-RELATED LAWS.—(1) 
Section 363 of Public Law 104–193 (110 Stat. 
2247) is amended—

(A) in subsection (a)(1) (10 U.S.C. 113 note), 
by striking ‘‘of Transportation’’ and insert-
ing ‘‘of Homeland Security’’; and 

(B) in subsection (b)(1) (10 U.S.C. 704 note), 
by striking ‘‘of Transportation’’ and insert-
ing ‘‘of Homeland Security’’. 

(2) Section 721(1) of Public Law 104–201 (10 
U.S.C. 1073 note) is amended by striking ‘‘of 
Transportation’’ and inserting ‘‘of Homeland 
Security’’. 

(3) Section 4463(a) of Public Law 102–484 (10 
U.S.C. 1143a note) is amended by striking 
‘‘after consultation with the Secretary of 
Transportation’’. 

(4) Section 4466(h) of Public Law 102–484 (10 
U.S.C. 1143 note) is amended by striking ‘‘of 
Transportation’’ and inserting ‘‘of Homeland 
Security’’. 

(5) Section 542(d) of Public Law 103–337 (10 
U.S.C. 1293 note) is amended by striking ‘‘of 
Transportation’’ and inserting ‘‘of Homeland 
Security’’. 

(6) Section 740 of Public Law 106–181 (10 
U.S.C. 2576 note) is amended in subsections 
(b)(2), (c), and (d)(1) by striking ‘‘of Trans-
portation’’ each place it appears and insert-
ing ‘‘of Homeland Security’’. 

(7) Section 1407(b)(2) of the Defense De-
pendents’ Education Act of 1978 (20 U.S.C. 
926(b)) is amended by striking ‘‘of Transpor-
tation’’ both places it appears and inserting 
‘‘of Homeland Security’’. 

(8) Section 2301(5)(D) of the Elementary 
and Secondary Education Act of 1965 (20 
U.S.C. 6671(5)(D)) is amended by striking ‘‘of 
Transportation’’ and inserting ‘‘of Homeland 
Security’’. 

(9) Section 2307(a) of the Elementary and 
Secondary Education Act of 1965 (20 U.S.C. 
6677(a)) is amended by striking ‘‘of Transpor-
tation’’ and inserting ‘‘of Homeland Secu-
rity’’. 

(10) Section 1034(a) of Public Law 105–85 (21 
U.S.C. 1505a(a)) is amended by striking ‘‘of 
Transportation’’ and inserting ‘‘of Homeland 
Security’’. 

(11) The Military Selective Service Act is 
amended—

(A) in section 4(a) (50 U.S.C. App. 454(a)), 
by striking ‘‘of Transportation’’ in the 
fourth paragraph and inserting ‘‘of Home-
land Security’’; 

(B) in section 4(b) (50 U.S.C. App. 454(b)), by 
striking ‘‘of Transportation’’ both places it 
appears and inserting ‘‘of Homeland Secu-
rity’’; 

(C) in section 6(d)(1) (50 U.S.C. App. 
456(d)(1)), by striking ‘‘of Transportation’’ 
both places it appears and inserting ‘‘of 
Homeland Security’’; 

(D) in section 9(c) (50 U.S.C. App. 459(c)), by 
striking ‘‘Secretaries of Army, Navy, Air 
Force, or Transportation’’ and inserting 
‘‘Secretary of a military department, and 
the Secretary of Homeland Security with re-
spect to the Coast Guard,’’; and 

(E) in section 15(e) (50 U.S.C. App. 465(e)), 
by striking ‘‘of Transportation’’ both places 
it appears and inserting ‘‘of Homeland Secu-
rity’’. 

(f) TECHNICAL CORRECTION.—(1) Title 14, 
United States Code, is amended by redesig-
nating section 673 (as added by section 309 of 
Public Law 104–324) as section 673a. 

(2) The table of sections at the beginning of 
chapter 17 of such title is amended by redes-
ignating the item relating to such section as 
section 673a. 

(g) EFFECTIVE DATE.—The amendments 
made by this section (other than subsection 
(f)) shall take effect on the date of transfer 
of the Coast Guard to the Department. 
SEC. 1705. STRATEGIC NATIONAL STOCKPILE 

AND SMALLPOX VACCINE DEVELOP-
MENT. 

(a) IN GENERAL.—Section 121 of the Public 
Health Security and Bioterrorism Prepared-
ness and Response Act of 2002 (Public Law 
107–188; 42 U.S.C. 300hh–12) is amended—

(1) in subsection (a)(1)—
(A) by striking ‘‘Secretary of Health and 

Human Services’’ and inserting ‘‘Secretary 
of Homeland Security’’; 
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(B) by inserting ‘‘the Secretary of Health 

and Human Services and’’ between ‘‘in co-
ordination with’’ and ‘‘the Secretary of Vet-
erans Affairs’’; and 

(C) by inserting ‘‘of Health and Human 
Services’’ after ‘‘as are determined by the 
Secretary’’; and 

(2) in subsections (a)(2) and (b), by insert-
ing ‘‘of Health and Human Services’’ after 
‘‘Secretary’’ each place it appears. 

(b) EFFECTIVE DATE.—The amendments 
made by this section shall take effect on the 
date of transfer of the Strategic National 
Stockpile of the Department of Health and 
Human Services to the Department. 
SEC. 1706. TRANSFER OF CERTAIN SECURITY AND 

LAW ENFORCEMENT FUNCTIONS 
AND AUTHORITIES. 

(a) AMENDMENT TO TITLE 40.—Section 581 of 
title 40, United States Code, is amended—

(1) by striking subsection (a); and 
(2) in subsection (b)—
(A) by inserting ‘‘and’’ after the semicolon 

at the end of paragraph (1); 
(B) by striking ‘‘; and’’ at the end of para-

graph (2) and inserting a period; and 
(C) by striking paragraph (3). 
(b) LAW ENFORCEMENT AUTHORITY.—
(1) IN GENERAL.—Section 1315 of title 40, 

United States Code, is amended to read as 
follows: 
‘‘§ 1315. Law enforcement authority of Sec-

retary of Homeland Security for protection 
of public property 
‘‘(a) IN GENERAL.—To the extent provided 

for by transfers made pursuant to the Home-
land Security Act of 2002, the Secretary of 
Homeland Security (in this section referred 
to as the ‘Secretary’) shall protect the build-
ings, grounds, and property that are owned, 
occupied, or secured by the Federal Govern-
ment (including any agency, instrumen-
tality, or wholly owned or mixed-ownership 
corporation thereof) and the persons on the 
property. 

‘‘(b) OFFICERS AND AGENTS.—
‘‘(1) DESIGNATION.—The Secretary may des-

ignate employees of the Department of 
Homeland Security, including employees 
transferred to the Department from the Of-
fice of the Federal Protective Service of the 
General Services Administration pursuant to 
the Homeland Security Act of 2002, as offi-
cers and agents for duty in connection with 
the protection of property owned or occupied 
by the Federal Government and persons on 
the property, including duty in areas outside 
the property to the extent necessary to pro-
tect the property and persons on the prop-
erty. 

‘‘(2) POWERS.—While engaged in the per-
formance of official duties, an officer or 
agent designated under this subsection 
may—

‘‘(A) enforce Federal laws and regulations 
for the protection of persons and property; 

‘‘(B) carry firearms; 
‘‘(C) make arrests without a warrant for 

any offense against the United States com-
mitted in the presence of the officer or agent 
or for any felony cognizable under the laws 
of the United States if the officer or agent 
has reasonable grounds to believe that the 
person to be arrested has committed or is 
committing a felony; 

‘‘(D) serve warrants and subpoenas issued 
under the authority of the United States; 
and 

‘‘(E) conduct investigations, on and off the 
property in question, of offenses that may 
have been committed against property 
owned or occupied by the Federal Govern-
ment or persons on the property. 

‘‘(F) carry out such other activities for the 
promotion of homeland security as the Sec-
retary may prescribe. 

‘‘(c) REGULATIONS.—

‘‘(1) IN GENERAL.—The Secretary, in con-
sultation with the Administrator of General 
Services, may prescribe regulations nec-
essary for the protection and administration 
of property owned or occupied by the Federal 
Government and persons on the property. 
The regulations may include reasonable pen-
alties, within the limits prescribed in para-
graph (2), for violations of the regulations. 
The regulations shall be posted and remain 
posted in a conspicuous place on the prop-
erty. 

‘‘(2) PENALTIES.—A person violating a regu-
lation prescribed under this subsection shall 
be fined under title 18, United States Code, 
imprisoned for not more than 30 days, or 
both. 

‘‘(d) DETAILS.—
‘‘(1) REQUESTS OF AGENCIES.—On the re-

quest of the head of a Federal agency having 
charge or control of property owned or occu-
pied by the Federal Government, the Sec-
retary may detail officers and agents des-
ignated under this section for the protection 
of the property and persons on the property. 

‘‘(2) APPLICABILITY OF REGULATIONS.—The 
Secretary may—

‘‘(A) extend to property referred to in para-
graph (1) the applicability of regulations pre-
scribed under this section and enforce the 
regulations as provided in this section; or 

‘‘(B) utilize the authority and regulations 
of the requesting agency if agreed to in writ-
ing by the agencies. 

‘‘(3) FACILITIES AND SERVICES OF OTHER 
AGENCIES.—When the Secretary determines 
it to be economical and in the public inter-
est, the Secretary may utilize the facilities 
and services of Federal, State, and local law 
enforcement agencies, with the consent of 
the agencies. 

‘‘(e) AUTHORITY OUTSIDE FEDERAL PROP-
ERTY.—For the protection of property owned 
or occupied by the Federal Government and 
persons on the property, the Secretary may 
enter into agreements with Federal agencies 
and with State and local governments to ob-
tain authority for officers and agents des-
ignated under this section to enforce Federal 
laws and State and local laws concurrently 
with other Federal law enforcement officers 
and with State and local law enforcement of-
ficers. 

‘‘(f) SECRETARY AND ATTORNEY GENERAL 
APPROVAL.—The powers granted to officers 
and agents designated under this section 
shall be exercised in accordance with guide-
lines approved by the Secretary and the At-
torney General. 

‘‘(g) LIMITATION ON STATUTORY CONSTRUC-
TION.—Nothing in this section shall be con-
strued to—

‘‘(1) preclude or limit the authority of any 
Federal law enforcement agency; or 

‘‘(2) restrict the authority of the Adminis-
trator of General Services to promulgate 
regulations affecting property under the Ad-
ministrator’s custody and control.’’. 

(2) DELEGATION OF AUTHORITY.—The Sec-
retary may delegate authority for the pro-
tection of specific buildings to another Fed-
eral agency where, in the Secretary’s discre-
tion, the Secretary determines it necessary 
for the protection of that building. 

(3) CLERICAL AMENDMENT.—The table of 
sections at the beginning of chapter 13 of 
title 40, United States Code, is amended by 
striking the item relating to section 1315 and 
inserting the following:

‘‘1315. Law enforcement authority of Sec-
retary of Homeland Security 
for protection of public prop-
erty.’’.

SEC. 1707. TRANSPORTATION SECURITY REGULA-
TIONS. 

Title 49, United States Code, is amended—

(1) in section 114(l)(2)(B), by inserting ‘‘for 
a period not to exceed 90 days’’ after 
‘‘effective’’; and 

(2) in section 114(l)(2)(B), by inserting 
‘‘ratified or’’ after ‘‘unless’’. 
SEC. 1708. NATIONAL BIO-WEAPONS DEFENSE 

ANALYSIS CENTER. 
There is established in the Department of 

Defense a National Bio-Weapons Defense 
Analysis Center, whose mission is to develop 
countermeasures to potential attacks by ter-
rorists using weapons of mass destruction. 
SEC. 1709. COLLABORATION WITH THE SEC-

RETARY OF HOMELAND SECURITY. 
(a) DEPARTMENT OF HEALTH AND HUMAN 

SERVICES.—The second sentence of section 
351A(e)(1) of the Public Health Service Act 
(42 U.S.C. 262A(e)(1)) is amended by striking 
‘‘consultation with’’ and inserting 
‘‘collaboration with the Secretary of Home-
land Security and’’. 

(b) DEPARTMENT OF AGRICULTURE.—The 
second sentence of section 212(e)(1) of the Ag-
ricultural Bioterrorism Protection Act of 
2002 (7 U.S.C. 8401) is amended by striking 
‘‘consultation with’’ and inserting 
‘‘collaboration with the Secretary of Home-
land Security and’’. 
SEC. 1710. RAILROAD SAFETY TO INCLUDE RAIL-

ROAD SECURITY. 
(a) INVESTIGATION AND SURVEILLANCE AC-

TIVITIES.—Section 20105 of title 49, United 
States Code, is amended—

(1) by striking ‘‘Secretary of Transpor-
tation’’ in the first sentence of subsection (a) 
and inserting ‘‘Secretary concerned’’; 

(2) by striking ‘‘Secretary’’ each place it 
appears (except the first sentence of sub-
section (a)) and inserting ‘‘Secretary con-
cerned’’; 

(3) by striking ‘‘Secretary’s duties under 
chapters 203–213 of this title’’ in subsection 
(d) and inserting ‘‘duties under chapters 203–
213 of this title (in the case of the Secretary 
of Transportation) and duties under section 
114 of this title (in the case of the Secretary 
of Homeland Security)’’; 

(4) by striking ‘‘chapter.’’ in subsection (f) 
and inserting ‘‘chapter (in the case of the 
Secretary of Transportation) and duties 
under section 114 of this title (in the case of 
the Secretary of Homeland Security).’’; and 

(5) by adding at the end the following new 
subsection: 

‘‘(g) DEFINITIONS.—In this section—
‘‘(1) the term ‘safety’ includes security; 

and 
‘‘(2) the term ‘Secretary concerned’ 

means—
‘‘(A) the Secretary of Transportation, with 

respect to railroad safety matters con-
cerning such Secretary under laws adminis-
tered by that Secretary; and 

‘‘(B) the Secretary of Homeland Security, 
with respect to railroad safety matters con-
cerning such Secretary under laws adminis-
tered by that Secretary.’’. 

(b) REGULATIONS AND ORDERS.—Section 
20103(a) of such title is amended by inserting 
after ‘‘1970.’’ the following: ‘‘When pre-
scribing a security regulation or issuing a se-
curity order that affects the safety of rail-
road operations, the Secretary of Homeland 
Security shall consult with the Secretary.’’. 

(c) NATIONAL UNIFORMITY OF REGULATION.—
Section 20106 of such title is amended—

(1) by inserting ‘‘and laws, regulations, and 
orders related to railroad security’’ after 
‘‘safety’’ in the first sentence; 

(2) by inserting ‘‘or security’’ after 
‘‘safety’’ each place it appears after the first 
sentence; and 

(3) by striking ‘‘Transportation’’ in the 
second sentence and inserting 
‘‘Transportation (with respect to railroad 
safety matters), or the Secretary of Home-
land Security (with respect to railroad secu-
rity matters),’’.
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SEC. 1711. HAZMAT SAFETY TO INCLUDE HAZMAT 

SECURITY. 

(a) GENERAL REGULATORY AUTHORITY.—
Section 5103 of title 49, United States Code, 
is amended—

(1) by striking ‘‘transportation’’ the first 
place it appears in subsection (b)(1) and in-
serting ‘‘transportation, including secu-
rity,’’; 

(2) by striking ‘‘aspects’’ in subsection 
(b)(1)(B) and inserting ‘‘aspects, including se-
curity,’’; and 

(3) by adding at the end the following: 
‘‘(C) CONSULTATION.—When prescribing a 

security regulation or issuing a security 
order that affects the safety of the transpor-
tation of hazardous material, the Secretary 
of Homeland Security shall consult with the 
Secretary.’’. 

(b) PREEMPTION.—Section 5125 of that title 
is amended—

(1) by striking ‘‘chapter or a regulation 
prescribed under this chapter’’ in subsection 
(a)(1) and inserting ‘‘chapter, a regulation 
prescribed under this chapter, or a hazardous 
materials transportation security regulation 
or directive issued by the Secretary of Home-
land Security’’; 

(2) by striking ‘‘chapter or a regulation 
prescribed under this chapter.’’ in subsection 
(a)(2) and inserting ‘‘chapter, a regulation 
prescribed under this chapter, or a hazardous 
materials transportation security regulation 
or directive issued by the Secretary of Home-
land Security.’’; and 

(3) by striking ‘‘chapter or a regulation 
prescribed under this chapter,’’ in subsection 
(b)(1) and inserting ‘‘chapter, a regulation 
prescribed under this chapter, or a hazardous 
materials transportation security regulation 
or directive issued by the Secretary of Home-
land Security,’’. 
SEC. 1712. OFFICE OF SCIENCE AND TECH-

NOLOGY POLICY. 

The National Science and Technology Pol-
icy, Organization, and Priorities Act of 1976 
is amended—

(1) in section 204(b)(1) (42 U.S.C. 6613(b)(1)), 
by inserting ‘‘homeland security,’’ after 
‘‘national security,’’; and 

(2) in section 208(a)(1) (42 U.S.C. 6617(a)(1)), 
by inserting ‘‘the Office of Homeland Secu-
rity,’’ after ‘‘National Security Council,’’. 
SEC. 1713. NATIONAL OCEANOGRAPHIC PART-

NERSHIP PROGRAM. 

Section 7902(b) of title 10, United States 
Code, is amended by adding at the end the 
following new paragraphs: 

‘‘(13) The Under Secretary for Science and 
Technology of the Department of Homeland 
Security. 

‘‘(14) Other Federal officials the Council 
considers appropriate.’’. 
SEC. 1714. CLARIFICATION OF DEFINITION OF 

MANUFACTURER. 

Section 2133(3) of the Public Health Service 
Act (42 U.S.C. 300aa–33(3)) is amended—

(1) in the first sentence, by striking ‘‘under 
its label any vaccine set forth in the Vaccine 
Injury Table’’ and inserting ‘‘any vaccine set 
forth in the Vaccine Injury table, including 
any component or ingredient of any such 
vaccine’’; and 

(2) in the second sentence, by inserting 
‘‘including any component or ingredient of 
any such vaccine’’ before the period. 
SEC. 1715. CLARIFICATION OF DEFINITION OF 

VACCINE-RELATED INJURY OR 
DEATH. 

Section 2133(5) of the Public Health Service 
Act (42 U.S.C. 300aa–33(5)) is amended by add-
ing at the end the following: ‘‘For purposes 
of the preceding sentence, an adulterant or 
contaminant shall not include any compo-
nent or ingredient listed in a vaccine’s prod-
uct license application or product label.’’. 

SEC. 1716. CLARIFICATION OF DEFINITION OF 
VACCINE. 

Section 2133 of the Public Health Service 
Act (42 U.S.C. 300aa–33) is amended by adding 
at the end the following: 

‘‘(7) The term ‘vaccine’ means any prepara-
tion or suspension, including but not limited 
to a preparation or suspension containing an 
attenuated or inactive microorganism or 
subunit thereof or toxin, developed or admin-
istered to produce or enhance the body’s im-
mune response to a disease or diseases and 
includes all components and ingredients list-
ed in the vaccines’s product license applica-
tion and product label.’’. 
SEC. 1717. EFFECTIVE DATE. 

The amendments made by sections 1714, 
1715, and 1716 shall apply to all actions or 
proceedings pending on or after the date of 
enactment of this Act, unless a court of com-
petent jurisdiction has entered judgment 
(regardless of whether the time for appeal 
has expired) in such action or proceeding dis-
posing of the entire action or proceeding.

The SPEAKER pro tempore. The 
amendment contained in section 2 of H. 
Res. 600 is considered as adopted. 

The text of H.R. 5710, as amended, 
pursuant to section 2 of H. Res. 600 is 
as follows:

H.R. 5710
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled,
SECTION 1. SHORT TITLE; TABLE OF CONTENTS. 

(a) SHORT TITLE.—This Act may be cited as 
the ‘‘Homeland Security Act of 2002’’. 

(b) TABLE OF CONTENTS.—The table of con-
tents for this Act is as follows:
Sec. 1. Short title; table of contents. 
Sec. 2. Definitions. 
Sec. 3. Construction; severability. 
Sec. 4. Effective date. 

TITLE I—DEPARTMENT OF HOMELAND 
SECURITY 

Sec. 101. Executive department; mission. 
Sec. 102. Secretary; functions. 
Sec. 103. Other officers. 
TITLE II—INFORMATION ANALYSIS AND 

INFRASTRUCTURE PROTECTION 
Subtitle A—Directorate for Information 

Analysis and Infrastructure Protection; 
Access to Information 

Sec. 201. Directorate for Information Anal-
ysis and Infrastructure Protec-
tion. 

Sec. 202. Access to information. 
Subtitle B—Critical Infrastructure 

Information 
Sec. 211. Short title. 
Sec. 212. Definitions. 
Sec. 213. Designation of critical infrastruc-

ture protection program. 
Sec. 214. Protection of voluntarily shared 

critical infrastructure informa-
tion. 

Sec. 215. No private right of action. 
Subtitle C—Information Security 

Sec. 221. Procedures for sharing informa-
tion. 

Sec. 222. Privacy Officer. 
Sec. 223. Enhancement of non-Federal 

cybersecurity. 
Sec. 224. Net guard. 
Sec. 225. Cyber Security Enhancement Act 

of 2002. 
Subtitle D—Office of Science and 

Technology 
Sec. 231. Establishment of office; Director. 
Sec. 232. Mission of office; duties. 
Sec. 233. Definition of law enforcement tech-

nology. 
Sec. 234. Abolishment of Office of Science 

and Technology of National In-
stitute of Justice; transfer of 
functions. 

Sec. 235. National Law Enforcement and 
Corrections Technology Cen-
ters. 

Sec. 236. Coordination with other entities 
within Department of Justice. 

Sec. 237. Amendments relating to National 
Institute of Justice. 

TITLE III—SCIENCE AND TECHNOLOGY IN 
SUPPORT OF HOMELAND SECURITY 

Sec. 301. Under Secretary for Science and 
Technology. 

Sec. 302. Responsibilities and authorities of 
the Under Secretary for Science 
and Technology. 

Sec. 303. Functions transferred. 
Sec. 304. Conduct of certain public health-

related activities. 
Sec. 305. Federally funded research and de-

velopment centers. 
Sec. 306. Miscellaneous provisions. 
Sec. 307. Homeland Security Advanced Re-

search Projects Agency. 
Sec. 308. Conduct of research, development, 

demonstration, testing and 
evaluation. 

Sec. 309. Utilization of Department of En-
ergy national laboratories and 
sites in support of homeland se-
curity activities. 

Sec. 310. Transfer of Plum Island Animal 
Disease Center, Department of 
Agriculture. 

Sec. 311. Homeland Security Science and 
Technology Advisory Com-
mittee. 

Sec. 312. Homeland Security Institute. 
Sec. 313. Technology clearinghouse to en-

courage and support innovative 
solutions to enhance homeland 
security. 

TITLE IV—DIRECTORATE OF BORDER 
AND TRANSPORTATION SECURITY 

Subtitle A—Under Secretary for Border and 
Transportation Security 

Sec. 401. Under Secretary for Border and 
Transportation Security. 

Sec. 402. Responsibilities. 
Sec. 403. Functions transferred. 
Subtitle B—United States Customs Service 

Sec. 411. Establishment; Commissioner of 
Customs. 

Sec. 412. Retention of customs revenue func-
tions by Secretary of the Treas-
ury. 

Sec. 413. Preservation of customs funds. 
Sec. 414. Separate budget request for cus-

toms. 
Sec. 415. Definition. 
Sec. 416. GAO report to Congress. 
Sec. 417. Allocation of resources by the Sec-

retary. 
Sec. 418. Reports to Congress. 
Sec. 419. Customs user fees. 

Subtitle C—Miscellaneous Provisions 
Sec. 421. Transfer of certain agricultural in-

spection functions of the De-
partment of Agriculture. 

Sec. 422. Functions of Administrator of Gen-
eral Services. 

Sec. 423. Functions of Transportation Secu-
rity Administration. 

Sec. 424. Preservation of Transportation Se-
curity Administration as a dis-
tinct entity. 

Sec. 425. Explosive detection systems. 
Sec. 426. Transportation security. 
Sec. 427. Coordination of information and in-

formation technology. 
Sec. 428. Visa issuance. 
Sec. 429. Information on visa denials re-

quired to be entered into elec-
tronic data system. 

Sec. 430. Office for Domestic Preparedness. 
Subtitle D—Immigration Enforcement 

Functions 
Sec. 441. Transfer of functions to Under Sec-

retary for Border and Transpor-
tation Security. 
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Sec. 442. Establishment of Bureau of Border 

Security. 
Sec. 443. Professional responsibility and 

quality review. 
Sec. 444. Employee discipline. 
Sec. 445. Report on improving enforcement 

functions. 
Sec. 446. Sense of Congress regarding con-

struction of fencing near San 
Diego, California. 

Subtitle E—Citizenship and Immigration 
Services 

Sec. 451. Establishment of Bureau of Citizen-
ship and Immigration Services. 

Sec. 452. Citizenship and Immigration Serv-
ices Ombudsman. 

Sec. 453. Professional responsibility and 
quality review. 

Sec. 454. Employee discipline. 
Sec. 455. Effective date. 
Sec. 456. Transition. 
Sec. 457. Funding for citizenship and immi-

gration services. 
Sec. 458. Backlog elimination. 
Sec. 459. Report on improving immigration 

services. 
Sec. 460. Report on responding to fluc-

tuating needs. 
Sec. 461. Application of Internet-based tech-

nologies. 
Sec. 462. Children’s affairs. 
Subtitle F—General Immigration Provisions 
Sec. 471. Abolishment of INS. 
Sec. 472. Voluntary separation incentive 

payments. 
Sec. 473. Authority to conduct a demonstra-

tion project relating to discipli-
nary action. 

Sec. 474. Sense of Congress. 
Sec. 475. Director of Shared Services. 
Sec. 476. Separation of funding. 
Sec. 477. Reports and implementation plans. 
Sec. 478. Immigration functions. 
TITLE V—EMERGENCY PREPAREDNESS 

AND RESPONSE 
Sec. 501. Under Secretary for Emergency 

Preparedness and Response. 
Sec. 502. Responsibilities. 
Sec. 503. Functions transferred. 
Sec. 504. Nuclear incident response. 
Sec. 505. Conduct of certain public health-

related activities. 
Sec. 506. Definition. 
Sec. 507. Role of Federal Emergency Man-

agement Agency. 
Sec. 508. Use of national private sector net-

works in emergency response. 
Sec. 509. Use of commercially available 

technology, goods, and services. 
TITLE VI—TREATMENT OF CHARITABLE 

TRUSTS FOR MEMBERS OF THE ARMED 
FORCES OF THE UNITED STATES AND 
OTHER GOVERNMENTAL ORGANIZA-
TIONS 

Sec. 601. Treatment of charitable trusts for 
members of the Armed Forces 
of the United States and other 
governmental organizations. 

TITLE VII—MANAGEMENT 
Sec. 701. Under Secretary for Management. 
Sec. 702. Chief Financial Officer. 
Sec. 703. Chief Information Officer. 
Sec. 704. Chief Human Capital Officer. 
Sec. 705. Establishment of Officer for Civil 

Rights and Civil Liberties. 
Sec. 706. Consolidation and co-location of of-

fices. 
TITLE VIII—COORDINATION WITH NON-

FEDERAL ENTITIES; INSPECTOR GEN-
ERAL; UNITED STATES SECRET SERV-
ICE; COAST GUARD; GENERAL PROVI-
SIONS 

Subtitle A—Coordination with Non-Federal 
Entities 

Sec. 801. Office for State and Local Govern-
ment Coordination. 

Subtitle B—Inspector General 

Sec. 811. Authority of the Secretary. 
Sec. 812. Law enforcement powers of Inspec-

tor General agents. 

Subtitle C—United States Secret Service 

Sec. 821. Functions transferred. 

Subtitle D—Acquisitions 

Sec. 831. Research and development 
projects. 

Sec. 832. Personal services. 
Sec. 833. Special streamlined acquisition au-

thority. 
Sec. 834. Unsolicited proposals. 
Sec. 835. Prohibition on contracts with cor-

porate expatriates. 

Subtitle E—Human Resources Management 

Sec. 841. Establishment of Human Resources 
Management System. 

Sec. 842. Labor-management relations. 

Subtitle F—Federal Emergency 
Procurement Flexibility 

Sec. 851. Definition. 
Sec. 852. Procurements for defense against 

or recovery from terrorism or 
nuclear, biological, chemical, 
or radiological attack. 

Sec. 853. Increased simplified acquisition 
threshold for procurements in 
support of humanitarian or 
peacekeeping operations or con-
tingency operations. 

Sec. 854. Increased micro-purchase threshold 
for certain procurements. 

Sec. 855. Application of certain commercial 
items authorities to certain 
procurements. 

Sec. 856. Use of streamlined procedures. 
Sec. 857. Review and report by Comptroller 

General. 
Sec. 858. Identification of new entrants into 

the Federal marketplace. 

Subtitle G—Support Anti-terrorism by 
Fostering Effective Technologies Act of 2002

Sec. 861. Short title. 
Sec. 862. Administration. 
Sec. 863. Litigation management. 
Sec. 864. Risk management. 
Sec. 865. Definitions. 

Subtitle H—Miscellaneous Provisions 

Sec. 871. Advisory committees. 
Sec. 872. Reorganization. 
Sec. 873. Use of appropriated funds. 
Sec. 874. Future Year Homeland Security 

Program. 
Sec. 875. Miscellaneous authorities. 
Sec. 876. Military activities. 
Sec. 877. Regulatory authority and preemp-

tion. 
Sec. 878. Counternarcotics officer. 
Sec. 879. Office of International Affairs. 
Sec. 880. Prohibition of the Terrorism Infor-

mation and Prevention System. 
Sec. 881. Review of pay and benefit plans. 
Sec. 882. Office for National Capital Region 

Coordination. 
Sec. 883. Requirement to comply with laws 

protecting equal employment 
opportunity and providing 
whistleblower protections. 

Sec. 884. Federal Law Enforcement Training 
Center. 

Sec. 885. Joint Interagency Task Force. 
Sec. 886. Sense of Congress reaffirming the 

continued importance and ap-
plicability of the Posse Com-
itatus Act. 

Sec. 887. Coordination with the Department 
of Health and Human Services 
under the Public Health Service 
Act. 

Sec. 888. Preserving Coast Guard mission 
performance. 

Sec. 889. Homeland security funding anal-
ysis in President’s budget. 

Sec. 890. Air Transportation Safety and Sys-
tem Stabilization Act. 

Subtitle I—Information Sharing 
Sec. 891. Short title; findings; and sense of 

Congress. 
Sec. 892. Facilitating homeland security in-

formation sharing procedures. 
Sec. 893. Report. 
Sec. 894. Authorization of appropriations. 
Sec. 895. Authority to share grand jury in-

formation. 
Sec. 896. Authority to share electronic, wire, 

and oral interception informa-
tion. 

Sec. 897. Foreign intelligence information. 
Sec. 898. Information acquired from an elec-

tronic surveillance. 
Sec. 899. Information acquired from a phys-

ical search. 
TITLE IX—NATIONAL HOMELAND 

SECURITY COUNCIL 
Sec. 901. National Homeland Security Coun-

cil. 
Sec. 902. Function. 
Sec. 903. Membership. 
Sec. 904. Other functions and activities. 
Sec. 905. Staff composition. 
Sec. 906. Relation to the National Security 

Council. 
TITLE X—INFORMATION SECURITY 

Sec. 1001. Information security. 
Sec. 1002. Management of information tech-

nology. 
Sec. 1003. National Institute of Standards 

and Technology. 
Sec. 1004. Information Security and Privacy 

Advisory Board. 
Sec. 1005. Technical and conforming amend-

ments. 
Sec. 1006. Construction. 

TITLE XI—DEPARTMENT OF JUSTICE 
DIVISIONS 

Subtitle A—Executive Office for 
Immigration Review 

Sec. 1101. Legal status of EOIR. 
Sec. 1102. Authorities of the Attorney Gen-

eral. 
Sec. 1103. Statutory construction. 
Subtitle B—Transfer of the Bureau of Alco-

hol, Tobacco and Firearms to the Depart-
ment of Justice 

Sec. 1111. Bureau of Alcohol, Tobacco, Fire-
arms, and Explosives. 

Sec. 1112. Technical and conforming amend-
ments. 

Sec. 1113. Powers of agents of the Bureau of 
Alcohol, Tobacco, Firearms, 
and Explosives. 

Sec. 1114. Explosives training and research 
facility. 

Sec. 1115. Personnel management dem-
onstration project. 

Subtitle C—Explosives 
Sec. 1121. Short title. 
Sec. 1122. Permits for purchasers of explo-

sives. 
Sec. 1123. Persons prohibited from receiving 

or possessing explosive mate-
rials. 

Sec. 1124. Requirement to provide samples of 
explosive materials and ammo-
nium nitrate. 

Sec. 1125. Destruction of property of institu-
tions receiving Federal finan-
cial assistance. 

Sec. 1126. Relief from disabilities. 
Sec. 1127. Theft reporting requirement. 
Sec. 1128. Authorization of appropriations. 

TITLE XII—AIRLINE WAR RISK 
INSURANCE LEGISLATION 

Sec. 1201. Air carrier liability for third party 
claims arising out of acts of 
terrorism. 

Sec. 1202. Extension of insurance policies. 
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Sec. 1203. Correction of reference. 
Sec. 1204. Report. 

TITLE XIII—FEDERAL WORKFORCE 
IMPROVEMENT 

Subtitle A—Chief Human Capital Officers 
Sec. 1301. Short title. 
Sec. 1302. Agency Chief Human Capital Offi-

cers. 
Sec. 1303. Chief Human Capital Officers 

Council. 
Sec. 1304. Strategic human capital manage-

ment. 
Sec. 1305. Effective date. 

Subtitle B—Reforms Relating to Federal 
Human Capital Management 

Sec. 1311. Inclusion of agency human capital 
strategic planning in perform-
ance plans and programs per-
formance reports. 

Sec. 1312. Reform of the competitive service 
hiring process. 

Sec. 1313. Permanent extension, revision, 
and expansion of authorities for 
use of voluntary separation in-
centive pay and voluntary early 
retirement. 

Sec. 1314. Student volunteer transit subsidy. 
Subtitle C—Reforms Relating to the Senior 

Executive Service 
Sec. 1321. Repeal of recertification require-

ments of senior executives. 
Sec. 1322. Adjustment of limitation on total 

annual compensation. 
Subtitle D—Academic Training 

Sec. 1331. Academic training. 
Sec. 1332. Modifications to National Secu-

rity Education Program. 
TITLE XIV—ARMING PILOTS AGAINST 

TERRORISM 
Sec. 1401. Short title. 
Sec. 1402. Federal Flight Deck Officer Pro-

gram. 
Sec. 1403. Crew training. 
Sec. 1404. Commercial airline security 

study. 
Sec. 1405. Authority to arm flight deck crew 

with less-than-lethal weapons. 
Sec. 1406. Technical amendments. 

TITLE XV—TRANSITION 
Subtitle A—Reorganization Plan 

Sec. 1501. Definitions. 
Sec. 1502. Reorganization plan. 
Sec. 1503. Review of congressional com-

mittee structures. 
Subtitle B—Transitional Provisions 

Sec. 1511. Transitional authorities. 
Sec. 1512. Savings provisions. 
Sec. 1513. Terminations. 
Sec. 1514. National identification system not 

authorized. 
Sec. 1515. Continuity of Inspector General 

oversight. 
Sec. 1516. Incidental transfers. 
Sec. 1517. Reference. 
TITLE XVI—CORRECTIONS TO EXISTING 

LAW RELATING TO AIRLINE TRANS-
PORTATION SECURITY 

Sec. 1601. Retention of security sensitive in-
formation authority at Depart-
ment of Transportation. 

Sec. 1602. Increase in civil penalties. 
Sec. 1603. Allowing United States citizens 

and United States nationals as 
screeners. 

TITLE XVII—CONFORMING AND 
TECHNICAL AMENDMENTS 

Sec. 1701. Inspector General Act of 1978. 
Sec. 1702. Executive Schedule. 
Sec. 1703. United States Secret Service. 
Sec. 1704. Coast Guard. 
Sec. 1705. Strategic national stockpile and 

smallpox vaccine development. 
Sec. 1706. Transfer of certain security and 

law enforcement functions and 
authorities. 

Sec. 1707. Transportation security regula-
tions. 

Sec. 1708. National Bio-Weapons Defense 
Analysis Center. 

Sec. 1709. Collaboration with the Secretary 
of Homeland Security. 

Sec. 1710. Railroad safety to include railroad 
security. 

Sec. 1711. Hazmat safety to include hazmat 
security. 

Sec. 1712. Office of Science and Technology 
Policy. 

Sec. 1713. National Oceanographic Partner-
ship Program. 

Sec. 1714. Clarification of definition of man-
ufacturer. 

Sec. 1715. Clarification of definition of vac-
cine-related injury or death. 

Sec. 1716. Clarification of definition of vac-
cine. 

Sec. 1717. Effective date.
SEC. 2. DEFINITIONS. 

In this Act, the following definitions apply: 
(1) Each of the terms ‘‘American home-

land’’ and ‘‘homeland’’ means the United 
States. 

(2) The term ‘‘appropriate congressional 
committee’’ means any committee of the 
House of Representatives or the Senate hav-
ing legislative or oversight jurisdiction 
under the Rules of the House of Representa-
tives or the Senate, respectively, over the 
matter concerned. 

(3) The term ‘‘assets’’ includes contracts, 
facilities, property, records, unobligated or 
unexpended balances of appropriations, and 
other funds or resources (other than per-
sonnel). 

(4) The term ‘‘critical infrastructure’’ has 
the meaning given that term in section 
1016(e) of Public Law 107–56 (42 U.S.C. 
5195c(e)). 

(5) The term ‘‘Department’’ means the De-
partment of Homeland Security. 

(6) The term ‘‘emergency response pro-
viders’’ includes Federal, State, and local 
emergency public safety, law enforcement, 
emergency response, emergency medical 
(including hospital emergency facilities), 
and related personnel, agencies, and authori-
ties. 

(7) The term ‘‘executive agency’’ means an 
executive agency and a military department, 
as defined, respectively, in sections 105 and 
102 of title 5, United States Code. 

(8) The term ‘‘functions’’ includes authori-
ties, powers, rights, privileges, immunities, 
programs, projects, activities, duties, and re-
sponsibilities. 

(9) The term ‘‘key resources’’ means pub-
licly or privately controlled resources essen-
tial to the minimal operations of the econ-
omy and government. 

(10) The term ‘‘local government’’ means—
(A) a county, municipality, city, town, 

township, local public authority, school dis-
trict, special district, intrastate district, 
council of governments (regardless of wheth-
er the council of governments is incor-
porated as a nonprofit corporation under 
State law), regional or interstate govern-
ment entity, or agency or instrumentality of 
a local government; 

(B) an Indian tribe or authorized tribal or-
ganization, or in Alaska a Native village or 
Alaska Regional Native Corporation; and 

(C) a rural community, unincorporated 
town or village, or other public entity.

(11) The term ‘‘major disaster’’ has the 
meaning given in section 102(2) of the Robert 
T. Stafford Disaster Relief and Emergency 
Assistance Act (42 U.S.C. 5122). 

(12) The term ‘‘personnel’’ means officers 
and employees. 

(13) The term ‘‘Secretary’’ means the Sec-
retary of Homeland Security.

(14) The term ‘‘State’’ means any State of 
the United States, the District of Columbia, 

the Commonwealth of Puerto Rico, the Vir-
gin Islands, Guam, American Samoa, the 
Commonwealth of the Northern Mariana Is-
lands, and any possession of the United 
States. 

(15) The term ‘‘terrorism’’ means any ac-
tivity that—

(A) involves an act that—
(i) is dangerous to human life or poten-

tially destructive of critical infrastructure 
or key resources; and 

(ii) is a violation of the criminal laws of 
the United States or of any State or other 
subdivision of the United States; and 

(B) appears to be intended—
(i) to intimidate or coerce a civilian popu-

lation; 
(ii) to influence the policy of a government 

by intimidation or coercion; or 
(iii) to affect the conduct of a government 

by mass destruction, assassination, or kid-
napping. 

(16)(A) The term ‘‘United States’’, when 
used in a geographic sense, means any State 
of the United States, the District of Colum-
bia, the Commonwealth of Puerto Rico, the 
Virgin Islands, Guam, American Samoa, the 
Commonwealth of the Northern Mariana Is-
lands, any possession of the United States, 
and any waters within the jurisdiction of the 
United States. 

(B) Nothing in this paragraph or any other 
provision of this Act shall be construed to 
modify the definition of ‘‘United States’’ for 
the purposes of the Immigration and Nation-
ality Act or any other immigration or na-
tionality law. 
SEC. 3. CONSTRUCTION; SEVERABILITY. 

Any provision of this Act held to be invalid 
or unenforceable by its terms, or as applied 
to any person or circumstance, shall be con-
strued so as to give it the maximum effect 
permitted by law, unless such holding shall 
be one of utter invalidity or unenforce-
ability, in which event such provision shall 
be deemed severable from this Act and shall 
not affect the remainder thereof, or the ap-
plication of such provision to other persons 
not similarly situated or to other, dissimilar 
circumstances. 
SEC. 4. EFFECTIVE DATE. 

This Act shall take effect 60 days after the 
date of enactment. 

TITLE I—DEPARTMENT OF HOMELAND 
SECURITY 

SEC. 101. EXECUTIVE DEPARTMENT; MISSION. 
(a) ESTABLISHMENT.—There is established a 

Department of Homeland Security, as an ex-
ecutive department of the United States 
within the meaning of title 5, United States 
Code. 

(b) MISSION.—
(1) IN GENERAL.—The primary mission of 

the Department is to—
(A) prevent terrorist attacks within the 

United States; 
(B) reduce the vulnerability of the United 

States to terrorism; 
(C) minimize the damage, and assist in the 

recovery, from terrorist attacks that do 
occur within the United States; 

(D) carry out all functions of entities 
transferred to the Department, including by 
acting as a focal point regarding natural and 
manmade crises and emergency planning;

(E) ensure that the functions of the agen-
cies and subdivisions within the Department 
that are not related directly to securing the 
homeland are not diminished or neglected 
except by a specific explicit Act of Congress; 

(F) ensure that the overall economic secu-
rity of the United States is not diminished 
by efforts, activities, and programs aimed at 
securing the homeland; and 

(G) monitor connections between illegal 
drug trafficking and terrorism, coordinate 
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efforts to sever such connections, and other-
wise contribute to efforts to interdict illegal 
drug trafficking.

(2) RESPONSIBILITY FOR INVESTIGATING AND 
PROSECUTING TERRORISM.—Except as specifi-
cally provided by law with respect to entities 
transferred to the Department under this 
Act, primary responsibility for investigating 
and prosecuting acts of terrorism shall be 
vested not in the Department, but rather in 
Federal, State, and local law enforcement 
agencies with jurisdiction over the acts in 
question. 
SEC. 102. SECRETARY; FUNCTIONS. 

(a) SECRETARY.—
(1) IN GENERAL.—There is a Secretary of 

Homeland Security, appointed by the Presi-
dent, by and with the advice and consent of 
the Senate. 

(2) HEAD OF DEPARTMENT.—The Secretary 
is the head of the Department and shall have 
direction, authority, and control over it. 

(3) FUNCTIONS VESTED IN SECRETARY.—All 
functions of all officers, employees, and or-
ganizational units of the Department are 
vested in the Secretary. 

(b) FUNCTIONS.—The Secretary—
(1) except as otherwise provided by this 

Act, may delegate any of the Secretary’s 
functions to any officer, employee, or orga-
nizational unit of the Department; 

(2) shall have the authority to make con-
tracts, grants, and cooperative agreements, 
and to enter into agreements with other ex-
ecutive agencies, as may be necessary and 
proper to carry out the Secretary’s respon-
sibilities under this Act or otherwise pro-
vided by law; and 

(3) shall take reasonable steps to ensure 
that information systems and databases of 
the Department are compatible with each 
other and with appropriate databases of 
other Departments. 

(c) COORDINATION WITH NON-FEDERAL ENTI-
TIES.—With respect to homeland security, 
the Secretary shall coordinate through the 
Office of State and Local Coordination 
(established under section 801) (including the 
provision of training and equipment) with 
State and local government personnel, agen-
cies, and authorities, with the private sector, 
and with other entities, including by—

(1) coordinating with State and local gov-
ernment personnel, agencies, and authori-
ties, and with the private sector, to ensure 
adequate planning, equipment, training, and 
exercise activities; 

(2) coordinating and, as appropriate, con-
solidating, the Federal Government’s com-
munications and systems of communications 
relating to homeland security with State 
and local government personnel, agencies, 
and authorities, the private sector, other en-
tities, and the public; and 

(3) distributing or, as appropriate, coordi-
nating the distribution of, warnings and in-
formation to State and local government 
personnel, agencies, and authorities and to 
the public. 

(d) MEETINGS OF NATIONAL SECURITY COUN-
CIL.—The Secretary may, subject to the di-
rection of the President, attend and partici-
pate in meetings of the National Security 
Council.

(e) ISSUANCE OF REGULATIONS.—The 
issuance of regulations by the Secretary 
shall be governed by the provisions of chap-
ter 5 of title 5, United States Code, except as 
specifically provided in this Act, in laws 
granting regulatory authorities that are 
transferred by this Act, and in laws enacted 
after the date of enactment of this Act.

(f) SPECIAL ASSISTANT TO THE SECRETARY.—
The Secretary shall appoint a Special Assist-
ant to the Secretary who shall be responsible 
for—

(1) creating and fostering strategic com-
munications with the private sector to en-

hance the primary mission of the Depart-
ment to protect the American homeland; 

(2) advising the Secretary on the impact of 
the Department’s policies, regulations, proc-
esses, and actions on the private sector; 

(3) interfacing with other relevant Federal 
agencies with homeland security missions to 
assess the impact of these agencies’ actions 
on the private sector; 

(4) creating and managing private sector 
advisory councils composed of representa-
tives of industries and associations des-
ignated by the Secretary to—

(A) advise the Secretary on private sector 
products, applications, and solutions as they 
relate to homeland security challenges; and 

(B) advise the Secretary on homeland secu-
rity policies, regulations, processes, and ac-
tions that affect the participating industries 
and associations; 

(5) working with Federal laboratories, Fed-
erally funded research and development cen-
ters, other Federally funded organizations, 
academia, and the private sector to develop 
innovative approaches to address homeland 
security challenges to produce and deploy 
the best available technologies for homeland 
security missions; 

(6) promoting existing public-private part-
nerships and developing new public-private 
partnerships to provide for collaboration and 
mutual support to address homeland secu-
rity challenges; and 

(7) assisting in the development and pro-
motion of private sector best practices to se-
cure critical infrastructure.

(g) STANDARDS POLICY.—All standards ac-
tivities of the Department shall be con-
ducted in accordance with section 12(d) of 
the National Technology Transfer Advance-
ment Act of 1995 (15 U.S.C. 272 note) and Of-
fice of Management and Budget Circular A–
119. 
SEC. 103. OTHER OFFICERS. 

(a) DEPUTY SECRETARY; UNDER SECRE-
TARIES.—There are the following officers, ap-
pointed by the President, by and with the ad-
vice and consent of the Senate: 

(1) A Deputy Secretary of Homeland Secu-
rity, who shall be the Secretary’s first as-
sistant for purposes of subchapter III of 
chapter 33 of title 5, United States Code. 

(2) An Under Secretary for Information 
Analysis and Infrastructure Protection. 

(3) An Under Secretary for Science and 
Technology. 

(4) An Under Secretary for Border and 
Transportation Security. 

(5) An Under Secretary for Emergency Pre-
paredness and Response. 

(6) A Director of the Bureau of Citizenship 
and Immigration Services. 

(7) An Under Secretary for Management. 
(8) Not more than 12 Assistant Secretaries. 
(9) A General Counsel, who shall be the 

chief legal officer of the department. 
(b) INSPECTOR GENERAL.—There is an In-

spector General, who shall be appointed as 
provided in section 3(a) of the Inspector Gen-
eral Act of 1978. 

(c) COMMANDANT OF THE COAST GUARD.—To 
assist the Secretary in the performance of 
the Secretary’s functions, there is a Com-
mandant of the Coast Guard, who shall be 
appointed as provided in section 44 of title 
14, United States Code, and who shall report 
directly to the Secretary. In addition to such 
duties as may be provided in this Act and as 
assigned to the Commandant by the Sec-
retary, the duties of the Commandant shall 
include those required by section 2 of title 
14, United States Code. 

(d) OTHER OFFICERS.—To assist the Sec-
retary in the performance of the Secretary’s 
functions, there are the following officers, 
appointed by the President: 

(1) A Director of the Secret Service. 

(2) A Chief Information Officer. 
(3) A Chief Human Capital Officer. 
(4) A Chief Financial Officer. 
(5) An Officer for Civil Rights and Civil 

Liberties. 
(e) PERFORMANCE OF SPECIFIC FUNCTIONS.—

Subject to the provisions of this Act, every 
officer of the Department shall perform the 
functions specified by law for the official’s 
office or prescribed by the Secretary.

TITLE II—INFORMATION ANALYSIS AND 
INFRASTRUCTURE PROTECTION 

Subtitle A—Directorate for Information Anal-
ysis and Infrastructure Protection; Access 
to Information 

SEC. 201. DIRECTORATE FOR INFORMATION 
ANALYSIS AND INFRASTRUCTURE 
PROTECTION. 

(a) UNDER SECRETARY OF HOMELAND SECU-
RITY FOR INFORMATION ANALYSIS AND INFRA-
STRUCTURE PROTECTION.—

(1) IN GENERAL.—There shall be in the De-
partment a Directorate for Information 
Analysis and Infrastructure Protection head-
ed by an Under Secretary for Information 
Analysis and Infrastructure Protection, who 
shall be appointed by the President, by and 
with the advice and consent of the Senate. 

(2) RESPONSIBILITIES.—The Under Sec-
retary shall assist the Secretary in dis-
charging the responsibilities assigned by the 
Secretary. 

(b) ASSISTANT SECRETARY FOR INFORMATION 
ANALYSIS; ASSISTANT SECRETARY FOR INFRA-
STRUCTURE PROTECTION.—

(1) ASSISTANT SECRETARY FOR INFORMATION 
ANALYSIS.—There shall be in the Department 
an Assistant Secretary for Information Anal-
ysis, who shall be appointed by the Presi-
dent. 

(2) ASSISTANT SECRETARY FOR INFRASTRUC-
TURE PROTECTION.—There shall be in the De-
partment an Assistant Secretary for Infra-
structure Protection, who shall be appointed 
by the President. 

(3) RESPONSIBILITIES.—The Assistant Sec-
retary for Information Analysis and the As-
sistant Secretary for Infrastructure Protec-
tion shall assist the Under Secretary for In-
formation Analysis and Infrastructure Pro-
tection in discharging the responsibilities of 
the Under Secretary under this section. 

(c) DISCHARGE OF INFORMATION ANALYSIS 
AND INFRASTRUCTURE PROTECTION.—The Sec-
retary shall ensure that the responsibilities 
of the Department regarding information 
analysis and infrastructure protection are 
carried out through the Under Secretary for 
Information Analysis and Infrastructure 
Protection. 

(d) RESPONSIBILITIES OF UNDER SEC-
RETARY.—Subject to the direction and con-
trol of the Secretary, the responsibilities of 
the Under Secretary for Information Anal-
ysis and Infrastructure Protection shall be 
as follows: 

(1) To access, receive, and analyze law en-
forcement information, intelligence informa-
tion, and other information from agencies of 
the Federal Government, State and local 
government agencies (including law enforce-
ment agencies), and private sector entities, 
and to integrate such information in order 
to—

(A) identify and assess the nature and 
scope of terrorist threats to the homeland; 

(B) detect and identify threats of terrorism 
against the United States; and 

(C) understand such threats in light of ac-
tual and potential vulnerabilities of the 
homeland. 

(2) To carry out comprehensive assess-
ments of the vulnerabilities of the key re-
sources and critical infrastructure of the 
United States, including the performance of 
risk assessments to determine the risks 
posed by particular types of terrorist attacks 
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within the United States (including an as-
sessment of the probability of success of 
such attacks and the feasibility and poten-
tial efficacy of various countermeasures to 
such attacks). 

(3) To integrate relevant information, 
analyses, and vulnerability assessments 
(whether such information, analyses, or as-
sessments are provided or produced by the 
Department or others) in order to identify 
priorities for protective and support meas-
ures by the Department, other agencies of 
the Federal Government, State and local 
government agencies and authorities, the 
private sector, and other entities. 

(4) To ensure, pursuant to section 202, the 
timely and efficient access by the Depart-
ment to all information necessary to dis-
charge the responsibilities under this sec-
tion, including obtaining such information 
from other agencies of the Federal Govern-
ment. 

(5) To develop a comprehensive national 
plan for securing the key resources and crit-
ical infrastructure of the United States, in-
cluding power production, generation, and 
distribution systems, information tech-
nology and telecommunications systems 
(including satellites), electronic financial 
and property record storage and trans-
mission systems, emergency preparedness 
communications systems, and the physical 
and technological assets that support such 
systems. 

(6) To recommend measures necessary to 
protect the key resources and critical infra-
structure of the United States in coordina-
tion with other agencies of the Federal Gov-
ernment and in cooperation with State and 
local government agencies and authorities, 
the private sector, and other entities. 

(7) To administer the Homeland Security 
Advisory System, including—

(A) exercising primary responsibility for 
public advisories related to threats to home-
land security; and 

(B) in coordination with other agencies of 
the Federal Government, providing specific 
warning information, and advice about ap-
propriate protective measures and counter-
measures, to State and local government 
agencies and authorities, the private sector, 
other entities, and the public. 

(8) To review, analyze, and make rec-
ommendations for improvements in the poli-
cies and procedures governing the sharing of 
law enforcement information, intelligence 
information, intelligence-related informa-
tion, and other information relating to 
homeland security within the Federal Gov-
ernment and between the Federal Govern-
ment and State and local government agen-
cies and authorities. 

(9) To disseminate, as appropriate, infor-
mation analyzed by the Department within 
the Department, to other agencies of the 
Federal Government with responsibilities re-
lating to homeland security, and to agencies 
of State and local governments and private 
sector entities with such responsibilities in 
order to assist in the deterrence, prevention, 
preemption of, or response to, terrorist at-
tacks against the United States. 

(10) To consult with the Director of Central 
Intelligence and other appropriate intel-
ligence, law enforcement, or other elements 
of the Federal Government to establish col-
lection priorities and strategies for informa-
tion, including law enforcement-related in-
formation, relating to threats of terrorism 
against the United States through such 
means as the representation of the Depart-
ment in discussions regarding requirements 
and priorities in the collection of such infor-
mation. 

(11) To consult with State and local gov-
ernments and private sector entities to en-
sure appropriate exchanges of information, 

including law enforcement-related informa-
tion, relating to threats of terrorism against 
the United States. 

(12) To ensure that—
(A) any material received pursuant to this 

Act is protected from unauthorized disclo-
sure and handled and used only for the per-
formance of official duties; and 

(B) any intelligence information under this 
Act is shared, retained, and disseminated 
consistent with the authority of the Director 
of Central Intelligence to protect intel-
ligence sources and methods under the Na-
tional Security Act of 1947 (50 U.S.C. 401 et 
seq.) and related procedures and, as appro-
priate, similar authorities of the Attorney 
General concerning sensitive law enforce-
ment information. 

(13) To request additional information 
from other agencies of the Federal Govern-
ment, State and local government agencies, 
and the private sector relating to threats of 
terrorism in the United States, or relating to 
other areas of responsibility assigned by the 
Secretary, including the entry into coopera-
tive agreements through the Secretary to 
obtain such information. 

(14) To establish and utilize, in conjunction 
with the chief information officer of the De-
partment, a secure communications and in-
formation technology infrastructure, includ-
ing data-mining and other advanced analyt-
ical tools, in order to access, receive, and 
analyze data and information in furtherance 
of the responsibilities under this section, and 
to disseminate information acquired and 
analyzed by the Department, as appropriate. 

(15) To ensure, in conjunction with the 
chief information officer of the Department, 
that any information databases and analyt-
ical tools developed or utilized by the De-
partment—

(A) are compatible with one another and 
with relevant information databases of other 
agencies of the Federal Government; and 

(B) treat information in such databases in 
a manner that complies with applicable Fed-
eral law on privacy. 

(16) To coordinate training and other sup-
port to the elements and personnel of the De-
partment, other agencies of the Federal Gov-
ernment, and State and local governments 
that provide information to the Department, 
or are consumers of information provided by 
the Department, in order to facilitate the 
identification and sharing of information re-
vealed in their ordinary duties and the opti-
mal utilization of information received from 
the Department. 

(17) To coordinate with elements of the in-
telligence community and with Federal, 
State, and local law enforcement agencies, 
and the private sector, as appropriate. 

(18) To provide intelligence and informa-
tion analysis and support to other elements 
of the Department. 

(19) To perform such other duties relating 
to such responsibilities as the Secretary may 
provide. 

(e) STAFF.—
(1) IN GENERAL.—The Secretary shall pro-

vide the Directorate with a staff of analysts 
having appropriate expertise and experience 
to assist the Directorate in discharging re-
sponsibilities under this section. 

(2) PRIVATE SECTOR ANALYSTS.—Analysts 
under this subsection may include analysts 
from the private sector. 

(3) SECURITY CLEARANCES.—Analysts under 
this subsection shall possess security clear-
ances appropriate for their work under this 
section. 

(f) DETAIL OF PERSONNEL.—
(1) IN GENERAL.—In order to assist the Di-

rectorate in discharging responsibilities 
under this section, personnel of the agencies 
referred to in paragraph (2) may be detailed 

to the Department for the performance of 
analytic functions and related duties. 

(2) COVERED AGENCIES.—The agencies re-
ferred to in this paragraph are as follows: 

(A) The Department of State. 
(B) The Central Intelligence Agency. 
(C) The Federal Bureau of Investigation. 
(D) The National Security Agency. 
(E) The National Imagery and Mapping 

Agency. 
(F) The Defense Intelligence Agency. 
(G) Any other agency of the Federal Gov-

ernment that the President considers appro-
priate. 

(3) COOPERATIVE AGREEMENTS.—The Sec-
retary and the head of the agency concerned 
may enter into cooperative agreements for 
the purpose of detailing personnel under this 
subsection. 

(4) BASIS.—The detail of personnel under 
this subsection may be on a reimbursable or 
non-reimbursable basis. 

(g) FUNCTIONS TRANSFERRED.—In accord-
ance with title XV, there shall be transferred 
to the Secretary, for assignment to the 
Under Secretary for Information Analysis 
and Infrastructure Protection under this sec-
tion, the functions, personnel, assets, and li-
abilities of the following: 

(1) The National Infrastructure Protection 
Center of the Federal Bureau of Investiga-
tion (other than the Computer Investiga-
tions and Operations Section), including the 
functions of the Attorney General relating 
thereto. 

(2) The National Communications System 
of the Department of Defense, including the 
functions of the Secretary of Defense relat-
ing thereto. 

(3) The Critical Infrastructure Assurance 
Office of the Department of Commerce, in-
cluding the functions of the Secretary of 
Commerce relating thereto. 

(4) The National Infrastructure Simulation 
and Analysis Center of the Department of 
Energy and the energy security and assur-
ance program and activities of the Depart-
ment, including the functions of the Sec-
retary of Energy relating thereto. 

(5) The Federal Computer Incident Re-
sponse Center of the General Services Ad-
ministration, including the functions of the 
Administrator of General Services relating 
thereto.

(h) INCLUSION OF CERTAIN ELEMENTS OF THE 
DEPARTMENT AS ELEMENTS OF THE INTEL-
LIGENCE COMMUNITY.—Section 3(4) of the Na-
tional Security Act of 1947 (50 U.S.C. 401(a)) 
is amended—

(1) by striking ‘‘and’’ at the end of subpara-
graph (I); 

(2) by redesignating subparagraph (J) as 
subparagraph (K); and 

(3) by inserting after subparagraph (I) the 
following new subparagraph: 

‘‘(J) the elements of the Department of 
Homeland Security concerned with the anal-
yses of foreign intelligence information; 
and’’. 
SEC. 202. ACCESS TO INFORMATION. 

(a) IN GENERAL.—
(1) THREAT AND VULNERABILITY INFORMA-

TION.—Except as otherwise directed by the 
President, the Secretary shall have such ac-
cess as the Secretary considers necessary to 
all information, including reports, assess-
ments, analyses, and unevaluated intel-
ligence relating to threats of terrorism 
against the United States and to other areas 
of responsibility assigned by the Secretary, 
and to all information concerning infrastruc-
ture or other vulnerabilities of the United 
States to terrorism, whether or not such in-
formation has been analyzed, that may be 
collected, possessed, or prepared by any 
agency of the Federal Government. 

(2) OTHER INFORMATION.—The Secretary 
shall also have access to other information 
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relating to matters under the responsibility 
of the Secretary that may be collected, pos-
sessed, or prepared by an agency of the Fed-
eral Government as the President may fur-
ther provide. 

(b) MANNER OF ACCESS.—Except as other-
wise directed by the President, with respect 
to information to which the Secretary has 
access pursuant to this section—

(1) the Secretary may obtain such material 
upon request, and may enter into coopera-
tive arrangements with other executive 
agencies to provide such material or provide 
Department officials with access to it on a 
regular or routine basis, including requests 
or arrangements involving broad categories 
of material, access to electronic databases, 
or both; and 

(2) regardless of whether the Secretary has 
made any request or entered into any coop-
erative arrangement pursuant to paragraph 
(1), all agencies of the Federal Government 
shall promptly provide to the Secretary—

(A) all reports (including information re-
ports containing intelligence which has not 
been fully evaluated), assessments, and ana-
lytical information relating to threats of 
terrorism against the United States and to 
other areas of responsibility assigned by the 
Secretary; 

(B) all information concerning the vulner-
ability of the infrastructure of the United 
States, or other vulnerabilities of the United 
States, to terrorism, whether or not such in-
formation has been analyzed; 

(C) all other information relating to sig-
nificant and credible threats of terrorism 
against the United States, whether or not 
such information has been analyzed; and 

(D) such other information or material as 
the President may direct. 

(c) TREATMENT UNDER CERTAIN LAWS.—The 
Secretary shall be deemed to be a Federal 
law enforcement, intelligence, protective, 
national defense, immigration, or national 
security official, and shall be provided with 
all information from law enforcement agen-
cies that is required to be given to the Direc-
tor of Central Intelligence, under any provi-
sion of the following: 

(1) The USA PATRIOT Act of 2001 (Public 
Law 107–56). 

(2) Section 2517(6) of title 18, United States 
Code. 

(3) Rule 6(e)(3)(C) of the Federal Rules of 
Criminal Procedure. 

(d) ACCESS TO INTELLIGENCE AND OTHER IN-
FORMATION.—

(1) ACCESS BY ELEMENTS OF FEDERAL GOV-
ERNMENT.—Nothing in this title shall pre-
clude any element of the intelligence com-
munity (as that term is defined in section 
3(4) of the National Security Act of 1947 (50 
U.S.C. 401a(4)), or other any element of the 
Federal Government with responsibility for 
analyzing terrorist threat information, from 
receiving any intelligence or other informa-
tion relating to terrorism. 

(2) SHARING OF INFORMATION.—The Sec-
retary, in consultation with the Director of 
Central Intelligence, shall work to ensure 
that intelligence or other information relat-
ing to terrorism to which the Department 
has access is appropriately shared with the 
elements of the Federal Government referred 
to in paragraph (1), as well as with State and 
local governments, as appropriate.

Subtitle B—Critical Infrastructure 
Information 

SEC. 211. SHORT TITLE. 
This subtitle may be cited as the ‘‘Critical 

Infrastructure Information Act of 2002’’. 
SEC. 212. DEFINITIONS. 

In this subtitle: 
(1) AGENCY.—The term ‘‘agency’’ has the 

meaning given it in section 551 of title 5, 
United States Code. 

(2) COVERED FEDERAL AGENCY.—The term 
‘‘covered Federal agency’’ means the Depart-
ment of Homeland Security. 

(3) CRITICAL INFRASTRUCTURE INFORMA-
TION.—The term ‘‘critical infrastructure in-
formation’’ means information not custom-
arily in the public domain and related to the 
security of critical infrastructure or pro-
tected systems—

(A) actual, potential, or threatened inter-
ference with, attack on, compromise of, or 
incapacitation of critical infrastructure or 
protected systems by either physical or com-
puter-based attack or other similar conduct 
(including the misuse of or unauthorized ac-
cess to all types of communications and data 
transmission systems) that violates Federal, 
State, or local law, harms interstate com-
merce of the United States, or threatens 
public health or safety; 

(B) the ability of any critical infrastruc-
ture or protected system to resist such inter-
ference, compromise, or incapacitation, in-
cluding any planned or past assessment, pro-
jection, or estimate of the vulnerability of 
critical infrastructure or a protected system, 
including security testing, risk evaluation 
thereto, risk management planning, or risk 
audit; or 

(C) any planned or past operational prob-
lem or solution regarding critical infrastruc-
ture or protected systems, including repair, 
recovery, reconstruction, insurance, or con-
tinuity, to the extent it is related to such in-
terference, compromise, or incapacitation. 

(4) CRITICAL INFRASTRUCTURE PROTECTION 
PROGRAM.—The term ‘‘critical infrastructure 
protection program’’ means any component 
or bureau of a covered Federal agency that 
has been designated by the President or any 
agency head to receive critical infrastruc-
ture information. 

(5) INFORMATION SHARING AND ANALYSIS OR-
GANIZATION.—The term ‘‘Information Shar-
ing and Analysis Organization’’ means any 
formal or informal entity or collaboration 
created or employed by public or private sec-
tor organizations, for purposes of—

(A) gathering and analyzing critical infra-
structure information in order to better un-
derstand security problems and interdepend-
encies related to critical infrastructure and 
protected systems, so as to ensure the avail-
ability, integrity, and reliability thereof; 

(B) communicating or disclosing critical 
infrastructure information to help prevent, 
detect, mitigate, or recover from the effects 
of a interference, compromise, or a incapaci-
tation problem related to critical infrastruc-
ture or protected systems; and 

(C) voluntarily disseminating critical in-
frastructure information to its members, 
State, local, and Federal Governments, or 
any other entities that may be of assistance 
in carrying out the purposes specified in sub-
paragraphs (A) and (B). 

(6) PROTECTED SYSTEM.—The term 
‘‘protected system’’—

(A) means any service, physical or com-
puter-based system, process, or procedure 
that directly or indirectly affects the viabil-
ity of a facility of critical infrastructure; 
and 

(B) includes any physical or computer-
based system, including a computer, com-
puter system, computer or communications 
network, or any component hardware or ele-
ment thereof, software program, processing 
instructions, or information or data in trans-
mission or storage therein, irrespective of 
the medium of transmission or storage. 

(7) VOLUNTARY.—
(A) IN GENERAL.—The term ‘‘voluntary’’, in 

the case of any submittal of critical infra-
structure information to a covered Federal 
agency, means the submittal thereof in the 
absence of such agency’s exercise of legal au-
thority to compel access to or submission of 

such information and may be accomplished 
by a single entity or an Information Sharing 
and Analysis Organization on behalf of itself 
or its members. 

(B) EXCLUSIONS.—The term ‘‘voluntary’’—
(i) in the case of any action brought under 

the securities laws as is defined in section 
3(a)(47) of the Securities Exchange Act of 
1934 (15 U.S.C. 78c(a)(47))—

(I) does not include information or state-
ments contained in any documents or mate-
rials filed with the Securities and Exchange 
Commission, or with Federal banking regu-
lators, pursuant to section 12(i) of the Secu-
rities Exchange Act of 1934 (15 U.S.C. 781(I)); 
and 

(II) with respect to the submittal of crit-
ical infrastructure information, does not in-
clude any disclosure or writing that when 
made accompanied the solicitation of an 
offer or a sale of securities; and 

(ii) does not include information or state-
ments submitted or relied upon as a basis for 
making licensing or permitting determina-
tions, or during regulatory proceedings. 
SEC. 213. DESIGNATION OF CRITICAL INFRA-

STRUCTURE PROTECTION PRO-
GRAM. 

A critical infrastructure protection pro-
gram may be designated as such by one of 
the following: 

(1) The President. 
(2) The Secretary of Homeland Security. 

SEC. 214. PROTECTION OF VOLUNTARILY 
SHARED CRITICAL INFRASTRUC-
TURE INFORMATION. 

(a) PROTECTION.—
(1) IN GENERAL.—Notwithstanding any 

other provision of law, critical infrastruc-
ture information (including the identity of 
the submitting person or entity) that is vol-
untarily submitted to a covered Federal 
agency for use by that agency regarding the 
security of critical infrastructure and pro-
tected systems, analysis, warning, inter-
dependency study, recovery, reconstitution, 
or other informational purpose, when accom-
panied by an express statement specified in 
paragraph (2)—

(A) shall be exempt from disclosure under 
section 552 of title 5, United States Code 
(commonly referred to as the Freedom of In-
formation Act); 

(B) shall not be subject to any agency rules 
or judicial doctrine regarding ex parte com-
munications with a decision making official; 

(C) shall not, without the written consent 
of the person or entity submitting such in-
formation, be used directly by such agency, 
any other Federal, State, or local authority, 
or any third party, in any civil action aris-
ing under Federal or State law if such infor-
mation is submitted in good faith; 

(D) shall not, without the written consent 
of the person or entity submitting such in-
formation, be used or disclosed by any officer 
or employee of the United States for pur-
poses other than the purposes of this sub-
title, except—

(i) in furtherance of an investigation or the 
prosecution of a criminal act; or 

(ii) when disclosure of the information 
would be—

(I) to either House of Congress, or to the 
extent of matter within its jurisdiction, any 
committee or subcommittee thereof, any 
joint committee thereof or subcommittee of 
any such joint committee; or 

(II) to the Comptroller General, or any au-
thorized representative of the Comptroller 
General, in the course of the performance of 
the duties of the General Accounting Office. 

(E) shall not, if provided to a State or local 
government or government agency—

(i) be made available pursuant to any State 
or local law requiring disclosure of informa-
tion or records; 
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(ii) otherwise be disclosed or distributed to 

any party by said State or local government 
or government agency without the written 
consent of the person or entity submitting 
such information; or 

(iii) be used other than for the purpose of 
protecting critical infrastructure or pro-
tected systems, or in furtherance of an inves-
tigation or the prosecution of a criminal act; 
and 

(F) does not constitute a waiver of any ap-
plicable privilege or protection provided 
under law, such as trade secret protection. 

(2) EXPRESS STATEMENT.—For purposes of 
paragraph (1), the term ‘‘express statement’’, 
with respect to information or records, 
means—

(A) in the case of written information or 
records, a written marking on the informa-
tion or records substantially similar to the 
following: ‘‘This information is voluntarily 
submitted to the Federal Government in ex-
pectation of protection from disclosure as 
provided by the provisions of the Critical In-
frastructure Information Act of 2002.’’; or 

(B) in the case of oral information, a simi-
lar written statement submitted within a 
reasonable period following the oral commu-
nication. 

(b) LIMITATION.—No communication of 
critical infrastructure information to a cov-
ered Federal agency made pursuant to this 
subtitle shall be considered to be an action 
subject to the requirements of the Federal 
Advisory Committee Act (5 U.S.C. App. 2). 

(c) INDEPENDENTLY OBTAINED INFORMA-
TION.—Nothing in this section shall be con-
strued to limit or otherwise affect the abil-
ity of a State, local, or Federal Government 
entity, agency, or authority, or any third 
party, under applicable law, to obtain crit-
ical infrastructure information in a manner 
not covered by subsection (a), including any 
information lawfully and properly disclosed 
generally or broadly to the public and to use 
such information in any manner permitted 
by law. 

(d) TREATMENT OF VOLUNTARY SUBMITTAL 
OF INFORMATION.—The voluntary submittal 
to the Government of information or records 
that are protected from disclosure by this 
subtitle shall not be construed to constitute 
compliance with any requirement to submit 
such information to a Federal agency under 
any other provision of law. 

(e) PROCEDURES.—
(1) IN GENERAL.—The Secretary of the De-

partment of Homeland Security shall, in 
consultation with appropriate representa-
tives of the National Security Council and 
the Office of Science and Technology Policy, 
establish uniform procedures for the receipt, 
care, and storage by Federal agencies of crit-
ical infrastructure information that is vol-
untarily submitted to the Government. The 
procedures shall be established not later 
than 90 days after the date of the enactment 
of this subtitle. 

(2) ELEMENTS.—The procedures established 
under paragraph (1) shall include mecha-
nisms regarding—

(A) the acknowledgement of receipt by 
Federal agencies of critical infrastructure 
information that is voluntarily submitted to 
the Government; 

(B) the maintenance of the identification 
of such information as voluntarily submitted 
to the Government for purposes of and sub-
ject to the provisions of this subtitle; 

(C) the care and storage of such informa-
tion; and 

(D) the protection and maintenance of the 
confidentiality of such information so as to 
permit the sharing of such information with-
in the Federal Government and with State 
and local governments, and the issuance of 
notices and warnings related to the protec-
tion of critical infrastructure and protected 

systems, in such manner as to protect from 
public disclosure the identity of the submit-
ting person or entity, or information that is 
proprietary, business sensitive, relates spe-
cifically to the submitting person or entity, 
and is otherwise not appropriately in the 
public domain. 

(f) PENALTIES.—Whoever, being an officer 
or employee of the United States or of any 
department or agency thereof, knowingly 
publishes, divulges, discloses, or makes 
known in any manner or to any extent not 
authorized by law, any critical infrastruc-
ture information protected from disclosure 
by this subtitle coming to him in the course 
of this employment or official duties or by 
reason of any examination or investigation 
made by, or return, report, or record made to 
or filed with, such department or agency or 
officer or employee thereof, shall be fined 
under title 18 of the United States Code, im-
prisoned not more than 1 year, or both, and 
shall be removed from office or employment. 

(g) AUTHORITY TO ISSUE WARNINGS.—The 
Federal Government may provide advisories, 
alerts, and warnings to relevant companies, 
targeted sectors, other governmental enti-
ties, or the general public regarding poten-
tial threats to critical infrastructure as ap-
propriate. In issuing a warning, the Federal 
Government shall take appropriate actions 
to protect from disclosure—

(1) the source of any voluntarily submitted 
critical infrastructure information that 
forms the basis for the warning; or 

(2) information that is proprietary, busi-
ness sensitive, relates specifically to the sub-
mitting person or entity, or is otherwise not 
appropriately in the public domain. 

(h) AUTHORITY TO DELEGATE.—The Presi-
dent may delegate authority to a critical in-
frastructure protection program, designated 
under subsection (e), to enter into a vol-
untary agreement to promote critical infra-
structure security, including with any Infor-
mation Sharing and Analysis Organization, 
or a plan of action as otherwise defined in 
section 708 of the Defense Production Act of 
1950 (50 U.S.C. App. 2158). 
SEC. 215. NO PRIVATE RIGHT OF ACTION. 

Nothing in this subtitle may be construed 
to create a private right of action for en-
forcement of any provision of this Act. 

Subtitle C—Information Security 
SEC. 221. PROCEDURES FOR SHARING INFORMA-

TION. 
The Secretary shall establish procedures 

on the use of information shared under this 
title that—

(1) limit the redissemination of such infor-
mation to ensure that it is not used for an 
unauthorized purpose; 

(2) ensure the security and confidentiality 
of such information; 

(3) protect the constitutional and statu-
tory rights of any individuals who are sub-
jects of such information; and 

(4) provide data integrity through the 
timely removal and destruction of obsolete 
or erroneous names and information. 
SEC. 222. PRIVACY OFFICER. 

The Secretary shall appoint a senior offi-
cial in the Department to assume primary 
responsibility for privacy policy, including— 

(1) assuring that the use of technologies 
sustain, and do not erode, privacy protec-
tions relating to the use, collection, and dis-
closure of personal information; 

(2) assuring that personal information con-
tained in Privacy Act systems of records is 
handled in full compliance with fair informa-
tion practices as set out in the Privacy Act 
of 1974; 

(3) evaluating legislative and regulatory 
proposals involving collection, use, and dis-
closure of personal information by the Fed-
eral Government; 

(4) conducting a privacy impact assessment 
of proposed rules of the Department or that 
of the Department on the privacy of personal 
information, including the type of personal 
information collected and the number of peo-
ple affected; and 

(5) preparing a report to Congress on an an-
nual basis on activities of the Department 
that affect privacy, including complaints of 
privacy violations, implementation of the 
Privacy Act of 1974, internal controls, and 
other matters. 
SEC. 223. ENHANCEMENT OF NON-FEDERAL 

CYBERSECURITY. 
In carrying out the responsibilities under 

section 201, the Under Secretary for Informa-
tion Analysis and Infrastructure Protection 
shall—

(1) as appropriate, provide to State and 
local government entities, and upon request 
to private entities that own or operate crit-
ical information systems—

(A) analysis and warnings related to 
threats to, and vulnerabilities of, critical in-
formation systems; and 

(B) in coordination with the Under Sec-
retary for Emergency Preparedness and Re-
sponse, crisis management support in re-
sponse to threats to, or attacks on, critical 
information systems; and 

(2) as appropriate, provide technical assist-
ance, upon request, to the private sector and 
other government entities, in coordination 
with the Under Secretary for Emergency 
Preparedness and Response, with respect to 
emergency recovery plans to respond to 
major failures of critical information sys-
tems. 
SEC. 224. NET GUARD. 

The Under Secretary for Information Anal-
ysis and Infrastructure Protection may es-
tablish a national technology guard, to be 
known as ‘‘NET Guard’’, comprised of local 
teams of volunteers with expertise in rel-
evant areas of science and technology, to as-
sist local communities to respond and re-
cover from attacks on information systems 
and communications networks. 
SEC. 225. CYBER SECURITY ENHANCEMENT ACT 

OF 2002. 
(a) SHORT TITLE.—This section may be 

cited as the ‘‘Cyber Security Enhancement 
Act of 2002’’. 

(b) AMENDMENT OF SENTENCING GUIDELINES 
RELATING TO CERTAIN COMPUTER CRIMES.—

(1) DIRECTIVE TO THE UNITED STATES SEN-
TENCING COMMISSION.—Pursuant to its au-
thority under section 994(p) of title 28, 
United States Code, and in accordance with 
this subsection, the United States Sen-
tencing Commission shall review and, if ap-
propriate, amend its guidelines and its pol-
icy statements applicable to persons con-
victed of an offense under section 1030 of 
title 18, United States Code. 

(2) REQUIREMENTS.—In carrying out this 
subsection, the Sentencing Commission 
shall—

(A) ensure that the sentencing guidelines 
and policy statements reflect the serious na-
ture of the offenses described in paragraph 
(1), the growing incidence of such offenses, 
and the need for an effective deterrent and 
appropriate punishment to prevent such of-
fenses; 

(B) consider the following factors and the 
extent to which the guidelines may or may 
not account for them—

(i) the potential and actual loss resulting 
from the offense; 

(ii) the level of sophistication and planning 
involved in the offense; 

(iii) whether the offense was committed for 
purposes of commercial advantage or private 
financial benefit; 

(iv) whether the defendant acted with ma-
licious intent to cause harm in committing 
the offense; 
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(v) the extent to which the offense violated 

the privacy rights of individuals harmed; 
(vi) whether the offense involved a com-

puter used by the government in furtherance 
of national defense, national security, or the 
administration of justice; 

(vii) whether the violation was intended to 
or had the effect of significantly interfering 
with or disrupting a critical infrastructure; 
and 

(viii) whether the violation was intended 
to or had the effect of creating a threat to 
public health or safety, or injury to any per-
son; 

(C) assure reasonable consistency with 
other relevant directives and with other sen-
tencing guidelines; 

(D) account for any additional aggravating 
or mitigating circumstances that might jus-
tify exceptions to the generally applicable 
sentencing ranges; 

(E) make any necessary conforming 
changes to the sentencing guidelines; and 

(F) assure that the guidelines adequately 
meet the purposes of sentencing as set forth 
in section 3553(a)(2) of title 18, United States 
Code. 

(c) STUDY AND REPORT ON COMPUTER 
CRIMES.—Not later than May 1, 2003, the 
United States Sentencing Commission shall 
submit a brief report to Congress that ex-
plains any actions taken by the Sentencing 
Commission in response to this section and 
includes any recommendations the Commis-
sion may have regarding statutory penalties 
for offenses under section 1030 of title 18, 
United States Code. 

(d) EMERGENCY DISCLOSURE EXCEPTION.—
(1) IN GENERAL.—Section 2702(b) of title 18, 

United States Code, is amended—
(A) in paragraph (5), by striking ‘‘or’’ at 

the end; 
(B) in paragraph (6)(A), by inserting ‘‘or’’ 

at the end; 
(C) by striking paragraph (6)(C); and 
(D) by adding at the end the following: 
‘‘(7) to a Federal, State, or local govern-

mental entity, if the provider, in good faith, 
believes that an emergency involving danger 
of death or serious physical injury to any 
person requires disclosure without delay of 
communications relating to the emer-
gency.’’. 

(2) REPORTING OF DISCLOSURES.—A govern-
ment entity that receives a disclosure under 
section 2702(b) of title 18, United States 
Code, shall file, not later than 90 days after 
such disclosure, a report to the Attorney 
General stating the paragraph of that sec-
tion under which the disclosure was made, 
the date of the disclosure, the entity to 
which the disclosure was made, the number 
of customers or subscribers to whom the in-
formation disclosed pertained, and the num-
ber of communications, if any, that were dis-
closed. The Attorney General shall publish 
all such reports into a single report to be 
submitted to Congress 1 year after the date 
of enactment of this Act. 

(e) GOOD FAITH EXCEPTION.—Section 
2520(d)(3) of title 18, United States Code, is 
amended by inserting ‘‘or 2511(2)(i)’’ after 
‘‘2511(3)’’.

(f) INTERNET ADVERTISING OF ILLEGAL DE-
VICES.—Section 2512(1)(c) of title 18, United 
States Code, is amended—

(1) by inserting ‘‘or disseminates by elec-
tronic means’’ after ‘‘or other publication’’; 
and 

(2) by inserting ‘‘knowing the content of 
the advertisement and’’ before ‘‘knowing or 
having reason to know’’. 

(g) STRENGTHENING PENALTIES.—Section 
1030(c) of title 18, United States Code, is 
amended—

(1) by striking ‘‘and’’ at the end of para-
graph (3); 

(2) in each of subparagraphs (A) and (C) of 
paragraph (4), by inserting ‘‘except as pro-
vided in paragraph (5),’’ before ‘‘a fine under 
this title’’; 

(3) in paragraph (4)(C), by striking the pe-
riod at the end and inserting ‘‘; and’’; and 

(4) by adding at the end the following: 
‘‘(5)(A) if the offender knowingly or reck-

lessly causes or attempts to cause serious 
bodily injury from conduct in violation of 
subsection (a)(5)(A)(i), a fine under this title 
or imprisonment for not more than 20 years, 
or both; and 

‘‘(B) if the offender knowingly or reck-
lessly causes or attempts to cause death 
from conduct in violation of subsection 
(a)(5)(A)(i), a fine under this title or impris-
onment for any term of years or for life, or 
both.’’. 

(h) PROVIDER ASSISTANCE.—
(1) SECTION 2703.—Section 2703(e) of title 18, 

United States Code, is amended by inserting 
‘‘, statutory authorization’’ after 
‘‘subpoena’’. 

(2) SECTION 2511.—Section 2511(2)(a)(ii) of 
title 18, United States Code, is amended by 
inserting ‘‘, statutory authorization,’’ after 
‘‘court order’’ the last place it appears. 

(i) EMERGENCIES.—Section 3125(a)(1) of title 
18, United States Code, is amended—

(1) in subparagraph (A), by striking ‘‘or’’ at 
the end; 

(2) in subparagraph (B), by striking the 
comma at the end and inserting a semicolon; 
and 

(3) by adding at the end the following: 
‘‘(C) an immediate threat to a national se-

curity interest; or 
‘‘(D) an ongoing attack on a protected 

computer (as defined in section 1030) that 
constitutes a crime punishable by a term of 
imprisonment greater than one year;’’. 

(j) PROTECTING PRIVACY.—
(1) SECTION 2511.—Section 2511(4) of title 18, 

United States Code, is amended—
(A) by striking paragraph (b); and 
(B) by redesignating paragraph (c) as para-

graph (b). 
(2) SECTION 2701.—Section 2701(b) of title 18, 

United States Code, is amended—
(A) in paragraph (1), by inserting ‘‘, or in 

furtherance of any criminal or tortious act 
in violation of the Constitution or laws of 
the United States or any State’’ after 
‘‘commercial gain’’; 

(B) in paragraph (1)(A), by striking ‘‘one 
year’’ and inserting ‘‘5 years’’; 

(C) in paragraph (1)(B), by striking ‘‘two 
years’’ and inserting ‘‘10 years’’; and 

(D) by striking paragraph (2) and inserting 
the following: 

‘‘(2) in any other case—
‘‘(A) a fine under this title or imprison-

ment for not more than 1 year or both, in the 
case of a first offense under this paragraph; 
and 

‘‘(B) a fine under this title or imprison-
ment for not more than 5 years, or both, in 
the case of an offense under this subpara-
graph that occurs after a conviction of an-
other offense under this section.’’.
Subtitle D—Office of Science and Technology 
SEC. 231. ESTABLISHMENT OF OFFICE; DIREC-

TOR. 
(a) ESTABLISHMENT.—
(1) IN GENERAL.—There is hereby estab-

lished within the Department of Justice an 
Office of Science and Technology 
(hereinafter in this title referred to as the 
‘‘Office’’). 

(2) AUTHORITY.—The Office shall be under 
the general authority of the Assistant Attor-
ney General, Office of Justice Programs, and 
shall be established within the National In-
stitute of Justice. 

(b) DIRECTOR.—The Office shall be headed 
by a Director, who shall be an individual ap-

pointed based on approval by the Office of 
Personnel Management of the executive 
qualifications of the individual. 
SEC. 232. MISSION OF OFFICE; DUTIES. 

(a) MISSION.—The mission of the Office 
shall be—

(1) to serve as the national focal point for 
work on law enforcement technology; and 

(2) to carry out programs that, through the 
provision of equipment, training, and tech-
nical assistance, improve the safety and ef-
fectiveness of law enforcement technology 
and improve access to such technology by 
Federal, State, and local law enforcement 
agencies. 

(b) DUTIES.—In carrying out its mission, 
the Office shall have the following duties: 

(1) To provide recommendations and advice 
to the Attorney General. 

(2) To establish and maintain advisory 
groups (which shall be exempt from the pro-
visions of the Federal Advisory Committee 
Act (5 U.S.C. App.)) to assess the law en-
forcement technology needs of Federal, 
State, and local law enforcement agencies. 

(3) To establish and maintain performance 
standards in accordance with the National 
Technology Transfer and Advancement Act 
of 1995 (Public Law 104–113) for, and test and 
evaluate law enforcement technologies that 
may be used by, Federal, State, and local law 
enforcement agencies. 

(4) To establish and maintain a program to 
certify, validate, and mark or otherwise rec-
ognize law enforcement technology products 
that conform to standards established and 
maintained by the Office in accordance with 
the National Technology Transfer and Ad-
vancement Act of 1995 (Public Law 104–113). 
The program may, at the discretion of the 
Office, allow for supplier’s declaration of 
conformity with such standards. 

(5) To work with other entities within the 
Department of Justice, other Federal agen-
cies, and the executive office of the Presi-
dent to establish a coordinated Federal ap-
proach on issues related to law enforcement 
technology. 

(6) To carry out research, development, 
testing, evaluation, and cost-benefit anal-
yses in fields that would improve the safety, 
effectiveness, and efficiency of law enforce-
ment technologies used by Federal, State, 
and local law enforcement agencies, includ-
ing, but not limited to—

(A) weapons capable of preventing use by 
unauthorized persons, including personalized 
guns; 

(B) protective apparel; 
(C) bullet-resistant and explosion-resistant 

glass; 
(D) monitoring systems and alarm systems 

capable of providing precise location infor-
mation; 

(E) wire and wireless interoperable com-
munication technologies; 

(F) tools and techniques that facilitate in-
vestigative and forensic work, including 
computer forensics; 

(G) equipment for particular use in 
counterterrorism, including devices and 
technologies to disable terrorist devices; 

(H) guides to assist State and local law en-
forcement agencies; 

(I) DNA identification technologies; and 
(J) tools and techniques that facilitate in-

vestigations of computer crime. 
(7) To administer a program of research, 

development, testing, and demonstration to 
improve the interoperability of voice and 
data public safety communications. 

(8) To serve on the Technical Support 
Working Group of the Department of De-
fense, and on other relevant interagency 
panels, as requested. 

(9) To develop, and disseminate to State 
and local law enforcement agencies, tech-
nical assistance and training materials for 
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law enforcement personnel, including pros-
ecutors. 

(10) To operate the regional National Law 
Enforcement and Corrections Technology 
Centers and, to the extent necessary, estab-
lish additional centers through a competi-
tive process. 

(11) To administer a program of acquisi-
tion, research, development, and dissemina-
tion of advanced investigative analysis and 
forensic tools to assist State and local law 
enforcement agencies in combating 
cybercrime. 

(12) To support research fellowships in sup-
port of its mission. 

(13) To serve as a clearinghouse for infor-
mation on law enforcement technologies. 

(14) To represent the United States and 
State and local law enforcement agencies, as 
requested, in international activities con-
cerning law enforcement technology. 

(15) To enter into contracts and coopera-
tive agreements and provide grants, which 
may require in-kind or cash matches from 
the recipient, as necessary to carry out its 
mission. 

(16) To carry out other duties assigned by 
the Attorney General to accomplish the mis-
sion of the Office. 

(c) COMPETITION REQUIRED.—Except as oth-
erwise expressly provided by law, all re-
search and development carried out by or 
through the Office shall be carried out on a 
competitive basis. 

(d) INFORMATION FROM FEDERAL AGEN-
CIES.—Federal agencies shall, upon request 
from the Office and in accordance with Fed-
eral law, provide the Office with any data, 
reports, or other information requested, un-
less compliance with such request is other-
wise prohibited by law. 

(e) PUBLICATIONS.—Decisions concerning 
publications issued by the Office shall rest 
solely with the Director of the Office. 

(f) TRANSFER OF FUNDS.—The Office may 
transfer funds to other Federal agencies or 
provide funding to non-Federal entities 
through grants, cooperative agreements, or 
contracts to carry out its duties under this 
section. 

(g) ANNUAL REPORT.—The Director of the 
Office shall include with the budget jus-
tification materials submitted to Congress 
in support of the Department of Justice 
budget for each fiscal year (as submitted 
with the budget of the President under sec-
tion 1105(a) of title 31, United States Code) a 
report on the activities of the Office. Each 
such report shall include the following: 

(1) For the period of 5 fiscal years begin-
ning with the fiscal year for which the budg-
et is submitted—

(A) the Director’s assessment of the needs 
of Federal, State, and local law enforcement 
agencies for assistance with respect to law 
enforcement technology and other matters 
consistent with the mission of the Office; 
and 

(B) a strategic plan for meeting such needs 
of such law enforcement agencies. 

(2) For the fiscal year preceding the fiscal 
year for which such budget is submitted, a 
description of the activities carried out by 
the Office and an evaluation of the extent to 
which those activities successfully meet the 
needs assessed under paragraph (1)(A) in pre-
vious reports. 

SEC. 233. DEFINITION OF LAW ENFORCEMENT 
TECHNOLOGY. 

For the purposes of this title, the term 
‘‘law enforcement technology’’ includes in-
vestigative and forensic technologies, correc-
tions technologies, and technologies that 
support the judicial process. 

SEC. 234. ABOLISHMENT OF OFFICE OF SCIENCE 
AND TECHNOLOGY OF NATIONAL IN-
STITUTE OF JUSTICE; TRANSFER OF 
FUNCTIONS. 

(a) AUTHORITY TO TRANSFER FUNCTIONS.—
The Attorney General may transfer to the 
Office any other program or activity of the 
Department of Justice that the Attorney 
General, in consultation with the Committee 
on the Judiciary of the Senate and the Com-
mittee on the Judiciary of the House of Rep-
resentatives, determines to be consistent 
with the mission of the Office. 

(b) TRANSFER OF PERSONNEL AND ASSETS.—
With respect to any function, power, or duty, 
or any program or activity, that is estab-
lished in the Office, those employees and as-
sets of the element of the Department of 
Justice from which the transfer is made that 
the Attorney General determines are needed 
to perform that function, power, or duty, or 
for that program or activity, as the case may 
be, shall be transferred to the Office. 

(c) REPORT ON IMPLEMENTATION.—Not later 
than 1 year after the date of the enactment 
of this Act, the Attorney General shall sub-
mit to the Committee on the Judiciary of 
the Senate and the Committee on the Judici-
ary of the House of Representatives a report 
on the implementation of this title. The re-
port shall—

(1) provide an accounting of the amounts 
and sources of funding available to the Office 
to carry out its mission under existing au-
thorizations and appropriations, and set 
forth the future funding needs of the Office; 
and 

(2) include such other information and rec-
ommendations as the Attorney General con-
siders appropriate. 
SEC. 235. NATIONAL LAW ENFORCEMENT AND 

CORRECTIONS TECHNOLOGY CEN-
TERS. 

(a) IN GENERAL.—The Director of the Office 
shall operate and support National Law En-
forcement and Corrections Technology Cen-
ters (hereinafter in this section referred to 
as ‘‘Centers’’) and, to the extent necessary, 
establish new centers through a merit-based, 
competitive process. 

(b) PURPOSE OF CENTERS.—The purpose of 
the Centers shall be to—

(1) support research and development of 
law enforcement technology; 

(2) support the transfer and implementa-
tion of technology; 

(3) assist in the development and dissemi-
nation of guidelines and technological stand-
ards; and 

(4) provide technology assistance, informa-
tion, and support for law enforcement, cor-
rections, and criminal justice purposes. 

(c) ANNUAL MEETING.—Each year, the Di-
rector shall convene a meeting of the Cen-
ters in order to foster collaboration and com-
munication between Center participants. 

(d) REPORT.—Not later than 12 months 
after the date of the enactment of this Act, 
the Director shall transmit to the Congress a 
report assessing the effectiveness of the ex-
isting system of Centers and identify the 
number of Centers necessary to meet the 
technology needs of Federal, State, and local 
law enforcement in the United States. 
SEC. 236. COORDINATION WITH OTHER ENTITIES 

WITHIN DEPARTMENT OF JUSTICE. 
Section 102 of the Omnibus Crime Control 

and Safe Streets Act of 1968 (42 U.S.C. 3712) is 
amended in subsection (a)(5) by inserting 
‘‘coordinate and’’ before ‘‘provide’’. 
SEC. 237. AMENDMENTS RELATING TO NATIONAL 

INSTITUTE OF JUSTICE. 
Section 202(c) of the Omnibus Crime Con-

trol and Safety Streets Act of 1968 (42 U.S.C. 
3722(c)) is amended—

(1) in paragraph (3) by inserting ‘‘, includ-
ing cost effectiveness where practical,’’ be-
fore ‘‘of projects’’; and 

(2) by striking ‘‘and’’ after the semicolon 
at the end of paragraph (8), striking the pe-
riod at the end of paragraph (9) and inserting 
‘‘; and’’, and by adding at the end the fol-
lowing: 

‘‘(10) research and development of tools 
and technologies relating to prevention, de-
tection, investigation, and prosecution of 
crime; and 

‘‘(11) support research, development, test-
ing, training, and evaluation of tools and 
technology for Federal, State, and local law 
enforcement agencies.’’. 

TITLE III—SCIENCE AND TECHNOLOGY IN 
SUPPORT OF HOMELAND SECURITY 

SEC. 301. UNDER SECRETARY FOR SCIENCE AND 
TECHNOLOGY. 

There shall be in the Department a Direc-
torate of Science and Technology headed by 
an Under Secretary for Science and Tech-
nology. 

SEC. 302. RESPONSIBILITIES AND AUTHORITIES 
OF THE UNDER SECRETARY FOR 
SCIENCE AND TECHNOLOGY. 

The Secretary, acting through the Under 
Secretary for Science and Technology, shall 
have the responsibility for—

(1) advising the Secretary regarding re-
search and development efforts and prior-
ities in support of the Department’s mis-
sions; 

(2) developing, in consultation with other 
appropriate executive agencies, a national 
policy and strategic plan for, identifying pri-
orities, goals, objectives and policies for, and 
coordinating the Federal Government’s civil-
ian efforts to identify and develop counter-
measures to chemical, biological, radio-
logical, nuclear, and other emerging ter-
rorist threats, including the development of 
comprehensive, research-based definable 
goals for such efforts and development of an-
nual measurable objectives and specific tar-
gets to accomplish and evaluate the goals for 
such efforts; 

(3) supporting the Under Secretary for In-
formation Analysis and Infrastructure Pro-
tection, by assessing and testing homeland 
security vulnerabilities and possible threats; 

(4) conducting basic and applied research, 
development, demonstration, testing, and 
evaluation activities that are relevant to 
any or all elements of the Department, 
through both intramural and extramural 
programs, except that such responsibility 
does not extend to human health-related re-
search and development activities; 

(5) establishing priorities for, directing, 
funding, and conducting national research, 
development, test and evaluation, and pro-
curement of technology and systems for—

(A) preventing the importation of chem-
ical, biological, radiological, nuclear, and re-
lated weapons and material; and 

(B) detecting, preventing, protecting 
against, and responding to terrorist attacks; 

(6) establishing a system for transferring 
homeland security developments or tech-
nologies to federal, state, local government, 
and private sector entities; 

(7) entering into work agreements, joint 
sponsorships, contracts, or any other agree-
ments with the Department of Energy re-
garding the use of the national laboratories 
or sites and support of the science and tech-
nology base at those facilities; 

(8) collaborating with the Secretary of Ag-
riculture and the Attorney General as pro-
vided in section 212 of the Agricultural Bio-
terrorism Protection Act of 2002 (7 U.S.C. 
8401), as amended by section 1709(b); 

(9) collaborating with the Secretary of 
Health and Human Services and the Attor-
ney General in determining any new biologi-
cal agents and toxins that shall be listed as 
‘‘select agents’’ in Appendix A of part 72 of 
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title 42, Code of Federal Regulations, pursu-
ant to section 351A of the Public Health 
Service Act (42 U.S.C. 262a); 

(10) supporting United States leadership in 
science and technology; 

(11) establishing and administering the pri-
mary research and development activities of 
the Department, including the long-term re-
search and development needs and capabili-
ties for all elements of the Department; 

(12) coordinating and integrating all re-
search, development, demonstration, testing, 
and evaluation activities of the Department; 

(13) coordinating with other appropriate 
executive agencies in developing and car-
rying out the science and technology agenda 
of the Department to reduce duplication and 
identify unmet needs; and 

(14) developing and overseeing the adminis-
tration of guidelines for merit review of re-
search and development projects throughout 
the Department, and for the dissemination of 
research conducted or sponsored by the De-
partment. 
SEC. 303. FUNCTIONS TRANSFERRED. 

In accordance with title XV, there shall be 
transferred to the Secretary the functions, 
personnel, assets, and liabilities of the fol-
lowing entities: 

(1) The following programs and activities 
of the Department of Energy, including the 
functions of the Secretary of Energy relating 
thereto (but not including programs and ac-
tivities relating to the strategic nuclear de-
fense posture of the United States): 

(A) The chemical and biological national 
security and supporting programs and activi-
ties of the nonproliferation and verification 
research and development program. 

(B) The nuclear smuggling programs and 
activities within the proliferation detection 
program of the nonproliferation and 
verification research and development pro-
gram. The programs and activities described 
in this subparagraph may be designated by 
the President either for transfer to the De-
partment or for joint operation by the Sec-
retary and the Secretary of Energy. 

(C) The nuclear assessment program and 
activities of the assessment, detection, and 
cooperation program of the international 
materials protection and cooperation pro-
gram. 

(D) Such life sciences activities of the bio-
logical and environmental research program 
related to microbial pathogens as may be 
designated by the President for transfer to 
the Department. 

(E) The Environmental Measurements Lab-
oratory. 

(F) The advanced scientific computing re-
search program and activities at Lawrence 
Livermore National Laboratory. 

(2) The National Bio-Weapons Defense 
Analysis Center of the Department of De-
fense, including the functions of the Sec-
retary of Defense related thereto. 

(3) The Plum Island Animal Disease Center 
of the Department of Agriculture, as pro-
vided in section 310. 
SEC. 304. CONDUCT OF CERTAIN PUBLIC 

HEALTH-RELATED ACTIVITIES. 
(a) IN GENERAL.—With respect to civilian 

human health-related research and develop-
ment activities relating to countermeasures 
for chemical, biological, radiological, and 
nuclear and other emerging terrorist threats 
carried out by the Department of Health and 
Human Services (including the Public Health 
Service), the Secretary of Health and Human 
Services shall set priorities, goals, objec-
tives, and policies and develop a coordinated 
strategy for such activities in collaboration 
with the Secretary of Homeland Security to 
ensure consistency with the national policy 
and strategic plan developed pursuant to sec-
tion 302(2). 

(b) EVALUATION OF PROGRESS.—In carrying 
out subsection (a), the Secretary of Health 
and Human Services shall collaborate with 
the Secretary in developing specific bench-
marks and outcome measurements for evalu-
ating progress toward achieving the prior-
ities and goals described in such subsection.

(c) ADMINISTRATION OF COUNTERMEASURES 
AGAINST SMALLPOX.—Section 224 of the Pub-
lic Health Service Act (42 U.S.C. 233) is 
amended by adding the following: 

‘‘(p) ADMINISTRATION OF SMALLPOX COUN-
TERMEASURES BY HEALTH PROFESSIONALS.—

‘‘(1) IN GENERAL.—For purposes of this sec-
tion, and subject to other provisions of this 
subsection, a covered person shall be deemed 
to be an employee of the Public Health Serv-
ice with respect to liability arising out of ad-
ministration of a covered countermeasure 
against smallpox to an individual during the 
effective period of a declaration by the Sec-
retary under paragraph (2)(A). 

‘‘(2) DECLARATION BY SECRETARY CON-
CERNING COUNTERMEASURE AGAINST SMALL-
POX.—

‘‘(A) AUTHORITY TO ISSUE DECLARATION.—
‘‘(i) IN GENERAL.—The Secretary may issue 

a declaration, pursuant to this paragraph, 
concluding that an actual or potential bio-
terrorist incident or other actual or poten-
tial public health emergency makes advis-
able the administration of a covered coun-
termeasure to a category or categories of in-
dividuals. 

‘‘(ii) COVERED COUNTERMEASURE.—The Sec-
retary shall specify in such declaration the 
substance or substances that shall be consid-
ered covered countermeasures (as defined in 
paragraph (8)(A)) for purposes of administra-
tion to individuals during the effective pe-
riod of the declaration. 

‘‘(iii) EFFECTIVE PERIOD.—The Secretary 
shall specify in such declaration the begin-
ning and ending dates of the effective period 
of the declaration, and may subsequently 
amend such declaration to shorten or extend 
such effective period, provided that the new 
closing date is after the date when the dec-
laration is amended. 

‘‘(iv) PUBLICATION.—The Secretary shall 
promptly publish each such declaration and 
amendment in the Federal Register. 

‘‘(B) LIABILITY OF UNITED STATES ONLY FOR 
ADMINISTRATIONS WITHIN SCOPE OF DECLARA-
TION.—Except as provided in paragraph 
(5)(B)(ii), the United States shall be liable 
under this subsection with respect to a claim 
arising out of the administration of a cov-
ered countermeasure to an individual only 
if—

‘‘(i) the countermeasure was administered 
by a qualified person, for a purpose stated in 
paragraph (7)(A)(i), and during the effective 
period of a declaration by the Secretary 
under subparagraph (A) with respect to such 
countermeasure; and 

‘‘(ii)(I) the individual was within a cat-
egory of individuals covered by the declara-
tion; or 

‘‘(II) the qualified person administering 
the countermeasure had reasonable grounds 
to believe that such individual was within 
such category. 

‘‘(C) PRESUMPTION OF ADMINISTRATION WITH-
IN SCOPE OF DECLARATION IN CASE OF ACCI-
DENTAL VACCINIA INOCULATION.—

‘‘(i) IN GENERAL.—If vaccinia vaccine is a 
covered countermeasure specified in a dec-
laration under subparagraph (A), and an in-
dividual to whom the vaccinia vaccine is not 
administered contracts vaccinia, then, under 
the circumstances specified in clause (ii), the 
individual—

‘‘(I) shall be rebuttably presumed to have 
contracted vaccinia from an individual to 
whom such vaccine was administered as pro-
vided by clauses (i) and (ii) of subparagraph 
(B); and 

‘‘(II) shall (unless such presumption is re-
butted) be deemed for purposes of this sub-
section to be an individual to whom a cov-
ered countermeasure was administered by a 
qualified person in accordance with the 
terms of such declaration and as described 
by subparagraph (B). 

‘‘(ii) CIRCUMSTANCES IN WHICH PRESUMPTION 
APPLIES.—The presumption and deeming 
stated in clause (i) shall apply if—

‘‘(I) the individual contracts vaccinia dur-
ing the effective period of a declaration 
under subparagraph (A) or by the date 30 
days after the close of such period; or 

‘‘(II) the individual resides or has resided 
with an individual to whom such vaccine was 
administered as provided by clauses (i) and 
(ii) of subparagraph (B) and contracts 
vaccinia after such date. 

‘‘(3) EXCLUSIVITY OF REMEDY.—The remedy 
provided by subsection (a) shall be exclusive 
of any other civil action or proceeding for 
any claim or suit this subsection encom-
passes. 

‘‘(4) CERTIFICATION OF ACTION BY ATTORNEY 
GENERAL.—Subsection (c) applies to actions 
under this subsection, subject to the fol-
lowing provisions: 

‘‘(A) NATURE OF CERTIFICATION.—The cer-
tification by the Attorney General that is 
the basis for deeming an action or pro-
ceeding to be against the United States, and 
for removing an action or proceeding from a 
State court, is a certification that the action 
or proceeding is against a covered person and 
is based upon a claim alleging personal in-
jury or death arising out of the administra-
tion of a covered countermeasure. 

‘‘(B) CERTIFICATION OF ATTORNEY GENERAL 
CONCLUSIVE.—The certification of the Attor-
ney General of the facts specified in subpara-
graph (A) shall conclusively establish such 
facts for purposes of jurisdiction pursuant to 
this subsection. 

‘‘(5) DEFENDANT TO COOPERATE WITH UNITED 
STATES.—

‘‘(A) IN GENERAL.—A covered person shall 
cooperate with the United States in the 
processing and defense of a claim or action 
under this subsection based upon alleged 
acts or omissions of such person. 

‘‘(B) CONSEQUENCES OF FAILURE TO COOPER-
ATE.—Upon the motion of the United States 
or any other party and upon finding that 
such person has failed to so cooperate—

‘‘(i) the court shall substitute such person 
as the party defendant in place of the United 
States and, upon motion, shall remand any 
such suit to the court in which it was insti-
tuted if it appears that the court lacks sub-
ject matter jurisdiction; 

‘‘(ii) the United States shall not be liable 
based on the acts or omissions of such per-
son; and 

‘‘(iii) the Attorney General shall not be ob-
ligated to defend such action. 

‘‘(6) RECOURSE AGAINST COVERED PERSON IN 
CASE OF GROSS MISCONDUCT OR CONTRACT VIO-
LATION.—

‘‘(A) IN GENERAL.—Should payment be 
made by the United States to any claimant 
bringing a claim under this subsection, ei-
ther by way of administrative determina-
tion, settlement, or court judgment, the 
United States shall have, notwithstanding 
any provision of State law, the right to re-
cover for that portion of the damages so 
awarded or paid, as well as interest and any 
costs of litigation, resulting from the failure 
of any covered person to carry out any obli-
gation or responsibility assumed by such 
person under a contract with the United 
States or from any grossly negligent, reck-
less, or illegal conduct or willful misconduct 
on the part of such person. 

‘‘(B) VENUE.—The United States may main-
tain an action under this paragraph against 
such person in the district court of the 
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United States in which such person resides 
or has its principal place of business. 

‘‘(7) DEFINITIONS.—As used in this sub-
section, terms have the following meanings: 

‘‘(A) COVERED COUNTERMEASURE.—The term 
‘covered countermeasure’, or ‘covered coun-
termeasure against smallpox’, means a sub-
stance that is—

‘‘(i)(I) used to prevent or treat smallpox 
(including the vaccinia or another vaccine); 
or 

‘‘(II) vaccinia immune globulin used to 
control or treat the adverse effects of 
vaccinia inoculation; and 

‘‘(ii) specified in a declaration under para-
graph (2). 

‘‘(B) COVERED PERSON.—The term ‘covered 
person’, when used with respect to the ad-
ministration of a covered countermeasure, 
includes any person who is—

‘‘(i) a manufacturer or distributor of such 
countermeasure; 

‘‘(ii) a health care entity under whose aus-
pices such countermeasure was adminis-
tered; 

‘‘(iii) a qualified person who administered 
such countermeasure; or 

‘‘(iv) an official, agent, or employee of a 
person described in clause (i), (ii), or (iii). 

‘‘(C) QUALIFIED PERSON.—The term 
‘qualified person’, when used with respect to 
the administration of a covered counter-
measure, means a licensed health profes-
sional or other individual who is authorized 
to administer such countermeasure under 
the law of the State in which the counter-
measure was administered.’’. 
SEC. 305. FEDERALLY FUNDED RESEARCH AND 

DEVELOPMENT CENTERS. 
The Secretary, acting through the Under 

Secretary for Science and Technology, shall 
have the authority to establish or contract 
with 1 or more federally funded research and 
development centers to provide independent 
analysis of homeland security issues, or to 
carry out other responsibilities under this 
Act, including coordinating and integrating 
both the extramural and intramural pro-
grams described in section 308. 
SEC. 306. MISCELLANEOUS PROVISIONS. 

(a) CLASSIFICATION.—To the greatest extent 
practicable, research conducted or supported 
by the Department shall be unclassified. 

(b) CONSTRUCTION.—Nothing in this title 
shall be construed to preclude any Under 
Secretary of the Department from carrying 
out research, development, demonstration, 
or deployment activities, as long as such ac-
tivities are coordinated through the Under 
Secretary for Science and Technology. 

(c) REGULATIONS.—The Secretary, acting 
through the Under Secretary for Science and 
Technology, may issue necessary regulations 
with respect to research, development, dem-
onstration, testing, and evaluation activities 
of the Department, including the conducting, 
funding, and reviewing of such activities. 

(d) NOTIFICATION OF PRESIDENTIAL LIFE 
SCIENCES DESIGNATIONS.—Not later than 60 
days before effecting any transfer of Depart-
ment of Energy life sciences activities pursu-
ant to section 303(1)(D) of this Act, the Presi-
dent shall notify the appropriate congres-
sional committees of the proposed transfer 
and shall include the reasons for the transfer 
and a description of the effect of the transfer 
on the activities of the Department of En-
ergy.
SEC. 307. HOMELAND SECURITY ADVANCED RE-

SEARCH PROJECTS AGENCY. 
(a) DEFINITIONS.—In this section: 
(1) FUND.—The term ‘‘Fund’’ means the Ac-

celeration Fund for Research and Develop-
ment of Homeland Security Technologies es-
tablished in subsection (c). 

(2) HOMELAND SECURITY RESEARCH.—The 
term ‘‘homeland security research’’ means 

research relevant to the detection of, preven-
tion of, protection against, response to, at-
tribution of, and recovery from homeland se-
curity threats, particularly acts of ter-
rorism. 

(3) HSARPA.—The term ‘‘HSARPA’’ means 
the Homeland Security Advanced Research 
Projects Agency established in subsection 
(b). 

(4) UNDER SECRETARY.—The term ‘‘Under 
Secretary’’ means the Under Secretary for 
Science and Technology. 

(b) HSARPA.—
(1) ESTABLISHMENT.—There is established 

the Homeland Security Advanced Research 
Projects Agency. 

(2) DIRECTOR.—HSARPA shall be headed by 
a Director, who shall be appointed by the 
Secretary. The Director shall report to the 
Under Secretary. 

(3) RESPONSIBILITIES.—The Director shall 
administer the Fund to award competitive, 
merit-reviewed grants, cooperative agree-
ments or contracts to public or private enti-
ties, including businesses, federally funded 
research and development centers, and uni-
versities. The Director shall administer the 
Fund to—

(A) support basic and applied homeland se-
curity research to promote revolutionary 
changes in technologies that would promote 
homeland security; 

(B) advance the development, testing and 
evaluation, and deployment of critical home-
land security technologies; and 

(C) accelerate the prototyping and deploy-
ment of technologies that would address 
homeland security vulnerabilities. 

(4) TARGETED COMPETITIONS.—The Director 
may solicit proposals to address specific 
vulnerabilities identified by the Director. 

(5) COORDINATION.—The Director shall en-
sure that the activities of HSARPA are co-
ordinated with those of other relevant re-
search agencies, and may run projects joint-
ly with other agencies. 

(6) PERSONNEL.—In hiring personnel for 
HSARPA, the Secretary shall have the hir-
ing and management authorities described in 
section 1101 of the Strom Thurmond Na-
tional Defense Authorization Act for Fiscal 
Year 1999 (5 U.S.C. 3104 note; Public Law 105–
261). The term of appointments for employ-
ees under subsection (c)(1) of that section 
may not exceed 5 years before the granting 
of any extension under subsection (c)(2) of 
that section. 

(7) DEMONSTRATIONS.—The Director, peri-
odically, shall hold homeland security tech-
nology demonstrations to improve contact 
among technology developers, vendors and 
acquisition personnel. 

(c) FUND.—
(1) ESTABLISHMENT.—There is established 

the Acceleration Fund for Research and De-
velopment of Homeland Security Tech-
nologies, which shall be administered by the 
Director of HSARPA. 

(2) AUTHORIZATION OF APPROPRIATIONS.—
There are authorized to be appropriated 
$500,000,000 to the Fund for fiscal year 2003 
and such sums as may be necessary there-
after. 

(3) COAST GUARD.—Of the funds authorized 
to be appropriated under paragraph (2), not 
less than 10 percent of such funds for each 
fiscal year through fiscal year 2005 shall be 
authorized only for the Under Secretary, 
through joint agreement with the Com-
mandant of the Coast Guard, to carry out re-
search and development of improved ports, 
waterways and coastal security surveillance 
and perimeter protection capabilities for the 
purpose of minimizing the possibility that 
Coast Guard cutters, aircraft, helicopters, 
and personnel will be diverted from non-
homeland security missions to the ports, wa-
terways and coastal security mission. 

SEC. 308. CONDUCT OF RESEARCH, DEVELOP-
MENT, DEMONSTRATION, TESTING 
AND EVALUATION. 

(a) IN GENERAL.—The Secretary, acting 
through the Under Secretary for Science and 
Technology, shall carry out the responsibil-
ities under section 302(4) through both extra-
mural and intramural programs. 

(b) EXTRAMURAL PROGRAMS.—
(1) IN GENERAL.—The Secretary, acting 

through the Under Secretary for Science and 
Technology, shall operate extramural re-
search, development, demonstration, testing, 
and evaluation programs so as to—

(A) ensure that colleges, universities, pri-
vate research institutes, and companies (and 
consortia thereof) from as many areas of the 
United States as practicable participate; 

(B) ensure that the research funded is of 
high quality, as determined through merit 
review processes developed under section 
302(14); and 

(C) distribute funds through grants, coop-
erative agreements, and contracts.

(2) UNIVERSITY-BASED CENTERS FOR HOME-
LAND SECURITY.—

(A) ESTABLISHMENT.—The Secretary, act-
ing through the Under Secretary for Science 
and Technology, shall establish within 1 year 
of the date of enactment of this Act a uni-
versity-based center or centers for homeland 
security. The purpose of this center or cen-
ters shall be to establish a coordinated, uni-
versity-based system to enhance the Na-
tion’s homeland security. 

(B) CRITERIA FOR SELECTION.—In selecting 
colleges or universities as centers for home-
land security, the Secretary shall consider 
the following criteria: 

(i) Demonstrated expertise in the training 
of first responders. 

(ii) Demonstrated expertise in responding 
to incidents involving weapons of mass de-
struction and biological warfare. 

(iii) Demonstrated expertise in emergency 
medical services. 

(iv) Demonstrated expertise in chemical, 
biological, radiological, and nuclear counter-
measures. 

(v) Strong affiliations with animal and 
plant diagnostic laboratories. 

(vi) Demonstrated expertise in food safety. 
(vii) Affiliation with Department of Agri-

culture laboratories or training centers. 
(viii) Demonstrated expertise in water and 

wastewater operations. 
(ix) Demonstrated expertise in port and 

waterway security. 
(x) Demonstrated expertise in multi-modal 

transportation. 
(xi) Nationally recognized programs in in-

formation security. 
(xii) Nationally recognized programs in en-

gineering. 
(xiii) Demonstrated expertise in edu-

cational outreach and technical assistance. 
(xiv) Demonstrated expertise in border 

transportation and security. 
(xv) Demonstrated expertise in inter-

disciplinary public policy research and com-
munication outreach regarding science, 
technology, and public policy. 

(C) DISCRETION OF SECRETARY.—The Sec-
retary shall have the discretion to establish 
such centers and to consider additional cri-
teria as necessary to meet the evolving needs 
of homeland security and shall report to 
Congress concerning the implementation of 
this paragraph as necessary. 

(D) AUTHORIZATION OF APPROPRIATIONS.—
There are authorized to be appropriated such 
sums as may be necessary to carry out this 
paragraph. 

(c) INTRAMURAL PROGRAMS.—
(1) CONSULTATION.—In carrying out the du-

ties under section 302, the Secretary, acting 
through the Under Secretary for Science and 
Technology, may draw upon the expertise of 
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any laboratory of the Federal Government, 
whether operated by a contractor or the 
Government. 

(2) LABORATORIES.—The Secretary, acting 
through the Under Secretary for Science and 
Technology, may establish a headquarters 
laboratory for the Department at any lab-
oratory or site and may establish additional 
laboratory units at other laboratories or 
sites. 

(3) CRITERIA FOR HEADQUARTERS LABORA-
TORY.—If the Secretary chooses to establish 
a headquarters laboratory pursuant to para-
graph (2), then the Secretary shall do the fol-
lowing: 

(A) Establish criteria for the selection of 
the headquarters laboratory in consultation 
with the National Academy of Sciences, ap-
propriate Federal agencies, and other ex-
perts. 

(B) Publish the criteria in the Federal Reg-
ister. 

(C) Evaluate all appropriate laboratories 
or sites against the criteria. 

(D) Select a laboratory or site on the basis 
of the criteria. 

(E) Report to the appropriate congres-
sional committees on which laboratory was 
selected, how the selected laboratory meets 
the published criteria, and what duties the 
headquarters laboratory shall perform. 

(4) LIMITATION ON OPERATION OF LABORA-
TORIES.—No laboratory shall begin operating 
as the headquarters laboratory of the De-
partment until at least 30 days after the 
transmittal of the report required by para-
graph (3)(E). 
SEC. 309. UTILIZATION OF DEPARTMENT OF EN-

ERGY NATIONAL LABORATORIES 
AND SITES IN SUPPORT OF HOME-
LAND SECURITY ACTIVITIES. 

(a) AUTHORITY TO UTILIZE NATIONAL LAB-
ORATORIES AND SITES.—

(1) IN GENERAL.—In carrying out the mis-
sions of the Department, the Secretary may 
utilize the Department of Energy national 
laboratories and sites through any 1 or more 
of the following methods, as the Secretary 
considers appropriate: 

(A) A joint sponsorship arrangement re-
ferred to in subsection (b). 

(B) A direct contract between the Depart-
ment and the applicable Department of En-
ergy laboratory or site, subject to subsection 
(c). 

(C) Any ‘‘work for others’’ basis made 
available by that laboratory or site. 

(D) Any other method provided by law. 
(2) ACCEPTANCE AND PERFORMANCE BY LABS 

AND SITES.—Notwithstanding any other law 
governing the administration, mission, use, 
or operations of any of the Department of 
Energy national laboratories and sites, such 
laboratories and sites are authorized to ac-
cept and perform work for the Secretary, 
consistent with resources provided, and per-
form such work on an equal basis to other 
missions at the laboratory and not on a non-
interference basis with other missions of 
such laboratory or site. 

(b) JOINT SPONSORSHIP ARRANGEMENTS.—
(1) LABORATORIES.—The Department may 

be a joint sponsor, under a multiple agency 
sponsorship arrangement with the Depart-
ment of Energy, of 1 or more Department of 
Energy national laboratories in the perform-
ance of work. 

(2) SITES.—The Department may be a joint 
sponsor of a Department of Energy site in 
the performance of work as if such site were 
a federally funded research and development 
center and the work were performed under a 
multiple agency sponsorship arrangement 
with the Department. 

(3) PRIMARY SPONSOR.—The Department of 
Energy shall be the primary sponsor under a 
multiple agency sponsorship arrangement 
referred to in paragraph (1) or (2). 

(4) LEAD AGENT.—The Secretary of Energy 
shall act as the lead agent in coordinating 
the formation and performance of a joint 
sponsorship arrangement under this sub-
section between the Department and a De-
partment of Energy national laboratory or 
site. 

(5) FEDERAL ACQUISITION REGULATION.—Any 
work performed by a Department of Energy 
national laboratory or site under a joint 
sponsorship arrangement under this sub-
section shall comply with the policy on the 
use of federally funded research and develop-
ment centers under the Federal Acquisition 
Regulations. 

(6) FUNDING.—The Department shall pro-
vide funds for work at the Department of En-
ergy national laboratories or sites, as the 
case may be, under a joint sponsorship ar-
rangement under this subsection under the 
same terms and conditions as apply to the 
primary sponsor of such national laboratory 
under section 303(b)(1)(C) of the Federal 
Property and Administrative Services Act of 
1949 (41 U.S.C. 253 (b)(1)(C)) or of such site to 
the extent such section applies to such site 
as a federally funded research and develop-
ment center by reason of this subsection. 

(c) SEPARATE CONTRACTING.—To the extent 
that programs or activities transferred by 
this Act from the Department of Energy to 
the Department of Homeland Security are 
being carried out through direct contracts 
with the operator of a national laboratory or 
site of the Department of Energy, the Sec-
retary of Homeland Security and the Sec-
retary of Energy shall ensure that direct 
contracts for such programs and activities 
between the Department of Homeland Secu-
rity and such operator are separate from the 
direct contracts of the Department of En-
ergy with such operator. 

(d) AUTHORITY WITH RESPECT TO COOPERA-
TIVE RESEARCH AND DEVELOPMENT AGREE-
MENTS AND LICENSING AGREEMENTS.—In con-
nection with any utilization of the Depart-
ment of Energy national laboratories and 
sites under this section, the Secretary may 
permit the director of any such national lab-
oratory or site to enter into cooperative re-
search and development agreements or to ne-
gotiate licensing agreements with any per-
son, any agency or instrumentality, of the 
United States, any unit of State or local gov-
ernment, and any other entity under the au-
thority granted by section 12 of the Steven-
son-Wydler Technology Innovation Act of 
1980 (15 U.S.C. 3710a). Technology may be 
transferred to a non-Federal party to such 
an agreement consistent with the provisions 
of sections 11 and 12 of that Act (15 U.S.C. 
3710, 3710a). 

(e) REIMBURSEMENT OF COSTS.—In the case 
of an activity carried out by the operator of 
a Department of Energy national laboratory 
or site in connection with any utilization of 
such laboratory or site under this section, 
the Department of Homeland Security shall 
reimburse the Department of Energy for 
costs of such activity through a method 
under which the Secretary of Energy waives 
any requirement for the Department of 
Homeland Security to pay administrative 
charges or personnel costs of the Department 
of Energy or its contractors in excess of the 
amount that the Secretary of Energy pays 
for an activity carried out by such con-
tractor and paid for by the Department of 
Energy. 

(f) LABORATORY DIRECTED RESEARCH AND 
DEVELOPMENT BY THE DEPARTMENT OF EN-
ERGY.—No funds authorized to be appro-
priated or otherwise made available to the 
Department in any fiscal year may be obli-
gated or expended for laboratory directed re-
search and development activities carried 
out by the Department of Energy unless such 
activities support the missions of the De-
partment of Homeland Security. 

(g) OFFICE FOR NATIONAL LABORATORIES.—
There is established within the Directorate 
of Science and Technology an Office for Na-
tional Laboratories, which shall be respon-
sible for the coordination and utilization of 
the Department of Energy national labora-
tories and sites under this section in a man-
ner to create a networked laboratory system 
for the purpose of supporting the missions of 
the Department. 

(h) DEPARTMENT OF ENERGY COORDINATION 
ON HOMELAND SECURITY RELATED RE-
SEARCH.—The Secretary of Energy shall en-
sure that any research, development, test, 
and evaluation activities conducted within 
the Department of Energy that are directly 
or indirectly related to homeland security 
are fully coordinated with the Secretary to 
minimize duplication of effort and maximize 
the effective application of Federal budget 
resources. 
SEC. 310. TRANSFER OF PLUM ISLAND ANIMAL 

DISEASE CENTER, DEPARTMENT OF 
AGRICULTURE. 

(a) IN GENERAL.—In accordance with title 
XV, the Secretary of Agriculture shall trans-
fer to the Secretary of Homeland Security 
the Plum Island Animal Disease Center of 
the Department of Agriculture, including the 
assets and liabilities of the Center. 

(b) CONTINUED DEPARTMENT OF AGRI-
CULTURE ACCESS.—On completion of the 
transfer of the Plum Island Animal Disease 
Center under subsection (a), the Secretary of 
Homeland Security and the Secretary of Ag-
riculture shall enter into an agreement to 
ensure that the Department of Agriculture is 
able to carry out research, diagnostic, and 
other activities of the Department of Agri-
culture at the Center. 

(c) DIRECTION OF ACTIVITIES.—The Sec-
retary of Agriculture shall continue to direct 
the research, diagnostic, and other activities 
of the Department of Agriculture at the Cen-
ter described in subsection (b). 

(d) NOTIFICATION.—
(1) IN GENERAL.—At least 180 days before 

any change in the biosafety level at the 
Plum Island Animal Disease Center, the 
President shall notify Congress of the change 
and describe the reasons for the change. 

(2) LIMITATION.—No change described in 
paragraph (1) may be made earlier than 180 
days after the completion of the transition 
period (as defined in section 1501. 
SEC. 311. HOMELAND SECURITY SCIENCE AND 

TECHNOLOGY ADVISORY COM-
MITTEE. 

(a) ESTABLISHMENT.—There is established 
within the Department a Homeland Security 
Science and Technology Advisory Com-
mittee (in this section referred to as the 
‘‘Advisory Committee’’). The Advisory Com-
mittee shall make recommendations with re-
spect to the activities of the Under Sec-
retary for Science and Technology, including 
identifying research areas of potential im-
portance to the security of the Nation. 

(b) MEMBERSHIP.—
(1) APPOINTMENT.—The Advisory Com-

mittee shall consist of 20 members appointed 
by the Under Secretary for Science and 
Technology, which shall include emergency 
first-responders or representatives of organi-
zations or associations of emergency first-re-
sponders. The Advisory Committee shall also 
include representatives of citizen groups, in-
cluding economically disadvantaged commu-
nities. The individuals appointed as members 
of the Advisory Committee—

(A) shall be eminent in fields such as emer-
gency response, research, engineering, new 
product development, business, and manage-
ment consulting; 

(B) shall be selected solely on the basis of 
established records of distinguished service; 

(C) shall not be employees of the Federal 
Government; and 
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(D) shall be so selected as to provide rep-

resentation of a cross-section of the re-
search, development, demonstration, and de-
ployment activities supported by the Under 
Secretary for Science and Technology. 

(2) NATIONAL RESEARCH COUNCIL.—The 
Under Secretary for Science and Technology 
may enter into an arrangement for the Na-
tional Research Council to select members of 
the Advisory Committee, but only if the 
panel used by the National Research Council 
reflects the representation described in para-
graph (1). 

(c) TERMS OF OFFICE.—
(1) IN GENERAL.—Except as otherwise pro-

vided in this subsection, the term of office of 
each member of the Advisory Committee 
shall be 3 years. 

(2) ORIGINAL APPOINTMENTS.—The original 
members of the Advisory Committee shall be 
appointed to three classes of three members 
each. One class shall have a term of 1 year, 
1 a term of 2 years, and the other a term of 
3 years. 

(3) VACANCIES.—A member appointed to fill 
a vacancy occurring before the expiration of 
the term for which the member’s predecessor 
was appointed shall be appointed for the re-
mainder of such term. 

(d) ELIGIBILITY.—A person who has com-
pleted two consecutive full terms of service 
on the Advisory Committee shall thereafter 
be ineligible for appointment during the 1-
year period following the expiration of the 
second such term. 

(e) MEETINGS.—The Advisory Committee 
shall meet at least quarterly at the call of 
the Chair or whenever one-third of the mem-
bers so request in writing. Each member 
shall be given appropriate notice of the call 
of each meeting, whenever possible not less 
than 15 days before the meeting. 

(f) QUORUM.—A majority of the members of 
the Advisory Committee not having a con-
flict of interest in the matter being consid-
ered by the Advisory Committee shall con-
stitute a quorum. 

(g) CONFLICT OF INTEREST RULES.—The Ad-
visory Committee shall establish rules for 
determining when 1 of its members has a 
conflict of interest in a matter being consid-
ered by the Advisory Committee. 

(h) REPORTS.—
(1) ANNUAL REPORT.—The Advisory Com-

mittee shall render an annual report to the 
Under Secretary for Science and Technology 
for transmittal to Congress on or before Jan-
uary 31 of each year. Such report shall de-
scribe the activities and recommendations of 
the Advisory Committee during the previous 
year. 

(2) ADDITIONAL REPORTS.—The Advisory 
Committee may render to the Under Sec-
retary for transmittal to Congress such addi-
tional reports on specific policy matters as it 
considers appropriate. 

(i) FACA EXEMPTION.—Section 14 of the 
Federal Advisory Committee Act shall not 
apply to the Advisory Committee. 

(j) TERMINATION.—The Department of 
Homeland Security Science and Technology 
Advisory Committee shall terminate 3 years 
after the effective date of this Act. 
SEC. 312. HOMELAND SECURITY INSTITUTE. 

(a) ESTABLISHMENT.—The Secretary shall 
establish a federally funded research and de-
velopment center to be known as the 
‘‘Homeland Security Institute’’ (in this sec-
tion referred to as the ‘‘Institute’’). 

(b) ADMINISTRATION.—The Institute shall 
be administered as a separate entity by the 
Secretary. 

(c) DUTIES.—The duties of the Institute 
shall be determined by the Secretary, and 
may include the following: 

(1) Systems analysis, risk analysis, and 
simulation and modeling to determine the 

vulnerabilities of the Nation’s critical infra-
structures and the effectiveness of the sys-
tems deployed to reduce those 
vulnerabilities. 

(2) Economic and policy analysis to assess 
the distributed costs and benefits of alter-
native approaches to enhancing security. 

(3) Evaluation of the effectiveness of meas-
ures deployed to enhance the security of in-
stitutions, facilities, and infrastructure that 
may be terrorist targets. 

(4) Identification of instances when com-
mon standards and protocols could improve 
the interoperability and effective utilization 
of tools developed for field operators and 
first responders. 

(5) Assistance for Federal agencies and de-
partments in establishing testbeds to evalu-
ate the effectiveness of technologies under 
development and to assess the appropriate-
ness of such technologies for deployment. 

(6) Design of metrics and use of those 
metrics to evaluate the effectiveness of 
homeland security programs throughout the 
Federal Government, including all national 
laboratories. 

(7) Design of and support for the conduct of 
homeland security-related exercises and sim-
ulations. 

(8) Creation of strategic technology devel-
opment plans to reduce vulnerabilities in the 
Nation’s critical infrastructure and key re-
sources. 

(d) CONSULTATION ON INSTITUTE ACTIVI-
TIES.—In carrying out the duties described in 
subsection (c), the Institute shall consult 
widely with representatives from private in-
dustry, institutions of higher education, 
nonprofit institutions, other Government 
agencies, and federally funded reseach and 
development centers. 

(e) USE OF CENTERS.—The Institute shall 
utilize the capabilities of the National Infra-
structure Simulation and Analysis Center. 

(f) ANNUAL REPORTS.—The Institute shall 
transmit to the Secretary and Congress an 
annual report on the activities of the Insti-
tute under this section. 

(g) TERMINATION.—The Homeland Security 
Institute shall terminate 3 years after the ef-
fective date of this Act. 
SEC. 313. TECHNOLOGY CLEARINGHOUSE TO EN-

COURAGE AND SUPPORT INNOVA-
TIVE SOLUTIONS TO ENHANCE 
HOMELAND SECURITY. 

(a) ESTABLISHMENT OF PROGRAM.—The Sec-
retary, acting through the Under Secretary 
for Science and Technology, shall establish 
and promote a program to encourage techno-
logical innovation in facilitating the mission 
of the Department (as described in section 
101). 

(b) ELEMENTS OF PROGRAM.—The program 
described in subsection (a) shall include the 
following components: 

(1) The establishment of a centralized Fed-
eral clearinghouse for information relating 
to technologies that would further the mis-
sion of the Department for dissemination, as 
appropriate, to Federal, State, and local gov-
ernment and private sector entities for addi-
tional review, purchase, or use. 

(2) The issuance of announcements seeking 
unique and innovative technologies to ad-
vance the mission of the Department. 

(3) The establishment of a technical assist-
ance team to assist in screening, as appro-
priate, proposals submitted to the Secretary 
(except as provided in subsection (c)(2)) to 
assess the feasibility, scientific and tech-
nical merits, and estimated cost of such pro-
posals, as appropriate. 

(4) The provision of guidance, rec-
ommendations, and technical assistance, as 
appropriate, to assist Federal, State, and 
local government and private sector efforts 
to evaluate and implement the use of tech-
nologies described in paragraph (1) or (2). 

(5) The provision of information for per-
sons seeking guidance on how to pursue pro-
posals to develop or deploy technologies that 
would enhance homeland security, including 
information relating to Federal funding, reg-
ulation, or acquisition. 

(c) MISCELLANEOUS PROVISIONS.—
(1) IN GENERAL.—Nothing in this section 

shall be construed as authorizing the Sec-
retary or the technical assistance team es-
tablished under subsection (b)(3) to set 
standards for technology to be used by the 
Department, any other executive agency, 
any State or local government entity, or any 
private sector entity. 

(2) CERTAIN PROPOSALS.—The technical as-
sistance team established under subsection 
(b)(3) shall not consider or evaluate pro-
posals submitted in response to a solicita-
tion for offers for a pending procurement or 
for a specific agency requirement. 

(3) COORDINATION.—In carrying out this 
section, the Secretary shall coordinate with 
the Technical Support Working Group 
(organized under the April 1982 National Se-
curity Decision Directive Numbered 30).
TITLE IV—DIRECTORATE OF BORDER AND 

TRANSPORTATION SECURITY 
Subtitle A—Under Secretary for Border and 

Transportation Security 
SEC. 401. UNDER SECRETARY FOR BORDER AND 

TRANSPORTATION SECURITY. 
There shall be in the Department a Direc-

torate of Border and Transportation Secu-
rity headed by an Under Secretary for Bor-
der and Transportation Security. 
SEC. 402. RESPONSIBILITIES. 

The Secretary, acting through the Under 
Secretary for Border and Transportation Se-
curity, shall be responsible for the following: 

(1) Preventing the entry of terrorists and 
the instruments of terrorism into the United 
States. 

(2) Securing the borders, territorial waters, 
ports, terminals, waterways, and air, land, 
and sea transportation systems of the United 
States, including managing and coordinating 
those functions transferred to the Depart-
ment at ports of entry. 

(3) Carrying out the immigration enforce-
ment functions vested by statute in, or per-
formed by, the Commissioner of Immigration 
and Naturalization (or any officer, employee, 
or component of the Immigration and Natu-
ralization Service) immediately before the 
date on which the transfer of functions speci-
fied under section 441 takes effect. 

(4) Establishing and administering rules, in 
accordance with section 428, governing the 
granting of visas or other forms of permis-
sion, including parole, to enter the United 
States to individuals who are not a citizen or 
an alien lawfully admitted for permanent 
residence in the United States. 

(5) Establishing national immigration en-
forcement policies and priorities. 

(6) Except as provided in subtitle C, admin-
istering the customs laws of the United 
States. 

(7) Conducting the inspection and related 
administrative functions of the Department 
of Agriculture transferred to the Secretary 
of Homeland Security under section 421. 

(8) In carrying out the foregoing respon-
sibilities, ensuring the speedy, orderly, and 
efficient flow of lawful traffic and commerce. 
SEC. 403. FUNCTIONS TRANSFERRED. 

In accordance with title XV (relating to 
transition provisions), there shall be trans-
ferred to the Secretary the functions, per-
sonnel, assets, and liabilities of—

(1) the United States Customs Service of 
the Department of the Treasury, including 
the functions of the Secretary of the Treas-
ury relating thereto; 

(2) the Transportation Security Adminis-
tration of the Department of Transportation, 
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including the functions of the Secretary of 
Transportation, and of the Under Secretary 
of Transportation for Security, relating 
thereto; 

(3) the Federal Protective Service of the 
General Services Administration, including 
the functions of the Administrator of Gen-
eral Services relating thereto; 

(4) the Federal Law Enforcement Training 
Center of the Department of the Treasury; 
and 

(5) the Office for Domestic Preparedness of 
the Office of Justice Programs, including the 
functions of the Attorney General relating 
thereto. 

Subtitle B—United States Customs Service 
SEC. 411. ESTABLISHMENT; COMMISSIONER OF 

CUSTOMS. 
(a) ESTABLISHMENT.—There is established 

in the Department the United States Cus-
toms Service, under the authority of the 
Under Secretary for Border and Transpor-
tation Security, which shall be vested with 
those functions including, but not limited to 
those set forth in section 415(7), and the per-
sonnel, assets, and liabilities attributable to 
those functions. 

(b) COMMISSIONER OF CUSTOMS.—
(1) IN GENERAL.—There shall be at the head 

of the Customs Service a Commissioner of 
Customs, who shall be appointed by the 
President, by and with the advice and con-
sent of the Senate. 

(2) COMPENSATION.—Section 5314 of title 5, 
United States Code, is amended by striking 

‘‘Commissioner of Customs, Department of 
the Treasury’’
and inserting 

‘‘Commissioner of Customs, Department of 
Homeland Security.’’. 

(3) CONTINUATION IN OFFICE.—The indi-
vidual serving as the Commissioner of Cus-
toms on the day before the effective date of 
this Act may serve as the Commissioner of 
Customs on and after such effective date 
until a Commissioner of Customs is ap-
pointed under paragraph (1). 
SEC. 412. RETENTION OF CUSTOMS REVENUE 

FUNCTIONS BY SECRETARY OF THE 
TREASURY. 

(a) RETENTION OF CUSTOMS REVENUE FUNC-
TIONS BY SECRETARY OF THE TREASURY.—

(1) RETENTION OF AUTHORITY.—Notwith-
standing section 403(a)(1), authority related 
to Customs revenue functions that was vest-
ed in the Secretary of the Treasury by law 
before the effective date of this Act under 
those provisions of law set forth in para-
graph (2) shall not be transferred to the Sec-
retary by reason of this Act, and on and after 
the effective date of this Act, the Secretary 
of the Treasury may delegate any such au-
thority to the Secretary at the discretion of 
the Secretary of the Treasury. The Secretary 
of the Treasury shall consult with the Sec-
retary regarding the exercise of any such au-
thority not delegated to the Secretary. 

(2) STATUTES.—The provisions of law re-
ferred to in paragraph (1) are the following: 
the Tariff Act of 1930; section 249 of the Re-
vised Statutes of the United States (19 U.S.C. 
3); section 2 of the Act of March 4, 1923 (19 
U.S.C. 6); section 13031 of the Consolidated 
Omnibus Budget Reconciliation Act of 1985 
(19 U.S.C. 58c); section 251 of the Revised 
Statutes of the United States (19 U.S.C. 66); 
section 1 of the Act of June 26, 1930 (19 U.S.C. 
68); the Foreign Trade Zones Act (19 U.S.C. 
81a et seq.); section 1 of the Act of March 2, 
1911 (19 U.S.C. 198); the Trade Act of 1974; the 
Trade Agreements Act of 1979; the North 
American Free Trade Area Implementation 
Act; the Uruguay Round Agreements Act; 
the Caribbean Basin Economic Recovery Act; 
the Andean Trade Preference Act; the Afri-
can Growth and Opportunity Act; and any 
other provision of law vesting customs rev-

enue functions in the Secretary of the Treas-
ury. 

(b) MAINTENANCE OF CUSTOMS REVENUE 
FUNCTIONS.—

(1) MAINTENANCE OF FUNCTIONS.—Notwith-
standing any other provision of this Act, the 
Secretary may not consolidate, discontinue, 
or diminish those functions described in 
paragraph (2) performed by the United States 
Customs Service (as established under sec-
tion 411) on or after the effective date of this 
Act, reduce the staffing level, or reduce the 
resources attributable to such functions, and 
the Secretary shall ensure that an appro-
priate management structure is imple-
mented to carry out such functions. 

(2) FUNCTIONS.—The functions referred to 
in paragraph (1) are those functions per-
formed by the following personnel, and asso-
ciated support staff, of the United States 
Customs Service on the day before the effec-
tive date of this Act: Import Specialists, 
Entry Specialists, Drawback Specialists, Na-
tional Import Specialist, Fines and Penalties 
Specialists, attorneys of the Office of Regu-
lations and Rulings, Customs Auditors, 
International Trade Specialists, Financial 
Systems Specialists. 

(c) NEW PERSONNEL.—The Secretary of the 
Treasury is authorized to appoint up to 20 
new personnel to work with personnel of the 
Department in performing customs revenue 
functions. 
SEC. 413. PRESERVATION OF CUSTOMS FUNDS. 

Notwithstanding any other provision of 
this Act, no funds available to the United 
States Customs Service or collected under 
paragraphs (1) through (8) of section 13031(a) 
of the Consolidated Omnibus Budget Rec-
onciliation Act of 1985 may be transferred for 
use by any other agency or office in the De-
partment. 
SEC. 414. SEPARATE BUDGET REQUEST FOR CUS-

TOMS. 
The President shall include in each budget 

transmitted to Congress under section 1105 of 
title 31, United States Code, a separate budg-
et request for the United States Customs 
Service.
SEC. 415. DEFINITION. 

In this subtitle, the term ‘‘customs rev-
enue function’’ means the following: 

(1) Assessing and collecting customs duties 
(including antidumping and countervailing 
duties and duties imposed under safeguard 
provisions), excise taxes, fees, and penalties 
due on imported merchandise, including 
classifying and valuing merchandise for pur-
poses of such assessment. 

(2) Processing and denial of entry of per-
sons, baggage, cargo, and mail, with respect 
to the assessment and collection of import 
duties. 

(3) Detecting and apprehending persons en-
gaged in fraudulent practices designed to cir-
cumvent the customs laws of the United 
States. 

(4) Enforcing section 337 of the Tariff Act 
of 1930 and provisions relating to import 
quotas and the marking of imported mer-
chandise, and providing Customs 
Recordations for copyrights, patents, and 
trademarks. 

(5) Collecting accurate import data for 
compilation of international trade statistics. 

(6) Enforcing reciprocal trade agreements. 
(7) Functions performed by the following 

personnel, and associated support staff, of 
the United States Customs Service on the 
day before the effective date of this Act: Im-
port Specialists, Entry Specialists, Draw-
back Specialists, National Import Specialist, 
Fines and Penalties Specialists, attorneys of 
the Office of Regulations and Rulings, Cus-
toms Auditors, International Trade Special-
ists, Financial Systems Specialists. 

(8) Functions performed by the following 
offices, with respect to any function de-

scribed in any of paragraphs (1) through (7), 
and associated support staff, of the United 
States Customs Service on the day before 
the effective date of this Act: the Office of 
Information and Technology, the Office of 
Laboratory Services, the Office of the Chief 
Counsel, the Office of Congressional Affairs, 
the Office of International Affairs, and the 
Office of Training and Development. 
SEC. 416. GAO REPORT TO CONGRESS. 

Not later than 3 months after the effective 
date of this Act, the Comptroller General of 
the United States shall submit to Congress a 
report that sets forth all trade functions per-
formed by the executive branch, specifying 
each agency that performs each such func-
tion.
SEC. 417. ALLOCATION OF RESOURCES BY THE 

SECRETARY. 
(a) IN GENERAL.—The Secretary shall en-

sure that adequate staffing is provided to as-
sure that levels of customs revenue services 
provided on the day before the effective date 
of this Act shall continue to be provided. 

(b) NOTIFICATION OF CONGRESS.—The Sec-
retary shall notify the Committee on Ways 
and Means of the House of Representatives 
and the Committee on Finance of the Senate 
at least 90 days prior to taking any action 
which would—

(1) result in any significant reduction in 
customs revenue services, including hours of 
operation, provided at any office within the 
Department or any port of entry; 

(2) eliminate or relocate any office of the 
Department which provides customs revenue 
services; or 

(3) eliminate any port of entry. 
(c) DEFINITION.—In this section, the term 

‘‘customs revenue services’’ means those cus-
toms revenue functions described in para-
graphs (1) through (6) and paragraph (8) of 
section 415. 
SEC. 418. REPORTS TO CONGRESS. 

(a) CONTINUING REPORTS.—The United 
States Customs Service shall, on and after 
the effective date of this Act, continue to 
submit to the Committee on Ways and 
Means of the House of Representatives and 
the Committee on Finance of the Senate any 
report required, on the day before such the 
effective date of this Act, to be so submitted 
under any provision of law. 

(b) REPORT ON CONFORMING AMENDMENTS.—
Not later than 60 days after the date of en-
actment of this Act, the Secretary of the 
Treasury shall submit a report to the Com-
mittee on Finance of the Senate and the 
Committee on Ways and Means of the House 
of Representatives of proposed conforming 
amendments to the statutes set forth under 
section 412(a)(2) in order to determine the ap-
propriate allocation of legal authorities de-
scribed under this subsection. The Secretary 
of the Treasury shall also identify those au-
thorities vested in the Secretary of the 
Treasury that are exercised by the Commis-
sioner of Customs on or before the effective 
date of this section.
SEC. 419. CUSTOMS USER FEES. 

(a) IN GENERAL.—Section 13031(f) of the 
Consolidated Omnibus Budget Reconciliation 
Act of 1985 (19 U.S.C. 58c(f)) is amended—

(1) in paragraph (1), by striking subpara-
graph (B) and inserting the following: 

‘‘(B) amounts deposited into the Customs 
Commercial and Homeland Security Auto-
mation Account under paragraph (5).’’; 

(2) in paragraph (4), by striking ‘‘(other 
than the excess fees determined by the Sec-
retary under paragraph (5))’’; and 

(3) by striking paragraph (5) and inserting 
the following: 

‘‘(5)(A) There is created within the general 
fund of the Treasury a separate account that 
shall be known as the ‘Customs Commercial 
and Homeland Security Automation Ac-
count’. In each of fiscal years 2003, 2004, and 
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2005 there shall be deposited into the Ac-
count from fees collected under subsection 
(a)(9)(A), $350,000,000. 

‘‘(B) There is authorized to be appropriated 
from the Account in fiscal years 2003 through 
2005 such amounts as are available in that 
Account for the development, establishment, 
and implementation of the Automated Com-
mercial Environment computer system for 
the processing of merchandise that is en-
tered or released and for other purposes re-
lated to the functions of the Department of 
Homeland Security. Amounts appropriated 
pursuant to this subparagraph are authorized 
to remain available until expended. 

‘‘(C) In adjusting the fee imposed by sub-
section (a)(9)(A) for fiscal year 2006, the Sec-
retary of the Treasury shall reduce the 
amount estimated to be collected in fiscal 
year 2006 by the amount by which total fees 
deposited to the Account during fiscal years 
2003, 2004, and 2005 exceed total appropria-
tions from that Account.’’. 

(b) CONFORMING AMENDMENT.—Section 
311(b) of the Customs Border Security Act of 
2002 (Public Law 107–210) is amended by 
striking paragraph (2). 

Subtitle C—Miscellaneous Provisions
SEC. 421. TRANSFER OF CERTAIN AGRICULTURAL 

INSPECTION FUNCTIONS OF THE DE-
PARTMENT OF AGRICULTURE. 

(a) TRANSFER OF AGRICULTURAL IMPORT 
AND ENTRY INSPECTION FUNCTIONS.—There 
shall be transferred to the Secretary the 
functions of the Secretary of Agriculture re-
lating to agricultural import and entry in-
spection activities under the laws specified 
in subsection (b). 

(b) COVERED ANIMAL AND PLANT PROTEC-
TION LAWS.—The laws referred to in sub-
section (a) are the following: 

(1) The Act commonly known as the Virus-
Serum-Toxin Act (the eighth paragraph 
under the heading ‘‘Bureau of Animal Indus-
try’’ in the Act of March 4, 1913; 21 U.S.C. 151 
et seq.). 

(2) Section 1 of the Act of August 31, 1922 
(commonly known as the Honeybee Act; 7 
U.S.C. 281). 

(3) Title III of the Federal Seed Act (7 
U.S.C. 1581 et seq.). 

(4) The Plant Protection Act (7 U.S.C. 7701 
et seq.). 

(5) The Animal Health Protection Act 
(subtitle E of title X of Public Law 107–171; 7 
U.S.C. 8301 et seq.). 

(6) The Lacey Act Amendments of 1981 (16 
U.S.C. 3371 et seq.). 

(7) Section 11 of the Endangered Species 
Act of 1973 (16 U.S.C. 1540). 

(c) EXCLUSION OF QUARANTINE ACTIVITIES.—
For purposes of this section, the term 
‘‘functions’’ does not include any quarantine 
activities carried out under the laws speci-
fied in subsection (b). 

(d) EFFECT OF TRANSFER.—
(1) COMPLIANCE WITH DEPARTMENT OF AGRI-

CULTURE REGULATIONS.—The authority trans-
ferred pursuant to subsection (a) shall be ex-
ercised by the Secretary in accordance with 
the regulations, policies, and procedures 
issued by the Secretary of Agriculture re-
garding the administration of the laws speci-
fied in subsection (b). 

(2) RULEMAKING COORDINATION.—The Sec-
retary of Agriculture shall coordinate with 
the Secretary whenever the Secretary of Ag-
riculture prescribes regulations, policies, or 
procedures for administering the functions 
transferred under subsection (a) under a law 
specified in subsection (b). 

(3) EFFECTIVE ADMINISTRATION.—The Sec-
retary, in consultation with the Secretary of 
Agriculture, may issue such directives and 
guidelines as are necessary to ensure the ef-
fective use of personnel of the Department of 
Homeland Security to carry out the func-
tions transferred pursuant to subsection (a). 

(e) TRANSFER AGREEMENT.—
(1) AGREEMENT REQUIRED; REVISION.—Before 

the end of the transition period, as defined in 
section 1501, the Secretary of Agriculture 
and the Secretary shall enter into an agree-
ment to effectuate the transfer of functions 
required by subsection (a). The Secretary of 
Agriculture and the Secretary may jointly 
revise the agreement as necessary there-
after. 

(2) REQUIRED TERMS.—The agreement re-
quired by this subsection shall specifically 
address the following: 

(A) The supervision by the Secretary of 
Agriculture of the training of employees of 
the Secretary to carry out the functions 
transferred pursuant to subsection (a). 

(B) The transfer of funds to the Secretary 
under subsection (f). 

(3) COOPERATION AND RECIPROCITY.—The 
Secretary of Agriculture and the Secretary 
may include as part of the agreement the fol-
lowing: 

(A) Authority for the Secretary to perform 
functions delegated to the Animal and Plant 
Health Inspection Service of the Department 
of Agriculture regarding the protection of 
domestic livestock and plants, but not trans-
ferred to the Secretary pursuant to sub-
section (a). 

(B) Authority for the Secretary of Agri-
culture to use employees of the Department 
of Homeland Security to carry out authori-
ties delegated to the Animal and Plant 
Health Inspection Service regarding the pro-
tection of domestic livestock and plants. 

(f) PERIODIC TRANSFER OF FUNDS TO DE-
PARTMENT OF HOMELAND SECURITY.—

(1) TRANSFER OF FUNDS.—Out of funds col-
lected by fees authorized under sections 2508 
and 2509 of the Food, Agriculture, Conserva-
tion, and Trade Act of 1990 (21 U.S.C. 136, 
136a), the Secretary of Agriculture shall 
transfer, from time to time in accordance 
with the agreement under subsection (e), to 
the Secretary funds for activities carried out 
by the Secretary for which such fees were 
collected. 

(2) LIMITATION.—The proportion of fees col-
lected pursuant to such sections that are 
transferred to the Secretary under this sub-
section may not exceed the proportion of the 
costs incurred by the Secretary to all costs 
incurred to carry out activities funded by 
such fees. 

(g) TRANSFER OF DEPARTMENT OF AGRI-
CULTURE EMPLOYEES.—Not later than the 
completion of the transition period defined 
under section 1501, the Secretary of Agri-
culture shall transfer to the Secretary not 
more than 3,200 full-time equivalent posi-
tions of the Department of Agriculture. 

(h) PROTECTION OF INSPECTION ANIMALS.—
Title V of the Agricultural Risk Protection 
Act of 2000 (7 U.S.C. 2279e, 2279f) is amended—

(1) in section 501(a)—
(A) by inserting ‘‘or the Department of 

Homeland Security’’ after ‘‘Department of 
Agriculture’’; and 

(B) by inserting ‘‘or the Secretary of 
Homeland Security’’ after ‘‘Secretary of Ag-
riculture’’; 

(2) by striking ‘‘Secretary’’ each place it 
appears (other than in sections 501(a) and 
501(e)) and inserting ‘‘Secretary concerned’’; 
and 

(3) by adding at the end of section 501 the 
following new subsection: 

‘‘(e) SECRETARY CONCERNED DEFINED.—In 
this title, the term ‘Secretary concerned’ 
means—

‘‘(1) the Secretary of Agriculture, with re-
spect to an animal used for purposes of offi-
cial inspections by the Department of Agri-
culture; and 

‘‘(2) the Secretary of Homeland Security, 
with respect to an animal used for purposes 

of official inspections by the Department of 
Homeland Security.’’.
SEC. 422. FUNCTIONS OF ADMINISTRATOR OF 

GENERAL SERVICES. 
(a) OPERATION, MAINTENANCE, AND PROTEC-

TION OF FEDERAL BUILDINGS AND GROUNDS.—
Nothing in this Act may be construed to af-
fect the functions or authorities of the Ad-
ministrator of General Services with respect 
to the operation, maintenance, and protec-
tion of buildings and grounds owned or occu-
pied by the Federal Government and under 
the jurisdiction, custody, or control of the 
Administrator. Except for the law enforce-
ment and related security functions trans-
ferred under section 403(3), the Adminis-
trator shall retain all powers, functions, and 
authorities vested in the Administrator 
under chapter 10 of title 40, United States 
Code, and other provisions of law that are 
necessary for the operation, maintenance, 
and protection of such buildings and 
grounds. 

(b) COLLECTION OF RENTS AND FEES; FED-
ERAL BUILDINGS FUND.—

(1) STATUTORY CONSTRUCTION.—Nothing in 
this Act may be construed—

(A) to direct the transfer of, or affect, the 
authority of the Administrator of General 
Services to collect rents and fees, including 
fees collected for protective services; or 

(B) to authorize the Secretary or any other 
official in the Department to obligate 
amounts in the Federal Buildings Fund es-
tablished by section 490(f) of title 40, United 
States Code. 

(2) USE OF TRANSFERRED AMOUNTS.—Any 
amounts transferred by the Administrator of 
General Services to the Secretary out of 
rents and fees collected by the Adminis-
trator shall be used by the Secretary solely 
for the protection of buildings or grounds 
owned or occupied by the Federal Govern-
ment.
SEC. 423. FUNCTIONS OF TRANSPORTATION SE-

CURITY ADMINISTRATION. 
(a) CONSULTATION WITH FEDERAL AVIATION 

ADMINISTRATION.—The Secretary and other 
officials in the Department shall consult 
with the Administrator of the Federal Avia-
tion Administration before taking any ac-
tion that might affect aviation safety, air 
carrier operations, aircraft airworthiness, or 
the use of airspace. The Secretary shall es-
tablish a liaison office within the Depart-
ment for the purpose of consulting with the 
Administrator of the Federal Aviation Ad-
ministration.

(b) REPORT TO CONGRESS.—Not later than 
60 days after the date of enactment of this 
Act, the Secretary of Transportation shall 
transmit to Congress a report containing a 
plan for complying with the requirements of 
section 44901(d) of title 49, United States 
Code, as amended by section 426 of this Act. 

(c) LIMITATIONS ON STATUTORY CONSTRUC-
TION.—

(1) GRANT OF AUTHORITY.—Nothing in this 
Act may be construed to vest in the Sec-
retary or any other official in the Depart-
ment any authority over transportation se-
curity that is not vested in the Under Sec-
retary of Transportation for Security, or in 
the Secretary of Transportation under chap-
ter 449 of title 49, United States Code, on the 
day before the date of enactment of this Act. 

(2) OBLIGATION OF AIP FUNDS.—Nothing in 
this Act may be construed to authorize the 
Secretary or any other official in the Depart-
ment to obligate amounts made available 
under section 48103 of title 49, United States 
Code. 
SEC. 424. PRESERVATION OF TRANSPORTATION 

SECURITY ADMINISTRATION AS A 
DISTINCT ENTITY. 

(a) IN GENERAL.—Notwithstanding any 
other provision of this Act, and subject to 



CONGRESSIONAL RECORD — HOUSEH8662 November 13, 2002
subsection (b), the Transportation Security 
Administration shall be maintained as a dis-
tinct entity within the Department under 
the Under Secretary for Border Transpor-
tation and Security. 

(b) SUNSET.—Subsection (a) shall cease to 
apply 2 years after the date of enactment of 
this Act. 
SEC. 425. EXPLOSIVE DETECTION SYSTEMS. 

Section 44901(d) of title 49, United States 
Code, is amended by adding at the end the 
following: 

‘‘(2) DEADLINE.—
‘‘(A) IN GENERAL.—If, in his discretion or at 

the request of an airport, the Under Sec-
retary of Transportation for Security deter-
mines that the Transportation Security Ad-
ministration is not able to deploy explosive 
detection systems required to be deployed 
under paragraph (1) at all airports where ex-
plosive detection systems are required by 
December 31, 2002, then with respect to each 
airport for which the Under Secretary makes 
that determination—

‘‘(i) the Under Secretary shall submit to 
the Senate Committee on Commerce, 
Science, and Transportation and the House 
of Representatives Committee on Transpor-
tation and Infrastructure a detailed plan 
(which may be submitted in classified form) 
for the deployment of the number of explo-
sive detection systems at that airport nec-
essary to meet the requirements of para-
graph (1) as soon as practicable at that air-
port but in no event later than December 31, 
2003; and 

‘‘(ii) the Under Secretary shall take all 
necessary action to ensure that alternative 
means of screening all checked baggage is 
implemented until the requirements of para-
graph (1) have been met. 

‘‘(B) CRITERIA FOR DETERMINATION.—In 
making a determination under subparagraph 
(A), the Under Secretary shall take into ac-
count—

‘‘(i) the nature and extent of the required 
modifications to the airport’s terminal 
buildings, and the technical, engineering, de-
sign and construction issues; 

‘‘(ii) the need to ensure that such installa-
tions and modifications are effective; and 

‘‘(iii) the feasibility and cost-effectiveness 
of deploying explosive detection systems in 
the baggage sorting area or other non-public 
area rather than the lobby of an airport ter-
minal building. 

‘‘(C) RESPONSE.—The Under Secretary shall 
respond to the request of an airport under 
subparagraph (A) within 14 days of receiving 
the request. A denial of request shall create 
no right of appeal or judicial review. 

‘‘(D) AIRPORT EFFORT REQUIRED.—Each air-
port with respect to which the Under Sec-
retary makes a determination under sub-
paragraph (A) shall—

‘‘(i) cooperate fully with the Transpor-
tation Security Administration with respect 
to screening checked baggage and changes to 
accommodate explosive detection systems; 
and 

‘‘(ii) make security projects a priority for 
the obligation or expenditure of funds made 
available under chapter 417 or 471 until ex-
plosive detection systems required to be de-
ployed under paragraph (1) have been de-
ployed at that airport. 

‘‘(3) REPORTS.—Until the Transportation 
Security Administration has met the re-
quirements of paragraph (1), the Under Sec-
retary shall submit a classified report every 
30 days after the date of enactment of the 
Aviation Security Improvement Act to the 
Senate Committee on Commerce, Science, 
and Transportation and the House of Rep-
resentatives Committee on Transportation 
and Infrastructure describing the progress 
made toward meeting such requirements at 
each airport.’’. 

SEC. 426. TRANSPORTATION SECURITY. 
(a) TRANSPORTATION SECURITY OVERSIGHT 

BOARD.—
(1) ESTABLISHMENT.—Section 115(a) of title 

49, United States Code, is amended by strik-
ing ‘‘Department of Transportation’’ and in-
serting ‘‘Department of Homeland Security’’. 

(2) MEMBERSHIP.—Section 115(b)(1) of title 
49, United States Code, is amended—

(A) by striking subparagraph (G); 
(B) by redesignating subparagraphs (A) 

through (F) as subparagraphs (B) through 
(G), respectively; and 

(C) by inserting before subparagraph (B) 
(as so redesignated) the following: 

‘‘(A) The Secretary of Homeland Security, 
or the Secretary’s designee.’’. 

(3) CHAIRPERSON.—Section 115(b)(2) of title 
49, United States Code, is amended by strik-
ing ‘‘Secretary of Transportation’’ and in-
serting ‘‘Secretary of Homeland Security’’. 

(b) APPROVAL OF AIP GRANT APPLICATIONS 
FOR SECURITY ACTIVITIES.—Section 47106 of 
title 49, United States Code, is amended by 
adding at the end the following: 

‘‘(g) CONSULTATION WITH SECRETARY OF 
HOMELAND SECURITY.—The Secretary shall 
consult with the Secretary of Homeland Se-
curity before approving an application under 
this subchapter for an airport development 
project grant for activities described in sec-
tion 47102(3)(B)(ii) only as they relate to se-
curity equipment or section 47102(3)(B)(x) 
only as they relate to installation of bulk ex-
plosive detection system.’’. 
SEC. 427. COORDINATION OF INFORMATION AND 

INFORMATION TECHNOLOGY. 
(a) DEFINITION OF AFFECTED AGENCY.—In 

this section, the term ‘‘affected agency’’ 
means—

(1) the Department; 
(2) the Department of Agriculture; 
(3) the Department of Health and Human 

Services; and 
(4) any other department or agency deter-

mined to be appropriate by the Secretary. 
(b) COORDINATION.—The Secretary, in co-

ordination with the Secretary of Agri-
culture, the Secretary of Health and Human 
Services, and the head of each other depart-
ment or agency determined to be appropriate 
by the Secretary, shall ensure that appro-
priate information (as determined by the 
Secretary) concerning inspections of articles 
that are imported or entered into the United 
States, and are inspected or regulated by 1 or 
more affected agencies, is timely and effi-
ciently exchanged between the affected agen-
cies. 

(c) REPORT AND PLAN.—Not later than 18 
months after the date of enactment of this 
Act, the Secretary, in consultation with the 
Secretary of Agriculture, the Secretary of 
Health and Human Services, and the head of 
each other department or agency determined 
to be appropriate by the Secretary, shall 
submit to Congress—

(1) a report on the progress made in imple-
menting this section; and 

(2) a plan to complete implementation of 
this section. 
SEC. 428. VISA ISSUANCE. 

(a) DEFINITION.—In this subsection, the 
term ‘‘consular office’’ has the meaning 
given that term under section 101(a)(9) of the 
Immigration and Nationality Act (8 U.S.C. 
1101(a)(9)). 

(b) IN GENERAL.—Notwithstanding section 
104(a) of the Immigration and Nationality 
Act (8 U.S.C. 1104(a)) or any other provision 
of law, and except as provided in subsection 
(c) of this section, the Secretary—

(1) shall be vested exclusively with all au-
thorities to issue regulations with respect 
to, administer, and enforce the provisions of 
such Act, and of all other immigration and 
nationality laws, relating to the functions of 

consular officers of the United States in con-
nection with the granting or refusal of visas, 
and shall have the authority to refuse visas 
in accordance with law and to develop pro-
grams of homeland security training for con-
sular officers (in addition to consular train-
ing provided by the Secretary of State), 
which authorities shall be exercised through 
the Secretary of State, except that the Sec-
retary shall not have authority to alter or 
reverse the decision of a consular officer to 
refuse a visa to an alien; and 

(2) shall have authority to confer or impose 
upon any officer or employee of the United 
States, with the consent of the head of the 
executive agency under whose jurisdiction 
such officer or employee is serving, any of 
the functions specified in paragraph (1). 

(c) AUTHORITY OF THE SECRETARY OF 
STATE.—

(1) IN GENERAL.—Notwithstanding sub-
section (b), the Secretary of State may di-
rect a consular officer to refuse a visa to an 
alien if the Secretary of State deems such re-
fusal necessary or advisable in the foreign 
policy or security interests of the United 
States. 

(2) CONSTRUCTION REGARDING AUTHORITY.—
Nothing in this section, consistent with the 
Secretary of Homeland Security’s authority 
to refuse visas in accordance with law, shall 
be construed as affecting the authorities of 
the Secretary of State under the following 
provisions of law: 

(A) Section 101(a)(15)(A) of the Immigra-
tion and Nationality Act (8 U.S.C. 
1101(a)(15)(A)). 

(B) Section 204(d)(2) of the Immigration 
and Nationality Act (8 U.S.C. 1154) (as it will 
take effect upon the entry into force of the 
Convention on Protection of Children and 
Cooperation in Respect to Inter-Country 
adoption). 

(C) Section 212(a)(3)(B)(i)(IV)(bb) of the Im-
migration and Nationality Act (8 U.S.C. 
1182(a)(3)(B)(i)(IV)(bb)). 

(D) Section 212(a)(3)(B)(i)(VI) of the Immi-
gration and Nationality Act (8 U.S.C. 
1182(a)(3)(B)(i)(VI)). 

(E) Section 212(a)(3)(B)(vi)(II) of the Immi-
gration and Nationality Act (8 U.S.C. 
1182(a)(3)(B)(vi)(II)). 

(F) Section 212(a)(3(C) of the Immigration 
and Nationality Act (8 U.S.C. 1182(a)(3)(C)). 

(G) Section 212(a)(10)(C) of the Immigra-
tion and Nationality Act (8 U.S.C. 
1182(a)(10)(C)). 

(H) Section 212(f) of the Immigration and 
Nationality Act (8 U.S.C. 1182(f)). 

(I) Section 219(a) of the Immigration and 
Nationality Act (8 U.S.C. 1189(a)). 

(J) Section 237(a)(4)(C) of the Immigration 
and Nationality Act (8 U.S.C. 1227(a)(4)(C)). 

(K) Section 401 of the Cuban Liberty and 
Democratic Solidarity (LIBERTAD) Act of 
1996 (22 U.S.C. 6034; Public Law 104–114). 

(L) Section 613 of the Departments of Com-
merce, Justice, and State, the Judiciary and 
Related Agencies Appropriations Act, 1999 
(as contained in section 101(b) of division A 
of Public Law 105–277) (Omnibus Consoli-
dated and Emergency Supplemental Appro-
priations Act, 1999); 112 Stat. 2681; H.R. 4328 
(originally H.R. 4276) as amended by section 
617 of Public Law 106–553. 

(M) Section 103(f) of the Chemical Weapon 
Convention Implementation Act of 1998 (112 
Stat. 2681–865). 

(N) Section 801 of H.R. 3427, the Admiral 
James W. Nance and Meg Donovan Foreign 
Relations Authorization Act, Fiscal Years 
2000 and 2001, as enacted by reference in Pub-
lic Law 106–113. 

(O) Section 568 of the Foreign Operations, 
Export Financing, and Related Programs Ap-
propriations Act, 2002 (Public Law 107–115). 

(P) Section 51 of the State Department 
Basic Authorities Act of 1956 (22 U.S.C. 2723). 
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(d) CONSULAR OFFICERS AND CHIEFS OF MIS-

SIONS.—
(1) IN GENERAL.—Nothing in this subsection 

may be construed to alter or affect—
(A) the employment status of consular offi-

cers as employees of the Department of 
State; or 

(B) the authority of a chief of mission 
under section 207 of the Foreign Service Act 
of 1980 (22 U.S.C. 3927). 

(2) CONSTRUCTION REGARDING DELEGATION 
OF AUTHORITY.—Nothing in this section shall 
be construed to affect any delegation of au-
thority to the Secretary of State by the 
President pursuant to any proclamation 
issued under section 212(f) of the Immigra-
tion and Nationality Act (8 U.S.C. 1182(f)), 
consistent with the Secretary of Homeland 
Security’s authority to refuse visas in ac-
cordance with law. 

(e) ASSIGNMENT OF HOMELAND SECURITY 
EMPLOYEES TO DIPLOMATIC AND CONSULAR 
POSTS.—

(1) IN GENERAL.—The Secretary is author-
ized to assign employees of the Department 
to each diplomatic and consular post at 
which visas are issued, unless the Secretary 
determines that such an assignment at a 
particular post would not promote homeland 
security. 

(2) FUNCTIONS.—Employees assigned under 
paragraph (1) shall perform the following 
functions: 

(A) Provide expert advice and training to 
consular officers regarding specific security 
threats relating to the adjudication of indi-
vidual visa applications or classes of applica-
tions. 

(B) Review any such applications, either on 
the initiative of the employee of the Depart-
ment or upon request by a consular officer or 
other person charged with adjudicating such 
applications. 

(C) Conduct investigations with respect to 
consular matters under the jurisdiction of 
the Secretary. 

(3) EVALUATION OF CONSULAR OFFICERS.—
The Secretary of State shall evaluate, in 
consultation with the Secretary, as deemed 
appropriate by the Secretary, the perform-
ance of consular officers with respect to the 
processing and adjudication of applications 
for visas in accordance with performance 
standards developed by the Secretary for 
these procedures. 

(4) REPORT.—The Secretary shall, on an an-
nual basis, submit a report to Congress that 
describes the basis for each determination 
under paragraph (1) that the assignment of 
an employee of the Department at a par-
ticular diplomatic post would not promote 
homeland security. 

(5) PERMANENT ASSIGNMENT; PARTICIPATION 
IN TERRORIST LOOKOUT COMMITTEE.—When ap-
propriate, employees of the Department as-
signed to perform functions described in 
paragraph (2) may be assigned permanently 
to overseas diplomatic or consular posts 
with country-specific or regional responsi-
bility. If the Secretary so directs, any such 
employee, when present at an overseas post, 
shall participate in the terrorist lookout 
committee established under section 304 of 
the Enhanced Border Security and Visa 
Entry Reform Act of 2002 (8 U.S.C. 1733). 

(6) TRAINING AND HIRING.—
(A) IN GENERAL.—The Secretary shall en-

sure, to the extent possible, that any em-
ployees of the Department assigned to per-
form functions under paragraph (2) and, as 
appropriate, consular officers, shall be pro-
vided the necessary training to enable them 
to carry out such functions, including train-
ing in foreign languages, interview tech-
niques, and fraud detection techniques, in 
conditions in the particular country where 
each employee is assigned, and in other ap-
propriate areas of study. 

(B) USE OF CENTER.—The Secretary is au-
thorized to use the National Foreign Affairs 
Training Center, on a reimbursable basis, to 
obtain the training described in subpara-
graph (A). 

(7) REPORT.—Not later than 1 year after 
the date of enactment of this Act, the Sec-
retary and the Secretary of State shall sub-
mit to Congress—

(A) a report on the implementation of this 
subsection; and 

(B) any legislative proposals necessary to 
further the objectives of this subsection. 

(8) EFFECTIVE DATE.—This subsection shall 
take effect on the earlier of—

(A) the date on which the President pub-
lishes notice in the Federal Register that the 
President has submitted a report to Congress 
setting forth a memorandum of under-
standing between the Secretary and the Sec-
retary of State governing the implementa-
tion of this section; or 

(B) the date occurring 1 year after the date 
of enactment of this Act. 

(f) NO CREATION OF PRIVATE RIGHT OF AC-
TION.—Nothing in this section shall be con-
strued to create or authorize a private right 
of action to challenge a decision of a con-
sular officer or other United States official 
or employee to grant or deny a visa. 

(g) STUDY REGARDING USE OF FOREIGN NA-
TIONALS.—

(1) IN GENERAL.—The Secretary of Home-
land Security shall conduct a study of the 
role of foreign nationals in the granting or 
refusal of visas and other documents author-
izing entry of aliens into the United States. 
The study shall address the following: 

(A) The proper role, if any, of foreign na-
tionals in the process of rendering decisions 
on such grants and refusals. 

(B) Any security concerns involving the 
employment of foreign nationals. 

(C) Whether there are cost-effective alter-
natives to the use of foreign nationals. 

(2) REPORT.—Not later than 1 year after 
the date of the enactment of this Act, the 
Secretary shall submit a report containing 
the findings of the study conducted under 
paragraph (1) to the Committee on the Judi-
ciary, the Committee on International Rela-
tions, and the Committee on Government 
Reform of the House of Representatives, and 
the Committee on the Judiciary, the Com-
mittee on Foreign Relations, and the Com-
mittee on Government Affairs of the Senate. 

(h) REPORT.—Not later than 120 days after 
the date of the enactment of this Act, the 
Director of the Office of Science and Tech-
nology Policy shall submit to Congress a re-
port on how the provisions of this section 
will affect procedures for the issuance of stu-
dent visas. 

(i) VISA ISSUANCE PROGRAM FOR SAUDI ARA-
BIA.—Notwithstanding any other provision of 
law, after the date of the enactment of this 
Act all third party screening programs in 
Saudi Arabia shall be terminated. On-site 
personnel of the Department of Homeland 
Security shall review all visa applications 
prior to adjudication. 
SEC. 429. INFORMATION ON VISA DENIALS RE-

QUIRED TO BE ENTERED INTO ELEC-
TRONIC DATA SYSTEM. 

(a) IN GENERAL.—Whenever a consular offi-
cer of the United States denies a visa to an 
applicant, the consular officer shall enter 
the fact and the basis of the denial and the 
name of the applicant into the interoperable 
electronic data system implemented under 
section 202(a) of the Enhanced Border Secu-
rity and Visa Entry Reform Act of 2002 (8 
U.S.C. 1722(a)). 

(b) PROHIBITION.—In the case of any alien 
with respect to whom a visa has been denied 
under subsection (a)—

(1) no subsequent visa may be issued to the 
alien unless the consular officer considering 

the alien’s visa application has reviewed the 
information concerning the alien placed in 
the interoperable electronic data system, has 
indicated on the alien’s application that the 
information has been reviewed, and has stat-
ed for the record why the visa is being issued 
or a waiver of visa ineligibility rec-
ommended in spite of that information; and 

(2) the alien may not be admitted to the 
United States without a visa issued in ac-
cordance with the procedures described in 
paragraph (1). 
SEC. 430. OFFICE FOR DOMESTIC PREPARED-

NESS. 
(a) IN GENERAL.—The Office for Domestic 

Preparedness shall be within the Directorate 
of Border and Transportation Security. 

(b) DIRECTOR.—There shall be a Director of 
the Office for Domestic Preparedness, who 
shall be appointed by the President, by and 
with the advice and consent of the Senate. 
The Director of the Office for Domestic Pre-
paredness shall report directly to the Under 
Secretary for Border and Transportation Se-
curity. 

(c) RESPONSIBILITIES.—The Office for Do-
mestic Preparedness shall have the primary 
responsibility within the executive branch of 
Government for the preparedness of the 
United States for acts of terrorism, includ-
ing—

(1) coordinating preparedness efforts at the 
Federal level, and working with all State, 
local, tribal, parish, and private sector emer-
gency response providers on all matters per-
taining to combating terrorism, including 
training, exercises, and equipment support; 

(2) coordinating or, as appropriate, consoli-
dating communications and systems of com-
munications relating to homeland security 
at all levels of government; 

(3) directing and supervising terrorism pre-
paredness grant programs of the Federal 
Government (other than those programs ad-
ministered by the Department of Health and 
Human Services) for all emergency response 
providers; 

(4) incorporating the Strategy priorities 
into planning guidance on an agency level 
for the preparedness efforts of the Office for 
Domestic Preparedness; 

(5) providing agency-specific training for 
agents and analysts within the Department, 
other agencies, and State and local agencies 
and international entities; 

(6) as the lead executive branch agency for 
preparedness of the United States for acts of 
terrorism, cooperating closely with the Fed-
eral Emergency Management Agency, which 
shall have the primary responsibility within 
the executive branch to prepare for and miti-
gate the effects of nonterrorist-related disas-
ters in the United States; 

(7) assisting and supporting the Secretary, 
in coordination with other Directorates and 
entities outside the Department, in con-
ducting appropriate risk analysis and risk 
management activities of State, local, and 
tribal governments consistent with the mis-
sion and functions of the Directorate; and 

(8) those elements of the Office of National 
Preparedness of the Federal Emergency 
Management Agency which relate to ter-
rorism, which shall be consolidated within 
the Department in the Office for Domestic 
Preparedness established under this section. 

(d) FISCAL YEARS 2003 and 2004.—During fis-
cal year 2003 and fiscal year 2004, the Direc-
tor of the Office for Domestic Preparedness 
established under this section shall manage 
and carry out those functions of the Office 
for Domestic Preparedness of the Depart-
ment of Justice (transferred under this sec-
tion) before September 11, 2001, under the 
same terms, conditions, policies, and au-
thorities, and with the required level of per-
sonnel, assets, and budget before September 
11, 2001.
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Subtitle D—Immigration Enforcement 

Functions 
SEC. 441. TRANSFER OF FUNCTIONS TO UNDER 

SECRETARY FOR BORDER AND 
TRANSPORTATION SECURITY. 

In accordance with title XV (relating to 
transition provisions), there shall be trans-
ferred from the Commissioner of Immigra-
tion and Naturalization to the Under Sec-
retary for Border and Transportation Secu-
rity all functions performed under the fol-
lowing programs, and all personnel, assets, 
and liabilities pertaining to such programs, 
immediately before such transfer occurs: 

(1) The Border Patrol program. 
(2) The detention and removal program. 
(3) The intelligence program. 
(4) The investigations program. 
(5) The inspections program. 

SEC. 442. ESTABLISHMENT OF BUREAU OF BOR-
DER SECURITY. 

(a) ESTABLISHMENT OF BUREAU.—
(1) IN GENERAL.—There shall be in the De-

partment of Homeland Security a bureau to 
be known as the ‘‘Bureau of Border Secu-
rity’’. 

(2) ASSISTANT SECRETARY.—The head of the 
Bureau of Border Security shall be the As-
sistant Secretary of the Bureau of Border Se-
curity, who—

(A) shall report directly to the Under Sec-
retary for Border and Transportation Secu-
rity; and 

(B) shall have a minimum of 5 years profes-
sional experience in law enforcement, and a 
minimum of 5 years of management experi-
ence. 

(3) FUNCTIONS.—The Assistant Secretary of 
the Bureau of Border Security—

(A) shall establish the policies for per-
forming such functions as are—

(i) transferred to the Under Secretary for 
Border and Transportation Security by sec-
tion 441 and delegated to the Assistant Sec-
retary by the Under Secretary for Border 
and Transportation Security; or 

(ii) otherwise vested in the Assistant Sec-
retary by law; 

(B) shall oversee the administration of 
such policies; and 

(C) shall advise the Under Secretary for 
Border and Transportation Security with re-
spect to any policy or operation of the Bu-
reau of Border Security that may affect the 
Bureau of Citizenship and Immigration Serv-
ices established under subtitle E, including 
potentially conflicting policies or oper-
ations.

(4) PROGRAM TO COLLECT INFORMATION RE-
LATING TO FOREIGN STUDENTS.—The Assistant 
Secretary of the Bureau of Border Security 
shall be responsible for administering the 
program to collect information relating to 
nonimmigrant foreign students and other ex-
change program participants described in 
section 641 of the Illegal Immigration Re-
form and Immigrant Responsibility Act of 
1996 (8 U.S.C. 1372), including the Student 
and Exchange Visitor Information System 
established under that section, and shall use 
such information to carry out the enforce-
ment functions of the Bureau. 

(5) MANAGERIAL ROTATION PROGRAM.—
(A) IN GENERAL.—Not later than 1 year 

after the date on which the transfer of func-
tions specified under section 441 takes effect, 
the Assistant Secretary of the Bureau of 
Border Security shall design and implement 
a managerial rotation program under which 
employees of such bureau holding positions 
involving supervisory or managerial respon-
sibility and classified, in accordance with 
chapter 51 of title 5, United States Code, as 
a GS–14 or above, shall—

(i) gain some experience in all the major 
functions performed by such bureau; and 

(ii) work in at least one local office of such 
bureau. 

(B) REPORT.—Not later than 2 years after 
the date on which the transfer of functions 
specified under section 441 takes effect, the 
Secretary shall submit a report to the Con-
gress on the implementation of such pro-
gram. 

(b) CHIEF OF POLICY AND STRATEGY.—
(1) IN GENERAL.—There shall be a position 

of Chief of Policy and Strategy for the Bu-
reau of Border Security. 

(2) FUNCTIONS.—In consultation with Bu-
reau of Border Security personnel in local of-
fices, the Chief of Policy and Strategy shall 
be responsible for—

(A) making policy recommendations and 
performing policy research and analysis on 
immigration enforcement issues; and 

(B) coordinating immigration policy issues 
with the Chief of Policy and Strategy for the 
Bureau of Citizenship and Immigration Serv-
ices (established under subtitle E), as appro-
priate. 

(c) LEGAL ADVISOR.—There shall be a prin-
cipal legal advisor to the Assistant Sec-
retary of the Bureau of Border Security. The 
legal advisor shall provide specialized legal 
advice to the Assistant Secretary of the Bu-
reau of Border Security and shall represent 
the bureau in all exclusion, deportation, and 
removal proceedings before the Executive Of-
fice for Immigration Review. 

SEC. 443. PROFESSIONAL RESPONSIBILITY AND 
QUALITY REVIEW. 

The Under Secretary for Border and Trans-
portation Security shall be responsible for—

(1) conducting investigations of non-
criminal allegations of misconduct, corrup-
tion, and fraud involving any employee of 
the Bureau of Border Security that are not 
subject to investigation by the Inspector 
General for the Department; 

(2) inspecting the operations of the Bureau 
of Border Security and providing assess-
ments of the quality of the operations of 
such bureau as a whole and each of its com-
ponents; and 

(3) providing an analysis of the manage-
ment of the Bureau of Border Security. 

SEC. 444. EMPLOYEE DISCIPLINE. 

The Under Secretary for Border and Trans-
portation Security may, notwithstanding 
any other provision of law, impose discipli-
nary action, including termination of em-
ployment, pursuant to policies and proce-
dures applicable to employees of the Federal 
Bureau of Investigation, on any employee of 
the Bureau of Border Security who willfully 
deceives the Congress or agency leadership 
on any matter. 

SEC. 445. REPORT ON IMPROVING ENFORCEMENT 
FUNCTIONS. 

(a) IN GENERAL.—The Secretary, not later 
than 1 year after being sworn into office, 
shall submit to the Committees on Appro-
priations and the Judiciary of the House of 
Representatives and of the Senate a report 
with a plan detailing how the Bureau of Bor-
der Security, after the transfer of functions 
specified under section 441 takes effect, will 
enforce comprehensively, effectively, and 
fairly all the enforcement provisions of the 
Immigration and Nationality Act (8 U.S.C. 
1101 et seq.) relating to such functions. 

(b) CONSULTATION.—In carrying out sub-
section (a), the Secretary of Homeland Secu-
rity shall consult with the Attorney General, 
the Secretary of State, the Director of the 
Federal Bureau of Investigation, the Sec-
retary of the Treasury, the Secretary of 
Labor, the Commissioner of Social Security, 
the Director of the Executive Office for Im-
migration Review, and the heads of State 
and local law enforcement agencies to deter-
mine how to most effectively conduct en-
forcement operations. 

SEC. 446. SENSE OF CONGRESS REGARDING CON-
STRUCTION OF FENCING NEAR SAN 
DIEGO, CALIFORNIA. 

It is the sense of the Congress that com-
pleting the 14-mile border fence project re-
quired to be carried out under section 102(b) 
of the Illegal Immigration Reform and Immi-
grant Responsibility Act of 1996 (8 U.S.C. 1103 
note) should be a priority for the Secretary.

Subtitle E—Citizenship and Immigration 
Services 

SEC. 451. ESTABLISHMENT OF BUREAU OF CITI-
ZENSHIP AND IMMIGRATION SERV-
ICES. 

(a) ESTABLISHMENT OF BUREAU.—
(1) IN GENERAL.—There shall be in the De-

partment a bureau to be known as the 
‘‘Bureau of Citizenship and Immigration 
Services’’. 

(2) DIRECTOR.—The head of the Bureau of 
Citizenship and Immigration Services shall 
be the Director of the Bureau of Citizenship 
and Immigration Services, who—

(A) shall report directly to the Deputy Sec-
retary; 

(B) shall have a minimum of 5 years of 
management experience; and 

(C) shall be paid at the same level as the 
Assistant Secretary of the Bureau of Border 
Security. 

(3) FUNCTIONS.—The Director of the Bureau 
of Citizenship and Immigration Services—

(A) shall establish the policies for per-
forming such functions as are transferred to 
the Director by this section or this Act or 
otherwise vested in the Director by law; 

(B) shall oversee the administration of 
such policies; 

(C) shall advise the Deputy Secretary with 
respect to any policy or operation of the Bu-
reau of Citizenship and Immigration Serv-
ices that may affect the Bureau of Border 
Security of the Department, including poten-
tially conflicting policies or operations; 

(D) shall establish national immigration 
services policies and priorities; 

(E) shall meet regularly with the Ombuds-
man described in section 452 to correct seri-
ous service problems identified by the Om-
budsman; and 

(F) shall establish procedures requiring a 
formal response to any recommendations 
submitted in the Ombudsman’s annual re-
port to Congress within 3 months after its 
submission to Congress. 

(4) MANAGERIAL ROTATION PROGRAM.—
(A) IN GENERAL.—Not later than 1 year 

after the effective date specified in section 
455, the Director of the Bureau of Citizenship 
and Immigration Services shall design and 
implement a managerial rotation program 
under which employees of such bureau hold-
ing positions involving supervisory or mana-
gerial responsibility and classified, in ac-
cordance with chapter 51 of title 5, United 
States Code, as a GS–14 or above, shall—

(i) gain some experience in all the major 
functions performed by such bureau; and 

(ii) work in at least one field office and one 
service center of such bureau. 

(B) REPORT.—Not later than 2 years after 
the effective date specified in section 455, the 
Secretary shall submit a report to Congress 
on the implementation of such program. 

(5) PILOT INITIATIVES FOR BACKLOG ELIMI-
NATION.—The Director of the Bureau of Citi-
zenship and Immigration Services is author-
ized to implement innovative pilot initia-
tives to eliminate any remaining backlog in 
the processing of immigration benefit appli-
cations, and to prevent any backlog in the 
processing of such applications from recur-
ring, in accordance with section 204(a) of the 
Immigration Services and Infrastructure Im-
provements Act of 2000 (8 U.S.C. 1573(a)). 
Such initiatives may include measures such 
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as increasing personnel, transferring per-
sonnel to focus on areas with the largest po-
tential for backlog, and streamlining paper-
work. 

(b) TRANSFER OF FUNCTIONS FROM COMMIS-
SIONER.—There are transferred from the 
Commissioner of Immigration and Natu-
ralization to the Director of the Bureau of 
Citizenship and Immigration Services the 
following functions, and all personnel, infra-
structure, and funding provided to the Com-
missioner in support of such functions imme-
diately before the effective date specified in 
section 455: 

(1) Adjudications of immigrant visa peti-
tions. 

(2) Adjudications of naturalization peti-
tions. 

(3) Adjudications of asylum and refugee ap-
plications. 

(4) Adjudications performed at service cen-
ters. 

(5) All other adjudications performed by 
the Immigration and Naturalization Service 
immediately before the effective date speci-
fied in section 455. 

(c) CHIEF OF POLICY AND STRATEGY.—
(1) IN GENERAL.—There shall be a position 

of Chief of Policy and Strategy for the Bu-
reau of Citizenship and Immigration Serv-
ices. 

(2) FUNCTIONS.—In consultation with Bu-
reau of Citizenship and Immigration Serv-
ices personnel in field offices, the Chief of 
Policy and Strategy shall be responsible 
for—

(A) making policy recommendations and 
performing policy research and analysis on 
immigration services issues; and 

(B) coordinating immigration policy issues 
with the Chief of Policy and Strategy for the 
Bureau of Border Security of the Depart-
ment. 

(d) LEGAL ADVISOR.—
(1) IN GENERAL.—There shall be a principal 

legal advisor to the Director of the Bureau of 
Citizenship and Immigration Services. 

(2) FUNCTIONS.—The legal advisor shall be 
responsible for—

(A) providing specialized legal advice, opin-
ions, determinations, regulations, and any 
other assistance to the Director of the Bu-
reau of Citizenship and Immigration Serv-
ices with respect to legal matters affecting 
the Bureau of Citizenship and Immigration 
Services; and 

(B) representing the Bureau of Citizenship 
and Immigration Services in visa petition 
appeal proceedings before the Executive Of-
fice for Immigration Review. 

(e) BUDGET OFFICER.—
(1) IN GENERAL.—There shall be a Budget 

Officer for the Bureau of Citizenship and Im-
migration Services. 

(2) FUNCTIONS.—
(A) IN GENERAL.—The Budget Officer shall 

be responsible for—
(i) formulating and executing the budget of 

the Bureau of Citizenship and Immigration 
Services; 

(ii) financial management of the Bureau of 
Citizenship and Immigration Services; and 

(iii) collecting all payments, fines, and 
other debts for the Bureau of Citizenship and 
Immigration Services. 

(f) CHIEF OF OFFICE OF CITIZENSHIP.—
(1) IN GENERAL.—There shall be a position 

of Chief of the Office of Citizenship for the 
Bureau of Citizenship and Immigration Serv-
ices. 

(2) FUNCTIONS.—The Chief of the Office of 
Citizenship for the Bureau of Citizenship and 
Immigration Services shall be responsible 
for promoting instruction and training on 
citizenship responsibilities for aliens inter-
ested in becoming naturalized citizens of the 
United States, including the development of 
educational materials. 

SEC. 452. CITIZENSHIP AND IMMIGRATION SERV-
ICES OMBUDSMAN. 

(a) IN GENERAL.—Within the Department, 
there shall be a position of Citizenship and 
Immigration Services Ombudsman (in this 
section referred to as the ‘‘Ombudsman’’). 
The Ombudsman shall report directly to the 
Deputy Secretary. The Ombudsman shall 
have a background in customer service as 
well as immigration law. 

(b) FUNCTIONS.—It shall be the function of 
the Ombudsman—

(1) to assist individuals and employers in 
resolving problems with the Bureau of Citi-
zenship and Immigration Services; 

(2) to identify areas in which individuals 
and employers have problems in dealing with 
the Bureau of Citizenship and Immigration 
Services; and 

(3) to the extent possible, to propose 
changes in the administrative practices of 
the Bureau of Citizenship and Immigration 
Services to mitigate problems identified 
under paragraph (2). 

(c) ANNUAL REPORTS.—
(1) OBJECTIVES.—Not later than June 30 of 

each calendar year, the Ombudsman shall re-
port to the Committee on the Judiciary of 
the House of Representatives and the Senate 
on the objectives of the Office of the Om-
budsman for the fiscal year beginning in 
such calendar year. Any such report shall 
contain full and substantive analysis, in ad-
dition to statistical information, and—

(A) shall identify the recommendations the 
Office of the Ombudsman has made on im-
proving services and responsiveness of the 
Bureau of Citizenship and Immigration Serv-
ices; 

(B) shall contain a summary of the most 
pervasive and serious problems encountered 
by individuals and employers, including a de-
scription of the nature of such problems; 

(C) shall contain an inventory of the items 
described in subparagraphs (A) and (B) for 
which action has been taken and the result 
of such action; 

(D) shall contain an inventory of the items 
described in subparagraphs (A) and (B) for 
which action remains to be completed and 
the period during which each item has re-
mained on such inventory; 

(E) shall contain an inventory of the items 
described in subparagraphs (A) and (B) for 
which no action has been taken, the period 
during which each item has remained on 
such inventory, the reasons for the inaction, 
and shall identify any official of the Bureau 
of Citizenship and Immigration Services who 
is responsible for such inaction; 

(F) shall contain recommendations for 
such administrative action as may be appro-
priate to resolve problems encountered by 
individuals and employers, including prob-
lems created by excessive backlogs in the ad-
judication and processing of immigration 
benefit petitions and applications; and 

(G) shall include such other information as 
the Ombudsman may deem advisable. 

(2) REPORT TO BE SUBMITTED DIRECTLY.—
Each report required under this subsection 
shall be provided directly to the committees 
described in paragraph (1) without any prior 
comment or amendment from the Secretary, 
Deputy Secretary, Director of the Bureau of 
Citizenship and Immigration Services, or 
any other officer or employee of the Depart-
ment or the Office of Management and Budg-
et. 

(d) OTHER RESPONSIBILITIES.—The Ombuds-
man—

(1) shall monitor the coverage and geo-
graphic allocation of local offices of the Om-
budsman; 

(2) shall develop guidance to be distributed 
to all officers and employees of the Bureau of 
Citizenship and Immigration Services out-

lining the criteria for referral of inquiries to 
local offices of the Ombudsman; 

(3) shall ensure that the local telephone 
number for each local office of the Ombuds-
man is published and available to individuals 
and employers served by the office; and 

(4) shall meet regularly with the Director 
of the Bureau of Citizenship and Immigra-
tion Services to identify serious service 
problems and to present recommendations 
for such administrative action as may be ap-
propriate to resolve problems encountered by 
individuals and employers. 

(e) PERSONNEL ACTIONS.—
(1) IN GENERAL.—The Ombudsman shall 

have the responsibility and authority—
(A) to appoint local ombudsmen and make 

available at least 1 such ombudsman for each 
State; and 

(B) to evaluate and take personnel actions 
(including dismissal) with respect to any em-
ployee of any local office of the Ombudsman. 

(2) CONSULTATION.—The Ombudsman may 
consult with the appropriate supervisory 
personnel of the Bureau of Citizenship and 
Immigration Services in carrying out the 
Ombudsman’s responsibilities under this sub-
section. 

(f) RESPONSIBILITIES OF BUREAU OF CITIZEN-
SHIP AND IMMIGRATION SERVICES.—The Direc-
tor of the Bureau of Citizenship and Immi-
gration Services shall establish procedures 
requiring a formal response to all rec-
ommendations submitted to such director by 
the Ombudsman within 3 months after sub-
mission to such director. 

(g) OPERATION OF LOCAL OFFICES.—
(1) IN GENERAL.—Each local ombudsman—
(A) shall report to the Ombudsman or the 

delegate thereof; 
(B) may consult with the appropriate su-

pervisory personnel of the Bureau of Citizen-
ship and Immigration Services regarding the 
daily operation of the local office of such 
ombudsman; 

(C) shall, at the initial meeting with any 
individual or employer seeking the assist-
ance of such local office, notify such indi-
vidual or employer that the local offices of 
the Ombudsman operate independently of 
any other component of the Department and 
report directly to Congress through the Om-
budsman; and 

(D) at the local ombudsman’s discretion, 
may determine not to disclose to the Bureau 
of Citizenship and Immigration Services con-
tact with, or information provided by, such 
individual or employer. 

(2) MAINTENANCE OF INDEPENDENT COMMU-
NICATIONS.—Each local office of the Ombuds-
man shall maintain a phone, facsimile, and 
other means of electronic communication 
access, and a post office address, that is sep-
arate from those maintained by the Bureau 
of Citizenship and Immigration Services, or 
any component of the Bureau of Citizenship 
and Immigration Services. 
SEC. 453. PROFESSIONAL RESPONSIBILITY AND 

QUALITY REVIEW. 
(a) IN GENERAL.—The Director of the Bu-

reau of Citizenship and Immigration Serv-
ices shall be responsible for—

(1) conducting investigations of non-
criminal allegations of misconduct, corrup-
tion, and fraud involving any employee of 
the Bureau of Citizenship and Immigration 
Services that are not subject to investiga-
tion by the Inspector General for the Depart-
ment; 

(2) inspecting the operations of the Bureau 
of Citizenship and Immigration Services and 
providing assessments of the quality of the 
operations of such bureau as a whole and 
each of its components; and 

(3) providing an analysis of the manage-
ment of the Bureau of Citizenship and Immi-
gration Services. 
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(b) SPECIAL CONSIDERATIONS.—In providing 

assessments in accordance with subsection 
(a)(2) with respect to a decision of the Bu-
reau of Citizenship and Immigration Serv-
ices, or any of its components, consideration 
shall be given to—

(1) the accuracy of the findings of fact and 
conclusions of law used in rendering the de-
cision; 

(2) any fraud or misrepresentation associ-
ated with the decision; and 

(3) the efficiency with which the decision 
was rendered. 
SEC. 454. EMPLOYEE DISCIPLINE. 

The Director of the Bureau of Citizenship 
and Immigration Services may, notwith-
standing any other provision of law, impose 
disciplinary action, including termination of 
employment, pursuant to policies and proce-
dures applicable to employees of the Federal 
Bureau of Investigation, on any employee of 
the Bureau of Citizenship and Immigration 
Services who willfully deceives Congress or 
agency leadership on any matter. 
SEC. 455. EFFECTIVE DATE. 

Notwithstanding section 4, sections 451 
through 456, and the amendments made by 
such sections, shall take effect on the date 
on which the transfer of functions specified 
under section 441 takes effect. 
SEC. 456. TRANSITION. 

(a) REFERENCES.—With respect to any func-
tion transferred by this subtitle to, and exer-
cised on or after the effective date specified 
in section 455 by, the Director of the Bureau 
of Citizenship and Immigration Services, any 
reference in any other Federal law, Execu-
tive order, rule, regulation, or delegation of 
authority, or any document of or pertaining 
to a component of government from which 
such function is transferred—

(1) to the head of such component is 
deemed to refer to the Director of the Bu-
reau of Citizenship and Immigration Serv-
ices; or 

(2) to such component is deemed to refer to 
the Bureau of Citizenship and Immigration 
Services. 

(b) OTHER TRANSITION ISSUES.—
(1) EXERCISE OF AUTHORITIES.—Except as 

otherwise provided by law, a Federal official 
to whom a function is transferred by this 
subtitle may, for purposes of performing the 
function, exercise all authorities under any 
other provision of law that were available 
with respect to the performance of that func-
tion to the official responsible for the per-
formance of the function immediately before 
the effective date specified in section 455. 

(2) TRANSFER AND ALLOCATION OF APPRO-
PRIATIONS AND PERSONNEL.—The personnel of 
the Department of Justice employed in con-
nection with the functions transferred by 
this subtitle (and functions that the Sec-
retary determines are properly related to the 
functions of the Bureau of Citizenship and 
Immigration Services), and the assets, liabil-
ities, contracts, property, records, and unex-
pended balance of appropriations, authoriza-
tions, allocations, and other funds employed, 
held, used, arising from, available to, or to 
be made available to, the Immigration and 
Naturalization Service in connection with 
the functions transferred by this subtitle, 
subject to section 202 of the Budget and Ac-
counting Procedures Act of 1950, shall be 
transferred to the Director of the Bureau of 
Citizenship and Immigration Services for al-
location to the appropriate component of the 
Department. Unexpended funds transferred 
pursuant to this paragraph shall be used only 
for the purposes for which the funds were 
originally authorized and appropriated. The 
Secretary shall have the right to adjust or 
realign transfers of funds and personnel ef-
fected pursuant to this subtitle for a period 
of 2 years after the effective date specified in 
section 455. 

SEC. 457. FUNDING FOR CITIZENSHIP AND IMMI-
GRATION SERVICES. 

Section 286(m) of the Immigration and Na-
tionality Act (8 U.S.C. 1356(m)) is amended 
by striking ‘‘services, including the costs of 
similar services provided without charge to 
asylum applicants or other immigrants.’’ 
and inserting ‘‘services.’’. 
SEC. 458. BACKLOG ELIMINATION. 

Section 204(a)(1) of the Immigration Serv-
ices and Infrastructure Improvements Act of 
2000 (8 U.S.C. 1573(a)(1)) is amended by strik-
ing ‘‘not later than one year after the date of 
enactment of this Act;’’ and inserting ‘‘1 
year after the date of the enactment of the 
Homeland Security Act of 2002;’’. 
SEC. 459. REPORT ON IMPROVING IMMIGRATION 

SERVICES. 
(a) IN GENERAL.—The Secretary, not later 

than 1 year after the effective date of this 
Act, shall submit to the Committees on the 
Judiciary and Appropriations of the House of 
Representatives and of the Senate a report 
with a plan detailing how the Bureau of Citi-
zenship and Immigration Services, after the 
transfer of functions specified in this sub-
title takes effect, will complete efficiently, 
fairly, and within a reasonable time, the ad-
judications described in paragraphs (1) 
through (5) of section 451(b). 

(b) CONTENTS.—For each type of adjudica-
tion to be undertaken by the Director of the 
Bureau of Citizenship and Immigration Serv-
ices, the report shall include the following: 

(1) Any potential savings of resources that 
may be implemented without affecting the 
quality of the adjudication. 

(2) The goal for processing time with re-
spect to the application. 

(3) Any statutory modifications with re-
spect to the adjudication that the Secretary 
considers advisable. 

(c) CONSULTATION.—In carrying out sub-
section (a), the Secretary shall consult with 
the Secretary of State, the Secretary of 
Labor, the Assistant Secretary of the Bureau 
of Border Security of the Department, and 
the Director of the Executive Office for Im-
migration Review to determine how to 
streamline and improve the process for ap-
plying for and making adjudications de-
scribed in section 451(b) and related proc-
esses. 
SEC. 460. REPORT ON RESPONDING TO FLUC-

TUATING NEEDS. 
Not later than 30 days after the date of the 

enactment of this Act, the Attorney General 
shall submit to Congress a report on changes 
in law, including changes in authorizations 
of appropriations and in appropriations, that 
are needed to permit the Immigration and 
Naturalization Service, and, after the trans-
fer of functions specified in this subtitle 
takes effect, the Bureau of Citizenship and 
Immigration Services of the Department, to 
ensure a prompt and timely response to 
emergent, unforeseen, or impending changes 
in the number of applications for immigra-
tion benefits, and otherwise to ensure the ac-
commodation of changing immigration serv-
ice needs. 
SEC. 461. APPLICATION OF INTERNET-BASED 

TECHNOLOGIES. 
(a) ESTABLISHMENT OF TRACKING SYSTEM.—

The Secretary, not later than 1 year after 
the effective date of this Act, in consultation 
with the Technology Advisory Committee es-
tablished under subsection (c), shall estab-
lish an Internet-based system, that will per-
mit a person, employer, immigrant, or non-
immigrant who has filings with the Sec-
retary for any benefit under the Immigration 
and Nationality Act (8 U.S.C. 1101 et seq.), 
access to online information about the proc-
essing status of the filing involved. 

(b) FEASIBILITY STUDY FOR ONLINE FILING 
AND IMPROVED PROCESSING.—

(1) ONLINE FILING.—The Secretary, in con-
sultation with the Technology Advisory 
Committee established under subsection (c), 
shall conduct a feasibility study on the on-
line filing of the filings described in sub-
section (a). The study shall include a review 
of computerization and technology of the 
Immigration and Naturalization Service re-
lating to the immigration services and proc-
essing of filings related to immigrant serv-
ices. The study shall also include an esti-
mate of the timeframe and cost and shall 
consider other factors in implementing such 
a filing system, including the feasibility of 
fee payment online. 

(2) REPORT.—A report on the study under 
this subsection shall be submitted to the 
Committees on the Judiciary of the House of 
Representatives and the Senate not later 
than 1 year after the effective date of this 
Act. 

(c) TECHNOLOGY ADVISORY COMMITTEE.—
(1) ESTABLISHMENT.—The Secretary shall 

establish, not later than 60 days after the ef-
fective date of this Act, an advisory com-
mittee (in this section referred to as the 
‘‘Technology Advisory Committee’’) to assist 
the Secretary in—

(A) establishing the tracking system under 
subsection (a); and

(B) conducting the study under subsection 
(b). 
The Technology Advisory Committee shall 
be established after consultation with the 
Committees on the Judiciary of the House of 
Representatives and the Senate. 

(2) COMPOSITION.—The Technology Advi-
sory Committee shall be composed of rep-
resentatives from high technology compa-
nies capable of establishing and imple-
menting the system in an expeditious man-
ner, and representatives of persons who may 
use the tracking system described in sub-
section (a) and the online filing system de-
scribed in subsection (b)(1).
SEC. 462. CHILDREN’S AFFAIRS. 

(a) TRANSFER OF FUNCTIONS.—There are 
transferred to the Director of the Office of 
Refugee Resettlement of the Department of 
Health and Human Services functions under 
the immigration laws of the United States 
with respect to the care of unaccompanied 
alien children that were vested by statute in, 
or performed by, the Commissioner of Immi-
gration and Naturalization (or any officer, 
employee, or component of the Immigration 
and Naturalization Service) immediately be-
fore the effective date specified in subsection 
(d). 

(b) FUNCTIONS.—
(1) IN GENERAL.—Pursuant to the transfer 

made by subsection (a), the Director of the 
Office of Refugee Resettlement shall be re-
sponsible for—

(A) coordinating and implementing the 
care and placement of unaccompanied alien 
children who are in Federal custody by rea-
son of their immigration status, including 
developing a plan to be submitted to Con-
gress on how to ensure that qualified and 
independent legal counsel is timely ap-
pointed to represent the interests of each 
such child, consistent with the law regarding 
appointment of counsel that is in effect on 
the date of the enactment of this Act; 

(B) ensuring that the interests of the child 
are considered in decisions and actions relat-
ing to the care and custody of an unaccom-
panied alien child; 

(C) making placement determinations for 
all unaccompanied alien children who are in 
Federal custody by reason of their immigra-
tion status; 

(D) implementing the placement deter-
minations; 

(E) implementing policies with respect to 
the care and placement of unaccompanied 
alien children; 
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(F) identifying a sufficient number of 

qualified individuals, entities, and facilities 
to house unaccompanied alien children; 

(G) overseeing the infrastructure and per-
sonnel of facilities in which unaccompanied 
alien children reside; 

(H) reuniting unaccompanied alien chil-
dren with a parent abroad in appropriate 
cases; 

(I) compiling, updating, and publishing at 
least annually a state-by-state list of profes-
sionals or other entities qualified to provide 
guardian and attorney representation serv-
ices for unaccompanied alien children; 

(J) maintaining statistical information 
and other data on unaccompanied alien chil-
dren for whose care and placement the Direc-
tor is responsible, which shall include—

(i) biographical information, such as a 
child’s name, gender, date of birth, country 
of birth, and country of habitual residence; 

(ii) the date on which the child came into 
Federal custody by reason of his or her im-
migration status; 

(iii) information relating to the child’s 
placement, removal, or release from each fa-
cility in which the child has resided; 

(iv) in any case in which the child is placed 
in detention or released, an explanation re-
lating to the detention or release; and 

(v) the disposition of any actions in which 
the child is the subject; 

(K) collecting and compiling statistical in-
formation from the Department of Justice, 
the Department of Homeland Security, and 
the Department of State on each depart-
ment’s actions relating to unaccompanied 
alien children; and 

(L) conducting investigations and inspec-
tions of facilities and other entities in which 
unaccompanied alien children reside. 

(2) COORDINATION WITH OTHER ENTITIES; NO 
RELEASE ON OWN RECOGNIZANCE.—In making 
determinations described in paragraph (1)(C), 
the Director of the Office of Refugee Reset-
tlement—

(A) shall consult with appropriate juvenile 
justice professionals, the Director of the Bu-
reau of Citizenship and Immigration Serv-
ices, and the Assistant Secretary of the Bu-
reau of Border Security to ensure that such 
determinations ensure that unaccompanied 
alien children described in such subpara-
graph—

(i) are likely to appear for all hearings or 
proceedings in which they are involved; 

(ii) are protected from smugglers, traf-
fickers, or others who might seek to vic-
timize or otherwise engage them in criminal, 
harmful, or exploitive activity; and 

(iii) are placed in a setting in which they 
not likely to pose a danger to themselves or 
others; and 

(B) shall not release such children upon 
their own recognizance. 

(3) DUTIES WITH RESPECT TO FOSTER CARE.—
In carrying out the duties described in para-
graph (1)(G), the Director of the Office of 
Refugee Resettlement is encouraged to use 
the refugee children foster care system es-
tablished pursuant to section 412(d) of the 
Immigration and Nationality Act (8 U.S.C. 
1522(d)) for the placement of unaccompanied 
alien children. 

(c) RULE OF CONSTRUCTION.—Nothing in 
this section may be construed to transfer the 
responsibility for adjudicating benefit deter-
minations under the Immigration and Na-
tionality Act (8 U.S.C. 1101 et seq.) from the 
authority of any official of the Department 
of Justice, the Department of Homeland Se-
curity, or the Department of State. 

(d) EFFECTIVE DATE.—Notwithstanding sec-
tion 4, this section shall take effect on the 
date on which the transfer of functions speci-
fied under section 441 takes effect. 

(e) REFERENCES.—With respect to any func-
tion transferred by this section, any ref-

erence in any other Federal law, Executive 
order, rule, regulation, or delegation of au-
thority, or any document of or pertaining to 
a component of government from which such 
function is transferred—

(1) to the head of such component is 
deemed to refer to the Director of the Office 
of Refugee Resettlement; or 

(2) to such component is deemed to refer to 
the Office of Refugee Resettlement of the 
Department of Health and Human Services. 

(f) OTHER TRANSITION ISSUES.—
(1) EXERCISE OF AUTHORITIES.—Except as 

otherwise provided by law, a Federal official 
to whom a function is transferred by this 
section may, for purposes of performing the 
function, exercise all authorities under any 
other provision of law that were available 
with respect to the performance of that func-
tion to the official responsible for the per-
formance of the function immediately before 
the effective date specified in subsection (d). 

(2) SAVINGS PROVISIONS.—Subsections (a), 
(b), and (c) of section 1512 shall apply to a 
transfer of functions under this section in 
the same manner as such provisions apply to 
a transfer of functions under this Act to the 
Department of Homeland Security. 

(3) TRANSFER AND ALLOCATION OF APPRO-
PRIATIONS AND PERSONNEL.—The personnel of 
the Department of Justice employed in con-
nection with the functions transferred by 
this section, and the assets, liabilities, con-
tracts, property, records, and unexpended 
balance of appropriations, authorizations, al-
locations, and other funds employed, held, 
used, arising from, available to, or to be 
made available to, the Immigration and Nat-
uralization Service in connection with the 
functions transferred by this section, subject 
to section 202 of the Budget and Accounting 
Procedures Act of 1950, shall be transferred 
to the Director of the Office of Refugee Re-
settlement for allocation to the appropriate 
component of the Department of Health and 
Human Services. Unexpended funds trans-
ferred pursuant to this paragraph shall be 
used only for the purposes for which the 
funds were originally authorized and appro-
priated. 

(g) DEFINITIONS.—As used in this section—
(1) the term ‘‘placement’’ means the place-

ment of an unaccompanied alien child in ei-
ther a detention facility or an alternative to 
such a facility; and 

(2) the term ‘‘unaccompanied alien child’’ 
means a child who—

(A) has no lawful immigration status in 
the United States; 

(B) has not attained 18 years of age; and 
(C) with respect to whom—
(i) there is no parent or legal guardian in 

the United States; or 
(ii) no parent or legal guardian in the 

United States is available to provide care 
and physical custody.
Subtitle F—General Immigration Provisions 

SEC. 471. ABOLISHMENT OF INS. 
(a) IN GENERAL.—The Immigration and 

Naturalization Service of the Department of 
Justice is abolished. 

(b) PROHIBITION.—The authority provided 
by section 1502 may be used to reorganize 
functions or organizational units within the 
Bureau of Border Security or the Bureau of 
Citizenship and Immigration Services, but 
may not be used to recombine the two bu-
reaus into a single agency or otherwise to 
combine, join, or consolidate functions or or-
ganizational units of the two bureaus with 
each other. 
SEC. 472. VOLUNTARY SEPARATION INCENTIVE 

PAYMENTS. 
(a) DEFINITIONS.—For purposes of this sec-

tion—
(1) the term ‘‘employee’’ means an em-

ployee (as defined by section 2105 of title 5, 
United States Code) who—

(A) has completed at least 3 years of cur-
rent continuous service with 1 or more cov-
ered entities; and 

(B) is serving under an appointment with-
out time limitation; 
but does not include any person under sub-
paragraphs (A)–(G) of section 663(a)(2) of 
Public Law 104–208 (5 U.S.C. 5597 note); 

(2) the term ‘‘covered entity’’ means—
(A) the Immigration and Naturalization 

Service; 
(B) the Bureau of Border Security of the 

Department of Homeland Security; and 
(C) the Bureau of Citizenship and Immigra-

tion Services of the Department of Homeland 
Security; and 

(3) the term ‘‘transfer date’’ means the 
date on which the transfer of functions speci-
fied under section 441 takes effect. 

(b) STRATEGIC RESTRUCTURING PLAN.—Be-
fore the Attorney General or the Secretary 
obligates any resources for voluntary separa-
tion incentive payments under this section, 
such official shall submit to the appropriate 
committees of Congress a strategic restruc-
turing plan, which shall include—

(1) an organizational chart depicting the 
covered entities after their restructuring 
pursuant to this Act; 

(2) a summary description of how the au-
thority under this section will be used to 
help carry out that restructuring; and 

(3) the information specified in section 
663(b)(2) of Public Law 104–208 (5 U.S.C. 5597 
note). 
As used in the preceding sentence, the 
‘‘appropriate committees of Congress’’ are 
the Committees on Appropriations, Govern-
ment Reform, and the Judiciary of the House 
of Representatives, and the Committees on 
Appropriations, Governmental Affairs, and 
the Judiciary of the Senate. 

(c) AUTHORITY.—The Attorney General and 
the Secretary may, to the extent necessary 
to help carry out their respective strategic 
restructuring plan described in subsection 
(b), make voluntary separation incentive 
payments to employees. Any such payment—

(1) shall be paid to the employee, in a lump 
sum, after the employee has separated from 
service; 

(2) shall be paid from appropriations or 
funds available for the payment of basic pay 
of the employee; 

(3) shall be equal to the lesser of—
(A) the amount the employee would be en-

titled to receive under section 5595(c) of title 
5, United States Code; or 

(B) an amount not to exceed $25,000, as de-
termined by the Attorney General or the 
Secretary; 

(4) may not be made except in the case of 
any qualifying employee who voluntarily 
separates (whether by retirement or resigna-
tion) before the end of—

(A) the 3-month period beginning on the 
date on which such payment is offered or 
made available to such employee; or 

(B) the 3-year period beginning on the date 
of the enactment of this Act, 
whichever occurs first; 

(5) shall not be a basis for payment, and 
shall not be included in the computation, of 
any other type of Government benefit; and 

(6) shall not be taken into account in de-
termining the amount of any severance pay 
to which the employee may be entitled under 
section 5595 of title 5, United States Code, 
based on any other separation. 

(d) ADDITIONAL AGENCY CONTRIBUTIONS TO 
THE RETIREMENT FUND.—

(1) IN GENERAL.—In addition to any pay-
ments which it is otherwise required to 
make, the Department of Justice and the De-
partment of Homeland Security shall, for 
each fiscal year with respect to which it 
makes any voluntary separation incentive 
payments under this section, remit to the 
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Office of Personnel Management for deposit 
in the Treasury of the United States to the 
credit of the Civil Service Retirement and 
Disability Fund the amount required under 
paragraph (2). 

(2) AMOUNT REQUIRED.—The amount re-
quired under this paragraph shall, for any 
fiscal year, be the amount under subpara-
graph (A) or (B), whichever is greater. 

(A) FIRST METHOD.—The amount under this 
subparagraph shall, for any fiscal year, be 
equal to the minimum amount necessary to 
offset the additional costs to the retirement 
systems under title 5, United States Code 
(payable out of the Civil Service Retirement 
and Disability Fund) resulting from the vol-
untary separation of the employees described 
in paragraph (3), as determined under regula-
tions of the Office of Personnel Management. 

(B) SECOND METHOD.—The amount under 
this subparagraph shall, for any fiscal year, 
be equal to 45 percent of the sum total of the 
final basic pay of the employees described in 
paragraph (3). 

(3) COMPUTATIONS TO BE BASED ON SEPARA-
TIONS OCCURRING IN THE FISCAL YEAR IN-
VOLVED.—The employees described in this 
paragraph are those employees who receive a 
voluntary separation incentive payment 
under this section based on their separating 
from service during the fiscal year with re-
spect to which the payment under this sub-
section relates. 

(4) FINAL BASIC PAY DEFINED.—In this sub-
section, the term ‘‘final basic pay’’ means, 
with respect to an employee, the total 
amount of basic pay which would be payable 
for a year of service by such employee, com-
puted using the employee’s final rate of basic 
pay, and, if last serving on other than a full-
time basis, with appropriate adjustment 
therefor. 

(e) EFFECT OF SUBSEQUENT EMPLOYMENT 
WITH THE GOVERNMENT.—An individual who 
receives a voluntary separation incentive 
payment under this section and who, within 
5 years after the date of the separation on 
which the payment is based, accepts any 
compensated employment with the Govern-
ment or works for any agency of the Govern-
ment through a personal services contract, 
shall be required to pay, prior to the individ-
ual’s first day of employment, the entire 
amount of the incentive payment. Such pay-
ment shall be made to the covered entity 
from which the individual separated or, if 
made on or after the transfer date, to the 
Deputy Secretary or the Under Secretary for 
Border and Transportation Security (for 
transfer to the appropriate component of the 
Department of Homeland Security, if nec-
essary). 

(f) EFFECT ON EMPLOYMENT LEVELS.—
(1) INTENDED EFFECT.—Voluntary separa-

tions under this section are not intended to 
necessarily reduce the total number of full-
time equivalent positions in any covered en-
tity. 

(2) USE OF VOLUNTARY SEPARATIONS.—A 
covered entity may redeploy or use the full-
time equivalent positions vacated by vol-
untary separations under this section to 
make other positions available to more crit-
ical locations or more critical occupations.
SEC. 473. AUTHORITY TO CONDUCT A DEM-

ONSTRATION PROJECT RELATING 
TO DISCIPLINARY ACTION. 

(a) IN GENERAL.—The Attorney General 
and the Secretary may each, during a period 
ending not later than 5 years after the date 
of the enactment of this Act, conduct a dem-
onstration project for the purpose of deter-
mining whether one or more changes in the 
policies or procedures relating to methods 
for disciplining employees would result in 
improved personnel management. 

(b) SCOPE.—A demonstration project under 
this section—

(1) may not cover any employees apart 
from those employed in or under a covered 
entity; and 

(2) shall not be limited by any provision of 
chapter 43, 75, or 77 of title 5, United States 
Code. 

(c) PROCEDURES.—Under the demonstration 
project—

(1) the use of alternative means of dispute 
resolution (as defined in section 571 of title 5, 
United States Code) shall be encouraged, 
whenever appropriate; and 

(2) each covered entity under the jurisdic-
tion of the official conducting the project 
shall be required to provide for the expedi-
tious, fair, and independent review of any ac-
tion to which section 4303 or subchapter II of 
chapter 75 of such title 5 would otherwise 
apply (except an action described in section 
7512(5) of such title 5). 

(d) ACTIONS INVOLVING DISCRIMINATION.—
Notwithstanding any other provision of this 
section, if, in the case of any matter de-
scribed in section 7702(a)(1)(B) of title 5, 
United States Code, there is no judicially re-
viewable action under the demonstration 
project within 120 days after the filing of an 
appeal or other formal request for review 
(referred to in subsection (c)(2)), an employee 
shall be entitled to file a civil action to the 
same extent and in the same manner as pro-
vided in section 7702(e)(1) of such title 5 (in 
the matter following subparagraph (C) there-
of). 

(e) CERTAIN EMPLOYEES.—Employees shall 
not be included within any project under this 
section if such employees are—

(1) neither managers nor supervisors; and 
(2) within a unit with respect to which a 

labor organization is accorded exclusive rec-
ognition under chapter 71 of title 5, United 
States Code. 
Notwithstanding the preceding sentence, an 
aggrieved employee within a unit (referred 
to in paragraph (2)) may elect to participate 
in a complaint procedure developed under 
the demonstration project in lieu of any ne-
gotiated grievance procedure and any statu-
tory procedure (as such term is used in sec-
tion 7121 of such title 5). 

(f) REPORTS.—The General Accounting Of-
fice shall prepare and submit to the Commit-
tees on Government Reform and the Judici-
ary of the House of Representatives and the 
Committees on Governmental Affairs and 
the Judiciary of the Senate periodic reports 
on any demonstration project conducted 
under this section, such reports to be sub-
mitted after the second and fourth years of 
its operation. Upon request, the Attorney 
General or the Secretary shall furnish such 
information as the General Accounting Of-
fice may require to carry out this sub-
section. 

(g) DEFINITION.—In this section, the term 
‘‘covered entity’’ has the meaning given such 
term in section 472(a)(2). 
SEC. 474. SENSE OF CONGRESS. 

It is the sense of Congress that—
(1) the missions of the Bureau of Border 

Security and the Bureau of Citizenship and 
Immigration Services are equally important 
and, accordingly, they each should be ade-
quately funded; and 

(2) the functions transferred under this 
subtitle should not, after such transfers take 
effect, operate at levels below those in effect 
prior to the enactment of this Act. 
SEC. 475. DIRECTOR OF SHARED SERVICES. 

(a) IN GENERAL.—Within the Office of Dep-
uty Secretary, there shall be a Director of 
Shared Services. 

(b) FUNCTIONS.—The Director of Shared 
Services shall be responsible for the coordi-
nation of resources for the Bureau of Border 
Security and the Bureau of Citizenship and 
Immigration Services, including—

(1) information resources management, in-
cluding computer databases and information 
technology; 

(2) records and file management; and 
(3) forms management. 

SEC. 476. SEPARATION OF FUNDING. 
(a) IN GENERAL.—There shall be established 

separate accounts in the Treasury of the 
United States for appropriated funds and 
other deposits available for the Bureau of 
Citizenship and Immigration Services and 
the Bureau of Border Security. 

(b) SEPARATE BUDGETS.—To ensure that 
the Bureau of Citizenship and Immigration 
Services and the Bureau of Border Security 
are funded to the extent necessary to fully 
carry out their respective functions, the Di-
rector of the Office of Management and 
Budget shall separate the budget requests for 
each such entity. 

(c) FEES.—Fees imposed for a particular 
service, application, or benefit shall be de-
posited into the account established under 
subsection (a) that is for the bureau with ju-
risdiction over the function to which the fee 
relates. 

(d) FEES NOT TRANSFERABLE.—No fee may 
be transferred between the Bureau of Citi-
zenship and Immigration Services and the 
Bureau of Border Security for purposes not 
authorized by section 286 of the Immigration 
and Nationality Act (8 U.S.C. 1356). 
SEC. 477. REPORTS AND IMPLEMENTATION 

PLANS. 
(a) DIVISION OF FUNDS.—The Secretary, not 

later than 120 days after the effective date of 
this Act, shall submit to the Committees on 
Appropriations and the Judiciary of the 
House of Representatives and of the Senate a 
report on the proposed division and transfer 
of funds, including unexpended funds, appro-
priations, and fees, between the Bureau of 
Citizenship and Immigration Services and 
the Bureau of Border Security. 

(b) DIVISION OF PERSONNEL.—The Sec-
retary, not later than 120 days after the ef-
fective date of this Act, shall submit to the 
Committees on Appropriations and the Judi-
ciary of the House of Representatives and of 
the Senate a report on the proposed division 
of personnel between the Bureau of Citizen-
ship and Immigration Services and the Bu-
reau of Border Security. 

(c) IMPLEMENTATION PLAN.—
(1) IN GENERAL.—The Secretary, not later 

than 120 days after the effective date of this 
Act, and every 6 months thereafter until the 
termination of fiscal year 2005, shall submit 
to the Committees on Appropriations and 
the Judiciary of the House of Representa-
tives and of the Senate an implementation 
plan to carry out this Act. 

(2) CONTENTS.—The implementation plan 
should include details concerning the separa-
tion of the Bureau of Citizenship and Immi-
gration Services and the Bureau of Border 
Security, including the following: 

(A) Organizational structure, including the 
field structure. 

(B) Chain of command. 
(C) Procedures for interaction among such 

bureaus. 
(D) Fraud detection and investigation. 
(E) The processing and handling of removal 

proceedings, including expedited removal 
and applications for relief from removal. 

(F) Recommendations for conforming 
amendments to the Immigration and Nation-
ality Act (8 U.S.C. 1101 et seq.). 

(G) Establishment of a transition team. 
(H) Methods to phase in the costs of sepa-

rating the administrative support systems of 
the Immigration and Naturalization Service 
in order to provide for separate administra-
tive support systems for the Bureau of Citi-
zenship and Immigration Services and the 
Bureau of Border Security. 
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(d) COMPTROLLER GENERAL STUDIES AND 

REPORTS.—
(1) STATUS REPORTS ON TRANSITION.—Not 

later than 18 months after the date on which 
the transfer of functions specified under sec-
tion 441 takes effect, and every 6 months 
thereafter, until full implementation of this 
subtitle has been completed, the Comptroller 
General of the United States shall submit to 
the Committees on Appropriations and on 
the Judiciary of the House of Representa-
tives and the Senate a report containing the 
following: 

(A) A determination of whether the trans-
fers of functions made by subtitles D and E 
have been completed, and if a transfer of 
functions has not taken place, identifying 
the reasons why the transfer has not taken 
place. 

(B) If the transfers of functions made by 
subtitles D and E have been completed, an 
identification of any issues that have arisen 
due to the completed transfers. 

(C) An identification of any issues that 
may arise due to any future transfer of func-
tions. 

(2) REPORT ON MANAGEMENT.—Not later 
than 4 years after the date on which the 
transfer of functions specified under section 
441 takes effect, the Comptroller General of 
the United States shall submit to the Com-
mittees on Appropriations and on the Judici-
ary of the House of Representatives and the 
Senate a report, following a study, con-
taining the following: 

(A) Determinations of whether the transfer 
of functions from the Immigration and Natu-
ralization Service to the Bureau of Citizen-
ship and Immigration Services and the Bu-
reau of Border Security have improved, with 
respect to each function transferred, the fol-
lowing: 

(i) Operations. 
(ii) Management, including accountability 

and communication. 
(iii) Financial administration. 
(iv) Recordkeeping, including information 

management and technology. 
(B) A statement of the reasons for the de-

terminations under subparagraph (A). 
(C) Any recommendations for further im-

provements to the Bureau of Citizenship and 
Immigration Services and the Bureau of Bor-
der Security. 

(3) REPORT ON FEES.—Not later than 1 year 
after the date of the enactment of this Act, 
the Comptroller General of the United States 
shall submit to the Committees on the Judi-
ciary of the House of Representatives and of 
the Senate a report examining whether the 
Bureau of Citizenship and Immigration Serv-
ices is likely to derive sufficient funds from 
fees to carry out its functions in the absence 
of appropriated funds.
SEC. 478. IMMIGRATION FUNCTIONS. 

(a) ANNUAL REPORT.—
(1) IN GENERAL.—One year after the date of 

the enactment of this Act, and each year 
thereafter, the Secretary shall submit a re-
port to the President, to the Committees on 
the Judiciary and Government Reform of the 
House of Representatives, and to the Com-
mittees on the Judiciary and Government 
Affairs of the Senate, on the impact the 
transfers made by this subtitle has had on 
immigration functions. 

(2) MATTER INCLUDED.—The report shall ad-
dress the following with respect to the period 
covered by the report: 

(A) The aggregate number of all immigra-
tion applications and petitions received, and 
processed, by the Department; 

(B) Region-by-region statistics on the ag-
gregate number of immigration applications 
and petitions filed by an alien (or filed on be-
half of an alien) and denied, disaggregated by 
category of denial and application or peti-
tion type. 

(C) The quantity of backlogged immigra-
tion applications and petitions that have 
been processed, the aggregate number await-
ing processing, and a detailed plan for elimi-
nating the backlog. 

(D) The average processing period for im-
migration applications and petitions, 
disaggregated by application or petition 
type. 

(E) The number and types of immigration-
related grievances filed with any official of 
the Department of Justice, and if those 
grievances were resolved. 

(F) Plans to address grievances and im-
prove immigration services. 

(G) Whether immigration-related fees were 
used consistent with legal requirements re-
garding such use. 

(H) Whether immigration-related questions 
conveyed by customers to the Department 
(whether conveyed in person, by telephone, 
or by means of the Internet) were answered 
effectively and efficiently. 

(b) SENSE OF CONGRESS REGARDING IMMI-
GRATION SERVICES.—It is the sense of Con-
gress that—

(1) the quality and efficiency of immigra-
tion services rendered by the Federal Gov-
ernment should be improved after the trans-
fers made by this subtitle take effect; and 

(2) the Secretary should undertake efforts 
to guarantee that concerns regarding the 
quality and efficiency of immigration serv-
ices are addressed after such effective date. 

TITLE V—EMERGENCY PREPAREDNESS 
AND RESPONSE 

SEC. 501. UNDER SECRETARY FOR EMERGENCY 
PREPAREDNESS AND RESPONSE. 

There shall be in the Department a Direc-
torate of Emergency Preparedness and Re-
sponse headed by an Under Secretary for 
Emergency Preparedness and Response. 
SEC. 502. RESPONSIBILITIES. 

The Secretary, acting through the Under 
Secretary for Emergency Preparedness and 
Response, shall include—

(1) helping to ensure the effectiveness of 
emergency response providers to terrorist at-
tacks, major disasters, and other emer-
gencies; 

(2) with respect to the Nuclear Incident Re-
sponse Team (regardless of whether it is op-
erating as an organizational unit of the De-
partment pursuant to this title)—

(A) establishing standards and certifying 
when those standards have been met; 

(B) conducting joint and other exercises 
and training and evaluating performance; 
and 

(C) providing funds to the Department of 
Energy and the Environmental Protection 
Agency, as appropriate, for homeland secu-
rity planning, exercises and training, and 
equipment; 

(3) providing the Federal Government’s re-
sponse to terrorist attacks and major disas-
ters, including—

(A) managing such response; 
(B) directing the Domestic Emergency 

Support Team, the Strategic National 
Stockpile, the National Disaster Medical 
System, and (when operating as an organiza-
tional unit of the Department pursuant to 
this title) the Nuclear Incident Response 
Team; 

(C) overseeing the Metropolitan Medical 
Response System; and 

(D) coordinating other Federal response re-
sources in the event of a terrorist attack or 
major disaster; 

(4) aiding the recovery from terrorist at-
tacks and major disasters; 

(5) building a comprehensive national inci-
dent management system with Federal, 
State, and local government personnel, agen-
cies, and authorities, to respond to such at-
tacks and disasters; 

(6) consolidating existing Federal Govern-
ment emergency response plans into a single, 
coordinated national response plan; and 

(7) developing comprehensive programs for 
developing interoperative communications 
technology, and helping to ensure that emer-
gency response providers acquire such tech-
nology. 
SEC. 503. FUNCTIONS TRANSFERRED. 

In accordance with title XV, there shall be 
transferred to the Secretary the functions, 
personnel, assets, and liabilities of the fol-
lowing entities: 

(1) The Federal Emergency Management 
Agency, including the functions of the Direc-
tor of the Federal Emergency Management 
Agency relating thereto. 

(2) The Integrated Hazard Information Sys-
tem of the National Oceanic and Atmos-
pheric Administration, which shall be re-
named ‘‘FIRESAT’’. 

(3) The National Domestic Preparedness 
Office of the Federal Bureau of Investiga-
tion, including the functions of the Attorney 
General relating thereto. 

(4) The Domestic Emergency Support 
Teams of the Department of Justice, includ-
ing the functions of the Attorney General re-
lating thereto. 

(5) The Office of Emergency Preparedness, 
the National Disaster Medical System, and 
the Metropolitan Medical Response System 
of the Department of Health and Human 
Services, including the functions of the Sec-
retary of Health and Human Services and the 
Assistant Secretary for Public Health Emer-
gency Preparedness relating thereto. 

(6) The Strategic National Stockpile of the 
Department of Health and Human Services, 
including the functions of the Secretary of 
Health and Human Services relating thereto. 
SEC. 504. NUCLEAR INCIDENT RESPONSE. 

(a) IN GENERAL.—At the direction of the 
Secretary (in connection with an actual or 
threatened terrorist attack, major disaster, 
or other emergency in the United States), 
the Nuclear Incident Response Team shall 
operate as an organizational unit of the De-
partment. While so operating, the Nuclear 
Incident Response Team shall be subject to 
the direction, authority, and control of the 
Secretary. 

(b) RULE OF CONSTRUCTION.—Nothing in 
this title shall be construed to limit the or-
dinary responsibility of the Secretary of En-
ergy and the Administrator of the Environ-
mental Protection Agency for organizing, 
training, equipping, and utilizing their re-
spective entities in the Nuclear Incident Re-
sponse Team, or (subject to the provisions of 
this title) from exercising direction, author-
ity, and control over them when they are not 
operating as a unit of the Department. 
SEC. 505. CONDUCT OF CERTAIN PUBLIC 

HEALTH-RELATED ACTIVITIES. 
(a) IN GENERAL.—With respect to all public 

health-related activities to improve State, 
local, and hospital preparedness and response 
to chemical, biological, radiological, and nu-
clear and other emerging terrorist threats 
carried out by the Department of Health and 
Human Services (including the Public Health 
Service), the Secretary of Health and Human 
Services shall set priorities and preparedness 
goals and further develop a coordinated 
strategy for such activities in collaboration 
with the Secretary. 

(b) EVALUATION OF PROGRESS.—In carrying 
out subsection (a), the Secretary of Health 
and Human Services shall collaborate with 
the Secretary in developing specific bench-
marks and outcome measurements for evalu-
ating progress toward achieving the prior-
ities and goals described in such subsection. 
SEC. 506. DEFINITION. 

In this title, the term ‘‘Nuclear Incident 
Response Team’’ means a resource that in-
cludes—
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(1) those entities of the Department of En-

ergy that perform nuclear or radiological 
emergency support functions (including acci-
dent response, search response, advisory, and 
technical operations functions), radiation 
exposure functions at the medical assistance 
facility known as the Radiation Emergency 
Assistance Center/Training Site (REAC/TS), 
radiological assistance functions, and re-
lated functions; and 

(2) those entities of the Environmental 
Protection Agency that perform such sup-
port functions (including radiological emer-
gency response functions) and related func-
tions. 
SEC. 507. ROLE OF FEDERAL EMERGENCY MAN-

AGEMENT AGENCY. 
(a) IN GENERAL.—The functions of the Fed-

eral Emergency Management Agency include 
the following: 

(1) All functions and authorities prescribed 
by the Robert T. Stafford Disaster Relief and 
Emergency Assistance Act (42 U.S.C. 5121 et 
seq.). 

(2) Carrying out its mission to reduce the 
loss of life and property and protect the Na-
tion from all hazards by leading and sup-
porting the Nation in a comprehensive, risk-
based emergency management program—

(A) of mitigation, by taking sustained ac-
tions to reduce or eliminate long-term risk 
to people and property from hazards and 
their effects; 

(B) of planning for building the emergency 
management profession to prepare effec-
tively for, mitigate against, respond to, and 
recover from any hazard; 

(C) of response, by conducting emergency 
operations to save lives and property 
through positioning emergency equipment 
and supplies, through evacuating potential 
victims, through providing food, water, shel-
ter, and medical care to those in need, and 
through restoring critical public services; 

(D) of recovery, by rebuilding communities 
so individuals, businesses, and governments 
can function on their own, return to normal 
life, and protect against future hazards; and 

(E) of increased efficiencies, by coordi-
nating efforts relating to mitigation, plan-
ning, response, and recovery. 

(b) FEDERAL RESPONSE PLAN.—
(1) ROLE OF FEMA.—Notwithstanding any 

other provision of this Act, the Federal 
Emergency Management Agency shall re-
main the lead agency for the Federal Re-
sponse Plan established under Executive 
Order 12148 (44 Fed. Reg. 43239) and Executive 
Order 12656 (53 Fed. Reg. 47491). 

(2) REVISION OF RESPONSE PLAN.—Not later 
than 60 days after the date of enactment of 
this Act, the Director of the Federal Emer-
gency Management Agency shall revise the 
Federal Response Plan to reflect the estab-
lishment of and incorporate the Department. 
SEC. 508. USE OF NATIONAL PRIVATE SECTOR 

NETWORKS IN EMERGENCY RE-
SPONSE. 

To the maximum extent practicable, the 
Secretary shall use national private sector 
networks and infrastructure for emergency 
response to chemical, biological, radio-
logical, nuclear, or explosive disasters, and 
other major disasters. 
SEC. 509. USE OF COMMERCIALLY AVAILABLE 

TECHNOLOGY, GOODS, AND SERV-
ICES. 

It is the sense of Congress that—
(1) the Secretary should, to the maximum 

extent possible, use off-the-shelf commer-
cially developed technologies to ensure that 
the Department’s information technology 
systems allow the Department to collect, 
manage, share, analyze, and disseminate in-
formation securely over multiple channels of 
communication; and 

(2) in order to further the policy of the 
United States to avoid competing commer-

cially with the private sector, the Secretary 
should rely on commercial sources to supply 
the goods and services needed by the Depart-
ment. 

TITLE VI—TREATMENT OF CHARITABLE 
TRUSTS FOR MEMBERS OF THE ARMED 
FORCES OF THE UNITED STATES AND 
OTHER GOVERNMENTAL ORGANIZA-
TIONS 

SEC. 601. TREATMENT OF CHARITABLE TRUSTS 
FOR MEMBERS OF THE ARMED 
FORCES OF THE UNITED STATES 
AND OTHER GOVERNMENTAL ORGA-
NIZATIONS. 

(a) FINDINGS.—Congress finds the fol-
lowing: 

(1) Members of the Armed Forces of the 
United States defend the freedom and secu-
rity of our Nation. 

(2) Members of the Armed Forces of the 
United States have lost their lives while bat-
tling the evils of terrorism around the world. 

(3) Personnel of the Central Intelligence 
Agency (CIA) charged with the responsibility 
of covert observation of terrorists around 
the world are often put in harm’s way during 
their service to the United States. 

(4) Personnel of the Central Intelligence 
Agency have also lost their lives while bat-
tling the evils of terrorism around the world. 

(5) Employees of the Federal Bureau of In-
vestigation (FBI) and other Federal agencies 
charged with domestic protection of the 
United States put their lives at risk on a 
daily basis for the freedom and security of 
our Nation. 

(6) United States military personnel, CIA 
personnel, FBI personnel, and other Federal 
agents in the service of the United States are 
patriots of the highest order. 

(7) CIA officer Johnny Micheal Spann be-
came the first American to give his life for 
his country in the War on Terrorism de-
clared by President George W. Bush fol-
lowing the terrorist attacks of September 11, 
2001. 

(8) Johnny Micheal Spann left behind a 
wife and children who are very proud of the 
heroic actions of their patriot father. 

(9) Surviving dependents of members of the 
Armed Forces of the United States who lose 
their lives as a result of terrorist attacks or 
military operations abroad receive a $6,000 
death benefit, plus a small monthly benefit. 

(10) The current system of compensating 
spouses and children of American patriots is 
inequitable and needs improvement. 

(b) DESIGNATION OF JOHNNY MICHEAL SPANN 
PATRIOT TRUSTS.—Any charitable corpora-
tion, fund, foundation, or trust (or separate 
fund or account thereof) which otherwise 
meets all applicable requirements under law 
with respect to charitable entities and meets 
the requirements described in subsection (c) 
shall be eligible to characterize itself as a 
‘‘Johnny Micheal Spann Patriot Trust’’. 

(c) REQUIREMENTS FOR THE DESIGNATION OF 
JOHNNY MICHEAL SPANN PATRIOT TRUSTS.—
The requirements described in this sub-
section are as follows: 

(1) Not taking into account funds or dona-
tions reasonably necessary to establish a 
trust, at least 85 percent of all funds or dona-
tions (including any earnings on the invest-
ment of such funds or donations) received or 
collected by any Johnny Micheal Spann Pa-
triot Trust must be distributed to (or, if 
placed in a private foundation, held in trust 
for) surviving spouses, children, or dependent 
parents, grandparents, or siblings of 1 or 
more of the following: 

(A) members of the Armed Forces of the 
United States; 

(B) personnel, including contractors, of 
elements of the intelligence community, as 
defined in section 3(4) of the National Secu-
rity Act of 1947; 

(C) employees of the Federal Bureau of In-
vestigation; and 

(D) officers, employees, or contract em-
ployees of the United States Government,

whose deaths occur in the line of duty and 
arise out of terrorist attacks, military oper-
ations, intelligence operations, or law en-
forcement operations or accidents connected 
with activities occurring after September 11, 
2001, and related to domestic or foreign ef-
forts to curb international terrorism, includ-
ing the Authorization for Use of Military 
Force (Public Law 107–40; 115 Stat. 224). 

(2) Other than funds or donations reason-
ably necessary to establish a trust, not more 
than 15 percent of all funds or donations (or 
15 percent of annual earnings on funds in-
vested in a private foundation) may be used 
for administrative purposes. 

(3) No part of the net earnings of any John-
ny Micheal Spann Patriot Trust may inure 
to the benefit of any individual based solely 
on the position of such individual as a share-
holder, an officer or employee of such Trust. 

(4) None of the activities of any Johnny 
Micheal Spann Patriot Trust shall be con-
ducted in a manner inconsistent with any 
law that prohibits attempting to influence 
legislation. 

(5) No Johnny Micheal Spann Patriot 
Trust may participate in or intervene in any 
political campaign on behalf of (or in opposi-
tion to) any candidate for public office, in-
cluding by publication or distribution of 
statements. 

(6) Each Johnny Micheal Spann Patriot 
Trust shall comply with the instructions and 
directions of the Director of Central Intel-
ligence, the Attorney General, or the Sec-
retary of Defense relating to the protection 
of intelligence sources and methods, sen-
sitive law enforcement information, or other 
sensitive national security information, in-
cluding methods for confidentially dis-
bursing funds. 

(7) Each Johnny Micheal Spann Patriot 
Trust that receives annual contributions to-
taling more than $1,000,000 must be audited 
annually by an independent certified public 
accounting firm. Such audits shall be filed 
with the Internal Revenue Service, and shall 
be open to public inspection, except that the 
conduct, filing, and availability of the audit 
shall be consistent with the protection of in-
telligence sources and methods, of sensitive 
law enforcement information, and of other 
sensitive national security information. 

(8) Each Johnny Micheal Spann Patriot 
Trust shall make distributions to bene-
ficiaries described in paragraph (1) at least 
once every calendar year, beginning not 
later than 12 months after the formation of 
such Trust, and all funds and donations re-
ceived and earnings not placed in a private 
foundation dedicated to such beneficiaries 
must be distributed within 36 months after 
the end of the fiscal year in which such 
funds, donations, and earnings are received. 

(9)(A) When determining the amount of a 
distribution to any beneficiary described in 
paragraph (1), a Johnny Micheal Spann Pa-
triot Trust should take into account the 
amount of any collateral source compensa-
tion that the beneficiary has received or is 
entitled to receive as a result of the death of 
an individual described in paragraph (1). 

(B) Collateral source compensation in-
cludes all compensation from collateral 
sources, including life insurance, pension 
funds, death benefit programs, and payments 
by Federal, State, or local governments re-
lated to the death of an individual described 
in paragraph (1). 

(d) TREATMENT OF JOHNNY MICHEAL SPANN 
PATRIOT TRUSTS.—Each Johnny Micheal 
Spann Patriot Trust shall refrain from con-
ducting the activities described in clauses (i) 
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and (ii) of section 301(20)(A) of the Federal 
Election Campaign Act of 1971 so that a gen-
eral solicitation of funds by an individual de-
scribed in paragraph (1) of section 323(e) of 
such Act will be permissible if such solicita-
tion meets the requirements of paragraph 
(4)(A) of such section. 

(e) NOTIFICATION OF TRUST BENE-
FICIARIES.—Notwithstanding any other provi-
sion of law, and in a manner consistent with 
the protection of intelligence sources and 
methods and sensitive law enforcement in-
formation, and other sensitive national secu-
rity information, the Secretary of Defense, 
the Director of the Federal Bureau of Inves-
tigation, or the Director of Central Intel-
ligence, or their designees, as applicable, 
may forward information received from an 
executor, administrator, or other legal rep-
resentative of the estate of a decedent de-
scribed in subparagraph (A), (B), (C), or (D) 
of subsection (c)(1), to a Johnny Micheal 
Spann Patriot Trust on how to contact indi-
viduals eligible for a distribution under sub-
section (c)(1) for the purpose of providing as-
sistance from such Trust; provided that, nei-
ther forwarding nor failing to forward any 
information under this subsection shall cre-
ate any cause of action against any Federal 
department, agency, officer, agent, or em-
ployee. 

(f) REGULATIONS.—Not later than 90 days 
after the date of enactment of this Act, the 
Secretary of Defense, in coordination with 
the Attorney General, the Director of the 
Federal Bureau of Investigation, and the Di-
rector of Central Intelligence, shall prescribe 
regulations to carry out this section. 

TITLE VII—MANAGEMENT 
SEC. 701. UNDER SECRETARY FOR MANAGEMENT. 

(a) IN GENERAL.—The Secretary, acting 
through the Under Secretary for Manage-
ment, shall be responsible for the manage-
ment and administration of the Department, 
including the following: 

(1) The budget, appropriations, expendi-
tures of funds, accounting, and finance. 

(2) Procurement. 
(3) Human resources and personnel. 
(4) Information technology and commu-

nications systems. 
(5) Facilities, property, equipment, and 

other material resources. 
(6) Security for personnel, information 

technology and communications systems, fa-
cilities, property, equipment, and other ma-
terial resources. 

(7) Identification and tracking of perform-
ance measures relating to the responsibil-
ities of the Department. 

(8) Grants and other assistance manage-
ment programs. 

(9) The transition and reorganization proc-
ess, to ensure an efficient and orderly trans-
fer of functions and personnel to the Depart-
ment, including the development of a transi-
tion plan. 

(10) The conduct of internal audits and 
management analyses of the programs and 
activities of the Department. 

(11) Any other management duties that the 
Secretary may designate.

(b) IMMIGRATION.—
(1) IN GENERAL.—In addition to the respon-

sibilities described in subsection (a), the 
Under Secretary for Management shall be re-
sponsible for the following: 

(A) Maintenance of all immigration statis-
tical information of the Bureau of Border Se-
curity and the Bureau of Citizenship and Im-
migration Services. Such statistical infor-
mation shall include information and statis-
tics of the type contained in the publication 
entitled ‘‘Statistical Yearbook of the Immi-
gration and Naturalization Service’’ pre-
pared by the Immigration and Naturaliza-
tion Service (as in effect immediately before 

the date on which the transfer of functions 
specified under section 441 takes effect), in-
cluding region-by-region statistics on the ag-
gregate number of applications and petitions 
filed by an alien (or filed on behalf of an 
alien) and denied by such bureau, and the 
reasons for such denials, disaggregated by 
category of denial and application or peti-
tion type. 

(B) Establishment of standards of reli-
ability and validity for immigration statis-
tics collected by such bureaus. 

(2) TRANSFER OF FUNCTIONS.—In accordance 
with title XV, there shall be transferred to 
the Under Secretary for Management all 
functions performed immediately before 
such transfer occurs by the Statistics 
Branch of the Office of Policy and Planning 
of the Immigration and Naturalization Serv-
ice with respect to the following programs: 

(A) The Border Patrol program. 
(B) The detention and removal program. 
(C) The intelligence program. 
(D) The investigations program. 
(E) The inspections program. 
(F) Adjudication of immigrant visa peti-

tions. 
(G) Adjudication of naturalization peti-

tions. 
(H) Adjudication of asylum and refugee ap-

plications. 
(I) Adjudications performed at service cen-

ters. 
(J) All other adjudications performed by 

the Immigration and Naturalization Service. 

SEC. 702. CHIEF FINANCIAL OFFICER. 

The Chief Financial Officer shall report to 
the Secretary, or to another official of the 
Department, as the Secretary may direct. 

SEC. 703. CHIEF INFORMATION OFFICER. 

The Chief Information Officer shall report 
to the Secretary, or to another official of the 
Department, as the Secretary may direct. 

SEC. 704. CHIEF HUMAN CAPITAL OFFICER. 

The Chief Human Capital Officer shall re-
port to the Secretary, or to another official 
of the Department, as the Secretary may di-
rect and shall ensure that all employees of 
the Department are informed of their rights 
and remedies under chapters 12 and 23 of 
title 5, United States Code, by—

(1) participating in the 2302(c) Certification 
Program of the Office of Special Counsel; 

(2) achieving certification from the Office 
of Special Counsel of the Department’s com-
pliance with section 2302(c) of title 5, United 
States Code; and 

(3) informing Congress of such certification 
not later than 24 months after the date of en-
actment of this Act. 

SEC. 705. ESTABLISHMENT OF OFFICER FOR 
CIVIL RIGHTS AND CIVIL LIBERTIES. 

(a) IN GENERAL.—The Secretary shall ap-
point in the Department an Officer for Civil 
Rights and Civil Liberties, who shall—

(1) review and assess information alleging 
abuses of civil rights, civil liberties, and ra-
cial and ethnic profiling by employees and 
officials of the Department; and 

(2) make public through the Internet, 
radio, television, or newspaper advertise-
ments information on the responsibilities 
and functions of, and how to contact, the Of-
ficer. 

(b) REPORT.—The Secretary shall submit to 
the President of the Senate, the Speaker of 
the House of Representatives, and the appro-
priate committees and subcommittees of 
Congress on an annual basis a report on the 
implementation of this section, including 
the use of funds appropriated to carry out 
this section, and detailing any allegations of 
abuses described under subsection (a)(1) and 
any actions taken by the Department in re-
sponse to such allegations.

SEC. 706. CONSOLIDATION AND CO-LOCATION OF 
OFFICES. 

Not later than 1 year after the date of the 
enactment of this Act, the Secretary shall 
develop and submit to Congress a plan for 
consolidating and co-locating—

(1) any regional offices or field offices of 
agencies that are transferred to the Depart-
ment under this Act, if such officers are lo-
cated in the same municipality; and 

(2) portions of regional and field offices of 
other Federal agencies, to the extent such 
offices perform functions that are trans-
ferred to the Secretary under this Act. 

TITLE VIII—COORDINATION WITH NON-
FEDERAL ENTITIES; INSPECTOR GEN-
ERAL; UNITED STATES SECRET SERV-
ICE; COAST GUARD; GENERAL PROVI-
SIONS 

Subtitle A—Coordination with Non-Federal 
Entities 

SEC. 801. OFFICE FOR STATE AND LOCAL GOV-
ERNMENT COORDINATION. 

(a) ESTABLISHMENT.—There is established 
within the Office of the Secretary the Office 
for State and Local Government Coordina-
tion, to oversee and coordinate departmental 
programs for and relationships with State 
and local governments. 

(b) RESPONSIBILITIES.—The Office estab-
lished under subsection (a) shall—

(1) coordinate the activities of the Depart-
ment relating to State and local govern-
ment; 

(2) assess, and advocate for, the resources 
needed by State and local government to im-
plement the national strategy for combating 
terrorism; 

(3) provide State and local government 
with regular information, research, and tech-
nical support to assist local efforts at secur-
ing the homeland; and 

(4) develop a process for receiving mean-
ingful input from State and local govern-
ment to assist the development of the na-
tional strategy for combating terrorism and 
other homeland security activities. 

Subtitle B—Inspector General 
SEC. 811. AUTHORITY OF THE SECRETARY. 

(a) IN GENERAL.—Notwithstanding the last 
two sentences of section 3(a) of the Inspector 
General Act of 1978, the Inspector General 
shall be under the authority, direction, and 
control of the Secretary with respect to au-
dits or investigations, or the issuance of sub-
poenas, that require access to sensitive in-
formation concerning—

(1) intelligence, counterintelligence, or 
counterterrorism matters; 

(2) ongoing criminal investigations or pro-
ceedings; 

(3) undercover operations; 
(4) the identity of confidential sources, in-

cluding protected witnesses; 
(5) other matters the disclosure of which 

would, in the Secretary’s judgment, con-
stitute a serious threat to the protection of 
any person or property authorized protection 
by section 3056 of title 18, United States 
Code, section 202 of title 3 of such Code, or 
any provision of the Presidential Protection 
Assistance Act of 1976; or 

(6) other matters the disclosure of which 
would, in the Secretary’s judgment, con-
stitute a serious threat to national security. 

(b) PROHIBITION OF CERTAIN INVESTIGA-
TIONS.—With respect to the information de-
scribed in subsection (a), the Secretary may 
prohibit the Inspector General from carrying 
out or completing any audit or investiga-
tion, or from issuing any subpoena, after 
such Inspector General has decided to ini-
tiate, carry out, or complete such audit or 
investigation or to issue such subpoena, if 
the Secretary determines that such prohibi-
tion is necessary to prevent the disclosure of 
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any information described in subsection (a), 
to preserve the national security, or to pre-
vent a significant impairment to the inter-
ests of the United States.

(c) NOTIFICATION REQUIRED.—If the Sec-
retary exercises any power under subsection 
(a) or (b), the Secretary shall notify the In-
spector General of the Department in writ-
ing stating the reasons for such exercise. 
Within 30 days after receipt of any such no-
tice, the Inspector General shall transmit a 
copy of such notice and a written response 
thereto that includes—

(1) a statement as to whether the Inspector 
General agrees or disagrees with such exer-
cise; and 

(2) the reasons for any disagreement, to 
the President of the Senate and the Speaker 
of the House of Representatives and to ap-
propriate committees and subcommittees of 
Congress. 

(d) ACCESS TO INFORMATION BY CONGRESS.—
The exercise of authority by the Secretary 
described in subsection (b) should not be con-
strued as limiting the right of Congress or 
any committee of Congress to access any in-
formation it seeks. 

(e) OVERSIGHT RESPONSIBILITY—The Inspec-
tor General Act of 1978 (5 U.S.C. App.) is 
amended by inserting after section 8I the fol-
lowing: 

‘‘SPECIAL PROVISIONS CONCERNING THE 
DEPARTMENT OF HOMELAND SECURITY 

‘‘SEC. 8J. Notwithstanding any other provi-
sion of law, in carrying out the duties and 
responsibilities specified in this Act, the In-
spector General of the Department of Home-
land Security shall have oversight responsi-
bility for the internal investigations per-
formed by the Office of Internal Affairs of 
the United States Customs Service and the 
Office of Inspections of the United States Se-
cret Service. The head of each such office 
shall promptly report to the Inspector Gen-
eral the significant activities being carried 
out by such office.’’. 
SEC. 812. LAW ENFORCEMENT POWERS OF IN-

SPECTOR GENERAL AGENTS. 
(a) IN GENERAL.—Section 6 of the Inspector 

General Act of 1978 (5 U.S.C. App.) is amend-
ed by adding at the end the following: 

‘‘(e)(1) In addition to the authority other-
wise provided by this Act, each Inspector 
General appointed under section 3, any As-
sistant Inspector General for Investigations 
under such an Inspector General, and any 
special agent supervised by such an Assist-
ant Inspector General may be authorized by 
the Attorney General to—

‘‘(A) carry a firearm while engaged in offi-
cial duties as authorized under this Act or 
other statute, or as expressly authorized by 
the Attorney General; 

‘‘(B) make an arrest without a warrant 
while engaged in official duties as authorized 
under this Act or other statute, or as ex-
pressly authorized by the Attorney General, 
for any offense against the United States 
committed in the presence of such Inspector 
General, Assistant Inspector General, or 
agent, or for any felony cognizable under the 
laws of the United States if such Inspector 
General, Assistant Inspector General, or 
agent has reasonable grounds to believe that 
the person to be arrested has committed or 
is committing such felony; and 

‘‘(C) seek and execute warrants for arrest, 
search of a premises, or seizure of evidence 
issued under the authority of the United 
States upon probable cause to believe that a 
violation has been committed. 

‘‘(2) The Attorney General may authorize 
exercise of the powers under this subsection 
only upon an initial determination that—

‘‘(A) the affected Office of Inspector Gen-
eral is significantly hampered in the per-
formance of responsibilities established by 

this Act as a result of the lack of such pow-
ers; 

‘‘(B) available assistance from other law 
enforcement agencies is insufficient to meet 
the need for such powers; and 

‘‘(C) adequate internal safeguards and 
management procedures exist to ensure 
proper exercise of such powers. 

‘‘(3) The Inspector General offices of the 
Department of Commerce, Department of 
Education, Department of Energy, Depart-
ment of Health and Human Services, Depart-
ment of Homeland Security, Department of 
Housing and Urban Development, Depart-
ment of the Interior, Department of Justice, 
Department of Labor, Department of State, 
Department of Transportation, Department 
of the Treasury, Department of Veterans Af-
fairs, Agency for International Development, 
Environmental Protection Agency, Federal 
Deposit Insurance Corporation, Federal 
Emergency Management Agency, General 
Services Administration, National Aero-
nautics and Space Administration, Nuclear 
Regulatory Commission, Office of Personnel 
Management, Railroad Retirement Board, 
Small Business Administration, Social Secu-
rity Administration, and the Tennessee Val-
ley Authority are exempt from the require-
ment of paragraph (2) of an initial deter-
mination of eligibility by the Attorney Gen-
eral. 

‘‘(4) The Attorney General shall promul-
gate, and revise as appropriate, guidelines 
which shall govern the exercise of the law 
enforcement powers established under para-
graph (1). 

‘‘(5)(A) Powers authorized for an Office of 
Inspector General under paragraph (1) may 
be rescinded or suspended upon a determina-
tion by the Attorney General that any of the 
requirements under paragraph (2) is no 
longer satisfied or that the exercise of au-
thorized powers by that Office of Inspector 
General has not complied with the guidelines 
promulgated by the Attorney General under 
paragraph (4). 

‘‘(B) Powers authorized to be exercised by 
any individual under paragraph (1) may be 
rescinded or suspended with respect to that 
individual upon a determination by the At-
torney General that such individual has not 
complied with guidelines promulgated by the 
Attorney General under paragraph (4). 

‘‘(6) A determination by the Attorney Gen-
eral under paragraph (2) or (5) shall not be 
reviewable in or by any court. 

‘‘(7) To ensure the proper exercise of the 
law enforcement powers authorized by this 
subsection, the Offices of Inspector General 
described under paragraph (3) shall, not later 
than 180 days after the date of enactment of 
this subsection, collectively enter into a 
memorandum of understanding to establish 
an external review process for ensuring that 
adequate internal safeguards and manage-
ment procedures continue to exist within 
each Office and within any Office that later 
receives an authorization under paragraph 
(2). The review process shall be established in 
consultation with the Attorney General, who 
shall be provided with a copy of the memo-
randum of understanding that establishes 
the review process. Under the review process, 
the exercise of the law enforcement powers 
by each Office of Inspector General shall be 
reviewed periodically by another Office of In-
spector General or by a committee of Inspec-
tors General. The results of each review shall 
be communicated in writing to the applica-
ble Inspector General and to the Attorney 
General. 

‘‘(8) No provision of this subsection shall 
limit the exercise of law enforcement powers 
established under any other statutory au-
thority, including United States Marshals 
Service special deputation.’’. 

(b) PROMULGATION OF INITIAL GUIDELINES.—

(1) DEFINITION.—In this subsection, the 
term ‘‘memoranda of understanding’’ means 
the agreements between the Department of 
Justice and the Inspector General offices de-
scribed under section 6(e)(3) of the Inspector 
General Act of 1978 (5 U.S.C. App) (as added 
by subsection (a) of this section) that—

(A) are in effect on the date of enactment 
of this Act; and 

(B) authorize such offices to exercise au-
thority that is the same or similar to the au-
thority under section 6(e)(1) of such Act. 

(2) IN GENERAL.—Not later than 180 days 
after the date of enactment of this Act, the 
Attorney General shall promulgate guide-
lines under section 6(e)(4) of the Inspector 
General Act of 1978 (5 U.S.C. App) (as added 
by subsection (a) of this section) applicable 
to the Inspector General offices described 
under section 6(e)(3) of that Act. 

(3) MINIMUM REQUIREMENTS.—The guide-
lines promulgated under this subsection 
shall include, at a minimum, the operational 
and training requirements in the memoranda 
of understanding. 

(4) NO LAPSE OF AUTHORITY.—The memo-
randa of understanding in effect on the date 
of enactment of this Act shall remain in ef-
fect until the guidelines promulgated under 
this subsection take effect. 

(c) EFFECTIVE DATES.—
(1) IN GENERAL.—Subsection (a) shall take 

effect 180 days after the date of enactment of 
this Act. 

(2) INITIAL GUIDELINES.—Subsection (b) 
shall take effect on the date of enactment of 
this Act. 

Subtitle C—United States Secret Service 
SEC. 821. FUNCTIONS TRANSFERRED. 

In accordance with title XV, there shall be 
transferred to the Secretary the functions, 
personnel, assets, and obligations of the 
United States Secret Service, which shall be 
maintained as a distinct entity within the 
Department, including the functions of the 
Secretary of the Treasury relating thereto. 

Subtitle D—Acquisitions 
SEC. 831. RESEARCH AND DEVELOPMENT 

PROJECTS. 
(a) AUTHORITY.—During the 5-year period 

following the effective date of this Act, the 
Secretary may carry out a pilot program 
under which the Secretary may exercise the 
following authorities: 

(1) IN GENERAL.—When the Secretary car-
ries out basic, applied, and advanced re-
search and development projects, including 
the expenditure of funds for such projects, 
the Secretary may exercise the same author-
ity (subject to the same limitations and con-
ditions) with respect to such research and 
projects as the Secretary of Defense may ex-
ercise under section 2371 of title 10, United 
States Code (except for subsections (b) and 
(f)), after making a determination that the 
use of a contract, grant, or cooperative 
agreement for such project is not feasible or 
appropriate. The annual report required 
under subsection (b) of this section, as ap-
plied to the Secretary by this paragraph, 
shall be submitted to the President of the 
Senate and the Speaker of the House of Rep-
resentatives. 

(2) PROTOTYPE PROJECTS.—The Secretary 
may, under the authority of paragraph (1), 
carry out prototype projects in accordance 
with the requirements and conditions pro-
vided for carrying out prototype projects 
under section 845 of the National Defense Au-
thorization Act for Fiscal Year 1994 (Public 
Law 103–160). In applying the authorities of 
that section 845, subsection (c) of that sec-
tion shall apply with respect to prototype 
projects under this paragraph, and the Sec-
retary shall perform the functions of the 
Secretary of Defense under subsection (d) 
thereof. 
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(b) REPORT.—Not later than 2 years after 

the effective date of this Act, and annually 
thereafter, the Comptroller General shall re-
port to the Committee on Government Re-
form of the House of Representatives and the 
Committee on Governmental Affairs of the 
Senate on—

(1) whether use of the authorities described 
in subsection (a) attracts nontraditional 
Government contractors and results in the 
acquisition of needed technologies; and 

(2) if such authorities were to be made per-
manent, whether additional safeguards are 
needed with respect to the use of such au-
thorities. 

(c) PROCUREMENT OF TEMPORARY AND 
INTERMITTENT SERVICES.—The Secretary 
may—

(1) procure the temporary or intermittent 
services of experts or consultants (or organi-
zations thereof) in accordance with section 
3109(b) of title 5, United States Code; and 

(2) whenever necessary due to an urgent 
homeland security need, procure temporary 
(not to exceed 1 year) or intermittent per-
sonal services, including the services of ex-
perts or consultants (or organizations there-
of), without regard to the pay limitations of 
such section 3109. 

(d) DEFINITION OF NONTRADITIONAL GOVERN-
MENT CONTRACTOR.—In this section, the term 
‘‘nontraditional Government contractor’’ 
has the same meaning as the term 
‘‘nontraditional defense contractor’’ as de-
fined in section 845(e) of the National De-
fense Authorization Act for Fiscal Year 1994 
(Public Law 103–160; 10 U.S.C. 2371 note). 
SEC. 832. PERSONAL SERVICES. 

The Secretary—
(1) may procure the temporary or intermit-

tent services of experts or consultants (or or-
ganizations thereof) in accordance with sec-
tion 3109 of title 5, United States Code; and 

(2) may, whenever necessary due to an ur-
gent homeland security need, procure tem-
porary (not to exceed 1 year) or intermittent 
personal services, including the services of 
experts or consultants (or organizations 
thereof), without regard to the pay limita-
tions of such section 3109. 
SEC. 833. SPECIAL STREAMLINED ACQUISITION 

AUTHORITY. 
(a) AUTHORITY.—
(1) IN GENERAL.—The Secretary may use 

the authorities set forth in this section with 
respect to any procurement made during the 
period beginning on the effective date of this 
Act and ending September 30, 2007, if the 
Secretary determines in writing that the 
mission of the Department (as described in 
section 101) would be seriously impaired 
without the use of such authorities. 

(2) DELEGATION.—The authority to make 
the determination described in paragraph (1) 
may not be delegated by the Secretary to an 
officer of the Department who is not ap-
pointed by the President with the advice and 
consent of the Senate. 

(3) NOTIFICATION.—Not later than the date 
that is 7 days after the date of any deter-
mination under paragraph (1), the Secretary 
shall submit to the Committee on Govern-
ment Reform of the House of Representa-
tives and the Committee on Governmental 
Affairs of the Senate—

(A) notification of such determination; and 
(B) the justification for such determina-

tion. 
(b) INCREASED MICRO-PURCHASE THRESHOLD 

FOR CERTAIN PROCUREMENTS.—
(1) IN GENERAL.—The Secretary may des-

ignate certain employees of the Department 
to make procurements described in sub-
section (a) for which in the administration of 
section 32 of the Office of Federal Procure-
ment Policy Act (41 U.S.C. 428) the amount 
specified in subsections (c), (d), and (f) of 
such section 32 shall be deemed to be $7,500. 

(2) NUMBER OF EMPLOYEES.—The number of 
employees designated under paragraph (1) 
shall be—

(A) fewer than the number of employees of 
the Department who are authorized to make 
purchases without obtaining competitive 
quotations, pursuant to section 32(c) of the 
Office of Federal Procurement Policy Act (41 
U.S.C. 428(c)); 

(B) sufficient to ensure the geographic dis-
persal of the availability of the use of the 
procurement authority under such paragraph 
at locations reasonably considered to be po-
tential terrorist targets; and 

(C) sufficiently limited to allow for the 
careful monitoring of employees designated 
under such paragraph. 

(3) REVIEW.—Procurements made under the 
authority of this subsection shall be subject 
to review by a designated supervisor on not 
less than a monthly basis. The supervisor re-
sponsible for the review shall be responsible 
for no more than 7 employees making pro-
curements under this subsection. 

(c) SIMPLIFIED ACQUISITION PROCEDURES.—
(1) IN GENERAL.—With respect to a procure-

ment described in subsection (a), the Sec-
retary may deem the simplified acquisition 
threshold referred to in section 4(11) of the 
Office of Federal Procurement Policy Act (41 
U.S.C. 403(11)) to be—

(A) in the case of a contract to be awarded 
and performed, or purchase to be made, with-
in the United States, $200,000; and 

(B) in the case of a contract to be awarded 
and performed, or purchase to be made, out-
side of the United States, $300,000. 

(2) CONFORMING AMENDMENTS.—Section 
18(c)(1) of the Office of Federal Procurement 
Policy Act is amended—

(A) by striking ‘‘or’’ at the end of subpara-
graph (F); 

(B) by striking the period at the end of 
subparagraph (G) and inserting ‘‘; or’’; and 

(C) by adding at the end the following: 
‘‘(H) the procurement is by the Secretary 

of Homeland Security pursuant to the spe-
cial procedures provided in section 833(c) of 
the Homeland Security Act of 2002.’’. 

(d) APPLICATION OF CERTAIN COMMERCIAL 
ITEMS AUTHORITIES.—

(1) IN GENERAL.—With respect to a procure-
ment described in subsection (a), the Sec-
retary may deem any item or service to be a 
commercial item for the purpose of Federal 
procurement laws. 

(2) LIMITATION.—The $5,000,000 limitation 
provided in section 31(a)(2) of the Office of 
Federal Procurement Policy Act (41 U.S.C. 
427(a)(2)) and section 303(g)(1)(B) of the Fed-
eral Property and Administrative Services 
Act of 1949 (41 U.S.C. 253(g)(1)(B)) shall be 
deemed to be $7,500,000 for purposes of prop-
erty or services under the authority of this 
subsection. 

(3) CERTAIN AUTHORITY.—Authority under a 
provision of law referred to in paragraph (2) 
that expires under section 4202(e) of the 
Clinger-Cohen Act of 1996 (divisions D and E 
of Public Law 104–106; 10 U.S.C. 2304 note) 
shall, notwithstanding such section, con-
tinue to apply for a procurement described in 
subsection (a). 

(e) REPORT.—Not later than 180 days after 
the end of fiscal year 2005, the Comptroller 
General shall submit to the Committee on 
Governmental Affairs of the Senate and the 
Committee on Government Reform of the 
House of Representatives a report on the use 
of the authorities provided in this section. 
The report shall contain the following: 

(1) An assessment of the extent to which 
property and services acquired using au-
thorities provided under this section contrib-
uted to the capacity of the Federal work-
force to facilitate the mission of the Depart-
ment as described in section 101. 

(2) An assessment of the extent to which 
prices for property and services acquired 
using authorities provided under this section 
reflected the best value. 

(3) The number of employees designated by 
each executive agency under subsection 
(b)(1). 

(4) An assessment of the extent to which 
the Department has implemented sub-
sections (b)(2) and (b)(3) to monitor the use 
of procurement authority by employees des-
ignated under subsection (b)(1). 

(5) Any recommendations of the Comp-
troller General for improving the effective-
ness of the implementation of the provisions 
of this section. 
SEC. 834. UNSOLICITED PROPOSALS. 

(a) REGULATIONS REQUIRED.—Within 1 year 
of the date of enactment of this Act, the 
Federal Acquisition Regulation shall be re-
vised to include regulations with regard to 
unsolicited proposals. 

(b) CONTENT OF REGULATIONS.—The regula-
tions prescribed under subsection (a) shall 
require that before initiating a comprehen-
sive evaluation, an agency contact point 
shall consider, among other factors, that the 
proposal—

(1) is not submitted in response to a pre-
viously published agency requirement; and 

(2) contains technical and cost information 
for evaluation and overall scientific, tech-
nical or socioeconomic merit, or cost-related 
or price-related factors. 
SEC. 835. PROHIBITION ON CONTRACTS WITH 

CORPORATE EXPATRIATES. 
(a) IN GENERAL.—The Secretary may not 

enter into any contract with a foreign incor-
porated entity which is treated as an in-
verted domestic corporation under sub-
section (b). 

(b) INVERTED DOMESTIC CORPORATION.—For 
purposes of this section, a foreign incor-
porated entity shall be treated as an in-
verted domestic corporation if, pursuant to a 
plan (or a series of related transactions)—

(1) the entity completes after the date of 
enactment of this Act, the direct or indirect 
acquisition of substantially all of the prop-
erties held directly or indirectly by a domes-
tic corporation or substantially all of the 
properties constituting a trade or business of 
a domestic partnership; 

(2) after the acquisition at least 80 percent 
of the stock (by vote or value) of the entity 
is held—

(A) in the case of an acquisition with re-
spect to a domestic corporation, by former 
shareholders of the domestic corporation by 
reason of holding stock in the domestic cor-
poration; or 

(B) in the case of an acquisition with re-
spect to a domestic partnership, by former 
partners of the domestic partnership by rea-
son of holding a capital or profits interest in 
the domestic partnership; and 

(3) the expanded affiliated group which 
after the acquisition includes the entity does 
not have substantial business activities in 
the foreign country in which or under the 
law of which the entity is created or orga-
nized when compared to the total business 
activities of such expanded affiliated group. 

(c) DEFINITIONS AND SPECIAL RULES.—
(1) RULES FOR APPLICATION OF SUBSECTION 

(b).—In applying subsection (b) for purposes 
of subsection (a), the following rules shall 
apply: 

(A) CERTAIN STOCK DISREGARDED.—There 
shall not be taken into account in deter-
mining ownership for purposes of subsection 
(b)(2)—

(i) stock held by members of the expanded 
affiliated group which includes the foreign 
incorporated entity; or 

(ii) stock of such entity which is sold in a 
public offering related to the acquisition de-
scribed in subsection (b)(1). 
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(B) PLAN DEEMED IN CERTAIN CASES.—If a 

foreign incorporated entity acquires directly 
or indirectly substantially all of the prop-
erties of a domestic corporation or partner-
ship during the 4-year period beginning on 
the date which is after the date of enactment 
of this Act and which is 2 years before the 
ownership requirements of subsection (b)(2) 
are met, such actions shall be treated as pur-
suant to a plan. 

(C) CERTAIN TRANSFERS DISREGARDED.—The 
transfer of properties or liabilities (including 
by contribution or distribution) shall be dis-
regarded if such transfers are part of a plan 
a principal purpose of which is to avoid the 
purposes of this section. 

(D) SPECIAL RULE FOR RELATED PARTNER-
SHIPS.—For purposes of applying subsection 
(b) to the acquisition of a domestic partner-
ship, except as provided in regulations, all 
domestic partnerships which are under com-
mon control (within the meaning of section 
482 of the Internal Revenue Code of 1986) 
shall be treated as I partnership. 

(E) TREATMENT OF CERTAIN RIGHTS.—The 
Secretary shall prescribe such regulations as 
may be necessary to—

(i) treat warrants, options, contracts to ac-
quire stock, convertible debt instruments, 
and other similar interests as stock; and 

(ii) treat stock as not stock. 
(2) EXPANDED AFFILIATED GROUP.—The term 

‘‘expanded affiliated group’’ means an affili-
ated group as defined in section 1504(a) of the 
Internal Revenue Code of 1986 (without re-
gard to section 1504(b) of such Code), except 
that section 1504 of such Code shall be ap-
plied by substituting ‘‘more than 50 percent’’ 
for ‘‘at least 80 percent’’ each place it ap-
pears. 

(3) FOREIGN INCORPORATED ENTITY.—The 
term ‘‘foreign incorporated entity’’ means 
any entity which is, or but for subsection (b) 
would be, treated as a foreign corporation for 
purposes of the Internal Revenue Code of 
1986. 

(4) OTHER DEFINITIONS.—The terms 
‘‘person’’, ‘‘domestic’’, and ‘‘foreign’’ have 
the meanings given such terms by para-
graphs (1), (4), and (5) of section 7701 (a) of 
the Internal Revenue Code of 1986, respec-
tively. 

(d) WAIVERS.—The Secretary shall waive 
subsection (a) with respect to any specific 
contract if the Secretary determines that 
the waiver is required in the interest of 
homeland security, or to prevent the loss of 
any jobs in the United States or prevent the 
Government from incurring any additional 
costs that otherwise would not occur. 

Subtitle E—Human Resources Management 

SEC. 841. ESTABLISHMENT OF HUMAN RE-
SOURCES MANAGEMENT SYSTEM. 

(a) AUTHORITY.—
(1) SENSE OF CONGRESS.—It is the sense of 

Congress that—
(A) it is extremely important that employ-

ees of the Department be allowed to partici-
pate in a meaningful way in the creation of 
any human resources management system 
affecting them; 

(B) such employees have the most direct 
knowledge of the demands of their jobs and 
have a direct interest in ensuring that their 
human resources management system is con-
ducive to achieving optimal operational effi-
ciencies; 

(C) the 21st century human resources man-
agement system envisioned for the Depart-
ment should be one that benefits from the 
input of its employees; and 

(D) this collaborative effort will help se-
cure our homeland. 

(2) IN GENERAL.—Subpart I of part III of 
title 5, United States Code, is amended by 
adding at the end the following:

‘‘CHAPTER 97—DEPARTMENT OF 
HOMELAND SECURITY

‘‘Sec. 
‘‘9701. Establishment of human resources 

management system.
‘‘§ 9701. Establishment of human resources 

management system 
‘‘(a) IN GENERAL.—Notwithstanding any 

other provision of this part, the Secretary of 
Homeland Security may, in regulations pre-
scribed jointly with the Director of the Of-
fice of Personnel Management, establish, and 
from time to time adjust, a human resources 
management system for some or all of the 
organizational units of the Department of 
Homeland Security. 

‘‘(b) SYSTEM REQUIREMENTS.—Any system 
established under subsection (a) shall—

‘‘(1) be flexible; 
‘‘(2) be contemporary; 
‘‘(3) not waive, modify, or otherwise af-

fect—
‘‘(A) the public employment principles of 

merit and fitness set forth in section 2301, in-
cluding the principles of hiring based on 
merit, fair treatment without regard to po-
litical affiliation or other nonmerit consider-
ations, equal pay for equal work, and protec-
tion of employees against reprisal for whis-
tleblowing; 

‘‘(B) any provision of section 2302, relating 
to prohibited personnel practices; 

‘‘(C)(i) any provision of law referred to in 
section 2302(b)(1), (8), and (9); or 

‘‘(ii) any provision of law implementing 
any provision of law referred to in section 
2302(b)(1), (8), and (9) by—

‘‘(I) providing for equal employment oppor-
tunity through affirmative action; or 

‘‘(II) providing any right or remedy avail-
able to any employee or applicant for em-
ployment in the civil service; 

‘‘(D) any other provision of this part (as 
described in subsection (c)); or 

‘‘(E) any rule or regulation prescribed 
under any provision of law referred to in any 
of the preceding subparagraphs of this para-
graph; 

‘‘(4) ensure that employees may organize, 
bargain collectively, and participate through 
labor organizations of their own choosing in 
decisions which affect them, subject to any 
exclusion from coverage or limitation on ne-
gotiability established by law; and 

‘‘(5) permit the use of a category rating 
system for evaluating applicants for posi-
tions in the competitive service. 

‘‘(c) OTHER NONWAIVABLE PROVISIONS.—The 
other provisions of this part as referred to in 
subsection (b)(3)(D), are (to the extent not 
otherwise specified in subparagraph (A), (B), 
(C), or (D) of subsection (b)(3))—

‘‘(1) subparts A, B, E, G, and H of this part; 
and 

‘‘(2) chapters 41, 45, 47, 55, 57, 59, 72, 73, and 
79, and this chapter. 

‘‘(d) LIMITATIONS RELATING TO PAY.—Noth-
ing in this section shall constitute author-
ity—

‘‘(1) to modify the pay of any employee 
who serves in—

‘‘(A) an Executive Schedule position under 
subchapter II of chapter 53 of title 5, United 
States Code; or 

‘‘(B) a position for which the rate of basic 
pay is fixed in statute by reference to a sec-
tion or level under subchapter II of chapter 
53 of such title 5; 

‘‘(2) to fix pay for any employee or position 
at an annual rate greater than the maximum 
amount of cash compensation allowable 
under section 5307 of such title 5 in a year; or 

‘‘(3) to exempt any employee from the ap-
plication of such section 5307. 

‘‘(e) PROVISIONS TO ENSURE COLLABORATION 
WITH EMPLOYEE REPRESENTATIVES.—

‘‘(1) IN GENERAL.—In order to ensure that 
the authority of this section is exercised in 

collaboration with, and in a manner that en-
sures the participation of employee rep-
resentatives in the planning, development, 
and implementation of any human resources 
management system or adjustments to such 
system under this section, the Secretary of 
Homeland Security and the Director of the 
Office of Personnel Management shall pro-
vide for the following: 

‘‘(A) NOTICE OF PROPOSAL.—The Secretary 
and the Director shall, with respect to any 
proposed system or adjustment—

‘‘(i) provide to each employee representa-
tive representing any employees who might 
be affected, a written description of the pro-
posed system or adjustment (including the 
reasons why it is considered necessary); 

‘‘(ii) give each representative 30 calendar 
days (unless extraordinary circumstances re-
quire earlier action) to review and make rec-
ommendations with respect to the proposal; 
and 

‘‘(iii) give any recommendations received 
from any such representatives under clause 
(ii) full and fair consideration in deciding 
whether or how to proceed with the proposal. 

‘‘(B) PRE-IMPLEMENTATION CONGRESSIONAL 
NOTIFICATION, CONSULTATION, AND MEDI-
ATION.—Following receipt of recommenda-
tions, if any, from employee representatives 
with respect to a proposal described in sub-
paragraph (A), the Secretary and the Direc-
tor shall accept such modifications to the 
proposal in response to the recommendations 
as they determine advisable and shall, with 
respect to any parts of the proposal as to 
which they have not accepted the rec-
ommendations—

‘‘(i) notify Congress of those parts of the 
proposal, together with the recommenda-
tions of employee representatives; 

‘‘(ii) meet and confer for not less than 30 
calendar days with any representatives who 
have made recommendations, in order to at-
tempt to reach agreement on whether or how 
to proceed with those parts of the proposal; 
and 

‘‘(iii) at the Secretary’s option, or if re-
quested by a majority of the employee rep-
resentatives who have made recommenda-
tions, use the services of the Federal Medi-
ation and Conciliation Service during such 
meet and confer period to facilitate the proc-
ess of attempting to reach agreement. 

‘‘(C) IMPLEMENTATION.—
‘‘(i) Any part of the proposal as to which 

the representatives do not make a rec-
ommendation, or as to which their rec-
ommendations are accepted by the Secretary 
and the Director, may be implemented im-
mediately. 

‘‘(ii) With respect to any parts of the pro-
posal as to which recommendations have 
been made but not accepted by the Secretary 
and the Director, at any time after 30 cal-
endar days have elapsed since the initiation 
of the congressional notification, consulta-
tion, and mediation procedures set forth in 
subparagraph (B), if the Secretary deter-
mines, in the Secretary’s sole and 
unreviewable discretion, that further con-
sultation and mediation is unlikely to 
produce agreement, the Secretary may im-
plement any or all of such parts, including 
any modifications made in response to the 
recommendations as the Secretary deter-
mines advisable. 

‘‘(iii) The Secretary shall promptly notify 
Congress of the implementation of any part 
of the proposal and shall furnish with such 
notice an explanation of the proposal, any 
changes made to the proposal as a result of 
recommendations from employee representa-
tives, and of the reasons why implementa-
tion is appropriate under this subparagraph. 
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‘‘(D) CONTINUING COLLABORATION.—If a pro-

posal described in subparagraph (A) is imple-
mented, the Secretary and the Director 
shall—

‘‘(i) develop a method for each employee 
representative to participate in any further 
planning or development which might be-
come necessary; and 

‘‘(ii) give each employee representative 
adequate access to information to make that 
participation productive. 

‘‘(2) PROCEDURES.—Any procedures nec-
essary to carry out this subsection shall be 
established by the Secretary and the Direc-
tor jointly as internal rules of departmental 
procedure which shall not be subject to re-
view. Such procedures shall include meas-
ures to ensure—

‘‘(A) in the case of employees within a unit 
with respect to which a labor organization is 
accorded exclusive recognition, representa-
tion by individuals designated or from 
among individuals nominated by such orga-
nization; 

‘‘(B) in the case of any employees who are 
not within such a unit, representation by 
any appropriate organization which rep-
resents a substantial percentage of those em-
ployees or, if none, in such other manner as 
may be appropriate, consistent with the pur-
poses of the subsection; 

‘‘(C) the fair and expeditious handling of 
the consultation and mediation process de-
scribed in subparagraph (B) of paragraph (1), 
including procedures by which, if the number 
of employee representatives providing rec-
ommendations exceeds 5, such representa-
tives select a committee or other unified 
representative with which the Secretary and 
Director may meet and confer; and 

‘‘(D) the selection of representatives in a 
manner consistent with the relative number 
of employees represented by the organiza-
tions or other representatives involved. 

‘‘(f) PROVISIONS RELATING TO APPELLATE 
PROCEDURES.—

(1) SENSE OF CONGRESS.—It is the sense of 
Congress that—

‘‘(A) employees of the Department are en-
titled to fair treatment in any appeals that 
they bring in decisions relating to their em-
ployment; and 

‘‘(B) in prescribing regulations for any 
such appeals procedures, the Secretary and 
the Director of the Office of Personnel Man-
agement—

‘‘(i) should ensure that employees of the 
Department are afforded the protections of 
due process; and 

‘‘(ii) toward that end, should be required to 
consult with the Merit Systems Protection 
Board before issuing any such regulations. 

‘‘(2) REQUIREMENTS.—Any regulations 
under this section which relate to any mat-
ters within the purview of chapter 77—

‘‘(A) shall be issued only after consultation 
with the Merit Systems Protection Board; 

‘‘(B) shall ensure the availability of proce-
dures which shall—

‘‘(i) be consistent with requirements of due 
process; and 

‘‘(ii) provide, to the maximum extent prac-
ticable, for the expeditious handling of any 
matters involving the Department; and 

‘‘(C) shall modify procedures under chapter 
77 only insofar as such modifications are de-
signed to further the fair, efficient, and expe-
ditious resolution of matters involving the 
employees of the Department. 

‘‘(g) PROVISIONS RELATING TO LABOR-MAN-
AGEMENT RELATIONS.—Nothing in this sec-
tion shall be construed as conferring author-
ity on the Secretary of Homeland Security 
to modify any of the provisions of section 842 
of the Homeland Security Act of 2002. 

‘‘(h) SUNSET PROVISION.—Effective 5 years 
after the conclusion of the transition period 
defined under section 1501 of the Homeland 

Security Act of 2002, all authority to issue 
regulations under this section (including reg-
ulations which would modify, supersede, or 
terminate any regulations previously issued 
under this section) shall cease to be avail-
able.’’. 

(3) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of chapters for part III of 
title 5, United States Code, is amended by 
adding at the end of the following:
‘‘97. Department of Homeland Secu-

rity ............................................... 9701’’.
(b) EFFECT ON PERSONNEL.—
(1) NONSEPARATION OR NONREDUCTION IN 

GRADE OR COMPENSATION OF FULL-TIME PER-
SONNEL AND PART-TIME PERSONNEL HOLDING 
PERMANENT POSITIONS.—Except as otherwise 
provided in this Act, the transfer under this 
Act of full-time personnel (except special 
Government employees) and part-time per-
sonnel holding permanent positions shall not 
cause any such employee to be separated or 
reduced in grade or compensation for 1 year 
after the date of transfer to the Department. 

(2) POSITIONS COMPENSATED IN ACCORDANCE 
WITH EXECUTIVE SCHEDULE.—Any person who, 
on the day preceding such person’s date of 
transfer pursuant to this Act, held a position 
compensated in accordance with the Execu-
tive Schedule prescribed in chapter 53 of 
title 5, United States Code, and who, without 
a break in service, is appointed in the De-
partment to a position having duties com-
parable to the duties performed immediately 
preceding such appointment shall continue 
to be compensated in such new position at 
not less than the rate provided for such posi-
tion, for the duration of the service of such 
person in such new position. 

(3) COORDINATION RULE.—Any exercise of 
authority under chapter 97 of title 5, United 
States Code (as amended by subsection (a)), 
including under any system established 
under such chapter, shall be in conformance 
with the requirements of this subsection. 
SEC. 842. LABOR-MANAGEMENT RELATIONS. 

(a) LIMITATION ON EXCLUSIONARY AUTHOR-
ITY.—

(1) IN GENERAL.—No agency or subdivision 
of an agency which is transferred to the De-
partment pursuant to this Act shall be ex-
cluded from the coverage of chapter 71 of 
title 5, United States Code, as a result of any 
order issued under section 7103(b)(1) of such 
title 5 after June 18, 2002, unless—

(A) the mission and responsibilities of the 
agency (or subdivision) materially change; 
and 

(B) a majority of the employees within 
such agency (or subdivision) have as their 
primary duty intelligence, counterintel-
ligence, or investigative work directly re-
lated to terrorism investigation. 

(2) EXCLUSIONS ALLOWABLE.—Nothing in 
paragraph (1) shall affect the effectiveness of 
any order to the extent that such order ex-
cludes any portion of an agency or subdivi-
sion of an agency as to which—

(A) recognition as an appropriate unit has 
never been conferred for purposes of chapter 
71 of such title 5; or 

(B) any such recognition has been revoked 
or otherwise terminated as a result of a de-
termination under subsection (b)(1). 

(b) PROVISIONS RELATING TO BARGAINING 
UNITS.—

(1) LIMITATION RELATING TO APPROPRIATE 
UNITS.—Each unit which is recognized as an 
appropriate unit for purposes of chapter 71 of 
title 5, United States Code, as of the day be-
fore the effective date of this Act (and any 
subdivision of any such unit) shall, if such 
unit (or subdivision) is transferred to the De-
partment pursuant to this Act, continue to 
be so recognized for such purposes, unless—

(A) the mission and responsibilities of such 
unit (or subdivision) materially change; and 

(B) a majority of the employees within 
such unit (or subdivision) have as their pri-
mary duty intelligence, counterintelligence, 
or investigative work directly related to ter-
rorism investigation. 

(2) LIMITATION RELATING TO POSITIONS OR 
EMPLOYEES.—No position or employee within 
a unit (or subdivision of a unit) as to which 
continued recognition is given in accordance 
with paragraph (1) shall be excluded from 
such unit (or subdivision), for purposes of 
chapter 71 of such title 5, unless the primary 
job duty of such position or employee— 

(A) materially changes; and 
(B) consists of intelligence, counterintel-

ligence, or investigative work directly re-
lated to terrorism investigation.

In the case of any positions within a unit (or 
subdivision) which are first established on or 
after the effective date of this Act and any 
employees first appointed on or after such 
date, the preceding sentence shall be applied 
disregarding subparagraph (A). 

(c) WAIVER.—If the President determines 
that the application of subsections (a), (b), 
and (d) would have a substantial adverse im-
pact on the ability of the Department to pro-
tect homeland security, the President may 
waive the application of such subsections 10 
days after the President has submitted to 
Congress a written explanation of the rea-
sons for such determination. 

(d) COORDINATION RULE.—No other provi-
sion of this Act or of any amendment made 
by this Act may be construed or applied in a 
manner so as to limit, supersede, or other-
wise affect the provisions of this section, ex-
cept to the extent that it does so by specific 
reference to this section. 

(e) RULE OF CONSTRUCTION.—Nothing in sec-
tion 9701(e) of title 5, United States Code, 
shall be considered to apply with respect to 
any agency or subdivision of any agency, 
which is excluded from the coverage of chap-
ter 71 of title 5, United States Code, by vir-
tue of an order issued in accordance with 
section 7103(b) of such title and the preceding 
provisions of this section (as applicable), or 
to any employees of any such agency or sub-
division or to any individual or entity rep-
resenting any such employees or any rep-
resentatives thereof. 
Subtitle F—Federal Emergency Procurement 

Flexibility 
SEC. 851. DEFINITION. 

In this subtitle, the term ‘‘executive agen-
cy’’ has the meaning given that term under 
section 4(1) of the Office of Federal Procure-
ment Policy Act (41 U.S.C. 403(1)). 
SEC. 852. PROCUREMENTS FOR DEFENSE 

AGAINST OR RECOVERY FROM TER-
RORISM OR NUCLEAR, BIOLOGICAL, 
CHEMICAL, OR RADIOLOGICAL AT-
TACK. 

The authorities provided in this subtitle 
apply to any procurement of property or 
services by or for an executive agency that, 
as determined by the head of the executive 
agency, are to be used to facilitate defense 
against or recovery from terrorism or nu-
clear, biological, chemical, or radiological 
attack, but only if a solicitation of offers for 
the procurement is issued during the 1-year 
period beginning on the date of the enact-
ment of this Act. 
SEC. 853. INCREASED SIMPLIFIED ACQUISITION 

THRESHOLD FOR PROCUREMENTS 
IN SUPPORT OF HUMANITARIAN OR 
PEACEKEEPING OPERATIONS OR 
CONTINGENCY OPERATIONS. 

(a) TEMPORARY THRESHOLD AMOUNTS.—For 
a procurement referred to in section 852 that 
is carried out in support of a humanitarian 
or peacekeeping operation or a contingency 
operation, the simplified acquisition thresh-
old definitions shall be applied as if the 
amount determined under the exception pro-
vided for such an operation in those defini-
tions were—
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(1) in the case of a contract to be awarded 

and performed, or purchase to be made, in-
side the United States, $200,000; or 

(2) in the case of a contract to be awarded 
and performed, or purchase to be made, out-
side the United States, $300,000. 

(b) SIMPLIFIED ACQUISITION THRESHOLD 
DEFINITIONS.—In this section, the term 
‘‘simplified acquisition threshold defini-
tions’’ means the following: 

(1) Section 4(11) of the Office of Federal 
Procurement Policy Act (41 U.S.C. 403(11)). 

(2) Section 309(d) of the Federal Property 
and Administrative Services Act of 1949 (41 
U.S.C. 259(d)). 

(3) Section 2302(7) of title 10, United States 
Code. 

(c) SMALL BUSINESS RESERVE.—For a pro-
curement carried out pursuant to subsection 
(a), section 15(j) of the Small Business Act 
(15 U.S.C. 644(j)) shall be applied as if the 
maximum anticipated value identified there-
in is equal to the amounts referred to in sub-
section (a). 
SEC. 854. INCREASED MICRO-PURCHASE THRESH-

OLD FOR CERTAIN PROCUREMENTS. 
In the administration of section 32 of the 

Office of Federal Procurement Policy Act (41 
U.S.C. 428) with respect to a procurement re-
ferred to in section 852, the amount specified 
in subsections (c), (d), and (f) of such section 
32 shall be deemed to be $7,500. 
SEC. 855. APPLICATION OF CERTAIN COMMER-

CIAL ITEMS AUTHORITIES TO CER-
TAIN PROCUREMENTS. 

(a) AUTHORITY.—
(1) IN GENERAL.—The head of an executive 

agency may apply the provisions of law list-
ed in paragraph (2) to a procurement referred 
to in section 852 without regard to whether 
the property or services are commercial 
items. 

(2) COMMERCIAL ITEM LAWS.—The provisions 
of law referred to in paragraph (1) are as fol-
lows: 

(A) Sections 31 and 34 of the Office of Fed-
eral Procurement Policy Act (41 U.S.C. 427, 
430). 

(B) Section 2304(g) of title 10, United States 
Code. 

(C) Section 303(g) of the Federal Property 
and Administrative Services Act of 1949 (41 
U.S.C. 253(g)). 

(b) INAPPLICABILITY OF LIMITATION ON USE 
OF SIMPLIFIED ACQUISITION PROCEDURES.—

(1) IN GENERAL.—The $5,000,000 limitation 
provided in section 31(a)(2) of the Office of 
Federal Procurement Policy Act (41 U.S.C. 
427(a)(2)), section 2304(g)(1)(B) of title 10, 
United States Code, and section 303(g)(1)(B) 
of the Federal Property and Administrative 
Services Act of 1949 (41 U.S.C. 253(g)(1)(B)) 
shall not apply to purchases of property or 
services to which any of the provisions of 
law referred to in subsection (a) are applied 
under the authority of this section. 

(2) OMB GUIDANCE.—The Director of the Of-
fice of Management and Budget shall issue 
guidance and procedures for the use of sim-
plified acquisition procedures for a purchase 
of property or services in excess of $5,000,000 
under the authority of this section. 

(c) CONTINUATION OF AUTHORITY FOR SIM-
PLIFIED PURCHASE PROCEDURES.—Authority 
under a provision of law referred to in sub-
section (a)(2) that expires under section 
4202(e) of the Clinger-Cohen Act of 1996 
(divisions D and E of Public Law 104–106; 10 
U.S.C. 2304 note) shall, notwithstanding such 
section, continue to apply for use by the 
head of an executive agency as provided in 
subsections (a) and (b). 
SEC. 856. USE OF STREAMLINED PROCEDURES. 

(a) REQUIRED USE.—The head of an execu-
tive agency shall, when appropriate, use 
streamlined acquisition authorities and pro-
cedures authorized by law for a procurement 

referred to in section 852, including authori-
ties and procedures that are provided under 
the following provisions of law: 

(1) FEDERAL PROPERTY AND ADMINISTRATIVE 
SERVICES ACT OF 1949.—In title III of the Fed-
eral Property and Administrative Services 
Act of 1949: 

(A) Paragraphs (1), (2), (6), and (7) of sub-
section (c) of section 303 (41 U.S.C. 253), relat-
ing to use of procedures other than competi-
tive procedures under certain circumstances 
(subject to subsection (e) of such section). 

(B) Section 303J (41 U.S.C. 253j), relating to 
orders under task and delivery order con-
tracts. 

(2) TITLE 10, UNITED STATES CODE.—In chap-
ter 137 of title 10, United States Code: 

(A) Paragraphs (1), (2), (6), and (7) of sub-
section (c) of section 2304, relating to use of 
procedures other than competitive proce-
dures under certain circumstances (subject 
to subsection (e) of such section). 

(B) Section 2304c, relating to orders under 
task and delivery order contracts. 

(3) OFFICE OF FEDERAL PROCUREMENT POLICY 
ACT.—Paragraphs (1)(B), (1)(D), and (2) of sec-
tion 18(c) of the Office of Federal Procure-
ment Policy Act (41 U.S.C. 416(c)), relating to 
inapplicability of a requirement for procure-
ment notice. 

(b) WAIVER OF CERTAIN SMALL BUSINESS 
THRESHOLD REQUIREMENTS.—Subclause (II) of 
section 8(a)(1)(D)(i) of the Small Business 
Act (15 U.S.C. 637(a)(1)(D)(i)) and clause (ii) 
of section 31(b)(2)(A) of such Act (15 U.S.C. 
657a(b)(2)(A)) shall not apply in the use of 
streamlined acquisition authorities and pro-
cedures referred to in paragraphs (1)(A) and 
(2)(A) of subsection (a) for a procurement re-
ferred to in section 852. 
SEC. 857. REVIEW AND REPORT BY COMP-

TROLLER GENERAL. 
(a) REQUIREMENTS.—Not later than March 

31, 2004, the Comptroller General shall—
(1) complete a review of the extent to 

which procurements of property and services 
have been made in accordance with this sub-
title; and 

(2) submit a report on the results of the re-
view to the Committee on Governmental Af-
fairs of the Senate and the Committee on 
Government Reform of the House of Rep-
resentatives. 

(b) CONTENT OF REPORT.—The report under 
subsection (a)(2) shall include the following 
matters: 

(1) ASSESSMENT.—The Comptroller Gen-
eral’s assessment of—

(A) the extent to which property and serv-
ices procured in accordance with this title 
have contributed to the capacity of the 
workforce of Federal Government employees 
within each executive agency to carry out 
the mission of the executive agency; and 

(B) the extent to which Federal Govern-
ment employees have been trained on the use 
of technology. 

(2) RECOMMENDATIONS.—Any recommenda-
tions of the Comptroller General resulting 
from the assessment described in paragraph 
(1). 

(c) CONSULTATION.—In preparing for the re-
view under subsection (a)(1), the Comptroller 
shall consult with the Committee on Govern-
mental Affairs of the Senate and the Com-
mittee on Government Reform of the House 
of Representatives on the specific issues and 
topics to be reviewed. The extent of coverage 
needed in areas such as technology integra-
tion, employee training, and human capital 
management, as well as the data require-
ments of the study, shall be included as part 
of the consultation. 
SEC. 858. IDENTIFICATION OF NEW ENTRANTS 

INTO THE FEDERAL MARKETPLACE. 
The head of each executive agency shall 

conduct market research on an ongoing basis 

to identify effectively the capabilities, in-
cluding the capabilities of small businesses 
and new entrants into Federal contracting, 
that are available in the marketplace for 
meeting the requirements of the executive 
agency in furtherance of defense against or 
recovery from terrorism or nuclear, biologi-
cal, chemical, or radiological attack. The 
head of the executive agency shall, to the 
maximum extent practicable, take advan-
tage of commercially available market re-
search methods, including use of commercial 
databases, to carry out the research.

Subtitle G—Support Anti-terrorism by 
Fostering Effective Technologies Act of 2002

SEC. 861. SHORT TITLE. 
This subtitle may be cited as the ‘‘Support 

Anti-terrorism by Fostering Effective Tech-
nologies Act of 2002’’ or the ‘‘SAFETY Act’’.
SEC. 862. ADMINISTRATION. 

(a) IN GENERAL.—The Secretary shall be re-
sponsible for the administration of this sub-
title. 

(b) DESIGNATION OF QUALIFIED ANTI-TER-
RORISM TECHNOLOGIES.—The Secretary may 
designate anti-terrorism technologies that 
qualify for protection under the system of 
risk management set forth in this subtitle in 
accordance with criteria that shall include, 
but not be limited to, the following: 

(1) Prior United States government use or 
demonstrated substantial utility and effec-
tiveness. 

(2) Availability of the technology for im-
mediate deployment in public and private 
settings. 

(3) Existence of extraordinarily large or ex-
traordinarily unquantifiable potential third 
party liability risk exposure to the Seller or 
other provider of such anti-terrorism tech-
nology. 

(4) Substantial likelihood that such anti-
terrorism technology will not be deployed 
unless protections under the system of risk 
management provided under this subtitle are 
extended. 

(5) Magnitude of risk exposure to the pub-
lic if such anti-terrorism technology is not 
deployed. 

(6) Evaluation of all scientific studies that 
can be feasibly conducted in order to assess 
the capability of the technology to substan-
tially reduce risks of harm. 

(7) Anti-terrorism technology that would 
be effective in facilitating the defense 
against acts of terrorism, including tech-
nologies that prevent, defeat or respond to 
such acts. 

(c) REGULATIONS.—The Secretary may 
issue such regulations, after notice and com-
ment in accordance with section 553 of title 
5, United States, Code, as may be necessary 
to carry out this subtitle. 
SEC. 863. LITIGATION MANAGEMENT. 

(a) FEDERAL CAUSE OF ACTION.—
(1) IN GENERAL.—There shall exist a Fed-

eral cause of action for claims arising out of, 
relating to, or resulting from an act of ter-
rorism when qualified anti-terrorism tech-
nologies have been deployed in defense 
against or response or recovery from such 
act and such claims result or may result in 
loss to the Seller. The substantive law for 
decision in any such action shall be derived 
from the law, including choice of law prin-
ciples, of the State in which such acts of ter-
rorism occurred, unless such law is incon-
sistent with or preempted by Federal law. 
Such Federal cause of action shall be 
brought only for claims for injuries that are 
proximately caused by sellers that provide 
qualified anti-terrorism technology to Fed-
eral and non-Federal government customers. 

(2) JURISDICTION.—Such appropriate dis-
trict court of the United States shall have 
original and exclusive jurisdiction over all 
actions for any claim for loss of property, 
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personal injury, or death arising out of, re-
lating to, or resulting from an act of ter-
rorism when qualified anti-terrorism tech-
nologies have been deployed in defense 
against or response or recovery from such 
act and such claims result or may result in 
loss to the Seller. 

(b) SPECIAL RULES.—In an action brought 
under this section for damages the following 
provisions apply: 

(1) PUNITIVE DAMAGES.—No punitive dam-
ages intended to punish or deter, exemplary 
damages, or other damages not intended to 
compensate a plaintiff for actual losses may 
be awarded, nor shall any party be liable for 
interest prior to the judgment. 

(2) NONECONOMIC DAMAGES.—
(A) IN GENERAL.—Noneconomic damages 

may be awarded against a defendant only in 
an amount directly proportional to the per-
centage of responsibility of such defendant 
for the harm to the plaintiff, and no plaintiff 
may recover noneconomic damages unless 
the plaintiff suffered physical harm. 

(B) DEFINITION.—For purposes of subpara-
graph (A), the term ‘‘noneconomic damages’’ 
means damages for losses for physical and 
emotional pain, suffering, inconvenience, 
physical impairment, mental anguish, dis-
figurement, loss of enjoyment of life, loss of 
society and companionship, loss of consor-
tium, hedonic damages, injury to reputation, 
and any other nonpecuniary losses. 

(c) COLLATERAL SOURCES.—Any recovery by 
a plaintiff in an action under this section 
shall be reduced by the amount of collateral 
source compensation, if any, that the plain-
tiff has received or is entitled to receive as a 
result of such acts of terrorism that result or 
may result in loss to the Seller. 

(d) GOVERNMENT CONTRACTOR DEFENSE.—
(1) IN GENERAL.—Should a product liability 

or other lawsuit be filed for claims arising 
out of, relating to, or resulting from an act 
of terrorism when qualified anti-terrorism 
technologies approved by the Secretary, as 
provided in paragraphs (2) and (3) of this sub-
section, have been deployed in defense 
against or response or recovery from such 
act and such claims result or may result in 
loss to the Seller, there shall be a rebuttable 
presumption that the government contractor 
defense applies in such lawsuit. This pre-
sumption shall only be overcome by evidence 
showing that the Seller acted fraudulently 
or with willful misconduct in submitting in-
formation to the Secretary during the course 
of the Secretary’s consideration of such 
technology under this subsection. This pre-
sumption of the government contractor de-
fense shall apply regardless of whether the 
claim against the Seller arises from a sale of 
the product to Federal Government or non-
Federal Government customers. 

(2) EXCLUSIVE RESPONSIBILITY.—The Sec-
retary will be exclusively responsible for the 
review and approval of anti-terrorism tech-
nology for purposes of establishing a govern-
ment contractor defense in any product li-
ability lawsuit for claims arising out of, re-
lating to, or resulting from an act of ter-
rorism when qualified anti-terrorism tech-
nologies approved by the Secretary, as pro-
vided in this paragraph and paragraph (3), 
have been deployed in defense against or re-
sponse or recovery from such act and such 
claims result or may result in loss to the 
Seller. Upon the Seller’s submission to the 
Secretary for approval of anti-terrorism 
technology, the Secretary will conduct a 
comprehensive review of the design of such 
technology and determine whether it will 
perform as intended, conforms to the Seller’s 
specifications, and is safe for use as in-
tended. The Seller will conduct safety and 
hazard analyses on such technology and will 
supply the Secretary with all such informa-
tion. 

(3) CERTIFICATE.—For anti-terrorism tech-
nology reviewed and approved by the Sec-
retary, the Secretary will issue a certificate 
of conformance to the Seller and place the 
anti-terrorism technology on an Approved 
Product List for Homeland Security. 

(e) EXCLUSION.—Nothing in this section 
shall in any way limit the ability of any per-
son to seek any form of recovery from any 
person, government, or other entity that—

(1) attempts to commit, knowingly partici-
pates in, aids and abets, or commits any act 
of terrorism, or any criminal act related to 
or resulting from such act of terrorism; or 

(2) participates in a conspiracy to commit 
any such act of terrorism or any such crimi-
nal act. 
SEC. 864. RISK MANAGEMENT. 

(a) IN GENERAL.—
(1) LIABILITY INSURANCE REQUIRED.—Any 

person or entity that sells or otherwise pro-
vides a qualified anti-terrorism technology 
to Federal and non-Federal government cus-
tomers (‘‘Seller’’) shall obtain liability in-
surance of such types and in such amounts as 
shall be required in accordance with this sec-
tion and certified by the Secretary to satisfy 
otherwise compensable third-party claims 
arising out of, relating to, or resulting from 
an act of terrorism when qualified anti-ter-
rorism technologies have been deployed in 
defense against or response or recovery from 
such act. 

(2) MAXIMUM AMOUNT.—For the total 
claims related to 1 such act of terrorism, the 
Seller is not required to obtain liability in-
surance of more than the maximum amount 
of liability insurance reasonably available 
from private sources on the world market at 
prices and terms that will not unreasonably 
distort the sales price of Seller’s anti-ter-
rorism technologies. 

(3) SCOPE OF COVERAGE.—Liability insur-
ance obtained pursuant to this subsection 
shall, in addition to the Seller, protect the 
following, to the extent of their potential li-
ability for involvement in the manufacture, 
qualification, sale, use, or operation of quali-
fied anti-terrorism technologies deployed in 
defense against or response or recovery from 
an act of terrorism: 

(A) contractors, subcontractors, suppliers, 
vendors and customers of the Seller. 

(B) contractors, subcontractors, suppliers, 
and vendors of the customer. 

(4) THIRD PARTY CLAIMS.—Such liability in-
surance under this section shall provide cov-
erage against third party claims arising out 
of, relating to, or resulting from the sale or 
use of anti-terrorism technologies. 

(b) RECIPROCAL WAIVER OF CLAIMS.—The 
Seller shall enter into a reciprocal waiver of 
claims with its contractors, subcontractors, 
suppliers, vendors and customers, and con-
tractors and subcontractors of the cus-
tomers, involved in the manufacture, sale, 
use or operation of qualified anti-terrorism 
technologies, under which each party to the 
waiver agrees to be responsible for losses, in-
cluding business interruption losses, that it 
sustains, or for losses sustained by its own 
employees resulting from an activity result-
ing from an act of terrorism when qualified 
anti-terrorism technologies have been de-
ployed in defense against or response or re-
covery from such act. 

(c) EXTENT OF LIABILITY.—Notwithstanding 
any other provision of law, liability for all 
claims against a Seller arising out of, relat-
ing to, or resulting from an act of terrorism 
when qualified anti-terrorism technologies 
have been deployed in defense against or re-
sponse or recovery from such act and such 
claims result or may result in loss to the 
Seller, whether for compensatory or punitive 
damages or for contribution or indemnity, 
shall not be in an amount greater than the 

limits of liability insurance coverage re-
quired to be maintained by the Seller under 
this section. 
SEC. 865. DEFINITIONS. 

For purposes of this subtitle, the following 
definitions apply: 

(1) QUALIFIED ANTI-TERRORISM TECH-
NOLOGY.—For purposes of this subtitle, the 
term ‘‘qualified anti-terrorism technology’’ 
means any product, equipment, service 
(including support services), device, or tech-
nology (including information technology) 
designed, developed, modified, or procured 
for the specific purpose of preventing, de-
tecting, identifying, or deterring acts of ter-
rorism or limiting the harm such acts might 
otherwise cause, that is designated as such 
by the Secretary. 

(2) ACT OF TERRORISM.—(A) The term ‘‘act 
of terrorism’’ means any act that the Sec-
retary determines meets the requirements 
under subparagraph (B), as such require-
ments are further defined and specified by 
the Secretary. 

(B) REQUIREMENTS.—An act meets the re-
quirements of this subparagraph if the act—

(i) is unlawful; 
(ii) causes harm to a person, property, or 

entity, in the United States, or in the case of 
a domestic United States air carrier or a 
United States-flag vessel (or a vessel based 
principally in the United States on which 
United States income tax is paid and whose 
insurance coverage is subject to regulation 
in the United States), in or outside the 
United States; and 

(iii) uses or attempts to use instrumental-
ities, weapons or other methods designed or 
intended to cause mass destruction, injury 
or other loss to citizens or institutions of the 
United States. 

(3) INSURANCE CARRIER.—The term 
‘‘insurance carrier’’ means any corporation, 
association, society, order, firm, company, 
mutual, partnership, individual aggregation 
of individuals, or any other legal entity that 
provides commercial property and casualty 
insurance. Such term includes any affiliates 
of a commercial insurance carrier. 

(4) LIABILITY INSURANCE.—
(A) IN GENERAL.—The term ‘‘liability insur-

ance’’ means insurance for legal liabilities 
incurred by the insured resulting from—

(i) loss of or damage to property of others; 
(ii) ensuing loss of income or extra expense 

incurred because of loss of or damage to 
property of others; 

(iii) bodily injury (including) to persons 
other than the insured or its employees; or 

(iv) loss resulting from debt or default of 
another. 

(5) LOSS.—The term ‘‘loss’’ means death, 
bodily injury, or loss of or damage to prop-
erty, including business interruption loss. 

(6) NON-FEDERAL GOVERNMENT CUS-
TOMERS.—The term ‘‘non-Federal Govern-
ment customers’’ means any customer of a 
Seller that is not an agency or instrumen-
tality of the United States Government with 
authority under Public Law 85-804 to provide 
for indemnification under certain cir-
cumstances for third-party claims against 
its contractors, including but not limited to 
State and local authorities and commercial 
entities. 

Subtitle H—Miscellaneous Provisions
SEC. 871. ADVISORY COMMITTEES. 

(a) IN GENERAL.—The Secretary may estab-
lish, appoint members of, and use the serv-
ices of, advisory committees, as the Sec-
retary may deem necessary. An advisory 
committee established under this section 
may be exempted by the Secretary from Pub-
lic Law 92–463, but the Secretary shall pub-
lish notice in the Federal Register announc-
ing the establishment of such a committee 
and identifying its purpose and membership. 
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Notwithstanding the preceding sentence, 
members of an advisory committee that is 
exempted by the Secretary under the pre-
ceding sentence who are special Government 
employees (as that term is defined in section 
202 of title 18, United States Code) shall be 
eligible for certifications under subsection 
(b)(3) of section 208 of title 18, United States 
Code, for official actions taken as a member 
of such advisory committee. 

(b) TERMINATION.—Any advisory committee 
established by the Secretary shall terminate 
2 years after the date of its establishment, 
unless the Secretary makes a written deter-
mination to extend the advisory committee 
to a specified date, which shall not be more 
than 2 years after the date on which such de-
termination is made. The Secretary may 
make any number of subsequent extensions 
consistent with this subsection.
SEC. 872. REORGANIZATION. 

(a) REORGANIZATION.—The Secretary may 
allocate or reallocate functions among the 
officers of the Department, and may estab-
lish, consolidate, alter, or discontinue orga-
nizational units within the Department, but 
only—

(1) pursuant to section 1502(b); or 
(2) after the expiration of 60 days after pro-

viding notice of such action to the appro-
priate congressional committees, which shall 
include an explanation of the rationale for 
the action. 

(b) LIMITATIONS.—
(1) IN GENERAL.—Authority under sub-

section (a)(1) does not extend to the aboli-
tion of any agency, entity, organizational 
unit, program, or function established or re-
quired to be maintained by this Act. 

(2) ABOLITIONS.—Authority under sub-
section (a)(2) does not extend to the aboli-
tion of any agency, entity, organizational 
unit, program, or function established or re-
quired to be maintained by statute. 
SEC. 873. USE OF APPROPRIATED FUNDS. 

(a) DISPOSAL OF PROPERTY.—
(1) STRICT COMPLIANCE.—If specifically au-

thorized to dispose of real property in this or 
any other Act, the Secretary shall exercise 
this authority in strict compliance with sec-
tion 204 of the Federal Property and Admin-
istrative Services Act of 1949 (40 U.S.C. 485). 

(2) DEPOSIT OF PROCEEDS.—The Secretary 
shall deposit the proceeds of any exercise of 
property disposal authority into the mis-
cellaneous receipts of the Treasury in ac-
cordance with section 3302(b) of title 31, 
United States Code. 

(b) GIFTS.—Gifts or donations of services or 
property of or for the Department may not 
be accepted, used, or disposed of unless spe-
cifically permitted in advance in an appro-
priations Act and only under the conditions 
and for the purposes specified in such appro-
priations Act. 

(c) BUDGET REQUEST.—Under section 1105 of 
title 31, United States Code, the President 
shall submit to Congress a detailed budget 
request for the Department for fiscal year 
2004, and for each subsequent fiscal year. 
SEC. 874. FUTURE YEAR HOMELAND SECURITY 

PROGRAM. 
(a) IN GENERAL.—Each budget request sub-

mitted to Congress for the Department under 
section 1105 of title 31, United States Code, 
shall, at or about the same time, be accom-
panied by a Future Years Homeland Security 
Program. 

(b) CONTENTS.—The Future Years Home-
land Security Program under subsection (a) 
shall be structured, and include the same 
type of information and level of detail, as 
the Future Years Defense Program sub-
mitted to Congress by the Department of De-
fense under section 221 of title 10, United 
States Code. 

(c) EFFECTIVE DATE.—This section shall 
take effect with respect to the preparation 

and submission of the fiscal year 2005 budget 
request for the Department and for any sub-
sequent fiscal year, except that the first Fu-
ture Years Homeland Security Program shall 
be submitted not later than 90 days after the 
Department’s fiscal year 2005 budget request 
is submitted to Congress. 
SEC. 875. MISCELLANEOUS AUTHORITIES. 

(a) SEAL.—The Department shall have a 
seal, whose design is subject to the approval 
of the President. 

(b) PARTICIPATION OF MEMBERS OF THE 
ARMED FORCES.—With respect to the Depart-
ment, the Secretary shall have the same au-
thorities that the Secretary of Transpor-
tation has with respect to the Department of 
Transportation under section 324 of title 49, 
United States Code. 

(c) REDELEGATION OF FUNCTIONS.—Unless 
otherwise provided in the delegation or by 
law, any function delegated under this Act 
may be redelegated to any subordinate.
SEC. 876. MILITARY ACTIVITIES. 

Nothing in this Act shall confer upon the 
Secretary any authority to engage in 
warfighting, the military defense of the 
United States, or other military activities, 
nor shall anything in this Act limit the ex-
isting authority of the Department of De-
fense or the Armed Forces to engage in 
warfighting, the military defense of the 
United States, or other military activities. 
SEC. 877. REGULATORY AUTHORITY AND PRE-

EMPTION. 
(a) REGULATORY AUTHORITY.—Except as 

otherwise provided in sections 306(c), 862(c), 
and 1806(b), this Act vests no new regulatory 
authority in the Secretary or any other Fed-
eral official, and transfers to the Secretary 
or another Federal official only such regu-
latory authority as exists on the date of en-
actment of this Act within any agency, pro-
gram, or function transferred to the Depart-
ment pursuant to this Act, or that on such 
date of enactment is exercised by another of-
ficial of the executive branch with respect to 
such agency, program, or function. Any such 
transferred authority may not be exercised 
by an official from whom it is transferred 
upon transfer of such agency, program, or 
function to the Secretary or another Federal 
official pursuant to this Act. This Act may 
not be construed as altering or diminishing 
the regulatory authority of any other execu-
tive agency, except to the extent that this 
Act transfers such authority from the agen-
cy. 

(b) PREEMPTION OF STATE OR LOCAL LAW.—
Except as otherwise provided in this Act, 
this Act preempts no State or local law, ex-
cept that any authority to preempt State or 
local law vested in any Federal agency or of-
ficial transferred to the Department pursu-
ant to this Act shall be transferred to the 
Department effective on the date of the 
transfer to the Department of that Federal 
agency or official. 
SEC. 878. COUNTERNARCOTICS OFFICER. 

The Secretary shall appoint a senior offi-
cial in the Department to assume primary 
responsibility for coordinating policy and 
operations within the Department and be-
tween the Department and other Federal de-
partments and agencies with respect to 
interdicting the entry of illegal drugs into 
the United States, and tracking and severing 
connections between illegal drug trafficking 
and terrorism. Such official shall—

(1) ensure the adequacy of resources within 
the Department for illicit drug interdiction; 
and 

(2) serve as the United States Interdiction 
Coordinator for the Director of National 
Drug Control Policy.
SEC. 879. OFFICE OF INTERNATIONAL AFFAIRS. 

(a) ESTABLISHMENT.—There is established 
within the Office of the Secretary an Office 

of International Affairs. The Office shall be 
headed by a Director, who shall be a senior 
official appointed by the Secretary. 

(b) DUTIES OF THE DIRECTOR.—The Director 
shall have the following duties: 

(1) To promote information and education 
exchange with nations friendly to the United 
States in order to promote sharing of best 
practices and technologies relating to home-
land security. Such exchange shall include 
the following: 

(A) Exchange of information on research 
and development on homeland security tech-
nologies. 

(B) Joint training exercises of first re-
sponders. 

(C) Exchange of expertise on terrorism pre-
vention, response, and crisis management. 

(2) To identify areas for homeland security 
information and training exchange where the 
United States has a demonstrated weakness 
and another friendly nation or nations have 
a demonstrated expertise. 

(3) To plan and undertake international 
conferences, exchange programs, and train-
ing activities. 

(4) To manage international activities 
within the Department in coordination with 
other Federal officials with responsibility 
for counter-terrorism matters. 
SEC. 880. PROHIBITION OF THE TERRORISM IN-

FORMATION AND PREVENTION SYS-
TEM. 

Any and all activities of the Federal Gov-
ernment to implement the proposed compo-
nent program of the Citizen Corps known as 
Operation TIPS (Terrorism Information and 
Prevention System) are hereby prohibited.
SEC. 881. REVIEW OF PAY AND BENEFIT PLANS. 

Notwithstanding any other provision of 
this Act, the Secretary shall, in consultation 
with the Director of the Office of Personnel 
Management, review the pay and benefit 
plans of each agency whose functions are 
transferred under this Act to the Depart-
ment and, within 90 days after the date of 
enactment, submit a plan to the President of 
the Senate and the Speaker of the House of 
Representatives and the appropriate com-
mittees and subcommittees of Congress, for 
ensuring, to the maximum extent prac-
ticable, the elimination of disparities in pay 
and benefits throughout the Department, es-
pecially among law enforcement personnel, 
that are inconsistent with merit system 
principles set forth in section 2301 of title 5, 
United States Code. 
SEC. 882. OFFICE FOR NATIONAL CAPITAL RE-

GION COORDINATION. 
(a) ESTABLISHMENT.—
(1) IN GENERAL.—There is established with-

in the Office of the Secretary the Office of 
National Capital Region Coordination, to 
oversee and coordinate Federal programs for 
and relationships with State, local, and re-
gional authorities in the National Capital 
Region, as defined under section 2674(f)(2) of 
title 10, United States Code. 

(2) DIRECTOR.—The Office established under 
paragraph (1) shall be headed by a Director, 
who shall be appointed by the Secretary. 

(3) COOPERATION.—The Secretary shall co-
operate with the Mayor of the District of Co-
lumbia, the Governors of Maryland and Vir-
ginia, and other State, local, and regional of-
ficers in the National Capital Region to inte-
grate the District of Columbia, Maryland, 
and Virginia into the planning, coordination, 
and execution of the activities of the Federal 
Government for the enhancement of domes-
tic preparedness against the consequences of 
terrorist attacks. 

(b) RESPONSIBILITIES.—The Office estab-
lished under subsection (a)(1) shall—

(1) coordinate the activities of the Depart-
ment relating to the National Capital Re-
gion, including cooperation with the Office 
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for State and Local Government Coordina-
tion; 

(2) assess, and advocate for, the resources 
needed by State, local, and regional authori-
ties in the National Capital Region to imple-
ment efforts to secure the homeland; 

(3) provide State, local, and regional au-
thorities in the National Capital Region with 
regular information, research, and technical 
support to assist the efforts of State, local, 
and regional authorities in the National Cap-
ital Region in securing the homeland; 

(4) develop a process for receiving mean-
ingful input from State, local, and regional 
authorities and the private sector in the Na-
tional Capital Region to assist in the devel-
opment of the homeland security plans and 
activities of the Federal Government; 

(5) coordinate with Federal agencies in the 
National Capital Region on terrorism pre-
paredness, to ensure adequate planning, in-
formation sharing, training, and execution of 
the Federal role in domestic preparedness 
activities; 

(6) coordinate with Federal, State, local, 
and regional agencies, and the private sector 
in the National Capital Region on terrorism 
preparedness to ensure adequate planning, 
information sharing, training, and execution 
of domestic preparedness activities among 
these agencies and entities; and 

(7) serve as a liaison between the Federal 
Government and State, local, and regional 
authorities, and private sector entities in 
the National Capital Region to facilitate ac-
cess to Federal grants and other programs. 

(c) ANNUAL REPORT.—The Office estab-
lished under subsection (a) shall submit an 
annual report to Congress that includes—

(1) the identification of the resources re-
quired to fully implement homeland security 
efforts in the National Capital Region; 

(2) an assessment of the progress made by 
the National Capital Region in imple-
menting homeland security efforts; and 

(3) recommendations to Congress regarding 
the additional resources needed to fully im-
plement homeland security efforts in the Na-
tional Capital Region. 

(d) LIMITATION.—Nothing contained in this 
section shall be construed as limiting the 
power of State and local governments. 
SEC. 883. REQUIREMENT TO COMPLY WITH LAWS 

PROTECTING EQUAL EMPLOYMENT 
OPPORTUNITY AND PROVIDING 
WHISTLEBLOWER PROTECTIONS. 

Nothing in this Act shall be construed as 
exempting the Department from require-
ments applicable with respect to executive 
agencies—

(1) to provide equal employment protection 
for employees of the Department (including 
pursuant to the provisions in section 
2302(b)(1) of title 5, United States Code, and 
the Notification and Federal Employee Anti-
discrimination and Retaliation Act of 2002 
(Pub. L. 107–174)); or 

(2) to provide whistleblower protections for 
employees of the Department (including pur-
suant to the provisions in section 2302(b)(8) 
and (9) of such title and the Notification and 
Federal Employee Antidiscrimination and 
Retaliation Act of 2002). 
SEC. 884. FEDERAL LAW ENFORCEMENT TRAIN-

ING CENTER. 
(a) IN GENERAL.—The transfer of an au-

thority or an agency under this Act to the 
Department of Homeland Security does not 
affect training agreements already entered 
into with the Federal Law Enforcement 
Training Center with respect to the training 
of personnel to carry out that authority or 
the duties of that transferred agency. 

(b) CONTINUITY OF OPERATIONS.—All activi-
ties of the Federal Law Enforcement Train-
ing Center transferred to the Department of 
Homeland Security under this Act shall con-
tinue to be carried out at the locations such 

activities were carried out before such trans-
fer. 
SEC. 885. JOINT INTERAGENCY TASK FORCE. 

(a) ESTABLISHMENT.—The Secretary may 
establish and operate a permanent Joint 
Interagency Homeland Security Task Force 
composed of representatives from military 
and civilian agencies of the United States 
Government for the purposes of anticipating 
terrorist threats against the United States 
and taking appropriate actions to prevent 
harm to the United States. 

(b) STRUCTURE.—It is the sense of Congress 
that the Secretary should model the Joint 
Interagency Homeland Security Task Force 
on the approach taken by the Joint Inter-
agency Task Forces for drug interdiction at 
Key West, Florida and Alameda, California, 
to the maximum extent feasible and appro-
priate. 
SEC. 886. SENSE OF CONGRESS REAFFIRMING 

THE CONTINUED IMPORTANCE AND 
APPLICABILITY OF THE POSSE COM-
ITATUS ACT. 

(a) FINDINGS.—Congress finds the fol-
lowing: 

(1) Section 1385 of title 18, United States 
Code (commonly known as the ‘‘Posse Com-
itatus Act’’), prohibits the use of the Armed 
Forces as a posse comitatus to execute the 
laws except in cases and under cir-
cumstances expressly authorized by the Con-
stitution or Act of Congress. 

(2) Enacted in 1878, the Posse Comitatus 
Act was expressly intended to prevent 
United States Marshals, on their own initia-
tive, from calling on the Army for assistance 
in enforcing Federal law. 

(3) The Posse Comitatus Act has served the 
Nation well in limiting the use of the Armed 
Forces to enforce the law. 

(4) Nevertheless, by its express terms, the 
Posse Comitatus Act is not a complete bar-
rier to the use of the Armed Forces for a 
range of domestic purposes, including law 
enforcement functions, when the use of the 
Armed Forces is authorized by Act of Con-
gress or the President determines that the 
use of the Armed Forces is required to fulfill 
the President’s obligations under the Con-
stitution to respond promptly in time of war, 
insurrection, or other serious emergency. 

(5) Existing laws, including chapter 15 of 
title 10, United States Code (commonly 
known as the ‘‘Insurrection Act’’), and the 
Robert T. Stafford Disaster Relief and Emer-
gency Assistance Act (42 U.S.C. 5121 et seq.), 
grant the President broad powers that may 
be invoked in the event of domestic emer-
gencies, including an attack against the Na-
tion using weapons of mass destruction, and 
these laws specifically authorize the Presi-
dent to use the Armed Forces to help restore 
public order. 

(b) SENSE OF CONGRESS.—Congress reaf-
firms the continued importance of section 
1385 of title 18, United States Code, and it is 
the sense of Congress that nothing in this 
Act should be construed to alter the applica-
bility of such section to any use of the 
Armed Forces as a posse comitatus to exe-
cute the laws. 
SEC. 887. COORDINATION WITH THE DEPART-

MENT OF HEALTH AND HUMAN 
SERVICES UNDER THE PUBLIC 
HEALTH SERVICE ACT. 

(a) IN GENERAL.—The annual Federal re-
sponse plan developed by the Department 
shall be consistent with section 319 of the 
Public Health Service Act (42 U.S.C. 247d). 

(b) DISCLOSURES AMONG RELEVANT AGEN-
CIES.—

(1) IN GENERAL.—Full disclosure among rel-
evant agencies shall be made in accordance 
with this subsection. 

(2) PUBLIC HEALTH EMERGENCY.—During the 
period in which the Secretary of Health and 
Human Services has declared the existence 

of a public health emergency under section 
319(a) of the Public Health Service Act (42 
U.S.C. 247d(a)), the Secretary of Health and 
Human Services shall keep relevant agen-
cies, including the Department of Homeland 
Security, the Department of Justice, and the 
Federal Bureau of Investigation, fully and 
currently informed. 

(3) POTENTIAL PUBLIC HEALTH EMERGENCY.—
In cases involving, or potentially involving, 
a public health emergency, but in which no 
determination of an emergency by the Sec-
retary of Health and Human Services under 
section 319(a) of the Public Health Service 
Act (42 U.S.C. 247d(a)), has been made, all 
relevant agencies, including the Department 
of Homeland Security, the Department of 
Justice, and the Federal Bureau of Investiga-
tion, shall keep the Secretary of Health and 
Human Services and the Director of the Cen-
ters for Disease Control and Prevention fully 
and currently informed. 
SEC. 888. PRESERVING COAST GUARD MISSION 

PERFORMANCE. 
(a) DEFINITIONS.—In this section: 
(1) NON-HOMELAND SECURITY MISSIONS.—The 

term ‘‘non-homeland security missions’’ 
means the following missions of the Coast 
Guard: 

(A) Marine safety. 
(B) Search and rescue. 
(C) Aids to navigation. 
(D) Living marine resources (fisheries law 

enforcement). 
(E) Marine environmental protection. 
(F) Ice operations. 
(2) HOMELAND SECURITY MISSIONS.—The 

term ‘‘homeland security missions’’ means 
the following missions of the Coast Guard: 

(A) Ports, waterways and coastal security. 
(B) Drug interdiction. 
(C) Migrant interdiction. 
(D) Defense readiness. 
(E) Other law enforcement. 
(b) TRANSFER.—There are transferred to 

the Department the authorities, functions, 
personnel, and assets of the Coast Guard, 
which shall be maintained as a distinct enti-
ty within the Department, including the au-
thorities and functions of the Secretary of 
Transportation relating thereto. 

(c) MAINTENANCE OF STATUS OF FUNCTIONS 
AND ASSETS.—Notwithstanding any other 
provision of this Act, the authorities, func-
tions, and capabilities of the Coast Guard to 
perform its missions shall be maintained in-
tact and without significant reduction after 
the transfer of the Coast Guard to the De-
partment, except as specified in subsequent 
Acts. 

(d) CERTAIN TRANSFERS PROHIBITED.—No 
mission, function, or asset (including for 
purposes of this subsection any ship, air-
craft, or helicopter) of the Coast Guard may 
be diverted to the principal and continuing 
use of any other organization, unit, or entity 
of the Department, except for details or as-
signments that do not reduce the Coast 
Guard’s capability to perform its missions. 

(e) CHANGES TO MISSIONS.—
(1) PROHIBITION.—The Secretary may not 

substantially or significantly reduce the 
missions of the Coast Guard or the Coast 
Guard’s capability to perform those mis-
sions, except as specified in subsequent Acts. 

(2) WAIVER.—The Secretary may waive the 
restrictions under paragraph (1) for a period 
of not to exceed 90 days upon a declaration 
and certification by the Secretary to Con-
gress that a clear, compelling, and imme-
diate need exists for such a waiver. A certifi-
cation under this paragraph shall include a 
detailed justification for the declaration and 
certification, including the reasons and spe-
cific information that demonstrate that the 
Nation and the Coast Guard cannot respond 
effectively if the restrictions under para-
graph (1) are not waived. 
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(f) ANNUAL REVIEW.—
(1) IN GENERAL.—The Inspector General of 

the Department shall conduct an annual re-
view that shall assess thoroughly the per-
formance by the Coast Guard of all missions 
of the Coast Guard (including non-homeland 
security missions and homeland security 
missions) with a particular emphasis on ex-
amining the non-homeland security mis-
sions. 

(2) REPORT.—The report under this para-
graph shall be submitted to—

(A) the Committee on Governmental Af-
fairs of the Senate; 

(B) the Committee on Government Reform 
of the House of Representatives; 

(C) the Committees on Appropriations of 
the Senate and the House of Representatives; 

(D) the Committee on Commerce, Science, 
and Transportation of the Senate; and 

(E) the Committee on Transportation and 
Infrastructure of the House of Representa-
tives. 

(g) DIRECT REPORTING TO SECRETARY.—
Upon the transfer of the Coast Guard to the 
Department, the Commandant shall report 
directly to the Secretary without being re-
quired to report through any other official of 
the Department. 

(h) OPERATION AS A SERVICE IN THE NAVY.—
None of the conditions and restrictions in 
this section shall apply when the Coast 
Guard operates as a service in the Navy 
under section 3 of title 14, United States 
Code. 

(i) REPORT ON ACCELERATING THE INTE-
GRATED DEEPWATER SYSTEM.—Not later than 
90 days after the date of enactment of this 
Act, the Secretary, in consultation with the 
Commandant of the Coast Guard, shall sub-
mit a report to the Committee on Com-
merce, Science, and Transportation of the 
Senate, the Committee on Transportation 
and Infrastructure of the House of Rep-
resentatives, and the Committees on Appro-
priations of the Senate and the House of 
Representatives that—

(1) analyzes the feasibility of accelerating 
the rate of procurement in the Coast Guard’s 
Integrated Deepwater System from 20 years 
to 10 years; 

(2) includes an estimate of additional re-
sources required; 

(3) describes the resulting increased capa-
bilities; 

(4) outlines any increases in the Coast 
Guard’s homeland security readiness; 

(5) describes any increases in operational 
efficiencies; and 

(6) provides a revised asset phase-in time 
line. 

SEC. 889. HOMELAND SECURITY FUNDING ANAL-
YSIS IN PRESIDENT’S BUDGET. 

(a) IN GENERAL.—Section 1105(a) of title 31, 
United States Code, is amended by adding at 
the end the following: 

‘‘(33)(A)(i) a detailed, separate analysis, by 
budget function, by agency, and by initiative 
area (as determined by the administration) 
for the prior fiscal year, the current fiscal 
year, the fiscal years for which the budget is 
submitted, and the ensuing fiscal year iden-
tifying the amounts of gross and net appro-
priations or obligational authority and out-
lays that contribute to homeland security, 
with separate displays for mandatory and 
discretionary amounts, including—

‘‘(I) summaries of the total amount of such 
appropriations or new obligational authority 
and outlays requested for homeland security; 

‘‘(II) an estimate of the current service lev-
els of homeland security spending; 

‘‘(III) the most recent risk assessment and 
summary of homeland security needs in each 
initiative area (as determined by the admin-
istration); and 

‘‘(IV) an estimate of user fees collected by 
the Federal Government on behalf of home-
land security activities; 

‘‘(ii) with respect to subclauses (I) through 
(IV) of clause (i), amounts shall be provided 
by account for each program, project and ac-
tivity; and 

‘‘(iii) an estimate of expenditures for 
homeland security activities by State and 
local governments and the private sector for 
the prior fiscal year and the current fiscal 
year. 

‘‘(B) In this paragraph, consistent with the 
Office of Management and Budget’s June 2002 
‘Annual Report to Congress on Combatting 
Terrorism’, the term ‘homeland security’ re-
fers to those activities that detect, deter, 
protect against, and respond to terrorist at-
tacks occurring within the United States 
and its territories. 

‘‘(C) In implementing this paragraph, in-
cluding determining what Federal activities 
or accounts constitute homeland security for 
purposes of budgetary classification, the Of-
fice of Management and Budget is directed 
to consult periodically, but at least annu-
ally, with the House and Senate Budget 
Committees, the House and Senate Appro-
priations Committees, and the Congressional 
Budget Office.’’. 

(b) REPEAL OF DUPLICATIVE REPORTS.—The 
following sections are repealed: 

(1) Section 1051 of Public Law 105–85. 
(2) Section 1403 of Public Law 105–261. 
(c) EFFECTIVE DATE.—This section and the 

amendment made by this section shall apply 
beginning with respect to the fiscal year 2005 
budget submission. 
SEC. 890. AIR TRANSPORTATION SAFETY AND 

SYSTEM STABILIZATION ACT. 
The Air Transportation Safety and System 

Stabilization Act (49 U.S.C. 40101 note) is 
amended—

(1) in section 408 by striking the last sen-
tence of subsection (c); and 

(2) in section 402 by striking paragraph (1) 
and inserting the following: 

‘‘(1) AIR CARRIER.—The term ‘air carrier’ 
means a citizen of the United States under-
taking by any means, directly or indirectly, 
to provide air transportation and includes 
employees and agents (including persons en-
gaged in the business of providing air trans-
portation security and their affiliates) of 
such citizen. For purposes of the preceding 
sentence, the term ‘agent’, as applied to per-
sons engaged in the business of providing air 
transportation security, shall only include 
persons that have contracted directly with 
the Federal Aviation Administration on or 
after and commenced services no later than 
February 17, 2002, to provide such security, 
and had not been or are not debarred for any 
period within 6 months from that date.’’. 

Subtitle I—Information Sharing 
SEC. 891. SHORT TITLE; FINDINGS; AND SENSE OF 

CONGRESS. 
(a) SHORT TITLE.—This subtitle may be 

cited as the ‘‘Homeland Security Informa-
tion Sharing Act’’. 

(b) FINDINGS.—Congress finds the fol-
lowing: 

(1) The Federal Government is required by 
the Constitution to provide for the common 
defense, which includes terrorist attack. 

(2) The Federal Government relies on State 
and local personnel to protect against ter-
rorist attack. 

(3) The Federal Government collects, cre-
ates, manages, and protects classified and 
sensitive but unclassified information to en-
hance homeland security. 

(4) Some homeland security information is 
needed by the State and local personnel to 
prevent and prepare for terrorist attack. 

(5) The needs of State and local personnel 
to have access to relevant homeland security 

information to combat terrorism must be 
reconciled with the need to preserve the pro-
tected status of such information and to pro-
tect the sources and methods used to acquire 
such information. 

(6) Granting security clearances to certain 
State and local personnel is one way to fa-
cilitate the sharing of information regarding 
specific terrorist threats among Federal, 
State, and local levels of government. 

(7) Methods exist to declassify, redact, or 
otherwise adapt classified information so it 
may be shared with State and local per-
sonnel without the need for granting addi-
tional security clearances. 

(8) State and local personnel have capabili-
ties and opportunities to gather information 
on suspicious activities and terrorist threats 
not possessed by Federal agencies. 

(9) The Federal Government and State and 
local governments and agencies in other ju-
risdictions may benefit from such informa-
tion. 

(10) Federal, State, and local governments 
and intelligence, law enforcement, and other 
emergency preparation and response agen-
cies must act in partnership to maximize the 
benefits of information gathering and anal-
ysis to prevent and respond to terrorist at-
tacks. 

(11) Information systems, including the Na-
tional Law Enforcement Telecommuni-
cations System and the Terrorist Threat 
Warning System, have been established for 
rapid sharing of classified and sensitive but 
unclassified information among Federal, 
State, and local entities. 

(12) Increased efforts to share homeland se-
curity information should avoid duplicating 
existing information systems. 

(c) SENSE OF CONGRESS.—It is the sense of 
Congress that Federal, State, and local enti-
ties should share homeland security informa-
tion to the maximum extent practicable, 
with special emphasis on hard-to-reach 
urban and rural communities. 
SEC. 892. FACILITATING HOMELAND SECURITY 

INFORMATION SHARING PROCE-
DURES. 

(a) PROCEDURES FOR DETERMINING EXTENT 
OF SHARING OF HOMELAND SECURITY INFORMA-
TION.—

(1) The President shall prescribe and im-
plement procedures under which relevant 
Federal agencies—

(A) share relevant and appropriate home-
land security information with other Federal 
agencies, including the Department, and ap-
propriate State and local personnel; 

(B) identify and safeguard homeland secu-
rity information that is sensitive but unclas-
sified; and 

(C) to the extent such information is in 
classified form, determine whether, how, and 
to what extent to remove classified informa-
tion, as appropriate, and with which such 
personnel it may be shared after such infor-
mation is removed. 

(2) The President shall ensure that such 
procedures apply to all agencies of the Fed-
eral Government. 

(3) Such procedures shall not change the 
substantive requirements for the classifica-
tion and safeguarding of classified informa-
tion. 

(4) Such procedures shall not change the 
requirements and authorities to protect 
sources and methods. 

(b) PROCEDURES FOR SHARING OF HOMELAND 
SECURITY INFORMATION.—

(1) Under procedures prescribed by the 
President, all appropriate agencies, includ-
ing the intelligence community, shall, 
through information sharing systems, share 
homeland security information with Federal 
agencies and appropriate State and local per-
sonnel to the extent such information may 
be shared, as determined in accordance with 
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subsection (a), together with assessments of 
the credibility of such information. 

(2) Each information sharing system 
through which information is shared under 
paragraph (1) shall—

(A) have the capability to transmit unclas-
sified or classified information, though the 
procedures and recipients for each capability 
may differ; 

(B) have the capability to restrict delivery 
of information to specified subgroups by geo-
graphic location, type of organization, posi-
tion of a recipient within an organization, or 
a recipient’s need to know such information; 

(C) be configured to allow the efficient and 
effective sharing of information; and 

(D) be accessible to appropriate State and 
local personnel. 

(3) The procedures prescribed under para-
graph (1) shall establish conditions on the 
use of information shared under paragraph 
(1)—

(A) to limit the redissemination of such in-
formation to ensure that such information is 
not used for an unauthorized purpose; 

(B) to ensure the security and confiden-
tiality of such information; 

(C) to protect the constitutional and statu-
tory rights of any individuals who are sub-
jects of such information; and 

(D) to provide data integrity through the 
timely removal and destruction of obsolete 
or erroneous names and information. 

(4) The procedures prescribed under para-
graph (1) shall ensure, to the greatest extent 
practicable, that the information sharing 
system through which information is shared 
under such paragraph include existing infor-
mation sharing systems, including, but not 
limited to, the National Law Enforcement 
Telecommunications System, the Regional 
Information Sharing System, and the Ter-
rorist Threat Warning System of the Federal 
Bureau of Investigation. 

(5) Each appropriate Federal agency, as de-
termined by the President, shall have access 
to each information sharing system through 
which information is shared under paragraph 
(1), and shall therefore have access to all in-
formation, as appropriate, shared under such 
paragraph. 

(6) The procedures prescribed under para-
graph (1) shall ensure that appropriate State 
and local personnel are authorized to use 
such information sharing systems—

(A) to access information shared with such 
personnel; and 

(B) to share, with others who have access 
to such information sharing systems, the 
homeland security information of their own 
jurisdictions, which shall be marked appro-
priately as pertaining to potential terrorist 
activity. 

(7) Under procedures prescribed jointly by 
the Director of Central Intelligence and the 
Attorney General, each appropriate Federal 
agency, as determined by the President, 
shall review and assess the information 
shared under paragraph (6) and integrate 
such information with existing intelligence. 

(c) SHARING OF CLASSIFIED INFORMATION 
AND SENSITIVE BUT UNCLASSIFIED INFORMA-
TION WITH STATE AND LOCAL PERSONNEL.—

(1) The President shall prescribe proce-
dures under which Federal agencies may, to 
the extent the President considers necessary, 
share with appropriate State and local per-
sonnel homeland security information that 
remains classified or otherwise protected 
after the determinations prescribed under 
the procedures set forth in subsection (a). 

(2) It is the sense of Congress that such 
procedures may include 1 or more of the fol-
lowing means: 

(A) Carrying out security clearance inves-
tigations with respect to appropriate State 
and local personnel. 

(B) With respect to information that is 
sensitive but unclassified, entering into non-
disclosure agreements with appropriate 
State and local personnel. 

(C) Increased use of information-sharing 
partnerships that include appropriate State 
and local personnel, such as the Joint Ter-
rorism Task Forces of the Federal Bureau of 
Investigation, the Anti-Terrorism Task 
Forces of the Department of Justice, and re-
gional Terrorism Early Warning Groups. 

(d) RESPONSIBLE OFFICIALS.—For each af-
fected Federal agency, the head of such agen-
cy shall designate an official to administer 
this Act with respect to such agency. 

(e) FEDERAL CONTROL OF INFORMATION.—
Under procedures prescribed under this sec-
tion, information obtained by a State or 
local government from a Federal agency 
under this section shall remain under the 
control of the Federal agency, and a State or 
local law authorizing or requiring such a 
government to disclose information shall not 
apply to such information. 

(f) DEFINITIONS.—As used in this section: 
(1) The term ‘‘homeland security informa-

tion’’ means any information possessed by a 
Federal, State, or local agency that—

(A) relates to the threat of terrorist activ-
ity; 

(B) relates to the ability to prevent, inter-
dict, or disrupt terrorist activity; 

(C) would improve the identification or in-
vestigation of a suspected terrorist or ter-
rorist organization; or 

(D) would improve the response to a ter-
rorist act. 

(2) The term ‘‘intelligence community’’ 
has the meaning given such term in section 
3(4) of the National Security Act of 1947 (50 
U.S.C. 401a(4)). 

(3) The term ‘‘State and local personnel’’ 
means any of the following persons involved 
in prevention, preparation, or response for 
terrorist attack: 

(A) State Governors, mayors, and other lo-
cally elected officials. 

(B) State and local law enforcement per-
sonnel and firefighters. 

(C) Public health and medical profes-
sionals. 

(D) Regional, State, and local emergency 
management agency personnel, including 
State adjutant generals. 

(E) Other appropriate emergency response 
agency personnel. 

(F) Employees of private-sector entities 
that affect critical infrastructure, cyber, 
economic, or public health security, as des-
ignated by the Federal government in proce-
dures developed pursuant to this section. 

(4) The term ‘‘State’’ includes the District 
of Columbia and any commonwealth, terri-
tory, or possession of the United States. 

(g) CONSTRUCTION.—Nothing in this Act 
shall be construed as authorizing any depart-
ment, bureau, agency, officer, or employee of 
the Federal Government to request, receive, 
or transmit to any other Government entity 
or personnel, or transmit to any State or 
local entity or personnel otherwise author-
ized by this Act to receive homeland security 
information, any information collected by 
the Federal Government solely for statis-
tical purposes in violation of any other pro-
vision of law relating to the confidentiality 
of such information. 
SEC. 893. REPORT. 

(a) REPORT REQUIRED.—Not later than 12 
months after the date of the enactment of 
this Act, the President shall submit to the 
congressional committees specified in sub-
section (b) a report on the implementation of 
section 892. The report shall include any rec-
ommendations for additional measures or 
appropriation requests, beyond the require-
ments of section 892, to increase the effec-

tiveness of sharing of information between 
and among Federal, State, and local entities. 

(b) SPECIFIED CONGRESSIONAL COMMIT-
TEES.—The congressional committees re-
ferred to in subsection (a) are the following 
committees: 

(1) The Permanent Select Committee on 
Intelligence and the Committee on the Judi-
ciary of the House of Representatives. 

(2) The Select Committee on Intelligence 
and the Committee on the Judiciary of the 
Senate. 
SEC. 894. AUTHORIZATION OF APPROPRIATIONS. 

There are authorized to be appropriated 
such sums as may be necessary to carry out 
section 892. 
SEC. 895. AUTHORITY TO SHARE GRAND JURY IN-

FORMATION. 

Rule 6(e) of the Federal Rules of Criminal 
Procedure is amended—

(1) in paragraph (2), by inserting ‘‘, or of 
guidelines jointly issued by the Attorney 
General and Director of Central Intelligence 
pursuant to Rule 6,’’ after ‘‘Rule 6’’; and 

(2) in paragraph (3)—
(A) in subparagraph (A)(ii), by inserting 

‘‘or of a foreign government’’ after 
‘‘(including personnel of a state or subdivi-
sion of a state’’; 

(B) in subparagraph (C)(i)—
(i) in subclause (I), by inserting before the 

semicolon the following: ‘‘or, upon a request 
by an attorney for the government, when 
sought by a foreign court or prosecutor for 
use in an official criminal investigation’’; 

(ii) in subclause (IV)—
(I) by inserting ‘‘or foreign’’ after ‘‘may 

disclose a violation of State’’; 
(II) by inserting ‘‘or of a foreign govern-

ment’’ after ‘‘to an appropriate official of a 
State or subdivision of a State’’; and 

(III) by striking ‘‘or’’ at the end; 
(iii) by striking the period at the end of 

subclause (V) and inserting ‘‘; or’’; and 
(iv) by adding at the end the following: 
‘‘(VI) when matters involve a threat of ac-

tual or potential attack or other grave hos-
tile acts of a foreign power or an agent of a 
foreign power, domestic or international sab-
otage, domestic or international terrorism, 
or clandestine intelligence gathering activi-
ties by an intelligence service or network of 
a foreign power or by an agent of a foreign 
power, within the United States or else-
where, to any appropriate federal, state, 
local, or foreign government official for the 
purpose of preventing or responding to such 
a threat.’’; and 

(C) in subparagraph (C)(iii)—
(i) by striking ‘‘Federal’’; 
(ii) by inserting ‘‘or clause (i)(VI)’’ after 

‘‘clause (i)(V)’’; and 
(iii) by adding at the end the following: 

‘‘Any state, local, or foreign official who re-
ceives information pursuant to clause (i)(VI) 
shall use that information only consistent 
with such guidelines as the Attorney General 
and Director of Central Intelligence shall 
jointly issue.’’. 
SEC. 896. AUTHORITY TO SHARE ELECTRONIC, 

WIRE, AND ORAL INTERCEPTION IN-
FORMATION. 

Section 2517 of title 18, United States Code, 
is amended by adding at the end the fol-
lowing: 

‘‘(7) Any investigative or law enforcement 
officer, or other Federal official in carrying 
out official duties as such Federal official, 
who by any means authorized by this chap-
ter, has obtained knowledge of the contents 
of any wire, oral, or electronic communica-
tion, or evidence derived therefrom, may dis-
close such contents or derivative evidence to 
a foreign investigative or law enforcement 
officer to the extent that such disclosure is 
appropriate to the proper performance of the 
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official duties of the officer making or re-
ceiving the disclosure, and foreign investiga-
tive or law enforcement officers may use or 
disclose such contents or derivative evidence 
to the extent such use or disclosure is appro-
priate to the proper performance of their of-
ficial duties. 

‘‘(8) Any investigative or law enforcement 
officer, or other Federal official in carrying 
out official duties as such Federal official, 
who by any means authorized by this chap-
ter, has obtained knowledge of the contents 
of any wire, oral, or electronic communica-
tion, or evidence derived therefrom, may dis-
close such contents or derivative evidence to 
any appropriate Federal, State, local, or for-
eign government official to the extent that 
such contents or derivative evidence reveals 
a threat of actual or potential attack or 
other grave hostile acts of a foreign power or 
an agent of a foreign power, domestic or 
international sabotage, domestic or inter-
national terrorism, or clandestine intel-
ligence gathering activities by an intel-
ligence service or network of a foreign power 
or by an agent of a foreign power, within the 
United States or elsewhere, for the purpose 
of preventing or responding to such a threat. 
Any official who receives information pursu-
ant to this provision may use that informa-
tion only as necessary in the conduct of that 
person’s official duties subject to any limita-
tions on the unauthorized disclosure of such 
information, and any State, local, or foreign 
official who receives information pursuant 
to this provision may use that information 
only consistent with such guidelines as the 
Attorney General and Director of Central In-
telligence shall jointly issue.’’. 
SEC. 897. FOREIGN INTELLIGENCE INFORMA-

TION. 
(a) DISSEMINATION AUTHORIZED.—Section 

203(d)(1) of the Uniting and Strengthening 
America by Providing Appropriate Tools Re-
quired to Intercept and Obstruct Terrorism 
(USA PATRIOT ACT) Act of 2001 (Public 
Law 107–56; 50 U.S.C. 403–5d) is amended by 
adding at the end the following: ‘‘Consistent 
with the responsibility of the Director of 
Central Intelligence to protect intelligence 
sources and methods, and the responsibility 
of the Attorney General to protect sensitive 
law enforcement information, it shall be 
lawful for information revealing a threat of 
actual or potential attack or other grave 
hostile acts of a foreign power or an agent of 
a foreign power, domestic or international 
sabotage, domestic or international ter-
rorism, or clandestine intelligence gathering 
activities by an intelligence service or net-
work of a foreign power or by an agent of a 
foreign power, within the United States or 
elsewhere, obtained as part of a criminal in-
vestigation to be disclosed to any appro-
priate Federal, State, local, or foreign gov-
ernment official for the purpose of pre-
venting or responding to such a threat. Any 
official who receives information pursuant 
to this provision may use that information 
only as necessary in the conduct of that per-
son’s official duties subject to any limita-
tions on the unauthorized disclosure of such 
information, and any State, local, or foreign 
official who receives information pursuant 
to this provision may use that information 
only consistent with such guidelines as the 
Attorney General and Director of Central In-
telligence shall jointly issue.’’. 

(b) CONFORMING AMENDMENTS.—Section 
203(c) of that Act is amended—

(1) by striking ‘‘section 2517(6)’’ and insert-
ing ‘‘paragraphs (6) and (8) of section 2517 of 
title 18, United States Code,’’; and 

(2) by inserting ‘‘and (VI)’’ after ‘‘Rule 
6(e)(3)(C)(i)(V)’’. 
SEC. 898. INFORMATION ACQUIRED FROM AN 

ELECTRONIC SURVEILLANCE. 
Section 106(k)(1) of the Foreign Intel-

ligence Surveillance Act of 1978 (50 U.S.C. 

1806) is amended by inserting after ‘‘law en-
forcement officers’’ the following: ‘‘or law 
enforcement personnel of a State or political 
subdivision of a State (including the chief 
executive officer of that State or political 
subdivision who has the authority to appoint 
or direct the chief law enforcement officer of 
that State or political subdivision)’’. 
SEC. 899. INFORMATION ACQUIRED FROM A 

PHYSICAL SEARCH. 
Section 305(k)(1) of the Foreign Intel-

ligence Surveillance Act of 1978 (50 U.S.C. 
1825) is amended by inserting after ‘‘law en-
forcement officers’’ the following: ‘‘or law 
enforcement personnel of a State or political 
subdivision of a State (including the chief 
executive officer of that State or political 
subdivision who has the authority to appoint 
or direct the chief law enforcement officer of 
that State or political subdivision)’’. 

TITLE IX—NATIONAL HOMELAND 
SECURITY COUNCIL 

SEC. 901. NATIONAL HOMELAND SECURITY COUN-
CIL. 

There is established within the Executive 
Office of the President a council to be known 
as the ‘‘Homeland Security Council’’ (in this 
title referred to as the ‘‘Council’’). 
SEC. 902. FUNCTION. 

The function of the Council shall be to ad-
vise the President on homeland security 
matters. 
SEC. 903. MEMBERSHIP. 

The members of the Council shall be the 
following: 

(1) The President. 
(2) The Vice President. 
(3) The Secretary of Homeland Security. 
(4) The Attorney General. 
(5) The Secretary of Defense. 
(6) Such other individuals as may be des-

ignated by the President. 
SEC. 904. OTHER FUNCTIONS AND ACTIVITIES. 

For the purpose of more effectively coordi-
nating the policies and functions of the 
United States Government relating to home-
land security, the Council shall—

(1) assess the objectives, commitments, 
and risks of the United States in the interest 
of homeland security and to make resulting 
recommendations to the President; 

(2) oversee and review homeland security 
policies of the Federal Government and to 
make resulting recommendations to the 
President; and 

(3) perform such other functions as the 
President may direct. 
SEC. 905. STAFF COMPOSITION. 

The Council shall have a staff, the head of 
which shall be a civilian Executive Sec-
retary, who shall be appointed by the Presi-
dent. The President is authorized to fix the 
pay of the Executive Secretary at a rate not 
to exceed the rate of pay payable to the Ex-
ecutive Secretary of the National Security 
Council. 
SEC. 906. RELATION TO THE NATIONAL SECURITY 

COUNCIL. 
The President may convene joint meetings 

of the Homeland Security Council and the 
National Security Council with participation 
by members of either Council or as the Presi-
dent may otherwise direct.

TITLE X—INFORMATION SECURITY 
SEC. 1001. INFORMATION SECURITY. 

(a) SHORT TITLE.—This title may be cited 
as the ‘‘Federal Information Security Man-
agement Act of 2002’’. 

(b) INFORMATION SECURITY.—
(1) IN GENERAL.—Subchapter II of chapter 

35 of title 44, United States Code, is amended 
to read as follows:

‘‘SUBCHAPTER II—INFORMATION 
SECURITY 

‘‘§ 3531. Purposes 
‘‘The purposes of this subchapter are to—

‘‘(1) provide a comprehensive framework 
for ensuring the effectiveness of information 
security controls over information resources 
that support Federal operations and assets; 

‘‘(2) recognize the highly networked nature 
of the current Federal computing environ-
ment and provide effective governmentwide 
management and oversight of the related in-
formation security risks, including coordina-
tion of information security efforts through-
out the civilian, national security, and law 
enforcement communities; 

‘‘(3) provide for development and mainte-
nance of minimum controls required to pro-
tect Federal information and information 
systems; 

‘‘(4) provide a mechanism for improved 
oversight of Federal agency information se-
curity programs; 

‘‘(5) acknowledge that commercially devel-
oped information security products offer ad-
vanced, dynamic, robust, and effective infor-
mation security solutions, reflecting market 
solutions for the protection of critical infor-
mation infrastructures important to the na-
tional defense and economic security of the 
nation that are designed, built, and operated 
by the private sector; and 

‘‘(6) recognize that the selection of specific 
technical hardware and software information 
security solutions should be left to indi-
vidual agencies from among commercially 
developed products.’’. 

‘‘§ 3532. Definitions 

‘‘(a) IN GENERAL.—Except as provided 
under subsection (b), the definitions under 
section 3502 shall apply to this subchapter. 

‘‘(b) ADDITIONAL DEFINITIONS.—As used in 
this subchapter—

‘‘(1) the term ‘information security’ means 
protecting information and information sys-
tems from unauthorized access, use, disclo-
sure, disruption, modification, or destruction 
in order to provide—

‘‘(A) integrity, which means guarding 
against improper information modification 
or destruction, and includes ensuring infor-
mation nonrepudiation and authenticity; 

‘‘(B) confidentiality, which means pre-
serving authorized restrictions on access and 
disclosure, including means for protecting 
personal privacy and proprietary informa-
tion; 

‘‘(C) availability, which means ensuring 
timely and reliable access to and use of in-
formation; and 

‘‘(D) authentication, which means utilizing 
digital credentials to assure the identity of 
users and validate their access; 

‘‘(2) the term ‘national security system’ 
means any information system (including 
any telecommunications system) used or op-
erated by an agency or by a contractor of an 
agency, or other organization on behalf of an 
agency, the function, operation, or use of 
which—

‘‘(A) involves intelligence activities; 
‘‘(B) involves cryptologic activities related 

to national security; 
‘‘(C) involves command and control of mili-

tary forces; 
‘‘(D) involves equipment that is an integral 

part of a weapon or weapons system; or 
‘‘(E) is critical to the direct fulfillment of 

military or intelligence missions provided 
that this definition does not apply to a sys-
tem that is used for routine administrative 
and business applications (including payroll, 
finance, logistics, and personnel manage-
ment applications); 

‘‘(3) the term ‘information technology’ has 
the meaning given that term in section 11101 
of title 40; and 

‘‘(4) the term ‘information system’ means 
any equipment or interconnected system or 
subsystems of equipment that is used in the 
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automatic acquisition, storage, manipula-
tion, management, movement, control, dis-
play, switching, interchange, transmission, 
or reception of data or information, and in-
cludes—

‘‘(A) computers and computer networks; 
‘‘(B) ancillary equipment; 
‘‘(C) software, firmware, and related proce-

dures; 
‘‘(D) services, including support services; 

and 
‘‘(E) related resources.’’. 

‘‘§ 3533. Authority and functions of the Direc-
tor 
‘‘(a) The Director shall oversee agency in-

formation security policies and practices, 
by—

‘‘(1) promulgating information security 
standards under section 11331 of title 40; 

‘‘(2) overseeing the implementation of poli-
cies, principles, standards, and guidelines on 
information security; 

‘‘(3) requiring agencies, consistent with the 
standards promulgated under such section 
11331 and the requirements of this sub-
chapter, to identify and provide information 
security protections commensurate with the 
risk and magnitude of the harm resulting 
from the unauthorized access, use, disclo-
sure, disruption, modification, or destruction 
of— 

‘‘(A) information collected or maintained 
by or on behalf of an agency; or 

‘‘(B) information systems used or operated 
by an agency or by a contractor of an agency 
or other organization on behalf of an agency; 

‘‘(4) coordinating the development of 
standards and guidelines under section 20 of 
the National Institute of Standards and 
Technology Act (15 U.S.C. 278g–3) with agen-
cies and offices operating or exercising con-
trol of national security systems (including 
the National Security Agency) to assure, to 
the maximum extent feasible, that such 
standards and guidelines are complementary 
with standards and guidelines developed for 
national security systems; 

‘‘(5) overseeing agency compliance with 
the requirements of this subchapter, includ-
ing through any authorized action under sec-
tion 11303(b)(5) of title 40, to enforce account-
ability for compliance with such require-
ments; 

‘‘(6) reviewing at least annually, and ap-
proving or disapproving, agency information 
security programs required under section 
3534(b); 

‘‘(7) coordinating information security 
policies and procedures with related infor-
mation resources management policies and 
procedures; and 

‘‘(8) reporting to Congress no later than 
March 1 of each year on agency compliance 
with the requirements of this subchapter, in-
cluding—

‘‘(A) a summary of the findings of evalua-
tions required by section 3535; 

‘‘(B) significant deficiencies in agency in-
formation security practices; 

‘‘(C) planned remedial action to address 
such deficiencies; and 

‘‘(D) a summary of, and the views of the 
Director on, the report prepared by the Na-
tional Institute of Standards and Technology 
under section 20(e)(7) of the National Insti-
tute of Standards and Technology Act (15 
U.S.C. 278g–3).’’. 

‘‘(b) Except for the authorities described in 
paragraphs (4) and (7) of subsection (a), the 
authorities of the Director under this section 
shall not apply to national security systems. 
‘‘§ 3534. Federal agency responsibilities 

‘‘(a) The head of each agency shall—
‘‘(1) be responsible for—
‘‘(A) providing information security pro-

tections commensurate with the risk and 
magnitude of the harm resulting from unau-

thorized access, use, disclosure, disruption, 
modification, or destruction of—

‘‘(i) information collected or maintained 
by or on behalf of the agency; and 

‘‘(ii) information systems used or operated 
by an agency or by a contractor of an agency 
or other organization on behalf of an agency; 

‘‘(B) complying with the requirements of 
this subchapter and related policies, proce-
dures, standards, and guidelines, including—

‘‘(i) information security standards pro-
mulgated by the Director under section 11331 
of title 40; and 

‘‘(ii) information security standards and 
guidelines for national security systems 
issued in accordance with law and as di-
rected by the President; and 

‘‘(C) ensuring that information security 
management processes are integrated with 
agency strategic and operational planning 
processes; 

‘‘(2) ensure that senior agency officials pro-
vide information security for the informa-
tion and information systems that support 
the operations and assets under their con-
trol, including through—

‘‘(A) assessing the risk and magnitude of 
the harm that could result from the unau-
thorized access, use, disclosure, disruption, 
modification, or destruction of such informa-
tion or information systems; 

‘‘(B) determining the levels of information 
security appropriate to protect such infor-
mation and information systems in accord-
ance with standards promulgated under sec-
tion 11331 of title 40 for information security 
classifications and related requirements; 

‘‘(C) implementing policies and procedures 
to cost-effectively reduce risks to an accept-
able level; and 

‘‘(D) periodically testing and evaluating 
information security controls and techniques 
to ensure that they are effectively imple-
mented; 

‘‘(3) delegate to the agency Chief Informa-
tion Officer established under section 3506 (or 
comparable official in an agency not covered 
by such section) the authority to ensure 
compliance with the requirements imposed 
on the agency under this subchapter, includ-
ing—

‘‘(A) designating a senior agency informa-
tion security officer who shall—

‘‘(i) carry out the Chief Information Offi-
cer’s responsibilities under this section;

‘‘(ii) possess professional qualifications, in-
cluding training and experience, required to 
administer the functions described under 
this section; 

‘‘(iii) have information security duties as 
that official’s primary duty; and 

‘‘(iv) head an office with the mission and 
resources to assist in ensuring agency com-
pliance with this section; 

‘‘(B) developing and maintaining an agen-
cywide information security program as re-
quired by subsection (b); 

‘‘(C) developing and maintaining informa-
tion security policies, procedures, and con-
trol techniques to address all applicable re-
quirements, including those issued under 
section 3533 of this title, and section 11331 of 
title 40; 

‘‘(D) training and overseeing personnel 
with significant responsibilities for informa-
tion security with respect to such respon-
sibilities; and 

‘‘(E) assisting senior agency officials con-
cerning their responsibilities under para-
graph (2); 

‘‘(4) ensure that the agency has trained 
personnel sufficient to assist the agency in 
complying with the requirements of this sub-
chapter and related policies, procedures, 
standards, and guidelines; and 

‘‘(5) ensure that the agency Chief Informa-
tion Officer, in coordination with other sen-
ior agency officials, reports annually to the 

agency head on the effectiveness of the agen-
cy information security program, including 
progress of remedial actions. 

‘‘(b) Each agency shall develop, document, 
and implement an agencywide information 
security program, approved by the Director 
under section 3533(a)(5), to provide informa-
tion security for the information and infor-
mation systems that support the operations 
and assets of the agency, including those 
provided or managed by another agency, con-
tractor, or other source, that includes—

‘‘(1) periodic assessments of the risk and 
magnitude of the harm that could result 
from the unauthorized access, use, disclo-
sure, disruption, modification, or destruction 
of information and information systems that 
support the operations and assets of the 
agency; 

‘‘(2) policies and procedures that—
‘‘(A) are based on the risk assessments re-

quired by paragraph (1); 
‘‘(B) cost-effectively reduce information 

security risks to an acceptable level; 
‘‘(C) ensure that information security is 

addressed throughout the life cycle of each 
agency information system; and 

‘‘(D) ensure compliance with—
‘‘(i) the requirements of this subchapter; 
‘‘(ii) policies and procedures as may be pre-

scribed by the Director, and information se-
curity standards promulgated under section 
11331 of title 40; 

‘‘(iii) minimally acceptable system con-
figuration requirements, as determined by 
the agency; and 

‘‘(iv) any other applicable requirements, 
including standards and guidelines for na-
tional security systems issued in accordance 
with law and as directed by the President; 

‘‘(3) subordinate plans for providing ade-
quate information security for networks, fa-
cilities, and systems or groups of informa-
tion systems, as appropriate; 

‘‘(4) security awareness training to inform 
personnel, including contractors and other 
users of information systems that support 
the operations and assets of the agency, of—

‘‘(A) information security risks associated 
with their activities; and 

‘‘(B) their responsibilities in complying 
with agency policies and procedures designed 
to reduce these risks; 

‘‘(5) periodic testing and evaluation of the 
effectiveness of information security poli-
cies, procedures, and practices, to be per-
formed with a frequency depending on risk, 
but no less than annually, of which such 
testing—

‘‘(A) shall include testing of management, 
operational, and technical controls of every 
information system identified in the inven-
tory required under section 3505(c); and 

‘‘(B) may include testing relied on in a 
evaluation under section 3535; 

‘‘(6) a process for planning, implementing, 
evaluating, and documenting remedial ac-
tion to address any deficiencies in the infor-
mation security policies, procedures, and 
practices of the agency; 

‘‘(7) procedures for detecting, reporting, 
and responding to security incidents, includ-
ing—

‘‘(A) mitigating risks associated with such 
incidents before substantial damage is done; 
and 

‘‘(B) notifying and consulting with, as ap-
propriate—

‘‘(i) law enforcement agencies and relevant 
Offices of Inspector General; 

‘‘(ii) an office designated by the President 
for any incident involving a national secu-
rity system; and 

‘‘(iii) any other agency or office, in accord-
ance with law or as directed by the Presi-
dent; and 
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‘‘(8) plans and procedures to ensure con-

tinuity of operations for information sys-
tems that support the operations and assets 
of the agency. 

‘‘(c) Each agency shall—
‘‘(1) report annually to the Director, the 

Committees on Government Reform and 
Science of the House of Representatives, the 
Committees on Governmental Affairs and 
Commerce, Science, and Transportation of 
the Senate, the appropriate authorization 
and appropriations committees of Congress, 
and the Comptroller General on the ade-
quacy and effectiveness of information secu-
rity policies, procedures, and practices, and 
compliance with the requirements of this 
subchapter, including compliance with each 
requirement of subsection (b); 

‘‘(2) address the adequacy and effectiveness 
of information security policies, procedures, 
and practices in plans and reports relating 
to—

‘‘(A) annual agency budgets; 
‘‘(B) information resources management 

under subchapter 1 of this chapter; 
‘‘(C) information technology management 

under subtitle III of title 40; 
‘‘(D) program performance under sections 

1105 and 1115 through 1119 of title 31, and sec-
tions 2801 and 2805 of title 39; 

‘‘(E) financial management under chapter 9 
of title 31, and the Chief Financial Officers 
Act of 1990 (31 U.S.C. 501 note; Public Law 
101–576) (and the amendments made by that 
Act); 

‘‘(F) financial management systems under 
the Federal Financial Management Improve-
ment Act (31 U.S.C. 3512 note); and 

‘‘(G) internal accounting and administra-
tive controls under section 3512 of title 31, 
United States Code, (known as the ‘Federal 
Managers Financial Integrity Act’); and 

‘‘(3) report any significant deficiency in a 
policy, procedure, or practice identified 
under paragraph (1) or (2)—

‘‘(A) as a material weakness in reporting 
under section 3512 of title 31; and 

‘‘(B) if relating to financial management 
systems, as an instance of a lack of substan-
tial compliance under the Federal Financial 
Management Improvement Act (31 U.S.C. 
3512 note). 

‘‘(d)(1) In addition to the requirements of 
subsection (c), each agency, in consultation 
with the Director, shall include as part of 
the performance plan required under section 
1115 of title 31 a description of—

‘‘(A) the time periods, and 
‘‘(B) the resources, including budget, staff-

ing, and training,
that are necessary to implement the pro-
gram required under subsection (b). 

‘‘(2) The description under paragraph (1) 
shall be based on the risk assessments re-
quired under subsection (b)(2)(1). 

‘‘(e) Each agency shall provide the public 
with timely notice and opportunities for 
comment on proposed information security 
policies and procedures to the extent that 
such policies and procedures affect commu-
nication with the public. 
‘‘§ 3535. Annual independent evaluation 

‘‘(a)(1) Each year each agency shall have 
performed an independent evaluation of the 
information security program and practices 
of that agency to determine the effectiveness 
of such program and practices. 

‘‘(2) Each evaluation by an agency under 
this section shall include—

‘‘(A) testing of the effectiveness of infor-
mation security policies, procedures, and 
practices of a representative subset of the 
agency’s information systems; 

‘‘(B) an assessment (made on the basis of 
the results of the testing) of compliance 
with—

‘‘(i) the requirements of this subchapter; 
and 

‘‘(ii) related information security policies, 
procedures, standards, and guidelines; and 

‘‘(C) separate presentations, as appro-
priate, regarding information security relat-
ing to national security systems. 

‘‘(b) Subject to subsection (c)—
‘‘(1) for each agency with an Inspector Gen-

eral appointed under the Inspector General 
Act of 1978, the annual evaluation required 
by this section shall be performed by the In-
spector General or by an independent exter-
nal auditor, as determined by the Inspector 
General of the agency; and 

‘‘(2) for each agency to which paragraph (1) 
does not apply, the head of the agency shall 
engage an independent external auditor to 
perform the evaluation. 

‘‘(c) For each agency operating or exer-
cising control of a national security system, 
that portion of the evaluation required by 
this section directly relating to a national 
security system shall be performed—

‘‘(1) only by an entity designated by the 
agency head; and 

‘‘(2) in such a manner as to ensure appro-
priate protection for information associated 
with any information security vulnerability 
in such system commensurate with the risk 
and in accordance with all applicable laws. 

‘‘(d) The evaluation required by this sec-
tion—

‘‘(1) shall be performed in accordance with 
generally accepted government auditing 
standards; and 

‘‘(2) may be based in whole or in part on an 
audit, evaluation, or report relating to pro-
grams or practices of the applicable agency. 

‘‘(e) Each year, not later than such date es-
tablished by the Director, the head of each 
agency shall submit to the Director the re-
sults of the evaluation required under this 
section. 

‘‘(f) Agencies and evaluators shall take ap-
propriate steps to ensure the protection of 
information which, if disclosed, may ad-
versely affect information security. Such 
protections shall be commensurate with the 
risk and comply with all applicable laws and 
regulations. 

‘‘(g)(1) The Director shall summarize the 
results of the evaluations conducted under 
this section in the report to Congress re-
quired under section 3533(a)(8). 

‘‘(2) The Director’s report to Congress 
under this subsection shall summarize infor-
mation regarding information security relat-
ing to national security systems in such a 
manner as to ensure appropriate protection 
for information associated with any informa-
tion security vulnerability in such system 
commensurate with the risk and in accord-
ance with all applicable laws. 

‘‘(3) Evaluations and any other descrip-
tions of information systems under the au-
thority and control of the Director of Cen-
tral Intelligence or of National Foreign In-
telligence Programs systems under the au-
thority and control of the Secretary of De-
fense shall be made available to Congress 
only through the appropriate oversight com-
mittees of Congress, in accordance with ap-
plicable laws. 

‘‘(h) The Comptroller General shall peri-
odically evaluate and report to Congress 
on—

‘‘(1) the adequacy and effectiveness of 
agency information security policies and 
practices; and 

‘‘(2) implementation of the requirements of 
this subchapter. 
‘‘§ 3536. National security systems 

‘‘The head of each agency operating or ex-
ercising control of a national security sys-
tem shall be responsible for ensuring that 
the agency—

‘‘(1) provides information security protec-
tions commensurate with the risk and mag-

nitude of the harm resulting from the unau-
thorized access, use, disclosure, disruption, 
modification, or destruction of the informa-
tion contained in such system; 

‘‘(2) implements information security poli-
cies and practices as required by standards 
and guidelines for national security systems, 
issued in accordance with law and as di-
rected by the President; and 

‘‘(3) complies with the requirements of this 
subchapter. 

‘‘§ 3537. Authorization of appropriations 

‘‘There are authorized to be appropriated 
to carry out the provisions of this sub-
chapter such sums as may be necessary for 
each of fiscal years 2003 through 2007. 

‘‘§ 3538. Effect on existing law 

‘‘Nothing in this subchapter, section 11331 
of title 40, or section 20 of the National 
Standards and Technology Act (15 U.S.C. 
278g–3) may be construed as affecting the au-
thority of the President, the Office of Man-
agement and Budget or the Director thereof, 
the National Institute of Standards and 
Technology, or the head of any agency, with 
respect to the authorized use or disclosure of 
information, including with regard to the 
protection of personal privacy under section 
552a of title 5, the disclosure of information 
under section 552 of title 5, the management 
and disposition of records under chapters 29, 
31, or 33 of title 44, the management of infor-
mation resources under subchapter I of chap-
ter 35 of this title, or the disclosure of infor-
mation to Congress or the Comptroller Gen-
eral of the United States.’’. 

(2) CLERICAL AMENDMENT.—The items in 
the table of sections at the beginning of such 
chapter 35 under the heading 
‘‘SUBCHAPTER II’’ are amended to read as 
follows:

‘‘3531. Purposes. 
‘‘3532. Definitions. 
‘‘3533. Authority and functions of the Direc-

tor. 
‘‘3534. Federal agency responsibilities. 
‘‘3535. Annual independent evaluation. 
‘‘3536. National security systems. 
‘‘3537. Authorization of appropriations. 
‘‘3538. Effect on existing law.’’.

(c) INFORMATION SECURITY RESPONSIBIL-
ITIES OF CERTAIN AGENCIES.—

(1) NATIONAL SECURITY RESPONSIBILITIES.—
(A) Nothing in this Act (including any 
amendment made by this Act) shall super-
sede any authority of the Secretary of De-
fense, the Director of Central Intelligence, or 
other agency head, as authorized by law and 
as directed by the President, with regard to 
the operation, control, or management of na-
tional security systems, as defined by sec-
tion 3532(3) of title 44, United States Code. 

(B) Section 2224 of title 10, United States 
Code, is amended—

(i) in subsection 2224(b), by striking ‘‘(b) 
OBJECTIVES AND MINIMUM REQUIREMENTS.—
(1)’’ and inserting ‘‘(b) OBJECTIVES OF THE 
PROGRAM.—’’; 

(ii) in subsection 2224(b), by striking ‘‘(2) 
the program shall at a minimum meet the 
requirements of section 3534 and 3535 of title 
44, United States Code.’’; and 

(iii) in subsection 2224(c), by inserting ‘‘, 
including through compliance with subtitle 
II of chapter 35 of title 44’’ after 
‘‘infrastructure’’. 

(2) ATOMIC ENERGY ACT OF 1954.—Nothing in 
this Act shall supersede any requirement 
made by or under the Atomic Energy Act of 
1954 (42 U.S.C. 2011 et seq.). Restricted Data 
or Formerly Restricted Data shall be han-
dled, protected, classified, downgraded, and 
declassified in conformity with the Atomic 
Energy Act of 1954 (42 U.S.C. 2011 et seq.).
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SEC. 1002. MANAGEMENT OF INFORMATION 

TECHNOLOGY. 
(a) IN GENERAL.—Section 11331 of title 40, 

United States Code, is amended to read as 
follows: 
‘‘§ 11331. Responsibilities for Federal informa-

tion systems standards 
‘‘(a) DEFINITION.—In this section, the term 

‘information security’ has the meaning given 
that term in section 3532(b)(1) of title 44. 

‘‘(b) REQUIREMENT TO PRESCRIBE STAND-
ARDS.—

‘‘(1) IN GENERAL.—
‘‘(A) REQUIREMENT.—Except as provided 

under paragraph (2), the Director of the Of-
fice of Management and Budget shall, on the 
basis of proposed standards developed by the 
National Institute of Standards and Tech-
nology pursuant to paragraphs (2) and (3) of 
section 20(a) of the National Institute of 
Standards and Technology Act (15 U.S.C. 
278g–3(a)) and in consultation with the Sec-
retary of Homeland Security, promulgate in-
formation security standards pertaining to 
Federal information systems. 

‘‘(B) REQUIRED STANDARDS.—Standards pro-
mulgated under subparagraph (A) shall in-
clude—

‘‘(i) standards that provide minimum infor-
mation security requirements as determined 
under section 20(b) of the National Institute 
of Standards and Technology Act (15 U.S.C. 
278g–3(b)); and 

‘‘(ii) such standards that are otherwise 
necessary to improve the efficiency of oper-
ation or security of Federal information sys-
tems. 

‘‘(C) REQUIRED STANDARDS BINDING.—Infor-
mation security standards described under 
subparagraph (B) shall be compulsory and 
binding. 

‘‘(2) STANDARDS AND GUIDELINES FOR NA-
TIONAL SECURITY SYSTEMS.—Standards and 
guidelines for national security systems, as 
defined under section 3532(3) of title 44, shall 
be developed, promulgated, enforced, and 
overseen as otherwise authorized by law and 
as directed by the President. 

‘‘(c) APPLICATION OF MORE STRINGENT 
STANDARDS.—The head of an agency may em-
ploy standards for the cost-effective infor-
mation security for all operations and assets 
within or under the supervision of that agen-
cy that are more stringent than the stand-
ards promulgated by the Director under this 
section, if such standards—

‘‘(1) contain, at a minimum, the provisions 
of those applicable standards made compul-
sory and binding by the Director; and 

‘‘(2) are otherwise consistent with policies 
and guidelines issued under section 3533 of 
title 44. 

‘‘(d) REQUIREMENTS REGARDING DECISIONS 
BY DIRECTOR.—

‘‘(1) DEADLINE.—The decision regarding the 
promulgation of any standard by the Direc-
tor under subsection (b) shall occur not later 
than 6 months after the submission of the 
proposed standard to the Director by the Na-
tional Institute of Standards and Tech-
nology, as provided under section 20 of the 
National Institute of Standards and Tech-
nology Act (15 U.S.C. 278g–3). 

‘‘(2) NOTICE AND COMMENT.—A decision by 
the Director to significantly modify, or not 
promulgate, a proposed standard submitted 
to the Director by the National Institute of 
Standards and Technology, as provided 
under section 20 of the National Institute of 
Standards and Technology Act (15 U.S.C. 
278g–3), shall be made after the public is 
given an opportunity to comment on the Di-
rector’s proposed decision.’’. 

(b) CLERICAL AMENDMENT.—The table of 
sections at the beginning of chapter 113 of 
title 40, United States Code, is amended by 
striking the item relating to section 11331 
and inserting the following:

‘‘11331. Responsibilities for Federal informa-
tion systems standards.’’.

SEC. 1003. NATIONAL INSTITUTE OF STANDARDS 
AND TECHNOLOGY. 

Section 20 of the National Institute of 
Standards and Technology Act (15 U.S.C. 
278g–3), is amended by striking the text and 
inserting the following: 

‘‘(a) The Institute shall—
‘‘(1) have the mission of developing stand-

ards, guidelines, and associated methods and 
techniques for information systems; 

‘‘(2) develop standards and guidelines, in-
cluding minimum requirements, for informa-
tion systems used or operated by an agency 
or by a contractor of an agency or other or-
ganization on behalf of an agency, other 
than national security systems (as defined in 
section 3532(b)(2) of title 44, United States 
Code); 

‘‘(3) develop standards and guidelines, in-
cluding minimum requirements, for pro-
viding adequate information security for all 
agency operations and assets, but such 
standards and guidelines shall not apply to 
national security systems; and 

‘‘(4) carry out the responsibilities described 
in paragraph (3) through the Computer Secu-
rity Division. 

‘‘(b) The standards and guidelines required 
by subsection (a) shall include, at a min-
imum—

‘‘(1)(A) standards to be used by all agencies 
to categorize all information and informa-
tion systems collected or maintained by or 
on behalf of each agency based on the objec-
tives of providing appropriate levels of infor-
mation security according to a range of risk 
levels; 

‘‘(B) guidelines recommending the types of 
information and information systems to be 
included in each such category; and 

‘‘(C) minimum information security re-
quirements for information and information 
systems in each such category; 

‘‘(2) a definition of and guidelines con-
cerning detection and handling of informa-
tion security incidents; and 

‘‘(3) guidelines developed in coordination 
with the National Security Agency for iden-
tifying an information system as a national 
security system consistent with applicable 
requirements for national security systems, 
issued in accordance with law and as di-
rected by the President. 

‘‘(c) In developing standards and guidelines 
required by subsections (a) and (b), the Insti-
tute shall—

‘‘(1) consult with other agencies and offices 
(including, but not limited to, the Director 
of the Office of Management and Budget, the 
Departments of Defense and Energy, the Na-
tional Security Agency, the General Ac-
counting Office, and the Secretary of Home-
land Security) to assure—

‘‘(A) use of appropriate information secu-
rity policies, procedures, and techniques, in 
order to improve information security and 
avoid unnecessary and costly duplication of 
effort; and 

‘‘(B) that such standards and guidelines are 
complementary with standards and guide-
lines employed for the protection of national 
security systems and information contained 
in such systems; 

‘‘(2) provide the public with an opportunity 
to comment on proposed standards and 
guidelines; 

‘‘(3) submit to the Director of the Office of 
Management and Budget for promulgation 
under section 11331 of title 40, United States 
Code—

‘‘(A) standards, as required under sub-
section (b)(1)(A), no later than 12 months 
after the date of the enactment of this sec-
tion; and 

‘‘(B) minimum information security re-
quirements for each category, as required 

under subsection (b)(1)(C), no later than 36 
months after the date of the enactment of 
this section;

‘‘(4) issue guidelines as required under sub-
section (b)(1)(B), no later than 18 months 
after the date of the enactment of this Act; 

‘‘(5) ensure that such standards and guide-
lines do not require specific technological so-
lutions or products, including any specific 
hardware or software security solutions; 

‘‘(6) ensure that such standards and guide-
lines provide for sufficient flexibility to per-
mit alternative solutions to provide equiva-
lent levels of protection for identified infor-
mation security risks; and 

‘‘(7) use flexible, performance-based stand-
ards and guidelines that, to the greatest ex-
tent possible, permit the use of off-the-shelf 
commercially developed information secu-
rity products. 

‘‘(d) The Institute shall—
‘‘(1) submit standards developed pursuant 

to subsection (a), along with recommenda-
tions as to the extent to which these should 
be made compulsory and binding, to the Di-
rector of the Office of Management and 
Budget for promulgation under section 11331 
of title 40, United States Code; 

‘‘(2) provide assistance to agencies regard-
ing—

‘‘(A) compliance with the standards and 
guidelines developed under subsection (a); 

‘‘(B) detecting and handling information 
security incidents; and 

‘‘(C) information security policies, proce-
dures, and practices; 

‘‘(3) conduct research, as needed, to deter-
mine the nature and extent of information 
security vulnerabilities and techniques for 
providing cost-effective information secu-
rity; 

‘‘(4) develop and periodically revise per-
formance indicators and measures for agency 
information security policies and practices; 

‘‘(5) evaluate private sector information 
security policies and practices and commer-
cially available information technologies to 
assess potential application by agencies to 
strengthen information security; 

‘‘(6) evaluate security policies and prac-
tices developed for national security systems 
to assess potential application by agencies to 
strengthen information security; 

‘‘(7) periodically assess the effectiveness of 
standards and guidelines developed under 
this section and undertake revisions as ap-
propriate; 

‘‘(8) solicit and consider the recommenda-
tions of the Information Security and Pri-
vacy Advisory Board, established by section 
21, regarding standards and guidelines devel-
oped under subsection (a) and submit such 
recommendations to the Director of the Of-
fice of Management and Budget with such 
standards submitted to the Director; and 

‘‘(9) prepare an annual public report on ac-
tivities undertaken in the previous year, and 
planned for the coming year, to carry out re-
sponsibilities under this section. 

‘‘(e) As used in this section—
‘‘(1) the term ‘agency’ has the same mean-

ing as provided in section 3502(1) of title 44, 
United States Code; 

‘‘(2) the term ‘information security’ has 
the same meaning as provided in section 
3532(1) of such title; 

‘‘(3) the term ‘information system’ has the 
same meaning as provided in section 3502(8) 
of such title; 

‘‘(4) the term ‘information technology’ has 
the same meaning as provided in section 
11101 of title 40, United States Code; and 

‘‘(5) the term ‘national security system’ 
has the same meaning as provided in section 
3532(b)(2) of such title.’’.
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SEC. 1004. INFORMATION SECURITY AND PRI-

VACY ADVISORY BOARD. 
Section 21 of the National Institute of 

Standards and Technology Act (15 U.S.C. 
278g–4), is amended—

(1) in subsection (a), by striking 
‘‘Computer System Security and Privacy Ad-
visory Board’’ and inserting ‘‘Information 
Security and Privacy Advisory Board’’; 

(2) in subsection (a)(1), by striking 
‘‘computer or telecommunications’’ and in-
serting ‘‘information technology’’; 

(3) in subsection (a)(2)—
(A) by striking ‘‘computer or tele-

communications technology’’ and inserting 
‘‘information technology’’; and

(B) by striking ‘‘computer or telecommuni-
cations equipment’’ and inserting 
‘‘information technology’’; 

(4) in subsection (a)(3)—
(A) by striking ‘‘computer systems’’ and 

inserting ‘‘information system’’; and 
(B) by striking ‘‘computer systems secu-

rity’’ and inserting ‘‘information security’’; 
(5) in subsection (b)(1) by striking 

‘‘computer systems security’’ and inserting 
‘‘information security’’; 

(6) in subsection (b) by striking paragraph 
(2) and inserting the following: 

‘‘(2) to advise the Institute and the Direc-
tor of the Office of Management and Budget 
on information security and privacy issues 
pertaining to Federal Government informa-
tion systems, including through review of 
proposed standards and guidelines developed 
under section 20; and’’; 

(7) in subsection (b)(3) by inserting 
‘‘annually’’ after ‘‘report’’; 

(8) by inserting after subsection (e) the fol-
lowing new subsection: 

‘‘(f) The Board shall hold meetings at such 
locations and at such time and place as de-
termined by a majority of the Board.’’; 

(9) by redesignating subsections (f) and (g) 
as subsections (g) and (h), respectively; and 

(10) by striking subsection (h), as redesig-
nated by paragraph (9), and inserting the fol-
lowing: 

‘‘(h) As used in this section, the terms 
‘‘information system’’ and ‘‘information 
technology’’ have the meanings given in sec-
tion 20.’’. 
SEC. 1005. TECHNICAL AND CONFORMING 

AMENDMENTS. 
(a) FEDERAL COMPUTER SYSTEM SECURITY 

TRAINING AND PLAN.—
(1) REPEAL.—Section 11332 of title 40, 

United States Code, is repealed. 
(2) CLERICAL AMENDMENT.—The table of 

sections at the beginning of chapter 113 of 
title 40, United States Code, as amended by 
striking the item relating to section 11332. 

(b) FLOYD D. SPENCE NATIONAL DEFENSE 
AUTHORIZATION ACT FOR FISCAL YEAR 2001.—
The Floyd D. Spence National Defense Au-
thorization Act for Fiscal Year 2001 (Public 
Law 106–398) is amended by striking subtitle 
G of title X (44 U.S.C. 3531 note). 

(c) PAPERWORK REDUCTION ACT.—(1) Sec-
tion 3504(g) of title 44, United States Code, is 
amended—

(A) by adding ‘‘and’’ at the end of para-
graph (1); 

(B) in paragraph (2)—
(i) by striking ‘‘sections 11331 and 11332(b) 

and (c) of title 40’’ and inserting ‘‘section 
11331 of title 40 and subchapter II of this 
title’’; and 

(ii) by striking the semicolon and inserting 
a period; and 

(C) by striking paragraph (3). 
(2) Section 3505 of such title is amended by 

adding at the end the following: 
‘‘(c) INVENTORY OF INFORMATION SYSTEMS.—

(1) The head of each agency shall develop and 
maintain an inventory of the information 
systems (including national security sys-
tems) operated by or under the control of 
such agency; 

‘‘(2) The identification of information sys-
tems in an inventory under this subsection 
shall include an identification of the inter-
faces between each such system and all other 
systems or networks, including those not op-
erated by or under the control of the agency; 

‘‘(3) Such inventory shall be—
‘‘(A) updated at least annually; 
‘‘(B) made available to the Comptroller 

General; and 
‘‘(C) used to support information resources 

management, including—
‘‘(i) preparation and maintenance of the in-

ventory of information resources under sec-
tion 3506(b)(4); 

‘‘(ii) information technology planning, 
budgeting, acquisition, and management 
under section 3506(h), subtitle III of title 40, 
and related laws and guidance; 

‘‘(iii) monitoring, testing, and evaluation 
of information security controls under sub-
chapter II; 

‘‘(iv) preparation of the index of major in-
formation systems required under section 
552(g) of title 5, United States Code; and 

‘‘(v) preparation of information system in-
ventories required for records management 
under chapters 21, 29, 31, and 33. 

‘‘(4) The Director shall issue guidance for 
and oversee the implementation of the re-
quirements of this subsection.’’. 

(3) Section 3506(g) of such title is amend-
ed—

(A) by adding ‘‘and’’ at the end of para-
graph (1); 

(B) in paragraph (2)—
(i) by striking ‘‘section 11332 of title 40’’ 

and inserting ‘‘subchapter II of this chap-
ter’’; and 

(ii) by striking ‘‘; and’’ and inserting a pe-
riod; and 

(C) by striking paragraph (3). 
SEC. 1006. CONSTRUCTION. 

Nothing in this Act, or the amendments 
made by this Act, affects the authority of 
the National Institute of Standards and 
Technology or the Department of Commerce 
relating to the development and promulga-
tion of standards or guidelines under para-
graphs (1) and (2) of section 20(a) of the Na-
tional Institute of Standards and Technology 
Act (15 U.S.C. 278g–3(a)). 

TITLE XI—DEPARTMENT OF JUSTICE 
DIVISIONS 

Subtitle A—Executive Office for Immigration 
Review 

SEC. 1101. LEGAL STATUS OF EOIR. 
(a) EXISTENCE OF EOIR.—There is in the 

Department of Justice the Executive Office 
for Immigration Review, which shall be sub-
ject to the direction and regulation of the 
Attorney General under section 103(g) of the 
Immigration and Nationality Act, as added 
by section 1102. 
SEC. 1102. AUTHORITIES OF THE ATTORNEY GEN-

ERAL. 
Section 103 of the Immigration and Nation-

ality Act (8 U.S.C. 1103) as amended by this 
Act, is further amended by—

(1) amending the heading to read as fol-
lows: 
‘‘POWERS AND DUTIES OF THE SECRETARY, THE 

UNDER SECRETARY, AND THE ATTORNEY GEN-
ERAL’’; 

(2) in subsection (a)—
(A) by inserting ‘‘Attorney General,’’ after 

‘‘President,’’; and 
(B) by redesignating paragraphs (8), (9), (8) 

(as added by section 372 of Public Law 104–
208), and (9) (as added by section 372 of Public 
Law 104–208) as paragraphs (8), (9), (10), and 
(11), respectively; and 

(3) by adding at the end the following new 
subsection: 

‘‘(g) ATTORNEY GENERAL.—
‘‘(1) IN GENERAL.—The Attorney General 

shall have such authorities and functions 

under this Act and all other laws relating to 
the immigration and naturalization of aliens 
as were exercised by the Executive Office for 
Immigration Review, or by the Attorney 
General with respect to the Executive Office 
for Immigration Review, on the day before 
the effective date of the Immigration Re-
form, Accountability and Security Enhance-
ment Act of 2002. 

‘‘(2) POWERS.—The Attorney General shall 
establish such regulations, prescribe such 
forms of bond, reports, entries, and other pa-
pers, issue such instructions, review such ad-
ministrative determinations in immigration 
proceedings, delegate such authority, and 
perform such other acts as the Attorney 
General determines to be necessary for car-
rying out this section.’’. 
SEC. 1103. STATUTORY CONSTRUCTION. 

Nothing in this Act, any amendment made 
by this Act, or in section 103 of the Immigra-
tion and Nationality Act, as amended by sec-
tion 1102, shall be construed to limit judicial 
deference to regulations, adjudications, in-
terpretations, orders, decisions, judgments, 
or any other actions of the Secretary of 
Homeland Security or the Attorney General.
Subtitle B—Transfer of the Bureau of Alco-

hol, Tobacco and Firearms to the Depart-
ment of Justice 

SEC. 1111. BUREAU OF ALCOHOL, TOBACCO, FIRE-
ARMS, AND EXPLOSIVES. 

(a) ESTABLISHMENT.—
(1) IN GENERAL.—There is established with-

in the Department of Justice under the gen-
eral authority of the Attorney General the 
Bureau of Alcohol, Tobacco, Firearms, and 
Explosives (in this section referred to as the 
‘‘Bureau’’). 

(2) DIRECTOR.—There shall be at the head 
of the Bureau a Director, Bureau of Alcohol, 
Tobacco, Firearms, and Explosives (in this 
subtitle referred to as the ‘‘Director’’). The 
Director shall be appointed by the Attorney 
General and shall perform such functions as 
the Attorney General shall direct. The Direc-
tor shall receive compensation at the rate 
prescribed by law under section 5314 of title 
V, United States Code, for positions at level 
III of the Executive Schedule. 

(3) COORDINATION.—The Attorney General, 
acting through the Director and such other 
officials of the Department of Justice as the 
Attorney General may designate, shall pro-
vide for the coordination of all firearms, ex-
plosives, tobacco enforcement, and arson en-
forcement functions vested in the Attorney 
General so as to assure maximum coopera-
tion between and among any officer, em-
ployee, or agency of the Department of Jus-
tice involved in the performance of these and 
related functions. 

(4) PERFORMANCE OF TRANSFERRED FUNC-
TIONS.—The Attorney General may make 
such provisions as the Attorney General de-
termines appropriate to authorize the per-
formance by any officer, employee, or agen-
cy of the Department of Justice of any func-
tion transferred to the Attorney General 
under this section. 

(b) RESPONSIBILITIES.—Subject to the di-
rection of the Attorney General, the Bureau 
shall be responsible for investigating—

(1) criminal and regulatory violations of 
the Federal firearms, explosives, arson, alco-
hol, and tobacco smuggling laws; 

(2) the functions transferred by subsection 
(c); and 

(3) any other function related to the inves-
tigation of violent crime or domestic ter-
rorism that is delegated to the Bureau by 
the Attorney General. 

(c) TRANSFER OF AUTHORITIES, FUNCTIONS, 
PERSONNEL, AND ASSETS TO THE DEPARTMENT 
OF JUSTICE.—

(1) IN GENERAL.—Subject to paragraph (2), 
but notwithstanding any other provision of 
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law, there are transferred to the Department 
of Justice the authorities, functions, per-
sonnel, and assets of the Bureau of Alcohol, 
Tobacco and Firearms, which shall be main-
tained as a distinct entity within the De-
partment of Justice, including the related 
functions of the Secretary of the Treasury. 

(2) ADMINISTRATION AND REVENUE COLLEC-
TION FUNCTIONS.—There shall be retained 
within the Department of the Treasury the 
authorities, functions, personnel, and assets 
of the Bureau of Alcohol, Tobacco and Fire-
arms relating to the administration and en-
forcement of chapters 51 and 52 of the Inter-
nal Revenue Code of 1986, sections 4181 and 
4182 of the Internal Revenue Code of 1986, and 
title 27, United States Code. 

(3) BUILDING PROSPECTUS.—Prospectus 
PDC-98W10, giving the General Services Ad-
ministration the authority for site acquisi-
tion, design, and construction of a new head-
quarters building for the Bureau of Alcohol, 
Tobacco and Firearms, is transferred, and 
deemed to apply, to the Bureau of Alcohol, 
Tobacco, Firearms, and Explosives estab-
lished in the Department of Justice under 
subsection (a). 

(d) TAX AND TRADE BUREAU.—
(1) ESTABLISHMENT.—There is established 

within the Department of the Treasury the 
Tax and Trade Bureau. 

(2) ADMINISTRATOR.—The Tax and Trade 
Bureau shall be headed by an Administrator, 
who shall perform such duties as assigned by 
the Under Secretary for Enforcement of the 
Department of the Treasury. The Adminis-
trator shall occupy a career-reserved posi-
tion within the Senior Executive Service. 

(3) RESPONSIBILITIES.—The authorities, 
functions, personnel, and assets of the Bu-
reau of Alcohol, Tobacco and Firearms that 
are not transferred to the Department of 
Justice under this section shall be retained 
and administered by the Tax and Trade Bu-
reau. 
SEC. 1112. TECHNICAL AND CONFORMING 

AMENDMENTS. 
(a) The Inspector General Act of 1978 (5 

U.S.C. App.) is amended—
(1) in section 8D(b)(1) by striking ‘‘Bureau 

of Alcohol, Tobacco and Firearms’’ and in-
serting ‘‘Tax and Trade Bureau’’; and 

(2) in section 9(a)(1)(L)(i), by striking 
‘‘Bureau of Alcohol, Tobacco, and Firearms’’ 
and inserting ‘‘Tax and Trade Bureau’’. 

(b) Section 1109(c)(2)(A)(i) of the Consoli-
dated Omnibus Budget Reconciliation Act of 
1985 (7 U.S.C. 1445-3(c)(2)(A)(i)) is amended by 
striking ‘‘(on ATF Form 3068) by manufac-
turers of tobacco products to the Bureau of 
Alcohol, Tobacco and Firearms’’ and insert-
ing ‘‘by manufacturers of tobacco products 
to the Tax and Trade Bureau’’. 

(c) Section 2(4)(J) of the Enhanced Border 
Security and Visa Entry Reform Act of 2002 
(Public Law 107-173; 8 U.S.C.A. 1701(4)(J)) is 
amended by striking ‘‘Bureau of Alcohol, To-
bacco, and Firearms’’ and inserting ‘‘Bureau 
of Alcohol, Tobacco, Firearms, and Explo-
sives, Department of Justice’’. 

(d) Section 3(1)(E) of the Firefighters’ Safe-
ty Study Act (15 U.S.C. 2223b(1)(E)) is amend-
ed by striking ‘‘the Bureau of Alcohol, To-
bacco, and Firearms,’’ and inserting ‘‘the Bu-
reau of Alcohol, Tobacco, Firearms, and Ex-
plosives, Department of Justice,’’. 

(e) Chapter 40 of title 18, United States 
Code, is amended—

(1) by striking section 841(k) and inserting 
the following: 

‘‘(k) ‘Attorney General’ means the Attor-
ney General of the United States.’’; 

(2) in section 846(a), by striking ‘‘the At-
torney General and the Federal Bureau of In-
vestigation, together with the Secretary’’ 
and inserting ‘‘the Federal Bureau of Inves-
tigation, together with the Bureau of Alco-
hol, Tobacco, Firearms, and Explosives’’; and 

(3) by striking ‘‘Secretary’’ each place it 
appears and inserting ‘‘Attorney General’’. 

(f) Chapter 44 of title 18, United States 
Code, is amended—

(1) in section 921(a)(4)(B), by striking 
‘‘Secretary’’ and inserting ‘‘Attorney Gen-
eral’’; 

(2) in section 921(a)(4), by striking 
‘‘Secretary of the Treasury’’ and inserting 
‘‘Attorney General’’; 

(3) in section 921(a), by striking paragraph 
(18) and inserting the following: 

‘‘(18) The term ‘Attorney General’ means 
the Attorney General of the United States’’; 

(4) in section 922(p)(5)(A), by striking 
‘‘after consultation with the Secretary’’ and 
inserting ‘‘after consultation with the Attor-
ney General’’; 

(5) in section 923(l), by striking ‘‘Secretary 
of the Treasury’’ and inserting ‘‘Attorney 
General’’; and 

(6) by striking ‘‘Secretary’’ each place it 
appears, except before ‘‘of the Army’’ in sec-
tion 921(a)(4) and before ‘‘of Defense’’ in sec-
tion 922(p)(5)(A), and inserting the term 
‘‘Attorney General’’. 

(g) Section 1261(a) of title 18, United States 
Code, is amended to read as follows: 

‘‘(a) The Attorney General—
‘‘(1) shall enforce the provisions of this 

chapter; and 
‘‘(2) has the authority to issue regulations 

to carry out the provisions of this chapter.’’. 
(h) Section 1952(c) of title 18, United States 

Code, is amended by striking ‘‘Secretary of 
the Treasury’’ and inserting ‘‘Attorney Gen-
eral’’. 

(i) Chapter 114 of title 18, United States 
Code, is amended—

(1) by striking section 2341(5), and inserting 
the following: 

‘‘(5) the term ‘Attorney General’ means the 
Attorney General of the United States’’; and 

(2) by striking ‘‘Secretary’’ each place it 
appears and inserting ‘‘Attorney General’’. 

(j) Section 6103(i)(8)(A)(i) of the Internal 
Revenue Code of 1986 (relating to confiden-
tiality and disclosure of returns and return 
information) is amended by striking ‘‘or the 
Bureau of Alcohol, Tobacco and Firearms’’ 
and inserting ‘‘, the Bureau of Alcohol, To-
bacco, Firearms, and Explosives, Depart-
ment of Justice, or the Tax and Trade Bu-
reau, Department of the Treasury,’’. 

(k) Section 7801(a) of the Internal Revenue 
Code of 1986 (relating to the authority of the 
Department of the Treasury) is amended—

(1) by striking ‘‘SECRETARY.—Except’’ and 
inserting ‘‘SECRETARY.—

‘‘(1) IN GENERAL.—Except’’; and 
(2) by adding at the end the following: 
‘‘(2) ADMINISTRATION AND ENFORCEMENT OF 

CERTAIN PROVISIONS BY ATTORNEY GENERAL.—
‘‘(A) IN GENERAL.—The administration and 

enforcement of the following provisions of 
this title shall be performed by or under the 
supervision of the Attorney General; and the 
term ‘Secretary’ or ‘Secretary of the Treas-
ury’ shall, when applied to those provisions, 
mean the Attorney General; and the term 
‘internal revenue officer’ shall, when applied 
to those provisions, mean any officer of the 
Bureau of Alcohol, Tobacco, Firearms, and 
Explosives so designated by the Attorney 
General: 

‘‘(i) Chapter 53. 
‘‘(ii) Chapters 61 through 80, to the extent 

such chapters relate to the enforcement and 
administration of the provisions referred to 
in clause (i). 

‘‘(B) USE OF EXISTING RULINGS AND INTER-
PRETATIONS.—Nothing in this Act alters or 
repeals the rulings and interpretations of the 
Bureau of Alcohol, Tobacco, and Firearms in 
effect on the effective date of the Homeland 
Security Act of 2002, which concern the pro-
visions of this title referred to in subpara-
graph (A). The Attorney General shall con-

sult with the Secretary to achieve uni-
formity and consistency in administering 
provisions under chapter 53 of title 26, 
United States Code.’’. 

(l) Section 2006(2) of title 28, United States 
Code, is amended by inserting ‘‘, the Direc-
tor, Bureau of Alcohol, Tobacco, Firearms, 
and Explosives, Department of Justice,’’ 
after ‘‘the Secretary of the Treasury’’. 

(m) Section 713 of title 31, United States 
Code, is amended—

(1) by striking the section heading and in-
serting the following: 
‘‘§ 713. Audit of Internal Revenue Service, Tax 

and Trade Bureau, and Bureau of Alcohol, 
Tobacco, Firearms, and Explosives’’; 
(2) in subsection (a), by striking ‘‘Bureau 

of Alcohol, Tobacco, and Firearms,’’ and in-
serting ‘‘Tax and Trade Bureau, Department 
of the Treasury, and the Bureau of Alcohol, 
Tobacco, Firearms, and Explosives, Depart-
ment of Justice’’; and 

(3) in subsection (b) 
(A) in paragraph (1)(B), by striking ‘‘or the 

Bureau’’ and inserting ‘‘or either Bureau’’; 
(B) in paragraph (2)—
(i) by striking ‘‘or the Bureau’’ and insert-

ing ‘‘or either Bureau’’; and 
(ii) by striking ‘‘and the Director of the 

Bureau’’ and inserting ‘‘the Tax and Trade 
Bureau, Department of the Treasury, and the 
Director of the Bureau of Alcohol, Tobacco, 
Firearms, and Explosives, Department of 
Justice’’; and 

(C) in paragraph (3), by striking ‘‘or the 
Bureau’’ and inserting ‘‘or either Bureau’’. 

(n) Section 9703 of title 31, United States 
Code, is amended—

(1) in subsection (a)(2)(B)—
(A) in clause (iii)(III), by inserting ‘‘and’’ 

after the semicolon; 
(B) in clause (iv), by striking ‘‘; and’’ and 

inserting a period; and 
(C) by striking clause (v); 
(2) by striking subsection (o); 
(3) by redesignating existing subsection (p) 

as subsection (o); and 
(4) in subsection (o)(1), as redesignated by 

paragraph (3), by striking ‘‘Bureau of Alco-
hol, Tobacco and Firearms’’ and inserting 
‘‘Tax and Trade Bureau’’. 

(o) Section 609N(2)(L) of the Justice Assist-
ance Act of 1984 (42 U.S.C. 10502(2)(L)) is 
amended by striking ‘‘Bureau of Alcohol, To-
bacco, and Firearms’’ and inserting ‘‘Bureau 
of Alcohol, Tobacco, Firearms, and Explo-
sives, Department of Justice’’. 

(p) Section 32401(a) of the Violent Crime 
Control and Law Enforcement Act of 1994 (42 
U.S.C. 13921(a)) is amended—

(1) by striking ‘‘Secretary of the Treasury’’ 
each place it appears and inserting 
‘‘Attorney General’’; and 

(2) in subparagraph (3)(B), by striking 
‘‘Bureau of Alcohol, Tobacco and Firearms’’ 
and inserting ‘‘Bureau of Alcohol, Tobacco, 
Firearms, and Explosives, Department of 
Justice’’. 

(q) Section 80303 of title 49, United States 
Code, is amended—

(1) by inserting ‘‘or, when the violation of 
this chapter involves contraband described 
in paragraph (2) or (5) of section 80302(a), the 
Attorney General’’ after ‘‘section 80304 of 
this title.’’; and 

(2) by inserting ‘‘, the Attorney General,’’ 
after ‘‘by the Secretary’’. 

(r) Section 80304 of title 49, United States 
Code, is amended—

(1) in subsection (a), by striking ‘‘(b) and 
(c)’’ and inserting ‘‘(b), (c), and (d)’’; 

(2) by redesignating subsection (d) as sub-
section (e); and 

(3) by inserting after subsection (c), the 
following: 

‘‘(d) ATTORNEY GENERAL.—The Attorney 
General, or officers, employees, or agents of 
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the Bureau of Alcohol, Tobacco, Firearms, 
and Explosives, Department of Justice des-
ignated by the Attorney General, shall carry 
out the laws referred to in section 80306(b) of 
this title to the extent that the violation of 
this chapter involves contraband described 
in section 80302 (a)(2) or (a)(5).’’. 

(s) Section 103 of the Gun Control Act of 
1968 (Public Law 90–618; 82 Stat. 1226) is 
amended by striking ‘‘Secretary of the 
Treasury’’ and inserting ‘‘Attorney Gen-
eral’’. 
SEC. 1113. POWERS OF AGENTS OF THE BUREAU 

OF ALCOHOL, TOBACCO, FIREARMS, 
AND EXPLOSIVES. 

Chapter 203 of title 18, United States Code, 
is amended by adding the following: 
‘‘§ 3051. Powers of Special Agents of Bureau 

of Alcohol, Tobacco, Firearms, and Explo-
sives. 
‘‘(a) Special agents of the Bureau of Alco-

hol, Tobacco, Firearms, and Explosives, as 
well as any other investigator or officer 
charged by the Attorney General with the 
duty of enforcing any of the criminal, sei-
zure, or forfeiture provisions of the laws of 
the United States, may carry firearms, serve 
warrants and subpoenas issued under the au-
thority of the United States and make ar-
rests without warrant for any offense 
against the United States committed in 
their presence, or for any felony cognizable 
under the laws of the United States if they 
have reasonable grounds to believe that the 
person to be arrested has committed or is 
committing such felony. 

‘‘(b) Any special agent of the Bureau of Al-
cohol, Tobacco, Firearms, and Explosives 
may, in respect to the performance of his or 
her duties, make seizures of property subject 
to forfeiture to the United States. 

‘‘(c)(1) Except as provided in paragraphs (2) 
and (3), and except to the extent that such 
provisions conflict with the provisions of 
section 983 of title 18, United States Code, in-
sofar as section 983 applies, the provisions of 
the Customs laws relating to—

‘‘(A) the seizure, summary and judicial for-
feiture, and condemnation of property; 

‘‘(B) the disposition of such property; 
‘‘(C) the remission or mitigation of such 

forfeiture; and 
‘‘(D) the compromise of claims, 

shall apply to seizures and forfeitures in-
curred, or alleged to have been incurred, 
under any applicable provision of law en-
forced or administered by the Bureau of Al-
cohol, Tobacco, Firearms, and Explosives. 

‘‘(2) For purposes of paragraph (1), duties 
that are imposed upon a customs officer or 
any other person with respect to the seizure 
and forfeiture of property under the customs 
laws of the United States shall be performed 
with respect to seizures and forfeitures of 
property under this section by such officers, 
agents, or any other person as may be au-
thorized or designated for that purpose by 
the Attorney General. 

‘‘(3) Notwithstanding any other provision 
of law, the disposition of firearms forfeited 
by reason of a violation of any law of the 
United States shall be governed by the provi-
sions of section 5872(b) of the Internal Rev-
enue Code of 1986.’’. 
SEC. 1114. EXPLOSIVES TRAINING AND RE-

SEARCH FACILITY. 
(a) ESTABLISHMENT.—There is established 

within the Bureau an Explosives Training 
and Research Facility at Fort AP Hill, Fred-
ericksburg, Virginia. 

(b) PURPOSE.—The facility established 
under subsection (a) shall be utilized to train 
Federal, State, and local law enforcement of-
ficers to— 

(1) investigate bombings and explosions; 
(2) properly handle, utilize, and dispose of 

explosive materials and devices; 

(3) train canines on explosive detection; 
and 

(4) conduct research on explosives. 
(c) AUTHORIZATION OF APPROPRIATIONS.—
(1) IN GENERAL.—There are authorized to be 

appropriated such sums as may be necessary 
to establish and maintain the facility estab-
lished under subsection (a). 

(2) AVAILABILITY OF FUNDS.—Any amounts 
appropriated pursuant to paragraph (1) shall 
remain available until expended. 
SEC. 1115. PERSONNEL MANAGEMENT DEM-

ONSTRATION PROJECT. 
Notwithstanding any other provision of 

law, the Personnel Management Demonstra-
tion Project established under section 102 of 
title I of Division C of the Omnibus Consoli-
dated and Emergency Supplemental Appro-
priations Act for Fiscal Year 1999 (Pub. L. 
105–277; 122 Stat. 2681–585) shall be trans-
ferred to the Attorney General of the United 
States for continued use by the Bureau of Al-
cohol, Tobacco, Firearms, and Explosives, 
Department of Justice, and the Secretary of 
the Treasury for continued use by the Tax 
and Trade Bureau.

Subtitle C—Explosives 
SEC. 1121. SHORT TITLE. 

This subtitle may be referred to as the 
‘‘Safe Explosives Act’’. 
SEC. 1122. PERMITS FOR PURCHASERS OF EXPLO-

SIVES. 
(a) DEFINITIONS.—Section 841 of title 18, 

United States Code, is amended—
(1) by striking subsection (j) and inserting 

the following: 
‘‘(j) ‘Permittee’ means any user of explo-

sives for a lawful purpose, who has obtained 
either a user permit or a limited permit 
under the provisions of this chapter.’’; and 

(2) by adding at the end the following: 
‘‘(r) ‘Alien’ means any person who is not a 

citizen or national of the United States. 
‘‘(s) ‘Responsible person’ means an indi-

vidual who has the power to direct the man-
agement and policies of the applicant per-
taining to explosive materials.’’. 

(b) PERMITS FOR PURCHASE OF EXPLO-
SIVES.—Section 842 of title 18, United States 
Code, is amended—

(1) in subsection (a)(2), by striking ‘‘and’’ 
at the end; 

(2) by striking subsection (a)(3) and insert-
ing the following: 

‘‘(3) other than a licensee or permittee 
knowingly—

‘‘(A) to transport, ship, cause to be trans-
ported, or receive any explosive materials; or 

‘‘(B) to distribute explosive materials to 
any person other than a licensee or per-
mittee; or 

‘‘(4) who is a holder of a limited permit—
‘‘(A) to transport, ship, cause to be trans-

ported, or receive in interstate or foreign 
commerce any explosive materials; or 

‘‘(B) to receive explosive materials from a 
licensee or permittee, whose premises are lo-
cated outside the State of residence of the 
limited permit holder, or on more than 6 sep-
arate occasions, during the period of the per-
mit, to receive explosive materials from 1 or 
more licensees or permittees whose premises 
are located within the State of residence of 
the limited permit holder.’’; and 

(3) by striking subsection (b) and inserting 
the following: 

‘‘(b) It shall be unlawful for any licensee or 
permittee to knowingly distribute any explo-
sive materials to any person other than—

‘‘(1) a licensee; 
‘‘(2) a holder of a user permit; or 
‘‘(3) a holder of a limited permit who is a 

resident of the State where distribution is 
made and in which the premises of the trans-
feror are located.’’. 

(c) LICENSES AND USER PERMITS.—Section 
843(a) of title 18, United States Code, is 
amended—

(1) in the first sentence—
(A) by inserting ‘‘or limited permit’’ after 

‘‘user permit’’; and 
(B) by inserting before the period at the 

end the following: ‘‘, including the names of 
and appropriate identifying information re-
garding all employees who will be authorized 
by the applicant to possess explosive mate-
rials, as well as fingerprints and a photo-
graph of each responsible person’’; 

(2) in the second sentence, by striking 
‘‘$200 for each’’ and inserting ‘‘$50 for a lim-
ited permit and $200 for any other’’; and 

(3) by striking the third sentence and in-
serting ‘‘Each license or user permit shall be 
valid for not longer than 3 years from the 
date of issuance and each limited permit 
shall be valid for not longer than 1 year from 
the date of issuance. Each license or permit 
shall be renewable upon the same conditions 
and subject to the same restrictions as the 
original license or permit, and upon payment 
of a renewal fee not to exceed one-half of the 
original fee.’’. 

(d) CRITERIA FOR APPROVING LICENSES AND 
PERMITS.—Section 843(b) of title 18, United 
States Code, is amended—

(1) by striking paragraph (1) and inserting 
the following: 

‘‘(1) the applicant (or, if the applicant is a 
corporation, partnership, or association, 
each responsible person with respect to the 
applicant) is not a person described in sec-
tion 842(i);’’; 

(2) in paragraph (4)—
(A) by inserting ‘‘(A) the Secretary verifies 

by inspection or, if the application is for an 
original limited permit or the first or second 
renewal of such a permit, by such other 
means as the Secretary determines appro-
priate, that’’ before ‘‘the applicant’’; and 

(B) by adding at the end the following: 
‘‘(B) subparagraph (A) shall not apply to an 

applicant for the renewal of a limited permit 
if the Secretary has verified, by inspection 
within the preceding 3 years, the matters de-
scribed in subparagraph (A) with respect to 
the applicant; and’’; 

(3) in paragraph (5), by striking the period 
at the end and inserting a semicolon; and 

(4) by adding at the end the following: 
‘‘(6) none of the employees of the applicant 

who will be authorized by the applicant to 
possess explosive materials is any person de-
scribed in section 842(i); and 

‘‘(7) in the case of a limited permit, the ap-
plicant has certified in writing that the ap-
plicant will not receive explosive materials 
on more than 6 separate occasions during the 
12-month period for which the limited permit 
is valid.’’. 

(e) APPLICATION APPROVAL.—Section 843(c) 
of title 18, United States Code, is amended by 
striking ‘‘forty-five days’’ and inserting ‘‘90 
days for licenses and permits,’’. 

(f) INSPECTION AUTHORITY.—Section 843(f) 
of title 18, United States Code, is amended—

(1) in the first sentence—
(A) by striking ‘‘permittees’’ and inserting 

‘‘holders of user permits’’; and 
(B) by inserting ‘‘licensees and permittees’’ 

before ‘‘shall submit’’; 
(2) in the second sentence, by striking 

‘‘permittee’’ the first time it appears and in-
serting ‘‘holder of a user permit’’; and 

(3) by adding at the end the following: 
‘‘The Secretary may inspect the places of 
storage for explosive materials of an appli-
cant for a limited permit or, at the time of 
renewal of such permit, a holder of a limited 
permit, only as provided in subsection (b)(4). 

(g) POSTING OF PERMITS.—Section 843(g) of 
title 18, United States Code, is amended by 
inserting ‘‘user’’ before ‘‘permits’’. 

(h) BACKGROUND CHECKS; CLEARANCES.—
Section 843 of title 18, United States Code, is 
amended by adding at the end the following: 
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‘‘(h)(1) If the Secretary receives, from an 

employer, the name and other identifying in-
formation of a responsible person or an em-
ployee who will be authorized by the em-
ployer to possess explosive materials in the 
course of employment with the employer, 
the Secretary shall determine whether the 
responsible person or employee is one of the 
persons described in any paragraph of sec-
tion 842(i). In making the determination, the 
Secretary may take into account a letter or 
document issued under paragraph (2). 

‘‘(2)(A) If the Secretary determines that 
the responsible person or the employee is not 
one of the persons described in any para-
graph of section 842(i), the Secretary shall 
notify the employer in writing or electroni-
cally of the determination and issue, to the 
responsible person or employee, a letter of 
clearance, which confirms the determina-
tion. 

‘‘(B) If the Secretary determines that the 
responsible person or employee is one of the 
persons described in any paragraph of sec-
tion 842(i), the Secretary shall notify the em-
ployer in writing or electronically of the de-
termination and issue to the responsible per-
son or the employee, as the case may be, a 
document that—

‘‘(i) confirms the determination; 
‘‘(ii) explains the grounds for the deter-

mination; 
‘‘(iii) provides information on how the dis-

ability may be relieved; and 
‘‘(iv) explains how the determination may 

be appealed.’’. 
(i) EFFECTIVE DATE.—
(1) IN GENERAL.—The amendments made by 

this section shall take effect 180 days after 
the date of enactment of this Act. 

(2) EXCEPTION.—Notwithstanding any pro-
vision of this Act, a license or permit issued 
under section 843 of title 18, United States 
Code, before the date of enactment of this 
Act, shall remain valid until that license or 
permit is revoked under section 843(d) or ex-
pires, or until a timely application for re-
newal is acted upon. 
SEC. 1123. PERSONS PROHIBITED FROM RECEIV-

ING OR POSSESSING EXPLOSIVE MA-
TERIALS. 

(a) DISTRIBUTION OF EXPLOSIVES.—Section 
842(d) of title 18, United States Code, is 
amended—

(1) in paragraph (5), by striking ‘‘or’’ at the 
end; 

(2) in paragraph (6), by striking the period 
at the end and inserting ‘‘or who has been 
committed to a mental institution;’’; and 

(3) by adding at the end the following: 
‘‘(7) is an alien, other than an alien who—
‘‘(A) is lawfully admitted for permanent 

residence (as defined in section 101 (a)(20) of 
the Immigration and Nationality Act); or 

‘‘(B) is in lawful nonimmigrant status, is a 
refugee admitted under section 207 of the Im-
migration and Nationality Act (8 U.S.C. 
1157), or is in asylum status under section 208 
of the Immigration and Nationality Act (8 
U.S.C. 1158), and— 

‘‘(i) is a foreign law enforcement officer of 
a friendly foreign government, as determined 
by the Secretary in consultation with the 
Secretary of State, entering the United 
States on official law enforcement business, 
and the shipping, transporting, possession, 
or receipt of explosive materials is in fur-
therance of this official law enforcement 
business; 

‘‘(ii) is a person having the power to direct 
or cause the direction of the management 
and policies of a corporation, partnership, or 
association licensed pursuant to section 
843(a), and the shipping, transporting, pos-
session, or receipt of explosive materials is 
in furtherance of such power; 

‘‘(iii) is a member of a North Atlantic 
Treaty Organization (NATO) or other friend-

ly foreign military force, as determined by 
the Secretary in consultation with the Sec-
retary of Defense, (whether or not admitted 
in a nonimmigrant status) who is present in 
the United States under military orders for 
training or other military purpose author-
ized by the United States, and the shipping, 
transporting, possession, or receipt of explo-
sive materials is in furtherance of the mili-
tary purpose; or 

‘‘(iv) is lawfully present in the United 
States in cooperation with the Director of 
Central Intelligence, and the shipment, 
transportation, receipt, or possession of the 
explosive materials is in furtherance of such 
cooperation; 

‘‘(8) has been discharged from the armed 
forces under dishonorable conditions; 

‘‘(9) having been a citizen of the United 
States, has renounced the citizenship of that 
person.’’. 

(b) POSSESSION OF EXPLOSIVE MATERIALS.—
Section 842(i) of title 18, United States Code, 
is amended—

(1) in paragraph (3), by striking ‘‘or’’ at the 
end; and 

(2) by inserting after paragraph (4) the fol-
lowing: 

‘‘(5) who is an alien, other than an alien 
who—

‘‘(A) is lawfully admitted for permanent 
residence (as that term is defined in section 
101(a)(20) of the Immigration and Nationality 
Act); or 

‘‘(B) is in lawful nonimmigrant status, is a 
refugee admitted under section 207 of the Im-
migration and Nationality Act (8 U.S.C. 
1157), or is in asylum status under section 208 
of the Immigration and Nationality Act (8 
U.S.C. 1158), and—

‘‘(i) is a foreign law enforcement officer of 
a friendly foreign government, as determined 
by the Secretary in consultation with the 
Secretary of State, entering the United 
States on official law enforcement business, 
and the shipping, transporting, possession, 
or receipt of explosive materials is in fur-
therance of this official law enforcement 
business; 

‘‘(ii) is a person having the power to direct 
or cause the direction of the management 
and policies of a corporation, partnership, or 
association licensed pursuant to section 
843(a), and the shipping, transporting, pos-
session, or receipt of explosive materials is 
in furtherance of such power; 

‘‘(iii) is a member of a North Atlantic 
Treaty Organization (NATO) or other friend-
ly foreign military force, as determined by 
the Secretary in consultation with the Sec-
retary of Defense, (whether or not admitted 
in a nonimmigrant status) who is present in 
the United States under military orders for 
training or other military purpose author-
ized by the United States, and the shipping, 
transporting, possession, or receipt of explo-
sive materials is in furtherance of the mili-
tary purpose; or 

‘‘(iv) is lawfully present in the United 
States in cooperation with the Director of 
Central Intelligence, and the shipment, 
transportation, receipt, or possession of the 
explosive materials is in furtherance of such 
cooperation; 

‘‘(6) who has been discharged from the 
armed forces under dishonorable conditions; 

‘‘(7) who, having been a citizen of the 
United States, has renounced the citizenship 
of that person’’; and 

(3) by inserting ‘‘or affecting’’ before 
‘‘interstate’’ each place that term appears. 
SEC. 1124. REQUIREMENT TO PROVIDE SAMPLES 

OF EXPLOSIVE MATERIALS AND AM-
MONIUM NITRATE. 

Section 843 of title 18, United States Code, 
as amended by this Act, is amended by add-
ing at the end the following: 

‘‘(i) FURNISHING OF SAMPLES.—

‘‘(1) IN GENERAL.—Licensed manufacturers 
and licensed importers and persons who man-
ufacture or import explosive materials or 
ammonium nitrate shall, when required by 
letter issued by the Secretary, furnish—

‘‘(A) samples of such explosive materials or 
ammonium nitrate; 

‘‘(B) information on chemical composition 
of those products; and 

‘‘(C) any other information that the Sec-
retary determines is relevant to the identi-
fication of the explosive materials or to 
identification of the ammonium nitrate.

‘‘(2) REIMBURSEMENT.—The Secretary shall, 
by regulation, authorize reimbursement of 
the fair market value of samples furnished 
pursuant to this subsection, as well as the 
reasonable costs of shipment.’’.
SEC. 1125. DESTRUCTION OF PROPERTY OF INSTI-

TUTIONS RECEIVING FEDERAL FI-
NANCIAL ASSISTANCE. 

Section 844(f)(1) of title 18, United States 
Code, is amended by inserting before the 
word ‘‘shall’’ the following: ‘‘or any institu-
tion or organization receiving Federal finan-
cial assistance,’’. 
SEC. 1126. RELIEF FROM DISABILITIES. 

Section 845(b) of title 18, United States 
Code, is amended to read as follows: 

‘‘(b)(1) A person who is prohibited from 
shipping, transporting, receiving, or pos-
sessing any explosive under section 842(i) 
may apply to the Secretary for relief from 
such prohibition. 

‘‘(2) The Secretary may grant the relief re-
quested under paragraph (1) if the Secretary 
determines that the circumstances regarding 
the applicability of section 842(i), and the ap-
plicant’s record and reputation, are such 
that the applicant will not be likely to act in 
a manner dangerous to public safety and 
that the granting of such relief is not con-
trary to the public interest. 

‘‘(3) A licensee or permittee who applies for 
relief, under this subsection, from the dis-
abilities incurred under this chapter as a re-
sult of an indictment for or conviction of a 
crime punishable by imprisonment for a 
term exceeding 1 year shall not be barred by 
such disability from further operations 
under the license or permit pending final ac-
tion on an application for relief filed pursu-
ant to this section.’’. 
SEC. 1127. THEFT REPORTING REQUIREMENT. 

Section 844 of title 18, United States Code, 
is amended by adding at the end the fol-
lowing: 

‘‘(p) THEFT REPORTING REQUIREMENT.—
‘‘(1) IN GENERAL.—A holder of a license or 

permit who knows that explosive materials 
have been stolen from that licensee or per-
mittee, shall report the theft to the Sec-
retary not later than 24 hours after the dis-
covery of the theft. 

‘‘(2) PENALTY.—A holder of a license or per-
mit who does not report a theft in accord-
ance with paragraph (1), shall be fined not 
more than $10,000, imprisoned not more than 
5 years, or both.’’. 
SEC. 1128. AUTHORIZATION OF APPROPRIATIONS. 

There is authorized to be appropriated 
such sums as necessary to carry out this sub-
title and the amendments made by this sub-
title. 

TITLE XII—AIRLINE WAR RISK 
INSURANCE LEGISLATION 

SEC. 1201. AIR CARRIER LIABILITY FOR THIRD 
PARTY CLAIMS ARISING OUT OF 
ACTS OF TERRORISM. 

Section 44303 of title 49, United States 
Code, is amended—

(1) by inserting ‘‘(a) IN GENERAL.—’’ before 
‘‘The Secretary of Transportation’’; 

(2) by moving the text of paragraph (2) of 
section 201(b) of the Air Transportation Safe-
ty and System Stabilization Act (115 Stat. 
235) to the end and redesignating such para-
graph as subsection (b); 
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(3) in subsection (b) (as so redesignated)—
(A) by striking the subsection heading and 

inserting ‘‘AIR CARRIER LIABILITY FOR THIRD 
PARTY CLAIMS ARISING OUT OF ACTS OF TER-
RORISM.—’’; 

(B) in the first sentence by striking ‘‘the 
180-day period following the date of enact-
ment of this Act, the Secretary of Transpor-
tation’’ and inserting ‘‘the period beginning 
on September 22, 2001, and ending on Decem-
ber 31, 2003, the Secretary’’; and 

(C) in the last sentence by striking ‘‘this 
paragraph’’ and inserting ‘‘this subsection’’. 
SEC. 1202. EXTENSION OF INSURANCE POLICIES. 

Section 44302 of title 49, United States 
Code, is amended by adding at the end the 
following: 

‘‘(f) EXTENSION OF POLICIES.—
‘‘(1) IN GENERAL.—The Secretary shall ex-

tend through August 31, 2003, and may ex-
tend through December 31, 2003, the termi-
nation date of any insurance policy that the 
Department of Transportation issued to an 
air carrier under subsection (a) and that is in 
effect on the date of enactment of this sub-
section on no less favorable terms to the air 
carrier than existed on June 19, 2002; except 
that the Secretary shall amend the insur-
ance policy, subject to such terms and condi-
tions as the Secretary may prescribe, to add 
coverage for losses or injuries to aircraft 
hulls, passengers, and crew at the limits car-
ried by air carriers for such losses and inju-
ries as of such date of enactment and at an 
additional premium comparable to the pre-
mium charged for third-party casualty cov-
erage under such policy. 

‘‘(2) SPECIAL RULES.—Notwithstanding 
paragraph (1)—

‘‘(A) in no event shall the total premium 
paid by the air carrier for the policy, as 
amended, be more than twice the premium 
that the air carrier was paying to the De-
partment of Transportation for its third 
party policy as of June 19, 2002; and 

‘‘(B) the coverage in such policy shall 
begin with the first dollar of any covered 
loss that is incurred.’’. 
SEC. 1203. CORRECTION OF REFERENCE. 

Effective November 19, 2001, section 147 of 
the Aviation and Transportation Security 
Act (Public Law 107–71) is amended by strik-
ing ‘‘(b)’’ and inserting ‘‘(c)’’. 
SEC. 1204. REPORT. 

Not later than 90 days after the date of en-
actment of this Act, the Secretary shall 
transmit to the Committee on Commerce, 
Science, and Transportation of the Senate 
and the Committee on Transportation and 
Infrastructure of the House of Representa-
tives a report that—

(A) evaluates the availability and cost of 
commercial war risk insurance for air car-
riers and other aviation entities for pas-
sengers and third parties; 

(B) analyzes the economic effect upon air 
carriers and other aviation entities of avail-
able commercial war risk insurance; and 

(C) describes the manner in which the De-
partment could provide an alternative means 
of providing aviation war risk reinsurance 
covering passengers, crew, and third parties 
through use of a risk-retention group or by 
other means. 

TITLE XIII—FEDERAL WORKFORCE 
IMPROVEMENT 

Subtitle A—Chief Human Capital Officers 
SEC. 1301. SHORT TITLE. 

This title may be cited as the ‘‘Chief 
Human Capital Officers Act of 2002’’. 
SEC. 1302. AGENCY CHIEF HUMAN CAPITAL OFFI-

CERS. 

(a) IN GENERAL.—Part II of title 5, United 
States Code, is amended by inserting after 
chapter 13 the following: 

‘‘CHAPTER 14—AGENCY CHIEF HUMAN 
CAPITAL OFFICERS

‘‘Sec. 
‘‘1401. Establishment of agency Chief Human 

Capital Officers. 
‘‘1402. Authority and functions of agency 

Chief Human Capital Officers.
‘‘§ 1401. Establishment of agency Chief 

Human Capital Officers 
‘‘The head of each agency referred to under 

paragraphs (1) and (2) of section 901(b) of 
title 31 shall appoint or designate a Chief 
Human Capital Officer, who shall—

‘‘(1) advise and assist the head of the agen-
cy and other agency officials in carrying out 
the agency’s responsibilities for selecting, 
developing, training, and managing a high-
quality, productive workforce in accordance 
with merit system principles; 

‘‘(2) implement the rules and regulations of 
the President and the Office of Personnel 
Management and the laws governing the 
civil service within the agency; and 

‘‘(3) carry out such functions as the pri-
mary duty of the Chief Human Capital Offi-
cer. 
‘‘§ 1402. Authority and functions of agency 

Chief Human Capital Officers 
‘‘(a) The functions of each Chief Human 

Capital Officer shall include—
‘‘(1) setting the workforce development 

strategy of the agency; 
‘‘(2) assessing workforce characteristics 

and future needs based on the agency’s mis-
sion and strategic plan; 

‘‘(3) aligning the agency’s human resources 
policies and programs with organization mis-
sion, strategic goals, and performance out-
comes; 

‘‘(4) developing and advocating a culture of 
continuous learning to attract and retain 
employees with superior abilities; 

‘‘(5) identifying best practices and 
benchmarking studies, and 

‘‘(6) applying methods for measuring intel-
lectual capital and identifying links of that 
capital to organizational performance and 
growth. 

‘‘(b) In addition to the authority otherwise 
provided by this section, each agency Chief 
Human Capital Officer—

‘‘(1) shall have access to all records, re-
ports, audits, reviews, documents, papers, 
recommendations, or other material that—

‘‘(A) are the property of the agency or are 
available to the agency; and 

‘‘(B) relate to programs and operations 
with respect to which that agency Chief 
Human Capital Officer has responsibilities 
under this chapter; and 

‘‘(2) may request such information or as-
sistance as may be necessary for carrying 
out the duties and responsibilities provided 
by this chapter from any Federal, State, or 
local governmental entity.’’. 

(b) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of chapters for chapters for 
part II of title 5, United States Code, is 
amended by inserting after the item relating 
to chapter 13 the following:
‘‘14. Agency Chief Human Capital Of-

ficers ............................................ 1401’’.
SEC. 1303. CHIEF HUMAN CAPITAL OFFICERS 

COUNCIL. 
(a) ESTABLISHMENT.—There is established a 

Chief Human Capital Officers Council, con-
sisting of—

(1) the Director of the Office of Personnel 
Management, who shall act as chairperson of 
the Council; 

(2) the Deputy Director for Management of 
the Office of Management and Budget, who 
shall act as vice chairperson of the Council; 
and 

(3) the Chief Human Capital Officers of Ex-
ecutive departments and any other members 

who are designated by the Director of the Of-
fice of Personnel Management. 

(b) FUNCTIONS.—The Chief Human Capital 
Officers Council shall meet periodically to 
advise and coordinate the activities of the 
agencies of its members on such matters as 
modernization of human resources systems, 
improved quality of human resources infor-
mation, and legislation affecting human re-
sources operations and organizations. 

(c) EMPLOYEE LABOR ORGANIZATIONS AT 
MEETINGS.—The Chief Human Capital Offi-
cers Council shall ensure that representa-
tives of Federal employee labor organiza-
tions are present at a minimum of 1 meeting 
of the Council each year. Such representa-
tives shall not be members of the Council. 

(d) ANNUAL REPORT.—Each year the Chief 
Human Capital Officers Council shall submit 
a report to Congress on the activities of the 
Council. 
SEC. 1304. STRATEGIC HUMAN CAPITAL MANAGE-

MENT. 
Section 1103 of title 5, United States Code, 

is amended by adding at the end the fol-
lowing: 

‘‘(c)(1) The Office of Personnel Manage-
ment shall design a set of systems, including 
appropriate metrics, for assessing the man-
agement of human capital by Federal agen-
cies. 

‘‘(2) The systems referred to under para-
graph (1) shall be defined in regulations of 
the Office of Personnel Management and in-
clude standards for—

‘‘(A)(i) aligning human capital strategies 
of agencies with the missions, goals, and or-
ganizational objectives of those agencies; 
and 

‘‘(ii) integrating those strategies into the 
budget and strategic plans of those agencies; 

‘‘(B) closing skill gaps in mission critical 
occupations; 

‘‘(C) ensuring continuity of effective lead-
ership through implementation of recruit-
ment, development, and succession plans; 

‘‘(D) sustaining a culture that cultivates 
and develops a high performing workforce; 

‘‘(E) developing and implementing a 
knowledge management strategy supported 
by appropriate investment in training and 
technology; and 

‘‘(F) holding managers and human re-
sources officers accountable for efficient and 
effective human resources management in 
support of agency missions in accordance 
with merit system principles.’’. 
SEC. 1305. EFFECTIVE DATE. 

This subtitle shall take effect 180 days 
after the date of enactment of this Act. 

Subtitle B—Reforms Relating to Federal 
Human Capital Management 

SEC. 1311. INCLUSION OF AGENCY HUMAN CAP-
ITAL STRATEGIC PLANNING IN PER-
FORMANCE PLANS AND PROGRAMS 
PERFORMANCE REPORTS. 

(a) PERFORMANCE PLANS.—Section 1115 of 
title 31, United States Code, is amended—

(1) in subsection (a), by striking paragraph 
(3) and inserting the following: 

‘‘(3) provide a description of how the per-
formance goals and objectives are to be 
achieved, including the operation processes, 
training, skills and technology, and the 
human, capital, information, and other re-
sources and strategies required to meet 
those performance goals and objectives.’’; 

(2) by redesignating subsection (f) as sub-
section (g); and 

(3) by inserting after subsection (e) the fol-
lowing: 

‘‘(f) With respect to each agency with a 
Chief Human Capital Officer, the Chief 
Human Capital Officer shall prepare that 
portion of the annual performance plan de-
scribed under subsection (a)(3).’’. 

(b) PROGRAM PERFORMANCE REPORTS.—Sec-
tion 1116(d) of title 31, United States Code, is 
amended—
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(1) in paragraph (4), by striking ‘‘and’’ 

after the semicolon; 
(2) by redesignating paragraph (5) as para-

graph (6); and 
(3) by inserting after paragraph (4) the fol-

lowing: 
‘‘(5) include a review of the performance 

goals and evaluation of the performance plan 
relative to the agency’s strategic human 
capital management; and’’. 
SEC. 1312. REFORM OF THE COMPETITIVE SERV-

ICE HIRING PROCESS. 
(a) IN GENERAL.—Chapter 33 of title 5, 

United States Code, is amended—
(1) in section 3304(a)—
(A) in paragraph (1), by striking ‘‘and’’ 

after the semicolon; 
(B) in paragraph (2), by striking the period 

and inserting ‘‘; and’’; and 
(C) by adding at the end of the following: 
‘‘(3) authority for agencies to appoint, 

without regard to the provision of sections 
3309 through 3318, candidates directly to po-
sitions for which—

‘‘(A) public notice has been given; and 
‘‘(B) the Office of Personnel Management 

has determined that there exists a severe 
shortage of candidates or there is a critical 
hiring need.
The Office shall prescribe, by regulation, cri-
teria for identifying such positions and may 
delegate authority to make determinations 
under such criteria.’’; and 

(2) by inserting after section 3318 the fol-
lowing: 
‘‘§ 3319. Alternative ranking and selection 

procedures 
‘‘(a) The Office, in exercising its authority 

under section 3304, or an agency to which the 
Office has delegated examining authority 
under section 1104(a)(2), may establish cat-
egory rating systems for evaluating appli-
cants for positions in the competitive serv-
ice, under 2 or more quality categories based 
on merit consistent with regulations pre-
scribed by the Office of Personnel Manage-
ment, rather than assigned individual nu-
merical ratings. 

‘‘(b) Within each quality category estab-
lished under subsection (a), preference-eligi-
bles shall be listed ahead of individuals who 
are not preference eligibles. For other than 
scientific and professional positions at GS–9 
of the General Schedule (equivalent or high-
er), qualified preference-eligibles who have a 
compensable service-connected disability of 
10 percent or more shall be listed in the high-
est quality category. 

‘‘(c)(1) An appointing official may select 
any applicant in the highest quality cat-
egory or, if fewer than 3 candidates have 
been assigned to the highest quality cat-
egory, in a merged category consisting of the 
highest and the second highest quality cat-
egories. 

‘‘(2) Notwithstanding paragraph (1), the ap-
pointing official may not pass over a pref-
erence-eligible in the same category from 
which selection is made, unless the require-
ments of section 3317(b) or 3318(b), as applica-
ble, are satisfied. 

‘‘(d) Each agency that establishes a cat-
egory rating system under this section shall 
submit in each of the 3 years following that 
establishment, a report to Congress on that 
system including information on—

‘‘(1) the number of employees hired under 
that system; 

‘‘(2) the impact that system has had on the 
hiring of veterans and minorities, including 
those who are American Indian or Alaska 
Natives, Asian, Black or African American, 
and native Hawaiian or other Pacific Island-
ers; and 

‘‘(3) the way in which managers were 
trained in the administration of that system. 

‘‘(e) The Office of Personnel Management 
may prescribe such regulations as it con-

siders necessary to carry out the provisions 
of this section.’’. 

(b) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of sections for chapter 33 of 
title 5, United States Code, is amended by 
striking the item relating to section 3319 and 
inserting the following:

‘‘3319. Alternative ranking and selection pro-
cedures.’’.

SEC. 1313. PERMANENT EXTENSION, REVISION, 
AND EXPANSION OF AUTHORITIES 
FOR USE OF VOLUNTARY SEPARA-
TION INCENTIVE PAY AND VOL-
UNTARY EARLY RETIREMENT. 

(a) VOLUNTARY SEPARATION INCENTIVE PAY-
MENTS.—

(1) IN GENERAL.—
(A) AMENDMENT TO TITLE 5, UNITED STATES 

CODE.—Chapter 35 of title 5, United States 
Code, is amended by inserting after sub-
chapter I the following: 

‘‘SUBCHAPTER II—VOLUNTARY 
SEPARATION INCENTIVE PAYMENTS 

‘‘§ 3521. Definitions 
‘‘In this subchapter, the term—
‘‘(1) ‘agency’ means an Executive agency as 

defined under section 105; and 
‘‘(2) ‘employee’—
‘‘(A) means an employee as defined under 

section 2105 employed by an agency and an 
individual employed by a county committee 
established under section 8(b)(5) of the Soil 
Conservation and Domestic Allotment Act 
(16 U.S.C. 590h(b)(5)) who—

‘‘(i) is serving under an appointment with-
out time limitation; and 

‘‘(ii) has been currently employed for a 
continuous period of at least 3 years; and 

‘‘(B) shall not include—
‘‘(i) a reemployed annuitant under sub-

chapter III of chapter 83 or 84 or another re-
tirement system for employees of the Gov-
ernment; 

‘‘(ii) an employee having a disability on 
the basis of which such employee is or would 
be eligible for disability retirement under 
subchapter III of chapter 83 or 84 or another 
retirement system for employees of the Gov-
ernment. 

‘‘(iii) an employee who is in receipt of a de-
cision notice of involuntary separation for 
misconduct or unacceptable performance; 

‘‘(iv) an employee who has previously re-
ceived any voluntary separation incentive 
payment from the Federal Government 
under this subchapter or any other author-
ity; 

‘‘(v) an employee covered by statutory re-
employment rights who is on transfer em-
ployment with another organization; or 

‘‘(vi) any employee who—
‘‘(I) during the 36-month period preceding 

the date of separation of that employee, per-
formed service for which a student loan re-
payment benefit was or is to be paid under 
section 5379; 

‘‘(II) during the 24-month period preceding 
the date of separation of that employee, per-
formed service for which a recruitment or re-
location bonus was or is to be paid under sec-
tion 5753; or 

‘‘(III) during the 12-month period preceding 
the date of separation of that employee, per-
formed service for which a retention bonus 
was or is to be paid under section 5754. 

‘‘§ 3522. Agency plans; approval 
‘‘(a) Before obligating any resources for 

voluntary separation incentive payments, 
the head of each agency shall submit to the 
Office of Personnel Management a plan out-
lining the intended use of such incentive 
payments and a proposed organizational 
chart for the agency once such incentive 
payments have been completed. 

‘‘(b) The plan of an agency under sub-
section (a) shall include—

‘‘(1) the specific positions and functions to 
be reduced or eliminated; 

‘‘(2) a description of which categories of 
employees will be offered incentives; 

‘‘(3) the time period during which incen-
tives may be paid; 

‘‘(4) the number and amounts of voluntary 
separation incentive payments to be offered; 
and 

‘‘(5) a description of how the agency will 
operate without the eliminated positions and 
functions. 

‘‘(c) The Director of the Office of Personnel 
Management shall review each agency’s plan 
an may make any appropriate modifications 
in the plan, in consultation with the Direc-
tor of the Office of Management and Budget. 
A plan under this section may not be imple-
mented without the approval of the Direc-
tive of the Office of Personnel Management. 
‘‘§ 3523. Authority to provide voluntary sepa-

ration incentive payments 
‘‘(a) A voluntary separation incentive pay-

ment under this subchapter may be paid to 
an employee only as provided in the plan of 
an agency established under section 3522. 

‘‘(b) A voluntary incentive payment—
‘‘(1) shall be offered to agency employees 

on the basis of—
‘‘(A) 1 or more organizational units; 
‘‘(B) 1 or more occupational series or lev-

els; 
‘‘(C) 1 or more geographical locations; 
‘‘(D) skills, knowledge, or other factors re-

lated to a position; 
‘‘(E) specific periods of time during which 

eligible employees may elect a voluntary in-
centive payment; or 

‘‘(F) any appropriate combination of such 
factors; 

‘‘(2) shall be paid in a lump sum after the 
employee’s separation; 

‘‘(3) shall be equal to the lesser of—
‘‘(A) an amount equal to the amount the 

employee would be entitled to receive under 
section 5595(c) if the employee were entitled 
to payment under such section (without ad-
justment for any previous payment made); or 

‘‘(B) an amount determined by the agency 
head, not to exceed $25,000; 

‘‘(4) may be made only in the case of an 
employee who voluntarily separates 
(whether by retirement or resignation) under 
this subchapter; 

‘‘(5) shall not be a basis for payment, and 
shall not be included in the computation, of 
any other type of Government benefit; 

‘‘(6) shall not be taken into account in de-
termining the amount of any severance pay 
to which the employee may be entitled under 
section 5595, based on another other separa-
tion; and 

‘‘(7) shall be paid from appropriations or 
funds available for the payment of the basic 
pay of the employee. 
‘‘§ 3524. Effect of subsequent employment 

with the Government 
‘‘(a) The term ‘employment’—
‘‘(1) in subsection (b) includes employment 

under a personal services contract (or other 
direct contract) with the United States Gov-
ernment (other than an entity in the legisla-
tive branch); and 

‘‘(2) in subsection (c) does not include em-
ployment under such a contract. 

‘‘(b) An individual who has received a vol-
untary separation incentive payment under 
this subchapter and accepts any employment 
for compensation with the Government of 
the United States with 5 years after the date 
of the separation on which the payment is 
based shall be required to pay, before the in-
dividual’s first day of employment, the en-
tire amount of the incentive payment to the 
agency that paid the incentive payment. 

‘‘(c)(1) If the employment under this sec-
tion is with an agency, other than the Gen-
eral Accounting Office, the United States 
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Postal Service, or the Postal Rate Commis-
sion, the Director of the Office of Personnel 
Management may, at the request of the head 
of the agency, may waive the repayment if—

‘‘(A) the individual involved possesses 
unique abilities and is the only qualified ap-
plicant available for the position; or 

‘‘(B) in case of an emergency involving a 
direct threat to life or property, the indi-
vidual—

‘‘(i) has skills directly related to resolving 
the emergency; and 

‘‘(ii) will serve on a temporary basis only 
so long as that individual’s services are made 
necessary by the emergency. 

‘‘(2) If the employment under this section 
is with an entity in the legislative branch, 
the head of the entity or the appointing offi-
cial may waive the repayment if the indi-
vidual involved possesses unique abilities 
and is the only qualified applicant available 
for the position. 

‘‘(3) If the employment under this section 
is with the judicial branch, the Director of 
the Administrative Office of the United 
States Courts may waive the repayment if 
the individual involved possesses unique 
abilities and is the only qualified applicant 
available for the position. 
‘‘§ 3525. Regulations 

‘‘The Office of Personnel Management may 
prescribe regulations to carry out this sub-
chapter.’’. 

(B) TECHNICAL AND CONFORMING AMEND-
MENTS.—Chapter 35 of title 5, United States 
Code, is amended—

(i) by striking the chapter heading and in-
serting the following: 
‘‘CHAPTER 35—RETENTION PREFERENCE, 

VOLUNTARY SEPARATION INCENTIVE 
PAYMENTS, RESTORATION, AND REEM-
PLOYMENT’’; 

and 
(ii) in the table of sections by inserting 

after the item relating to section 3504 the 
following:

‘‘SUBCHAPTER II—VOLUNTARY SEPARATION 
INCENTIVE PAYMENTS 

‘‘3521. Definitions. 
‘‘3522. Agency plans; approval. 
‘‘3523. Authority to provide voluntary sepa-

ration incentive payments. 
‘‘3524. Effect of subsequent employment with 

the Government. 
‘‘3525. Regulations.’’.

(2) ADMINISTRATIVE OFFICE OF THE UNITED 
STATES COURTS.—The Director of the Admin-
istrative Office of the United States Courts 
may, by regulation, establish a program sub-
stantially similar to the program established 
under paragraph (1) for individuals serving in 
the judicial branch. 

(3) CONTINUATION OF OTHER AUTHORITY.—
Any agency exercising any voluntary separa-
tion incentive authority in effect on the ef-
fective date of this subsection may continue 
to offer voluntary separation incentives con-
sistent with that authority until that au-
thority expires. 

(4) EFFECTIVE DATE.—This subsection shall 
take effect 60 days after the date of enact-
ment of this Act. 

(b) FEDERAL EMPLOYEE VOLUNTARY EARLY 
RETIREMENT.—

(1) CIVIL SERVICE RETIREMENT SYSTEM.—
Section 8336(d)(2) of title 5, United States 
Code, is amended to read as follows: 

‘‘(2)(A) has been employed continuously, by 
the agency in which the employee is serving, 
for at least the 31-day period ending on the 
date on which such agency requests the de-
termination referred to in subparagraph (D); 

‘‘(B) is serving under an appointment that 
is not time limited; 

‘‘(C) has not been duly notified that such 
employee is to be involuntarily separated for 
misconduct or unacceptable performance; 

‘‘(D) is separated from the service volun-
tarily during a period in which, as deter-
mined by the office of Personnel Manage-
ment (upon request of the agency) under reg-
ulations prescribed by the Office—

‘‘(i) such agency (or, if applicable, the com-
ponent in which the employee is serving) is 
undergoing substantial delayering, substan-
tial reorganization, substantial reductions in 
force, substantial transfer of function, or 
other substantial workforce restructuring 
(or shaping); 

‘‘(ii) a significant percentage of employees 
servicing in such agency (or component) are 
likely to be separated or subject to an imme-
diate reduction in the rate of basic pay 
(without regard to subchapter VI of chapter 
53, or comparable provisions); or 

‘‘(iii) identified as being in positions which 
are becoming surplus or excess to the agen-
cy’s future ability to carry out its mission 
effectively; and 

‘‘(E) as determined by the agency under 
regulations prescribed by the Office, is with-
in the scope of the offer of voluntary early 
retirement, which may be made on the basis 
of—

‘‘(i) 1 or more organizational units; 
‘‘(ii) 1 or more occupational series or lev-

els; 
‘‘(iii) 1 or more geographical locations; 
‘‘(iv) specific periods; 
‘‘(v) skills, knowledge, or other factors re-

lated to a position; or 
‘‘(vi) any appropriate combination of such 

factors;’’. 
(2) FEDERAL EMPLOYEES’ RETIREMENT SYS-

TEM.—Section 8414(b)(1) of title 5, United 
States Code, is amended by striking subpara-
graph (B) and inserting the following: 

‘‘(B)(i) has been employed continuously, by 
the agency in which the employee is serving, 
for at least the 31-day period ending on the 
date on which such agency requests the de-
termination referred to in clause (iv); 

‘‘(ii) is serving under an appointment that 
is not time limited; 

‘‘(iii) has not been duly notified that such 
employee is to be involuntarily separated for 
misconduct or unacceptable performance; 

‘‘(iv) is separate from the service volun-
tarily during a period in which, as deter-
mined by the Office of Personnel Manage-
ment (upon request of the agency) under reg-
ulations prescribed by the Office—

‘‘(I) such agency (or, if applicable, the com-
ponent in which the employee is serving) is 
undergoing substantial delayering, substan-
tial reorganization, substantial reductions in 
force, substantial transfer of function, or 
other substantial workforce restructuring 
(or shaping); 

‘‘(II) a significant percentage of employees 
serving in such agency (or component) are 
likely to be separated or subject to an imme-
diate reduction in the rate of basic pay 
(without regard to subchapter VI of chapter 
53, or comparable provisions); or 

‘‘(III) identified as being in positions which 
are becoming surplus or excess to the agen-
cy’s future ability to carry out its mission 
effectively; and 

‘‘(v) as determined by the agency under 
regulations prescribed by the Office, is with-
in the scope of the offer of voluntary early 
retirement, which may be made on the basis 
of—

‘‘(I) 1 or more organizational units; 
‘‘(II) 1 or more occupational series or lev-

els; 
‘‘(III) 1 or more geographical locations; 
‘‘(IV) specific periods; 
‘‘(V) skills, knowledge, or other factors re-

lated to a position; or 
‘‘(VI) any appropriate combination of such 

factors.’’. 
(3) GENERAL ACCOUNTING OFFICE AUTHOR-

ITY.—The amendments made by this sub-

section shall not be construed to affect the 
authority under section 1 of Public Law 106–
303 (5 U.S.C. 8336 note; 114 State. 1063). 

(4) TECHNICAL AND CONFORMING AMEND-
MENTS.—Section 7001 of the 1998 Supple-
mental Appropriations and Rescissions Act 
(Public Law 105–174; 112 Stat. 91) is repealed. 

(5) REGULATIONS.—The Office of Personnel 
Management may prescribe regulations to 
carry out this subsection. 

(c) SENSE OF CONGRESS.—It is the sense of 
Congress that the implementation of this 
section is intended to reshape the Federal 
workforce and not downsize the Federal 
workforce. 
SEC. 1314. STUDENT VOLUNTEER TRANSIT SUB-

SIDY. 
(a) IN GENERAL.—Section 7905(a)(1) of title 

5, United States Code, is amended by strik-
ing ‘‘and a member of a uniformed service’’ 
and inserting ‘‘, a member of a uniformed 
service, and a student who provides vol-
untary services under section 3111’’. 

(b) TECHNICAL AND CONFORMING AMEND-
MENT.—Section 3111(c)(1) of title 5, United 
States Code, is amended by striking 
‘‘chapter 81 of this title’’ and inserting 
‘‘section 7905 (relating to commuting by 
means other than single-occupancy motor 
vehicles), chapter 81’’. 

Subtitle C—Reforms Relating to the Senior 
Executive Service 

SEC. 1321. REPEAL OF RECERTIFICATION RE-
QUIREMENTS OF SENIOR EXECU-
TIVES. 

(a) IN GENERAL.—Title 5, United States 
Code, is amended—

(1) in chapter 33—
(A) in section 3393(g) by striking ‘‘3393a’’; 
(B) by repealing section 3393a; and 
(C) in the table of sections by striking the 

item relating to section 3393a; 
(2) in chapter 35—
(A) in section 3592(a)—
(i) in paragraph (1), by inserting ‘‘or’’ at 

the end; 
(ii) in paragraph (2), by striking ‘‘or’’ at 

the end; 
(iii) by striking paragraph (3); and 
(iv) by striking the last sentence; 
(B) in section 3593(a), by striking para-

graph (2) and inserting the following: 
‘‘(2) the appointee left the Senior Execu-

tive Service for reasons other than mis-
conduct, neglect of duty, malfeasance, or 
less than fully successful executive perform-
ance as determined under subchapter II of 
chapter 43.’’; and 

(C) in section 3594(b)—
(i) in paragraph (1), by inserting ‘‘or’’ at 

the end; 
(ii) in paragraph (2), by striking ‘‘or’’ at 

the end; and 
(iii) by striking paragraph (3); 
(3) in section 7701(c)(1)(A), by striking ‘‘or 

removal from the Senior Executive Service 
for failure to be recertified under section 
3393a’’; 

(4) in chapter 83—
(A) in section 8336(h)(1), by striking ‘‘for 

failure to be recertified as a senior executive 
under section 3393a or’’; and 

(B) in section 8339(h), in the first sentence, 
by striking ‘‘, except that such reduction 
shall not apply in the case of an employee re-
tiring under section 8336(h) for failure to be 
recertified as a senior executive’’; and 

(5) in chapter 84—
(A) in section 8414(a)(1), by striking ‘‘for 

failure to be recertified as a senior executive 
under section 3393a or’’; and 

(B) in section 8421(a)(2), by striking ‘‘, ex-
cept that an individual entitled to an annu-
ity under section 8414(a) for failure to be re-
certified as a senior executive shall be enti-
tled to an annuity supplement without re-
gard to such applicable retirement age’’. 
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(b) SAVINGS PROVISION.—Notwithstanding 

the amendments made by subsection 
(a)(2)(A), an appeal under the final sentence 
of section 3592(a) of title 5, United States 
Code, that is pending on the day before the 
effective date of this section—

(1) shall not abate by reason of the enact-
ment of the amendments made by subsection 
(a)(2)(A); and 

(2) shall continue as if such amendments 
had not been enacted. 

(c) APPLICATION.—The amendment made by 
subsection (a)(2)(B) shall not apply with re-
spect to an individual who, before the effec-
tive date of this section, leaves the Senior 
Executive Service for failure to be recer-
tified as a senior executive under section 
3393a of title 5, United States Code. 
SEC. 1322. ADJUSTMENT OF LIMITATION ON 

TOTAL ANNUAL COMPENSATION. 
(a) IN GENERAL.—Section 5307 of title 5, 

United States Code, is amended by adding at 
the end the following: 

‘‘(d)(1) Notwithstanding any other provi-
sion of this section, subsection (a)(1) shall be 
applied by substituting ‘the total annual 
compensation payable to the Vice President 
under section 104 of title 3’ for ‘the annual 
rate of basic pay payable for level I of the 
Executive Schedule’ in the case of any em-
ployee who—

‘‘(A) is paid under section 5376 or 5383 of 
this title or section 332(f), 603, or 604 of title 
28; and 

‘‘(B) holds a position in or under an agency 
which is described in paragraph (2). 

‘‘(2) An agency described in this paragraph 
is any agency which, for purposes of the cal-
endar year involved, has been certified under 
this subsection as having a performance ap-
praisal system which (as designed and ap-
plied) makes meaningful distinctions based 
on relative performance. 

‘‘(3)(A) The Office of Personnel Manage-
ment and the Office of Management and 
Budget jointly shall promulgate such regula-
tions as may be necessary to carry out this 
subsection, including the criteria and proce-
dures in accordance with which any deter-
minations under this subsection shall be 
made. 

‘‘(B) An agency’s certification under this 
subsection shall be for a period of 2 calendar 
years, except that such certification may be 
terminated at any time, for purposes of ei-
ther or both of those years, upon a finding 
that the actions of such agency have not re-
mained in conformance with applicable re-
quirements. 

‘‘(C) Any certification or decertification 
under this subsection shall be made by the 
Office of Personnel Management, with the 
concurrence of the Office of Management and 
Budget. 

‘‘(4) Notwithstanding any provision of 
paragraph (3), any regulations, certifi-
cations, or other measures necessary to 
carry out this subsection with respect to em-
ployees within the judicial branch shall be 
the responsibility of the Director of the Ad-
ministrative Office of the United States 
Courts. However, the regulations under this 
paragraph shall be consistent with those pro-
mulgated under paragraph (3).’’. 

(b) CONFORMING AMENDMENTS.—(1) Section 
5307(a) of title 5, United States Code, is 
amended by inserting ‘‘or as otherwise pro-
vided under subsection (d),’’ after ‘‘under 
law,’’. 

(2) Section 5307(c) of such title is amended 
by striking ‘‘this section,’’ and inserting 
‘‘this section (subject to subsection (d)),’’. 

Subtitle D—Academic Training 
SEC. 1331. ACADEMIC TRAINING. 

(a) ACADEMIC DEGREE TRAINING.—Section 
4107 of title 5, United States Code, is amend-
ed to read as follows: 

‘‘§ 4107. Academic degree training 
‘‘(a) Subject to subsection (b), an agency 

may select and assign an employee to aca-
demic degree training and may pay or reim-
burse the costs of academic degree training 
from appropriated or other available funds if 
such training—

‘‘(1) contributes significantly to—
‘‘(A) meeting an identified agency training 

need; 
‘‘(B) resolving an identified agency staffing 

problem; or 
‘‘(C) accomplishing goals in the strategic 

plan of the agency; 
‘‘(2) is part of a planned, systemic, and co-

ordinated agency employee development pro-
gram linked to accomplishing the strategic 
goals of the agency; and 

‘‘(3) is accredited and is provided by a col-
lege or university that is accredited by a na-
tionally recognized body. 

‘‘(b) In exercising authority under sub-
section (a), an agency shall—

‘‘(1) consistent with the merit system prin-
ciples set forth in paragraphs (2) and (7) of 
section 2301(b), take into consideration the 
need to—

‘‘(A) maintain a balanced workforce in 
which women, members of racial and ethnic 
minority groups, and persons with disabil-
ities are appropriately represented in Gov-
ernment service; and 

‘‘(B) provide employees effective education 
and training to improve organizational and 
individual performance; 

‘‘(2) assure that the training is not for the 
sole purpose of providing an employee an op-
portunity to obtain an academic degree or 
qualify for appointment to a particular posi-
tion for which the academic degree is a basic 
requirement; 

‘‘(3) assure that no authority under this 
subsection is exercised on behalf of any em-
ployee occupying or seeking to qualify for—

‘‘(A) a noncareer appointment in the senior 
Executive Service; or 

‘‘(B) appointment to any position that is 
excepted from the competitive service be-
cause of its confidential policy-determining, 
policy-making or policy-advocating char-
acter; and 

‘‘(4) to the greatest extent practicable, fa-
cilitate the use of online degree training.’’. 

(b) TECHNICAL AND CONFORMING AMEND-
MENT.—The table of sections for chapter 41 of 
title 5, United States Code, is amended by 
striking the item relating to section 4107 and 
inserting the following:
‘‘4107. Academic degree training.’’.
SEC. 1332. MODIFICATIONS TO NATIONAL SECU-

RITY EDUCATION PROGRAM. 
(a) FINDINGS AND POLICIES.—
(1) FINDINGS.—Congress finds that—
(A) the United States Government actively 

encourages and financially supports the 
training, education, and development of 
many United States citizens; 

(B) as a condition of some of those sup-
ports, many of those citizens have an obliga-
tion to seek either compensated or uncom-
pensated employment in the Federal sector; 
and 

(C) it is in the United States national in-
terest to maximize the return to the Nation 
of funds invested in the development of such 
citizens by seeking to employ them in the 
Federal sector. 

(2) POLICY.—It shall be the policy of the 
United States Government to—

(A) establish procedures for ensuring that 
United States citizens who have incurred 
service obligations as the result of receiving 
financial support for education and training 
from the United States Government and 
have applied for Federal positions are con-
sidered in all recruitment and hiring initia-
tives of Federal departments, bureaus, agen-
cies, and offices; and 

(B) advertise and open all Federal posi-
tions to United States citizens who have in-
curred service obligations with the United 
States Government as the result of receiving 
financial support for education and training 
from the United States Government. 

(b) FULFILLMENT OF SERVICE REQUIREMENT 
IF NATIONAL SECURITY POSITIONS ARE UN-
AVAILABLE.—Section 802(b)(2) of the David L. 
Boren National Security Education Act of 
1991 (50 U.S.C. 1902) is amended—

(1) in subparagraph (A), by striking clause 
(ii) and inserting the following: 

‘‘(ii) if the recipient demonstrates to the 
Secretary (in accordance with such regula-
tions) that no national security position in 
an agency or office of the Federal Govern-
ment having national security responsibil-
ities is available, work in other offices or 
agencies of the Federal Government or in the 
field of higher education in a discipline re-
lating to the foreign country, foreign lan-
guage, area study, or international field of 
study for which the scholarship was awarded, 
for a period specified by the Secretary, which 
period shall be determined in accordance 
with clause (i); or’’; and 

(2) in subparagraph (B), by striking clause 
(ii) and inserting the following: 

‘‘(ii) if the recipient demonstrates to the 
Secretary (in accordance with such regula-
tions) that no national security position is 
available upon the completion of the degree, 
work in other offices or agencies of the Fed-
eral Government or in the field of higher 
education in a discipline relating to foreign 
country, foreign language, area study, or 
international field of study for which the fel-
lowship was awarded, for a period specified 
by the Secretary, which period shall be de-
termined in accordance with clause (i); and’’. 

TITLE XIV—ARMING PILOTS AGAINST 
TERRORISM 

SEC. 1401. SHORT TITLE. 

This title may be cited as the ‘‘Arming Pi-
lots Against Terrorism Act’’. 
SEC. 1402. FEDERAL FLIGHT DECK OFFICER PRO-

GRAM. 

(a) IN GENERAL.—Subchapter I of chapter 
449 of title 49, United States Code, is amend-
ed by adding at the end the following: 

‘‘§ 44921. Federal flight deck officer program 

‘‘(a) ESTABLISHMENT.—The Under Sec-
retary of Transportation for Security shall 
establish a program to deputize volunteer pi-
lots of air carriers providing passenger air 
transportation or intrastate passenger air 
transportation as Federal law enforcement 
officers to defend the flight decks of aircraft 
of such air carriers against acts of criminal 
violence or air piracy. Such officers shall be 
known as ‘Federal flight deck officers’. 

‘‘(b) PROCEDURAL REQUIREMENTS.—
‘‘(1) IN GENERAL.—Not later than 3 months 

after the date of enactment of this section, 
the Under Secretary shall establish proce-
dural requirements to carry out the program 
under this section. 

‘‘(2) COMMENCEMENT OF PROGRAM.—Begin-
ning 3 months after the date of enactment of 
this section, the Under Secretary shall begin 
the process of training and deputizing pilots 
who are qualified to be Federal flight deck 
officers as Federal flight deck officers under 
the program. 

‘‘(3) ISSUES TO BE ADDRESSED.—The proce-
dural requirements established under para-
graph (1) shall address the following issues: 

‘‘(A) The type of firearm to be used by a 
Federal flight deck officer. 

‘‘(B) The type of ammunition to be used by 
a Federal flight deck officer. 

‘‘(C) The standards and training needed to 
qualify and requalify as a Federal flight deck 
officer. 
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‘‘(D) The placement of the firearm of a 

Federal flight deck officer on board the air-
craft to ensure both its security and its ease 
of retrieval in an emergency. 

‘‘(E) An analysis of the risk of catastrophic 
failure of an aircraft as a result of the dis-
charge (including an accidental discharge) of 
a firearm to be used in the program into the 
avionics, electrical systems, or other sen-
sitive areas of the aircraft. 

‘‘(F) The division of responsibility between 
pilots in the event of an act of criminal vio-
lence or air piracy if only 1 pilot is a Federal 
flight deck officer and if both pilots are Fed-
eral flight deck officers. 

‘‘(G) Procedures for ensuring that the fire-
arm of a Federal flight deck officer does not 
leave the cockpit if there is a disturbance in 
the passenger cabin of the aircraft or if the 
pilot leaves the cockpit for personal reasons. 

‘‘(H) Interaction between a Federal flight 
deck officer and a Federal air marshal on 
board the aircraft. 

‘‘(I) The process for selection of pilots to 
participate in the program based on their fit-
ness to participate in the program, including 
whether an additional background check 
should be required beyond that required by 
section 44936(a)(1). 

‘‘(J) Storage and transportation of fire-
arms between flights, including inter-
national flights, to ensure the security of the 
firearms, focusing particularly on whether 
such security would be enhanced by requir-
ing storage of the firearm at the airport 
when the pilot leaves the airport to remain 
overnight away from the pilot’s base airport. 

‘‘(K) Methods for ensuring that security 
personnel will be able to identify whether a 
pilot is authorized to carry a firearm under 
the program. 

‘‘(L) Methods for ensuring that pilots 
(including Federal flight deck officers) will 
be able to identify whether a passenger is a 
law enforcement officer who is authorized to 
carry a firearm aboard the aircraft. 

‘‘(M) Any other issues that the Under Sec-
retary considers necessary. 

‘‘(N) The Under Secretary’s decisions re-
garding the methods for implementing each 
of the foregoing procedural requirements 
shall be subject to review only for abuse of 
discretion. 

‘‘(4) PREFERENCE.—In selecting pilots to 
participate in the program, the Under Sec-
retary shall give preference to pilots who are 
former military or law enforcement per-
sonnel. 

‘‘(5) CLASSIFIED INFORMATION.—Notwith-
standing section 552 of title 5 but subject to 
section 40119 of this title, information devel-
oped under paragraph (3)(E) shall not be dis-
closed. 

‘‘(6) NOTICE TO CONGRESS.—The Under Sec-
retary shall provide notice to the Committee 
on Transportation and Infrastructure of the 
House of Representatives and the Committee 
on Commerce, Science, and Transportation 
of the Senate after completing the analysis 
required by paragraph (3)(E). 

‘‘(7) MINIMIZATION OF RISK.—If the Under 
Secretary determines as a result of the anal-
ysis under paragraph (3)(E) that there is a 
significant risk of the catastrophic failure of 
an aircraft as a result of the discharge of a 
firearm, the Under Secretary shall take such 
actions as may be necessary to minimize 
that risk. 

‘‘(c) TRAINING, SUPERVISION, AND EQUIP-
MENT.—

‘‘(1) IN GENERAL.—The Under Secretary 
shall only be obligated to provide the train-
ing, supervision, and equipment necessary 
for a pilot to be a Federal flight deck officer 
under this section at no expense to the pilot 
or the air carrier employing the pilot. 

‘‘(2) TRAINING.—

‘‘(A) IN GENERAL.—The Under Secretary 
shall base the requirements for the training 
of Federal flight deck officers under sub-
section (b) on the training standards applica-
ble to Federal air marshals; except that the 
Under Secretary shall take into account the 
differing roles and responsibilities of Federal 
flight deck officers and Federal air marshals. 

‘‘(B) ELEMENTS.—The training of a Federal 
flight deck officer shall include, at a min-
imum, the following elements: 

‘‘(i) Training to ensure that the officer 
achieves the level of proficiency with a fire-
arm required under subparagraph (C)(i). 

‘‘(ii) Training to ensure that the officer 
maintains exclusive control over the offi-
cer’s firearm at all times, including training 
in defensive maneuvers. 

‘‘(iii) Training to assist the officer in de-
termining when it is appropriate to use the 
officer’s firearm and when it is appropriate 
to use less than lethal force. 

‘‘(C) TRAINING IN USE OF FIREARMS.—
‘‘(i) STANDARD.—In order to be deputized as 

a Federal flight deck officer, a pilot must 
achieve a level of proficiency with a firearm 
that is required by the Under Secretary. 
Such level shall be comparable to the level 
of proficiency required of Federal air mar-
shals. 

‘‘(ii) CONDUCT OF TRAINING.—The training 
of a Federal flight deck officer in the use of 
a firearm may be conducted by the Under 
Secretary or by a firearms training facility 
approved by the Under Secretary. 

‘‘(iii) REQUALIFICATION.—The Under Sec-
retary shall require a Federal flight deck of-
ficer to requalify to carry a firearm under 
the program. Such requalification shall 
occur at an interval required by the Under 
Secretary. 

‘‘(d) DEPUTIZATION.—
‘‘(1) IN GENERAL.—The Under Secretary 

may deputize, as a Federal flight deck officer 
under this section, a pilot who submits to 
the Under Secretary a request to be such an 
officer and whom the Under Secretary deter-
mines is qualified to be such an officer. 

‘‘(2) QUALIFICATION.—A pilot is qualified to 
be a Federal flight deck officer under this 
section if—

‘‘(A) the pilot is employed by an air car-
rier; 

‘‘(B) the Under Secretary determines (in 
the Under Secretary’s discretion) that the 
pilot meets the standards established by the 
Under Secretary for being such an officer; 
and 

‘‘(C) the Under Secretary determines that 
the pilot has completed the training required 
by the Under Secretary. 

‘‘(3) DEPUTIZATION BY OTHER FEDERAL AGEN-
CIES.—The Under Secretary may request an-
other Federal agency to deputize, as Federal 
flight deck officers under this section, those 
pilots that the Under Secretary determines 
are qualified to be such officers. 

‘‘(4) REVOCATION.—The Under Secretary 
may, (in the Under Secretary’s discretion) 
revoke the deputization of a pilot as a Fed-
eral flight deck officer if the Under Sec-
retary finds that the pilot is no longer quali-
fied to be such an officer. 

‘‘(e) COMPENSATION.—Pilots participating 
in the program under this section shall not 
be eligible for compensation from the Fed-
eral Government for services provided as a 
Federal flight deck officer. The Federal Gov-
ernment and air carriers shall not be obli-
gated to compensate a pilot for participating 
in the program or for the pilot’s training or 
qualification and requalification to carry 
firearms under the program. 

‘‘(f) AUTHORITY TO CARRY FIREARMS.—
‘‘(1) IN GENERAL.—The Under Secretary 

shall authorize a Federal flight deck officer 
to carry a firearm while engaged in pro-
viding air transportation or intrastate air 

transportation. Notwithstanding subsection 
(c)(1), the officer may purchase a firearm and 
carry that firearm aboard an aircraft of 
which the officer is the pilot in accordance 
with this section if the firearm is of a type 
that may be used under the program. 

‘‘(2) PREEMPTION.—Notwithstanding any 
other provision of Federal or State law, a 
Federal flight deck officer, whenever nec-
essary to participate in the program, may 
carry a firearm in any State and from 1 
State to another State. 

‘‘(3) CARRYING FIREARMS OUTSIDE UNITED 
STATES.—In consultation with the Secretary 
of State, the Under Secretary may take such 
action as may be necessary to ensure that a 
Federal flight deck officer may carry a fire-
arm in a foreign country whenever necessary 
to participate in the program. 

‘‘(g) AUTHORITY TO USE FORCE.—Notwith-
standing section 44903(d), the Under Sec-
retary shall prescribe the standards and cir-
cumstances under which a Federal flight 
deck officer may use, while the program 
under this section is in effect, force 
(including lethal force) against an individual 
in the defense of the flight deck of an air-
craft in air transportation or intrastate air 
transportation. 

‘‘(h) LIMITATION ON LIABILITY.—
‘‘(1) LIABILITY OF AIR CARRIERS.—An air 

carrier shall not be liable for damages in any 
action brought in a Federal or State court 
arising out of a Federal flight deck officer’s 
use of or failure to use a firearm. 

‘‘(2) LIABILITY OF FEDERAL FLIGHT DECK OF-
FICERS.—A Federal flight deck officer shall 
not be liable for damages in any action 
brought in a Federal or State court arising 
out of the acts or omissions of the officer in 
defending the flight deck of an aircraft 
against acts of criminal violence or air pi-
racy unless the officer is guilty of gross neg-
ligence or willful misconduct. 

‘‘(3) LIABILITY OF FEDERAL GOVERNMENT.—
For purposes of an action against the United 
States with respect to an act or omission of 
a Federal flight deck officer in defending the 
flight deck of an aircraft, the officer shall be 
treated as an employee of the Federal Gov-
ernment under chapter 171 of title 28, relat-
ing to tort claims procedure. 

‘‘(i) PROCEDURES FOLLOWING ACCIDENTAL 
DISCHARGES.—If an accidental discharge of a 
firearm under the pilot program results in 
the injury or death of a passenger or crew 
member on an aircraft, the Under Sec-
retary—

‘‘(1) shall revoke the deputization of the 
Federal flight deck officer responsible for 
that firearm if the Under Secretary deter-
mines that the discharge was attributable to 
the negligence of the officer; and 

‘‘(2) if the Under Secretary determines that 
a shortcoming in standards, training, or pro-
cedures was responsible for the accidental 
discharge, the Under Secretary may tempo-
rarily suspend the program until the short-
coming is corrected. 

‘‘(j) LIMITATION ON AUTHORITY OF AIR CAR-
RIERS.—No air carrier shall prohibit or 
threaten any retaliatory action against a 
pilot employed by the air carrier from be-
coming a Federal flight deck officer under 
this section. No air carrier shall—

‘‘(1) prohibit a Federal flight deck officer 
from piloting an aircraft operated by the air 
carrier, or 

‘‘(2) terminate the employment of a Fed-
eral flight deck officer, solely on the basis of 
his or her volunteering for or participating 
in the program under this section. 

‘‘(k) APPLICABILITY.—
‘‘(1) EXEMPTION.—This section shall not 

apply to air carriers operating under part 135 
of title 14, Code of Federal Regulations, and 
to pilots employed by such carriers to the 
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extent that such carriers and pilots are cov-
ered by section 135.119 of such title or any 
successor to such section. 

‘‘(2) PILOT DEFINED.—The term ‘pilot’ 
means an individual who has final authority 
and responsibility for the operation and safe-
ty of the flight or, if more than 1 pilot is re-
quired for the operation of the aircraft or by 
the regulations under which the flight is 
being conducted, the individual designated 
as second in command.’’. 

(b) CONFORMING AMENDMENTS.—
(1) CHAPTER ANALYSIS.—The analysis for 

such chapter is amended by inserting after 
the item relating to section 44920 the fol-
lowing:
‘‘44921. Federal flight deck officer pro-

gram.’’.

(2) FLIGHT DECK SECURITY.—Section 128 of 
the Aviation and Transportation Security 
Act (Public Law 107–71) is repealed. 

(c) FEDERAL AIR MARSHAL PROGRAM.—
(1) SENSE OF CONGRESS.—It is the sense of 

Congress that the Federal air marshal pro-
gram is critical to aviation security. 

(2) LIMITATION ON STATUTORY CONSTRUC-
TION.—Nothing in this Act, including any 
amendment made by this Act, shall be con-
strued as preventing the Under Secretary of 
Transportation for Security from imple-
menting and training Federal air marshals. 
SEC. 1403. CREW TRAINING. 

(a) IN GENERAL.—Section 44918(e) of title 
49, United States Code, is amended—

(1) by striking ‘‘The Administrator’’ and 
inserting the following: 

‘‘(1) IN GENERAL.—The Under Secretary’’; 
(2) by adding at the end the following: 
‘‘(2) ADDITIONAL REQUIREMENTS.—In updat-

ing the training guidance, the Under Sec-
retary, in consultation with the Adminis-
trator, shall issue a rule to—

‘‘(A) require both classroom and effective 
hands-on situational training in the fol-
lowing elements of self defense: 

‘‘(i) recognizing suspicious activities and 
determining the seriousness of an occur-
rence; 

‘‘(ii) deterring a passenger who might 
present a problem; 

‘‘(iii) crew communication and coordina-
tion; 

‘‘(iv) the proper commands to give to pas-
sengers and attackers; 

‘‘(v) methods to subdue and restrain an 
attacker; 

‘‘(vi) use of available items aboard the air-
craft for self-defense; 

‘‘(vii) appropriate and effective responses 
to defend oneself, including the use of force 
against an attacker; 

‘‘(viii) use of protective devices assigned to 
crew members (to the extent such devices 
are approved by the Administrator or Under 
Secretary); 

‘‘(ix) the psychology of terrorists to cope 
with their behavior and passenger responses 
to that behavior; 

‘‘(x) how to respond to aircraft maneuvers 
that may be authorized to defend against an 
act of criminal violence or air piracy; 

‘‘(B) require training in the proper conduct 
of a cabin search, including the duty time re-
quired to conduct the search; 

‘‘(C) establish the required number of 
hours of training and the qualifications for 
the training instructors; 

‘‘(D) establish the intervals, number of 
hours, and elements of recurrent training; 

‘‘(E) ensure that air carriers provide the 
initial training required by this paragraph 
within 24 months of the date of enactment of 
this subparagraph; and 

‘‘(F) ensure that no person is required to 
participate in any hands-on training activity 
that that person believes will have an ad-
verse impact on his or her health or safety. 

‘‘(3) RESPONSIBILITY OF UNDER SECRETARY.—
(A) CONSULTATION.—In developing the rule 
under paragraph (2), the Under Secretary 
shall consult with law enforcement per-
sonnel and security experts who have exper-
tise in self-defense training, terrorism ex-
perts, and representatives of air carriers, the 
provider of self-defense training for Federal 
air marshals, flight attendants, labor organi-
zations representing flight attendants, and 
educational institutions offering law en-
forcement training programs. 

‘‘(B) DESIGNATION OF OFFICIAL.—The Under 
Secretary shall designate an official in the 
Transportation Security Administration to 
be responsible for overseeing the implemen-
tation of the training program under this 
subsection. 

‘‘(C) NECESSARY RESOURCES AND KNOWL-
EDGE.—The Under Secretary shall ensure 
that employees of the Administration re-
sponsible for monitoring the training pro-
gram have the necessary resources and 
knowledge.’’; and 

(3) by aligning the remainder of the text of 
paragraph (1) (as designated by paragraph (1) 
of this section) with paragraphs (2) and (3) 
(as added by paragraph (2) of this section). 

(b) ENHANCE SECURITY MEASURES.—Section 
109(a) of the Aviation and Transportation Se-
curity Act (49 U.S.C. 114 note; 115 Stat. 613–
614) is amended by adding at the end the fol-
lowing: 

‘‘(9) Require that air carriers provide flight 
attendants with a discreet, hands-free, wire-
less method of communicating with the pi-
lots.’’. 

(c) BENEFITS AND RISKS OF PROVIDING 
FLIGHT ATTENDANTS WITH NONLETHAL WEAP-
ONS.—

(1) STUDY.—The Under Secretary of Trans-
portation for Security shall conduct a study 
to evaluate the benefits and risks of pro-
viding flight attendants with nonlethal 
weapons to aide in combating air piracy and 
criminal violence on commercial airlines. 

(2) REPORT.—Not later than 6 months after 
the date of enactment of this Act, the Under 
Secretary shall transmit to Congress a re-
port on the results of the study.

SEC. 1404. COMMERCIAL AIRLINE SECURITY 
STUDY. 

(a) STUDY.—The Secretary of Transpor-
tation shall conduct a study of the following: 

(1) The number of armed Federal law en-
forcement officers (other than Federal air 
marshals), who travel on commercial air-
liners annually and the frequency of their 
travel. 

(2) The cost and resources necessary to 
provide such officers with supplemental 
training in aircraft anti-terrorism training 
that is comparable to the training that Fed-
eral air marshals are provided. 

(3) The cost of establishing a program at a 
Federal law enforcement training center for 
the purpose of providing new Federal law en-
forcement recruits with standardized train-
ing comparable to the training that Federal 
air marshals are provided. 

(4) The feasibility of implementing a cer-
tification program designed for the purpose 
of ensuring Federal law enforcement officers 
have completed the training described in 
paragraph (2) and track their travel over a 6-
month period. 

(5) The feasibility of staggering the flights 
of such officers to ensure the maximum 
amount of flights have a certified trained 
Federal officer on board. 

(b) REPORT.—Not later than 6 months after 
the date of enactment of this Act, the Sec-
retary shall transmit to Congress a report on 
the results of the study. The report may be 
submitted in classified and redacted form. 

SEC. 1405. AUTHORITY TO ARM FLIGHT DECK 
CREW WITH LESS-THAN-LETHAL 
WEAPONS. 

(a) IN GENERAL.—Section 44903(i) of title 49, 
United States Code (as redesignated by sec-
tion 6 of this Act) is amended by adding at 
the end the following: 

‘‘(3) REQUEST OF AIR CARRIERS TO USE LESS-
THAN-LETHAL WEAPONS.—If, after the date of 
enactment of this paragraph, the Under Sec-
retary receives a request from an air carrier 
for authorization to allow pilots of the air 
carrier to carry less-than-lethal weapons, 
the Under Secretary shall respond to that re-
quest within 90 days.’’. 

(b) CONFORMING AMENDMENTS.—Such sec-
tion is further amended—

(1) in paragraph (1) by striking 
‘‘Secretary’’ the first and third places it ap-
pears and inserting ‘‘Under Secretary’’; and 

(2) in paragraph (2) by striking 
‘‘Secretary’’ each place it appears and insert-
ing ‘‘Under Secretary’’. 
SEC. 1406. TECHNICAL AMENDMENTS. 

Section 44903 of title 49, United States 
Code, is amended—

(1) by redesignating subsection (i) (relating 
to short-term assessment and deployment of 
emerging security technologies and proce-
dures) as subsection (j); 

(2) by redesignating the second subsection 
(h) (relating to authority to arm flight deck 
crew with less-than-lethal weapons) as sub-
section (i); and 

(3) by redesignating the third subsection 
(h) (relating to limitation on liability for 
acts to thwart criminal violence for aircraft 
piracy) as subsection (k). 

TITLE XV—TRANSITION 
Subtitle A—Reorganization Plan 

SEC. 1501. DEFINITIONS. 
For purposes of this title: 
(1) The term ‘‘agency’’ includes any entity, 

organizational unit, program, or function. 
(2) The term ‘‘transition period’’ means the 

12-month period beginning on the effective 
date of this Act. 
SEC. 1502. REORGANIZATION PLAN. 

(a) SUBMISSION OF PLAN.—Not later than 60 
days after the date of the enactment of this 
Act, the President shall transmit to the ap-
propriate congressional committees a reor-
ganization plan regarding the following: 

(1) The transfer of agencies, personnel, as-
sets, and obligations to the Department pur-
suant to this Act. 

(2) Any consolidation, reorganization, or 
streamlining of agencies transferred to the 
Department pursuant to this Act. 

(b) PLAN ELEMENTS.—The plan transmitted 
under subsection (a) shall contain, con-
sistent with this Act, such elements as the 
President deems appropriate, including the 
following: 

(1) Identification of any functions of agen-
cies transferred to the Department pursuant 
to this Act that will not be transferred to 
the Department under the plan. 

(2) Specification of the steps to be taken by 
the Secretary to organize the Department, 
including the delegation or assignment of 
functions transferred to the Department 
among officers of the Department in order to 
permit the Department to carry out the 
functions transferred under the plan. 

(3) Specification of the funds available to 
each agency that will be transferred to the 
Department as a result of transfers under 
the plan. 

(4) Specification of the proposed alloca-
tions within the Department of unexpended 
funds transferred in connection with trans-
fers under the plan. 

(5) Specification of any proposed disposi-
tion of property, facilities, contracts, 
records, and other assets and obligations of 
agencies transferred under the plan.
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(6) Specification of the proposed alloca-

tions within the Department of the functions 
of the agencies and subdivisions that are not 
related directly to securing the homeland. 

(c) MODIFICATION OF PLAN.—The President 
may, on the basis of consultations with the 
appropriate congressional committees, mod-
ify or revise any part of the plan until that 
part of the plan becomes effective in accord-
ance with subsection (d). 

(d) EFFECTIVE DATE.— 
(1) IN GENERAL.—The reorganization plan 

described in this section, including any 
modifications or revisions of the plan under 
subsection (d), shall become effective for an 
agency on the earlier of—

(A) the date specified in the plan (or the 
plan as modified pursuant to subsection (d)), 
except that such date may not be earlier 
than 90 days after the date the President has 
transmitted the reorganization plan to the 
appropriate congressional committees pursu-
ant to subsection (a); or 

(B) the end of the transition period. 
(2) STATUTORY CONSTRUCTION.—Nothing in 

this subsection may be construed to require 
the transfer of functions, personnel, records, 
balances of appropriations, or other assets of 
an agency on a single date. 

(3) SUPERSEDES EXISTING LAW.—Paragraph 
(1) shall apply notwithstanding section 905(b) 
of title 5, United States Code. 
SEC. 1503. REVIEW OF CONGRESSIONAL COM-

MITTEE STRUCTURES. 
It is the sense of Congress that each House 

of Congress should review its committee 
structure in light of the reorganization of re-
sponsibilities within the executive branch by 
the establishment of the Department. 

Subtitle B—Transitional Provisions 
SEC. 1511. TRANSITIONAL AUTHORITIES. 

(a) PROVISION OF ASSISTANCE BY OFFI-
CIALS.—Until the transfer of an agency to 
the Department, any official having author-
ity over or functions relating to the agency 
immediately before the effective date of this 
Act shall provide to the Secretary such as-
sistance, including the use of personnel and 
assets, as the Secretary may request in pre-
paring for the transfer and integration of the 
agency into the Department. 

(b) SERVICES AND PERSONNEL.—During the 
transition period, upon the request of the 
Secretary, the head of any executive agency 
may, on a reimbursable basis, provide serv-
ices or detail personnel to assist with the 
transition. 

(c) ACTING OFFICIALS.—(1) During the tran-
sition period, pending the advice and consent 
of the Senate to the appointment of an offi-
cer required by this Act to be appointed by 
and with such advice and consent, the Presi-
dent may designate any officer whose ap-
pointment was required to be made by and 
with such advice and consent and who was 
such an officer immediately before the effec-
tive date of this Act (and who continues in 
office) or immediately before such designa-
tion, to act in such office until the same is 
filled as provided in this Act. While so act-
ing, such officers shall receive compensation 
at the higher of—

(A) the rates provided by this Act for the 
respective offices in which they act; or 

(B) the rates provided for the offices held 
at the time of designation. 

(2) Nothing in this Act shall be understood 
to require the advice and consent of the Sen-
ate to the appointment by the President to a 
position in the Department of any officer 
whose agency is transferred to the Depart-
ment pursuant to this Act and whose duties 
following such transfer are germane to those 
performed before such transfer. 

(d) TRANSFER OF PERSONNEL, ASSETS, OBLI-
GATIONS, AND FUNCTIONS.—Upon the transfer 
of an agency to the Department—

(1) the personnel, assets, and obligations 
held by or available in connection with the 
agency shall be transferred to the Secretary 
for appropriate allocation, subject to the ap-
proval of the Director of the Office of Man-
agement and Budget and in accordance with 
the provisions of section 1531(a)(2) of title 31, 
United States Code; and 

(2) the Secretary shall have all functions 
relating to the agency that any other official 
could by law exercise in relation to the agen-
cy immediately before such transfer, and 
shall have in addition all functions vested in 
the Secretary by this Act or other law. 

(e) PROHIBITION ON USE OF TRANSPORTATION 
TRUST FUNDS.—

(1) IN GENERAL.—Notwithstanding any 
other provision of this Act, no funds derived 
from the Highway Trust Fund, Airport and 
Airway Trust Fund, Inland Waterway Trust 
Fund, or Harbor Maintenance Trust Fund, 
may be transferred to, made available to, or 
obligated by the Secretary or any other offi-
cial in the Department. 

(2) LIMITATION.—This subsection shall not 
apply to security-related funds provided to 
the Federal Aviation Administration for fis-
cal years preceding fiscal year 2003 for (A) 
operations, (B) facilities and equipment, or 
(C) research, engineering, and development. 
SEC. 1512. SAVINGS PROVISIONS. 

(a) COMPLETED ADMINISTRATIVE ACTIONS.—
(1) Completed administrative actions of an 
agency shall not be affected by the enact-
ment of this Act or the transfer of such 
agency to the Department, but shall con-
tinue in effect according to their terms until 
amended, modified, superseded, terminated, 
set aside, or revoked in accordance with law 
by an officer of the United States or a court 
of competent jurisdiction, or by operation of 
law. 

(2) For purposes of paragraph (1), the term 
‘‘completed administrative action’’ includes 
orders, determinations, rules, regulations, 
personnel actions, permits, agreements, 
grants, contracts, certificates, licenses, reg-
istrations, and privileges.

(b) PENDING PROCEEDINGS.—Subject to the 
authority of the Secretary under this Act—

(1) pending proceedings in an agency, in-
cluding notices of proposed rulemaking, and 
applications for licenses, permits, certifi-
cates, grants, and financial assistance, shall 
continue notwithstanding the enactment of 
this Act or the transfer of the agency to the 
Department, unless discontinued or modified 
under the same terms and conditions and to 
the same extent that such discontinuance 
could have occurred if such enactment or 
transfer had not occurred; and 

(2) orders issued in such proceedings, and 
appeals therefrom, and payments made pur-
suant to such orders, shall issue in the same 
manner and on the same terms as if this Act 
had not been enacted or the agency had not 
been transferred, and any such orders shall 
continue in effect until amended, modified, 
superseded, terminated, set aside, or revoked 
by an officer of the United States or a court 
of competent jurisdiction, or by operation of 
law. 

(c) PENDING CIVIL ACTIONS.—Subject to the 
authority of the Secretary under this Act, 
pending civil actions shall continue notwith-
standing the enactment of this Act or the 
transfer of an agency to the Department, and 
in such civil actions, proceedings shall be 
had, appeals taken, and judgments rendered 
and enforced in the same manner and with 
the same effect as if such enactment or 
transfer had not occurred. 

(d) REFERENCES.—References relating to an 
agency that is transferred to the Department 
in statutes, Executive orders, rules, regula-
tions, directives, or delegations of authority 
that precede such transfer or the effective 

date of this Act shall be deemed to refer, as 
appropriate, to the Department, to its offi-
cers, employees, or agents, or to its cor-
responding organizational units or functions. 
Statutory reporting requirements that ap-
plied in relation to such an agency imme-
diately before the effective date of this Act 
shall continue to apply following such trans-
fer if they refer to the agency by name. 

(e) EMPLOYMENT PROVISIONS.—(1) Notwith-
standing the generality of the foregoing 
(including subsections (a) and (d)), in and for 
the Department the Secretary may, in regu-
lations prescribed jointly with the Director 
of the Office of Personnel Management, 
adopt the rules, procedures, terms, and con-
ditions, established by statute, rule, or regu-
lation before the effective date of this Act, 
relating to employment in any agency trans-
ferred to the Department pursuant to this 
Act; and 

(2) except as otherwise provided in this 
Act, or under authority granted by this Act, 
the transfer pursuant to this Act of per-
sonnel shall not alter the terms and condi-
tions of employment, including compensa-
tion, of any employee so transferred. 

(f) STATUTORY REPORTING REQUIREMENTS.—
Any statutory reporting requirement that 
applied to an agency, transferred to the De-
partment under this Act, immediately before 
the effective date of this Act shall continue 
to apply following that transfer if the statu-
tory requirement refers to the agency by 
name. 
SEC. 1513. TERMINATIONS. 

Except as otherwise provided in this Act, 
whenever all the functions vested by law in 
any agency have been transferred pursuant 
to this Act, each position and office the in-
cumbent of which was authorized to receive 
compensation at the rates prescribed for an 
office or position at level II, III, IV, or V, of 
the Executive Schedule, shall terminate.
SEC. 1514. NATIONAL IDENTIFICATION SYSTEM 

NOT AUTHORIZED. 
Nothing in this Act shall be construed to 

authorize the development of a national 
identification system or card. 
SEC. 1515. CONTINUITY OF INSPECTOR GENERAL 

OVERSIGHT. 
Notwithstanding the transfer of an agency 

to the Department pursuant to this Act, the 
Inspector General that exercised oversight of 
such agency prior to such transfer shall con-
tinue to exercise oversight of such agency 
during the period of time, if any, between 
the transfer of such agency to the Depart-
ment pursuant to this Act and the appoint-
ment of the Inspector General of the Depart-
ment of Homeland Security in accordance 
with section 103(b). 
SEC. 1516. INCIDENTAL TRANSFERS. 

The Director of the Office of Management 
and Budget, in consultation with the Sec-
retary, is authorized and directed to make 
such additional incidental dispositions of 
personnel, assets, and liabilities held, used, 
arising from, available, or to be made avail-
able, in connection with the functions trans-
ferred by this Act, as the Director may de-
termine necessary to accomplish the pur-
poses of this Act. 
SEC. 1517. REFERENCE. 

With respect to any function transferred 
by or under this Act (including under a reor-
ganization plan that becomes effective under 
section 1502) and exercised on or after the ef-
fective date of this Act, reference in any 
other Federal law to any department, com-
mission, or agency or any officer or office 
the functions of which are so transferred 
shall be deemed to refer to the Secretary, 
other official, or component of the Depart-
ment to which such function is so trans-
ferred.
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TITLE XVI—CORRECTIONS TO EXISTING 

LAW RELATING TO AIRLINE TRANSPOR-
TATION SECURITY 

SEC. 1601. RETENTION OF SECURITY SENSITIVE 
INFORMATION AUTHORITY AT DE-
PARTMENT OF TRANSPORTATION. 

(a) Section 40119 of title 49, United States 
Code, is amended—

(1) in subsection (a)—
(A) by inserting ‘‘and the Administrator of 

the Federal Aviation Administration each’’ 
after ‘‘for Security’’; and 

(B) by striking ‘‘criminal violence and air-
craft piracy’’ and inserting ‘‘criminal vio-
lence, aircraft piracy, and terrorism and to 
ensure security’’; and 

(2) in subsection (b)(1)—
(A) by striking ‘‘, the Under Secretary’’ 

and inserting ‘‘and the establishment of a 
Department of Homeland Security, the Sec-
retary of Transportation’’; 

(B) by striking ‘‘carrying out’’ and all that 
follows through ‘‘if the Under Secretary’’ 
and inserting ‘‘ensuring security under this 
title if the Secretary of Transportation’’; 
and 

(C) in subparagraph (C) by striking ‘‘the 
safety of passengers in transportation’’ and 
inserting ‘‘transportation safety’’. 

(b) Section 114 of title 49, United States 
Code, is amended by adding at the end the 
following: 

‘‘(s) NONDISCLOSURE OF SECURITY ACTIVI-
TIES.—

‘‘(1) IN GENERAL.—Notwithstanding section 
552 of title 5, the Under Secretary shall pre-
scribe regulations prohibiting the disclosure 
of information obtained or developed in car-
rying out security under authority of the 
Aviation and Transportation Security Act 
(Public Law 107–71) or under chapter 449 of 
this title if the Under Secretary decides that 
disclosing the information would—

‘‘(A) be an unwarranted invasion of per-
sonal privacy; 

‘‘(B) reveal a trade secret or privileged or 
confidential commercial or financial infor-
mation; or 

‘‘(C) be detrimental to the security of 
transportation. 

‘‘(2) AVAILABILITY OF INFORMATION TO CON-
GRESS.—Paragraph (1) does not authorize in-
formation to be withheld from a committee 
of Congress authorized to have the informa-
tion. 

‘‘(3) LIMITATION ON TRANSFERABILITY OF DU-
TIES.—Except as otherwise provided by law, 
the Under Secretary may not transfer a duty 
or power under this subsection to another 
department, agency, or instrumentality of 
the United States.’’. 
SEC. 1602. INCREASE IN CIVIL PENALTIES. 

Section 46301(a) of title 49, United States 
Code, is amended by adding at the end the 
following: 

‘‘(8) AVIATION SECURITY VIOLATIONS.—Not-
withstanding paragraphs (1) and (2) of this 
subsection, the maximum civil penalty for 
violating chapter 449 or another requirement 
under this title administered by the Under 
Secretary of Transportation for Security 
shall be $10,000; except that the maximum 
civil penalty shall be $25,000 in the case of a 
person operating an aircraft for the trans-
portation of passengers or property for com-
pensation (except an individual serving as an 
airman).’’. 
SEC. 1603. ALLOWING UNITED STATES CITIZENS 

AND UNITED STATES NATIONALS AS 
SCREENERS. 

Section 44935(e)(2)(A)(ii) of title 49, United 
States Code, is amended by striking ‘‘citizen 
of the United States’’ and inserting ‘‘citizen 
of the United States or a national of the 
United States, as defined in section 
1101(a)(22) of the Immigration and Nation-
ality Act (8 U.S.C. 1101(a)(22))’’.

TITLE XVII—CONFORMING AND 
TECHNICAL AMENDMENTS 

SEC. 1701. INSPECTOR GENERAL ACT OF 1978. 
Section 11 of the Inspector General Act of 

1978 (Public Law 95–452) is amended—
(1) by inserting ‘‘Homeland Security,’’ 

after ‘‘Transportation,’’ each place it ap-
pears; and 

(2) by striking ‘‘; and’’ each place it ap-
pears in paragraph (1) and inserting ‘‘;’’; 
SEC. 1702. EXECUTIVE SCHEDULE. 

(a) IN GENERAL.—Title 5, United States 
Code, is amended—

(1) in section 5312, by inserting ‘‘Secretary 
of Homeland Security.’’ as a new item after 
‘‘Affairs.’’; 

(2) in section 5313, by inserting ‘‘Deputy 
Secretary of Homeland Security.’’ as a new 
item after ‘‘Affairs.’’; 

(3) in section 5314, by inserting ‘‘Under Sec-
retaries, Department of Homeland Secu-
rity.’’, ‘‘Director of the Bureau of Citizenship 
and Immigration Services.’’ as new items 
after ‘‘Affairs.’’ the third place it appears; 

(4) in section 5315, by inserting ‘‘Assistant 
Secretaries, Department of Homeland Secu-
rity.’’, ‘‘General Counsel, Department of 
Homeland Security.’’, ‘‘Officer for Civil 
Rights and Civil Liberties, Department of 
Homeland Security.’’, ‘‘Chief Financial Offi-
cer, Department of Homeland Security.’’, 
‘‘Chief Information Officer, Department of 
Homeland Security.’’, and ‘‘Inspector Gen-
eral, Department of Homeland Security.’’ as 
new items after ‘‘Affairs.’’ the first place it 
appears; and 

(5) in section 5315, by striking 
‘‘Commissioner of Immigration and Natu-
ralization, Department of Justice.’’. 

(b) SPECIAL EFFECTIVE DATE.—Notwith-
standing section 4, the amendment made by 
subsection (a)(5) shall take effect on the date 
on which the transfer of functions specified 
under section 441 takes effect.
SEC. 1703. UNITED STATES SECRET SERVICE. 

(a) IN GENERAL.—(1) The United States 
Code is amended in section 202 of title 3, and 
in section 3056 of title 18, by striking ‘‘of the 
Treasury’’, each place it appears and insert-
ing ‘‘of Homeland Security’’. 

(2) Section 208 of title 3, United States 
Code, is amended by striking ‘‘of Treasury’’ 
each place it appears and inserting ‘‘of 
Homeland Security’’. 

(b) EFFECTIVE DATE.—The amendments 
made by this section shall take effect on the 
date of transfer of the United States Secret 
Service to the Department. 
SEC. 1704. COAST GUARD. 

(a) TITLE 14, U.S.C.—Title 14, United States 
Code, is amended in sections 1, 3, 53, 95, 145, 
516, 666, 669, 673, 673a (as redesignated by sub-
section (e)(1)), 674, 687, and 688 by striking 
‘‘of Transportation’’ each place it appears 
and inserting ‘‘of Homeland Security’’. 

(b) TITLE 10, U.S.C.—(1) Title 10, United 
States Code, is amended in sections 101(9), 
130b(a), 130b(c)(4), 130c(h)(1), 379, 513(d), 
575(b)(2), 580(e)(6), 580a(e), 651(a), 671(c)(2), 
708(a), 716(a), 717, 806(d)(2), 815(e), 888, 
946(c)(1), 973(d), 978(d), 983(b)(1), 985(a), 
1033(b)(1), 1033(d), 1034, 1037(c), 1044d(f), 
1058(c), 1059(a), 1059(k)(1), 1073(a), 1074(c)(1), 
1089(g)(2), 1090, 1091(a), 1124, 1143, 1143a(h), 
1144, 1145(e), 1148, 1149, 1150(c), 1152(a), 
1152(d)(1), 1153, 1175, 1212(a), 1408(h)(2), 
1408(h)(8), 1463(a)(2), 1482a(b), 1510, 1552(a)(1), 
1565(f), 1588(f)(4), 1589, 2002(a), 2302(1), 
2306b(b), 2323(j)(2), 2376(2), 2396(b)(1), 2410a(a), 
2572(a), 2575(a), 2578, 2601(b)(4), 2634(e), 2635(a), 
2734(g), 2734a, 2775, 2830(b)(2), 2835, 2836, 
4745(a), 5013a(a), 7361(b), 10143(b)(2), 10146(a), 
10147(a), 10149(b), 10150, 10202(b), 10203(d), 
10205(b), 10301(b), 12103(b), 12103(d), 12304, 
12311(c), 12522(c), 12527(a)(2), 12731(b), 
12731a(e), 16131(a), 16136(a), 16301(g), and 18501 
by striking ‘‘of Transportation’’ each place 

it appears and inserting ‘‘of Homeland Secu-
rity’’. 

(2) Section 801(1) of such title is amended 
by striking ‘‘the General Counsel of the De-
partment of Transportation’’ and inserting 
‘‘an official designated to serve as Judge Ad-
vocate General of the Coast Guard by the 
Secretary of Homeland Security’’. 

(3) Section 983(d)(2)(B) of such title is 
amended by striking ‘‘Department of Trans-
portation’’ and inserting ‘‘Department of 
Homeland Security’’. 

(4) Section 2665(b) of such title is amended 
by striking ‘‘Department of Transportation’’ 
and inserting ‘‘Department in which the 
Coast Guard is operating’’. 

(5) Section 7045 of such title is amended—
(A) in subsections (a)(1) and (b), by striking 

‘‘Secretaries of the Army, Air Force, and 
Transportation’’ both places it appears and 
inserting ‘‘Secretary of the Army, the Sec-
retary of the Air Force, and the Secretary of 
Homeland Security’’; and 

(B) in subsection (b), by striking 
‘‘Department of Transportation’’ and insert-
ing ‘‘Department of Homeland Security’’. 

(6) Section 7361(b) of such title is amended 
in the subsection heading by striking 
‘‘TRANSPORTATION’’ and inserting 
‘‘HOMELAND SECURITY’’. 

(7) Section 12522(c) of such title is amended 
in the subsection heading by striking 
‘‘TRANSPORTATION’’ and inserting 
‘‘HOMELAND SECURITY’’. 

(c) TITLE 37, U.S.C.—Title 37, United States 
Code, is amended in sections 101(5), 204(i)(4), 
301a(a)(3), 306(d), 307(c), 308(a)(1), 308(d)(2), 
308(f), 308b(e), 308c(c), 308d(a), 308e(f), 308g(g), 
308h(f), 308i(e), 309(d), 316(d), 323(b), 323(g)(1), 
325(i), 402(d), 402a(g)(1), 403(f)(3), 403(l)(1), 
403b(i)(5), 406(b)(1), 417(a), 417(b), 418(a), 703, 
1001(c), 1006(f), 1007(a), and 1011(d) by striking 
‘‘of Transportation’’ each place it appears 
and inserting ‘‘of Homeland Security’’.

(d) TITLE 38, U.S.C.—Title 38, United States 
Code, is amended in sections 101(25)(d), 
1560(a), 3002(5), 3011(a)(1)(A)(ii)(I), 
3011(a)(1)(A)(ii)(II), 3011(a)(1)(B)(ii)(III), 
3011(a)(1)(C)(iii)(II)(cc), 3012(b)(1)(A)(v), 
3012(b)(1)(B)(ii)(V), 3018(b)(3)(B)(iv), 
3018A(a)(3), 3018B(a)(1)(C), 3018B(a)(2)(C), 
3018C(a)(5), 3020(m), 3035(b)(2), 3035(c), 3035(d), 
3035(e), 3680A(g), and 6105(c) by striking ‘‘of 
Transportation’’ each place it appears and 
inserting ‘‘of Homeland Security’’. 

(e) OTHER DEFENSE-RELATED LAWS.—(1) 
Section 363 of Public Law 104–193 (110 Stat. 
2247) is amended—

(A) in subsection (a)(1) (10 U.S.C. 113 note), 
by striking ‘‘of Transportation’’ and insert-
ing ‘‘of Homeland Security’’; and 

(B) in subsection (b)(1) (10 U.S.C. 704 note), 
by striking ‘‘of Transportation’’ and insert-
ing ‘‘of Homeland Security’’. 

(2) Section 721(1) of Public Law 104–201 (10 
U.S.C. 1073 note) is amended by striking ‘‘of 
Transportation’’ and inserting ‘‘of Homeland 
Security’’. 

(3) Section 4463(a) of Public Law 102–484 (10 
U.S.C. 1143a note) is amended by striking 
‘‘after consultation with the Secretary of 
Transportation’’. 

(4) Section 4466(h) of Public Law 102–484 (10 
U.S.C. 1143 note) is amended by striking ‘‘of 
Transportation’’ and inserting ‘‘of Homeland 
Security’’. 

(5) Section 542(d) of Public Law 103–337 (10 
U.S.C. 1293 note) is amended by striking ‘‘of 
Transportation’’ and inserting ‘‘of Homeland 
Security’’. 

(6) Section 740 of Public Law 106–181 (10 
U.S.C. 2576 note) is amended in subsections 
(b)(2), (c), and (d)(1) by striking ‘‘of Trans-
portation’’ each place it appears and insert-
ing ‘‘of Homeland Security’’. 

(7) Section 1407(b)(2) of the Defense De-
pendents’ Education Act of 1978 (20 U.S.C. 
926(b)) is amended by striking ‘‘of Transpor-
tation’’ both places it appears and inserting 
‘‘of Homeland Security’’. 
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(8) Section 2301(5)(D) of the Elementary 

and Secondary Education Act of 1965 (20 
U.S.C. 6671(5)(D)) is amended by striking ‘‘of 
Transportation’’ and inserting ‘‘of Homeland 
Security’’. 

(9) Section 2307(a) of the Elementary and 
Secondary Education Act of 1965 (20 U.S.C. 
6677(a)) is amended by striking ‘‘of Transpor-
tation’’ and inserting ‘‘of Homeland Secu-
rity’’. 

(10) Section 1034(a) of Public Law 105–85 (21 
U.S.C. 1505a(a)) is amended by striking ‘‘of 
Transportation’’ and inserting ‘‘of Homeland 
Security’’. 

(11) The Military Selective Service Act is 
amended—

(A) in section 4(a) (50 U.S.C. App. 454(a)), 
by striking ‘‘of Transportation’’ in the 
fourth paragraph and inserting ‘‘of Home-
land Security’’; 

(B) in section 4(b) (50 U.S.C. App. 454(b)), by 
striking ‘‘of Transportation’’ both places it 
appears and inserting ‘‘of Homeland Secu-
rity’’; 

(C) in section 6(d)(1) (50 U.S.C. App. 
456(d)(1)), by striking ‘‘of Transportation’’ 
both places it appears and inserting ‘‘of 
Homeland Security’’; 

(D) in section 9(c) (50 U.S.C. App. 459(c)), by 
striking ‘‘Secretaries of Army, Navy, Air 
Force, or Transportation’’ and inserting 
‘‘Secretary of a military department, and 
the Secretary of Homeland Security with re-
spect to the Coast Guard,’’; and 

(E) in section 15(e) (50 U.S.C. App. 465(e)), 
by striking ‘‘of Transportation’’ both places 
it appears and inserting ‘‘of Homeland Secu-
rity’’. 

(f) TECHNICAL CORRECTION.—(1) Title 14, 
United States Code, is amended by redesig-
nating section 673 (as added by section 309 of 
Public Law 104–324) as section 673a. 

(2) The table of sections at the beginning of 
chapter 17 of such title is amended by redes-
ignating the item relating to such section as 
section 673a. 

(g) EFFECTIVE DATE.—The amendments 
made by this section (other than subsection 
(f)) shall take effect on the date of transfer 
of the Coast Guard to the Department. 
SEC. 1705. STRATEGIC NATIONAL STOCKPILE 

AND SMALLPOX VACCINE DEVELOP-
MENT. 

(a) IN GENERAL.—Section 121 of the Public 
Health Security and Bioterrorism Prepared-
ness and Response Act of 2002 (Public Law 
107–188; 42 U.S.C. 300hh–12) is amended—

(1) in subsection (a)(1)—
(A) by striking ‘‘Secretary of Health and 

Human Services’’ and inserting ‘‘Secretary 
of Homeland Security’’; 

(B) by inserting ‘‘the Secretary of Health 
and Human Services and’’ between ‘‘in co-
ordination with’’ and ‘‘the Secretary of Vet-
erans Affairs’’; and 

(C) by inserting ‘‘of Health and Human 
Services’’ after ‘‘as are determined by the 
Secretary’’; and 

(2) in subsections (a)(2) and (b), by insert-
ing ‘‘of Health and Human Services’’ after 
‘‘Secretary’’ each place it appears. 

(b) EFFECTIVE DATE.—The amendments 
made by this section shall take effect on the 
date of transfer of the Strategic National 
Stockpile of the Department of Health and 
Human Services to the Department. 
SEC. 1706. TRANSFER OF CERTAIN SECURITY AND 

LAW ENFORCEMENT FUNCTIONS 
AND AUTHORITIES. 

(a) AMENDMENT TO TITLE 40.—Section 581 of 
title 40, United States Code, is amended—

(1) by striking subsection (a); and 
(2) in subsection (b)—
(A) by inserting ‘‘and’’ after the semicolon 

at the end of paragraph (1); 
(B) by striking ‘‘; and’’ at the end of para-

graph (2) and inserting a period; and 
(C) by striking paragraph (3). 

(b) LAW ENFORCEMENT AUTHORITY.—
(1) IN GENERAL.—Section 1315 of title 40, 

United States Code, is amended to read as 
follows: 
‘‘§ 1315. Law enforcement authority of Sec-

retary of Homeland Security for protection 
of public property 
‘‘(a) IN GENERAL.—To the extent provided 

for by transfers made pursuant to the Home-
land Security Act of 2002, the Secretary of 
Homeland Security (in this section referred 
to as the ‘Secretary’) shall protect the build-
ings, grounds, and property that are owned, 
occupied, or secured by the Federal Govern-
ment (including any agency, instrumen-
tality, or wholly owned or mixed-ownership 
corporation thereof) and the persons on the 
property. 

‘‘(b) OFFICERS AND AGENTS.—
‘‘(1) DESIGNATION.—The Secretary may des-

ignate employees of the Department of 
Homeland Security, including employees 
transferred to the Department from the Of-
fice of the Federal Protective Service of the 
General Services Administration pursuant to 
the Homeland Security Act of 2002, as offi-
cers and agents for duty in connection with 
the protection of property owned or occupied 
by the Federal Government and persons on 
the property, including duty in areas outside 
the property to the extent necessary to pro-
tect the property and persons on the prop-
erty. 

‘‘(2) POWERS.—While engaged in the per-
formance of official duties, an officer or 
agent designated under this subsection 
may—

‘‘(A) enforce Federal laws and regulations 
for the protection of persons and property; 

‘‘(B) carry firearms; 
‘‘(C) make arrests without a warrant for 

any offense against the United States com-
mitted in the presence of the officer or agent 
or for any felony cognizable under the laws 
of the United States if the officer or agent 
has reasonable grounds to believe that the 
person to be arrested has committed or is 
committing a felony; 

‘‘(D) serve warrants and subpoenas issued 
under the authority of the United States; 
and 

‘‘(E) conduct investigations, on and off the 
property in question, of offenses that may 
have been committed against property 
owned or occupied by the Federal Govern-
ment or persons on the property. 

‘‘(F) carry out such other activities for the 
promotion of homeland security as the Sec-
retary may prescribe. 

‘‘(c) REGULATIONS.—
‘‘(1) IN GENERAL.—The Secretary, in con-

sultation with the Administrator of General 
Services, may prescribe regulations nec-
essary for the protection and administration 
of property owned or occupied by the Federal 
Government and persons on the property. 
The regulations may include reasonable pen-
alties, within the limits prescribed in para-
graph (2), for violations of the regulations. 
The regulations shall be posted and remain 
posted in a conspicuous place on the prop-
erty. 

‘‘(2) PENALTIES.—A person violating a regu-
lation prescribed under this subsection shall 
be fined under title 18, United States Code, 
imprisoned for not more than 30 days, or 
both. 

‘‘(d) DETAILS.—
‘‘(1) REQUESTS OF AGENCIES.—On the re-

quest of the head of a Federal agency having 
charge or control of property owned or occu-
pied by the Federal Government, the Sec-
retary may detail officers and agents des-
ignated under this section for the protection 
of the property and persons on the property. 

‘‘(2) APPLICABILITY OF REGULATIONS.—The 
Secretary may—

‘‘(A) extend to property referred to in para-
graph (1) the applicability of regulations pre-
scribed under this section and enforce the 
regulations as provided in this section; or 

‘‘(B) utilize the authority and regulations 
of the requesting agency if agreed to in writ-
ing by the agencies. 

‘‘(3) FACILITIES AND SERVICES OF OTHER 
AGENCIES.—When the Secretary determines 
it to be economical and in the public inter-
est, the Secretary may utilize the facilities 
and services of Federal, State, and local law 
enforcement agencies, with the consent of 
the agencies. 

‘‘(e) AUTHORITY OUTSIDE FEDERAL PROP-
ERTY.—For the protection of property owned 
or occupied by the Federal Government and 
persons on the property, the Secretary may 
enter into agreements with Federal agencies 
and with State and local governments to ob-
tain authority for officers and agents des-
ignated under this section to enforce Federal 
laws and State and local laws concurrently 
with other Federal law enforcement officers 
and with State and local law enforcement of-
ficers. 

‘‘(f) SECRETARY AND ATTORNEY GENERAL 
APPROVAL.—The powers granted to officers 
and agents designated under this section 
shall be exercised in accordance with guide-
lines approved by the Secretary and the At-
torney General. 

‘‘(g) LIMITATION ON STATUTORY CONSTRUC-
TION.—Nothing in this section shall be con-
strued to—

‘‘(1) preclude or limit the authority of any 
Federal law enforcement agency; or 

‘‘(2) restrict the authority of the Adminis-
trator of General Services to promulgate 
regulations affecting property under the Ad-
ministrator’s custody and control.’’. 

(2) DELEGATION OF AUTHORITY.—The Sec-
retary may delegate authority for the pro-
tection of specific buildings to another Fed-
eral agency where, in the Secretary’s discre-
tion, the Secretary determines it necessary 
for the protection of that building. 

(3) CLERICAL AMENDMENT.—The table of 
sections at the beginning of chapter 13 of 
title 40, United States Code, is amended by 
striking the item relating to section 1315 and 
inserting the following:
‘‘1315. Law enforcement authority of Sec-

retary of Homeland Security 
for protection of public prop-
erty.’’.

SEC. 1707. TRANSPORTATION SECURITY REGULA-
TIONS. 

Title 49, United States Code, is amended—
(1) in section 114(l)(2)(B), by inserting ‘‘for 

a period not to exceed 90 days’’ after 
‘‘effective’’; and 

(2) in section 114(l)(2)(B), by inserting 
‘‘ratified or’’ after ‘‘unless’’. 
SEC. 1708. NATIONAL BIO-WEAPONS DEFENSE 

ANALYSIS CENTER. 
There is established in the Department of 

Defense a National Bio-Weapons Defense 
Analysis Center, whose mission is to develop 
countermeasures to potential attacks by ter-
rorists using weapons of mass destruction. 
SEC. 1709. COLLABORATION WITH THE SEC-

RETARY OF HOMELAND SECURITY. 
(a) DEPARTMENT OF HEALTH AND HUMAN 

SERVICES.—The second sentence of section 
351A(e)(1) of the Public Health Service Act 
(42 U.S.C. 262A(e)(1)) is amended by striking 
‘‘consultation with’’ and inserting 
‘‘collaboration with the Secretary of Home-
land Security and’’. 

(b) DEPARTMENT OF AGRICULTURE.—The 
second sentence of section 212(e)(1) of the Ag-
ricultural Bioterrorism Protection Act of 
2002 (7 U.S.C. 8401) is amended by striking 
‘‘consultation with’’ and inserting 
‘‘collaboration with the Secretary of Home-
land Security and’’.
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SEC. 1710. RAILROAD SAFETY TO INCLUDE RAIL-

ROAD SECURITY. 
(a) INVESTIGATION AND SURVEILLANCE AC-

TIVITIES.—Section 20105 of title 49, United 
States Code, is amended—

(1) by striking ‘‘Secretary of Transpor-
tation’’ in the first sentence of subsection (a) 
and inserting ‘‘Secretary concerned’’; 

(2) by striking ‘‘Secretary’’ each place it 
appears (except the first sentence of sub-
section (a)) and inserting ‘‘Secretary con-
cerned’’; 

(3) by striking ‘‘Secretary’s duties under 
chapters 203–213 of this title’’ in subsection 
(d) and inserting ‘‘duties under chapters 203–
213 of this title (in the case of the Secretary 
of Transportation) and duties under section 
114 of this title (in the case of the Secretary 
of Homeland Security)’’; 

(4) by striking ‘‘chapter.’’ in subsection (f) 
and inserting ‘‘chapter (in the case of the 
Secretary of Transportation) and duties 
under section 114 of this title (in the case of 
the Secretary of Homeland Security).’’; and 

(5) by adding at the end the following new 
subsection: 

‘‘(g) DEFINITIONS.—In this section—
‘‘(1) the term ‘safety’ includes security; 

and 
‘‘(2) the term ‘Secretary concerned’ 

means—
‘‘(A) the Secretary of Transportation, with 

respect to railroad safety matters con-
cerning such Secretary under laws adminis-
tered by that Secretary; and 

‘‘(B) the Secretary of Homeland Security, 
with respect to railroad safety matters con-
cerning such Secretary under laws adminis-
tered by that Secretary.’’. 

(b) REGULATIONS AND ORDERS.—Section 
20103(a) of such title is amended by inserting 
after ‘‘1970.’’ the following: ‘‘When pre-
scribing a security regulation or issuing a se-
curity order that affects the safety of rail-
road operations, the Secretary of Homeland 
Security shall consult with the Secretary.’’. 

(c) NATIONAL UNIFORMITY OF REGULATION.—
Section 20106 of such title is amended—

(1) by inserting ‘‘and laws, regulations, and 
orders related to railroad security’’ after 
‘‘safety’’ in the first sentence; 

(2) by inserting ‘‘or security’’ after 
‘‘safety’’ each place it appears after the first 
sentence; and 

(3) by striking ‘‘Transportation’’ in the 
second sentence and inserting 
‘‘Transportation (with respect to railroad 
safety matters), or the Secretary of Home-
land Security (with respect to railroad secu-
rity matters),’’. 
SEC. 1711. HAZMAT SAFETY TO INCLUDE HAZMAT 

SECURITY. 
(a) GENERAL REGULATORY AUTHORITY.—

Section 5103 of title 49, United States Code, 
is amended—

(1) by striking ‘‘transportation’’ the first 
place it appears in subsection (b)(1) and in-
serting ‘‘transportation, including secu-
rity,’’; 

(2) by striking ‘‘aspects’’ in subsection 
(b)(1)(B) and inserting ‘‘aspects, including se-
curity,’’; and 

(3) by adding at the end the following: 
‘‘(C) CONSULTATION.—When prescribing a 

security regulation or issuing a security 
order that affects the safety of the transpor-
tation of hazardous material, the Secretary 
of Homeland Security shall consult with the 
Secretary.’’. 

(b) PREEMPTION.—Section 5125 of that title 
is amended—

(1) by striking ‘‘chapter or a regulation 
prescribed under this chapter’’ in subsection 
(a)(1) and inserting ‘‘chapter, a regulation 
prescribed under this chapter, or a hazardous 
materials transportation security regulation 
or directive issued by the Secretary of Home-
land Security’’; 

(2) by striking ‘‘chapter or a regulation 
prescribed under this chapter.’’ in subsection 
(a)(2) and inserting ‘‘chapter, a regulation 
prescribed under this chapter, or a hazardous 
materials transportation security regulation 
or directive issued by the Secretary of Home-
land Security.’’; and 

(3) by striking ‘‘chapter or a regulation 
prescribed under this chapter,’’ in subsection 
(b)(1) and inserting ‘‘chapter, a regulation 
prescribed under this chapter, or a hazardous 
materials transportation security regulation 
or directive issued by the Secretary of Home-
land Security,’’. 
SEC. 1712. OFFICE OF SCIENCE AND TECH-

NOLOGY POLICY. 
The National Science and Technology Pol-

icy, Organization, and Priorities Act of 1976 
is amended—

(1) in section 204(b)(1) (42 U.S.C. 6613(b)(1)), 
by inserting ‘‘homeland security,’’ after 
‘‘national security,’’; and 

(2) in section 208(a)(1) (42 U.S.C. 6617(a)(1)), 
by inserting ‘‘the Office of Homeland Secu-
rity,’’ after ‘‘National Security Council,’’. 
SEC. 1713. NATIONAL OCEANOGRAPHIC PART-

NERSHIP PROGRAM. 
Section 7902(b) of title 10, United States 

Code, is amended by adding at the end the 
following new paragraphs: 

‘‘(13) The Under Secretary for Science and 
Technology of the Department of Homeland 
Security. 

‘‘(14) Other Federal officials the Council 
considers appropriate.’’. 
SEC. 1714. CLARIFICATION OF DEFINITION OF 

MANUFACTURER. 
Section 2133(3) of the Public Health Service 

Act (42 U.S.C. 300aa–33(3)) is amended—
(1) in the first sentence, by striking ‘‘under 

its label any vaccine set forth in the Vaccine 
Injury Table’’ and inserting ‘‘any vaccine set 
forth in the Vaccine Injury table, including 
any component or ingredient of any such 
vaccine’’; and 

(2) in the second sentence, by inserting 
‘‘including any component or ingredient of 
any such vaccine’’ before the period. 
SEC. 1715. CLARIFICATION OF DEFINITION OF 

VACCINE-RELATED INJURY OR 
DEATH. 

Section 2133(5) of the Public Health Service 
Act (42 U.S.C. 300aa–33(5)) is amended by add-
ing at the end the following: ‘‘For purposes 
of the preceding sentence, an adulterant or 
contaminant shall not include any compo-
nent or ingredient listed in a vaccine’s prod-
uct license application or product label.’’. 
SEC. 1716. CLARIFICATION OF DEFINITION OF 

VACCINE. 
Section 2133 of the Public Health Service 

Act (42 U.S.C. 300aa–33) is amended by adding 
at the end the following: 

‘‘(7) The term ‘vaccine’ means any prepara-
tion or suspension, including but not limited 
to a preparation or suspension containing an 
attenuated or inactive microorganism or 
subunit thereof or toxin, developed or admin-
istered to produce or enhance the body’s im-
mune response to a disease or diseases and 
includes all components and ingredients list-
ed in the vaccines’s product license applica-
tion and product label.’’. 
SEC. 1717. EFFECTIVE DATE. 

The amendments made by sections 1714, 
1715, and 1716 shall apply to all actions or 
proceedings pending on or after the date of 
enactment of this Act, unless a court of com-
petent jurisdiction has entered judgment 
(regardless of whether the time for appeal 
has expired) in such action or proceeding dis-
posing of the entire action or proceeding.

The SPEAKER pro tempore. Pursu-
ant to House Resolution 600, the gen-
tleman from Texas (Mr. ARMEY) and, 
without objection, the gentleman from 

California (Mr. WAXMAN) each will con-
trol 30 minutes. 

There was no objection. 
The SPEAKER pro tempore. The 

Chair recognizes the gentleman from 
Texas (Mr. ARMEY). 

GENERAL LEAVE 
Mr. ARMEY. Mr. Speaker, I ask 

unanimous consent that all Members 
may have 5 legislative days within 
which to revise and extend their re-
marks on H.R. 5710 and to insert extra-
neous material. 

The SPEAKER pro tempore. Is there 
objection to the request of the gen-
tleman from Texas? 

There was no objection. 
Mr. ARMEY. Mr. Speaker, I yield 

myself such time as I may consume. 
Mr. Speaker, what we are doing now 

is revisiting the issue of homeland de-
fense. You will recall, Mr. Speaker, 
that in June the President challenged 
Congress to pass such a bill, and we 
went to work on it with a select com-
mittee appointed by the Speaker and 
the minority leader. On July 23 of this 
year the House passed H.R. 5005 by a 
vote of 295 to 132, more than two-thirds 
of the House. 

Mr. Speaker, since that time we have 
waited upon the other body in terms of 
our hopes to have this work completed, 
and just last Friday the President 
again challenged Congress to work on 
this bill. During this period of time, 
from last Friday until today, we have 
had extensive consultation between 
Members of this body on the select 
committee, the committee of jurisdic-
tion, the President, Members of the 
other body, and all of the committees 
that have jurisdiction on this bill. 

In light of some of the concerns that 
we knew were fairly well known to us 
on the other side of the building, we 
were able to very quickly move 
through those issues that still remain, 
fully vet them with all interested par-
ties, including the committees of juris-
diction in both bodies, and work out 
what we believe will be in the form of 
the bill before us right now a bill that 
can comfortably pass both bodies and 
be sent to the President for signature. 

I should mention, Mr. Speaker, that 
this bill is essentially the same bill 
that was passed by the House of Rep-
resentatives last July. There have been 
a few modifications that have been 
made to the bill but nothing that has 
not been fully vetted with the commit-
tees of jurisdiction and little that 
Members of this body will find objec-
tionable. 

Mr. Speaker, I reserve the balance of 
my time.

Mr. WAXMAN. Mr. Speaker, I yield 
myself such time as I may consume. 

Mr. Speaker, I agree we need home-
land security legislation. It is clear 
that the Federal Departments are not 
working together as they should to 
protect our Nation. Unfortunately, the 
bill that we are considering today has 
serious flaws. In fact, I think it may 
cause more problems than it solves. 

I want to show two charts to this 
body. Here is how our homeland secu-
rity agencies are organized today. This 
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one right here. You can see all the dif-
ferent Departments. And the next 
chart over here is how they will be or-
ganized after the new Department is 
created. We are getting more bureauc-
racy. We are doing so at a tremendous 
cost to the taxpayer. 

According to the Congressional Budg-
et Office, just creating and managing 
the new Department will cost $4.5 bil-
lion, and this does not include any ad-
ditional spending to make our Nation 
more secure against terrorist attacks. 
This bill gives the new Department a 
vast array of responsibilities that have 
nothing to do with homeland security, 
such as administering the national 
flood insurance program and cleaning 
up oil spills. 

This bloats the size of the bureauc-
racy and dilutes the Department’s 
counterterrorism mission. At the same 
time, the bill has no effective mecha-
nism to coordinate the activities of the 
new Department with those of the FBI 
and the CIA and the other agencies 
that continue to have major homeland 
security functions. 

I opposed this bill when it was before 
the House in July. I had hoped that it 
would be improved by a deliberative 
process before it was brought back for 
final passage, but instead we were 
given a massive new bill this morning 
that is being rushed through the House 
with no opportunity for deliberation 
and amendment. We do not even know 
the full implications of what we are 
doing in this bill. 

Now, I want to talk about one of the 
hidden provisions we found buried in 
this massive bill today. Section 304 se-
verely restricts the abilities of persons 
killed or injured by the small pox vac-
cine to receive any form of compensa-
tion. In fact, if you do not take the 
vaccine, but are disfigured or blinded 
because of your contact with someone 
who did, your ability to receive com-
pensation is severely curtailed. Now 
think about this for a minute. This was 
not in the House-passed bill. This was 
not in the bill considered on the Senate 
floor. Suddenly this bill appears with 
this provision in it. 

Now, I authored the vaccine com-
pensation system that compensates 
children who may be injured when they 
get a vaccine where there is a bad re-
sult. But what we are saying in this 
hidden provision in the fine print is if 
you are hurt, you are out of luck. The 
vaccine manufacturer is going to be 
protected. The vaccine manufacturer 
for all practical purposes is going to be 
immune from liability. 

Now this may be a legitimate deci-
sion on which we can have a disagree-
ment, but I would feel differently had 
it been brought up honestly, up front, 
debated. I cannot believe that more 
than 10 people in the Congress even 
know that this provision is in the bill 
to create a Department of Homeland 
Security. I feel that this is a special in-
terest provision and should not have 
been brought up in this particular way. 

Another new provision reverses the 
policy adopted overwhelmingly by the 

House that prohibited the new Depart-
ment from contracting with expatriate 
companies that have fled the United 
States to avoid paying their taxes. 
There was an overwhelming vote in the 
House, a bipartisan vote, to say to 
those companies that fled this Nation 
to act as if they are a foreign nation so 
they would not have to pay taxes would 
not be permitted to contract with the 
Department of Homeland Security. 
Well, now we got this bill and that pro-
vision is missing. 

Moreover, the most egregious special 
interest provisions from the House bill 
remain in this legislation. The bill 
gives immunity to companies that 
make faulty bomb detectors, gas 
masks, or other homeland security 
products even if they engage in inten-
tional wrong doing. Can you imagine 
that? The bill also allows large cam-
paign contributors to lobby the new 
Department for special favors in abso-
lute secret. We used to have a Freedom 
of Information Act that could get this 
information out before the public, and 
now we have a new exception created 
to the Freedom of Information Act 
that would allow these secret negotia-
tions. 

While the fine print of the bill con-
tains loopholes and special amenities 
for corporate America, Federal workers 
take it on the chin. Their right to en-
gage in collective bargaining is elimi-
nated. They are no longer guaranteed 
the right to appeal grievances to the 
Merit System Protection Board. 

I do not know what we are thinking. 
This new Department, this new bu-
reaucracy will not work without dedi-
cated Federal workers. Yet this bill 
treats them like second-class citizens, 
and this bill also rebuffs the families of 
the victims of September 11. All they 
asked for was an independent commis-
sion to examine what happened on Sep-
tember 11. But although this commis-
sion won overwhelming bipartisan sup-
port in the Senate, it was suddenly 
dropped from the bill. 

There is an old adage that those who 
do not remember the past are con-
demned to repeat it, but that is what 
we are doing today. The Department of 
Energy was created 25 years ago, and it 
is still dysfunctional. The Department 
of Transportation was created 35 years 
ago, but it still has major structural 
problems; and it took nearly 40 years 
for the reorganization of the Depart-
ment of Defense to work. 

When we consider a bill like this, 
there is a temptation to ignore the de-
fects and just vote for it; and perhaps, 
most likely, that is what will happen 
tonight. But voting against this bill 
could be politically damaging some-
time in the future. But some things are 
more important than politics. Genu-
inely enhancing our national security 
is more important than politics, and 
getting this bill right is more impor-
tant than politics. 

Mr. Speaker, we should come back 
next year and make sure we create this 
new Department in the best way pos-
sible.

Mr. Speaker, I reserve the balance of 
my time. 

Mr. ARMEY. Mr. Speaker, I yield 2 
minutes to the gentleman from Texas 
(Mr. THORNBERRY), an early leader in 
the effort to create such a Department 
as this. 

Mr. THORNBERRY. Mr. Speaker, I 
thank the majority leader for yielding 
me time, and I thank him for his work 
on this measure. It may well be his 
most important contribution to the 
safety and security of his grand-
children. I also want to appreciate the 
staff who have worked so long and hard 
to make this possible. 

Mr. Speaker, having worked on this 
issue for close to 2 years, I have had 
many doubts that it would ever come 
to this point; but now I believe it will 
happen.
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This is not a perfect bill, and it is rel-
atively easy for me and others to find 
fault, ways that we wish it would be 
different. But all of those individual 
differences we may have with provi-
sions are no competition in my mind to 
the fact that time is slipping by. If we 
do not do it this week, we are at least 
3 months further along, 3 months dur-
ing which our enemies are plotting and 
planning against us, more time during 
which we are not as prepared as we 
could and should be, more months 
where we are not making preparations 
to protect ourselves. 

Time is a critical factor. Just yester-
day we had another threat, and wheth-
er it is bin Laden’s voice or not, it is 
clear it is someone who intends to kill 
more Americans. He is very explicit in 
the threat. We cannot sit by and have 
differences over this provision or that 
provision keep us from acting. 

Mr. Speaker, organizational reform is 
no panacea. It does not solve all of the 
problems with the FBI or the CIA. It 
does not do everything, but what it can 
do is take 22 agencies, existing agen-
cies that are scattered around the gov-
ernment, bring them together under 
one chain of command so we can actu-
ally work together as a team and make 
things happen. 

That does not mean it solves all of 
our problems, but it is an important 
step. It does not create more bureauc-
racy, it tries to get a handle on the bu-
reaucracy we have and make it work 
more effectively. It is an important 
step for us to take tonight. Hopefully 
the other body will follow suit and the 
President can sign it into law so we 
can begin to make this country safer. 

Mr. WAXMAN. Mr. Speaker, I yield 
31⁄2 minutes to the gentleman from 
Ohio (Mr. KUCINICH), a very important 
member of our committee. 

Mr. KUCINICH. Mr. Speaker, I want 
to thank the gentleman from Cali-
fornia (Mr. WAXMAN) for the time he 
has spent in pointing out that this re-
organization really has not made the 
case that America is going to be safer 
once this bill passes. As a matter of 
fact, as the gentleman points out, 
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there is good reason to believe that a 
reorganization that will take at least 
10 years and possibly more would cause 
a delay in real measures that could be 
taken to make this country somewhat 
safer. The American people want to 
feel safer; and 12,000 people in the last 
year were killed by handguns. This bill 
will not help them. Nor will it help the 
thousands of other Americans who die 
of violent crimes each year in this 
country. 

What we have here is a paradoxical 
condition where the party which has 
gained the trust and support of the 
American people because of their chal-
lenge to big government suddenly be-
comes the party of big government ad-
vocating big government without real-
ly big services, big costs without big 
benefits, big security promises without 
big protections. 

Americans ought to be concerned 
that we have the largest government 
department being created here in years 
without any indication as to how long 
the people of this country are going to 
have to wait to be safer. 

So what is the alternative? One im-
mediate alternative would be to pro-
vide more funds for local law enforce-
ment. Every one of us knows that in-
evitably law enforcement in this coun-
try falls to the responsibility of the 
people at the local level. They know 
the communities. That is where we 
ought to be putting the billions of dol-
lars that are going into creating a new 
bureaucracy. 

There are a few other issues. Public 
safety depends on truth telling, expos-
ing bureaucratic failings and busting 
cover-ups. The truth tellers are civil 
servants who blow the whistle, and in 
the largest Federal agency of all time 
being created today surely there are 
whistles to be blown, but this bill has 
dropped the protections. Our com-
mittee sat hours on end trying to en-
sure protections for whistleblowers. We 
passed the protections out of com-
mittee. They were stripped out of the 
bill. 

Today if someone blows the whistle, 
is legally fired, they will not be able to 
get their job back or receive damages 
for unlawful firing. Whistleblower pro-
tection is critical for homeland secu-
rity; without such protections, this bill 
fails. 

In addition to that, we are talking 
about creating 22 different agencies 
into one large entity. That does not 
constitute efficient and effective gov-
ernment. I urge Members to vote no. 

Before I conclude, the gentleman 
from California (Mr. WAXMAN) pointed 
out something about section 304(c) of 
the bill. I received a note from the 
American Association of Physicians 
and Surgeons, and they raise serious 
questions about the Secretary having 
unlimited power to define a real or po-
tential threat to take any measures he 
decides, or to do it for as long as he 
wants. These are questions which have 
been raised about the administration of 
countermeasures against smallpox, 

will there be quarantines for smallpox 
immunizations, the definition of a bio-
terrorist incident. The American peo-
ple need to know if this legislation is 
going to result in millions of Ameri-
cans being forced to take smallpox im-
munizations and not having any legal 
protections if they are injured by those 
vaccinations.

Mr. ARMEY. Mr. Speaker, I yield 2 
minutes to the gentleman from Penn-
sylvania (Mr. WELDON), an extremely 
well-informed member of our Com-
mittee on Armed Services. 

(Mr. WELDON of Pennsylvania asked 
and was given permission to revise and 
extend his remarks.) 

Mr. WELDON of Pennsylvania. Mr. 
Speaker, the only tragedy in this de-
bate is it has taken us 12 months after 
9/11 to move on organizing our home-
land security and 5 months after the 
President challenged us with a plan to 
bring together 22 agencies with 170,000 
employees and a $38 billion budget. 

The only tragedy is we passed this in 
June and here we are today finally get-
ting around to doing the job of the 
American people. This may not be a 
perfect plan, but I can guarantee this is 
better than what we had before 9/11, 
and even what we have today. It ad-
dresses the issue of coordinating our 
intelligence. 

In fact, one of the four key compo-
nents of this new agency is something 
we in Congress called for in 1999 and 
2000 and which the administration back 
then looked at us and laughed. It is re-
quired in this plan to have a coordina-
tion of intelligence and data fusion. 
This plan provides for support for our 
first responders. In fact, for the first 
time, the President has called for $3.5 
billion of new money to support local 
emergency responders, police, fire, and 
EMS. It provides for transportation se-
curity and the transfer of technology 
and the research necessary to under-
stand emerging threats like chemical 
and biological weapons. 

This new piece of legislation finally 
implements a program that we paid for 
back in 1997 to use our satellites above 
to detect wildland fires so we can go 
into those areas of the West and deal 
with them immediately. That should 
have been done 5 years ago. This plan 
provides for that through a provision 
that was added in the final conference. 

Mr. Speaker, I think of the fire-
fighters across America who to this 
day cannot communicate with each 
other because they are on different fre-
quencies, and we say we want more 
time. They do not have more time. The 
time to pass this bill is tonight. Hope-
fully it will pass with overwhelming bi-
partisan support, and then we will take 
the next step, and the next step is to 
deal with the oversight jurisdiction, 
and that is the role of the Congress. 

Mr. WAXMAN. Mr. Speaker, I yield 4 
minutes to the gentleman from Illinois 
(Mr. DAVIS), the ranking member of the 
Subcommittee on Civil Service, Cen-
sus, and Agency Organization. 

Mr. DAVIS of Illinois. Mr. Speaker, I 
am pleased to see homeland security 

under serious consideration, but as a 
member of the Subcommittee on Civil 
Service, Census and Agency Organiza-
tion, as one who has looked closely at 
this legislation, I am very concerned 
about provisions in this proposal that 
would grant the Secretary of the De-
partment of Homeland Security and 
the Director of Personnel Management 
blanket authority to set pay and other 
conditions of employment without re-
gard to existing civil service rules and 
protections. 

As a matter of fact, passage of this 
bill could in fact diminish or take away 
hard-won worker rights and protec-
tions that it has taken years and years 
of blood, sweat and tears to achieve. 
This bill which purports to be a com-
promise would permit administration 
officials to completely disregard civil 
service laws in hiring, firing, pro-
moting and setting pay for more than 
170,000 employees from 22 agencies that 
will make up the new agency. 

Today these employees are not sub-
ject to the whims of agency officials 
when it comes to their pay promotions 
and collective bargaining rights, but 
tomorrow they could be. While this 
compromise legislation may be a vic-
tory for the President, it is a defeat for 
the men and women who go to work 
every day to serve and protect their 
country. Many of us have fought to de-
velop and promote safeguards for small 
businesses and small business develop-
ment. I am also disappointed that a 
provision that would have ensured that 
small businesses were considered and 
included in contracts awarded by the 
new department was omitted from the 
bill. 

A provision that would have estab-
lished an Office of Small Business and 
Disadvantaged Business Utilization in 
the Department of Homeland Security 
was included in the original bill passed 
by the House but has been excluded 
from this bill. 

Federal workers, small and disadvan-
taged businesses, and real compromise 
have all fallen victim to the imbalance 
of power that looms ahead in the legis-
lative and executive branches of gov-
ernment. Passage of this bill will cause 
insecurity among workers and small 
business owners as they see themselves 
set back in the name of homeland secu-
rity. I urge my colleagues to oppose 
this legislation and vote no.

Mr. ARMEY. Mr. Speaker, I yield 3 
minutes to the gentleman from Wis-
consin (Mr. SENSENBRENNER), chairman 
of the Committee on the Judiciary, a 
committee of jurisdiction. 

Mr. SENSENBRENNER. Mr. Speak-
er, the most important part of this bill 
is its dismantling of the dysfunctional 
Immigration and Naturalization Serv-
ice. The bill abolishes the agency and 
separates immigration enforcement 
from immigration services, the key to 
reform. 

The immigration enforcement half of 
the INS becomes the Bureau of Border 
Security in the Directorate of Border 
and Transportation Security. The head 
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of the enforcement bureau, the Assist-
ant Secretary, will report to the Under 
Secretary of Border and Transpor-
tation Security and must have 5 years 
of law enforcement experience and 5 
years of management experience. This 
work experience requirement will en-
sure that immigration enforcement is 
headed by someone with the expertise 
to enforce our immigration laws. The 
separation of this function from immi-
gration services will allow the Assist-
ant Secretary to focus on a single mis-
sion. 

As current events have shown with 
the July 4 Los Angeles Airport shooter, 
Lee Malvo, and other recent alien 
criminals who have been released by 
the INS, an unencumbered immigra-
tion enforcement unit is long overdue. 

The equally important immigration 
services half of the INS becomes the 
Bureau of Citizenship and Immigration 
Services apart from other DHS compo-
nents. The Director of the services bu-
reau reports directly to the Deputy 
Secretary of Homeland Security. This 
will ensure that immigration services 
receives the attention and resources 
that it needs, and that it will not be 
forgotten and neglected in a depart-
ment otherwise devoted to fighting ter-
rorism. Our government must remain 
welcoming to immigrants who follow 
our laws. 

In addition, the bill requires separate 
budgets and accounts for the immigra-
tion services and enforcement bureaus 
so that each bureau receives all of its 
designated money and no poaching oc-
curs, as has been known to happen be-
tween the two components in the cur-
rent INS. 

While the bill permits the President 
to consolidate components within the 
two bureaus to make them more effi-
cient, it prohibits the President from 
merging the two bureaus back into one 
agency. This should ensure that the 
INS as we know it is history and our 
years-long effort to restructure this 
failed agency will be accomplished. 

Mr. Speaker in addition to the monu-
mental immigration and border secu-
rity reforms contained in this bill, this 
legislation will profoundly affect Fed-
eral law enforcement. This legislation 
moves the Secret Service, Customs 
Service, Coast Guard, Border Patrol, 
Office of Domestic Preparedness, Fed-
eral Law Enforcement Training Center, 
and other law enforcement functions 
into the DHS.
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At its core, homeland security is a 
law enforcement function, and law en-
forcement should be the predominant 
role. The Committee on the Judiciary 
will closely follow the integration of 
these important law enforcement enti-
ties to make sure they have the sup-
port and authority that they need to 
protect the country from terrorism and 
other criminal enterprises. 

Finally, this legislation moves the 
law enforcement function of the Bu-
reau of Alcohol, Tobacco, and Firearms 

to the Department of Justice as a dis-
tinct entity and makes important 
changes to the way we enforce explo-
sives law and regulations. 

I urge the membership to support 
this bill. 

Mr. WAXMAN. Mr. Speaker, I am 
pleased to yield 41⁄2 minutes to the gen-
tleman from Virginia (Mr. MORAN).

Mr. MORAN of Virginia. I thank the 
very distinguished ranking member of 
the Committee on Government Reform 
for yielding me this time. 

Mr. Speaker, I rise in opposition to 
this legislation on several grounds. Up 
until now, this proposal has been heavy 
on message but troubling in its sub-
stance. Unlike the rhetoric, approval of 
this legislation will have some real 
consequences for the Federal agencies 
we are about to reshuffle, the 170,000 
Federal employees who work for these 
affected agencies, and the American 
people. 

Its origins are telling. You may re-
call that the Office of Homeland Secu-
rity was created by an executive order 
on October 8, 2001. Unfortunately its di-
rector, Governor Ridge, was barred by 
the President from testifying before 
Congress, overruled in White House 
councils, and preempted by more pow-
erful Cabinet members. Then as public 
opinion began to sour against an ad-
ministration that refused to even let 
Governor Ridge testify in public before 
the Congress, the administration re-
versed itself and after some reshuffling 
of Federal agencies on chalkboards in 
the basement of the White House, the 
administration proposed the creation 
of the Department of Homeland De-
fense. 

It is a clever proposal, but it is not 
the solution. We are in a war against a 
new and deadly threat, and we need the 
resources abroad both for our dip-
lomats to build alliances and for our 
armed services to prosecute this war. 
And at home we need the resources to 
protect our citizens. If we were serious 
about this threat, we would see a budg-
et. But we just passed another con-
tinuing resolution that keeps every-
thing funded at spending levels that 
were proposed and approved more than 
18 months ago, a budget developed be-
fore September 11, 2001. 

Where is the money for first respond-
ers? $2.6 billion is what is needed and 
what the President’s party just voted 
against this afternoon. Where is the 
money for the Transportation Security 
Administration, which assumed respon-
sibility for airport security in just 6 
days, on November 19? Where is the 
money to improve border security or 
hire more FBI agents? It is not there 
because we have not passed the fiscal 
2003 appropriation bills, as the gen-
tleman from California (Mr. WAXMAN) 
has made clear. 

Instead, we are now considering a 
proposal to incorporate 22 existing Fed-
eral agencies and transfer more than 
170,000 Federal employees. I am not 
sure that consolidating Federal agen-
cies is sufficient to address the chal-

lenges that confront us. The difficulty 
in stitching together vast and dis-
parate organizational cultures has 
overwhelmed some of the best CEOs in 
the private sector. It is a process that 
most CEOs will tell you takes years to 
complete and more resources than pre-
viously assumed. CBO estimates it will 
take 5 to 10 years to get this new agen-
cy up and running. This effort is going 
to divert us from the important task of 
protecting this Nation from possible 
future attacks. It may strengthen the 
lines of communication and account-
ability, but it does not provide the re-
sources to get the job done. 

The bipartisan Commission on Na-
tional Security found that the Customs 
Service, the Border Patrol, and the 
Coast Guard were all on the verge of 
being overwhelmed by a mismatch be-
tween their growing duties and their 
mostly static resources. There are less 
than 7,000 customs inspectors and 619 
canine officers to screen thousands of 
cargo containers and hundreds of thou-
sands of vehicles entering the United 
States every day. Historically, most of 
these agencies have been starved of the 
resources they need to effectively carry 
out their mission. With 170,000 civil 
servants, they are going to have dif-
ficulty establishing a coherent and ef-
fective mission. 

To be successful, we need to offer su-
perior resources, equipment, and train-
ing. The workforce has to be given the 
incentive and expectation to improve 
performance. At a minimum, the new 
Department ought to be able to offer 
its employees pay parity and benefits. 
These adjustments are certain to add 
additional costs. 

So why is the White House not ask-
ing for passage of the 2003 budget? That 
is what the White House ought to be 
asking us to do. The only response we 
have heard is that this reshuffling of 
agencies is going to be budget neutral. 

It raises more questions than it an-
swers. How are the agencies going to 
respond to programs that have nothing 
to do with homeland security? The 
Coast Guard’s role in maritime safety 
and FEMA’s role in national disasters 
are just a couple of examples. The CIA, 
the FBI and other intelligence agen-
cies, they are the ones that are going 
to be gathering data. There is no access 
to raw data that these intelligence 
agencies monitor on the part of the De-
partment of Homeland Security. 

I do not think this is a good proposal. 
It ought to be opposed. We ought to 
come up with something better, and we 
ought to give what is better the re-
sources necessary to carry out their 
function.

Mr. ARMEY. Mr. Speaker, I yield 2 
minutes to the gentlewoman from Cali-
fornia (Mrs. TAUSCHER), an original 
sponsor of this bill and one of the early 
innovators in the notion of homeland 
security. 

Mrs. TAUSCHER. Mr. Speaker, I rise 
in support of this bill. This legislation 
is not perfect, but we must streamline 
the current bureaucracy if we are going 
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to protect the American people. I have 
been working for more than a year to 
create a Cabinet-level Department of 
Homeland Security. I would like to ap-
plaud the gentleman from Texas (Mr. 
THORNBERRY) for his prescient knowl-
edge about this issue and for taking 
the Hart-Rudman report 6 months be-
fore September 11 and crafting good 
legislation that we could follow. 

This legislation today accomplishes 
that by bringing together the home-
land security components of our gov-
ernment, including the national lab-
oratories, Coast Guard, Border Patrol, 
and first responders. I am glad that 
this bill gives the TSA flexibility to 
allow larger airports like Oakland, San 
Francisco, San Jose and Sacramento 
more time to configure their explosive 
detection systems. This will save com-
muters from long lines and ensure that 
limited resources are being spent on 
the best equipment available. I also 
support the extension of war risk in-
surance for the aviation industry that 
is included in this bill. 

To those that claim that this bill will 
only create a bigger government, I say 
this is not about making more bu-
reaucracy, this is about making the bu-
reaucracy work better. To those that 
think it is far from perfect, I say, I 
agree. I am concerned that this bill 
does not create a center to analyze in-
telligence inside the new agency. And I 
am deeply concerned that this bill 
could allow the President to weaken 
the labor protections of civil service 
employees. But this bill is just a start-
ing point, and I am committed to work 
to fix these issues. 

We must take this important step to-
ward coordinating the dozens of gov-
ernment agencies responsible for fight-
ing terrorism. Just as we must trans-
form our military to be lighter, faster 
and more lethal at the time of asym-
metrical threats, we must transform 
this Federal bureaucracy to be more 
responsive to threats to the homeland. 

I urge my colleagues to support this 
bill, and I urge this Congress to con-
tinue to work to cure this bill. 

Mr. WAXMAN. Mr. Speaker, I yield 2 
minutes to the gentlewoman from Ohio 
(Mrs. JONES). 

Mrs. JONES of Ohio. Mr. Speaker, I 
thank the gentleman for yielding me 
this time. Who could be against home-
land security? I guess anybody out 
there in the public would want to know 
why should there even be a debate 
about what we do about homeland se-
curity. But the reality is that all of us 
are for homeland security. The ques-
tion is how do we get there. That is 
what this debate is all about. 

About 2 weeks ago I participated in a 
debate on homeland security at Case 
Western Reserve University in my con-
gressional district. On the panel with 
me was a gentleman from GAO and a 
professor who has looked over depart-
ments and consolidation over the 
years. One of the things that the pro-
fessor raised was the fact that even 
with this new Department of Homeland 

Security, there are going to be so many 
more responsibilities placed on local 
governments, at the State level, at the 
county level, at the Federal level. And 
in this bill, though it is presumed that 
it is, there are not dollars there to sup-
port these local agencies to do that job. 

When I think about it, and we 
thought about it in the session, if 
something happens in Cleveland, Ohio, 
I am not going to call the FBI; I am 
going to call 911, and 911 is going to 
call the Cleveland Police Department. 
But in this legislation, I do not believe 
there is adequate increase of dollars 
going to cities. It would have been nice 
when we had the opportunity to con-
tinue the COPS program that we had 
given or designated more dollars to 
local police departments. Another 
question I have is coordination. An-
other question I have is this whole 
issue of public employees who have 
given their time and effort to the Fed-
eral Government losing their labor 
rights as a result of a consolidation. 

I think that all of us are concerned 
about homeland security, that all of us 
want to tell this world and the people 
that live in the United States that we 
are going to protect them. But before 
we rush down the line to make a deci-
sion on this new 170,000-person Depart-
ment of Homeland Security, we must 
make a commitment to the people of 
the United States that we are really 
going to secure their homeland.

Mr. ARMEY. Mr. Speaker, I yield 3 
minutes to the distinguished gen-
tleman from Missouri (Mr. BLUNT) and, 
with heartfelt congratulations, the 
whip-elect, for the purpose of having a 
colloquy with the distinguished gen-
tleman from Alaska, the chairman of 
the Committee on Transportation and 
Infrastructure. 

Mr. BLUNT. Mr. Speaker, I thank 
the majority leader for his kind com-
ments and for yielding me the time. 

I would like to engage in a short dis-
cussion with Chairman YOUNG on two 
issues which are very important to me 
and I feel need some clarification. This 
relates to the training of pilots to 
carry firearms in the cockpit of our 
commercial airlines and to the train-
ing of cabin crew members in self-de-
fense methods. As the House knows, 
these provisions were included in this 
bill; and I feel they are important pro-
visions. However, I want to make clear 
in my own mind and in the record that 
these programs are not intended to be 
a new cost factor for the Federal Gov-
ernment or for our economically chal-
lenged airline industry. I understand 
they are voluntary. Just as our Con-
stitution protects the rights of all citi-
zens to own firearms for self-protec-
tion, we have provided the ability for 
airline pilots to voluntarily request 
that they be allowed to carry firearms 
for the protection of their passengers 
and crew while performing their duties 
in flight and other cabin crew to be 
trained in self-defense methods if they 
choose to do so. Nevertheless, I want to 
make sure the following is completely 
clear: 

One, the Federal Government and air 
carriers are not obligated to com-
pensate a pilot or cabin crew member 
for participating in any training pro-
gram, qualification or requalification 
to carry a firearm or to train in self-de-
fense. Again, the word there is 
‘‘obligated.’’ It does not mean that 
they cannot do it at the airline level, 
but they are not obligated to do it. 
And, number two, these training pro-
grams cannot be an excuse or reason to 
disrupt or otherwise interfere with any 
carrier’s scheduled service. Therefore, 
an air carrier will certainly not be re-
quired to disrupt its scheduled service 
to accommodate a flight crew mem-
ber’s training after that crew member 
has already been scheduled for duty. 
These sections are not intended to 
cause further operational burdens on 
the airline industry. I just want to be 
sure in my own mind in this discussion 
with Chairman YOUNG that I under-
stand what this does in a proper way. 

Mr. YOUNG of Alaska. Mr. Speaker, 
will the gentleman yield? 

Mr. BLUNT. I yield to the gentleman 
from Alaska. 

Mr. YOUNG of Alaska. Mr. Speaker, 
this gentleman, of course, is the chair-
man of the Committee on Transpor-
tation and Infrastructure. I agree with 
the gentleman’s points. As the sponsor 
of the original bill for allowing the pi-
lots to be armed in the cockpit, this is 
neither a mandate to disrupt schedules 
nor a requirement that either the Fed-
eral Government or air carrier com-
pensate any crew member for these vol-
untary programs. I want to stress vol-
untary programs. It just gives a chance 
for the pilots themselves to arm and to 
properly train. 

Mr. BLUNT. I thank the gentleman 
for that clarification. 

Mr. WAXMAN. Mr. Speaker, I yield 3 
minutes to the gentlewoman from 
Florida (Ms. BROWN). 

(Ms. BROWN of Florida asked and 
was given permission to revise and ex-
tend her remarks.) 

Ms. BROWN of Florida. Mr. Speaker, 
I do have a question for Chairman 
YOUNG at the appropriate time. I want 
to make my statement and put it in 
the RECORD, but on that same subject 
as far as the gun provision as put in the 
RECORD and the colloquy, can you clar-
ify for me whether or not these pilots 
are going to be trained to carry these 
guns and how will it affect the public if 
the pilot accidentally kills someone? 

Mr. YOUNG of Alaska. If my good 
friend will yield, I can suggest to her 
respectfully, under the bill they have 
to have the training; and I would rath-
er have my pilot be armed and defend 
that cockpit as against an F–16 to be 
shot down. That is the whole intent. So 
in the bill they are trained, yes. All 
this says is that it is a voluntary proc-
ess they go through, but the training is 
necessary. 

Ms. BROWN of Florida. But they will 
be trained? 

Mr. YOUNG of Alaska. Oh, abso-
lutely.
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Ms. BROWN of Florida. Yes, sir. 
Let me just say as far as the bill is 

concerned that it is still the same 
flawed bill that this House passed in 
August. The problems with creating an 
agency of this size are still there. I do 
not see any new solutions. This bill is 
still taking agencies with important 
non-homeland security duties and plac-
ing them in agencies with no mission 
statement.

b 1915

The first agency to respond to the 
terrorist acts of September 11 was the 
United States Coast Guard. Within 
minutes, they were guarding our ports, 
bridges, and waterways from home. It 
was so reassuring to know that they 
were out there protecting us while 
other agencies were still in shock, all 
under the supervision, by the way, of 
the Department of Transportation. 

I am strongly opposed to transferring 
the Coast Guard to the Department of 
Homeland Security. Moving the Coast 
Guard to the new department is not in 
the best interest of the Coast Guard, 
the Department of Homeland Security, 
or the American people. 

Each year the Coast Guard conducts 
over 40,000 search and rescue cases. 
They inspect U.S. and foreign flag 
ships and protect millions of U.S. citi-
zens who travel on cruise ships and fer-
ries each year. Over 80 percent of the 
Coast Guard’s operation budget is 
spent on missions that have nothing to 
do with border protection or Homeland 
Security. 

Another reason why I oppose this bill 
is because of the horrible labor provi-
sions. This bill does away with Amer-
ican workers’ basic right to join to-
gether and stand up for their rights. 
This is just another example of the 
Bush administration’s union-busting 
policy. Under the pretext of national 
security, the compromise legislation 
does away with all provisions of our 
Nation’s civil service laws for employ-
ees of this new department and allows 
the President to strip employees of 
their rights to collective bargaining. In 
this bill employee unions could appeal 
even anti-worker personnel rules; yet 
they have no real power to overturn 
this. 

We have heard many problems with 
the new Transportation Security Agen-
cy. The problems TSA is facing are a 
perfect example of why we need to be 
more deliberate in creating a homeland 
security agency. The Republican Party 
is supposed to be the party of small 
government, but today they are cre-
ating a huge monster. 

Mr. ARMEY. Mr. Speaker, I yield 11⁄2 
minutes to the distinguished gen-
tleman from Connecticut (Mr. SHAYS), 
chairman of the subcommittee of juris-
diction, who has held over 30 hearings 
on this subject.

Mr. SHAYS. Mr. Speaker, we have 
been given a great opportunity to pro-
tect our countrymen and the world. 

The Bremer Commission, the Gil-
more Commission, the Hart-Rudman 

Commission, all warned us to wake up 
to the terrorist threat. Unfortunately 
that call came on September 11. 

We need to know, as these commis-
sions urged, what is the threat, what is 
our strategy? And how are we going to 
reorganize to deal with implement this 
strategy? 

The threat is real. We are at war 
with terrorists to shut them down be-
fore they use weapons of mass destruc-
tion against us. This threat requires a 
new strategy. It requires detection and 
prevention. It requires us to be 
proactive and in some cases preemp-
tive. 

This new strategy requires us to reor-
ganize, to take various government de-
partments and bring them together in 
a focused, unified approach under the 
four pillars outlined by the President. 
The first has a border and transpor-
tation focus. The second is emergency 
preparedness and response; one place 
for first responders to come to in our 
government and one place for resources 
to go out to them. 

The third pillar provide chemical, bi-
ological, and nuclear countermeasures. 
And the final pillar is information 
analysis, the plug into the intelligence 
community. 

We need to reorganize our govern-
ment to be able to implement our new 
strategy and confront the new terrorist 
threat facing this Nation and the 
world. We need to wake up and do it 
now.

Mr. WAXMAN. Mr. Speaker, I yield 2 
minutes to the gentleman from Min-
nesota (Mr. OBERSTAR). 

(Mr. OBERSTAR asked and was given 
permission to revise and extend his re-
marks.) 

Mr. OBERSTAR. Mr. Speaker, I 
thank the gentleman for yielding me 
this time. 

Mr. Speaker, the homeland security 
bill has a number of problems with it 
that invite my opposition. First, it has 
aviation provisions that will diminish 
security and safety. It will give inequi-
table benefits to airlines and private 
security companies. It extends the cur-
rent deadline for screening all checked 
baggage for explosives, with the most 
modern explosive detection systems. 
Rather than encouraging delay, we 
ought to be pushing the Transportation 
Security Administration to meet exist-
ing deadlines. We should force TSA to 
use equipment that is now sitting in 
warehouses and give them the funding 
they need to acquire that equipment 
and meet the deadline rather than ex-
tend the deadline. 

The bill requires TSA to allow unlim-
ited numbers of pilots to carry guns. 
The Bush administration, their Sec-
retary of Transportation, the Trans-
portation Security Administration 
agree with me that there are many un-
answered questions about widespread 
arming of pilots, whether that would 
create more safety hazards than secu-
rity benefits. There should be no more 
than a trial program until these issues 
are resolved with a very small number 
of pilots. 

The bill gives much needed relief to 
the airline from insurance costs. Yes, I 
am for that. But it provides no help, no 
assistance to airline workers who lost 
their jobs, lost their health insurance, 
deserve better from this Congress, were 
promised better by this Congress from 
this very well. The bill limits the li-
ability of private security companies, 
including foreign-owned companies, for 
the tragedy of September 11. That is an 
abomination. That should not be per-
mitted in this legislation. 

The bill continues to have the Com-
mandant of the Coast Guard report di-
rectly to the Secretary of Homeland 
Security. It allows all of the Coast 
Guard’s homeland security missions, 
however, to be transferred from the 
Coast Guard, an agency that has de-
fended our shores for over 200 years.

Mr. Speaker, I rise in opposition to H.R. 
5710, the Homeland Security Act of 2002. 

The aviation provisions in the bill will dimin-
ish security and safety, and give inequitable 
benefits to airlines and private security compa-
nies. In particular, H.R. 5710 would extend the 
deadlines for installing explosive detection 
systems (EDS) to screen checked baggage at 
airports; provides the airlines with $1 billion in 
relief from insurance costs, while providing no 
assistance to those airline workers who have 
lost their jobs and their health insurance; limits 
the liability of private security companies, in-
cluding foreign owned companies, for their 
roles in the tragedy of September 11th; and 
requires the Transportation Security Adminis-
tration (TSA) to allow unlimited numbers of pi-
lots to carry guns. 

Screening of checked baggage is a major 
building block in the comprehensive security 
program we need—a program with 
redundancies similar to the redundant safety 
systems, which have resulted in our airlines’ 
outstanding safety record. 

Extension of the December 31 deadline will 
do great harm. It will take all the pressure off 
TSA and the airports, and we will fail to install 
many explosive detection machines that could 
have been in place by December 31. This will 
increase the risk that we will fail to detect an 
explosive device in baggage checked by a sui-
cide bomber. 

Rather than encouraging additional delay, 
we should be pushing TSA to make every ef-
fort to meet the existing deadlines. We should 
force TSA to use equipment now sitting in 
waterhouses, and give them the funding they 
need to meet the deadline. Existing law allows 
TSA to deal with cases where a brief delay is 
needed. The Aviation Security Act requires 
that all baggage that cannot be inspected by 
EDS must be either matched with a passenger 
on the aircraft, or inspected by another 
means, such as a manual search, or canine 
detection in combination with other means. 

Before we extend any deadline for EDS de-
ployment, we should ensure that such exten-
sion requires the TSA to improve the interim 
program by mandating positive bag match for 
connecting passengers, and by requiring that 
more bags be subject to direct inspection. 

The American traveling public wants to feel 
secure when they fly, and part of that security 
is knowing that their bags have been thor-
oughly screened for explosives when they 
board an aircraft. 

As to extending the war risk provisions for 
another year, I support legislation to give the 
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industry relief from the extraordinary problems 
created by September 11th and those that will 
arise from a war with Iraq. The Aviation Sub-
committee has reported out legislation to deal 
with many of these problems; increased costs 
for insurance against terrorism, the loss of 
freight and postal business because of secu-
rity restrictions, inadequate compensation to 
the airlines for some extraordinary security 
costs, and the implementation of passenger 
screening programs that unnecessarily incon-
venience passengers who do not threaten se-
curity. 

But there is a dark cloud hanging over our 
efforts to help the industry. While H.R. 5710 
gives the airline industry financial relief from 
problems created by terrorism and war, the bill 
does not extend the same fair treatment to in-
dustry employees, who have also suffered dis-
proportionately from terrorism and war. I and 
my colleagues on this side of the aisle insist 
that there must be balance in any relief pack-
age for the airline industry. H.R. 5710 does 
not remedy this problem, and therefore I am 
unable to support it. 

This is not a new issue. When we passed 
a $15 billion assistance bill soon after Sep-
tember 11, I, and many of my colleagues, in-
sisted that if the airline companies were to be 
afforded relief, so should employees who had 
lost their jobs. The Republican leadership told 
us that there was no time to develop a con-
sensus proposal on employee relief, but on 
the House Floor, Speaker HASTERT promised 
prompt consideration of employee relief, in-
cluding financial assistance, ability to retain 
health insurance, and training for new careers. 
Regrettably, the leadership has not followed 
through, and the House has never considered 
assistance for displaced airline employees. 

Aviation industry workers, including employ-
ees of airlines, Boeing and aerospace sup-
pliers, and airports, have suffered unprece-
dented job loss and economic uncertainty. 
Some 100,000 airline employees are out of 
work or facing imminent layoff. Another 30,000 
Boeing workers are laid-off along with 51,000 
additional aerospace employees. And with 
bankruptcies looming large, it is easy to con-
clude that the staggering job losses will only 
grow. 

If the airline industry is entitled to special re-
lief because it has suffered disproportionately 
from terrorism and war, its displaced employ-
ees are also deserving of relief.

Moreover, H.R. 5710 includes a special in-
terest provision to immunize airport screening 
companies whose negligence may have con-
tributed to the September 11 terrorist hijack-
ings. 

In the Aviation Security Act, we expressly 
decided that private screening companies 
should not be relieved of liability for any of 
their security deficiencies that played a part in 
the September 11th tragedies. However, H.R. 
5710 would extend this protection to firms 
such as Globe Aviation Services and 
Huntleigh USA Corp., the security companies 
responsible for providing staff at Logan Airport 
on September 11th and that continue to con-
tract with TSA today. 

This provision is nothing more than a spe-
cial interest provision that protects negligent 
airport screening companies at the expense of 
the victims of the September 11th tragedy. 

Further, the bill requires TSA to allow unlim-
ited numbers of pilots to carry guns. The Bush 
Administration agrees with me that there are 

many unanswered questions as to whether 
widespread arming of pilots would create more 
safety hazards than security benefits. Until 
these issues are resolved, there should be no 
more than a trial program with a small number 
of pilots. 

I am also opposed to the bill because of 
provisions which threaten the ability of the 
Coast Guard and FEMA to carry out all of 
their important responsibilities, some of which 
involve security, and some of which do not. 
For example, in addition to security, the Coast 
Guard has responsibilities for maritime safety, 
environmental protection, and drug interdic-
tions and FEMA has responsibilities for aiding 
recovery from natural disasters, such as floods 
and hurricanes. 

The bill now before us divides these agen-
cies and threatens their ability to continue to 
fulfill all of their responsibilities. 

Although the bill continues to have the Com-
mandant of the Coast Guard report directly to 
the Secretary of Homeland Security, it allows 
any or all of the Coast Guard’s Homeland Se-
curity missions to be transferred from the 
Coast Guard—an agency that has defended 
our Nation’s shorelines for more than 200 
years. Under the bill, only non-homeland secu-
rity missions of the Coast Guard may not be 
transferred from the Coast Guard. 

We have been told that the intent was to 
keep the Coast Guard intact. How can you do 
that if you allow their homeland security mis-
sions to be transferred out of the agency? 

Similarly, the bill splits the Federal Emer-
gency Management Agency (FEMA) in two by 
transferring and consolidating FEMA’s Office 
of National Preparedness into a new Office of 
Domestic Preparedness, which is under the 
Directorate of Border and Transportation Se-
curity, and transferring the remaining portion 
of FEMA to the Directorate of Emergency Pre-
paredness and Response. By splitting FEMA 
in two, we threaten the effectiveness of one of 
our Nation’s most effective and most re-
spected agencies. 

Moreover, this is essentially the same 
scheme that this Body rejected in July when, 
during consideration of the Homeland Security 
bill, the House unanimously adopted an 
amendment to ensure that FEMA would be 
kept intact within the new Department of 
Homeland Security. 

In view of these and other deficiencies ion 
the bill now before us, I am convinced that the 
bill will do more harm than good. I urge defeat 
of the bill.

AVIATION 
H.R. 5710, the Homeland Security bill, in-

cludes aviation provisions that will diminish se-
curity and safety, and give inequitable benefits 
to airlines and private security companies. 

The bill extends the current deadline for 
screening all checked baggage with explosive 
detection equipment. Rather than encouraging 
additional delay, we should be pushing the 
Transportation Security Administration (TSA) 
to make every effort to meet the existing 
deadlines. We should force TSA to use equip-
ment now sitting in warehouses, and give 
them the funding they need to meet the dead-
line. Existing law allows TSA to deal with 
cases where a brief delay is needed. 

The bill requires TSA to allow unlimited 
numbers of pilots to carry guns. The Bush Ad-
ministration agrees with me that there are 
many unanswered questions as to whether 
widespread arming of pilots would create more 

safety hazards than security benefits. Until 
these issues are resolved, there should be no 
more than a trial program with a small number 
of pilots. 

The bill gives the airlines $1 billion relief 
from insurance costs, while providing no as-
sistance to those airline workers who have lost 
their jobs and their health insurance. 

The bill limits the liability of private security 
companies, including foreign owned compa-
nies, for the tragedy of 9/11. 

COAST GUARD 
Although the bill continues to have the Com-

mandant of the Coast Guard report directly to 
the Secretary of Homeland Security, it allows 
any or all of the Coast Guard’s Homeland Se-
curity missions to be transferred from the 
Coast Guard—an agency that has defended 
our Nation’s shorelines for more than 200 
years. Under the bill, only non-homeland secu-
rity missions of the Coast Guard may not be 
transferred from the Coast Guard. 

We have been told that the intent was to 
keep the Coast Guard intact. How can you do 
that if you allow their homeland security mis-
sions to be transferred out of the agency? 

FEMA 
Similarly, the bill splits the Federal Emer-

gency Management Agency (FEMA) in two by 
transferring and consolidating FEMA’s Office 
of National Preparedness into a new Office of 
Domestic Preparedness, which is under the 
Directorate of Border and Transportation Se-
curity, and transferring the remaining portion 
of FEMA to the Directorate of Emergency Pre-
paredness and Response. By splitting FEMA 
in two, we threaten the effectiveness of one of 
our Nation’s most effective and most re-
spected agencies. 

Moreover, this is essentially the same 
scheme that this Body rejected in July when, 
during consideration of the Homeland Security 
bill, the House unanimously adopted an 
amendment to ensure that FEMA would be 
keep intact within the new Department of 
Homeland Security. 

In addressing the issue of our Nation’s 
homeland security, we must get it right and 
this bill does not begin to achieve that objec-
tive. 

I urge my colleagues to defeat this bill.
Mr. ARMEY. Mr. Speaker, I yield 1 

minute to the gentleman from Florida 
(Mr. WELDON), my wife’s favorite Con-
gressman. 

Mr. WELDON of Florida. Mr. Speak-
er, I thank the majority leader, and I 
am truly honored to be described in 
that fashion. Let me commend the gen-
tleman on the outstanding work he has 
done in shepherding what I think was 
one of the most problematic pieces of 
legislation to come through this body. 

Mr. Speaker, I am the chairman of 
the Committee on Civil Service, Census 
and Agency Organization, and I want 
to just specifically comment on the 
civil service issue which I think was 
the item that was really holding this 
up more than anything else. And with 
1 minute I cannot get into this in de-
tail, but I feel very, very strongly that 
this is a good compromise product. And 
indeed as the gentleman from Ohio 
(Mr. PORTMAN), my friend, said earlier 
today, and I am in 100 percent agree-
ment with him, this will be probably 
the best civil service system within the 
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Federal Government and can actually 
serve as a model for how we can reform 
the entire system so that it does what 
the American people want, which is 
really promote and reward excellence 
within our civil service work force, and 
that is what the people want who work 
for our Federal Government and that is 
what is necessary to protect the Amer-
ican people. 

This is called the Department of 
Homeland Security. Let us remember 
their mission: Protecting the public. 

Mr. ARMEY. Mr. Speaker, I yield 3 
minutes to the distinguished gen-
tleman from Ohio (Mr. PORTMAN), a 
member of the Select Committee on 
Homeland Security. 

Mr. PORTMAN. Mr. Speaker, I thank 
the chairman for yielding me this 
time. His passion and his persistence 
are the reason that we are here tonight 
to do this important work, and I appre-
ciate the role he played in moving this 
legislation through the system as chair 
of the Select Committee on Homeland 
Security. 

Mr. Speaker, there is an old saying 
that goes ‘‘Times change and we 
change with them too.’’ Times have 
changed and it is imperative to the se-
curity of our country, security of our 
families that our government change 
as well. 

On September 11, 2001, the terrorists 
who struck our homeland killed more 
civilians than all our foreign enemies 
combined. We all woke up to the fact 
that the threats we face now are very 
different from the ones we faced in the 
past. During the Cold War, we adapted 
our government structure to better 
utilize the resources we had to fight 
then a superpower. Today we face a 
more unpredictable and a more agile 
enemy and a very deadly enemy, and 
today we must reorganize our govern-
ment again so we can stop that enemy 
before it strikes again, and we are not 
ready. There are over 100 departments 
and agencies with some involvement in 
homeland security, and when every one 
is in charge, no one is in charge. There 
is no accountability in the current sys-
tem. 

Last summer President Bush pre-
sented to the Congress a very ambi-
tious and visionary plan to merge and 
consolidate responsibilities in a new 
Department of Homeland Security, 
similar to what Senator LIEBERMAN 
had proposed and what various com-
missions had proposed. He laid out 
three strategic objectives: First, pre-
vention of attacks; second, minimizing 
our vulnerabilities; and, third, mini-
mizing the damage and maximizing re-
covery should an attack occur. These 
three pillars provided us with a clear 
framework to align our resources, peo-
ple and capital, and to align responsi-
bility and accountability. This single 
unified structure will make us more ef-
ficient, will make us more effective in 
the fight against terrorism. It will not 
make us immune, but it will make us 
safer. 

I strongly believe in what we are 
doing tonight, not because we are cre-

ating a new department but because we 
are doing it the right way. We are giv-
ing this President and future Presi-
dents the flexibility they will need to 
make it work. That is budget flexi-
bility; it is organizational flexibility; 
and, yes, it is personnel flexibility to 
be sure the right people are in the right 
place at the right time to protect us. 
The 21st century threats that we now 
meet head on cannot be handled by 
early 20th century civil service rules 
and bureaucracy. So, yes, the President 
and the new Secretary of Homeland Se-
curity will have the flexibility to de-
sign a new human resources manage-
ment system, but it is one that will 
preserve fundamental civil service and 
worker protections while at the same 
time building a team atmosphere that 
is absolutely crucial by rewarding and 
promoting excellence and ensuring 
that we can do all we can to recruit the 
best people to this task. 

We have before us, Mr. Speaker, a bill 
that will both protect the homeland 
and protect workers’ rights. It is the 
right balance. 

Mr. Speaker, I urge my colleagues on 
both sides of the aisle to strongly sup-
port this legislation before us tonight. 
It represents an agreement between the 
House and the Senate and the White 
House, and by joining together we will 
send a strong message to the American 
people and to the other body that we 
are committed to doing all we can to 
protect our families and our country.

Mr. ARMEY. Mr. Speaker, I yield 3 
minutes to the distinguished gen-
tleman from Oklahoma (Mr. WATTS), 
the chairman of our conference and a 
member of the Select Committee on 
Homeland Security. 

Mr. WATTS of Oklahoma. Mr. Speak-
er, I thank the gentleman from Texas 
(Mr. ARMEY) for yielding me this time. 
I appreciate very much his leadership 
that he has shown on this issue and his 
persistence. 

Mr. Speaker, I rise to support this 
historic initiative to bolster the safety 
of Americans with an effective and fo-
cused Homeland Security Department. 
We are making the bureaucracy work 
for the American people rather than 
having the American people work for 
the bureaucracy. 

The House has come back to work in 
a post-election session so we can pass 
an initiative that has languished for 
far too long. One year, 2 months and 2 
days have passed since attacks on our 
Nation provoked the war on terror. Our 
military has responded with might 
abroad, but our vulnerability remains 
unnecessarily high here at home. From 
seaports to the air, roads to the rail, 
terrorists have too many opportunities 
to exploit openings in a hole-ridden 
fence that is supposed to be our home-
land defense. 

I have been working on this issue for 
many years, and I was privileged to be 
a member of the Select Committee on 
Homeland Security. I commend my 
colleagues on that panel for their com-
mitment, and I salute the President for 

his steadfast perseverance even as 
many thought we could not get the job 
done this year. 

The domestic terrorism waged on my 
home State in 1995 opened the eyes of 
Americans to the evil that can be per-
petrated by as few as two people. The 
bombing of the Oklahoma Federal 
building forever changed the lives of 
citizens who thought they were safe. 
The hijacking of four airplanes on Sep-
tember 11, 2001, multiplied that catas-
trophe to unspeakable proportions. 
Today, we are about to take a bold step 
to respond to such evil by learning 
from the actions of the past to prepare 
for unforeseen acts of terror in the fu-
ture. 

The Department of Homeland Secu-
rity will organize a government that is 
fractured, divided, and underprepared 
to handle the all-important task of de-
fending our great Nation from terrorist 
attack. 

My colleagues on the other side of 
the aisle have tried to muddy the wa-
ters by invoking special interests over 
national security. But that is not what 
this bill is about. The President needs 
the freedom and flexibility to protect 
the homeland. He, just like every Com-
mander in Chief since Jimmy Carter, 
must continue to have the ability to 
use presidential prerogative when it 
comes to the safety of the country. 

An amendment I offered months ago 
in committee remains in today’s legis-
lation and will help foster a better re-
lationship between the private sector 
and the new department by estab-
lishing a private sector liaison in the 
Secretary’s office.

b 1930 

This liaison will also work with gov-
ernment researchers and academia to 
procure the best tools mankind has to 
offer. 

Again, we are talking about the secu-
rity of our Nation. A promise made is 
a promise kept. By creating a Depart-
ment of Homeland Defense, we will be 
better prepared for acts of terror. 

This is an important victory for the 
safety of Americans from coast to 
coast, border to border. I urge my col-
leagues to pass this bill and help secure 
the future of this great land of ours we 
call home and the rest of the world 
calls America. 

Mr. WAXMAN. Mr. Speaker, I yield 2 
minutes to the gentlewoman from 
Texas (Ms. JACKSON-LEE). 

(Ms. JACKSON-LEE of Texas asked 
and was given permission to revise and 
extend her remarks.)

Ms. JACKSON-LEE of Texas. Mr. 
Speaker, let me thank the gentleman 
from California (Mr. WAXMAN), of 
course, for his leadership, and as well 
the bipartisan committee that was 
crafted in the House reflecting the 
work of many of our committees. 

Might I say for a moment that I do 
want to acknowledge the work of the 
majority leader, a colleague of mine 
from Texas. Not knowing what legisla-
tive agenda we will have tomorrow, I 
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would say to the gentleman from Texas 
(Mr. ARMEY), this might be a great 
swan song; and we thank the gen-
tleman very much for the work that he 
has done. 

I do want to raise some issues, and I 
appreciate the work of the Committee 
on Science and acknowledge that this 
may be the most important legislation 
created since maybe the creation of the 
now Defense Department, then the War 
Department, because it does deal with 
defense, security, domestic security, 
and ensuring that America is safe. 

But we also have to have an agency 
that works, a Department that works. 
The Committee on Science appreciates 
the creation of the Under Secretary for 
Science and Technology and a Home-
land Security Institute, because part of 
our security is in fact based upon the 
knowledge that we have. 

I am somewhat disappointed that the 
idea I had involving involvement and 
consultation with NASA because of its 
extensive satellite system was not in-
cluded, but I would look forward to 
this legislation being amended forth-
with so we can work with this and im-
prove it. I am also concerned about the 
function of the Inspector General and 
the issue of purging waste, fraud and 
abuse; and I am concerned as to the 
structure of that particular position. 

Moving quickly to the immigration 
issues on the Judiciary Committee, I 
am gratified that the Department of 
Children’s Affairs does still exist as we 
had designed it under the immigration 
legislation and in the Committee on 
the Judiciary, which separates out a 
procedure for children who are unac-
companied who are coming in as illegal 
immigrants. I believe that children 
need to be handled differently, and the 
gentlewoman from California (Ms. 
LOFGREN) and myself were very keen 
on this issue, and we thank those for 
their support. 

Let me also say I am very much ap-
preciative of the fact that we do have a 
bureau that deals with immigration 
services. I think that is good; and I 
think we should make sure this is a 
country of immigration, and immigra-
tion does not equate to terrorism. 

I hope this bill has some ability to 
bring people together, but I also hope 
we will look at it in the future and 
make it a better bill.

Mr. ARMEY. Mr. Speaker, I am 
pleased to yield 2 minutes to the gen-
tleman from Florida (Mr. MICA), the 
chairman of the Subcommittee on 
Aviation. 

Mr. MICA. Mr. Speaker, I thank the 
gentleman for yielding me time. 

Mr. Speaker, not only is this an ex-
cellent bill that gives the President the 
flexibility he needs to provide home-
land and domestic security, but this 
bill has some excellent provisions re-
lating to aviation security and the fu-
ture security of the aviation industry 
and our Nation. Let me address a cou-
ple of points that have been made here 
today. 

First of all, the extension on the 
checked baggage screening require-

ment. The week of November 12, 2001, 
when we passed the bill before it was 
signed into law November 19, we knew 
that we could not manufacture the 
equipment necessary, that it would be 
ludicrous to spend billions of dollars to 
try to meet arbitrary deadlines with 
equipment that does not work. But 
what we provided for here is equipment 
that will work, that can be installed on 
a realistic basis; and we have assisted 
our airlines in not compromising secu-
rity by putting in place in fact the very 
best measures. 

We also put a provision in here to 
arm our pilots. They asked for that 
protection. That is a good provision 
and it is long overdue, because we 
know they are the last line of defense; 
and they have requested this, seeing 
the gaps in the security system in 
transition. So I am pleased with that 
provision. 

Finally, the survival of the aviation 
industry. The war risk provisions and 
liability provisions are excellent. We 
held hearings on this issue, and one of 
the greatest areas of loss for our avia-
tion industry is not being able to ei-
ther obtain or obtain at reasonable 
cost liability and war risk insurance. 

This does not compromise security, 
it does not compromise jobs, and it 
does not compromise the future econ-
omy and progress of this Nation. 

So, Mr. Speaker, this is not a perfect 
bill. But it is a good bill, and it has 
some excellent provisions. I urge my 
colleagues to support this measure. 

The SPEAKER pro tempore (Mr. 
LAHOOD). The gentleman from Cali-
fornia (Mr. WAXMAN) has 3 minutes re-
maining, the gentleman from Texas 
(Mr. ARMEY) has 5 minutes remaining, 
and the gentleman from Texas has the 
right to close.

Mr. WAXMAN. Mr. Speaker, I yield 
myself the balance of my time. 

Mr. Speaker, I listened to the argu-
ments on the other side from people for 
whom I have an enormous amount of 
respect. The gentleman from Texas 
(Mr. THORNBERRY) has been working on 
this issue for some time, and the gen-
tlewoman from my own State of Cali-
fornia (Mrs. TAUSCHER) has also been 
very involved in creating such a De-
partment. I, too, have supported the 
idea of a Department for Homeland Se-
curity. But I think this bill creates so 
much bureaucracy and inefficiency 
that I fear that it will not accomplish 
its purpose. 

Primarily, what we should do is co-
ordinate the activities of the FBI and 
the CIA. We know the history of the 
FBI and its problems. Problems such as 
Hansen, a double agent, and how the 
FBI pursued Wen Ho Lee. We know 
about the ongoing problems of coordi-
nating between the FBI and the CIA. 
This bill does not do anything to en-
hance the cooperation between these 
two agencies. 

Instead of giving the White House the 
authority to review the budgets and to 
coordinate the activities of the agen-
cies of government involved in defend-

ing our homeland, this bill takes all 
those agencies of government and puts 
them into a new Department. Now 
there has to be a new bureaucracy set 
up in this new Department with all 
these new employees who used to do 
other things in other agencies to try to 
make this whole thing work. 

The President was not originally for 
this Department. The idea came from 
Senator LIEBERMAN, particularly, and 
others. Many of us argued there should 
be a Homeland Security Department 
with the power to streamline, not bu-
reaucratize. One that would be limited. 
One that controlled the operations of 
our border agencies, immigration, cus-
toms. We ought to have something 
along those lines. One with the White 
House authority written into law. 

The President created an Office of 
Homeland Security and appointed Gov-
ernor Ridge, but that office does not 
have the authority to make its deci-
sions stick with other parts of the Fed-
eral Government bureaucracy. I, with 
all due respect, think this is a real 
problem with this bill. 

In addition, we have not heard any-
body on the other side get up and de-
fend the smallpox special interest pro-
vision, the protection for the manufac-
turers of the vaccine. No one has even 
raised that issue on the other side. It 
was not in any bill that passed the 
House nor was before the Senate. Sud-
denly it appears here, condemning peo-
ple who are injured with the inability 
to sue if there was negligence on the 
part of a manufacturer of a vaccine. 
This is the ordinary way in which they 
can pursue those claims at the present 
time. 

Why is this special interest provision 
suddenly in this bill? Why is that here, 
without any opportunity to have it re-
viewed or analyzed? Why do we have 
provisions in this bill that protect the 
manufacturers who engage in negligent 
behavior when creating devices to be 
used for homeland security? 

I am troubled by the way this whole 
bill has been considered, and I would 
urge my colleagues to vote against the 
legislation.

Mr. ARMEY. Mr. Speaker, I yield 
myself the balance of my time. 

Mr. Speaker, I have listened care-
fully to the arguments in opposition to 
this bill. One reason being, Mr. Speak-
er, when we began this debate I was 
fascinating myself with the question of 
how could anybody oppose this bill. 
These are the four complaints I have 
heard: 

One, there seems to be a concern that 
the bill is being rushed to the floor. 
The gentleman from California just 
pointed out, the President of the 
United States for a long time did not 
adopt this idea. It had been proposed 
by many people, and many Democrats. 
Only after seeing the thorough need 
and the thorough possibilities for suc-
cess did the President in June propose 
Homeland Defense. 

This House of Representatives 
worked on it, and with the Select Com-
mittee working in consultation with 
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all the committees of jurisdiction in 
this House, with testimony taken from 
the chairman and ranking member of 
each of these committees, produced the 
bill that was brought to this floor and 
passed on July 23 with 295 votes. We 
have waited on the other body; and 
only after an exhaustive wait did the 
President propose, insist, last week 
that we move forward, and now it ap-
pears that both bodies will. 

Pursuant to the President’s insist-
ence of last week, we have worked lit-
erally night and day in consultation 
with all the committees of jurisdiction 
in both bodies and with the White 
House to craft this legislation which 
today we bring to the floor. 

In that regard, Mr. Speaker, let me 
say that we owe an expression of appre-
ciation to so many staff on both sides 
of the aisle, on both sides of the build-
ing and in the White House and the 
agencies of the government for all of 
their hard work, night and day, lit-
erally, for the last 4 or 5 days. 

But may I take just a moment for a 
special thank you. Those men and 
women who labor on behalf of all of us 
in the Office of Legislative Counsel are 
too seldom recognized; and with the in-
dulgence of this body, let me single 
them out for special appreciation for 
the efforts they have made. 

No, this was not rushed to the floor. 
We worked hard on it; we worked to-
gether on it. Virtually every Member 
of this body and the other body was 
consulted in some way on some part of 
this bill. 

We are told that America does not 
care about homeland security. Were 
you not listening? I think they made 
the point last week. They do care. It is 
important. 

We were told that Members did not 
get to participate. I know of no piece of 
legislation brought before this body in 
my 18 years I have been here where 
there has been more comprehensive, 
committee-by-committee, sub-
committee-by-subcommittee, Member-
by-Member participation in the process 
of preparing the bill. 

We were told that the bill was being 
offered for political purposes in antici-
pation of the next election. Mr. Speak-
er, let me say as my final point, I know 
of no time in my 18 years in this body 
where the principal author of a bill 
brought to this floor had less interest 
in the next election than this time 
here.

Mr. BLUMENAUER. Mr. Speaker, from the 
beginning of the homeland security debate, 
after studying evidence and listening to Orego-
nians, my priorities have been clear. Strength-
ening the capacity of our government agen-
cies to defend our nation from terrorist attacks 
is necessary and vital to our society. Our na-
tion will benefit from better communication 
among federal agencies and from improved 
safety of air travel, our borders, our ports, and 
our water supplies. However, we must develop 
a focused strategy to protect our nation rather 
than taking cosmetic actions. 

We need to address the intelligence failures 
that led up to the event of September 11. We 

need to work with local governments to coordi-
nate responses to future attacks. The pro-
posed Department does not address either. A 
massive restructuring of the federal govern-
ment will not necessarily improve the security 
of our nation. 

As has been documented time and again in 
jarring detail by the news media, the FBI and 
CIA were not properly coordinated before Sep-
tember 11. This enormous reorganization, 
rather than dealing with fundamental problems 
between these two agencies, adds a third gov-
ernmental department to the uncoordinated 
mix. 

My own experience is that government reor-
ganizations are difficult and complex. There 
are many demands on employees and strip-
ping away workers’ protecting will only create 
friction and uncertainty. It would be more sim-
ple and fair to make adjustments for those 
employees that work primarily with intelligence 
or terrorism investigations than to strip away 
the collective bargaining rights of all employ-
ees included in this new government. 

Finally, the timing is problematic. The lead-
ership rushed the first bill through the House 
in an attempt to pass it into law before the an-
niversary of September 11. Now, just days 
after the election, the House and Senate Re-
publicans produce a new bill, exempting labor 
protections for workers, in back room negotia-
tions. A significant reorganization would be 
better served by an open, inclusive process. 
The Homeland Security Department, as pro-
posed in this bill, will detract from our ability to 
truly protect our nation. 

Mr. CONYERS. Mr. Speaker, the tone of bi-
partisanship the Republicans used to win con-
trol of Congress has ended. We saw a draft of 
this bill, which is the largest reorganization of 
the Federal government in decades, only late 
yesterday afternoon. We were not given any 
opportunity to make improvements, and we 
now find ourselves on the House floor under 
a rule that prohibits amendments. I have more 
concerns with this legislation that I can count, 
but I will focus on three: the anti-labor, anti-im-
migration, and pro-corporate irresponsibility 
provisions. 

First, this legislation guts the civil services 
and collective bargaining protections that cur-
rently exist for Federal employees. It makes it 
difficult for employees of the Homeland Secu-
rity Department to collective bargain for fair 
compensation. The argument from the other 
side seems to be that employees who have 
rights might not be able to do their jobs effec-
tively. But does anyone remember who the 
heroes of September 11 were? It was the fire-
fighters and police officers of New York and 
Virginia, all of whom were members in good 
standing of organized labor. Can anyone sug-
gest that their civil service and union protec-
tions did anything to weaken their resolve? Of 
course not. 

Second, this legislation moves the entire Im-
migration and Naturalization Service, its serv-
ices and enforcement functions, into the new 
Department. To the contrary, in the INS reor-
ganization bill that I supported and we passed 
earlier this Congress, we kept the services 
portion of the INS in the Justice Department 
and moved only the enforcement functions to 
the Homeland Security Department. By mov-
ing both functions of the INS to the Homeland 
Security Department, this legislation by impli-
cation treats all immigrants are terrorists. 

Finally, this bill provides civil liability protec-
tions for government contractors that provided 

‘‘anti-terrorism products.’’ The new Secretary 
could immunize from any tort lawsuit the con-
duct of any company that sold defective anti-
terrorism products to the government or the 
public. This means that a family that pur-
chases a product to protect itself from ter-
rorism, and finds the product to be useless, 
might have no cause of action against the 
contractor. The immunity provision also could 
shift the burden of identifying the wrongdoers 
and apportioning blame from the defendant to 
the victim.

Ms. SCHAKOWSKY. Mr. Speaker, I rise in 
opposition to H.R. 5710, the Homeland Secu-
rity Act of 2002. This is the second homeland 
security bill the House has considered this 
session and it is still a far cry from a measure 
that will live up to the promise of its name. I 
am not convinced this bill will in fact make 
Americans safer than they are today. More-
over, the bill contains misguided and dan-
gerous provisions that may cause more harm 
than good. 

We all agree we must do more to protect 
our country from threats posed by those who 
wish us harm and those who wish to alter the 
way we live our lives. I am disappointed that 
the measure before us does not represent a 
more positive step in that direction. I am also 
disappointed that provisions I opposed when 
the House first considered this legislation are 
still in the bill. 

There are a number of serious problems 
with this legislation that force me to vote 
against it for a second time. 

This bill gives broad new authority to the 
President to reorganize the massive federal 
workforce created by this legislation. The bill 
gives the President an excuse to disregard 
and to take away hard-won civil service pro-
tections and collective bargaining rights for 
employees of the new Department. At a time 
when agencies throughout the federal govern-
ment—in Washington, D.C. and in cities 
across the country—are having difficulty at-
tracting and retaining qualified employees, this 
bill could turn employees of the new depart-
ment into second class workers. What kind of 
a signal will we send to those federal workers 
if we ask them to move and tell them that they 
will lose many of the guaranteed rights that 
they now enjoy? How many of those workers 
will decide to leave federal service and move 
to the private sector? For those workers who 
do stay, how can we expect them to dem-
onstrate high morale and commitment when 
they know that they lack the same rights as 
their federal colleagues in other agencies? 

There is no national security rationale for 
stripping workers of their basic rights. I am 
particularly concerned about the fate of admin-
istrative workers in agencies that are to be 
transferred to the new department. Many of 
them are not directly involved with homeland 
security issues but will nevertheless be denied 
their rights. Congress enacted civil service 
protections and collective bargaining rights so 
that we could attract the very best to govern-
ment service. We should not give this or any 
other Administration the right to take them 
away. As we stand together to fight terrorism, 
we should also stand together for the rights 
and well being of federal workers. 

The House also missed an opportunity 
today to provide real protections for whistle-
blowers. I offered an amendment that would 
guarantee American patriots who come for-
ward to expose improprieties and threats to 
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our security a guarantee that, if they are retali-
ated against for their actions, they will have a 
right to legal recourse. 

This bill creates an exclusion from the Free-
dom of Information Act to all information deal-
ing with infrastructure vulnerabilities that is vol-
untarily submitted to the new department. This 
is an unnecessary provision because, under 
current law, the government already has the 
authority to exempt from FOIA information that 
meets one of several standards, including that 
which is related to national security and trade 
secrets. This bill also exempts committees 
created by the Secretary of Homeland Secu-
rity from the Federal Advisory Committee Act. 
This would allow the Secretary to create se-
cret forums where lobbyists for all sorts of 
special interests could push their agendas with 
the Administration without concern that the 
public would find out and regardless of wheth-
er their discussions are about security or busi-
ness goals. 

The legislation before us today negates the 
Congressionally-mandated requirement that all 
airports have the ability to screen checked 
baggage for explosives. One of our most 
frightful and realistic vulnerabilities is the sta-
tus of our air travel system in this country. It 
is a sad message to send to our constituents 
and the flying public that we are not willing to 
do what it takes to ensure the skies are truly 
safe. Many on the Republican side have ar-
gued that the task of providing equipment to 
secure our planes and prevent terrorist de-
vices from making their way on board is too 
costly. We cannot afford to do otherwise. 

I am very disappointed to see that the bill 
before us today takes a step away from pro-
viding true security for people by protecting 
them from discrimination and mistreatment. 
Unlike H.R. 5005, which establishes an Office 
for Civil Rights and Civil Liberties with a Direc-
tor, this new bill simply appoints an officer to 
review and assess information alleging abuses 
of civil rights, civil liberties, and racial and eth-
nic profiling. I offered an amendment to estab-
lish an Office for Civil Rights and Civil Lib-
erties, and I feel that anything less will fail to 
adequately meet the goal of ensuring that no 
one is mistreated by this new department. 

I would also like to draw my colleagues’ at-
tention to the issue of how our immigration 
system is organized within this bill. I come 
from an immigrant-rich district and I have 
made it a top priority to ensure that new-
comers to this country are received in a fair 
and considerate manner. I am pleased that 
H.R. 5710 retains the provisions establishing 
an Ombudsman’s office to assist individuals 
and employers in resolving problems with citi-
zenship and immigration services. The bill also 
takes steps to hold the Bureau of Citizenship 
and Immigration Services accountable by re-
quiring it to report how it is handling its immi-
gration caseload and how it is working to 
eliminate its infamous backlogs. These are 
very important steps, and I urge my col-
leagues to continue to work to improve upon 
these new provisions, as well as the organiza-
tion of immigration functions, so that the qual-
ity and efficiency of the services offered to im-
migrants are not compromised, and are in fact 
improved. 

Unfortunately, this bill fails to address even 
the most obvious and immediate homeland 
security concerns. It does not address the se-
rious problem of information sharing and com-
munication among the intelligence community. 

The CIA and FBI are left out of this new de-
partment and there is no provision in this bill 
clearly stating the mechanism for past commu-
nications failures to be fixed. Instead, what the 
President and the Republicans in the House 
put forth is a massive reorganization of the 
federal government, nothing more than a re-
shuffling of the deck, with a few added tools 
for the Administration. Simply shifting people 
and agencies will not make America safer and 
that is all we will accomplish if we pass this 
bill. I urge all members to reject this flawed 
legislation and to focus on efforts that will ac-
tually enhance our security and maintain our 
American way of life.

Mr. HASTINGS of Florida. Mr. Speaker, I 
rise in strong opposition to the 11th-hour 
version of the Homeland Security Act. 

When the House originally debated this leg-
islation last August, more than one hundred 
amendments were submitted to the Rules 
Committee. Barely 1⁄4 of those amendments 
were considered in order, despite rec-
ommendations from eleven congressional 
committees. Now we’ve been presented with a 
new, 484 page version of the bill, and are not 
being given any time to assess its merits and 
flaws. 

During our first debate, I introduced an 
amendment that protected the Equal Employ-
ment Opportunity and whistleblower rights of 
civil servants. My amendment was unani-
mously approved, a clear indication that fed-
eral workers’ rights are an important concern 
for this Congress. In fact, this issue was so 
important that it caused the first bill to get 
bogged down in the Senate for more than 
three months. 

Although I note that the protections in my 
Amendment have been included, the new 
version gives the Secretary the authority to es-
tablish a ‘‘contemporary’’ human resources 
management system, but does not define the 
word ‘‘contemporary’’ in this context. This au-
thority will affect the 170,000 federal workers 
who will transfer to the new department and 
deserves careful scrutiny and debate. 

Another disturbing item in this bill is the un-
precedented authority of the new Secretary, 
who will be able to transfer funding between 
departments in the new agency without any 
congressional authority or oversight. In other 
words, Congress can approve appropriations 
for one program, and the Secretary can arbi-
trarily decide to spend those tax dollars on 
something else, without congressional ap-
proval. This initiative sets a rather alarming 
precedent for the entire executive branch of 
government; one that deserves our full and 
careful attention. 

Either we’re going to create a new depart-
ment, or we’re going to change the civil serv-
ice laws and revamp the Executive branch of 
government. I don’t believe we should attempt 
to do both in one piece of legislation. 

The American people are counting on us to 
create a new department that will reduce our 
vulnerability and prevent future terrorist at-
tacks. They are also counting on us to do this 
in a fiscally responsible manner. The earliest 
the new department would be funded would 
be January 11, 2003. If we have a year, then 
let’s take a year and do this right. Let’s make 
sure that the new department will deliver what 
it promises, and let’s make sure we know 
what it will cost. 

The Homeland Security Act, as written, is 
not ready for prime time. We have been given 

no time to review the bill, and no opportunity 
to debate the bill and no option to amend the 
bill, but we are being asked to approve the 
bill. 

Although there are differences between the 
first and second versions, different, in this 
case, does not mean better. As I said in my 
floor statement three months ago, if we don’t 
take the time to do this right, we’re going to 
have to make the time to do it over, and here 
we go again . . . 

Let’s give this legislation the time and atten-
tion it deserves and create a Department of 
Homeland Security that will do what we need 
it to do. We must have Homeland Security 
legislation that actually improves our home-
land security, not just creates a new federal 
agency with new civil service rules and 
unmonitored spending authority for its Sec-
retary. 

I urge my colleagues to vote ‘‘no’’ on this 
bill.

Mr. HOYER. Mr. Speaker, much of the con-
troversy swirling around this Homeland Secu-
rity Act relates to our treatment of Federal em-
ployees, many of whom stand on the front 
lines in our war against terrorism. 

I share the deep concern of those who be-
lieve that the reorganization proposed under 
this bill will undermine the rights given by law 
to thousands of our Federal employees. 

And let me note: Earlier this year, I specifi-
cally asked OPM to cite even one example in 
our nation’s history where union membership 
had threatened our national security. OPM 
could offer none. 

However, the controversy surrounding the 
rights of Federal employees is not the basis of 
my opposition to this Homeland Security Act. 
And I am deeply concerned that the attention 
devoted to it obscures the larger point. 

As the Baltimore Sun observed on Sep-
tember 23rd: 

‘‘Months of debate have made clear that this 
bureaucratic boondoggle offers no promise of 
making the homeland more secure. Worse, it 
takes the focus off the need for tighter over-
sight of the nation’s security systems.’’

I am greatly concerned, Mr. Speaker, that 
this legislation could actually harm our ability 
and readiness to protect our homeland. 

Under this legislation, 22 existing agencies 
and programs and 170,000 people would be 
integrated into this new department. 

Yet, many of the agencies that are critical to 
our homeland security would not even be part 
of this reorganization. 

Furthermore, this act fails to recognize that 
the FBI, DEA and INS are currently grouped 
within the Department of Justice, but do not 
effectively communicate with one another. 

As special agent Colleen Rowley’s testi-
mony indicated earlier this year, the FBI even 
has trouble communicating within its own 
agency. 

We must not delude ourselves into believing 
that rearranging deck chairs will protect our 
ship of state. 

What’s needed is greater sharing of infor-
mation within and among the agencies that 
protect our homeland, so that we may coordi-
nate and synthesize the enormous amounts of 
information that our government collects. 

And we need a lean homeland security of-
fice that has the mission and authority to de-
velop and implement a comprehensive strat-
egy for homeland security. 

In analyzing this issue, the General Ac-
counting Office warned in July: 
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It is clear that fixing the wrong problems, or 

even worse, fixing the right problems poorly, 
could cause more harm than good in our ef-
forts to defend our country against terrorism.’’

This act fails to fix our most obvious prob-
lem—effective information sharing among 
agencies. 

I urge my colleagues to vote against it.
Mr. LANGEVIN. Mr. Speaker, I rise today in 

support of the creation of a Department of 
Homeland Security and am pleased that we 
are able to consider this important issue be-
fore the end of the 107th Congress. 

I am pleased that this legislation largely re-
flects the recommendations of the U.S. Com-
mission on National Security for the 21st Cen-
tury, chaired by Senators Gary Hart and War-
ren Rudman, which assessed the nation’s se-
curity vulnerabilities and recommended the 
creation of a Cabinet-level Department of 
Homeland Security. By consolidating the secu-
rity functions of 22 separate federal agencies 
into one department, we can ensure that our 
nation puts forth a united front against ter-
rorism on our soil. The new department rep-
resents a major step forward in our efforts to 
protect the American people. Furthermore, it 
will serve as an important resource to police, 
fire, and emergency medical service workers, 
who represent the first line of defense against 
terrorism. 

In July, the House passed a similar meas-
ure, H.R. 5005, which I supported. However, 
at that time, I urged my colleagues to improve 
certain provisions in the bill so that we might 
safeguard civil service protections for depart-
ment employees and preserve existing good 
government laws. I am disappointed that to-
day’s bill did not go further in those respects. 
The proposed Department of Homeland Secu-
rity could employ as many as 170,000 people, 
and we should promote a work environment 
that enhances their ability to protect the Amer-
ican people. 

I will support this legislation today because 
it is the responsibility of Congress to keep 
America safe from future acts of terror. Fur-
thermore, I will closely monitor its implementa-
tion to ensure that we protect the security of 
our nation as effectively as possible.

Mr. PASTOR. Mr. Speaker, although I am a 
strong supporter of fully utilizing all possible 
resources to combat this new and tragic war 
on terrorism, I have serious reservations over 
the proposal being presented to us today. 

Realistically, this bill would do nothing more 
than rearrange the deck chairs on the Titanic. 
What we really need is to address basic agen-
cy policies and promote efficient exchange of 
information without diminishing critical agency 
missions. 

Keeping major intelligence gathering 
sources separated from this agency and mov-
ing desks across the hall, begs the question 
as to what we will be accomplishing by this 
move? Will it result in a smoother information 
flow, not just from one Washington office to 
another, but to the actual communities which 
must have as much lead time as possible to 
prepare for attack? Are we actually expanding 
agency areas of responsibility or will it be 
business as usual? What are we really doing 
to ensure dam, water supply, energy sources, 
and transportation safety? What are we really 
doing to provide an enhanced capability to ad-
dress hazardous material, chemical, or biologi-
cal threats? What are we really doing to im-
prove our risk, threat, and vulnerability assess-

ments? What are we really doing to improve 
the delivery of emergency food, shelter, and 
medical care in the event of another tragedy? 

Troublesome are inconsistencies found in 
the bill. For example, is the Administration’s 
repeated statements that this bill would con-
solidate training programs, yet, under Section 
403 we see the Department of Justice’s Office 
of Domestic Programs which does COPS 
training being placed under ‘‘Border and 
Transportation Security,’’ while other training 
programs are being place under ‘‘Emergency 
Preparedness and Response’’ under Section 
503. 

Another example is found under Section 
201(d)7, where the Under Secretary for Infor-
mation Analysis and Infrastructure Protection 
is charged with exercising primary responsi-
bility for public advisories related to threats to 
homeland security, while in Section 214(g) it 
states that the federal government may pro-
vide advisories, alerts, warnings to relevant 
companies, targeted sectors, other govern-
ment entities, or the general public regarding 
potential threats. Where is the coordination 
and are we creating two separate sets of 
warnings? 

Questions have been raised on the coordi-
nation mechanism between Homeland Secu-
rity officials and other Departments. For exam-
ple, if Homeland Security officials are des-
ignated to establish research efforts and at-
tempt to direct Department of Defense agen-
cies on those efforts, who actually has final 
authority? 

In particular, I am troubled that this legisla-
tion offers so little to assist first responders, 
the men and women on the street who will-
ingly put themselves in harm’s way for the 
greater good. We must ensure that these 
dedicated citizens are provided with all pos-
sible resources to both protect them and sup-
port their mission. 

I am hopeful that this legislation is defeated 
and the Congress continues to consult with 
experts in a more circumspect manner and 
that crafts a measured more approach that 
maximizes our ability to anticipate, prevent, 
and react to acts to terrorism.

Mr. BENTSEN. Mr. Speaker, today I rise in 
support of H.R. 5710, which establishes a De-
partment of Homeland Security as an execu-
tive department of the United States, headed 
by a Secretary of Homeland Security. The pri-
mary mission of the Department of Homeland 
Security will be to anticipate and prevent fu-
ture terrorist attacks, reduce America’s vulner-
ability to terrorism, and improve upon our ex-
isting ability to respond and recover from any 
possible terrorist attacks. The tragedy of the 
September 11th terrorist attacks underscored 
a changing environment for the United States 
and exposed glaring weaknesses and 
vulnerabilities in our domestic security infra-
structure. As a Congress, we must address 
our most fundamental priority and responsi-
bility, ensuring the security and liberty of our 
nation. Today’s legislation would do just that, 
consolidating 22 different agencies with vary-
ing responsibilities for border security, bioter-
rorism defenses, and disaster mismanagement 
into one streamlined organization, the Depart-
ment of Homeland Security. Within the Depart-
ment of Homeland Security will be four pri-
mary divisions: the Border and Transportation 
Security Directorate, the Emergency Prepared-
ness and Response Division, the Science and 
Technology Directorate, and the Information 

Analysis and Infrastructure Protection Direc-
torate. 

More importantly, H.R. 5710 restructures 
key agencies by shifting control of their direc-
tives to the new Department of Homeland Se-
curity. A key example of this is the abolish-
ment of the Immigration and Naturalization 
Service (INS). Instead, the bill creates two 
new agency components, one responsible for 
immigration enforcement and visa matters, 
and the other handling citizenship matters. 
This provision is similar to legislation I co-
sponsored in the previous 106th Congress, 
which would have split the INS into separate 
agencies to make it more efficient, account-
able, and fair with regard to general immigra-
tion and citizenship matters. I am pleased that 
H.R. 5710 includes these crucial reforms, as 
the INS is an agency in dire need of overhaul. 

Mr. Speaker, I am pleased that H.R. 5710 
includes provisions similar to H.R. 4598, the 
Homeland Security Information Sharing Act, 
which will require the administration to develop 
procedures for the sharing of both classified 
and declassified information between federal 
agencies and the appropriate state and local 
authorities. Furthermore, existing barriers 
against the sharing of foreign intelligence are 
relaxed as well. As was so clearly dem-
onstrated by the events of September 11th, 
the failure to share and disseminate crucial in-
telligence and timely threat information 
through the appropriate channels can have 
devastating consequences. While I understand 
the necessity of protecting intelligence-gath-
ering methods, I believe that in order for there 
to be truly effective and comprehensive home-
land security, state and local officials must be 
adequately informed of pending threats facing 
their communities. I believe H.R. 5710 strikes 
that careful balance between the protection of 
intelligence methods and the dissemination of 
necessary intelligence to state and local au-
thorities, information crucial to them in pro-
tecting their communities. 

Mr. Speaker, while I am in strong support of 
the core concepts behind the Department of 
Homeland Security, I continue to have some 
concerns about specific aspects of the legisla-
tion. I am concerned about provisions which 
would allow the new Department to establish 
a new personnel management system and 
pay systems for its employees, outside of the 
existing civil service system, which could pos-
sibly undermine important civil service protec-
tions. However, I am pleased that the current 
version of homeland security legislation, H.R. 
5710, is an improvement over the House-
passed H.R. 5005 in regards to civil service 
protection, because it allows for a period of 
notification, provides venues of mediation, and 
includes provisions for appeal procedures. 

In addition, H.R. 5710 also limits legal liabil-
ity for certain anti-terrorism products certified 
by the new Department. While the desire to 
promote the widespread commercial use of in-
novative new technology against terrorism is 
laudable, I believe it should not come at the 
expense of important legal accountability and 
safety standards. 

However, I also find that there is much in 
H.R. 5710 that is very necessary for passage 
and enactment including authorization for De-
partment of Health and Human Services to ad-
minister the smallpox vaccine to segments of 
the public, and the creation of tax-deductible 
charitable funds to be used to compensate 
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military, law enforcement, and intelligence per-
sonnel killed in the line of duty as a result of 
a terrorist action. 

For all these reasons, Mr. Speaker, I will 
support H.R. 5710, and support the effort to 
create this timely and vital cabinet-level De-
partment. I urge my colleagues to join me as 
we take the steps necessary towards pro-
tecting our country from future potential at-
tacks and to send a message to the American 
people before we adjourn the 107th Congress 
that this Congress, their Congress is deter-
mined and resolute in protecting them and 
their families at all costs.

Mr. BOEHLERT. Mr. Speaker, I rise in 
strong support of H.R. 5710, a bill too long de-
layed, which will establish a Department of 
Homeland Security. I want to acknowledge the 
perseverance of the President and the Leader-
ship, which has enabled this bill to come be-
fore us today. I also want to acknowledge the 
long weekends and nights of hard work that 
went into this bill, especially by Margaret 
Peterlin and the rest of the Majority Leader’s 
staff. We appreciate the close working rela-
tionship our staff on the Science Committee 
has had with the Leadership staff. 

Mr. Speaker, I’ll be quite brief today be-
cause I outlined the Science Committee’s per-
spective on this bill when H.R. 5005 passed in 
July. 

Let me just say now that I am delighted that 
the Department of Homeland Security will 
have an Under Secretary for Science and 
Technology. As I keep saying, the war against 
terrorism, like Cold War, will be won as much 
in the laboratory as on the battlefield. With 
that in mind, we felt it essential that the De-
partment have a directorate and an Under 
Secretary with clear responsibility for R&D 
across the Department. I’m pleased that just 
about everyone has come around to this point 
of view. 

I believe that cybersecurity and R&D will be 
among the areas in which the Department will 
make its greatest contribution. These are 
areas in which the Department will not just im-
proving coordination among existing agencies, 
but will have to build new capacity from the 
relatively limited building blocks that are being 
transferred into the Department. I urge pas-
sage of this bill.

Ms. EDDIE BERNICE JOHNSON of Texas. 
Mr. Speaker, I rise in reluctant opposition to 
the Homeland Security Act today. There is not 
one Member of Congress who does not want 
to stand in a united front in our war against 
terrorism. And like all Members of this body, I 
recognize the importance of strengthening 
homeland security. The people of the 30th 
Congressional District of Texas have entrusted 
me to do both. However, in keeping with that 
trust, I could not vote for legislation that cre-
ates a sprawling bureaucracy while leaving so 
many important security questions unan-
swered. 

Let me be clear that I remain committed to 
providing all of the resources necessary to 
combat terrorism through a strong, efficient 
Department of Homeland Security. I am also 
extremely supportive of the provision in this 
legislation that extends the December 31, 
2002 deadline an additional year for airports to 
install explosives detection equipment. In my 
district in Texas, DFW Airport desperately 
needs more time to install the equipment nec-
essary for the baggage screening deadline. I 
worked with leadership to ensure DFW would 

be granted this extension, and I commend ne-
gotiators of this legislation for including this 
desperately needed provision. 

Unfortunately, the underlying legislation re-
mains unacceptable for a number of reasons, 
and I must oppose the bill. I strongly oppose 
the provision in this legislation that will arm 
commercial airline pilots and strip away civil 
service protections for our nation’s federal 
workers. As I have repeatedly said during this 
debate, arming pilots is simply not the answer 
to improving our airline security. If we truly 
want to increase safety aboard our nation’s 
aircraft, we should concentrate our resources 
on putting Air Marshals on 100 percent of all 
flights. I must continue to stress to my col-
leagues that there are many unanswered 
questions as to whether widespread arming of 
pilots would create more safety hazards than 
security benefits. 

I also remain concerned that Republicans, 
under the guise of homeland security, have 
made this legislation on assault on the civil 
service protections of our nation’s federal 
workers. Among its provisions, legislation 
would allow DHS to arbitrarily reduce salaries 
of employees without giving them a legitimate 
appeals process comparable to employees of 
other federal departments. I cannot support 
this attempt to rob workers of their key em-
ployment protections. 

I am also concerned about the disregard the 
formation of DHS has shown for the com-
mittee process. When the Science Committee 
marked up the Homeland Security legislation 
in July, I offered an amendment that would 
have aligned federally funded research at the 
new department with existing policies at the 
Departments of Defense and Energy. My 
amendment was based upon a sound, proven 
policy for dealing with classified research as 
articulated in 1985 by former President Ronald 
Reagan in National Security Decision Directive 
189. My amendment was adopted by a bipar-
tisan majority of almost 2 to 1. Yet when the 
Homeland Security legislation proceeded to 
the Select Committee, my amendment was 
stripped from the Science Committee’s mark. 

When I asked my friend and colleague from 
North Texas, Mr. ARMEY, why an amendment 
that passed in committee with overwhelming 
support was not included, he told me that the 
Science Committee did not support the 
amendment. I was unable to offer my amend-
ment on the floor of the House, presumably 
for the same reason. As a result, once the De-
partment of Homeland Security is signed into 
law, we will have federal agencies that con-
duct classified research in two very different 
ways, regardless of the fact that one of these 
ways has been proven to be sound policy in 
its almost two decades of use. This is very un-
fortunate, because it is contrary to the expert 
advice provided at the Science Committee’s 
October 10, 2002, hearing entitled, 
‘‘Conducting Research During the War on Ter-
rorism: Balancing Openness and Security’’. 
Witnesses from academia and the Bush Ad-
ministration attested to the wisdom of NSDD–
189 and how it has been a guiding principle in 
conducting federally funded classified re-
search. 

It is my sincere hope that Congress will 
heed the advice of expert witnesses and two 
decades of proven science policy and recon-
sider the guidelines for federally funded classi-
fied research at the new DHS. 

I realize that this legislation will pass today, 
and as I have mentioned, I sincerely wish I 

could lend my support to it in extending the 
current deadline for screening all checked 
baggage with explosive detection equipment. 
But since this bill includes provisions that will 
diminish aviation security and protections, I re-
gret that I must vote against this bill. 

Mr. SMITH of Texas. Mr. Speaker, the 
President has stated about the creation of a 
Homeland Security Department: ‘‘[we] face an 
urgent need, and we must move quickly, this 
year, before the end of the congressional ses-
sion.’’ We fulfill that request today by passing 
H.R. 5710, the Homeland Security Act. 

This bipartisan legislation accomplishes 
many goals. The Gilmore Commission stated 
in 2000 that the national strategy against ter-
rorism must address intelligence, deterrence, 
prevention, preemption, crisis management, 
and consequence management. This bill does 
just that.

H.R. 5710 includes the provisions of H.R. 
3482, the Cyber Security Enhancement Act, 
legislation I introduced that passed the House 
overwhelmingly in July. These provisions 
strengthen the penalties against those who 
commit cyber crimes. They also establish the 
Office of Science and Technology within the 
National Institute of Justice, which guarantees 
the ability of NIJ to continue managing the im-
portant work of that office. 

H.R. 5710 also includes legislation I cospon-
sored to require information sharing among 
Federal, state, and local law enforcement 
agencies. 

The Department of Homeland Security will 
have a strong law enforcement role, but this 
role is distinct from that of the Department of 
Justice, which remains the principal law en-
forcement agency of the United States. 

The role of the Department of Justice is fur-
ther enhanced by the transfer to it the Bureau 
of Alcohol, Tobacco and Firearms and the law 
enforcement training functions of the Federal 
Law Enforcement Training Center. 

The Homeland Security bill will improve our 
nation’s immigration system by restructuring 
the INS. The INS has proven time after time 
that in its current form it is unable to handle 
the implementation of our nation’s immigration 
laws. Among other improvements, the INS will 
be split into two agencies—one to handle 
services and one to handle enforcement. This 
will greatly improve the effectiveness and effi-
ciency of our immigration system. 

Defending against terrorists who can strike 
almost any time anywhere requires a change 
in how we approach the problem. The Depart-
ment of Homeland Security will have a clear 
focus and clear mission to protect Americans 
from terrorists whether inside or outside our 
borders. 

I urge my colleagues to support final pas-
sage.

Mr. THOMAS. Mr. Speaker, I rise in support 
of H.R. 5710 creating the Homeland Security 
Act of 2002. 

The protection that we seek today with the 
creation of the new Department is for our peo-
ple, our property, and our economy. The U.S. 
Customs Service has been on the frontline 
supporting and defending our nation for more 
than 200 years, since its creation by the fifth 
Act of Congress as the first Federal agency of 
the new Republic. The many functions of Cus-
toms are as important today as they were at 
the start of our nation. 

Passage of the Homeland Security Act of 
2002 is the right decision for the country. This 
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country is only as safe and secure as the 
economy that supports it. Last year over $1 
trillion in merchandise was imported into the 
country. That is indispensable fuel for our 
economy Customs collected over $20 billion of 
revenue. I am pleased the final bill keeps im-
portant elements recommended by the Ways 
and Means Committee in order to protect the 
trade functions of the Customs Service that 
are so vital to the strength of this land. In par-
ticular, the bill keeps Customs core revenue 
functions whole, which ensures that the many 
trade and enforcement functions will be car-
ried out. 

Our bipartisan agreement in this bill: 
Transfers the Customs Service in its entirety 

to the Department of Homeland Security Divi-
sion for Border and Transportation Security. 

Identifies revenue-related offices and func-
tions within Customs (about 25 percent of the 
agency) and prohibits reorganization or de-
crease in their resources or staff. 

Requires that adequate staffing of customs 
revenue services be maintained, and requires 
timely notice to Congress of actions that would 
reduce such service. 

Maintains the Commissioner of Customs as 
Senate-confirmed. 

Transfers all authority exercised by Customs 
to Homeland Security with the exception of 
revenue collecting authority, which would re-
main at the Treasury Department. Treasury 
may delegate this authority to Homeland Se-
curity. 

On this last point I would like to clarify that 
our purpose has been for the Treasury De-
partment to remain integrated in the revenue, 
trade, and macroeconomic aspects of Cus-
toms’ work. As such, we do not expect a 
wholesale abandonment of involvement by 
Treasury. We will scrutinize any delegation to 
assure that it fits within the purpose envi-
sioned by Congress. 

For these reasons I urge a ‘‘yes’’ vote on 
House Resolution 5710.

Mr. TOM DAVIS of Virginia. Mr. Speaker, I 
rise in strong support of this bill and to com-
mend my good friend, Majority Leader ARMEY 
for his efforts in putting together this bipartisan 
package. This legislation will allow us to have 
a coordinated response to any future terrorist 
threat. H.R. 5710 includes many critical provi-
sions I authored that will allow us to work 
closely with the private sector to deploy the 
latest technology solutions, address ongoing 
information security weaknesses within the 
federal government, and facilitate necessary 
information sharing among our critical infra-
structures. 

The events of September 11th and the en-
suing war on terrorism have raised an unprec-
edented awareness of the vulnerabilities we 
face. This has naturally focused more atten-
tion on security issues, particularly with re-
spect to information security. From my work in 
the Government Reform Committee, it is clear 
that the state of federal information security 
suffers from a lack of coordinated, uniform 
management. Federal information systems 
continue to be woefully unprotected from both 
malevolent attacks and benign interruptions. 

Poor information security management has 
persisted in both the public and private sectors 
long before IT became the ubiquitous engine 
driving governmental, business, and even 
home activities. As our reliance on technology 
and our desire for interconnectivity have 
grown, our vulnerability to attacks on Federal 

information systems has grown exponentially. 
The high degree of interdependence between 
information systems, both internally and exter-
nally, exposes the Federal government’s com-
puter networks to potentially serious disrup-
tions. 

Title X of H.R. 5710, the Federal Information 
Security Management Act (FISMA), will re-
quire that agencies utilize information security 
best practices that will ensure the integrity, 
confidentiality, and availability of Federal infor-
mation systems. It builds on the foundation 
laid by the Government Information Security 
Reform Act (GISRA), which requires every 
Federal agency to develop and implement se-
curity policies that include risk assessment, 
risk-based policies, security awareness train-
ing, and periodic reviews. 

FISMA will achieve several objectives vital 
to Federal information security. Specifically, it 
will: 

1. Remove GISRA’s sunset clause and per-
manently require a Federal agency-wide risk-
based approach to information security man-
agement with annual independent evaluations 
of agency information security practices; 

2. Require all agencies to implement a risk-
based management approach to developing 
and implementing information security meas-
ures for all information and information sys-
tems; 

3. Streamline and make technical correc-
tions to GISRA to clarify and simplify its re-
quirements; 

4. Strengthen the role of NIST in the stand-
ards-setting process; and 

5. Require OMB to implement minimum and 
mandatory standards for Federal information 
and information systems, and to consult with 
the Department of Homeland Security regard-
ing the promulgation of these standards. 

At a time when uncertainty threatens con-
fidence in our nation’s preparedness, the Fed-
eral government must make information secu-
rity a priority. We demand that in our 
networked era, where technology is the driver, 
every Federal information system must be 
managed in a way that minimizes both the risk 
that breach or disruption will occur and the 
harm that would result should such a disrup-
tion take place. Chairman ARMEY understands 
this and has shown tremendous leadership by 
this including this critical language in this leg-
islation. 

Additionally, the bill includes the Critical In-
frastructure Protective Act, which I developed 
after reviewing Presidential Decision Directive 
(PDD) 63 that identified the ongoing statutory 
barriers to information sharing. This important 
bill includes a FOIA exemption for critical infra-
structure information along with recognition for 
private sector information sharing organiza-
tions (ISOs). It also includes a use protection 
for information shared with the government 
and a process based on the Defense Produc-
tion Act of 1959 to address potential antitrust 
concerns. 

In Presidential Decision Directive 63 issued 
by the previous Administration, concerns 
about the Freedom of Information Act, anti-
trust, and liability were identified as primary 
barriers to facilitating information sharing with 
the private sector. 

The critical infrastructure of the United 
States is largely owned and operated by the 
private sector. Critical infrastructures are those 
systems that are essential to the minimum op-
erations of the economy and government. Tra-

ditionally, these sectors operated largely inde-
pendently of one another and coordinated with 
government to protect themselves against 
threats posed by traditional warfare. Today, 
these sectors must learn how to protect them-
selves against unconventional threats such as 
terrorist attacks, and cyber intrusions.

We must, as a nation, prepare both our 
public and private sectors to protect ourselves 
against such efforts. As we discovered when 
we went to the caves in Afghanistan, the Al 
Qaeda groups had copies of GAO reports and 
other government information obtained 
through FOIA. While we work to protect our 
nation’s assets in this war against terrorism, 
we also need to ensure that we are not arm-
ing terrorists. 

Today, the private sector has established 
many information sharing organizations (ISOs) 
for the different sectors of our nation’s critical 
infrastructure. Information regarding potential 
physical or cyber vulnerabilities is now shared 
within some industries, but it is not shared 
with the government, and it is not shared 
across industries. The private sector stands 
ready to expand this model but has also ex-
pressed concerns about voluntarily sharing in-
formation with the government and the unin-
tended consequences it could face for acting 
in good faith. 

Specifically, there has been concern that in-
dustry could potentially face antitrust violations 
for sharing information with other industry part-
ners, have their shared information be subject 
to the Freedom of Information Act, or face po-
tential liability concerns for information shared 
in good faith. Additionally, this FOIA exemp-
tion extends the protection for FOIA to infor-
mation shared at the state and local govern-
ment level. Also, this bill gives the Secretary 
of Homeland Security the authority to share in-
formation protected under this FOIA exemp-
tion to share it with other impacted federal 
agencies while continuing to enjoy the protec-
tion. My language included in H.R. 5005 will 
address all three of these concerns. Addition-
ally, consumers and operators will have the 
confidence they need to know that information 
will be handled accurately, confidentially, and 
reliably. 

The Critical Infrastructure Information Act 
procedures are closely modeled after the suc-
cessful Year 2000 Information and Readiness 
Disclosure Act by providing a limited FOIA ex-
emption, civil litigation protection for shared in-
formation, and a new process for resolving po-
tential antitrust concerns for information, 
shared among private sector companies for 
the purpose of correcting, avoiding, commu-
nicating or disclosing information about a crit-
ical infrastructure threat or vulnerability. 

This legislation will enable the private sec-
tor, including ISOs, to move forward without 
fear from government, so that government and 
industry may enjoy a mutually cooperative 
partnership. This will also allow us to get a 
timely and accurate assessment of the 
vulnerabilities of each sector to physical and 
cyber attacks and allow for the formulation of 
proposals to eliminate these vulnerabilities 
without increasing government regulation, or 
expanding unfunded federal mandates on the 
private sector. 

Also, H.R. 5710 includes language that I de-
veloped to allow for reaching out to new tech-
nology companies that may not being doing 
business with the government. We all know 
that the Federal, State and local governments 
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will spend billions and billions of dollars to 
fight the war against terror. Contentious floor 
debates aside, we all support these efforts. 
But to me, the question isn’t simply how much 
we spend, but how well we spend it. 

Since the tragic events of 9/11 the Govern-
ment, in general, and the Office of Homeland 
Security, in particular has been overwhelmed 
by a flood of industry proposals offering var-
ious solutions to our homeland security chal-
lenges. Because of a lack of staffing expertise, 
many of these proposals have been sitting 
unevaluated, perhaps denying the government 
breakthrough technology. 

In February, I held a hearing in my Sub-
committee on Technology and Procurement 
Policy on homeland security challenges facing 
the government. One theme that was ex-
pressed unanimously by industry was the 
need for an organized, cohesive, comprehen-
sive process within the Government to evalu-
ate private-sector solutions to homeland secu-
rity problems. Now we have part of the solu-
tion, with the creation of the new Department 
of Homeland Security in the bill on the floor 
today. Section 313 of this bill will close the 
loop and provide a vehicle to get these solu-
tions into government and to the front lines in 
the war against terror. 

Section 313 of the Homeland Security Act 
establishes within the Department a program 
to meet the current challenge faced by the 
Federal government, as well as by state and 
local entities, in leveraging private sector inno-
vation in the fight against terror. The section 
would establish a focused effort by: 

Creating a centralized Federal clearing-
house in the new Department for information 
relating to terror-fighting technologies for dis-
semination to Federal, State, local and private 
sector entities and to issue announcements to 
industry seeking unique and innovative anti-
terror solutions. 

Establishing a technical assistance team to 
assist in screening proposals for terror-fighting 
technology to assess their feasibility, scientific 
and technical merit and cost. 

Providing for the new Department to offer 
guidance, recommendations and technical as-
sistance to Federal, State, local and private ef-
forts to evaluate and use anti-terror tech-
nologies and provide information relating to 
Federal funding, regulation, or acquisition re-
garding these technologies. 

Since September 11, we have all been 
struggling to understand what changes will 
occur in our daily lives, in our economy, and 
within the Government. We now will establish 
a new Department of Homeland Security to 
focus and coordinate the war against terror. 
The new section 313 in this landmark legisla-
tion will give the new Department the frame-
work it needs to examine and act on the best 
innovations the private sector has to offer.

I am pleased to also have authored section 
834 at the request of the Select Committee to 
allow federal agencies government-wide to ac-
cept unsolicited proposals. The language di-
rects the FAR Council to amend FAR Part 15 
to ensure that a proposal has not been sub-
mitted in relation to a previously published 
proposal. This ensures that contracting offi-
cials are not improperly avoiding a full and 
open competition. Existing ambiguity in the 
FAR language made government contracting 
officials hesitant to review and accept unsolic-
ited proposals. The change recognizes the 
longstanding procurement reform goal of al-

lowing contracting officials to include ‘‘best 
value’’ factors when reviewing such a pro-
posal, and adds ‘‘technical merit’’ as a new 
criteria, which allows officials to review a pro-
posal for potential future benefit. This lan-
guage is critical as federal agencies attempt to 
update their information technology systems to 
better integrate information and serve the tax-
payer. This is another step forward in moving 
the Federal government to a more commercial 
acquisition environment. This change in the 
FAR will allow federal agencies to rapidly ac-
quire new products and services to assist 
them in winning the war on terrorism. 

In ordinary times, primarily because of re-
cent acquisition reforms, the current acquisi-
tion system will enable the new Department of 
Homeland Security to buy what it needs with 
reasonable efficiency. While we all hope that 
it will never be needed, we also know that in 
an emergency the new Department may have 
to quickly and efficiently acquire the high tech 
and sophisticated products and services need-
ed for its critical mission. The provisions in 
H.R. 5710 would permit the Department to 
quickly acquire the emergency goods and 
services it needs while maintaining safeguards 
against wasteful spending. This authority is 
easily accessed by Department of Homeland 
Security officials through a written determina-
tion. 

The acquisition provisions build on con-
tracting authorities currently place; in fact, the 
procedures appear in Part 13 of the Federal 
Acquisition Regulation and provide for an ex-
tension of these authorities only upon a deter-
mination of the Secretary of Homeland Secu-
rity or one of his Senatorially confirmed offi-
cials that the terror fighting mission of the new 
Department would be seriously impaired with-
out their use. The new authorities would sun-
set at the end of fiscal year 2007. The GAO 
would be required to report to the Committee 
on Government Reform assessing the extent 
to which the authorities contributed to the mis-
sion of the Department, the extent to which 
the prices paid reflect best value, and the ef-
fectiveness of the safeguards put in place to 
monitor the use of the new authorities. The 
current government-wide procurement laws 
will govern the Department’s ‘‘normal’’ pur-
chases. 

Specifically, the provisions would raise the 
current micro-purchase threshold from $2,500 
to $7,500. It would raise the current $100,000 
threshold for simplified acquisition procedures 
to $200,000 for use within the United States 
and $300,000 for overseas missions, and per-
mit the application of the current streamlined 
commercial acquisition procedures and statu-
tory waivers to noncommercial goods and 
services and increase the current $5,000,000 
ceiling on the use of streamlined commercial 
procedures to $7,500,000 for these goods and 
services. 

How could these new authorities be used? 
Well, for example, the increase in the micro-

purchase threshold could be used in the event 
of a terror attack, to permit a Department of 
Homeland Security official at the scene to rent 
several floors of a nearby hotel to house res-
cue workers by simply presenting his Govern-
ment credit card. 

The increase in the simplified acquisition 
threshold would permit a Department official to 
quickly enter into a $200,000 contract for spe-
cialized medical services for rescue workers 
responding to a terror attack. 

The application of streamlined commercial 
acquisition procedures would permit the De-
partment to conduct a limited competition 
among high technology firms for a specialized 
advisory and assistance services contract val-
ued at $7,500,000 to fight a cyber-attack. 

Moreover, I am pleased that the House ac-
cepted the Senate Federal Emergency Pro-
curement Flexibility Act. This basically extends 
the same emergency procedures given to the 
new Department to all Federal agencies to 
use to prepare for, or in response to a nu-
clear, biological, chemical, or radiological at-
tack or an act of terrorism for the next fiscal 
year. This is based on legislation that I had in-
troduced with my colleague and Chairman, 
DAN BURTON and with Senators JOHN WARNER 
and FRED THOMPSON at the request of Gov-
ernor Tom Ridge. While this authority is not as 
accessible as it is for the Department of 
Homeland Security, it will certainly go a long 
way to giving all federal agencies additional 
help in winning the war on terrorism. 

H.R. 5710 gives the Administration the nec-
essary management flexibilities it will need to 
set up the new Department while maintaining 
longstanding statutory protections for the 
American taxpayer and for federal employees. 
In the civil service area, we struck the proper 
balance between needed flexibility and impor-
tant employee protections. Dedicated federal 
employees, by virtue of the bill’s new 30-day 
mediation period, have received the assur-
ances they asked for, while the American peo-
ple will have the benefit of a flexible, modern-
day workforce that can respond to ever-evolv-
ing threats. 

I worked hard to make sure aspects of Sen-
ator VOINOVICH’S human capital management 
legislation were included in the legislation; for 
example, having Human Capital Officers within 
each agency ensures that the Department’s 
employees will be given the tools they need to 
prosper and develop professionally. And the 
demonstration project authority, which includes 
a pay-for-performance component, is a critical 
step that will help give the new department the 
ability to attract and retain the very best em-
ployees. 

Finally, Mr. Speaker, I would again like to 
thank Majority Leader ARMEY for his out-
standing leadership on this vital piece of legis-
lation. Today, we are giving President Bush 
legislation that he has deemed critical to win-
ning the war on terrorism. Majority Leader 
ARMEY and his talented staff worked tirelessly 
to ensure that we would get this legislation 
done this year. I am proud to have worked 
with my House colleagues and the Select 
Committee on H.R. 5710.

Mr. STENHOLM. Mr. Speaker, the protec-
tion of our national security from terrorist 
threats is a serious and sober matter. Since 
the events of September 11, 2001, we have 
all labored under a heightened awareness of 
the weight of that responsibility. This legisla-
tion represents an attempt to balance a wide 
array of far-flung government duties against 
one most-significant federal duty, the protec-
tion of the life and the liberty of each U.S. cit-
izen. It is my hope that this legislation will help 
our government to more effectively execute 
that supreme trust, while not compromising 
lesser responsibilities that are, non-the-less, 
critical to our nation’s welfare. 

With that hope in mind, the House Com-
mittee on Agriculture acted earlier this year to 
mark up provisions of the Homeland Security 
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legislation that impacted the duties of the U.S. 
Department of Agriculture. Two areas of con-
cern were the transfer of the Plum Island Ani-
mal Disease Laboratory to the new Depart-
ment of Homeland Security, and the transfer 
of certain USDA border inspection functions to 
that same new agency. Our intent as included 
in House Report 107–609 accompanying H.R. 
5005 is as follows: 

Sec. 310. Transfer of Plum Island Animal 
Disease Center, Department of Agriculture. 
Transfers the Plum Island Animal Disease 
Center from the Department of Agriculture to 
the Department of Homeland Security and re-
quires the Secretary of Agriculture and the 
Secretary of Homeland Security, upon comple-
tion of the transfer, to enter into an agreement 
providing for continued access by USDA for 
research, diagnostic and other programs. 

The Committee recognizes the critical im-
portance of the Plum Island Animal Disease 
Center to the safety and security of animal ag-
riculture in the United States. The Committee 
expects that the transfer of this foreign animal 
disease facility to the Department of Home-
land Security shall be completed in a manner 
that minimizes any disruption of agricultural re-
search, diagnostic or other Department of Ag-
riculture activities. Likewise, the Committee 
expects that funds that have and continue to 
be appropriated for the maintenance, upgrade, 
or replacement of agricultural research, diag-
nostic and training facilities at the Plum Island 
Animal Disease Center shall continue to be 
expended for those purposes.

The Committee shares the goal of expand-
ing the capabilities of the Plum Island Animal 
Disease Center. Likewise, the Committee sup-
ports the accompanying goal of building agro-
terrorism prevention capabilities within the De-
partment of Homeland Security. With this in 
mind, the Committee fully expects that in the 
absence of alternative facilities for current De-
partment of Agriculture activities, the Secretary 
of Homeland Security shall make every pos-
sible effort to expand and enhance agricultural 
activities related to foreign animal diseases at 
the Plum Island Animal Disease Center. 

Sec. 421. Transfer of Certain Agricultural In-
spection Functions of the Department of Agri-
culture. 

(a) Transfers to the Secretary of Homeland 
Security the functions of the Secretary of Agri-
culture relating to agricultural import and entry 
inspection activities. 

The committee is aware that the Agricultural 
Quarantine and Inspection Program of the De-
partment of Agriculture’s Animal and Plant 
Health Inspection Service conducts numerous 
activities with respect to both domestic and 
international commerce in order to protect the 
health of agriculturally important animals and 
plants within the United States. Within the De-
partment of Homeland Security will be created 
a mission area of Border and Transportation 
Security. In order that the new streamlined 
border security program operates efficiently, 
the Committee has transferred to the Depart-
ment of Homeland Security the responsibility 
for certain agricultural import and entry inspec-
tion activities of the Department of Agriculture 
conducted at points of entry. This transfer will 
include the inspection of arriving passenger’s 
luggage, cargo and means of conveyance into 
the United States to the Under Secretary for 
Border and Transportation Security. In addition 
to inspections at points of entry into the United 
States, responsibility for inspections of pas-

sengers, luggage and their means of convey-
ance, at points of departure outside the United 
States, where agreements exist for such pur-
poses, shall be the responsibility of the Sec-
retary of Homeland Security. The provision al-
lows the Secretary of Homeland Security to 
exercise authorities related to import and entry 
inspection functions transferred including con-
ducting warrantless inspections at the border, 
collecting samples, holding and seizing articles 
that are imported into the United States in vio-
lation of applicable laws and regulations, and 
assessing and collecting civil penalties at the 
border. The Committee intends that the De-
partment of Agriculture will retain the responsi-
bility for all other activities of the Agricultural 
Quarantine and Inspection Program regarding 
imports including pre-clearance of commod-
ities, trade protocol verification activities, fumi-
gation activities, quarantine, diagnosis, eradi-
cation and indemnification, as well as other 
sanitary and phytosanitary measures. All func-
tions regarding exports, interstate and intra-
state activities will remain at the Department 
of Agriculture. 

(b) Delineates the laws governing agricul-
tural import and entry inspection activities that 
are covered by the transfer of authorities. 

The Committee is aware that the authority 
to inspect passengers, cargo, and their means 
of conveyance coming into the United States 
is derived from numerous statutes that date 
back, in some cases, more than 100 years. 
The Committee does not intend that the ref-
erence to these statutes should be construed 
to provide any authority to the Secretary of 
Homeland Security beyond the responsibility 
to carry out inspections (including pre-clear-
ance inspections of passengers, luggage and 
their means of conveyance in such countries 
where agreements exist for such purposes) 
and enforce the regulations of the Department 
of Agriculture at points of entry into the United 
States. 

(c) Excludes quarantine activities from the 
term ‘‘functions’’ as defined by this Act for the 
purposes of this section. 

While agricultural inspection functions, as 
well as those related administrative and en-
forcement functions, shall be transferred and 
become the responsibility of the Secretary of 
Homeland Security, the legislation retains all 
functions to quarantine activities and quar-
antine facilities within the Department of Agri-
culture. Although the Committee has excluded 
quarantine activities from those functions 
transferred to the Department of Homeland 
Security, the Committee does not intend to 
preclude the Secretary of Homeland Security 
from taking actions related to inspection func-
tions such as seizure or holding of plant or 
animal materials entering the United States. 
These authorities fall within the purview of in-
spection related enforcement functions that 
shall be transferred to the Secretary of Home-
land Security. 

(d) Requires that the authority transferred to 
the Secretary of Homeland Security shall be 
exercised in accordance with the regulations, 
policies and procedures issued by the Sec-
retary of Agriculture; requires the Secretary of 
Agriculture to coordinate with the Secretary of 
Homeland Security whenever the Secretary of 
Agriculture prescribes regulations, policies, or 
procedures for administering the covered laws 
related to the functions transferred under sub-
section (a); provides that the Secretary of 
Homeland Security, in consultation with the 

Secretary of Agriculture, may issue guidelines 
and directives to ensure the effective use of 
personnel of the Department of Homeland Se-
curity to carry out the transferred functions. 

One intention of this legislation is to create 
a streamlined Border and Transportation Se-
curity program at points of entry into the 
United States. With regard to the protection of 
animal and plant health, the Committee does 
not intend or expect the Department of Home-
land Security to make the determination of 
what animals, plants, animal or plant products, 
soils, or other biological materials present an 
unacceptable risk to the agriculture of the 
United States. Policies and procedures regard-
ing actions necessary to detect and prevent 
such unacceptable risks shall remain the re-
sponsibility of the Secretary of Agriculture. 
Likewise, policies and regulations defining re-
strictions on movement into the United States 
of substances that would pose a threat to agri-
culture shall continue to be the responsibility 
of the Secretary of Agriculture. 

The Committee has provided authority for 
the Secretary of Homeland Security to issue 
directives and guidelines in consultation with 
the Secretary of Agriculture in order to effi-
ciently manage inspection resources. When 
exercising this authority, the Committee ex-
pects that the agricultural inspection function 
at points of entry into the United States shall 
not be diminished, and as a result, the Com-
mittee expects that Secretary of Homeland 
Security shall ensure that necessary resources 
are dedicated to carrying out agricultural in-
spection functions transferred from the Depart-
ment of Agriculture. 

(e) Requires the Secretary of Agriculture 
and the Secretary of Homeland Security to 
enter into an agreement to effectuate the 
transfer of functions. The agreement must ad-
dress the training of employees and the trans-
fer of funds. In addition the agreement may in-
clude authority for the Secretary of Homeland 
Security to perform functions delegated to 
APHIS for the protection of domestic livestock 
and plants, as well as authority for the Sec-
retary of Agriculture to use employees of the 
Department of Homeland Security to carry out 
APHIS functions. 

The Committee is aware of the unique na-
ture and the specialized training necessary for 
effective and efficient border inspection activi-
ties carried out by the Agricultural Quarantine 
and Inspection Program. The Committee ex-
pects that the training of personnel and detec-
tor dogs for this highly specialized function will 
continue to be supervised by the Department 
of Agriculture. 

While a large proportion of the personnel 
employed by the Agricultural Quarantine and 
Inspection Program are permanently stationed 
at one of 186 points of entry into the United 
States, the Committee is aware that the Sec-
retary of Agriculture commonly redeploys up to 
20% of the border inspection force in order to 
manage agricultural pests and diseases 
throughout the United States. In completing 
the transfer of Agricultural Quarantine and In-
spection Program border inspectors to the De-
partment of Homeland Security, the Com-
mittee expects that the Secretary of Agri-
culture and the Secretary of Homeland Secu-
rity will enter into an agreement whereby in-
spection resources, where possible, would 
continue to be made available to the Secretary 
of Agriculture in response to domestic agricul-
tural needs. 
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(f) Provides that the Secretary of Agriculture 

shall transfer funds collected by fee authorities 
to the Secretary of Homeland Security so long 
as the funds do not exceed the proportion of 
the costs incurred by the Secretary of Home-
land Security in carrying out activities funded 
by such fees. 

Beginning in fiscal year 2003, the unobli-
gated balance of the Agricultural Quarantine 
and Inspection Fund will be transferred to 
other accounts within the Department of Agri-
culture and will be used to carry out import 
and domestic inspection activities, as well as 
animal and plant health quarantine activities, 
without additional appropriations. Fees for in-
spection services shall continue to be col-
lected and deposited into these accounts in 
the manner prescribed by regulations issued 
by the Secretary of Agriculture. In effectuating 
the transfer of agricultural import inspection 
activities at points of entry into the United 
States, the Committee intends that funds from 
these accounts shall be transferred to the De-
partment of Homeland Security in order to re-
imburse the Department of Homeland Security 
for the actual inspections carried out by the 
Department. The Committee expects that the 
Secretary of Agriculture shall continue to man-
age these accounts in a manner that ensures 
the availability of funds necessary to carry out 
domestic inspection and quarantine programs. 

(g) Provides that during the transition pe-
riod, the Secretary of Agriculture shall transfer 
to the Secretary of Homeland Security up to 
3,200 full-time equivalent positions of the De-
partment of Agriculture. 

(h) Makes conforming amendments to Title 
V of the Agricultural Risk Protection Act of 
2000 related to the protection of inspection 
animals.

Mr. COMBEST. Mr. Speaker, I rise in sup-
port of H.R. 5710, the Homeland Security Act 
of 2002. I appreciate the cooperation of the 
Select Committee on Homeland Security as 
the Agriculture Committee developed it’s rec-
ommendations relating to agricultural import 
and entry inspection activities and the Plum Is-
land Animal Disease Center. 

The inspection programs administered by 
the Animal and Plant Health Inspection Serv-
ice are designed to prevent both the inten-
tional and inadvertent introduction of harmful 
plant and animal pests and diseases into the 
U.S. ecosystem—pests and diseases that 
could threaten the abundance and variety of 
the U.S. food supply and cost American tax-
payers hundreds of millions of dollars to eradi-
cate. 

On average, more than 250,000 people 
travel to the United States each day. In addi-
tion, there are millions and millions of pieces 
of international mail and countless commercial 
import and export shipments. As part of the 
USDA program, Plant Protection and Quar-
antine officers, with help from detector dogs in 
the USDA’s Beagle Brigade which sniff lug-
gage for hidden fruits and vegetables, inspect 
passenger baggage, mail, and cargo at all 
U.S. ports of entry. 

USDA officers make about 2 million inter-
ceptions of illegal agricultural products every 
year. Included in that total are more than 
295,000 lots of unauthorized meat and animal 
byproducts that have the potential to carry dis-
eases to American livestock and poultry. In-
spectors also find nearly more than a 100,000 
plant pests and diseases that could have been 
dangerous to our agricultural industry. 

The Administration’s original proposal to 
move APHIS in its entirety was made in good 
faith. However, many of our constituents 
raised concerns about the scope of the pro-
posal. While most organizations testified that 
the border inspection function of the USDA 
could theoretically be transferred, they did so 
with many concerns regarding the delivery of 
inspection services critical to the mission of 
safeguarding against the introduction of plant 
and animal pests and diseases. 

After a hearing in the Agriculture Committee 
on June 26th, and numerous meetings with 
the Officer of Homeland Security, the Adminis-
tration agreed to accept modifications of their 
original proposal. Instead of taking the entire 
Animal Plant & Health Inspection Service to 
the Department of Homeland Security, the Ad-
ministration has accepted our proposal trans-
ferring just those agency personnel actually 
conducting import and entry inspections. The 
Plum Island Animal Disease Center would be 
transferred to the new Department, but access 
would be provided for USDA to continue re-
search, diagnostic and other necessary activi-
ties. 

Under our recommendation, the rest of 
APHIS would remain at the Department of Ag-
riculture and would continue to operate largely 
as it does today. Additionally, USDA will set 
the policy for the border inspections to be con-
ducted by the Department of Homeland Secu-
rity and will supervise the training of those in-
spectors. All of the remaining functions, such 
as protecting animal and plant health, facili-
tating imports and exports, administering the 
Animal Welfare Act, operating Wildlife Serv-
ices and providing technical support for trade 
negotiations, will remain at USDA. 

Mr. Speaker, further clarification of the intent 
of the House Committee on Agriculture was 
included in House Report 107–609 which ac-
companied the original legislation—H.R. 5005. 
The description of the Committee’s action and 
a statement of Congressional intent with re-
gards to the provisions affecting agricultural 
programs is as follows: 

Sec. 310. Transfer of Plum Island Animal 
Disease Center, Department of Agriculture. 
Transfers the Plum Island Animal Disease 
Center from the Department of Agriculture to 
the Department of Homeland Security and re-
quires the Secretary of Agriculture and the 
Secretary of Homeland Security, upon comple-
tion of the transfer, to enter into an agreement 
providing for continued access by USDA for 
research, diagnostic and other programs. 

The Committee recognizes the critical im-
portance of the Plum Island Animal Disease 
Center to the safety and security of animal ag-
riculture in the United States. The Committee 
expects that the transfer of this foreign animal 
disease facility to the Department of Home-
land Security shall be completed in a manner 
that minimizes any disruption of agricultural re-
search, diagnostic or other Department of Ag-
riculture activities. Likewise, the Committee 
expects that funds that have and continue to 
be appropriated for the maintenance, upgrade, 
or replacement of agricultural research, diag-
nostic and training facilities at the Plum Island 
Animal Disease Center shall continue to be 
expended for those purposes. 

The Committee shares the goal of expand-
ing the capabilities of the Plum Island Animal 
Disease Center. Likewise, the Committee sup-
ports the accompanying goal of building agro-
terrorism prevention capabilities within the De-

partment of Homeland Security. With this in 
mind, the Committee fully expects that in the 
absence of alternative facilities for current De-
partment of Agriculture activities, the Secretary 
of Homeland Security shall make every pos-
sible effort tot expand and enhance agricul-
tural activities related to foreign animal dis-
eases at the Plum Island Animal Disease Cen-
ter. 

Sec. 421. Transfer of Certain Agricultural In-
spection Functions of the Department of Agri-
culture.

(a) Transfers to the Secretary of Homeland 
Security the functions of the Secretary of Agri-
culture relating to agricultural import and entry 
inspection activities. 

The Committee is aware that the Agricul-
tural Quarantine and Inspection Program of 
the Department of Agriculture’s Animal and 
Plant Health Inspection Service conducts nu-
merous activities with respect to both domestic 
and international commerce in order to protect 
the health of agriculturally important animals 
and plants within the United States. Within the 
Department of Homeland Security will be cre-
ated a mission area of Border and Transpor-
tation Security. In order that the new stream-
lined border security program operates effi-
ciently, the Committee has transferred to the 
Department of Homeland Security the respon-
sibility for certain agricultural import and entry 
inspection activities of the Department of Agri-
culture conducted at points of entry. This 
transfer will include the inspection of arriving 
passengers, luggage, cargo and means of 
conveyance into the United States to the 
Under Secretary for Border and Transportation 
Security. In addition to inspection at points of 
entry into the United States, responsibility for 
inspections of passengers, luggage and their 
means of conveyance, at points of departure 
outside the United States, where agreements 
exist for such purposes, shall be the responsi-
bility of the Secretary of Homeland Security. 
The provision allows the Secretary of Home-
land Security to exercise authorities related to 
import and entry inspection functions trans-
ferred including conducting warrantless in-
spections at the border, collecting samples, 
holding and seizing articles that are imported 
into the United States in violation of applicable 
laws and regulations, and assessing and col-
lecting civil penalties at the border. The Com-
mittee intends that the Department of Agri-
culture will retain the responsibility for all other 
activities of the Agricultural Quarantine and In-
spection Program regarding imports including 
pre-clearance of commodities, trade protocol 
verification activities, fumigation activities, 
quarantine, diagnosis, eradication and indem-
nification, as well as other sanitary and 
phytosanitary measures. All functions regard-
ing exports, interstate and intrastate activities 
will remain at the Department of Agriculture. 

(b) Delineates the laws governing agricul-
tural import and entry inspection activities that 
are covered by the transfer of authorities. 

The Committee is aware that the authority 
to inspect passengers, cargo, and their means 
of conveyance coming into the United States 
is derived from numerous statutes that date 
back, in some cases, more than 100 years. 
The Committee does not intend that the ref-
erence to these statutes should be construed 
to provide any authority to the Secretary of 
Homeland Security beyond the responsibility 
to carry out inspections (including pre-clear-
ance inspections of passengers, luggage and 
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their means of conveyance in such countries 
where agreements exist for such purposes) 
and enforce the regulations of the Department 
of Agriculture at points of entry into the United 
States. 

(c) Excludes quarantine activities from the 
term ‘‘functions’’ as defined by this Act for the 
purposes of this section.

While agricultural inspection functions, as 
well as those related administrative and en-
forcement functions, shall be transferred and 
become the responsibility of the Secretary of 
Homeland Security, the legislation retains all 
functions related to quarantine activities and 
quarantine facilities within the Department of 
Agriculture. Although the Committee has ex-
cluded quarantine activities from those func-
tions transferred to the Department of Home-
land Security, the Committee does not intend 
to preclude the Secretary of Homeland Secu-
rity from taking actions related to inspection 
functions such as seizure or holding of plant 
or animal materials entering the United States. 
These authorities fall within the purview of in-
spection related enforcement functions that 
shall be transferred to the Secretary of Home-
land Security. 

(d) Requires that the authority transferred to 
the Secretary of Homeland Security shall be 
exercised in accordance with the regulations, 
policies and procedures issued by Secretary 
of Agriculture; requires the Secretary of Agri-
culture to coordinate with the Secretary of 
Homeland Security whenever the Secretary of 
Agriculture prescribes regulations, policies, or 
procedures for administering the covered laws 
related to the functions transferred under sub-
section (a); provides that the Secretary of 
Homeland Security, in consultation with the 
Secretary of Agriculture, may issue guidelines 
and directives to ensure the effective use of 
personnel of the Department of Homeland Se-
curity to carry out the transferred functions. 

One intention of this legislation is to create 
a streamlined Border and Transportation Se-
curity program at points of entry into the 
United States. With regard to the protection of 
animal and plant health, the Committee does 
not intend or expect the Department of Home-
land Security to make the determination of 
what animals, plants, animal or plant products, 
soils, or other biological materials present an 
unacceptable risk to the agriculture of the 
United States. Policies and procedures regard-
ing actions necessary to detect and prevent 
such unacceptable risks shall remain the re-
sponsibility of the Secretary of Agriculture. 
Likewise, policies and regulations defining re-
strictions on movement into the United States 
of substances that would pose a threat to agri-
culture shall continue to be the responsibility 
of the Secretary of Agriculture. 

The Committee has provided authority for 
the Secretary of Homeland Security to issue 
directives and guidelines in consultation with 
the Secretary of Agriculture in order to effi-
ciently manage inspection resources. When 
exercising this authority, the Committee ex-
pects that the agricultural inspection function 
at points of entry into the United States shall 
not be diminished, and as a result, the Com-
mittee expects that Secretary of Homeland 
Security shall ensure that necessary resources 
are dedicated to carrying out the agricultural 
inspection functions transferred from the De-
partment of Agriculture. 

(e) Requires the Secretary of Agriculture 
and the Secretary of Homeland Security to 

enter into an agreement to effectuate the 
transfer of functions. The agreement must ad-
dress the training of employees and the trans-
fer of funds. In addition the agreement may in-
clude authority for the Secretary of Homeland 
Security to perform functions delegated to 
APHIS for the protection of domestic livestock 
and plants, as well as authority for the Sec-
retary of Agriculture to use employees of the 
Department of Homeland Security to carry out 
APHIS functions. 

The Committee is aware of the unique na-
ture and the specialized training necessary for 
effective and efficient border inspection activi-
ties carried out by the Agricultural Quarantine 
and Inspection Program. The Committee ex-
pects that the training of personnel and detec-
tor dogs for this highly specialized function will 
continue to be supervised by the Department 
of Agriculture. 

While a large proportion of the personnel 
employed by the Agricultural Quarantine and 
Inspection Program are permanently stationed 
at one of 186 points of entry into the United 
States, the Committee is aware that the Sec-
retary of Agriculture commonly redeploys up to 
20% of the border inspection force in order to 
manage agricultural pests and diseases 
throughout the United States. In completing 
the transfer of Agricultural Quarantine and In-
spection Program border inspectors to the De-
partment of Homeland Security, the Com-
mittee expects that the Secretary of Agri-
culture and the Secretary of Homeland Secu-
rity will enter into an agreement whereby in-
spection resources, where possible, would 
continue to be made available to the Secretary 
of Agriculture in response to domestic agricul-
tural needs. 

(f) Provides that the Secretary of Agriculture 
shall transfer funds collected by fee authorities 
to the Department of Homeland Security so 
long as the funds do not exceed the propor-
tion of the costs incurred by the Secretary of 
Homeland Security in carrying out activities 
funded by such fees. 

Beginning in fiscal year 2003, the unobli-
gated balance of the Agricultural Quarantine 
and Inspection Fund will be transferred to 
other accounts within the Department of Agri-
culture and will be used to carry out import 
and domestic inspection activities, as well as 
animal and plant health quarantine activities, 
without additional appropriations. Fees for in-
spection services shall continue to be col-
lected and deposited into these accounts in 
the manner prescribed by regulations issued 
by the Secretary of Agriculture. In effectuating 
the transfer of agricultural import inspection 
activities at points of entry into the United 
States, the Committee intends that funds from 
these accounts shall be transferred to the De-
partment of Homeland Security in order to re-
imburse the Department of Homeland Security 
for the actual inspections carried out by the 
Department. The Committee expects that the 
Secretary of Agriculture shall continue to man-
age these accounts in a manner that ensures 
the availability of funds necessary to carry out 
domestic inspection and quarantine programs. 

(g) Provides that during the transition pe-
riod, the Secretary of Agriculture shall transfer 
to the Secretary of Homeland Security up to 
3,200 full-time equivalent positions of the De-
partment of Agriculture. 

(h) Makes conforming amendments to Title 
V of the Agriculture Risk Protection Act of 
2000 related to the protection of inspection 
animals.

Mr. NEAL of Massachusetts. Mr. Speaker, I 
rise today in support of our mission to protect 
and secure the homeland, but also to oppose 
the efforts of those who excuse corporate ex-
patriation. 

Since September 11th, this nation has 
pulled together to fight the war on terrorism. 
And now, with more military action looming, 
we must face the fact that fighting a war and 
combating terrorism costs money. To fully 
fund the needs of our military and homeland 
security, every American taxpayer, individual 
and corporation alike, must be prepared to 
pay their fair share. 

If corporate expatriates are not paying their 
tax bills (and evidence shows they avoid pay-
ing $4 billion worth), the American people 
know that someone will have to pick up the 
slack. We should use everything in our arse-
nal to stop corporate expatriation. No more 
government contracts for financial traitors. No 
more tax benefits for runaway corporations. 

I regret that the Republican leaders struck 
the very reasonable federal contract ban from 
this bill—a ban supported by 318 Members of 
this House—and inserted instead an ineffec-
tive provision that affects no one. 

Corporate expatriates cheat the federal gov-
ernment out of needed tax revenues and then 
have the audacity to return for a federal hand-
out. However, the sensible contract ban 
passed by the House and then championed in 
the Senate by the late Paul Wellstone, was 
watered down to the ineffective provision we 
are debating today. Regrettably, this provision 
only affects companies who leave after the 
date of enactment. It makes as much sense 
as closing the barn door after all the cows are 
out. 

Let’s take Tyco, formerly of New Hampshire, 
now of Bermuda, for example. Tyco, which will 
be unaffected by the ban in this bill, avoids 
paying $400 million a year in U.S. taxes by 
setting up a shell headquarters offshore, but 
was awarded $182 million in lucrative defense 
and homeland security related contracts in 
2001 alone. If Tyco had just paid its tax bill, 
Congress could have easily paid for 400 ex-
plosive detection systems (EDS), which are 
badly needed to protect U.S. travelers at air-
ports around the nation. 

Or let’s examine corporate expatriate Inger-
soll-Rand, formerly of New Jersey, and now 
also in Bermuda. Ingersoll-Rand, also unaf-
fected by this bill, earned as much last year in 
U.S. defense and homeland security federal 
contracts as it avoids in U.S. taxes annually 
merely by renting a mailbox in Bermuda and 
calling it ‘home.’ If Ingersoll-Rand paid its U.S. 
tax bill, Congress could easily fund the pro-
posed Cyberspace Warning Intelligence Net-
work estimated to cost $30 million, or could 
also buy 400,000 gas masks for American citi-
zens. 

Mr. Speaker, the leadership of this House 
has thwarted all efforts to have a legitimate 
debate and vote on HR 3884, The Corporate 
Patriot Enforcement Act, a bipartisan bill to 
deny the benefits to corporations who flee to 
tax havens. We must show the American peo-
ple that this Congress will not coddle cor-
porate abusers. These financial traitors are es-
caping income taxes, and then, profiting from 
the very government they have left behind. 

I urge my colleagues to fight for tax fair-
ness, any way we can get it.

Ms. PRYCE of Ohio. Mr. Speaker, it has 
been nearly five months since the President 
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called upon Congress to create a new Depart-
ment of Homeland Security, and nearly four 
months since the House first took up that task. 
This legislation has been through a long jour-
ney, full of procedural and partisan road-
blocks, weighed down by special interests, 
and slowed by a storm of misdirection. 

I could not be more pleased that we are 
here today with this compromise legislation 
that will finally allow us to move the bill to the 
President’s desk. This is a historic achieve-
ment. 

In recent days, members of the House and 
Senate have been through a thoughtful, thor-
ough, and cooperative process. Every effort 
was made to address each concern while 
maintaining a basic framework that creates an 
effective department. 

This legislation will give the new Department 
of Homeland Security the tools it needs to 
succeed in its mission. And this, in my mind, 
is the key, because the new department’s 
most basic and core mission will be to secure 
America from terrorist attack. 

On September 11, 2001, the streets of New 
York and Northern Virginia were turned to ash, 
while a grassy field in Pennsylvania played 
quiet witness to the final act of a heroic group 
of Americans. Creation of the Department of 
Homeland Security is the bold and necessary 
next step we must a take to ensure that this 
dark day is never repeated. 

We are not creating new government, we 
are creating better government. We are not 
legislating new bureaucracy, we are stream-
lining to face a new threat. We are making 
government smarter, more flexible, and ulti-
mately, better able to secure America. 

The perpetrators of terrorism are shadowy 
and agile, and they target us like predators 
without distinction between military target and 
ordinary citizen. They are a 21st Century 
enemy with an agelessly corrupt goal-destruc-
tion of life, elimination of liberty, and restriction 
of human freedom. 

Our enemy has recognized that our greatest 
strength—the open society in which we live—
also makes us vulnerable to their attacks. We 
fight this enemy not just on battlefields abroad, 
but in our very cities and towns. We must be 
able to respond at home in a strong, coordi-
nated and agile way. 

The new cabinet-level department is only 
one part of our national response, but it is an 
essential part. The new Department will con-
solidate the vital preparedness, intelligence 
analysis, law enforcement, and emergency re-
sponse functions that are currently dan-
gerously dispersed among numerous federal 
departments and agencies. 

And in the process, the legislation balances 
the need to protect America with the need to 
preserve the American way of life that we are 
protecting. 

Thus far, the government has shown im-
mense resolve and dedication, going to ex-
traordinary lengths to respond to the terrorist 
threat. We are safer than we were on Sep-
tember 10th one year ago. But as the govern-
ment’s efforts reach the limits of their bureauc-
racies, we must rethink our government struc-
ture so that our nation can be even stronger, 
smarter, and better prepared. 

One of our revolutionary forefathers, George 
Mason, once said, ‘‘Government is, or ought 
to be, instituted for the common benefit, pro-
tection and security of the people, nation or 
community.’’

Make no mistake—our work today under-
takes this very core function of government to 
secure the American people. I urge all of my 
colleagues to take measure of the task before 
us, and to support this fair rule and the under-
lying bill. 

It has been a long journey, but this legisla-
tion, and the American people, are all the bet-
ter for it.

Mrs. ROUKEMA. Mr. Speaker, I rise today 
in strong support of H.R. 5710, the Homeland 
Security Act of 2002. 

At last, Members of both parties and the Ad-
ministration have put their differences aside 
and agreed on a strong bill that will make 
America safer by creating a Cabinet-level De-
partment of Homeland Security to unite essen-
tial agencies in our fight against terrorism here 
at home and abroad. 

On the morning of September 11, 2001, a 
new enemy brought war to our shores. An 
enemy that considers any innocent man, 
woman, or child that cherishes freedom a tar-
get. An enemy that does not necessarily call 
any nation home. And an enemy that can hide 
for years in plain sight and in our own neigh-
borhoods. 

This new kind of war, that makes where we 
live and work a potential battleground, calls for 
a new response. The United States is a nation 
at risk of terrorist attacks and it will remain so 
for the foreseeable future. We need to 
strengthen our efforts to protect America, and 
the current governmental structure limits our 
ability to do so. 

When President Bush established the Office 
of Homeland Security in October 2001, its fun-
damental mission would be to prevent terrorist 
attacks within the United States, reduce Amer-
ica’s vulnerability to terrorism, and minimize 
the damage and recovery from attacks that do 
occur. Mr. Speaker, I believe this new bill will 
achieve this mission. 

The new department will combine 170,000 
workers from 22 agencies, including the ATF, 
Border Patrol, Coast Guard and Customs 
Service, into a Department of Homeland Secu-
rity with a $37 billion budget. It balances con-
cerns of federal workers with the need of the 
President to make personnel decisions in the 
interest of national security. It brings all immi-
gration responsibilities under the Secretary of 
Homeland Security. Immigration services will 
be kept separate from enforcement functions 
within the Department. This will provide the 
INS the leadership, direction, and focus that I 
have been advocating for years. 

Now all the necessary functions of govern-
ment to keep our nation safe at home will fall 
under one department—where they should be. 
And that department will be part of the Presi-
dent’s cabinet—and that is where it should be. 

Let me add Mr. Speaker that leading a mas-
sive new federal department that is charged 
with protecting the homeland during such dan-
gerous times is a Herculean task. There is no 
one in the nation more capable and prepared 
to provide that leadership than our former col-
league Tom Ridge. Governor Ridge was 
called on by the President shortly after the 
tragic attacks on our nation and stepped into 
the breach to provide leadership on homeland 
security. This is not the first time he has an-
swered his nation’s call in time of war. 

His leadership over the past year has pre-
pared our nation and our government for the 
task ahead. Governor Ridge will succeed and 
I wish him well. 

Finally Mr. Speaker, passage of this bill is 
the last of the profound accomplishments that 
this Congress has achieved since September 
11, 2001. I am proud of the wise and prudent 
decisions we have made. Even though many 
on both sides have disagreed over details and 
those details have taken longer to work out 
than I would have liked, we have never dis-
agreed on the goal of our actions. That goal 
is to protect and defend our nation in this new 
and awful era of war. 

We may suffer another dastardly attack on 
our shores—given the diabolic treachery in 
which our enemy deals, it is probably certain 
they will attempt to attack us again. But we 
will endure, care for our own, and stand taller 
than before. As always, we did not ask for this 
war, especially one that attacks us at home. 
But we will fight it. And with the help of this 
legislation—we will win it. 

Mr. Speaker, I urge all Members to support 
this legislation. God bless America.

Mr. DINGELL. Mr. Speaker, I rise today in 
strong support of strengthening our Nation’s 
security, but in intense opposition to this bill 
before us. It will create an unwieldy and pos-
sibly unworkable department of 170,000 fed-
eral workers, and spend 4.5 billion dollars 
doing so. 

Without a doubt, every Member of this body 
supports increasing America’s security. How-
ever, I am troubled by the unseemly and 
unhelpful rush by the President and this body 
to hastily legislate on this matter in the closing 
days of this Congress. I would note that the 
bill we are debating is the result of a deal 
reached late yesterday. In fact, this bill was in-
troduced early this morning. Why not let the 
public know what we are doing before we do 
it? 

I served in Congress when we created both 
the Department of Transportation in 1966 and 
the Department of Energy in 1977. Congress 
held extensive hearings. There was testimony 
from experts in the fields. There were lengthy 
discussions before we created these Depart-
ments. However, even with extensive delibera-
tion in Congress, folding diverse government 
agencies into one organization resulted in bu-
reaucratic chaos that lasted for many years. 

Likewise, the rush to create the Transpor-
tation Security Administration after September 
11, 2001, has resulted in great confusion. TSA 
was created to take over security screening at 
our Nation’s airports—a straightforward task 
that has not yet been accomplished. I think it 
would be in our Nation’s best interest that the 
President ensures that the relatively small 
TSA is properly functioning before tackling a 
massive restructuring of the government. 

I am also very concerned that this new De-
partment will develop and operate in a culture 
of secrecy without adequate and proper public 
accountability or Congressional oversight. The 
changes made to the Freedom of Information 
Act are overly broad and restrictive. By includ-
ing Section 214 as part of the backroom 
agreement, this body is ignoring the bipartisan 
compromise that was reached in the Senate 
and included in both the Senate Government 
Affairs Committee bill and the substitute of-
fered by Senators GRAHAM and MILLER in 
favor of the flawed House provision. 

Finally, I note that today we are talking 
about bureaucratic reorganization while the 
White House has opposed Democratic funding 
initiatives to enhance port security, equip local 
fire fighters and first responders with tools to 
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effectively respond to another terrorist attack, 
and to improve security at nuclear weapons 
facilities. In addition, in key critical infrastruc-
ture areas where millions of Americans may 
be at risk, the Bush Administration has 
dropped the ball. For example, at present, 
there are no federal standards in place to re-
quire chemical plants to assess their 
vulnerabilities and take steps to reduce them. 
The Attorney General of the United States has 
failed to conduct or even initiate an evaluation 
of the state of chemical facility security 
(including the security of transportation regu-
lated substances) as required by federal law 
(P.L. 106–40). Bureaucratic reorganization, 
even on a grand scale like this bill, is no sub-
stitute for real action with respect to chemical 
plant security and adequate funding for critical 
security needs. 

In sum, I have serious concerns about the 
management and effectiveness of this new 
Department. The lessons learned from past 
governmental reorganizations is that simply re-
arranging the bureaucratic boxes usually does 
not get the intended result—oftentimes it gets 
you more confusion, more expense, more 
people and less work. This reorganization may 
actually make the country more vulnerable 
during the lengthy transition period—not 
less—particularly if it becomes the substitute 
for needed action and funding.

Mr. ARMEY. Mr. Speaker, I yield 
back the balance of my time. 

The SPEAKER pro tempore. All time 
for debate has expired. 

The amendment contained in section 
2 of H. Res. 600 is considered as adopt-
ed. 

Pursuant to H. Res. 600, the bill is 
considered read for amendment and the 
previous question is ordered. 

The question is on the engrossment 
and third reading of the bill. 

The bill was ordered to be engrossed 
and read a third time, and was read the 
third time. 
MOTION TO RECOMMIT OFFERED BY MR. ROEMER 

Mr. ROEMER. Mr. Speaker, I offer a 
motion to recommit. 

The SPEAKER pro tempore. Is the 
gentleman opposed to the bill? 

Mr. ROEMER. I am, in its present 
form, Mr. Speaker. 

The SPEAKER pro tempore. The 
Clerk will report the motion to recom-
mit. 

The Clerk read as follows:
Mr. ROEMER moves to recommit the bill 

H.R. 5710 to the Select Committee on Home-
land Security with instructions to report the 
same back to the House forthwith with the 
following amendment:

At the end, add the following new title:
TITLE XVIII—NATIONAL COMMISSION ON 

TERRORIST ATTACKS UPON THE 
UNITED STATES 

SEC. 1801. ESTABLISHMENT OF COMMISSION. 
There is established the National Commis-

sion on Terrorist Attacks Upon the United 
States (in this title referred to as the 
‘‘Commission’’). 
SEC. 1802. PURPOSES. 

The purposes of the Commission are to—
(1) examine and report upon the facts and 

causes relating to the terrorist attacks of 
September 11, 2001, occurring at the World 
Trade Center in New York, New York, in 
Somerset County, Pennsylvania, and at the 
Pentagon in Virginia; 

(2) ascertain, evaluate, and report on the 
evidence developed by all relevant govern-
mental agencies regarding the facts and cir-
cumstances surrounding the attacks; 

(3) build upon the investigations of other 
entities, and avoid unnecessary duplication, 
by reviewing the findings, conclusions, and 
recommendations of—

(A) the Joint Inquiry of the Select Com-
mittee on Intelligence of the Senate and the 
Permanent Select Committee on Intelligence 
of the House of Representatives regarding 
the terrorist attacks of September 11, 2001 
(hereinafter in this title referred to as the 
‘‘Joint Inquiry’’); 

(B) other executive branch, congressional, 
or independent commission investigations 
into the terrorist attacks of September 11, 
2001, other terrorist attacks, and terrorism 
generally; 

(4) make a full and complete accounting of 
the circumstances surrounding the attacks, 
and the extent of the United States’ pre-
paredness for, and response to, the attacks; 
and 

(5) investigate and report to the President 
and Congress on its findings, conclusions, 
and recommendations for corrective meas-
ures that can be taken to prevent acts of ter-
rorism. 
SEC. 1803. COMPOSITION OF THE COMMISSION. 

(a) MEMBERS.—The Commission shall be 
composed of 10 members, of whom—

(1) 1 member shall be appointed by the 
President, who shall serve as a co-chair-
person of the Commission; 

(2) 1 member shall be appointed by the mi-
nority leader of the Senate, in consultation 
with the minority leader of the House of 
Representatives, who shall serve as a co-
chairperson of the Commission; 

(3) 2 members shall be appointed by the 
majority leader of the Senate; 

(4) 2 members shall be appointed by the 
Speaker of the House of Representatives; 

(5) 2 members shall be appointed by the mi-
nority leader of the Senate; and 

(6) 2 members shall be appointed by the mi-
nority leader of the House of Representa-
tives. 

(b) QUALIFICATIONS; INITIAL MEETING.—
(1) POLITICAL PARTY AFFILIATION.—Not 

more than 5 members of the Commission 
shall be from the same political party. 

(2) NONGOVERNMENTAL APPOINTEES.—An in-
dividual appointed to the Commission may 
not be an officer or employee of the Federal 
Government or any State or local govern-
ment. 

(3) OTHER QUALIFICATIONS.—It is the sense 
of Congress that individuals appointed to the 
Commission should be prominent United 
States citizens, with national recognition 
and significant depth of experience in such 
professions as governmental service, law en-
forcement, the armed services, law, public 
administration, intelligence gathering, com-
merce (including aviation matters), and for-
eign affairs. 

(4) INITIAL MEETING.—If 90 days after the 
date of enactment of this Act, 6 or more 
members of the Commission have been ap-
pointed, those members who have been ap-
pointed may meet and, if necessary, begin 
the operations of the Commission. 

(c) QUORUM; VACANCIES.—After its initial 
meeting, the Commission shall meet upon 
the call of the co-chairpersons or a majority 
of its members. Six members of the Commis-
sion shall constitute a quorum. Any vacancy 
in the Commission shall not affect its pow-
ers, but shall be filled in the same manner in 
which the original appointment was made. 
SEC. 1804. FUNCTIONS OF THE COMMISSION. 

(a) IN GENERAL.—The functions of the Com-
mission are to—

(1) conduct an investigation that—

(A) investigates relevant facts and cir-
cumstances relating to the terrorist attacks 
of September 11, 2001, including any relevant 
legislation, Executive Order, regulation, 
plan, policy, practice, or procedure; and 

(B) may include relevant facts and cir-
cumstances relating to—

(i) intelligence agencies; 
(ii) law enforcement agencies; 
(iii) diplomacy; 
(iv) immigration, nonimmigrant visas, and 

border control; 
(v) the flow of assets to terrorist organiza-

tions; 
(vi) commercial aviation; 
(vii) the role of congressional oversight 

and resource allocation; and 
(viii) other areas of the public and private 

sectors determined relevant by the Commis-
sion for its inquiry; 

(2) identify, review, and evaluate the les-
sons learned from the terrorist attacks of 
September 11, 2001, regarding the structure, 
coordination, management policies, and pro-
cedures of the Federal Government, and, if 
appropriate, State and local governments 
and nongovernmental entities, relative to 
detecting, preventing, and responding to 
such terrorist attacks; and

(3) submit to the President and Congress 
such reports as are required by this title con-
taining such findings, conclusions, and rec-
ommendations as the Commission shall de-
termine, including proposing organization, 
coordination, planning, management ar-
rangements, procedures, rules, and regula-
tions. 

(b) RELATIONSHIP TO INTELLIGENCE COMMIT-
TEES’ INQUIRY.—When investigating facts and 
circumstances relating to the intelligence 
community, the Commission shall—

(1) first review the information compiled 
by, and the findings, conclusions, and rec-
ommendations of, the Joint Inquiry; and 

(2) after that review pursue any appro-
priate area of inquiry if the Commission de-
termines that—

(A) the Joint Inquiry had not investigated 
that area; 

(B) the Joint Inquiry’s investigation of 
that area had not been complete; or 

(C) new information not reviewed by the 
Joint Inquiry had become available with re-
spect to that area. 
SEC. 1805. POWERS OF THE COMMISSION. 

(a) IN GENERAL.—
(1) HEARINGS AND EVIDENCE.—The Commis-

sion or, on the authority of the Commission, 
any subcommittee or member thereof, may, 
for the purpose of carrying out this title—

(A) hold such hearings and sit and act at 
such times and places, take such testimony, 
receive such evidence, administer such 
oaths; and 

(B) subject to paragraph (2)(A), require, by 
subpoena or otherwise, the attendance and 
testimony of such witnesses and the produc-
tion of such books, records, correspondence, 
memoranda, papers, and documents, 
as the Commission or such designated sub-
committee or designated member may deter-
mine advisable. 

(2) SUBPOENAS.—
(A) ISSUANCE.—
(i) IN GENERAL.—A subpoena may be issued 

under this subsection only upon—
(I) the agreement of the co-chairpersons; or 
(II) the affirmative vote of 5 members of 

the Commission. 
(ii) SIGNATURE.—Subject to clause (i), sub-

poenas issued under paragraph (1)(B) may be 
issued under the signature of either co-chair-
person or both co-chairpersons of the Com-
mission, the chairperson of any sub-
committee created by a majority of the 
Commission, or any member designated by a 
majority of the Commission, and may be 
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served by any person designated by the co-
chairperson, subcommittee chairperson, or 
member. 

(B) ENFORCEMENT.—
(i) IN GENERAL.—In the case of contumacy 

or failure to obey a subpoena issued under 
paragraph (1)(B), the United States district 
court for the judicial district in which the 
subpoenaed person resides, is served, or may 
be found, or where the subpoena is return-
able, may issue an order requiring such per-
son to appear at any designated place to tes-
tify or to produce documentary or other evi-
dence. Any failure to obey the order of the 
court may be punished by the court as a con-
tempt of that court. 

(ii) ADDITIONAL ENFORCEMENT.—In the case 
of any failure of any witness to comply with 
any subpoena or to testify when summoned 
under authority of this section, the Commis-
sion may, by majority vote, certify a state-
ment of fact constituting such failure to the 
appropriate United States attorney, who 
may bring the matter before the grand jury 
for its action, under the same statutory au-
thority and procedures as if the United 
States attorney had received a certification 
under sections 102 through 104 of the Revised 
Statutes of the United States (2 U.S.C. 192 
through 194). 

(b) CONTRACTING.—The Commission may, 
to such extent and in such amounts as are 
provided in appropriation Acts, enter into 
contracts to enable the Commission to dis-
charge its duties under this title. 

(c) INFORMATION FROM FEDERAL AGEN-
CIES.—

(1) IN GENERAL.—The Commission is au-
thorized to secure directly from any execu-
tive department, bureau, agency, board, 
commission, office, independent establish-
ment, or instrumentality of the Government 
information, suggestions, estimates, and sta-
tistics for the purposes of this title. Each de-
partment, bureau, agency, board, commis-
sion, office, independent establishment, or 
instrumentality shall, to the extent author-
ized by law, furnish such information, sug-
gestions, estimates, and statistics directly to 
the Commission, upon request made by ei-
ther co-chairperson, the chairperson of any 
subcommittee created by a majority of the 
Commission, or any member designated by a 
majority of the Commission. 

(2) RECEIPT, HANDLING, STORAGE, AND DIS-
SEMINATION.—Information shall only be re-
ceived, handled, stored, and disseminated by 
members of the Commission and its staff 
consistent with all applicable statutes, regu-
lations, and Executive Orders. 

(d) ASSISTANCE FROM FEDERAL AGENCIES.—
(1) GENERAL SERVICES ADMINISTRATION.—

The Administrator of General Services shall 
provide to the Commission on a reimburs-
able basis administrative support and other 
services for the performance of the Commis-
sion’s functions. 

(2) OTHER DEPARTMENTS AND AGENCIES.—In 
addition to the assistance prescribed in para-
graph (1), departments and agencies of the 
United States may provide to the Commis-
sion such services, funds, facilities, staff, and 
other support services as they may deter-
mine advisable and as may be authorized by 
law. 

(e) GIFTS.—The Commission may accept, 
use, and dispose of gifts or donations of serv-
ices or property. 

(f) POSTAL SERVICES.—The Commission 
may use the United States mails in the same 
manner and under the same conditions as de-
partments and agencies of the United States. 
SEC. 1806. NONAPPLICABILITY OF FEDERAL AD-

VISORY COMMITTEE ACT. 
(a) IN GENERAL.—The Federal Advisory 

Committee Act (5 U.S.C. App.) shall not 
apply to the Commission. 

(b) PUBLIC MEETINGS AND RELEASE OF PUB-
LIC VERSIONS OF REPORTS.—The Commission 
shall—

(1) hold public hearings and meetings to 
the greatest extent feasible; and 

(2) release public versions of the reports re-
quired under section 1810 (a) and (b). 

(c) PUBLIC HEARINGS.—Any public hearings 
of the Commission shall be conducted in a 
manner consistent with the protection of in-
formation provided to or developed for or by 
the Commission as required by any applica-
ble statute, regulation, or Executive Order. 
SEC. 1807. STAFF OF THE COMMISSION. 

(a) IN GENERAL.—
(1) APPOINTMENT AND COMPENSATION.—The 

co-chairpersons, in accordance with rules 
agreed upon by the Commission, may ap-
point and fix the compensation of a staff di-
rector and such other personnel as may be 
necessary to enable the Commission to carry 
out its functions, without regard to the pro-
visions of title 5, United States Code, gov-
erning appointments in the competitive 
service, and without regard to the provisions 
of chapter 51 and subchapter III of chapter 53 
of such title relating to classification and 
General Schedule pay rates, except that no 
rate of pay fixed under this subsection may 
exceed the equivalent of that payable for a 
position at level V of the Executive Schedule 
under section 5316 of title 5, United States 
Code. 

(2) PERSONNEL AS FEDERAL EMPLOYEES.—
(A) IN GENERAL.—The executive director 

and any personnel of the Commission who 
are employees shall be employees under sec-
tion 2105 of title 5, United States Code, for 
purposes of chapters 63, 81, 83, 84, 85, 87, 89, 
and 90 of that title. 

(B) MEMBERS OF COMMISSION.—Subpara-
graph (A) shall not be construed to apply to 
members of the Commission. 

(b) DETAILEES.—Any Federal Government 
employee may be detailed to the Commission 
without reimbursement from the Commis-
sion, and such detailee shall retain the 
rights, status, and privileges of his or her 
regular employment without interruption. 

(c) CONSULTANT SERVICES.—The Commis-
sion is authorized to procure the services of 
experts and consultants in accordance with 
section 3109 of title 5, United States Code, 
but at rates not to exceed the daily rate paid 
a person occupying a position at level IV of 
the Executive Schedule under section 5315 of 
title 5, United States Code. 
SEC. 1808. COMPENSATION AND TRAVEL EX-

PENSES. 
(a) COMPENSATION.—Each member of the 

Commission may be compensated at not to 
exceed the daily equivalent of the annual 
rate of basic pay in effect for a position at 
level IV of the Executive Schedule under sec-
tion 5315 of title 5, United States Code, for 
each day during which that member is en-
gaged in the actual performance of the du-
ties of the Commission. 

(b) TRAVEL EXPENSES.—While away from 
their homes or regular places of business in 
the performance of services for the Commis-
sion, members of the Commission shall be al-
lowed travel expenses, including per diem in 
lieu of subsistence, in the same manner as 
persons employed intermittently in the Gov-
ernment service are allowed expenses under 
section 5703(b) of title 5, United States Code. 
SEC. 1809. SECURITY CLEARANCES FOR COMMIS-

SION MEMBERS AND STAFF. 
The appropriate executive departments 

and agencies shall cooperate with the Com-
mission in expeditiously providing to the 
Commission members and staff appropriate 
security clearances in a manner consistent 
with existing procedures and requirements, 
except that no person shall be provided with 
access to classified information under this 

section who would not otherwise qualify for 
such security clearance. 
SEC. 1810. REPORTS OF THE COMMISSION; TER-

MINATION. 
(a) INTERIM REPORTS.—The Commission 

may submit to the President and Congress 
interim reports containing such findings, 
conclusions, and recommendations for cor-
rective measures as have been agreed to by a 
majority of Commission members. 

(b) FINAL REPORT.—Not later than 2 years 
after the date of the first meeting of the 
Commission, the Commission shall submit to 
the President and Congress a final report 
containing such findings, conclusions, and 
recommendations for corrective measures as 
have been agreed to by a majority of Com-
mission members. 

(c) TERMINATION.—
(1) IN GENERAL.—The Commission, and all 

the authorities of this title, shall terminate 
60 days after the date on which the final re-
port is submitted under subsection (b). 

(2) ADMINISTRATIVE ACTIVITIES BEFORE TER-
MINATION.—The Commission may use the 60-
day period referred to in paragraph (1) for 
the purpose of concluding its activities, in-
cluding providing testimony to committees 
of Congress concerning its reports and dis-
seminating the final report. 
SEC. 1811. AUTHORIZATION OF APPROPRIATIONS. 

There are authorized to be appropriated to 
the Commission to carry out this title 
$3,000,000, to remain available until ex-
pended.

Mr. ROEMER (during the reading). 
Mr. Speaker, I ask unanimous consent 
that the motion to recommit be consid-
ered as read and printed in the RECORD. 

The SPEAKER pro tempore. Is there 
objection to the request of the gen-
tleman from Indiana? 

There was no objection. 
The SPEAKER pro tempore. Pursu-

ant to the rule, the gentleman from In-
diana is recognized for 5 minutes in 
support of his motion to recommit.

b 1945 

Mr. ROEMER. Mr. Speaker, before I 
explain what my motion is, I see on the 
other side of the aisle, on the Repub-
lican side, somebody that served on the 
Committee on Education and the 
Workforce with me, and someone who 
has decided to step down after serving 
the country so well through his years, 
and has managed one of his final bills 
here. 

I would just like to recognize the 
contributions of the majority leader, 
the gentleman from Texas (Mr. 
ARMEY), and salute him for his service 
to the body. 

Mr. Speaker, oftentimes motions to 
recommit are both partisan and proce-
dural. This motion is neither one. It is 
not partisan in that it is a reflection 
actually of the substance of a bipar-
tisan agreement arrived at by members 
of the intelligence committees in both 
Chambers, on both sides of the aisle. It 
is not only bipartisan, it is substantive 
in what it tries to achieve: to create an 
independent commission to respond to 
the national and the international 
tragedy of 2,900 and 4,800 people dead 
with the terrorist attack on September 
11. 

Why on this bill would we offer an 
independent committee, an inde-
pendent blue ribbon commission to 
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look at answers as to why this tragic 
attack was perpetrated upon this coun-
try, and how to prevent future attacks? 
Why on homeland security? 

Well, we passed the defense appro-
priations bill. In that bill we increased 
funding, and we have a plan for fight-
ing terrorism in Afghanistan and 
around the world. When we are going 
to have a Homeland Security Depart-
ment, as this bill lays out, we need to 
make sure that we understand how and 
why the September 11 tragedy took 
place, and to put all our resources to-
gether with the very best people that 
we can get to serve on this commis-
sion, Democrats and Republicans, to 
protect this country from future at-
tacks and to make sure 2,900 people, 290 
people, or 29 people do not die in an-
other attack on this great Nation. 

So this is not procedural, this is not 
partisan; this is an independent com-
mission put forward by people such as 
Senator SHELBY, Senator MCCAIN, and 
Senator LIEBERMAN. It is reflective of a 
vote that took place in this body on 
the intelligence authorization bill, 
that passed this body, and one that 
passed the Senate with a 90 to 8 vote. 

I think it is critically important that 
as we have reacted to attacks like 
Pearl Harbor on this great Nation, and 
it took us not 11 months to react to it 
but 11 days for President Roosevelt to 
say that we need to get to the facts and 
we need to find the answers, we do not 
need political witch-hunts or 
fingerpointing, we need to protect this 
country from any other kind of attack. 
That is what this independent blue rib-
bon commission would set forward. So 
it is bipartisan and it is substantive. It 
is on the right vehicle, the homeland 
security vehicle. 

I may hear from somebody who op-
poses this that it would delay the cre-
ation of this Homeland Security De-
partment, that the President wants 
and needs this bill to create this. It is 
a high priority of his. 

I highly respect the President and his 
priorities, and respect the White House 
for their hard work on this bill. But I 
also say that this needs to be done and 
it needs to be done now. It needs to be 
done because we are at the end of the 
session, in the last few hours of this, 
the body’s deliberative policymaking, 
and it needs to be done in a bipartisan 
way. 

Mr. Speaker, when we read the head-
lines today in the papers and we read 
in the New York Times and the Post 
and the South Bend Tribune from my 
hometown that Osama bin Laden is 
going to attack, and he is applauding 
the attacks in Bali and Tunisia and 
Yemen and the killing of American sol-
diers, and he is prodding them to at-
tack again, we need to act now. We 
need to pass with bipartisan votes this 
recommittal motion. 

It is a forthwith recommittal. It 
would not send the motion back to the 
committee, it would come right back 
to the floor and stay on the floor. It 
will not delay one second this home-
land security bill.

Mr. ARMEY. Mr. Speaker, I rise in 
opposition to the motion. 

The SPEAKER pro tempore (Mr. 
LAHOOD). The gentleman from Texas 
(Mr. ARMEY) is recognized for 5 min-
utes. 

Mr. ARMEY. Mr. Speaker, let me 
thank the gentleman from Indiana (Mr. 
ROEMER) for raising this subject. The 
gentleman is correct, this motion to 
recommit is not procedure, it is not 
partisan; it is substantive, and it is im-
portant. I want to appreciate the gen-
tleman for his interest and his commit-
ment to this subject. 

Why, then, Mr. Speaker, would I ask 
that we oppose the gentleman’s mo-
tion? In all due respect to the gentle-
man’s work, his commitment, and his 
fervor for the subject, all of which I ap-
plaud, I think we need to recognize 
that we had such language in the bill 
and we took it out. Why would we do 
that? Because we felt that it was not 
comprehensive enough to do exactly 
the job the gentleman from Indiana 
says is important, and we believed it 
could be properly structured. That 
work will be done. 

The gentleman says it must be done 
now. More importantly, I would say 
that it must be done correctly. The ne-
gotiations between very important and 
well-informed members of the Perma-
nent Select Committee on Intelligence, 
whose work is to be applauded here, 
and the White House and others will go 
on; so it will be done. Let me encour-
age the gentleman to know that. 

We have done our job here. We will do 
this kind of a review. It will all be done 
right and it will be done thoroughly 
and it will be done soon. But doing it 
soon is better than doing it now. 

I want to thank again the gentleman 
from Indiana (Mr. ROEMER). He is so 
correct in encouraging us to get this 
job done, get it done as quickly as pos-
sible, and get it done right. We must 
understand and we must care and we 
must, for the sake of all of our Nation, 
prevent any atrocities like that in the 
future. 

So if I may, Mr. Speaker, close, again 
with my most sincere appreciation for 
the gentleman from Indiana, with re-
spect for what he proposes and assur-
ance that the gentleman’s objectives 
will be fulfilled, and fulfilled soon, and 
ask that the body at this time, for this 
moment, reject this motion to recom-
mit and move this other larger work 
forward.

Mr. HOLT. Mr. Speaker, we need to pass 
an Intelligence Authorization bill before the 
year is over. If we don’t, our nation’s intel-
ligence community will not be able to take ad-
vantage of the much-needed increases in 
funding that we in Congress have appro-
priated for them. At this time in our Nation’s 
history, when we face so many threats, we 
simply can’t allow that. 

But we need to pass an intelligence author-
ization bill that addresses all of the challenges 
we face. That means including the provision 
so many of us support for an independent 
commission to investigate the 911 terrorist at-
tacks. 

Many of my constituents lost their loved 
ones in the World Trade Center attacks. I am 
here on the floor today because widows like 
Lori Van Auken, Mindy Kleinberg, and Patty 
Casazza from central New Jersey do not want 
other Americans to share the fate of their hus-
bands. They want our government to ensure 
that it is doing absolutely everything it can to 
prevent future terrorist attacks from claiming 
American lives. 

The Administration keeps telling the public 
that another terrorist attack is inevitable. They 
say it is not whether another attack will hap-
pen, but when it will happen. Another attack is 
only inevitable if we do not fully examine what 
went wrong prior to 911. It is only inevitable if 
we do not learn from our mistakes. 

All of us want to improve coordination and 
communication between the government 
agencies that are responsible for our security. 
We want to streamline and integrate their 
functions. We want to reform how they provide 
for our security and we want to do it in a sys-
tematic and scientific fashion. But we cannot 
begin fixing things until we know exactly what 
is broken. 

When a reasonable person gets sick, he 
goes to the doctor to get a diagnosis. He does 
not try to treat himself. When a patient tries to 
heal himself sometimes all he does is makes 
things even worse. That’s why Congressional 
oversight committees are not enough to fix our 
security apparatus. 

Both Republicans and Democrats support 
an independent commission because we do 
not believe that agencies like the FBI and CIA 
are capable of healing themselves. We believe 
that they need an independent commission of 
experts who will dispassionately and honestly 
diagnose their problems and prescribe the 
proper treatment.

The SPEAKER pro tempore. Without 
objection, the previous question is or-
dered on the motion to recommit. 

There was no objection. 
The SPEAKER pro tempore. The 

question is on the motion to recommit. 
The question was taken; and the 

Speaker pro tempore announced that 
the ayes appeared to have it. 

Mr. ROEMER. Mr. Speaker, on that I 
demand the yeas and nays. 

The yeas and nays were ordered. 
The SPEAKER pro tempore. Pursu-

ant to clause 9 of rule XX, the Chair 
will reduce to 5 minutes the minimum 
time for any electronic vote on the 
question of passage. This will be a 15-
minute vote on the motion to recom-
mit followed by a 5-minute vote on pas-
sage. 

The vote was taken by electronic de-
vice, and there were—yeas 203, nays 
215, not voting 13, as follows:

[Roll No. 476] 

YEAS—203

Abercrombie 
Ackerman 
Allen 
Andrews 
Baca 
Baird 
Baldacci 
Baldwin 
Barcia 
Barrett 
Becerra 
Bentsen 
Berkley 
Berman 

Berry 
Bishop 
Blumenauer 
Bonior 
Boswell 
Boucher 
Boyd 
Brady (PA) 
Brown (FL) 
Brown (OH) 
Capps 
Capuano 
Cardin 
Carson (IN) 

Carson (OK) 
Clay 
Clayton 
Clement 
Clyburn 
Conyers 
Costello 
Coyne 
Cramer 
Crowley 
Cummings 
Davis (CA) 
Davis (FL) 
Davis (IL) 
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DeFazio 
DeGette 
Delahunt 
DeLauro 
Deutsch 
Dicks 
Dingell 
Doggett 
Dooley 
Doyle 
Edwards 
Engel 
Eshoo 
Etheridge 
Evans 
Farr 
Fattah 
Filner 
Ford 
Fossella 
Frost 
Gephardt 
Gonzalez 
Gordon 
Green (TX) 
Gutierrez 
Hall (TX) 
Harman 
Hastings (FL) 
Hill 
Hilliard 
Hinchey 
Hinojosa 
Hoeffel 
Holden 
Holt 
Honda 
Hoyer 
Inslee 
Israel 
Jackson (IL) 
Jackson-Lee 

(TX) 
Jefferson 
Johnson, E. B. 
Jones (OH) 
Kanjorski 
Kaptur 
Kennedy (RI) 
Kildee 
Kilpatrick 
Kind (WI) 
Kleczka 
Kucinich 
LaFalce 

Lampson 
Langevin 
Lantos 
Larsen (WA) 
Larson (CT) 
Lee 
Levin 
Lewis (GA) 
Lipinski 
Lofgren 
Lowey 
Lucas (KY) 
Luther 
Lynch 
Maloney (CT) 
Maloney (NY) 
Markey 
Mascara 
Matheson 
Matsui 
McCarthy (MO) 
McCarthy (NY) 
McCollum 
McDermott 
McGovern 
McIntyre 
McNulty 
Meehan 
Meek (FL) 
Meeks (NY) 
Menendez 
Millender-

McDonald 
Miller, George 
Mollohan 
Moore 
Moran (VA) 
Murtha 
Nadler 
Napolitano 
Neal 
Oberstar 
Obey 
Olver 
Ortiz 
Owens 
Pallone 
Pascrell 
Pastor 
Payne 
Pelosi 
Peterson (MN) 
Phelps 
Pomeroy 
Price (NC) 

Rahall 
Reyes 
Rivers 
Rodriguez 
Roemer 
Ross 
Rothman 
Roybal-Allard 
Rush 
Sabo 
Sanchez 
Sanders 
Sandlin 
Sawyer 
Schakowsky 
Schiff 
Scott 
Serrano 
Sherman 
Shows 
Skelton 
Slaughter 
Smith (NJ) 
Smith (WA) 
Snyder 
Solis 
Spratt 
Stark 
Stenholm 
Strickland 
Stupak 
Tanner 
Tauscher 
Taylor (MS) 
Thompson (CA) 
Thompson (MS) 
Thurman 
Tierney 
Towns 
Turner 
Udall (CO) 
Udall (NM) 
Velazquez 
Visclosky 
Waters 
Watson (CA) 
Watt (NC) 
Waxman 
Weiner 
Wexler 
Woolsey 
Wu 
Wynn 

NAYS—215

Aderholt 
Akin 
Armey 
Bachus 
Baker 
Ballenger 
Barr 
Bartlett 
Barton 
Bass 
Bereuter 
Biggert 
Bilirakis 
Blunt 
Boehlert 
Boehner 
Bonilla 
Bono 
Boozman 
Brady (TX) 
Brown (SC) 
Bryant 
Burr 
Burton 
Buyer 
Callahan 
Calvert 
Camp 
Cannon 
Cantor 
Capito 
Castle 
Chabot 
Chambliss 
Coble 
Collins 
Combest 
Cooksey 
Cox 
Crane 
Crenshaw 
Cubin 

Culberson 
Cunningham 
Davis, Jo Ann 
Davis, Tom 
Deal 
DeLay 
DeMint 
Diaz-Balart 
Doolittle 
Dreier 
Duncan 
Dunn 
Ehlers 
Ehrlich 
Emerson 
English 
Everett 
Ferguson 
Flake 
Fletcher 
Foley 
Forbes 
Frelinghuysen 
Gallegly 
Ganske 
Gekas 
Gibbons 
Gilchrest 
Gillmor 
Gilman 
Goode 
Goodlatte 
Goss 
Graham 
Granger 
Graves 
Green (WI) 
Greenwood 
Grucci 
Gutknecht 
Hansen 
Hart 

Hastings (WA) 
Hayes 
Hayworth 
Hefley 
Herger 
Hilleary 
Hobson 
Hoekstra 
Horn 
Hostettler 
Hulshof 
Hunter 
Hyde 
Isakson 
Issa 
Istook 
Jenkins 
Johnson (CT) 
Johnson (IL) 
Johnson, Sam 
Jones (NC) 
Keller 
Kelly 
Kennedy (MN) 
Kerns 
King (NY) 
Kingston 
Kirk 
Knollenberg 
Kolbe 
LaHood 
Latham 
LaTourette 
Leach 
Lewis (CA) 
Lewis (KY) 
Linder 
LoBiondo 
Lucas (OK) 
Manzullo 
McCrery 
McHugh 

McInnis 
McKeon 
Mica 
Miller, Dan 
Miller, Gary 
Miller, Jeff 
Moran (KS) 
Myrick 
Nethercutt 
Ney 
Northup 
Norwood 
Nussle 
Osborne 
Ose 
Otter 
Oxley 
Paul 
Pence 
Peterson (PA) 
Petri 
Pickering 
Pitts 
Platts 
Pombo 
Portman 
Pryce (OH) 
Putnam 
Quinn 
Radanovich 

Ramstad 
Regula 
Rehberg 
Reynolds 
Riley 
Rogers (KY) 
Rogers (MI) 
Rohrabacher 
Ros-Lehtinen 
Royce 
Ryan (WI) 
Ryun (KS) 
Saxton 
Schaffer 
Schrock 
Sensenbrenner 
Sessions 
Shaw 
Shays 
Sherwood 
Shimkus 
Shuster 
Simmons 
Simpson 
Skeen 
Smith (MI) 
Smith (TX) 
Souder 
Stearns 
Sullivan 

Sununu 
Sweeney 
Tancredo 
Tauzin 
Taylor (NC) 
Terry 
Thomas 
Thornberry 
Thune 
Tiahrt 
Tiberi 
Toomey 
Upton 
Vitter 
Walden 
Walsh 
Wamp 
Watkins (OK) 
Watts (OK) 
Weldon (FL) 
Weldon (PA) 
Weller 
Whitfield 
Wicker 
Wilson (NM) 
Wilson (SC) 
Wolf 
Young (AK) 
Young (FL) 

NOT VOTING—13 

Blagojevich 
Borski 
Condit 
Frank 
Hooley 

Houghton 
John 
McKinney 
Morella 
Rangel 

Roukema 
Shadegg 
Stump

b 2018 

Mr. SAXTON changed his vote from 
‘‘yea’’ to ‘‘nay.’’ 

Messrs. MASCARA, HILLIARD, and 
DOGGETT changed their vote from 
‘‘nay’’ to ‘‘yea.’’ 

So the motion to recommit was re-
jected. 

The result of the vote was announced 
as above recorded.

The SPEAKER pro tempore (Mr. 
LAHOOD). The question is on the pas-
sage of the bill. 

The question was taken; and the 
Speaker pro tempore announced that 
the ayes appeared to have it. 

Mr. OXLEY. Mr. Speaker, on that I 
demand the yeas and nays. 

The yeas and nays were ordered. 
The SPEAKER pro tempore. This 

will be a 5-minute vote. 
The vote was taken by electronic de-

vice, and there were—yeas 299, nays 
121, not voting 11, as follows:

[Roll No. 477] 

YEAS—299

Aderholt 
Akin 
Allen 
Andrews 
Armey 
Baca 
Bachus 
Baird 
Baker 
Baldacci 
Ballenger 
Barcia 
Barr 
Barrett 
Bartlett 
Barton 
Bass 
Bentsen 
Bereuter 
Berkley 
Berry 
Biggert 
Bilirakis 
Bishop 
Blunt 
Boehlert 
Boehner 

Bonilla 
Bono 
Boozman 
Boswell 
Boucher 
Boyd 
Brady (TX) 
Brown (SC) 
Bryant 
Burr 
Burton 
Buyer 
Callahan 
Calvert 
Camp 
Cantor 
Capito 
Cardin 
Carson (OK) 
Castle 
Chabot 
Chambliss 
Clay 
Clement 
Clyburn 
Coble 
Collins 

Combest 
Cooksey 
Cox 
Cramer 
Crane 
Crenshaw 
Crowley 
Cubin 
Culberson 
Cunningham 
Davis (CA) 
Davis (FL) 
Davis, Jo Ann 
Davis, Tom 
Deal 
DeLay 
DeMint 
Deutsch 
Diaz-Balart 
Dicks 
Dooley 
Doolittle 
Dreier 
Dunn 
Edwards 
Ehlers 
Ehrlich 

Emerson 
Engel 
English 
Eshoo 
Etheridge 
Everett 
Ferguson 
Fletcher 
Foley 
Forbes 
Ford 
Fossella 
Frelinghuysen 
Frost 
Gallegly 
Ganske 
Gekas 
Gibbons 
Gilchrest 
Gillmor 
Gilman 
Goode 
Goodlatte 
Gordon 
Goss 
Graham 
Granger 
Graves 
Green (WI) 
Greenwood 
Grucci 
Gutknecht 
Hall (TX) 
Hansen 
Harman 
Hart 
Hastings (WA) 
Hayes 
Hayworth 
Hefley 
Herger 
Hill 
Hilleary 
Hinojosa 
Hobson 
Hoeffel 
Hoekstra 
Holden 
Horn 
Hulshof 
Hunter 
Hyde 
Inslee 
Isakson 
Israel 
Issa 
Istook 
Jefferson 
Jenkins 
John 
Johnson (CT) 
Johnson (IL) 
Johnson, Sam 
Jones (NC) 
Kanjorski 
Keller 
Kelly 
Kennedy (MN) 
Kennedy (RI) 
Kerns 
Kind (WI) 
King (NY) 
Kingston 

Kirk 
Knollenberg 
Kolbe 
LaHood 
Langevin 
Latham 
LaTourette 
Leach 
Lewis (CA) 
Lewis (KY) 
Linder 
LoBiondo 
Lucas (KY) 
Lucas (OK) 
Luther 
Maloney (CT) 
Maloney (NY) 
Manzullo 
Mascara 
Matheson 
McCarthy (NY) 
McCrery 
McHugh 
McInnis 
McIntyre 
McKeon 
Menendez 
Mica 
Millender-

McDonald 
Miller, Dan 
Miller, Gary 
Miller, Jeff 
Moore 
Murtha 
Myrick 
Nethercutt 
Ney 
Northup 
Norwood 
Nussle 
Ortiz 
Osborne 
Ose 
Otter 
Oxley 
Pascrell 
Pelosi 
Pence 
Peterson (MN) 
Peterson (PA) 
Petri 
Phelps 
Pickering 
Pitts 
Platts 
Pombo 
Pomeroy 
Portman 
Price (NC) 
Pryce (OH) 
Putnam 
Quinn 
Radanovich 
Ramstad 
Regula 
Rehberg 
Reyes 
Reynolds 
Riley 
Rogers (KY) 
Rogers (MI) 
Rohrabacher 

Ros-Lehtinen 
Ross 
Rothman 
Royce 
Ryan (WI) 
Ryun (KS) 
Sandlin 
Sawyer 
Saxton 
Schaffer 
Schiff 
Schrock 
Sensenbrenner 
Sessions 
Shadegg 
Shaw 
Shays 
Sherwood 
Shimkus 
Shows 
Shuster 
Simmons 
Simpson 
Skeen 
Skelton 
Smith (MI) 
Smith (NJ) 
Smith (TX) 
Smith (WA) 
Souder 
Spratt 
Stearns 
Stenholm 
Strickland 
Stupak 
Sullivan 
Sununu 
Sweeney 
Tancredo 
Tanner 
Tauscher 
Tauzin 
Taylor (MS) 
Taylor (NC) 
Terry 
Thomas 
Thompson (MS) 
Thornberry 
Thune 
Thurman 
Tiahrt 
Tiberi 
Toomey 
Turner 
Udall (CO) 
Upton 
Vitter 
Walden 
Walsh 
Wamp 
Watkins (OK) 
Watts (OK) 
Weldon (FL) 
Weldon (PA) 
Weller 
Whitfield 
Wicker 
Wilson (NM) 
Wilson (SC) 
Wolf 
Wu 
Young (AK) 
Young (FL) 

NAYS—121

Abercrombie 
Ackerman 
Baldwin 
Becerra 
Berman 
Blumenauer 
Bonior 
Brady (PA) 
Brown (FL) 
Brown (OH) 
Cannon 
Capps 
Capuano 
Carson (IN) 
Clayton 
Conyers 
Costello 
Coyne 
Cummings 
Davis (IL) 
DeFazio 
DeGette 
Delahunt 
DeLauro 

Dingell 
Doggett 
Doyle 
Duncan 
Evans 
Farr 
Fattah 
Filner 
Flake 
Gephardt 
Gonzalez 
Green (TX) 
Gutierrez 
Hastings (FL) 
Hilliard 
Hinchey 
Holt 
Honda 
Hostettler 
Hoyer 
Jackson (IL) 
Jackson-Lee 

(TX) 
Johnson, E. B. 

Jones (OH) 
Kaptur 
Kildee 
Kilpatrick 
Kleczka 
Kucinich 
LaFalce 
Lampson 
Lantos 
Larsen (WA) 
Larson (CT) 
Lee 
Levin 
Lewis (GA) 
Lipinski 
Lofgren 
Lowey 
Lynch 
Markey 
Matsui 
McCarthy (MO) 
McCollum 
McDermott 
McGovern 
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McKinney 
McNulty 
Meehan 
Meek (FL) 
Meeks (NY) 
Miller, George 
Mollohan 
Moran (KS) 
Moran (VA) 
Nadler 
Napolitano 
Neal 
Oberstar 
Obey 
Olver 
Owens 
Pallone 

Pastor 
Paul 
Payne 
Rahall 
Rivers 
Rodriguez 
Roemer 
Roybal-Allard 
Sabo 
Sanchez 
Sanders 
Schakowsky 
Scott 
Serrano 
Sherman 
Slaughter 
Snyder 

Solis 
Stark 
Thompson (CA) 
Tierney 
Towns 
Udall (NM) 
Velazquez 
Visclosky 
Waters 
Watson (CA) 
Watt (NC) 
Waxman 
Weiner 
Wexler 
Woolsey 
Wynn 

NOT VOTING—11 

Blagojevich 
Borski 
Condit 
Frank 

Hooley 
Houghton 
Morella 
Rangel 

Roukema 
Rush 
Stump

b 2030 

Messrs. ROTHMAN, ROYCE, and 
BACA changed their vote from ‘‘nay’’ 
to ‘‘yea.’’ 

So the bill was passed. 
The result of the vote was announced 

as above recorded. 
A motion to reconsider was laid on 

the table.

f

PERMISSION TO SUBMIT PRO-
CEEDINGS OF SELECT COM-
MITTEE ON HOMELAND SECU-
RITY FOR PRINTING 

Mr. PORTMAN. Mr. Speaker, I ask 
unanimous consent that, notwith-
standing section 7 of House Resolution 
449, the gentleman from Texas (Mr. 
ARMEY) be permitted through the end 
of the 107th Congress to submit the 
proceedings of the Select Committee 
on Homeland Security for printing pur-
suant to clause 1(c) of rule XI of the 
rules of the House of Representatives 
for the 107th Congress. 

The SPEAKER pro tempore (Mr. 
LAHOOD). Is there objection to the re-
quest of the gentleman from Ohio? 

There was no objection. 

f

HOUR OF MEETING ON TOMORROW 

Mr. PORTMAN. Mr. Speaker, I ask 
unanimous consent that when the 
House adjourns today, it adjourn to 
meet at 1 p.m. tomorrow. 

The SPEAKER pro tempore. Is there 
objection to the request of the gen-
tleman from Ohio? 

There was no objection. 

f

MAKING IN ORDER CALL OF PRI-
VATE CALENDAR ON TOMORROW 

Mr. PORTMAN. Mr. Speaker, I ask 
unanimous consent that the call of the 
Private Calendar be in order on Thurs-
day, November 14. 

The SPEAKER pro tempore. Is there 
objection to the request of the gen-
tleman from Ohio? 

There was no objection. 

f

RECESS 

The SPEAKER pro tempore. Pursu-
ant to clause 12 of rule I, the Chair de-

clares the House in recess subject to 
the call of the Chair. 

Accordingly (at 8 o’clock and 31 min-
utes p.m.), the House stood in recess 
subject to the call of the Chair.

f

b 2200 

AFTER RECESS 

The recess having expired, the House 
was called to order by the Speaker pro 
tempore (Mr. DREIER) at 10 p.m. 

f

CONFERENCE REPORT ON H.R. 3210, 
TERRORISM RISK PROTECTION 
ACT 

Mr. SHAYS submitted the following 
conference report and statement on the 
bill (H.R. 3210) to ensure the continued 
financial capacity of insurers to pro-
vide coverage for risks from terrorism.

CONFERENCE REPORT (H. REPT. 107–779) 

The committee of conference on the 
disagreeing votes of the two Houses on 
the amendment of the Senate to the 
bill (H.R. 3210), to ensure the continued 
financial capacity of insurers to pro-
vide coverage for risks from terrorism, 
having met, after full and free con-
ference, have agreed to recommend and 
do recommend to their respective 
Houses as follows: 

That the House recede from its dis-
agreement to the amendment of the 
Senate and agree to the same with an 
amendment as follows: 

In lieu of the matter proposed to be 
inserted by the Senate amendment, in-
sert the following:
SECTION 1. SHORT TITLE; TABLE OF CONTENTS. 

(a) SHORT TITLE.—This Act may be cited as 
the ‘‘Terrorism Risk Insurance Act of 2002’’. 

(b) TABLE OF CONTENTS.—The table of con-
tents for this Act is as follows:

Sec. 1. Short title; table of contents. 

TITLE I—TERRORISM INSURANCE 
PROGRAM 

Sec. 101. Congressional findings and purpose. 
Sec. 102. Definitions. 
Sec. 103. Terrorism Insurance Program. 
Sec. 104. General authority and administration 

of claims. 
Sec. 105. Preemption and nullification of pre-

existing terrorism exclusions. 
Sec. 106. Preservation provisions. 
Sec. 107. Litigation management. 
Sec. 108. Termination of Program. 

TITLE II—TREATMENT OF TERRORIST 
ASSETS 

Sec. 201. Satisfaction of judgments from blocked 
assets of terrorists, terrorist orga-
nizations, and State sponsors of 
terrorism. 

TITLE III—FEDERAL RESERVE BOARD 
PROVISIONS 

Sec. 301. Certain authority of the Board of Gov-
ernors of the Federal Reserve Sys-
tem.

TITLE I—TERRORISM INSURANCE 
PROGRAM 

SEC. 101. CONGRESSIONAL FINDINGS AND PUR-
POSE. 

(a) FINDINGS.—The Congress finds that—
(1) the ability of businesses and individuals to 

obtain property and casualty insurance at rea-
sonable and predictable prices, in order to 
spread the risk of both routine and catastrophic 
loss, is critical to economic growth, urban devel-

opment, and the construction and maintenance 
of public and private housing, as well as to the 
promotion of United States exports and foreign 
trade in an increasingly interconnected world; 

(2) property and casualty insurance firms are 
important financial institutions, the products of 
which allow mutualization of risk and the effi-
cient use of financial resources and enhance the 
ability of the economy to maintain stability, 
while responding to a variety of economic, polit-
ical, environmental, and other risks with a min-
imum of disruption; 

(3) the ability of the insurance industry to 
cover the unprecedented financial risks pre-
sented by potential acts of terrorism in the 
United States can be a major factor in the recov-
ery from terrorist attacks, while maintaining the 
stability of the economy; 

(4) widespread financial market uncertainties 
have arisen following the terrorist attacks of 
September 11, 2001, including the absence of in-
formation from which financial institutions can 
make statistically valid estimates of the prob-
ability and cost of future terrorist events, and 
therefore the size, funding, and allocation of the 
risk of loss caused by such acts of terrorism; 

(5) a decision by property and casualty insur-
ers to deal with such uncertainties, either by 
terminating property and casualty coverage for 
losses arising from terrorist events, or by radi-
cally escalating premium coverage to com-
pensate for risks of loss that are not readily pre-
dictable, could seriously hamper ongoing and 
planned construction, property acquisition, and 
other business projects, generate a dramatic in-
crease in rents, and otherwise suppress economic 
activity; and 

(6) the United States Government should pro-
vide temporary financial compensation to in-
sured parties, contributing to the stabilization of 
the United States economy in a time of national 
crisis, while the financial services industry de-
velops the systems, mechanisms, products, and 
programs necessary to create a viable financial 
services market for private terrorism risk insur-
ance. 

(b) PURPOSE.—The purpose of this title is to 
establish a temporary Federal program that pro-
vides for a transparent system of shared public 
and private compensation for insured losses re-
sulting from acts of terrorism, in order to—

(1) protect consumers by addressing market 
disruptions and ensure the continued wide-
spread availability and affordability of property 
and casualty insurance for terrorism risk; and

(2) allow for a transitional period for the pri-
vate markets to stabilize, resume pricing of such 
insurance, and build capacity to absorb any fu-
ture losses, while preserving State insurance 
regulation and consumer protections. 
SEC. 102. DEFINITIONS. 

In this title, the following definitions shall 
apply: 

(1) ACT OF TERRORISM.—
(A) CERTIFICATION.—The term ‘‘act of ter-

rorism’’ means any act that is certified by the 
Secretary, in concurrence with the Secretary of 
State, and the Attorney General of the United 
States—

(i) to be an act of terrorism; 
(ii) to be a violent act or an act that is dan-

gerous to—
(I) human life; 
(II) property; or 
(III) infrastructure; 
(iii) to have resulted in damage within the 

United States, or outside of the United States in 
the case of—

(I) an air carrier or vessel described in para-
graph (5)(B); or 

(II) the premises of a United States mission; 
and 

(iv) to have been committed by an individual 
or individuals acting on behalf of any foreign 
person or foreign interest, as part of an effort to 
coerce the civilian population of the United 
States or to influence the policy or affect the 
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