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§ 29.9 Investigation and reporting of 
violation of PCII procedures. 

(a) Reporting of possible violations. 
Persons authorized to have access to 
PCII must report any suspected viola-
tion of security procedures, the loss or 
misplacement of PCII, and any sus-
pected unauthorized disclosure of PCII 
immediately to the PCII Program Man-
ager or a PCII Program Manager’s Des-
ignee. Suspected violations may also 
be reported to the DHS Office of In-
spector General. The PCII Program 
Manager or a PCII Program Manager’s 
Designee will in turn report the inci-
dent to the appropriate security officer 
and to the DHS Office of Inspector Gen-
eral. 

(b) Review and investigation of written 
report. The PCII Program Manager, or 
the appropriate security officer must 
notify the DHS Office of Inspector Gen-
eral of their intent to investigate any 
alleged violation of procedures, loss of 
information, and/or unauthorized dis-
closure, prior to initiating any such in-
vestigation. Evidence of wrongdoing 
resulting from any such investigations 
by agencies other than the DHS Inspec-
tor General must be reported to the 
United States Department of Justice, 
Criminal Division, through the CISA 
Office of the Chief Counsel. The DHS 
Office of Inspector General also has au-
thority to conduct such investigations 
and will report any evidence of wrong-
doing to the United States Department 
of Justice, Criminal Division, for con-
sideration of prosecution. 

(c) Notification to originator of PCII. If 
the PCII Program Manager or the ap-
propriate security officer determines 
that a loss of information or an unau-
thorized disclosure of PCII has oc-
curred, the PCII Program Manager or a 
PCII Program Manager’s Designee 
must notify the person or entity that 
submitted the PCII, unless providing 
such notification could reasonably be 
expected to hamper the relevant inves-
tigation or adversely affect any other 
law enforcement, national security, or 
homeland security interest. 

(d) Criminal and administrative pen-
alties. (1) As established in 6 U.S.C. 
673(f), whoever, being an officer or em-
ployee of the United States or of any 
department or agency thereof, know-
ingly publishes, divulges, discloses, or 

makes known in any manner or to any 
extent not authorized by law, any in-
formation protected from disclosure by 
the CII Act coming to the officer or 
employee in the course of his or her 
employment or official duties or by 
reason of any examination or inves-
tigation made by, or return, report, or 
record made to or filed with, such de-
partment or agency or officer or em-
ployee thereof, shall be fined under 
title 18 of the United States Code, im-
prisoned not more than one year, or 
both, and shall be removed from office 
or employment. 

(2) In addition to the penalties set 
forth in paragraph (d)(1) of this section, 
if the PCII Program Manager deter-
mines that an entity or person who has 
received PCII has violated the provi-
sions of this part or used PCII for an 
inappropriate purpose, the PCII Pro-
gram Manager may disqualify that en-
tity or person from future receipt of 
any PCII or future receipt of any sen-
sitive homeland security information 
under 6 U.S.C. 482, provided, however, 
that any such decision by the PCII Pro-
gram Manager may be appealed to the 
Director. 
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Subpart A—General 

§ 37.1 Applicability. 

(a) Subparts A through E of this part 
apply to States and U.S. territories 
that choose to issue driver’s licenses 
and identification cards that can be ac-
cepted by Federal agencies for official 
purposes. 

(b) Subpart F establishes certain 
standards for State-issued driver’s li-
censes and identification cards issued 
by States that participate in REAL ID, 
but that are not intended to be accept-
ed by Federal agencies for official pur-
pose under section 202(d)(11) of the 
REAL ID Act. 

§ 37.3 Definitions. 

For purposes of this part: 

Birth certificate means the record re-

lated to a birth that is permanently 

stored either electronically or phys-

ically at the State Office of Vital Sta-

tistics or equivalent agency in a reg-

istrant’s State of birth. 

Card means either a driver’s license 

or identification card issued by the 

State Department of Motor Vehicles 

(DMV) or equivalent State office. 

Certification means an assertion by 

the State to the Department of Home-

land Security that the State has met 

the requirements of this part. 

Certified copy of a birth certificate 
means a copy of the whole or part of a 

birth certificate registered with the 

State that the State considers to be 

the same as the original birth certifi-

cate on file with the State Office of 

Vital Statistics or equivalent agency 

in a registrant’s State of birth. 

Covered employees means Department 

of Motor Vehicles employees or con-

tractors who are involved in the manu-

facture or production of REAL ID driv-

er’s licenses and identification cards, 

or who have the ability to affect the 

identity information that appears on 

the driver’s license or identification 

card. 

Data verification means checking the 

validity of data contained in source 

documents presented under this regula-

tion. 

DHS means the U.S. Department of 

Homeland Security. 

DMV means the Department of Motor 

Vehicles or any State Government en-

tity that issues driver’s licenses and 

identification cards, or an office with 

equivalent function for issuing driver’s 

licenses and identification cards. 

Determination means a decision by 

the Department of Homeland Security 

that a State has or has not met the re-

quirements of this part and that Fed-

eral agencies may or may not accept 

the driver’s licenses and identification 

cards issued by the State for official 

purposes. 

Digital photograph means a digital 

image of the face of the holder of the 

driver’s license or identification card. 
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Document authentication means deter-
mining that the source document pre-
sented under these regulations is gen-
uine and has not been altered. 

Domestic violence and dating violence 
have the meanings given the terms in 
section 3, Universal definitions and 
grant provisions, of the Violence 
Against Women and Department of 
Justice Reauthorization Act of 2005 
(Pub. L. 109–162, 119 Stat. 2960, 2964, 
Jan. 5, 2006); codified at section 40002, 
Definitions and grant provisions, 42 
U.S.C. 13925, or State laws addressing 
domestic and dating violence. 

Driver’s license means a motor vehicle 
operator’s license, as defined in 49 
U.S.C. 30301. 

Duplicate means a driver’s license or 
identification card issued subsequent 
to the original document that bears 
the same information and expiration 
date as the original document and that 
is reissued at the request of the holder 
when the original is lost, stolen, or 
damaged and there has been no mate-
rial change in information since prior 
issuance. 

Federal agency means all executive 
agencies including Executive depart-
ments, a Government corporation, and 
an independent establishment as de-
fined in 5 U.S.C. 105. 

Federally-regulated commercial aircraft 
means a commercial aircraft regulated 
by the Transportation Security Admin-
istration (TSA). 

Full compliance means that the Sec-
retary or his designate(s) has deter-
mined that a State has met all the re-
quirements of Subparts A through E. 

Full legal name means an individual’s 
first name, middle name(s), and last 
name or surname, without use of ini-
tials or nicknames. 

IAFIS means the Integrated Auto-
mated Fingerprint Identification Sys-
tem, a national fingerprint and crimi-
nal history system maintained by the 
Federal Bureau of Investigation (FBI) 
that provides automated fingerprint 
search capabilities. 

Identification card means a document 
made or issued by or under the author-
ity of a State Department of Motor Ve-
hicles or State office with equivalent 
function which, when completed with 
information concerning a particular in-
dividual, is of a type intended or com-

monly accepted for the purpose of iden-
tification of individuals. 

INS means the former-Immigration 
and Naturalization Service of the U.S. 
Department of Justice. 

Lawful status: A person in lawful sta-
tus is a citizen or national of the 
United States; or an alien: lawfully ad-
mitted for permanent or temporary 
residence in the United States; with 
conditional permanent resident status 
in the United States; who has an ap-
proved application for asylum in the 
United States or has entered into the 
United States in refugee status; who 
has a valid nonimmigrant status in the 
United States; who has a pending appli-
cation for asylum in the United States; 
who has a pending or approved applica-
tion for temporary protected status 
(TPS) in the United States; who has 
approved deferred action status; or who 
has a pending application for lawful 
permanent residence (LPR) or condi-
tional permanent resident status. This 
definition does not affect other defini-
tions or requirements that may be con-
tained in the Immigration and Nation-
ality Act or other laws. 

Material change means any change to 
the personally identifiable information 
of an individual as defined under this 
part. Notwithstanding the definition of 
personally identifiable information 
below, a change of address of principal 
residence does not constitute a mate-
rial change. 

Material compliance means a deter-
mination by DHS that a State has met 
the benchmarks contained in the Mate-
rial Compliance Checklist. 

NCIC means the National Crime In-
formation Center, a computerized 
index of criminal justice information 
maintained by the Federal Bureau of 
Investigation (FBI) that is available to 
Federal, State, and local law enforce-
ment and other criminal justice agen-
cies. 

Official purpose means accessing Fed-
eral facilities, boarding Federally-regu-
lated commercial aircraft, and enter-
ing nuclear power plants. 

Passport means a passport booklet or 
card issued by the U.S. Department of 
State that can be used as a travel docu-
ment to gain entry into the United 
States and that denotes identity and 
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citizenship as determined by the U.S. 
Department of State. 

Personally identifiable information 
means any information which can be 
used to distinguish or trace an individ-
ual’s identity, such as their name; driv-
er’s license or identification card num-
ber; social security number; biometric 
record, including a digital photograph 
or signature; alone, or when combined 
with other personal or identifying in-
formation, which is linked or linkable 
to a specific individual, such as a date 
and place of birth or address, whether 
it is stored in a database, on a driver’s 
license or identification card, or in the 
machine readable technology on a li-
cense or identification card. 

Principal residence means the location 
where a person currently resides (i.e., 
presently resides even if at a tem-
porary address) in conformance with 
the residency requirements of the 
State issuing the driver’s license or 
identification card, if such require-
ments exist. 

REAL ID Driver’s License or Identifica-
tion Card means a driver’s license or 
identification card that has been issued 
by a State that has been certified by 
DHS to be in compliance with the re-
quirements of the REAL ID Act and 
which meets the standards of subparts 
A through D of this part, including 
temporary or limited-term driver’s li-
censes or identification cards issued 
under § 37.21. 

Reissued card means a card that a 
State DMV issues to replace a card 
that has been lost, stolen or damaged, 
or to replace a card that includes out-
dated information. A card may not be 
reissued remotely when there is a ma-
terial change to the personally identi-
fiable information as defined by the 
Rule. 

Renewed card means a driver’s license 
or identification card that a State 
DMV issues to replace a renewable 
driver’s license or identification card. 

SAVE means the DHS Systematic 
Alien Verification for Entitlements 
system, or such successor or alternate 
verification system at the Secretary’s 
discretion. 

Secretary means the Secretary of 
Homeland Security. 

Sexual assault and stalking have the 
meanings given the terms in section 3, 

universal definitions and grant provi-

sions, of the Violence Against Women 

and Department of Justice Reauthor-

ization Act of 2005 (Pub. L. 109–162, 119 

Stat. 2960, 2964, Jan. 5, 2006); codified at 

section 40002, Definitions and grant 

provisions, 42 U.S.C. 13925, or State 

laws addressing sexual assault and 

stalking. 

Source document(s) means original or 

certified copies (where applicable) of 

documents presented by an applicant 

as required under these regulations to 

the Department of Motor Vehicles to 

apply for a driver’s license or identi-

fication card. 

State means a State of the United 

States, the District of Columbia, Puer-

to Rico, the Virgin Islands, Guam, 

American Samoa, and the Common-

wealth of the Northern Mariana Is-

lands. 

State address confidentiality program 

means any State-authorized or State- 

administered program that— 

(1) Allows victims of domestic vio-

lence, dating violence, sexual assault, 

stalking, or a severe form of traf-

ficking to keep, obtain, and use alter-

native addresses; or 

(2) Provides confidential record-keep-

ing regarding the addresses of such vic-

tims or other categories of persons. 

Temporary lawful status: A person in 

temporary lawful status is a person 

who: Has a valid nonimmigrant status 

in the United States (other than a per-

son admitted as a nonimmigrant under 

the Compacts of Free Association be-

tween the United States and the Re-

public of the Marshall Islands, the Fed-

erated States of Micronesia, or the Re-

public of Palau); has a pending applica-

tion for asylum in the United States; 

has a pending or approved application 

for temporary protected status (TPS) 

in the United States; has approved de-

ferred action status; or has a pending 

application for LPR or conditional per-

manent resident status. 

Verify means procedures to ensure 

that: 

(1) The source document is genuine 

and has not been altered (i.e., ‘‘docu-

ment authentication’’); and 



277 

Office of the Secretary, Homeland Security § 37.11 

(2) The identity data contained on 
the document is valid (‘‘data 
verification’’). 

[73 FR 5331, Jan. 29, 2008, as amended at 84 
FR 46426, Sept. 4, 2019] 

§ 37.4 Incorporation by reference. 

Certain material is incorporated by 
reference into this part with the ap-
proval of the Director of the Federal 
Register under 5 U.S.C. 552(a) and 1 
CFR part 51. All approved incorpora-
tion by reference (IBR) material is 
available for inspection at the Depart-
ment of Homeland Security (DHS) and 
at the National Archives and Records 
Administration (NARA). For informa-
tion on the availability of this mate-
rial at DHS Headquarters in Wash-
ington DC, please email 
requesttoreviewstandards@hq.dhs.gov. 
For information on the availability of 
this material at NARA, visit 
www.archives.gov/federal-register/cfr/ibr- 
locations.html or email 
fr.inspection@nara.gov. The material 
may be obtained from the following 
sources: 

(a) American Association of Motor 
Vehicle Administrators (AAMVA) 4301 
Wilson Boulevard, Suite 400, Arlington, 
VA 22203; website: www.aamva.org. 

(1) 2005 AAMVA Driver’s License/ 
Identification Card Design Specifica-
tions, Annex A, section A.7.7.2., March 
2005 (AAMVA Specifications); IBR ap-
proved for § 37.17. 

(2) [Reserved] 

(b) International Civil Aviation Orga-
nization (ICAO), I CAO, Document 
Sales Unit, 999 University Street, Mon-
treal, Quebec, Canada H3C 5H7; email: 
sales@icao.int. 

(1) ICAO 9303, ‘‘Machine Readable 
Travel Documents,’’ Volume 1, part 1, 
Sixth Edition, 2006; IBR approved for 
§ 37.17. 

(2) [Reserved] 

(c) International Organization for 
Standardization, Chemin de 
Blandonnet 8, CP 401, 1214 Vernier, Ge-
neva, Switzerland; phone: +41 22 749 01 
11; email: customerservice@iso.org; 
website: www.iso.org/contact-iso.html. 
(Also available by contacting ANSI at 
ANSI, 25 West 43rd Street, 4th Floor, 
New York, New York 10036 website: 
www.ansi.org.) 

(1) ISO/IEC 19794–5:2005(E) Informa-

tion technology—Biometric Data Inter-

change Formats—Part 5: Face Image 

Data, dated June 2005; IBR approved for 

§ 37.17. 

(2) ISO/IEC 15438:2006(E) Information 

Technology—Automatic identification 

and data capture techniques—PDF417 

symbology specification, dated June 

2006; IBR approved for § 37.19. 

[88 FR 44192, July 12, 2023] 

§ 37.5 Validity periods and deadlines 
for REAL ID driver’s licenses and 
identification cards. 

(a) Driver’s licenses and identifica-

tion cards issued under this part, that 

are not temporary or limited-term 

driver’s licenses and identification 

cards, are valid for a period not to ex-

ceed eight years. A card may be valid 

for a shorter period based on other 

State or Federal requirements. 

(b) On or after May 7, 2025, Federal 

agencies shall not accept a driver’s li-

cense or identification card for official 

purposes from any individual unless 

such license or card is a REAL ID–com-

pliant driver’s license or identification 

card issued by a State that has been 

determined by DHS to be in full com-

pliance as defined under this subpart. 

(c) Through the end of May 6, 2025, 

Federal agencies may accept for offi-
cial purposes a driver’s license or iden-
tification card issued under § 37.71. On 
or after May 7, 2025, Federal agencies 
shall not accept for official purposes a 
driver’s license or identification card 
issued under § 37.71. 

[73 FR 5331, Jan. 29, 2008, as amended at 79 

FR 77838, Dec. 29, 2014; 84 FR 55019, Oct. 15, 

2019; 85 FR 23208, Apr. 27, 2020; 86 FR 23240, 

May 3, 2021; 88 FR 14476, Mar. 9, 2023] 

Subpart B—Minimum Documenta-
tion, Verification, and Card 
Issuance Requirements 

§ 37.11 Application and documents the 
applicant must provide. 

(a) The State must subject each per-
son applying for a REAL ID driver’s li-
cense or identification card to a man-
datory facial image capture, and shall 
maintain photographs of individuals 
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even if no card is issued. The photo-
graphs must be stored in a format in 
accordance with § 37.31 as follows: 

(1) If no card is issued, for a min-
imum period of five years. 

(2) If a card is issued, for a period of 
at least two years beyond the expira-
tion date of the card. 

(b) Declaration. Each applicant must 
sign a declaration under penalty of per-
jury that the information presented on 
the application is true and correct, and 
the State must retain this declaration. 
An applicant must sign a new declara-
tion when presenting new source docu-
ments to the DMV on subsequent vis-
its. 

(c) Identity. (1) To establish identity, 
the applicant must present at least one 
of the following source documents: 

(i) Valid, unexpired U.S. passport. 
(ii) Certified copy of a birth certifi-

cate filed with a State Office of Vital 
Statistics or equivalent agency in the 
individual’s State of birth. 

(iii) Consular Report of Birth Abroad 
(CRBA) issued by the U.S. Department 
of State, Form FS–240, DS–1350 or FS– 
545. 

(iv) Valid, unexpired Permanent 
Resident Card (Form I–551) issued by 
DHS or INS. 

(v) Unexpired employment authoriza-
tion document (EAD) issued by DHS, 
Form I–766 or Form I–688B. 

(vi) Unexpired foreign passport with 
a valid, unexpired U.S. visa affixed ac-
companied by the approved I–94 form 
documenting the applicant’s most re-
cent admittance into the United 
States. 

(vii) Certificate of Naturalization 
issued by DHS, Form N–550 or Form N– 
570. 

(viii) Certificate of Citizenship, Form 
N–560 or Form N–561, issued by DHS. 

(ix) REAL ID driver’s license or iden-
tification card issued in compliance 
with the standards established by this 
part. 

(x) Such other documents as DHS 
may designate by notice published in 
the FEDERAL REGISTER. 

(2) Where a State permits an appli-
cant to establish a name other than 
the name that appears on a source doc-
ument (for example, through marriage, 
adoption, court order, or other mecha-
nism permitted by State law or regula-

tion), the State shall require evidence 
of the name change through the pres-
entation of documents issued by a 
court, governmental body or other en-
tity as determined by the State. The 
State shall maintain copies of the doc-
umentation presented pursuant to 
§ 37.31, and maintain a record of both 
the recorded name and the name on the 
source documents in a manner to be de-
termined by the State and in con-
formity with § 37.31. 

(d) Date of birth. To establish date of 
birth, an individual must present at 
least one document included in para-
graph (c) of this section. 

(e) Social security number (SSN). (1) 
Except as provided in paragraph (e)(3) 
of this section, individuals presenting 
the identity documents listed in 
§ 37.11(c)(1) and (2) must present his or 
her Social Security Administration ac-
count number card; or, if a Social Se-
curity Administration account card is 
not available, the person may present 
any of the following documents bearing 
the applicant’s SSN: 

(i) A W–2 form, 
(ii) A SSA–1099 form, 
(iii) A non-SSA–1099 form, or 
(iv) A pay stub with the applicant’s 

name and SSN on it. 
(2) The State DMV must verify the 

SSN pursuant to § 37.13(b)(2) of this 
subpart. 

(3) Individuals presenting the iden-
tity document listed in § 37.11(c)(1)(vi) 
must present an SSN or demonstrate 
non-work authorized status. 

(f) Documents demonstrating address of 
principal residence. To document the ad-
dress of principal residence, a person 
must present at least two documents of 
the State’s choice that include the in-
dividual’s name and principal resi-
dence. A street address is required ex-
cept as provided in § 37.17(f) of this 
part. 

(g) Evidence of lawful status in the 
United States. A DMV may issue a 
REAL ID driver’s license or identifica-
tion card only to a person who has pre-
sented satisfactory evidence of lawful 
status. 

(1) If the applicant presents one of 
the documents listed under paragraphs 
(c)(1)(i), (c)(1)(ii), (c)(1)(iii), (c)(1)(iv), 
(c)(1)(vii) or (c)(1)(viii) of this section, 
the issuing State’s verification of the 
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applicant’s identity in the manner pre-
scribed in § 37.13 will also provide satis-
factory evidence of lawful status. 

(2) If the applicant presents one of 
the identity documents listed under 
paragraphs (c)(1)(v) or (c)(1)(vi), or 
(c)(1)(ix) of this section, the issuing 
State’s verification of the identity doc-
ument(s) does not provide satisfactory 
evidence of lawful status. The appli-
cant must also present a second docu-
ment from § 37.11(g)(1) or documenta-
tion issued by DHS or other Federal 
agencies demonstrating lawful status 
as determined by USCIS. All docu-
ments shall be verified in the manner 
prescribed in § 37.13. 

(h) Exceptions Process. A State DMV 
may choose to establish a written, de-
fined exceptions process for persons 
who, for reasons beyond their control, 
are unable to present all necessary doc-
uments and must rely on alternate doc-
uments to establish identity or date of 
birth. Alternative documents to dem-
onstrate lawful status will only be al-
lowed to demonstrate U.S. citizenship. 

(1) Each State establishing an excep-
tions process must make reasonable ef-
forts to establish the authenticity of 
alternate documents each time they 
are presented and indicate that an ex-
ceptions process was used in the appli-
cant’s record. 

(2) The State shall retain copies or 
images of the alternate documents ac-
cepted pursuant to § 37.31 of this part. 

(3) The State shall conduct a review 
of the use of the exceptions process, 
and pursuant to subpart E of this part, 
prepare and submit a report with a 
copy of the exceptions process as part 
of the certification documentation de-
tailed in § 37.55. 

(i) States are not required to comply 
with these requirements when issuing 
REAL ID driver’s licenses or identifica-
tion cards in support of Federal, State, 
or local criminal justice agencies or 
other programs that require special li-
censing or identification to safeguard 
persons or in support of their other of-
ficial duties. As directed by appro-
priate officials of these Federal, State, 
or local agencies, States should take 
sufficient steps to safeguard the identi-
ties of such persons. Driver’s licenses 
and identification cards issued in sup-
port of Federal, State, or local crimi-

nal justice agencies or programs that 
require special licensing or identifica-
tion to safeguard persons or in support 
of their other official duties shall not 
be distinguishable from other REAL ID 
licenses or identification cards issued 
by the State. 

§ 37.13 Document verification require-
ments. 

(a) States shall make reasonable ef-
forts to ensure that the applicant does 
not have more than one driver’s license 
or identification card already issued by 
that State under a different identity. 
In States where an individual is per-
mitted to hold both a driver’s license 
and identification card, the State shall 
ensure that the individual has not been 
issued identification documents in 
multiple or different names. States 
shall also comply with the provisions 
of § 37.29 before issuing a driver’s li-
cense or identification card. 

(b) States must verify the documents 
and information required under § 37.11 
with the issuer of the document. States 
shall use systems for electronic valida-
tion of document and identity data as 
they become available or use alter-
native methods approved by DHS. 

(1) States shall verify any document 
described in § 37.11(c) or (g) and issued 
by DHS (including, but not limited to, 
the I–94 form described in § 37.11(c)(vi)) 
through the Systematic Alien 
Verification for Entitlements (SAVE) 
system or alternate methods approved 
by DHS, except that if two DHS-issued 
documents are presented, a SAVE 
verification of one document that con-
firms lawful status does not need to be 
repeated for the second document. In 
the event of a non-match, the DMV 
must not issue a REAL ID driver’s li-
cense or identification card to an appli-
cant, and must refer the individual to 
U.S. Citizenship and Immigration Serv-
ices for resolution. 

(2) States must verify SSNs with the 
Social Security Administration (SSA) 
or through another method approved 
by DHS. In the event of a non-match 
with SSA, a State may use existing 
procedures to resolve non-matches. If 
the State is unable to resolve the non- 
match, and the use of an exceptions 
process is not warranted in the situa-
tion, the DMV must not issue a REAL 
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ID driver’s license or identification 
card to an applicant until the informa-
tion verifies with SSA. 

(3) States must verify birth certifi-
cates presented by applicants. States 
should use the Electronic Verification 
of Vital Events (EVVE) system or 
other electronic systems whenever the 
records are available. If the document 
does not appear authentic upon inspec-
tion or the data does not match and 
the use of an exceptions process is not 
warranted in the situation, the State 
must not issue a REAL ID driver’s li-
cense or identification card to the ap-
plicant until the information verifies, 
and should refer the individual to the 
issuing office for resolution. 

(4) States shall verify documents 
issued by the Department of State with 
the Department of State or through 
methods approved by DHS. 

(5) States must verify REAL ID driv-
er’s licenses and identification cards 
with the State of issuance. 

(6) Nothing in this section precludes 
a State from issuing an interim license 
or a license issued under § 37.71 that 
will not be accepted for official pur-
poses to allow the individual to resolve 
any non-match. 

§ 37.15 Physical security features for 
the driver’s license or identification 
card. 

(a) General. States must include doc-
ument security features on REAL ID 
driver’s licenses and identification 
cards designed to deter forgery and 
counterfeiting, promote an adequate 
level of confidence in the authenticity 
of cards, and facilitate detection of 
fraudulent cards in accordance with 
this section. 

(1) These features must not be capa-
ble of being reproduced using tech-
nologies that are commonly used and 
made available to the general public. 

(2) The proposed card solution must 
contain a well-designed, balanced set of 
features that are effectively combined 
and provide multiple layers of security. 
States must describe these document 
security features in their security 
plans pursuant to § 37.41. 

(b) Integrated security features. REAL 
ID driver’s licenses and identification 
cards must contain at least three levels 
of integrated security features that 

provide the maximum resistance to 
persons’ efforts to— 

(1) Counterfeit, alter, simulate, or re-
produce a genuine document; 

(2) Alter, delete, modify, mask, or 
tamper with data concerning the origi-
nal or lawful card holder; 

(3) Substitute or alter the original or 
lawful card holder’s photograph and/or 
signature by any means; and 

(4) Create a fraudulent document 
using components from legitimate 
driver’s licenses or identification 
cards. 

(c) Security features to detect false 
cards. States must employ security fea-
tures to detect false cards for each of 
the following three levels: 

(1) Level 1. Cursory examination, 
without tools or aids involving easily 
identifiable visual or tactile features, 
for rapid inspection at point of usage. 

(2) Level 2. Examination by trained 
inspectors with simple equipment. 

(3) Level 3. Inspection by forensic spe-
cialists. 

(d) Document security and integrity. 
States must conduct a review of their 
card design and submit a report to DHS 
with their certification that indicates 
the ability of the design to resist com-
promise and document fraud attempts. 
The report required by this paragraph 
is SSI and must be handled and pro-
tected in accordance with 49 CFR part 
1520. Reports must be updated and sub-
mitted to DHS whenever a security fea-
ture is modified, added, or deleted. 
After reviewing the report, DHS may 
require a State to provide DHS with 
examination results from a recognized 
independent laboratory experienced 
with adversarial analysis of identifica-
tion documents concerning one or more 
areas relating to the card’s security. 

§ 37.17 Requirements for the surface of 
the driver’s license or identification 
card. 

To be accepted by a Federal agency 
for official purposes, REAL ID driver’s 
licenses and identification cards must 
include on the front of the card (unless 
otherwise specified below) the fol-
lowing information: 

(a) Full legal name. Except as per-
mitted in § 37.11(c)(2), the name on the 
face of the license or card must be the 
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same as the name on the source docu-
ment presented by the applicant to es-
tablish identity. Where the individual 
has only one name, that name should 
be entered in the last name or family 
name field, and the first and middle 
name fields should be left blank. Place 
holders such as NFN, NMN, and NA 
should not be used. 

(b) Date of birth. 
(c) Gender, as determined by the 

State. 
(d) Unique Driver’s license or identifica-

tion card number. This cannot be the in-
dividual’s SSN, and must be unique 
across driver’s license or identification 
cards within the State. 

(e) Full facial digital photograph. A 
full facial photograph must be taken 
pursuant to the standards set forth 
below: 

(1) States shall follow specifically 
ISO/IEC 19794–5:2005(E) (incorporated 
by reference; see § 37.4). 

(2) Photographs may be in black and 
white or color. 

(f) Address of principal residence, ex-
cept an alternative address may be dis-
played for: 

(1) Individuals for whom a State law, 
regulation, or DMV procedure permits 
display of an alternative address, or 

(2) Individuals who satisfy any of the 
following: 

(i) If the individual is enrolled in a 
State address confidentiality program 
which allows victims of domestic vio-
lence, dating violence, sexual assault, 
stalking, or a severe form of traf-
ficking, to keep, obtain, and use alter-
native addresses; and provides that the 
addresses of such persons must be kept 
confidential, or other similar program; 

(ii) If the individual’s address is enti-
tled to be suppressed under State or 
Federal law or suppressed by a court 
order including an administrative 
order issued by a State or Federal 
court; or 

(iii) If the individual is protected 
from disclosure of information pursu-
ant to section 384 of the Illegal Immi-
gration Reform and Immigrant Respon-
sibility Act of 1996. 

(3) In areas where a number and 
street name has not been assigned for 
U.S. mail delivery, an address conven-
tion used by the U.S. Postal Service is 
acceptable. 

(g) Signature. (1) The card must in-
clude the signature of the card holder. 
The signature must meet the require-
ments of the AAMVA Specifications 
(incorporated by reference; see § 37.4). 
This standard includes requirements 
for size, scaling, cropping, color, bor-
ders, and resolution. 

(2) The State shall establish alter-
native procedures for individuals un-
able to sign their name. 

(h) Physical security features, pursuant 
to § 37.15 of this subpart. 

(i) Machine-readable technology on the 
back of the card, pursuant to § 37.19 of 
this subpart. 

(j) Date of transaction. 

(k) Expiration date. 

(l) State or territory of issuance. 

(m) Printed information. The name, 
date of birth, gender, card number, 
issue date, expiration date, and address 
on the face of the card must be in 
Latin alpha-numeric characters. The 
name must contain a field of no less 
than a total of 39 characters, and 
longer names shall be truncated fol-
lowing the standard established by 
ICAO 9303 (incorporated by reference; 
see § 37.4). 

(n) The card shall bear a DHS-ap-
proved security marking on each driv-
er’s license or identification card that 
is issued reflecting the card’s level of 
compliance as set forth in § 37.51 of this 
Rule. 

[73 FR 5331, Jan. 29, 2008, as amended at 88 
FR 44192, July 12, 2023] 

§ 37.19 Machine readable technology 
on the driver’s license or identifica-
tion card. 

For the machine readable portion of 
the REAL ID driver’s license or identi-
fication card, States must use ISO/IEC 
15438:2006(E) (incorporated by ref-
erence; see § 37.4). The PDF417 bar code 
standard must have the following de-
fined minimum data elements: 

(a) Expiration date. 

(b) Full legal name, unless the State 
permits an applicant to establish a 
name other than the name that ap-
pears on a source document, pursuant 
to § 37.11(c)(2). 

(c) Date of transaction. 

(d) Date of birth. 

(e) Gender. 
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(f) Address as listed on the card pur-
suant to § 37.17(f). 

(g) Unique driver’s license or identi-
fication card number. 

(h) Card design revision date, indi-
cating the most recent change or modi-
fication to the visible format of the 
driver’s license or identification card. 

(i) Inventory control number of the 
physical document. 

(j) State or territory of issuance. 

[73 FR 5331, Jan. 29, 2008, as amended at 88 
FR 44192, July 12, 2023] 

§ 37.21 Temporary or limited-term 
driver’s licenses and identification 
cards. 

States may only issue a temporary or 
limited-term REAL ID driver’s license 
or identification card to an individual 
who has temporary lawful status in the 
United States. 

(a) States must require, before 
issuing a temporary or limited-term 
driver’s license or identification card 
to a person, valid documentary evi-
dence, verifiable through SAVE or 
other DHS-approved means, that the 
person has lawful status in the United 
States. 

(b) States shall not issue a temporary 
or limited-term driver’s license or 
identification card pursuant to this 
section: 

(1) For a time period longer than the 
expiration of the applicant’s authorized 
stay in the United States, or, if there is 
no expiration date, for a period longer 
than one year; and 

(2) For longer than the State’s max-
imum driver’s license or identification 
card term. 

(c) States shall renew a temporary or 
limited-term driver’s license or identi-
fication card pursuant to this section 
and § 37.25(b)(2), only if: 

(1) the individual presents valid docu-
mentary evidence that the status by 
which the applicant qualified for the 
temporary or limited-term driver’s li-
cense or identification card is still in 
effect, or 

(2) the individual presents valid docu-
mentary evidence that he or she con-
tinues to qualify for lawful status 
under paragraph (a) of this section. 

(d) States must verify the informa-
tion presented to establish lawful sta-

tus through SAVE, or another method 
approved by DHS. 

(e) Temporary or limited-term driv-
er’s licenses and identification cards 
must clearly indicate on the face of the 
license and in the machine readable 
zone that the license or card is a tem-
porary or limited-term driver’s license 
or identification card. 

§ 37.23 Reissued REAL ID driver’s li-
censes and identification cards. 

(a) State procedure. States must es-
tablish an effective procedure to con-
firm or verify an applicant’s identity 
each time a REAL ID driver’s license 
or identification card is reissued, to en-
sure that the individual receiving the 
reissued REAL ID driver’s license or 
identification card is the same indi-
vidual to whom the driver’s license or 
identification card was originally 
issued. 

(b) Remote/Non-in-person reissuance. 
Except as provided in paragraph (c) of 
this section a State may conduct a 
non-in-person (remote) reissuance if 
State procedures permit the reissuance 
to be conducted remotely. Except for 
the reissuance of duplicate driver’s li-
censes and identification cards as de-
fined in this rule, the State must 
reverify pursuant to § 37.13, the appli-
cant’s SSN and lawful status prior to 
reissuing the driver’s license or identi-
fication card. 

(c) In-person reissuance. The State 
may not remotely reissue a driver’s li-
cense or identification card where 
there has been a material change in 
any personally identifiable information 
since prior issuance. All material 
changes must be established through 
an applicant’s presentation of an origi-
nal source document as provided in 
this subpart, and must be verified as 
specified in § 37.13. 

§ 37.25 Renewal of REAL ID driver’s li-
censes and identification cards. 

(a) In-person renewals. States must 
require holders of REAL ID driver’s li-
censes and identification cards to 
renew their driver’s licenses and identi-
fication cards with the State DMV in 
person, no less frequently than every 
sixteen years. 

(1) The State DMV shall take an up-
dated photograph of the applicant, no 
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less frequently than every sixteen 

years. 

(2) The State must reverify the re-

newal applicant’s SSN and lawful sta-

tus through SSOLV and SAVE, respec-

tively (or other DHS-approved means) 

as applicable prior to renewing the 

driver’s license or identification card. 

The State must also verify electroni-

cally information that it was not able 

to verify at a previous issuance or re-

newal if the systems or processes exist 

to do so. 

(3) Holders of temporary or limited- 

term REAL ID driver’s licenses and 

identification cards must present evi-

dence of continued lawful status via 

SAVE or other method approved by 

DHS when renewing their driver’s li-

cense or identification card. 

(b) Remote/Non-in-person renewal. Ex-

cept as provided in (b)(2) a State may 

conduct a non-in-person (remote) re-

newal if State procedures permit the 

renewal to be conducted remotely. 

(1) The State must reverify the appli-

cant’s SSN and lawful status pursuant 

to § 37.13 prior to renewing the driver’s 

license or identification card. 

(2) The State may not remotely 

renew a REAL ID driver’s license or 

identification card where there has 

been a material change in any person-

ally identifiable information since 

prior issuance. All material changes 

must be established through the appli-

cant’s presentation of an original 

source document as provided in Sub-

part B, and must be verified as speci-

fied in § 37.13. 

§ 37.27 Driver’s licenses and identifica-
tion cards issued during the age- 
based enrollment period. 

Driver’s licenses and identification 

cards issued to individuals prior to a 

DHS determination that the State is 

materially compliant may be renewed 

or reissued pursuant to current State 

practices, and will be accepted for offi-

cial purposes until the validity dates 

described in § 37.5. 

[73 FR 5331, Jan. 29, 2008, as amended at 79 

FR 77838, Dec. 29, 2014] 

§ 37.29 Prohibition against holding 
more than one REAL ID card or 
more than one driver’s license. 

(a) An individual may hold only one 
REAL ID card. An individual cannot 
hold a REAL ID driver’s license and a 
REAL ID identification card simulta-
neously. Nothing shall preclude an in-
dividual from holding a REAL ID card 
and a non-REAL ID card unless prohib-
ited by his or her State. 

(b) Prior to issuing a REAL ID driv-
er’s license, 

(1) A State must check with all other 
States to determine if the applicant 
currently holds a driver’s license or 
REAL ID identification card in another 
State. 

(2) If the State receives confirmation 
that the individual holds a driver’s li-
cense in another State, or possesses a 
REAL ID identification card in another 
State, the receiving State must take 
measures to confirm that the person 
has terminated or is terminating the 
driver’s license or REAL ID identifica-
tion card issued by the prior State pur-
suant to State law, regulation or pro-
cedure. 

(c) Prior to issuing a REAL ID identi-
fication card, 

(1) A State must check with all other 
States to determine if the applicant 
currently holds a REAL ID driver’s li-
cense or identification card in another 
State. 

(2) If the State receives confirmation 
that the individual holds a REAL ID 
card in another State the receiving 
State must take measures to confirm 
that the person has terminated or is 
terminating the REAL ID driver’s li-
cense or identification card issued by 
the prior State pursuant to State law, 
regulation or procedure. 

Subpart C—Other Requirements 

§ 37.31 Source document retention. 

(a) States must retain copies of the 
application, declaration and source 
documents presented under § 37.11 of 
this part, including documents used to 
establish all names recorded by the 
DMV under § 37.11(c)(2). States shall 
take measures to protect any person-
ally identifiable information collected 
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pursuant to the REAL ID Act as de-
scribed in their security plan under 
§ 37.41(b)(2). 

(1) States that choose to keep paper 
copies of source documents must retain 
the copies for a minimum of seven 
years. 

(2) States that choose to transfer in-
formation from paper copies to micro-
fiche must retain the microfiche for a 
minimum of ten years. 

(3) States that choose to keep digital 
images of source documents must re-
tain the images for a minimum of ten 
years. 

(4) States are not required to retain 
the declaration with application and 
source documents, but must retain the 
declaration consistent with applicable 
State document retention require-
ments and retention periods. 

(b) States using digital imaging to 
retain source documents must store 
the images as follows: 

(1) Photo images must be stored in 
the Joint Photographic Experts Group 
(JPEG) 2000 standard for image com-
pression, or a standard that is inter-
operable with the JPEG standard. Im-
ages must be stored in an open (con-
sensus) format, without proprietary 
wrappers, to ensure States can effec-
tively use the image captures of other 
States as needed. 

(2) Document and signature images 
must be stored in a compressed Tagged 
Image Format (TIF), or a standard 
that is interoperable with the TIF 
standard. 

(3) All images must be retrievable by 
the DMV if properly requested by law 
enforcement. 

(c) Upon request by an applicant, a 
State shall record and retain the appli-
cant’s name, date of birth, certificate 
numbers, date filed, and issuing agency 
in lieu of an image or copy of the appli-
cant’s birth certificate, where such 
procedures are required by State law. 

§ 37.33 DMV databases. 

(a) States must maintain a State 
motor vehicle database that contains, 
at a minimum— 

(1) All data fields printed on driver’s 
licenses and identification cards issued 
by the State, individual serial numbers 
of the card, and SSN; 

(2) A record of the full legal name 
and recorded name established under 
§ 37.11(c)(2) as applicable, without trun-
cation; 

(3) All additional data fields included 
in the MRZ but not printed on the driv-
er’s license or identification card; and 

(4) Motor vehicle driver’s histories, 
including motor vehicle violations, 
suspensions, and points on driver’s li-
censes. 

(b) States must protect the security 
of personally identifiable information, 
collected pursuant to the REAL ID 
Act, in accordance with § 37.41(b)(2) of 
this part. 

Subpart D—Security at DMVs and 
Driver’s License and Identi-
fication Card Production Fa-
cilities 

§ 37.41 Security plan. 

(a) In General. States must have a se-
curity plan that addresses the provi-
sions in paragraph (b) of this section 
and must submit the security plan as 
part of its REAL ID certification under 
§ 37.55. 

(b) Security plan contents. At a min-
imum, the security plan must ad-
dress— 

(1) Physical security for the fol-
lowing: 

(i) Facilities used to produce driver’s 
licenses and identification cards. 

(ii) Storage areas for card stock and 
other materials used in card produc-
tion. 

(2) Security of personally identifiable 
information maintained at DMV loca-
tions involved in the enrollment, 
issuance, manufacture and/or produc-
tion of cards issued under the REAL ID 
Act, including, but not limited to, pro-
viding the following protections: 

(i) Reasonable administrative, tech-
nical, and physical safeguards to pro-
tect the security, confidentiality, and 
integrity of the personally identifiable 
information collected, stored, and 
maintained in DMV records and infor-
mation systems for purposes of com-
plying with the REAL ID Act. These 
safeguards must include procedures to 
prevent unauthorized access, use, or 
dissemination of applicant information 
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and images of source documents re-
tained pursuant to the Act and stand-
ards and procedures for document re-
tention and destruction. 

(ii) A privacy policy regarding the 
personally identifiable information col-
lected and maintained by the DMV pur-
suant to the REAL ID Act. 

(iii) Any release or use of personal in-
formation collected and maintained by 
the DMV pursuant to the REAL ID Act 
must comply with the requirements of 
the Driver’s Privacy Protection Act, 18 
U.S.C. 2721 et seq. State plans may go 
beyond these minimum privacy re-
quirements to provide greater protec-
tion, and such protections are not sub-
ject to review by DHS for purposes of 
determining compliance with this part. 

(3) Document and physical security 
features for the card, consistent with 
the requirements of § 37.15, including a 
description of the State’s use of bio-
metrics, and the technical standard 
utilized, if any; 

(4) Access control, including the fol-
lowing: 

(i) Employee identification and 
credentialing, including access badges. 

(ii) Employee background checks, in 
accordance with § 37.45 of this part. 

(iii) Controlled access systems. 
(5) Periodic training requirements 

in— 
(i) Fraudulent document recognition 

training for all covered employees han-
dling source documents or engaged in 
the issuance of driver’s licenses and 
identification cards. The fraudulent 
document training program approved 
by AAMVA or other DHS approved 
method satisfies the requirement of 
this subsection. 

(ii) Security awareness training, in-
cluding threat identification and han-
dling of SSI as necessary. 

(6) Emergency/incident response plan; 
(7) Internal audit controls; 
(8) An affirmation that the State pos-

sesses both the authority and the 
means to produce, revise, expunge, and 
protect the confidentiality of REAL ID 
driver’s licenses or identification cards 
issued in support of Federal, State, or 
local criminal justice agencies or simi-
lar programs that require special li-
censing or identification to safeguard 
persons or support their official duties. 
These procedures must be designed in 

coordination with the key requesting 
authorities to ensure that the proce-
dures are effective and to prevent con-
flicting or inconsistent requests. In 
order to safeguard the identities of in-
dividuals, these procedures should not 
be discussed in the plan and States 
should make every effort to prevent 
disclosure to those without a need to 
know about either this confidential 
procedure or any substantive informa-
tion that may compromise the con-
fidentiality of these operations. The 
appropriate law enforcement official 
and United States Attorney should be 
notified of any action seeking informa-
tion that could compromise Federal 
law enforcement interests. 

(c) Handling of Security Plan. The Se-
curity Plan required by this section 
contains Sensitive Security Informa-
tion (SSI) and must be handled and 
protected in accordance with 49 CFR 
part 1520. 

§ 37.43 Physical security of DMV pro-
duction facilities. 

(a) States must ensure the physical 
security of facilities where driver’s li-
censes and identification cards are pro-
duced, and the security of document 
materials and papers from which driv-
er’s licenses and identification cards 
are produced or manufactured. 

(b) States must describe the security 
of DMV facilities as part of their secu-
rity plan, in accordance with § 37.41. 

§ 37.45 Background checks for covered 
employees. 

(a) Scope. States are required to sub-
ject persons who are involved in the 
manufacture or production of REAL ID 
driver’s licenses and identification 
cards, or who have the ability to affect 
the identity information that appears 
on the driver’s license or identification 
card, or current employees who will be 
assigned to such positions (‘‘covered 
employees’’ or ‘‘covered positions’’), to 
a background check. The background 
check must include, at a minimum, the 
validation of references from prior em-
ployment, a name-based and finger-
print-based criminal history records 
check, and employment eligibility 
verification otherwise required by law. 
States shall describe their background 
check process as part of their security 
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plan, in accordance with § 37.41(b)(4)(ii). 
This section also applies to contractors 
utilized in covered positions. 

(b) Background checks. States must 
ensure that any covered employee 
under paragraph (a) of this section is 
provided notice that he or she must un-
dergo a background check and the con-
tents of that check. 

(1) Criminal history records check. 
States must conduct a name-based and 
fingerprint-based criminal history 
records check (CHRC) using, at a min-
imum, the FBI’s National Crime Infor-
mation Center (NCIC) and the Inte-
grated Automated Fingerprint Identi-
fication (IAFIS) database and State re-
pository records on each covered em-
ployee identified in paragraph (a) of 
this section, and determine if the cov-
ered employee has been convicted of 
any of the following disqualifying 
crimes: 

(i) Permanent disqualifying criminal of-
fenses. A covered employee has a per-
manent disqualifying offense if con-
victed, or found not guilty by reason of 
insanity, in a civilian or military juris-
diction, of any of the felonies set forth 
in 49 CFR 1572.103(a). 

(ii) Interim disqualifying criminal of-
fenses. The criminal offenses referenced 
in 49 CFR 1572.103(b) are disqualifying 
if the covered employee was either con-
victed of those offenses in a civilian or 
military jurisdiction, or admits having 
committed acts which constitute the 
essential elements of any of those 
criminal offenses within the seven 
years preceding the date of employ-
ment in the covered position; or the 
covered employee was released from in-
carceration for the crime within the 
five years preceding the date of em-
ployment in the covered position. 

(iii) Under want or warrant. A covered 
employee who is wanted or under in-
dictment in any civilian or military ju-
risdiction for a felony referenced in 
this section is disqualified until the 
want or warrant is released. 

(iv) Determination of arrest status. 
When a fingerprint-based check dis-
closes an arrest for a disqualifying 
crime referenced in this section with-
out indicating a disposition, the State 
must determine the disposition of the 
arrest. 

(v) Waiver. The State may establish 

procedures to allow for a waiver of the 

requirements of paragraphs (b)(1)(ii) or 

(b)(1)(iv) of this section under cir-

cumstances determined by the State. 

These procedures can cover cir-

cumstances where the covered em-

ployee has been arrested, but no final 

disposition of the matter has been 

reached. 

(2) Employment eligibility status 

verification. The State shall ensure it is 

fully in compliance with the require-

ments of section 274A of the Immigra-

tion and Nationality Act (8 U.S.C. 

1324a) and its implementing regula-

tions (8 CFR part 274A) with respect to 

each covered employee. The State is 

encouraged to participate in the USCIS 

E-Verify program (or any successor 

program) for employment eligibility 

verification. 

(3) Reference check. Reference checks 

from prior employers are not required 

if the individual has been employed by 

the DMV for at least two consecutive 

years since May 11, 2006. 

(4) Disqualification. If results of the 

State’s CHRC reveal a permanent dis-

qualifying criminal offense under para-

graph (b)(1)(i) or an interim disquali-

fying criminal offense under paragraph 

(b)(1)(ii), the covered employee may 

not be employed in a position described 

in paragraph (a) of this section. An em-

ployee whose employment eligibility 

has not been verified as required by 

section 274A of the Immigration and 

Nationality Act (8 U.S.C. 1324a) and its 

implementing regulations (8 CFR part 

274A) may not be employed in any posi-

tion. 

(c) Appeal. If a State determines that 

the results from the CHRC do not meet 

the standards of such check the State 

must so inform the employee of the de-

termination to allow the individual an 

opportunity to appeal to the State or 

Federal government, as applicable. 

(d) Background checks substantially 

similar to the requirements of this sec-

tion that were conducted on existing 

employees on or after May 11, 2006 need 

not be re-conducted. 
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Subpart E—Procedures for 
Determining State Compliance 

§ 37.51 Compliance—general require-
ments. 

(a) Full compliance. To be in full com-
pliance with the REAL ID Act of 2005, 
49 U.S.C. 30301 note, States must meet 
the standards of subparts A through D 
or have a REAL ID program that DHS 
has determined to be comparable to the 
standards of subparts A through D. 
States certifying compliance with the 
REAL ID Act must follow the certifi-
cation requirements described in § 37.55. 
States must be fully compliant with 
Subparts A through D on or before Jan-
uary 15, 2013. States must file the docu-
mentation required under § 37.55 at 
least 90 days prior to the effective date 
of full compliance. 

(b) Material compliance. States must 
be in material compliance by January 
1, 2010 to receive an additional exten-
sion until no later than May 10, 2011 as 
described in § 37.63. Benchmarks for 
material compliance are detailed in the 
Material Compliance Checklist found 
in DHS’ Web site at http://www.dhs.gov. 

[73 FR 5331, Jan. 29, 2008, as amended at 76 
FR 12271, Mar. 7, 2011] 

EFFECTIVE DATE NOTE: At 74 FR 68478, Dec. 
28, 2009, in § 37.51, paragraph (b) was stayed 
from Jan. 1, 2010, until further notice. 

§ 37.55 State certification documenta-
tion. 

(a) States seeking DHS’s determina-
tion that its program for issuing REAL 
ID driver’s licenses and identification 
cards is meeting the requirements of 
this part (full compliance), must pro-
vide DHS with the following docu-
ments: 

(1) A certification by the highest 
level Executive official in the State 
overseeing the DMV reading as follows: 

‘‘I, [name and title (name of certifying offi-
cial), (position title) of the State (Common-
wealth))] of ______, do hereby certify that the 
State (Commonwealth) has implemented a 
program for issuing driver’s licenses and 
identification cards in compliance with the 
requirements of the REAL ID Act of 2005, as 
further defined in 6 CFR par_t 37, and intends 
to remain in compliance with these regula-
tions.’’ 

(2) A letter from the Attorney Gen-
eral of the State confirming that the 

State has the legal authority to impose 
requirements necessary to meet the 
standards established by this part. 

(3) A description of the State’s excep-
tions process under § 37.11(h), and the 
State’s waiver processes under 
§ 37.45(b)(1)(v). 

(4) The State’s Security Plan under 
§ 37.41. 

(b) After DHS’s final compliance de-
termination, States shall recertify 
compliance with this part every three 
years on a rolling basis as determined 
by DHS. 

§ 37.59 DHS reviews of State compli-
ance. 

State REAL ID programs will be sub-
ject to DHS review to determine 
whether the State meets the require-
ments for compliance with this part. 

(a) General inspection authority. 
States must cooperate with DHS’s re-
view of the State’s compliance at any 
time. In addition, the State must: 

(1) Provide any reasonable informa-
tion pertinent to determining compli-
ance with this part as requested by 
DHS; 

(2) Permit DHS to conduct inspec-
tions of any and all sites associated 
with the enrollment of applicants and 
the production, manufacture, personal-
ization and issuance of driver’s licenses 
or identification cards; and 

(3) Allow DHS to conduct interviews 
of the State’s employees and contrac-
tors who are involved in the applica-
tion and verification process, or the 
manufacture and production of driver’s 
licenses or identification cards. DHS 
shall provide written notice to the 
State in advance of an inspection visit. 

(b) Preliminary DHS determination. 
DHS shall review forms, conduct audits 
of States as necessary, and make a pre-
liminary determination on whether the 
State has satisfied the requirements of 
this part within 45 days of receipt of 
the Material Compliance Checklist or 
State certification documentation of 
full compliance pursuant to § 37.55. 

(1) If DHS determines that the State 
meets the benchmarks of the Material 
Compliance Checklist, DHS may grant 
the State an additional extension until 
no later than May 10, 2011. 

(2) If DHS determines that the State 
meets the full requirements of subparts 
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A through E, the Secretary shall make 
a final determination that the State is 
in compliance with the REAL ID Act. 

(c) State reply. The State will have up 
to 30 calendar days to respond to the 
preliminary determination. The 
State’s reply must explain what correc-
tive action it either has implemented, 
or intends to implement, to correct 
any deficiencies cited in the prelimi-
nary determination or, alternatively, 
detail why the DHS preliminary deter-
mination is incorrect. Upon request by 
the State, an informal conference will 
be scheduled during this time. 

(d) Final DHS determination. DHS will 
notify States of its final determination 
of State compliance with this part, 
within 45 days of receipt of a State 
reply. 

(e) State’s right to judicial review. Any 
State aggrieved by an adverse decision 
under this section may seek judicial 
review under 5 U.S.C. Chapter 7. 

§ 37.61 Results of compliance deter-
mination. 

(a) A State shall be deemed in com-
pliance with this part when DHS issues 
a determination that the State meets 
the requirements of this part. 

(b) The Secretary will determine that 
a State is not in compliance with this 
part when it— 

(1) Fails to submit a timely certifi-
cation or request an extension as pre-
scribed in this subpart; or 

(2) Does not meet one or more of the 
standards of this part, as established in 
a determination by DHS under § 37.59. 

§ 37.63 Extension of deadline. 

(a) A State may request an initial ex-
tension by filing a request with the 
Secretary no later than March 31, 2008. 
In the absence of extraordinary cir-
cumstances, such an extension request 
will be deemed justified for a period 
lasting until, but not beyond, Decem-
ber 31, 2009. DHS shall notify a State of 
its acceptance of the State’s request 
for initial extension within 45 days of 
receipt. 

(b) States granted an initial exten-
sion may file a request for an addi-
tional extension until no later than 
May 10, 2011, by submitting a Material 
Compliance Checklist demonstrating 
material compliance, per § 37.51(b) with 

certain elements of subparts A through 
E as defined by DHS. Such additional 
extension request must be filed by De-
cember 1, 2009. DHS shall notify a 
State whether an additional extension 
has been granted within 45 days of re-
ceipt of the request and documents de-
scribed above. 

(c) Subsequent extensions, if any, 
will be at the discretion of the Sec-
retary. 

[73 FR 5331, Jan. 29, 2008, as amended at 74 

FR 49309, Sept. 28, 2009] 

§ 37.65 Effect of failure to comply with 
this part. 

(a) Any driver’s license or identifica-
tion card issued by a State that DHS 
determines is not in compliance with 
this part is not acceptable as identi-
fication by Federal agencies for official 
purposes. 

(b) Driver’s licenses and identifica-
tion cards issued by a State that has 
obtained an extension of the compli-
ance date from DHS per § 37.51 are ac-
ceptable for official purposes until the 
end of the applicable enrollment period 
under § 37.5; or the State subsequently 
is found by DHS under this Subpart to 
not be in compliance. 

(c) Driver’s licenses and identifica-
tion cards issued by a State that has 
been determined by DHS to be in mate-
rial compliance and that are marked to 
identify that the licenses and cards are 
materially compliant will continue to 
be accepted by Federal agencies after 
the expiration of the enrollment period 
under § 37.5, until the expiration date 
on the face of the document. 

Subpart F—Driver’s Licenses and 
Identification Cards Issued 
Under section 202(d)(11) of 
the REAL ID Act 

§ 37.71 Driver’s licenses and identifica-
tion cards issued under section 
202(d)(11) of the REAL ID Act. 

(a) Except as authorized in § 37.27, 
States that DHS determines are com-
pliant with the REAL ID Act that 
choose to also issue driver’s licenses 
and identification cards that are not 
acceptable by Federal agencies for offi-
cial purposes must ensure that such 
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62 The National Commission for the Protec-
tion of Human Subjects of Biomedical and 
Behavioral Research.– Belmont Report. 
Washington, DC: U.S. Department of Health 
and Human Services. 1979. 

driver’s licenses and identification 
cards— 

(1) Clearly state on their face and in 
the machine readable zone that the 
card is not acceptable for official pur-
poses; and 

(2) Have a unique design or color in-
dicator that clearly distinguishes them 
from driver’s licenses and identifica-
tion cards that meet the standards of 
this part. 

(b) DHS reserves the right to approve 
such designations, as necessary, during 
certification of compliance. 

PART 46—PROTECTION OF HUMAN 
SUBJECTS 

Sec. 

46.101 To what does this policy apply? 

46.102 Definitions for purposes of this pol-
icy. 

46.103 Assuring compliance with this pol-
icy—research conducted or supported by 
any Federal department or agency. 

46.104 Exempt research. 

46.105–46.106 [Reserved] 

46.107 IRB membership. 

46.108 IRB functions and operations. 

46.109 IRB review of research. 

46.110 Expedited review procedures for cer-
tain kinds of research involving no more 
than minimal risk, and for minor 
changes in approved research. 

46.111 Criteria for IRB approval of research. 

46.112 Review by institution. 

46.113 Suspension or termination of IRB ap-
proval of research. 

46.114 Cooperative research. 

46.115 IRB records. 

46.116 General requirements for informed 
consent. 

46.117 Documentation of informed consent. 

46.118 Applications and proposals lacking 
definite plans for involvement of human 
subjects. 

46.119 Research undertaken without the in-
tention of involving human subjects. 

46.120 Evaluation and disposition of applica-
tions and proposals for research to be 
conducted or supported by a Federal de-
partment or agency. 

46.121 [Reserved] 

46.122 Use of Federal funds. 

46.123 Early termination of research sup-
port: Evaluation of applications and pro-
posals. 

46.124 Conditions. 

AUTHORITY: 5 U.S.C. 301; Pub. L. 107–296, 
sec. 102, 306(c); Pub. L. 108–458, sec. 8306. 

SOURCE: 82 FR 7269, Jan. 19, 2017, unless 
otherwise noted. 

§ 46.101 To what does this policy 
apply? 

(a) Except as detailed in § 46.104, this 
policy applies to all research involving 
human subjects conducted, supported, 
or otherwise subject to regulation by 
any Federal department or agency that 
takes appropriate administrative ac-
tion to make the policy applicable to 
such research. This includes research 
conducted by Federal civilian employ-
ees or military personnel, except that 
each department or agency head may 
adopt such procedural modifications as 
may be appropriate from an adminis-
trative standpoint. It also includes re-
search conducted, supported, or other-
wise subject to regulation by the Fed-
eral Government outside the United 
States. Institutions that are engaged 
in research described in this paragraph 
and institutional review boards (IRBs) 
reviewing research that is subject to 
this policy must comply with this pol-
icy. 

(b) [Reserved] 

(c) Department or agency heads re-
tain final judgment as to whether a 
particular activity is covered by this 
policy and this judgment shall be exer-
cised consistent with the ethical prin-
ciples of the Belmont Report.62 

(d) Department or agency heads may 
require that specific research activities 
or classes of research activities con-
ducted, supported, or otherwise subject 
to regulation by the Federal depart-
ment or agency but not otherwise cov-
ered by this policy comply with some 
or all of the requirements of this pol-
icy. 

(e) Compliance with this policy re-
quires compliance with pertinent fed-
eral laws or regulations that provide 
additional protections for human sub-
jects. 

(f) This policy does not affect any 
state or local laws or regulations (in-
cluding tribal law passed by the official 
governing body of an American Indian 
or Alaska Native tribe) that may oth-
erwise be applicable and that provide 
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