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§25.1 Purpose.

This part implements the Support
Anti-terrorism by Fostering Effective
Technologies Act of 2002, sections 441-
444 of title 6, United States Code (the
“SAFETY Act” or ‘“‘the Act”).

§25.2 Definitions.

Act of Terrorism—The term ‘‘Act of
Terrorism’ means any act determined
to have met the following requirements
or such other requirements as defined
and specified by the Secretary:

(1) Is unlawful;

(2) Causes harm, including financial
harm, to a person, property, or entity,
in the United States, or in the case of
a domestic United States air carrier or
a United States-flag vessel (or a vessel
based principally in the United States
on which United States income tax is
paid and whose insurance coverage is
subject to regulation in the United
States), in or outside the United
States; and

(3) Uses or attempts to use instru-
mentalities, weapons or other methods
designed or intended to cause mass de-
struction, injury or other loss to citi-
zens or institutions of the TUnited
States.

Certification—The term ““Certifi-
cation” means (unless the context re-
quires otherwise) the certification

issued pursuant to section 25.9 that a
Qualified Anti-Terrorism Technology
for which a Designation has been
issued will perform as intended, con-
forms to the Seller’s specifications,
and is safe for use as intended.

Contractor—The term ‘‘contractor”
means any person, firm, or other entity
with whom or with which a Seller has
a contract or contractual arrangement
relating to the manufacture, sale, use,
or operation of anti-terrorism Tech-
nology for which a Designation is
issued (regardless of whether such con-
tract is entered into before or after the
issuance of such Designation), includ-
ing, without limitation, an inde-
pendent laboratory or other entity en-
gaged in testing or verifying the safe-
ty, utility, performance, or effective-
ness of such Technology, or the con-
formity of such Technology to the Sell-
er’s specifications.

Designation—The term ‘‘Designation”
means the designation of a Qualified
Anti-Terrorism Technology under the
SAFETY Act issued by the Under Sec-
retary under authority delegated to
the Under Secretary by the Secretary
of Homeland Security.

Loss—The term ‘‘loss’ means death,
bodily injury, or loss of or damage to
property, including business interrup-
tion loss (which is a component of loss
of or damage to property).

Noneconomic damages—The term
‘“‘noneconomic damages’’ means dam-
ages for losses for physical and emo-
tional pain, suffering, inconvenience,
physical impairment, mental anguish,
disfigurement, loss of enjoyment of
life, loss of society and companionship,
loss of consortium, hedonic damages,
injury to reputation, and any other
nonpecuniary losses.

Office of SAFETY Act Implementation—
The term ‘‘Office of SAFETY Act Im-
plementation” or ‘““OSAI” means the
office within the Department of Home-
land Security’s Directorate of Science
and Technology that assists with the
implementation of the SAFETY Act.
The responsibilities of the Office of
SAFETY Act Implementation may in-
clude, without limitation, preparing
the SAFETY Act Application Kit, re-
ceiving and facilitating the evaluation
of applications, managing the SAFETY
Act Web site and otherwise providing
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the public with information regarding
the SAFETY Act and the application
process.

Physical harm—The term ‘‘physical
harm” as used in the Act and this part
means any physical injury to the body,
including an injury that caused, either
temporarily or permanently, partial or
total physical disability, incapacity or
disfigurement. In no event shall phys-
ical harm include mental pain, an-
guish, or suffering, or fear of injury.

Qualified Anti-Terrorism Technology or
QATT—The term ‘‘Qualified Anti-Ter-
rorism Technology’ or ‘“‘QATT’ means
any Technology (including information
technology) designed, developed, modi-
fied, procured, or sold for the purpose
of preventing, detecting, identifying,
or deterring acts of terrorism or lim-
iting the harm such acts might other-
wise cause, for which a Designation has
been issued pursuant to this part.

SAFETY Act or Act—The term
“SAFETY Act” or ‘“Act’” means the
Support Anti-terrorism by Fostering

Effective Technologies Act of 2002, sec-
tions 441-444 of title 6, United States
Code.

SAFETY Act Application Kit —The
term “SAFETY Act Application Kit”
means the Application Kit containing
the instructions and forms necessary
to apply for Designation or Certifi-
cation. The SAFETY Act Application
Kit shall be published at htip:/
www.safetyact.gov or made available in
hard copy upon written request to: Di-
rectorate of Science and Technology,
SAFETY Act/room 4320, Department of
Homeland Security, Washington, DC
20528.

SAFETY Act Confidential Informa-
tion—Any and all information and data
voluntarily submitted to the Depart-
ment under this part (including Appli-
cations, Pre-Applications, other forms,
supporting documents and other mate-
rials relating to any of the foregoing,
and responses to requests for addi-
tional information), including, but not
limited to, inventions, devices, Tech-
nology, know-how, designs, copy-
righted information, trade secrets, con-
fidential business information, anal-
yses, test and evaluation results,
manuals, videotapes, contracts, letters,
facsimile transmissions, electronic
mail and other correspondence, finan-
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cial information and projections, actu-
arial calculations, liability estimates,
insurance quotations, and business and
marketing plans. Notwithstanding the
foregoing, “SAFETY Act Confidential
Information’’ shall not include any in-
formation or data that is in the public
domain or becomes part of the public
domain by any means other than the
violation of this section.

Secretary—The  term “Secretary”’
means the Secretary of Homeland Se-
curity as established by section 102 of
the Homeland Security Act of 2002.

Seller—The term ‘‘Seller’” means any
person, firm, or other entity that sells
or otherwise provides Qualified Anti-
Terrorism Technology to any cus-
tomer(s) and to whom or to which (as
appropriate) a Designation and/or Cer-
tification has been issued under this
part (unless the context requires other-
wise).

Technology—The term ‘‘Technology”’
means any product, equipment, service
(including support services), device, or
technology (including  information
technology) or any combination of the
foregoing. Design services, consulting
services, engineering services, software
development services, software inte-
gration services, threat assessments,
vulnerability studies, and other anal-
yses relevant to homeland security
may be deemed a Technology under
this part.

Under Secretary—The term ‘‘Under
Secretary’’ means the Under Secretary
for Science and Technology of the De-
partment of Homeland Security.

§25.3 Delegation.

All of the Secretary’s responsibil-
ities, powers, and functions under the
SAFETY Act, except the authority to
declare that an act is an Act of Ter-
rorism for purposes of section 865(2) of
the SAFETY Act, may be exercised by
the Under Secretary for Science and
Technology of the Department of
Homeland Security or the Under Sec-
retary’s designees.

§25.4 Designation of qualified anti-ter-
rorism technologies.

(a) General. The Under Secretary may
Designate as a Qualified Anti-Ter-
rorism Technology for purposes of the
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protections under the system of litiga-
tion and risk management set forth in
sections 441-444 of Title 6, United
States Code, any qualifying Tech-
nology designed, developed, modified,
provided or procured for the specific
purpose of preventing, detecting, iden-
tifying, or deterring acts of terrorism
or limiting the harm such acts might
otherwise cause.

(b) Criteria to be Considered. (1) In de-
termining whether to issue the Des-
ignation under paragraph (a) of this
section, the Under Secretary may exer-
cise discretion and judgment in consid-
ering the following criteria and evalu-
ating the Technology:

(i) Prior United States Government
use or demonstrated substantial utility
and effectiveness.

(ii) Availability of the Technology
for immediate deployment in public
and private settings.

(iii) Existence of extraordinarily
large or extraordinarily unquantifiable
potential third party liability risk ex-
posure to the Seller or other provider
of such anti-terrorism Technology.

(iv) Substantial likelihood that such
anti-terrorism Technology will not be
deployed unless protections under the
system of risk management provided
under sections 441-444 of title 6, United
States Code, are extended.

(v) Magnitude of risk exposure to the
public if such anti-terrorism Tech-
nology is not deployed.

(vi) Evaluation of all scientific stud-
ies that can be feasibly conducted in
order to assess the capability of the
Technology to substantially reduce
risks of harm.

(vii) Anti-terrorism Technology that
would be effective in facilitating the
defense against acts of terrorism, in-
cluding Technologies that prevent, de-
feat or respond to such acts.

(viii) A determination made by Fed-
eral, State, or local officials, that the
Technology is appropriate for the pur-
pose of preventing, detecting, identi-
fying or deterring acts of terrorism or
limiting the harm such acts might oth-
erwise cause.

(ix) Any other factor that the Under
Secretary may consider to be relevant
to the determination or to the home-
land security of the United States.

§25.4

(2) The Under Secretary has discre-
tion to give greater weight to some fac-
tors over others, and the relative
weighting of the various criteria may
vary depending upon the particular
Technology at issue and the threats
that the Technology is designed to ad-
dress. The Under Secretary may, in his
discretion, determine that failure to
meet a particular criterion justifies de-
nial of an application under the SAFE-
TY Act. However, the Under Secretary
is not required to reject an application
that fails to meet one or more of the
criteria. The Under Secretary may con-
clude, after considering all of the rel-
evant criteria and any other relevant
factors, that a particular Technology
merits Designation as a Qualified Anti-
Terrorism Technology even if one or
more particular criteria are not satis-
fied. The Under Secretary’s consider-
ations will take into account evolving
threats and conditions that give rise to
the need for the anti-terrorism Tech-
nologies.

(c) Use of Standards. From time to
time, the Under Secretary may de-
velop, issue, revise, adopt, and rec-
ommend technical standards for var-
ious categories or components of anti-
terrorism Technologies (‘“‘Adopted
Standards’). In the case of Adopted
Standards that are developed by the
Department or that the Department
has the right or license to reproduce,
the Department will make such stand-
ards available to the public consistent
with necessary protection of sensitive
homeland security information. In the
case of Adopted Standards that the De-
partment does not have the right or 1i-
cense to reproduce, the Directorate of
Science and Technology will publish a
list and summaries of such standards
and may publish information regarding
the sources for obtaining copies of such
standards. Compliance with any Adopt-
ed Standard or other technical stand-
ards that are applicable to a particular
anti-terrorism Technology may be con-
sidered in determining whether a Tech-
nology will be Designated pursuant to
paragraph (a) of this section. Depend-
ing on whether an Adopted Standard
otherwise meets the criteria set forth
in section 862 of the Homeland Security
Act; 6 U.S.C. 441, the Adopted Standard
itself may be deemed a Technology
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that may be Designated as a Qualified
Anti-Terrorism Technology.

(d) Consideration of  Substantial
Equivalence. In considering the criteria
in paragraph (b) of this section, or
evaluating whether a particular anti-
terrorism Technology complies with
any Adopted Standard referenced in
paragraph (c) of this section, the Under
Secretary may consider evidence that
the Technology is substantially equiva-
lent to other Technologies (‘‘Predicate
Technologies’) that previously have
been Designated as Qualified Anti-Ter-
rorism Technologies under the SAFE-
TY Act. A Technology may be deemed
to be substantially equivalent to a
Predicate Technology if:

(1) It has the same intended use as
the Predicate Technology; and

(2) It has the same or substantially
similar performance or technological
characteristics as the Predicate Tech-
nology.

(e) Pre-Application Consultations. To
the extent that he deems it to be ap-
propriate, the Under Secretary may
consult with prospective and current
SAFETY Act applicants regarding
their particular anti-terrorism Tech-
nologies. Prospective applicants may
request such consultations through the
Office of SAFETY Act Implementation.
The confidentiality provisions in §25.10
shall be applicable to such consulta-
tions.

(f) Developmental Testing & Evaluation
(DT&E) Designations. With respect to
any Technology that is being devel-
oped, tested, evaluated, modified or is
otherwise being prepared for deploy-
ment for the purpose of preventing, de-
tecting, identifying, or deterring acts
of terrorism or limiting the harm such
acts might otherwise cause, the Under
Secretary may Designate such Tech-
nology as a Qualified Anti-Terrorism
Technology and make such Technology
eligible for the protections under the
system of litigation and risk manage-
ment set forth in sections 441-444 of
title 6, United States Code. A Designa-
tion made pursuant to this paragraph
shall be referred to as a “DT&E Des-
ignation,” and shall confer all of the
rights, privileges and obligations that
accompany Designations made pursu-
ant to paragraph (a) of this section ex-
cept as modified by the terms of this
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paragraph or the terms of the par-
ticular DT&E Designation. The intent
of this paragraph is to make eligible
for SAFETY Act protections qualifying
Technologies that are undergoing test-
ing and evaluation and that may need
to be deployed in the field either for
developmental testing and evaluation
purposes or on an emergency basis, in-
cluding during a period of heightened
risk. DT&E Designations shall describe
the subject Technology (in such detail
as the Under Secretary deems to be ap-
propriate); identify the Seller of the
subject Technology; be limited to the
period of time set forth in the applica-
ble DT&E Designation, which in no in-
stance shall exceed a reasonable period
for testing or evaluating the Tech-
nology (presumptively not longer than
36 months); be terminable by the Under
Secretary at any time upon notice to
the Seller; be subject to the limita-
tions on the use or deployment of the
QATT set forth in the DT&E Designa-
tion; and be subject to such other limi-
tations as established by the Under
Secretary. The protections associated
with a DT&E Designation shall apply
only during the period specified in the
applicable DT&E Designation. Consent
of the Seller of a QATT Designated
pursuant to this paragraph will be a
condition precedent to the establish-
ment of any deployment or use condi-
tion and any other obligation estab-
lished by the Under Secretary pursuant
to this paragraph. Those seeking a
DT&E Designation for a QATT pursu-
ant to this paragraph (f) shall follow
the procedures for DT&E Designations
set forth in the SAFETY Act Applica-
tion Kit.

§25.5 Obligations of seller.

(a) Liability Insurance Required. The
Seller shall obtain liability insurance
of such types and in such amounts as
shall be required in the applicable Des-
ignation, which shall be the amounts
and types certified by the Under Sec-
retary to satisfy otherwise compen-
sable third-party claims arising out of,
relating to, or resulting from an Act of
Terrorism when Qualified Anti-Ter-
rorism Technologies have been de-
ployed in defense against, response to,
or recovery from, such act. The Under
Secretary may request at any time
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that the Seller of a Qualified Anti-Ter-
rorism Technology submit any infor-
mation that would:

(1) Assist in determining the amount
of liability insurance required; or

(2) Show that the Seller or any other
provider of Qualified Anti-Terrorism
Technology otherwise has met all of
the requirements of this section.

(b) Amount of Liability Insurance. (1)
The Under Secretary may determine
the appropriate amounts and types of
liability insurance that the Seller will
be required to obtain and maintain
based on criteria he may establish to
satisfy compensable third-party claims
arising from, relating to or resulting
from an Act of Terrorism. In deter-
mining the amount of liability insur-
ance required, the Under Secretary
may consider any factor, including, but
not limited to, the following:

(i) The particular Technology at
issue;

(ii) The amount of liability insurance
the Seller maintained prior to applica-
tion;

(iii) The amount of liability insur-
ance maintained by the Seller for other
Technologies or for the Seller’s busi-
ness as a whole;

(iv) The amount of liability insur-
ance typically maintained by Sellers of
comparable Technologies;

(V) Information regarding the
amount of liability insurance offered
on the world market;

(vi) Data and history regarding mass
casualty losses;

(vii) The intended use of the Tech-
nology; and

(viii) The possible effects of the cost
of insurance on the price of the prod-
uct, and the possible consequences
thereof for development, production, or
deployment of the Technology.

(2) In determining the appropriate
amounts and types of insurance that a
particular Seller is obligated to carry,
the Under Secretary may not require
any type of insurance or any amount of
insurance that is not available on the
world market, and may not require any
type or amount of insurance that
would unreasonably distort the sales
price of the Seller’s anti-terrorism
Technology

(c) Scope of Coverage. (1) Liability in-
surance required to be obtained pursu-

§25.5

ant to this section shall, in addition to
the Seller, protect the following, to the
extent of their potential liability for
involvement in the manufacture, quali-
fication, sale, use, or operation of
Qualified Anti-Terrorism Technologies
deployed in defense against, response
to, or recovery from, an Act of Ter-
rorism:

(i) Contractors, subcontractors, sup-
pliers, vendors and customers of the
Seller.

(ii) Contractors, subcontractors, sup-
pliers, and vendors of the customer.

(2) Notwithstanding the foregoing, in
appropriate instances the Under Sec-
retary will specify in a particular Des-
ignation that, consistent with the De-
partment’s interpretation of the SAFE-
TY Act, an action for the recovery of
damages proximately caused by a
Qualified Anti-Terrorism Technology
that arises out of, relates to, or results
from an Act of Terrorism may properly
be brought only against the Seller and,
accordingly, the liability insurance re-
quired to be obtained pursuant to this
section shall be required to protect
only the Seller.

(d) Third Party Claims. To the extent
available pursuant to the SAFETY
Act, liability insurance required to be
obtained pursuant to this section shall
provide coverage against third party
claims arising out of, relating to, or re-
sulting from an Act of Terrorism when
the applicable Qualified Anti-Ter-
rorism Technologies have been de-
ployed in defense against, response to,
or recovery from such act.

(e) Reciprocal Waiver of Claims. The
Seller shall enter into a reciprocal
waiver of claims with its contractors,
subcontractors, suppliers, vendors, and
customers, and contractors and sub-
contractors of the customers, involved
in the manufacture, sale, use, or oper-
ation of Qualified Anti-Terrorism
Technologies, under which each party
to the waiver agrees to be responsible
for losses, including business interrup-
tion losses, that it sustains, or for
losses sustained by its own employees
resulting from an activity resulting
from an Act of Terrorism when Quali-
fied Anti-Terrorism Technologies have
been deployed in defense against, re-
sponse to, or recovery from such act.
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Notwithstanding the foregoing, pro-
vided that the Seller has used diligent
efforts in good faith to obtain all re-
quired reciprocal waivers, obtaining
such waivers shall not be a condition
precedent or subsequent for, nor shall
the failure to obtain one or more of
such waivers adversely affect, the
issuance, validity, effectiveness, dura-
tion, or applicability of a Designation
or a Certification. Nothing in this
paragraph (e) shall be interpreted to
render the failure to obtain one or
more of such waivers a condition prece-
dent or subsequent for the issuance, va-
lidity, effectiveness, duration, or appli-
cability of a Designation or a Certifi-
cation.

(f) Information to be Submitted by the
Seller. As part of any application for a
Designation, the Seller shall provide
all information that may be requested
by the Under Secretary or his designee,
regarding a Seller’s liability insurance
coverage applicable to third-party
claims arising out of, relating to, or re-
sulting from an Act of Terrorism when
the Seller’s Qualified Anti-Terrorism
Technology has been deployed in de-
fense against, response to, or recovery
from such act, including:

(1) Names of insurance companies,
policy numbers, and expiration dates;

(2) A description of the types and na-
ture of such insurance (including the
extent to which the Seller is self-in-
sured or intends to self-insure);

(3) Dollar limits per occurrence and
annually of such insurance, including
any applicable sublimits;

(4) Deductibles or self-insured reten-
tions, if any, that are applicable;

(5) Any relevant exclusions from cov-
erage under such policies or other fac-
tors that would affect the amount of
insurance proceeds that would be avail-
able to satisfy third party claims aris-
ing out of, relating to, or resulting
from an Act of Terrorism;

(6) The price for such insurance, if
available, and the per-unit amount or
percentage of such price directly re-
lated to liability coverage for the Sell-
er’s Qualified Anti-Terrorism Tech-
nology deployed in defense against, or
response to, or recovery from an Act of
Terrorism;

(7) Where applicable, whether the 1i-
ability insurance, in addition to the
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Seller, protects contractors, sub-
contractors, suppliers, vendors and cus-
tomers of the Seller and contractors,
subcontractors, suppliers, vendors and
customers of the customer to the ex-
tent of their potential liability for in-
volvement in the manufacture, quali-
fication, sale, use or operation of
Qualified Anti-terrorism Technologies
deployed in defense against, response
to, or recovery from an Act of Ter-
rorism; and

(8) Any limitations on such liability
insurance.

(g) Under Secretary’s Certification. For
each Qualified Anti-Terrorism Tech-
nology, the Under Secretary shall cer-
tify the amount of liability insurance
the Seller is required to carry pursuant
to section 443(a) of title 6, United
States Code, and paragraphs (a), (b),
and (c) of this section. The Under Sec-
retary shall include the insurance cer-
tification under this section as a part
of the applicable Designation. The in-
surance certification may specify a pe-
riod of time for which such insurance
certification will apply. The Seller of a
Qualified Anti-Terrorism Technology
may at any time petition the Under
Secretary for a revision of the insur-
ance certification under this section,
and the Under Secretary may revise
such insurance certification in re-
sponse to such a petition. The Under
Secretary may at any time request in-
formation from the Seller regarding
the insurance carried by the Seller or
the amount of insurance available to
the Seller.

(h) Seller’s Continuing Obligations.
Within 30 days after the Under Sec-
retary’s insurance certification re-
quired by paragraph (g) of this section,
the Seller shall certify to the Under
Secretary in writing that the Seller
has obtained the required insurance.
Within 30 days of each anniversary of
the issuance of a Designation or at any
other time as he may determine, the
Under Secretary may require, by writ-
ten notice to the Seller, that the Seller
certify to the Under Secretary in writ-
ing that the Seller has maintained the
required insurance. The Under Sec-
retary may terminate a Designation if
the Seller fails to provide any of the in-
surance certifications required by this
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paragraph (h) or provides a false cer-
tification.

§25.6 Procedures for designation of
qualified anti-terrorism tech-
nologies.

(a) Application Procedure. Any person,
firm or other entity seeking a Designa-
tion shall submit an application to the
Under Secretary or such other official
as may be named from time to time by
the Under Secretary. Such applications
shall be submitted according to the
procedures set forth in and using the
appropriate forms contained in the
SAFETY Act Application Kit pre-
scribed by the Under Secretary, which
shall be made available at http:/
www.safetyact.gov and by mail upon
written request to: Directorate of
Science and Technology, SAFETY Act/
room 4320, Department of Homeland
Security, Washington, DC 20528. The
burden is on the applicant to make
timely submission of all relevant data
requested in the SAFETY Act Applica-
tion Kit to substantiate an application
for Designation. An applicant may
withdraw a submitted application at
any time and for any reason by making
a written request for withdrawal with
the Department. Withdrawal of a
SAFETY Act application shall have no
prejudicial effect on any other applica-
tion.

(b) Initial Notification. Within 30 days
after receipt of an application for a
Designation, the Under Secretary his
designee shall notify the applicant in
writing that:

(1) The application is complete and
will be reviewed and evaluated, or

(2) That the application is incom-
plete, in which case the missing or in-
complete parts will be specified.

(c) Review Process. (1) The Under Sec-
retary or his designee will review each
complete application and any included
supporting materials. In performing
this function, the Under Secretary or
his designee may but is not required to:

(i) Request additional information
from the Seller;

(ii) Meet with representatives of the
Seller;

(iii) Consult with, and rely upon the
expertise of, any other Federal or non-
Federal entity;

§25.6

(iv) Perform studies or analyses of
the subject Technology or the insur-
ance market for such Technology; and

(v) Seek information from insurers
regarding the availability of insurance
for such Technology.

(2) For Technologies with which a
Federal, State, or local government
agency already has substantial experi-
ence or data (through the procurement
process or through prior use or review),
the review may rely in part upon such
prior experience and, thus, may be ex-
pedited. The Under Secretary may con-
sider any scientific studies, testing,
field studies, or other experience with
the Technology that he deems appro-
priate and that are available or can be
feasibly conducted or obtained, includ-
ing test results produced by an inde-
pendent laboratory or other entity en-
gaged to test or verify the safety, util-
ity, performance, in order to assess the
effectiveness of the Technology or the
capability of the Technology to sub-
stantially reduce risks of harm. Such
studies may, in the Under Secretary’s
discretion, include, without limitation:

(i) Public source studies;

(ii) Classified and otherwise confiden-
tial studies;

(iii) Studies, tests, or other perform-
ance records or data provided by or
available to the producer of the spe-
cific Technology; and

(iv) Proprietary studies that are
available to the Under Secretary.

(3) In considering whether or the ex-
tent to which it is feasible to defer a
decision on a Designation until addi-
tional scientific studies can be con-
ducted on a particular Technology, the
Under Secretary will bring to bear his
expertise concerning the protection of
the security of the United States and
will consider the urgency of the need
for the Technology.

(d) Action by the Under Secretary.
Within 90 days of notification to the
Seller that an application for a Des-
ignation is complete in accordance
with paragraph (b)(1) of this section,
the Under Secretary shall take one of
the following actions:

(1) Approve the application and issue
an appropriate Designation to the ap-
plicant for the Technology, which shall
include the insurance certification re-
quired by §25.5(h) of this part;
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(2) Notify the applicant in writing
that the Technology is potentially eli-
gible for a Designation, but that addi-
tional specified information is needed
before a decision may be reached; or

(3) Deny the application, and notify
the applicant in writing of such deci-
sion. The Under Secretary may extend
the 90-day time period for up to 45 days
upon notice to the Seller. The Under
Secretary is not required to provide a
reason or cause for such extension. The
Under Secretary’s decision shall be
final and not subject to review, except
at the discretion of the Under Sec-
retary.

(e) Content of Designation. (1) A Des-
ignation shall:

(i) Describe the Qualified Anti-Ter-
rorism Technology (in such detail as
the Under Secretary deems to be appro-
priate);

(ii) Identify the Seller(s) of the Quali-
fied Anti-Terrorism Technology;

(iii) Specify the earliest date of sale
of the Qualified Anti-Terrorism Tech-
nology to which the Designation shall
apply (which shall be determined by
the Under Secretary in his discretion,
and may be prior to, but shall not be
later than, the effective date of the
Designation);

(iv) Set forth the insurance certifi-
cation required by §25.5(g); and

(v) To the extent practicable, include
such standards, specifications, require-
ments, performance criteria, limita-
tions, or other information as the De-
partment in its sole and unreviewable
discretion may deem appropriate.

(2) The Designation may, but need
not, specify other entities that are re-
quired to be covered by the liability in-
surance required to be purchased by
the Seller. The failure to specify a cov-
ered person, firm, or other entity in a
Designation will not preclude the ap-
plication or applicability of the Act’s
protections to that person, firm, or
other entity.

(f) Term of Designation; Renewal. A
Designation shall be valid and effective
for a term of five to eight years (as de-
termined by the Under Secretary) com-
mencing on the date of issuance, and
the protections conferred by the Des-
ignation shall continue in full force
and effect indefinitely to all sales of
Qualified Anti-Terrorism Technologies

6 CFR Ch. | (1-1-25 Edition)

covered by the Designation. At any
time within two years prior to the ex-
piration of the term of the Designa-
tion, the Seller may apply for renewal
of the Designation. The Under Sec-
retary shall make the application form
for renewal available at http:/
www.safetyact.gov and by mail upon re-
quest sent to: Directorate of Science
and Technology, SAFETY Act/room
4320, Department of Homeland Secu-
rity, Washington, DC 20528.

() Government Procurements—(1)
Overview. The Under Secretary may co-
ordinate the review of a Technology for
SAFETY Act purposes in connection
with a Federal, State, or local govern-
ment agency procurement of an anti-
terrorism Technology in any manner
he deems appropriate consistent with
the Act and other applicable law. A de-
termination by the Under Secretary to
issue a Designation, or not to issue a
Designation for a particular Tech-
nology as a QATT is not a determina-
tion that the Technology meets, or
fails to meet, the requirements of any
solicitation issued by any Federal gov-
ernment customer or non-Federal gov-
ernment customer. Determinations by
the Under Secretary with respect to
whether to issue a Designation for
Technologies submitted for his review
shall be based on the factors identified
in §25.4(b).

(2) Procedure. Any Federal, State, or
local government agency that engages
in or is planning to engage in the pro-
curement of a Technology that poten-
tially qualifies as a Qualified Anti-ter-
rorism Technology, through the use of
a solicitation of proposals or otherwise,
may request that the Under Secretary
issue a notice stating that the Tech-
nology to be procured either affirma-
tively or presumptively satisfies the
technical criteria mnecessary to be
deemed a Qualified Anti-Terrorism
Technology (a ‘‘Pre-Qualification Des-
ignation Notice’). The Pre-Qualifica-
tion Designation Notice will provide
that the vendor(s) chosen to provide
the Technology (the ‘‘Selected Ven-
dor(s)”’), upon submitting an applica-
tion for SAFETY Act Designation will:
Receive expedited review of their appli-
cation for Designation; either affirma-
tively or presumptively (as the case
may be) be deemed to have satisfied

220



Office of the Secretary, Homeland Security

the technical criteria for SAFETY Act
Designation with respect to the Tech-
nology identified in the Pre-Qualifica-
tion Designation Notice; and be au-
thorized to submit a streamlined appli-
cation as set forth in the Pre-Qualifica-
tion Designation Notice. In instances
in which the subject procurement in-
volves Technology with respect to
which a Block Designation or Block
Certification has been issued, the De-
partment may determine that the ven-
dor providing such Technology will af-
firmatively receive Designation or Cer-
tification with respect to such Tech-
nology, provided the vendor satisfy
each other applicable requirement for
Designation or Certification. Govern-
ment agencies seeking a Pre-Qualifica-
tion Designation Notice shall submit a
written request using the ‘‘Procure-
ment Pre-Qualification Request” form
prescribed by the Under Secretary and
made available at http:/
www.safetyact.gov and by mail upon re-
quest sent to: Directorate of Science
and Technology, SAFETY Act/room
4320, Department of Homeland Secu-
rity, Washington, DC 20528.

(3) Actions. Within 60 days after the
receipt of a complete Procurement Pre-
Qualification Request, the Under Sec-
retary shall take one of the following
actions:

(i) Approve the Procurement Pre-
Qualification Request and issue an ap-
propriate Pre-Qualification Designa-
tion Notice to the requesting agency
that it may include in the government
contract or in the solicitation mate-
rials, as appropriate; or

(ii) Notify the requesting agency in
writing that the relevant procurement
is potentially eligible for a Pre-Quali-
fication Designation Notice, but that
additional information is needed before
a decision may be reached; or

(iii) Deny the Procurement Pre-Qual-
ification Request and notify the re-
questing agency in writing of such de-
cision, including the reasons for such
denial.

(4) Contents of Notice. A Pre-Qualifica-
tion Designation Notice shall contain,
at a minimum, the following:

(i) A detailed description of and de-
tailed specifications for the Tech-
nology to which the Pre-Qualification
Designation Notice applies, which may
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incorporate by reference all or part of
the procurement solicitation docu-
ments issued or to be issued by the re-
questing agency;

(ii) A statement that the Technology
to which the Pre-Qualification Des-
ignation Notice applies satisfies the
technical criteria to be deemed a
Qualified Anti-Terrorism Technology
and that the Selected Vendor(s) may
presumptively or will qualify for the
issuance of a Designation for such
Technology upon compliance with the
terms and conditions set forth in such
Pre-Qualification Designation Notice
and the approval of the streamlined ap-
plication;

(iii) A list of the portions of the ap-
plication referenced in §25.6(a) that the
Selected Vendor(s) must complete and
submit to the Department in order to
obtain Designation and the appropriate
period of time for such submission;

(iv) The period of time within which
the Under Secretary will take action
upon such submission;

(v) The date of expiration of such
Pre-Qualification Designation Notice;
and

(vi) Any other terms or conditions
that the Under Secretary deems to be
appropriate in his discretion.

(5) Review of Completed Applications.
The application for Designation from
the Selected Vendor(s) shall be consid-
ered, processed, and acted upon in ac-
cordance with the procedures set forth
in §25.6 (which shall be deemed to be
modified by the terms and conditions
set forth in the applicable Pre-Quali-
fication Designation Notice). However,
the review and evaluation of the Tech-
nology to be procured from the Se-
lected Vendor(s), in relation to the cri-
teria set forth in §25.4(b), shall ordi-
narily consist of a validation that that
the Technology complies with the de-
tailed description of and detailed speci-
fications for the Technology set forth
in the applicable Pre-Qualification
Designation Notice.

(h) Block Designations. (1) From time
to time, the Under Secretary, in re-
sponse to an application submitted
pursuant to §25.6(a) or upon his own
initiative, may issue a Designation
that is applicable to any person, firm,
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or other entity that is a qualified Sell-
er of the QATT described in such Des-
ignation (a ‘‘Block Designation’). A
Block Designation will be issued only
for Technology that relies on estab-
lished performance standards or de-
fined technical characteristics. All
Block Designations shall be published
by the Department within ten days
after the issuance thereof at http:/
www.safetyact.gov, and copies may also
be obtained by mail by sending a re-
quest to: Directorate of Science and
Technology, SAFETY Act/room 4320,
Department of Homeland Security,
Washington, DC 20528. Any person,
firm, or other entity that desires to
qualify as a Seller of a QATT that has
received a Block Designation shall
complete only such portions of the ap-
plication referenced in §25.6(a) as are
specified in such Block Designation
and shall submit an application to the
Department in accordance with §25.6(a)
and the terms of the Block Designa-
tion. Applicants seeking to be qualified
Sellers of a QATT pursuant to a Block
Designation will receive expedited re-
view of their applications and shall not
be required to provide information
with respect to the technical merits of
the QATT that has received Block Des-
ignation. Within 60 days (or such other
period of time as may be specified in
the applicable Block Designation) after
the receipt by the Department of a
complete application, the Under Sec-
retary shall take one of the following
actions:

(i) Approve the application and no-
tify the applicant in writing of such ap-
proval, which notification shall include
the certification required by §25.5(g);
or

(ii) Deny the application, and notify
the applicant in writing of such deci-
sion, including the reasons for such de-
nial.

(2) If the application is approved,
commencing on the date of such ap-
proval the applicant shall be deemed to
be a Seller under the applicable Block
Designation for all purposes under the
SAFETY Act, this part, and such Block
Designation. A Block Designation shall
be valid and effective for a term of five
to eight years (as determined by the
Under Secretary in his discretion) com-
mencing on the date of issuance, and
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may be renewed or extended by the
Under Secretary at his own initiative
or in response to an application for re-
newal submitted by a qualified Seller
under such Block Designation in ac-
cordance with §25.6(h). Except as other-
wise specifically provided in this para-
graph, a Block Designation shall be
deemed to be a Designation for all pur-
poses under the SAFETY Act and this
part.

(1) Other Bases for Expedited Review of
Applications. The Under Secretary may
identify other categories or types of
Technologies for which expedited proc-
essing may be granted. For example,
the Under Secretary may conduct expe-
dited processing for applications ad-
dressing a particular threat or for par-
ticular types of anti-terrorism Tech-
nologies. The Under Secretary shall no-
tify the public of any such opportuni-
ties for expedited processing by pub-
lishing such notice in the FEDERAL
REGISTER.

(j) Transfer of Designation. Except as
may be restricted by the terms and
conditions of a Designation, any Des-
ignation may be transferred and as-
signed to any other person, firm, or
other entity to which the Seller trans-
fers and assigns all right, title, and in-
terest in and to the Technology cov-
ered by the Designation, including the
intellectual property rights therein (or,
if the Seller is a licensee of the Tech-
nology, to any person, firm, or other
entity to which such Seller transfers
all of its right, title, and interest in
and to the applicable license agree-
ment). Such transfer and assignment of
a Designation will not be effective un-
less and until the Under Secretary is
notified in writing of the transfer using
the ‘‘Application for Transfer of Des-
ignation” form issued by the Under
Secretary (the Under Secretary shall
make this application form available
at http:/www.safetyact.gov and by mail
by written request sent to: Directorate
of Science and Technology, SAFETY
Act/room 4320, Department of Home-
land Security, Washington, DC 20528).
Upon the effectiveness of such transfer
and assignment, the transferee will be
deemed to be a Seller in the place and
stead of the transferor with respect to
the applicable Technology for all pur-
poses under the SAFETY Act, this
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part, and the transferred Designation.
The transferred Designation will con-
tinue to apply to the transferor with
respect to all transactions and occur-
rences that occurred through the time
at which the transfer and assignment
of the Designation became effective, as
specified in the applicable Application
for Transfer of Designation.

(k) Application of Designation to Li-
censees. Except as may be restricted by
the terms and conditions of a Designa-
tion, any Designation shall apply to
any other person, firm, or other entity
to which the Seller licenses (exclu-
sively or nonexclusively) the right to
manufacture, use, or sell the Tech-
nology, in the same manner and to the
same extent that such Designation ap-
plies to the Seller, effective as of the
date of commencement of the license,
provided that the Seller notifies the
Under Secretary of such license by sub-
mitting, within 30 days after such date
of commencement, a ‘‘Notice of Li-
cense of Qualified Anti-terrorism Tech-
nology”’ form issued by the Under Sec-
retary. The Under Secretary shall
make this form available at http:/
www.safetyact.gov and by mail upon re-
quest sent to: Directorate of Science
and Technology, SAFETY Act/room
4320, Department of Homeland Secu-
rity, Washington, DC 20528. Such noti-
fication shall not be required for any
licensee listed as a Seller on the appli-
cable Designation.

(1) Significant Modification of Qualified
Anti-terrorism Technologies. (1) The De-
partment recognizes that Qualified
Anti-Terrorism Technologies may rou-
tinely undergo changes or modifica-
tions in their manufacturing, mate-
rials, installation, implementation, op-
erating processes, component assem-
bly, or in other respects from time to
time. When a Seller makes routine
changes or modifications to a Qualified
Anti-Terrorism Technology, such that
the QATT remains within the scope of
the description set forth in the applica-
ble Designation or Certification, the
Seller shall not be required to provide
notice under this subsection, and the
changes or modifications shall not ad-
versely affect the force or effect of the
Seller’s QATT Designation or Certifi-
cation.
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(2) A Seller shall promptly notify the
Department and provide details of any
change or modification to a QATT that
causes the QATT no longer to be with-
in the scope of the Designation or Cer-
tification by submitting to the Depart-
ment a completed ‘‘Notice of Modifica-
tion to Qualified Anti-Terrorism Tech-
nology’”’ form issued by the Under Sec-
retary (a ‘‘Modification Notice’). A
Seller is not required to notify the De-
partment of any change or modifica-
tion of a particular Qualified Anti-Ter-
rorism Technology that is made post-
sale by a purchaser unless the Seller
has consented expressly to the modi-
fication. The Under Secretary shall
make an appropriate form available at
http:/www.safetyact.gov and by mail
upon request sent to: Directorate of
Science and Technology, SAFETY Act/
room 4320, Department of Homeland
Security, Washington, DC 20528. The
Department will promptly acknowl-
edge receipt of a Modification Notice
by providing the relevant Seller with
written notice to that effect. Within 60
days of the receipt of a Modification
Notice, the Under Secretary may, in
his sole and unreviewable discretion:

(i) Inform the submitting Seller that
the QATT as changed or modified is
consistent with, and is not outside the
scope of, the Seller’s Designation or
Certification;

(ii) Issue to the Seller a modified
Designation or Certification incor-
porating some or all of the notified
changes or modifications;

(iii) Seek further information regard-
ing the changes or modifications and
temporarily suspend the 60-day period
of review;

(iv) Inform the submitting Seller
that the changes or modifications
might cause the QATT as changed or
modified to be outside the scope of the
Seller’s Designation or Certification,
and require further review and consid-
eration by the Department;

(v) Inform the submitting Seller that
the QATT as changed or modified is
outside the scope of the subject Seller’s
Designation or Certification, and re-
quire that the QATT be brought back
into conformance with the Seller’s Des-
ignation or Certification; or
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(vi) If the Seller fails to bring the
subject QATT into conformance in ac-
cordance with the Under Secretary’s
direction pursuant to paragraph
(1)(2)(v) of this section, issue a public
notice stating that the QATT as
changed or modified is outside the
scope of the submitting Seller’s Des-
ignation or Certification and, con-
sequentially, that such Designation or
Certification is not applicable to the
QATT as changed or modified. If the
Under Secretary does not take one or
more of such actions within the 60-day
period following the Department’s re-
ceipt of a Seller’s Modification Notice,
the changes or modifications identified
in the Modification Notice will be
deemed to be approved by the Under
Secretary and the QATT, as changed or
modified, will be conclusively estab-
lished to be within the scope of the de-
scription of the QATT in the Seller’s
Designation or Certification.

(3) Notwithstanding anything to the
contrary herein, a Seller’s original
QATT Designation or Certification will
continue in full force and effect in ac-
cordance with its terms unless modi-
fied, suspended, or terminated by the
Under Secretary in his discretion, in-
cluding during the pendency of the re-
view of the Seller’s Modification No-
tice. In no event will any SAFETY Act
Designation or Certification terminate
automatically or retroactively under
this section. A Seller is not required to
notify the Under Secretary of any
change or modification that is made
post-sale by a purchaser or end-user of
the QATT without the Seller’s consent,
but the Under Secretary may, in appro-
priate circumstances, require an end-
user to provide periodic reports on
modifications or permit inspections or
audits.

§25.7 Litigation management.

(a) Liability for all claims against a
Seller arising out of, relating to, or re-
sulting from an Act of Terrorism when
such Seller’s Qualified Anti-Terrorism
Technology has been deployed in de-
fense against, response to, or recovery
from such act and such claims result or
may result in loss to the Seller shall
not be in an amount greater than the
limits of liability insurance coverage
required to be maintained by the Seller
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under this section or as specified in the
applicable Designation.

(b) In addition, in any action for
damages brought under section 442 of
Title 6, United States Code:

(1) No punitive damages intended to
punish or deter, exemplary damages, or
other damages not intended to com-
pensate a plaintiff for actual losses
may be awarded, nor shall any party be
liable for interest prior to the judg-
ment;

(2) Noneconomic damages may be
awarded against a defendant only in an
amount directly proportional to the
percentage of responsibility of such de-
fendant for the harm to the plaintiff,
and no plaintiff may recover non-
economic damages unless the plaintiff
suffered physical harm; and

(3) Any recovery by a plaintiff shall
be reduced by the amount of collateral
source compensation, if any, that the
plaintiff has received or is entitled to
receive as a result of such Acts of Ter-
rorism that result or may result in loss
to the Seller.

(c) Without prejudice to the author-
ity of the Under Secretary to termi-
nate a Designation pursuant to para-
graph (h) of §25.6, the liability limita-
tions and reductions set forth in this
section shall apply in perpetuity to all
sales or deployments of a Qualified
Anti-Terrorism Technology in defense
against, response to, or recovery from
any Act of Terrorism that occurs on or
after the effective date of the Designa-
tion applicable to such Qualified Anti-
Terrorism Technology, regardless of
whether any liability insurance cov-
erage required to be obtained by the
Seller is actually obtained or main-
tained or not, provided that the sale of
such Qualified Anti-Terrorism Tech-
nology was consummated by the Seller
on or after the earliest date of sale of
such Qualified Anti-Terrorism Tech-
nology specified in such Designation
and prior to the earlier of the expira-
tion or termination of such Designa-
tion.

(d) There shall exist only one cause
of action for loss of property, personal
injury, or death for performance or
non-performance of the Seller’s Quali-
fied Anti-Terrorism Technology in re-
lation to an Act of Terrorism. Such
cause of action may be brought only
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against the Seller of the Qualified
Anti-Terrorism Technology and may
not be brought against the buyers, the
buyers’ contractors, or downstream
users of the Technology, the Seller’s
suppliers or contractors, or any other
person or entity. In addition, such
cause of action must be brought in the
appropriate district court of the United
States.

§25.8 Government contractor Defense.

(a) Criteria for Certification. The Under
Secretary may issue a Certification for
a Qualified Anti-Terrorism Technology
as an Approved Product for Homeland
Security for purposes of establishing a
rebuttable presumption of the applica-
bility of the government contractor de-
fense. In determining whether to issue
such Certification, the Under Secretary
or his designee shall conduct a com-
prehensive review of the design of such
Technology and determine whether it
will perform as intended, conforms to
the Seller’s specifications, and is safe
for use as intended. The Seller shall
provide safety and hazard analyses and
other relevant data and information re-
garding such Qualified Anti-Terrorism
Technology to the Department in con-
nection with an application. The Under
Secretary or his designee may require
that the Seller submit any information
that the Under Secretary or his des-
ignee considers relevant to the applica-
tion for approval. The Under Secretary
or his designee may consult with, and
rely upon the expertise of, any other
governmental or non-governmental
person, firm, or entity, and may con-
sider test results produced by an inde-
pendent laboratory or other person,
firm, or other entity engaged by the
Seller.

(b) Extent of liability. Should a prod-
uct liability or other lawsuit be filed
for claims arising out of, relating to, or
resulting from an Act of Terrorism
when Qualified Anti-Terrorism Tech-
nologies Certified by the Under Sec-
retary as provided in §§25.8 and 25.9 of
this part have been deployed in defense
against or response or recovery from
such act and such claims result or may
result in loss to the Seller, there shall
be a rebuttable presumption that the
government contractor defense applies
in such lawsuit. This presumption shall
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only be overcome by clear and con-
vincing evidence showing that the Sell-
er acted fraudulently or with willful
misconduct in submitting information
to the Department during the course of
the consideration of such Technology
under this section and §25.9 of this
part. A claimant’s burden to show
fraud or willful misconduct in connec-
tion with a Seller’s SAFETY Act appli-
cation cannot be satisfied unless the
claimant establishes there was a know-
ing and deliberate intent to deceive the
Department. This presumption of the
government contractor defense shall
apply regardless of whether the claim
against the Seller arises from a sale of
the product to Federal Government or
non-Federal Government customers.
Such presumption shall apply in per-
petuity to all deployments of a Quali-
fied Anti-Terrorism Technology (for
which a Certification has been issued
by the Under Secretary as provided in
this section and §25.9 of this part) in
defense against, response to, or recov-
ery from any Act of Terrorism that oc-
curs on or after the effective date of
the Certification applicable to such
Technology, provided that the sale of
such Technology was consummated by
the Seller on or after the earliest date
of sale of such Technology specified in
such Certification (which shall be de-
termined by the Under Secretary in his
discretion, and may be prior to, but
shall not be later than, such effective
date) and prior to the expiration or ter-
mination of such Certification.

(c) Establishing applicability of the gov-
ernment contractor defense. The Under
Secretary will be exclusively respon-
sible for the review and approval of
anti-terrorism Technology for purposes
of establishing the government con-
tractor defense in any product liability
lawsuit for claims arising out of, relat-
ing to, or resulting from an Act of Ter-
rorism when Qualified Anti-Terrorism
Technologies approved by the Under
Secretary, as provided in this final
rule, have been deployed in defense
against or response or recovery from
such act and such claims result or may
result in loss to the Seller. The Certifi-
cation of a Technology as an Approved
Product for Homeland Security shall
be the only evidence necessary to es-
tablish that the Seller of the Qualified
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Anti-Terrorism Technology that has
been issue a Certification is entitled to
a presumption of dismissal from a
cause of action brought against a Sell-
er arising out of, relating to, or result-
ing from an Act of Terrorism when the
Qualified Anti-Terrorism Technology
was deployed in defense against or re-
sponse to or recovery from such Act of
Terrorism. This presumption of dis-
missal is based upon the statutory gov-
ernment contractor defense conferred
by the SAFETY Act.

§25.9 Procedures for certification of
approved products for Homeland
Security.

(a) Application procedure. An appli-
cant seeking a Certification of anti-
terrorism Technology as an Approved
Product for Homeland Security under
§25.8 shall submit information sup-
porting such request to the Under Sec-
retary. The Under Secretary shall
make application forms available at
hitp://www.safetyact.gov, and  copies
may also be obtained by mail by send-
ing a request to: Directorate of Science
and Technology, SAFETY Act/room
4320, Department of Homeland Secu-
rity, Washington, DC 20528. An applica-
tion for a Certification may not be
filed unless the applicant has also filed
an application for a Designation for the
same Technology in accordance with
§25.6(a). Such applications may be filed
simultaneously and may be reviewed
simultaneously by the Department.

(b) Initial notification. Within 30 days
after receipt of an application for a
Certification, the Under Secretary or
his designee shall notify the applicant
in writing that:

(1) The application is complete and
will be reviewed, or

(2) That the application is incom-
plete, in which case the missing or in-
complete parts will be specified.

(c) Review process. The Under Sec-
retary or his designee will review each
complete application for a Certifi-
cation and any included supporting
materials. In performing this function,
the Under Secretary or his designee
may, but is not required to:

(1) Request additional information
from the Seller;

(2) Meet with representatives of the
Seller;
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(3) Consult with, and rely upon the
expertise of, any other Federal or non-
Federal entity; and

(4) Perform or seek studies or anal-
yses of the Technology.

(d) Action by the Under Secretary. (1)
Within 90 days after receipt of a com-
plete application for a Certification,
the Under Secretary shall take one of
the following actions:

(i) Approve the application and issue
an appropriate Certification to the
Seller;

(ii) Notify the Seller in writing that
the Technology is potentially eligible
for a Certification, but that additional
specified information is needed before a
decision may be reached; or

(iii) Deny the application, and notify
the Seller in writing of such decision.

(2) The Under Secretary may extend
the time period one time for 45 days
upon notice to the Seller, and the
Under Secretary is not required to pro-
vide a reason or cause for such exten-
sion. The Under Secretary’s decision
shall be final and not subject to review,
except at the discretion of the Under
Secretary.

(e) Designation is a pre-condition. The
Under Secretary may approve an appli-
cation for a Certification only if the
Under Secretary has also approved an
application for a Designation for the
same Technology in accordance with
§25.4.

(f) Content and term of certification; re-
newal. (1) A Certification shall:

(i) Describe the Qualified Anti-Ter-
rorism Technology (in such detail as
the Under Secretary deems to be appro-
priate);

(ii) Identify the Seller(s) of the Quali-
fied Anti-Terrorism Technology;

(iii) Specify the earliest date of sale
of the Qualified Anti-Terrorism Tech-
nology to which the Certification shall
apply (which shall be determined by
the Under Secretary in his discretion,
and may be prior to, but shall not be
later than, the effective date of the
Certification); and

(iv) To the extent practicable, in-

clude such standards, specifications,
requirements, performance criteria,
limitations, or other information as

the Department in its sole and
unreviewable discretion may deem ap-
propriate.
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(2) A Certification shall be valid and
effective for the same period of time
for which the related Designation is
issued, and shall terminate upon the
termination of such related Designa-
tion. The Seller may apply for renewal
of the Certification in connection with
an application for renewal of the re-
lated Designation. An application for
renewal must be made using the ‘“‘Ap-
plication for Certification of an Ap-
proved Product for Homeland Secu-
rity”’ form issued by the Under Sec-
retary.

(g) Application of Certification to li-
censees. A Certification shall apply to
any other person, firm, or other entity
to which the applicable Seller licenses
(exclusively or nonexclusively) the
right to manufacture, use, or and sell
the Technology, in the same manner
and to the same extent that such Cer-
tification applies to the Seller, effec-
tive as of the date of commencement of
the license, provided that the Seller
notifies the Under Secretary of such 1li-
cense by submitting, within 30 days
after such date of commencement, a
“Notice of License of Approved Anti-
terrorism Technology’ form issued by
the Under Secretary. The Under Sec-
retary shall make this form available
at http:/www.safetyact.gov and by mail
upon request sent to: Directorate of
Science and Technology, SAFETY Act/
room 4320, Department of Homeland
Security, Washington, DC 20528. Such
notification shall not be required for
any licensee listed as a Seller on the
applicable Certification.

(h) Transfer of Certification. In the
event of any permitted transfer and as-
signment of a Designation, any related
Certification for the same anti-ter-
rorism Technology shall automatically
be deemed to be transferred and as-
signed to the same transferee to which
such Designation is transferred and as-
signed. The transferred Certification
will continue to apply to the transferor
with respect to all transactions and oc-
currences that occurred through the
time at which such transfer and assign-
ment of the Certification became effec-
tive.

(1) Issuance of Certificate; Approved
Product List. For anti-terrorism Tech-
nology reviewed and approved by the
Under Secretary and for which a Cer-
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tification is issued, the Under Sec-
retary shall issue a certificate of con-
formance to the Seller and place the
anti-terrorism Technology on an Ap-
proved Product List for Homeland Se-
curity, which shall be published by the
Department.

(j) Block Certifications. (1) From time
to time, the Under Secretary, in re-
sponse to an application submitted
pursuant to §25.9(a) or at his own ini-
tiative, may issue a Certification that
is applicable to any person, firm or
other entity that is a qualified Seller
of the Approved Product for Homeland
Security described in such Certifi-
cation (a ‘“‘Block Certification’). All
Block Certifications shall be published
by the Department within ten days
after the issuance thereof at htip:/
www.safetyact.gov, and copies may also
be obtained by mail by sending a re-
quest to: Directorate of Science and
Technology, SAFETY Act/room 4320,
Department of Homeland Security,
Washington, DC 20528. Any person,
firm, or other entity that desires to
qualify as a Seller of an Approved
Product for Homeland Security under a
Block Certification shall complete only
such portions of the application ref-
erenced in §25.9(a) as are specified in
such Block Certification and shall sub-
mit such application to the Depart-
ment in accordance with §9(a). Appli-
cants seeking to be qualified Sellers of
an Approved Product for Homeland Se-
curity pursuant to a Block Certifi-
cation will receive expedited review of
their applications and shall not be re-
quired to provide information with re-
spect to the technical merits of the Ap-
proved Product for Homeland Security
that has received Block Certification.
Within 60 days (or such other period of
time as may be specified in the applica-
ble Block Certification) after the re-
ceipt by the Department of a complete
application, the Under Secretary shall
take one of the following actions:

(i) Approve the application and no-
tify the applicant in writing of such ap-
proval; or

(ii) Deny the application, and notify
the applicant in writing of such deci-
sion, including the reasons for such de-
nial.
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(2) If the application is approved,
commencing on the date of such ap-
proval, the applicant shall be deemed
to be a Seller under the applicable
Block Certification for all purposes
under the SAFETY Act, this part, and
such Block Certification. A Block Cer-
tification shall be valid and effective
for the same period of time for which
the related Block Designation is
issued. A Block Certification may be
renewed by the Under Secretary at his
own initiative or in response to an ap-
plication for renewal submitted by a
qualified Seller under such Block Cer-
tification in accordance with §25.9(g).
Except as otherwise specifically pro-
vided in this paragraph, a Block Cer-
tification shall be deemed to be a Cer-
tification for all purposes under the
SAFETY Act and this part.

§25.10 Confidentiality and protection
of Intellectual Property.

(a) General. The Secretary, in con-
sultation with the Office of Manage-
ment and Budget and appropriate Fed-
eral law enforcement and intelligence
officials, and in a manner consistent
with existing protections for sensitive
or classified information, shall estab-
lish confidentiality procedures for safe-
guarding, maintenance and use of in-
formation submitted to the Depart-
ment under this part. Such protocols
shall, among other things, ensure that
the Department will utilize all appro-
priate exemptions from the Freedom of
Information Act.

(b) Non-disclosure. Except as other-
wise required by applicable law or reg-
ulation or a final order of a court of
competent jurisdiction, or as expressly
authorized in writing by the Under
Secretary, no person, firm, or other en-
tity may:

(1) Disclose SAFETY Act Confiden-
tial Information (as defined above) to
any person, firm, or other entity, or

(2) Use any SAFETY Act Confidential
Information for his, her, or its own
benefit or for the benefit of any other
person, firm, or other entity, unless
the applicant has consented to the re-
lease of such SAFETY Act Confidential
Information.

(c) Legends. Any person, firm, or
other entity that submits data or in-
formation to the Department under
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this part may place a legend on such
data or information indicating that the
submission constitutes SAFETY Act
Confidential Information. The absence
of such a legend shall not prevent any
data or information submitted to the
Department under this part from con-
stituting or being considered by the
Department to constitute SAFETY Act
Confidential Information.

PART 27—CHEMICAL FACILITY
ANTI-TERRORISM STANDARDS

Subpart A—General

Sec.

27.100
27.105
27.110

Purpose.

Definitions.

Applicability.

27.115 Implementation.

27.120 Designation of a Coordinating Offi-
cial; consultations and technical assist-
ance.

27.125 Severability.

Subpart B—Chemical Facility Security
Program

27.200 Information regarding security risk
for a chemical facility.

27.203 Calculating the screening threshold
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27.204 Minimum concentration by security
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ity ‘“‘presents a high level of security
risk.”
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27.225 Site security plans.
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27.235 Alternative security program.

27.240 Review and approval of security vul-
nerability assessments.
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27.255 Recordkeeping requirements.
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27.300 Orders.
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