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of the requester, CIGIE will consider 
the following criteria: 

(A) CIGIE must identify whether the 
requester has any commercial interest 
that would be furthered by the re-
quested disclosure. A commercial in-
terest includes any commercial, trade, 
or profit interest. Requesters must be 
given an opportunity to provide ex-
planatory information regarding this 
consideration. 

(B) If there is an identified commer-
cial interest, CIGIE must determine 
whether that is the primary interest 
furthered by the request. A waiver or 
reduction of fees is justified when the 
requirements of paragraphs (k)(2)(i) 
and (ii) of this section are satisfied and 
any commercial interest is not the pri-
mary interest furthered by the request. 
CIGIE ordinarily will presume that 
when a news media requester has satis-
fied the requirements of paragraphs 
(k)(2)(i) and (ii) of this section, the re-
quest is not primarily in the commer-
cial interest of the requester. Disclo-
sure to data brokers or others who 
merely compile and market govern-
ment information for direct economic 
return will not be presumed to pri-
marily serve the public interest. 

(3) Where only some of the records to 
be released satisfy the requirements for 
a waiver of fees, a waiver will be grant-
ed for those records. 

(4) Requests for a waiver or reduction 
of fees should be made when the re-
quest is first submitted to CIGIE and 
should address the criteria referenced 
above. A requester may submit a fee 
waiver request at a later time so long 
as the underlying record request is 
pending or on administrative appeal. 
When a requester who has committed 
to pay fees subsequently asks for a 
waiver of those fees and that waiver is 
denied, the requester shall be required 
to pay any costs incurred up to the 
date the fee waiver request was re-
ceived. 

§ 9800.110 Public reading room. 
CIGIE maintains an electronic public 

reading room on its website, http:// 
www.ignet.gov, which contains the 
records that FOIA requires be regu-
larly made available for public inspec-
tion and copying, as well as additional 
records of interest to the public. CIGIE 

is responsible for determining which of 
its records must be made publicly 
available, for identifying additional 
records of interest to the public that 
are appropriate for public disclosure, 
and for posting and indexing such 
records. CIGIE must ensure that its 
website of posted records and indices is 
reviewed and updated on an ongoing 
basis. CIGIE’s FOIA Public Liaison can 
assist individuals in locating records at 
CIGIE. 

§ 9800.111 Other rights and services. 
Nothing in this part shall be con-

strued to entitle any person, as of 
right, to any service or to the disclo-
sure of any record to which such person 
is not entitled under FOIA. 

PART 9801—PRIVACY ACT 
REGULATIONS 

Subpart A—General Provisions 

Sec. 
9801.101 Purpose and scope. 
9801.102 CIGIE organization. 
9801.103 Definitions. 
9801.104 Rules for determining if an indi-

vidual is the subject of a record. 
9801.105 Employee standards of conduct. 
9801.106 Use and collection of social security 

numbers. 
9801.107 Other rights and services. 

Subpart B—Access to Records and 
Accounting of Disclosures 

9801.201 Requests for access. 
9801.202 Response to requests. 
9801.203 Granting access. 
9801.204 Special procedures: Medical 

records. 
9801.205 Appeals from denials of requests for 

access to records. 
9801.206 Response to appeal of a denial of ac-

cess. 
9801.207 Fees. 
9801.208 Requests for accounting of record 

disclosures. 

Subpart C—Amendment of Records 

9801.301 Requests for amendment of record. 
9801.302 Response to requests. 
9801.303 Appeal from adverse determination 

on amendment. 
9801.304 Response to appeal of adverse deter-

mination on amendment; disagreement 
statements. 

9801.305 Assistance in preparing request to 
amend a record or to appeal an initial ad-
verse determination. 
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Subpart D—Exemptions 

9801.401 Exemptions. 

AUTHORITY: Section 11 of the Inspector 
General Act of 1978, as amended, 5 U.S.C. 
app.; 5 U.S.C. 301, 552a; 31 U.S.C. 9701; Sec. 
15010, Pub. L. 116–136, 134 Stat. 281. 

SOURCE: 81 FR 86563, Dec. 1, 2016, unless 
otherwise noted. 

Subpart A—General Provisions 

§ 9801.101 Purpose and scope. 
This part contains the regulations of 

the Council of the Inspectors General 
on Integrity and Efficiency (CIGIE) im-
plementing the Privacy Act of 1974, 5 
U.S.C. 552a. This part sets forth the 
basic responsibilities of CIGIE with re-
gard to CIGIE’s compliance with the 
requirements of the Privacy Act and 
offers guidance to members of the pub-
lic who wish to exercise any of the 
rights established by the Privacy Act 
with regard to records maintained by 
CIGIE. These regulations should be 
read in conjunction with the Privacy 
Act, which explains in more detail in-
dividuals’ rights. 

§ 9801.102 CIGIE organization. 
(a) Centralized program. CIGIE has a 

centralized Privacy Act program, with 
one office receiving and coordinating 
the processing of all Privacy Act re-
quests to CIGIE. 

(b) Acceptance of requests and appeals. 
CIGIE will accept initial requests or 
appeals regarding CIGIE records. 

[82 FR 51333, Nov. 6, 2017] 

§ 9801.103 Definitions. 
(a) For purposes of this part the 

terms individual, maintain, record, rou-
tine use, and system of records, shall 
have the meanings set forth in 5 U.S.C. 
552a(a). 

(b) CIGIE means the Council of the 
Inspectors General on Integrity and Ef-
ficiency and includes its predecessor 
entities, the Executive Council on In-
tegrity and Efficiency and the Presi-
dent’s Council on Integrity and Effi-
ciency. 

(c) Days, unless stated as ‘‘calendar 
days,’’ are working days and do not in-
clude Saturdays, Sundays, or Federal 
holidays. 

(d) IC means the CIGIE Integrity 
Committee established under section 
11(d) of the Inspector General Act of 
1978, as amended, 5 U.S.C. app. (Inspec-
tor General Act). 

(e) Request for access to a record 
means a request made under Privacy 
Act subsection (d)(1). 

(f) Request for amendment of a record 
means a request made under Privacy 
Act subsection (d)(2). 

(g) Request for an accounting means a 
request made under Privacy Act sub-
section (c)(3). 

(h) Requester means an individual 
who makes a request for access, a re-
quest for amendment, or a request for 
an accounting under the Privacy Act. 

(i) PRAC means the Pandemic Re-
sponse Accountability Committee es-
tablished under Section 15010 of the 
Coronavirus Aid, Relief, and Economic 
Security Act, Public Law 116–136, 134 
Stat. 281. 

[81 FR 86563, Dec. 1, 2016, as amended at 86 
FR 26649, May 17, 2021] 

§ 9801.104 Rules for determining if an 
individual is the subject of a record. 

An individual seeking to determine if 
a specific CIGIE system of records con-
tains a record pertaining to the indi-
vidual must follow the procedures set 
forth for access to records in 
§ 9801.201(a), (b)(1) and (2), (c), and (d). A 
request to determine if an individual is 
the subject of a record will ordinarily 
be responded to within 10 days, except 
when CIGIE determines otherwise, in 
which case the request will be acknowl-
edged within 10 days and the individual 
will be informed of the reasons for the 
delay and an estimated date by which a 
response will be issued. 

§ 9801.105 Employee standards of con-
duct. 

CIGIE will inform its employees in-
volved in the design, development, op-
eration, or maintenance of any system 
of records, or in maintaining any 
record, of the provisions of the Privacy 
Act, including the Act’s civil liability 
and criminal penalty provisions. Unless 
otherwise permitted by law, an em-
ployee of CIGIE shall: 
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(a) Collect from individuals only the 
information that is relevant and nec-
essary to discharge the responsibilities 
of CIGIE; 

(b) Collect information about an indi-
vidual directly from that individual 
whenever practicable when the infor-
mation may result in adverse deter-
minations about an individual’s rights, 
benefits, and privileges under Federal 
programs; 

(c) Inform each individual from 
whom information is collected of: 

(1) The legal authority to collect the 
information and whether providing it 
is mandatory or voluntary; 

(2) The principal purpose for which 
CIGIE intends to use the information; 

(3) The routine uses CIGIE may make 
of the information; and 

(4) The effects on the individual, if 
any, of not providing the information; 

(d) Maintain no system of records 
without public notice and notify appro-
priate CIGIE officials of the existence 
or development of any system of 
records that is not the subject of a cur-
rent or planned public notice; 

(e) Maintain all records that are used 
by CIGIE in making any determination 
about an individual with such accu-
racy, relevance, timeliness, and com-
pleteness as is reasonably necessary to 
ensure fairness to the individual in the 
determination; 

(f) Except as to disclosures made to 
an agency or made under the Freedom 
of Information Act, 5 U.S.C. 552 (FOIA), 
make reasonable efforts, prior to dis-
seminating any record about an indi-
vidual, to ensure that the record is ac-
curate, relevant, timely, and complete; 

(g) Maintain no record describing 
how an individual exercises his or her 
First Amendment rights, unless it is 
expressly authorized by statute or by 
the individual about whom the record 
is maintained, or is pertinent to and 
within the scope of an authorized law 
enforcement activity; 

(h) When required by the Privacy 
Act, maintain an accounting in the 
specified form of all disclosures of 
records by CIGIE to persons, organiza-
tions, or agencies; 

(i) Maintain and use records with 
care to prevent the unauthorized or in-
advertent disclosure of a record to any-
one. No record contained in a CIGIE 

system of records shall be disclosed to 
another person, or to another agency 
outside CIGIE, except pursuant to a 
written request by, or with the prior 
written consent of, the individual to 
whom the record pertains, unless the 
disclosure is otherwise authorized by 
the Privacy Act; and 

(j) Notify the appropriate CIGIE offi-
cial of any record that contains infor-
mation that the Privacy Act does not 
permit CIGIE to maintain. 

[81 FR 86563, Dec. 1, 2016, as amended at 82 
FR 51333, Nov. 6, 2017] 

§ 9801.106 Use and collection of social 
security numbers. 

(a) No denial of right, benefit, or privi-
lege. Individuals may not be denied any 
right, benefit, or privilege as a result of 
refusing to provide their social secu-
rity numbers, unless the collection is 
required by Federal statute; and 

(b) Notification to individual. Individ-
uals requested to provide their social 
security numbers must be informed of: 

(1) Whether providing social security 
numbers is mandatory or voluntary; 

(2) The statutory or regulatory au-
thority that authorizes the collection 
of social security numbers; and 

(3) The uses that will be made of the 
numbers. 

§ 9801.107 Other rights and services. 

Nothing in this part shall be con-
strued to entitle any person, as of 
right, to any service or to the disclo-
sure of any record to which such person 
is not entitled under the Privacy Act. 

Subpart B—Access to Records 
and Accounting of Disclosures 

§ 9801.201 Requests for access. 

(a) How addressed. A requester seek-
ing access to records pertaining to the 
requester in a CIGIE system of records 
should submit a written request that 
includes the words ‘‘Privacy Act Re-
quest’’ on both the envelope and at the 
top of the request letter to the Execu-
tive Director, Council of the Inspectors 
General on Integrity and Efficiency, 
1717 H Street NW., Suite 825, Wash-
ington, DC 20006. 

VerDate Sep<11>2014 11:33 Jun 06, 2023 Jkt 259010 PO 00000 Frm 01156 Fmt 8010 Sfmt 8010 Y:\SGML\259010.XXX 259010pp
ar

ke
r 

on
 D

S
K

6V
X

H
R

33
P

R
O

D
 w

ith
 C

F
R



1145 

Council of Inspectors Gen’l on Integrity & Efficiency § 9801.203 

(b) Description of records sought. (1) A 
request should contain a specific ref-
erence to the CIGIE system of records 
from which access to the records is 
sought. Notices of CIGIE systems of 
records subject to the Privacy Act are 
published in the FEDERAL REGISTER, 
and copies of the notices are available 
on CIGIE’s Web site at www.ignet.gov, 
or upon request from CIGIE’s Office of 
General Counsel. 

(2) If the written inquiry does not 
refer to a specific system of records, it 
must describe the records that are 
sought in enough detail to enable 
CIGIE personnel to locate the system 
of records containing them with a rea-
sonable amount of effort. 

(3) The request should state whether 
the requester wants a copy of the 
record or wants to examine the record 
in person. 

(c) Verification of identity. A requester 
seeking access to records pertaining to 
the requester must verify their iden-
tity in their request. The request must 
state the requester’s full name, current 
address, and date and place of birth. 
The requester must sign the request 
and the signature must either be nota-
rized or state, ‘‘Under penalty of per-
jury, I hereby declare that I am the 
person named above and I understand 
that any falsification of this statement 
is punishable under the provisions of 
Title 18, United States Code (U.S.C.), 
Section 1001 by a fine of not more than 
$10,000 or by imprisonment of not more 
than five years, or both; and that re-
questing or obtaining any record(s) 
under false pretenses is punishable 
under the provisions of Title 5, U.S.C., 
Section 552a(i)(3) as a misdemeanor and 
by a fine of not more than $5,000.’’ In 
order to help the identification and lo-
cation of requested records, the re-
quester may optionally include their 
social security number. No identifica-
tion shall be required if the records are 
required by 5 U.S.C. 552 to be released. 

(d) Verification of guardianship. When 
making a request as the parent or 
guardian of a minor or as the guardian 
of someone determined by a court to be 
incompetent for access to records 
about that individual, the requester 
must establish: 

(1) The identity of the individual who 
is the subject of the record, by stating 

the name, current address, date and 
place of birth, and, at the requester’s 
option, the social security number of 
the individual; 

(2) The requester’s identity, as re-
quired in paragraph (c) of this section; 

(3) That the requester is the parent 
or guardian of that individual, which 
may be established by providing a copy 
of the individual’s birth certificate 
showing the requester’s parentage or 
by providing a court order establishing 
the requester’s guardianship; and 

(4) That the requester is acting on be-
half of that individual in making the 
request. 

§ 9801.202 Response to requests. 
A request for access will ordinarily 

be responded to within 10 days, except 
when CIGIE determines otherwise, in 
which case the request will be acknowl-
edged within 10 days and the requester 
will be informed of the reasons for the 
delay and an estimated date by which a 
response will be issued. A response to a 
request for access should include the 
following: 

(a) A statement that there is a record 
or records as requested or a statement 
that there is not a record in the system 
of records; 

(b) The method of access (if a copy of 
all the records requested is not pro-
vided with the response); 

(c) The amount of any fees to be 
charged for copies of records under 
§ 9801.207, if applicable; 

(d) The name and title of the official 
responsible for the response; and 

(e) If the request is denied in whole 
or in part, or no record is found in the 
system, a statement of the reasons for 
the denial, or a statement that no 
record has been found, and notice of 
the procedures for appealing the denial 
or no record finding. 

§ 9801.203 Granting access. 
(a) Means of access. (1) The methods 

for allowing access to records, when 
such access has been granted by CIGIE, 
are: 

(i) Examination in person in a des-
ignated office during the hours speci-
fied by CIGIE; or 

(ii) Providing copies of the records. 
(2) When a requester has not indi-

cated whether he wants a copy of the 
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record or wants to examine the record 
in person, CIGIE may choose the means 
of granting access. However, the means 
chosen should not unduly impede the 
requester’s right of access. A requester 
may elect to receive a copy of the 
records after having examined them. 

(b) Accompanying individual. If the re-
quester is granted in person access to 
examine the records, the requester may 
be accompanied by another individual 
of the requester’s choice during the 
course of the examination of the 
records. CIGIE may require the re-
quester to submit a signed statement 
authorizing the accompanying individ-
ual’s access to the records. 

(c) Certified copies. CIGIE will not fur-
nish certified copies of records. When 
copies are to be furnished, they may be 
provided as determined by CIGIE. 

(d) Original records. When the re-
quester seeks to obtain original docu-
mentation, CIGIE reserves the right to 
limit the request to copies of the origi-
nal records. 

§ 9801.204 Special procedures: Medical 
records. 

In the event CIGIE receives a request 
pursuant to § 9801.201 for access to med-
ical records (including psychological 
records) whose disclosure CIGIE deter-
mines would be harmful to the indi-
vidual to whom they relate, it may 
refuse to disclose the records directly 
to the requester but shall transmit 
them to a physician designated by the 
requester. 

§ 9801.205 Appeals from denials of re-
quests for access to records. 

(a) How addressed. A requester may 
submit a written appeal of the decision 
by CIGIE to deny an initial request for 
access to records or a no record re-
sponse to the Chairperson, Council of 
the Inspectors General on Integrity 
and Efficiency, 1717 H Street NW., 
Suite 825, Washington, DC 20006. The 
words ‘‘Privacy Act Appeal’’ should be 
included on the envelope and at the top 
of the letter of appeal. 

(b) Deadline and content. The appeal 
must be received by CIGIE within 60 
days of the date of the letter denying 
the access request or reflecting the no 
record finding and should contain a 
brief description of the records in-

volved or copies of the relevant cor-
respondence from CIGIE. The appeal 
should attempt to refute the reasons 
given by CIGIE in support of its deci-
sion to deny the initial request for ac-
cess or no record finding. 

§ 9801.206 Response to appeal of a de-
nial of access. 

(a) Access granted. If the Chairperson 
or the Chairperson’s designee deter-
mines that access to the records should 
be granted, the response will state how 
access will be provided if the records 
are not included with the response. 

(b) Denial affirmed. Any decision that 
either partially or fully affirms the ini-
tial decision to deny access or no 
record finding shall inform the re-
quester of the right to seek judicial re-
view of the decision in accordance with 
the Privacy Act (5 U.S.C. 552a(g)). 

(c) When appeal is required. If a re-
quester wishes to seek review by a 
court of any adverse determination or 
denial of a request, the requester must 
first appeal it under § 9801.205. 

§ 9801.207 Fees. 

(a) No fees for most services. Services 
for which fees will not be charged: 

(1) The search and review time ex-
pended by CIGIE to produce a record; 

(2) The first copy of the records pro-
vided; and 

(3) CIGIE making the records avail-
able to be personally reviewed by the 
requester. 

(b) Fees for additional copies. When a 
requester requests additional copies of 
records, CIGIE will assess the requester 
a fee of $.20 per page. CIGIE will bill re-
quester in arrears for such fees, except 
as follows: 

(1) If the total fee for additional cop-
ies amounts to more than $25.00, the re-
quester will be notified of the fee 
amount. Except as specified in para-
graph (b)(2) of this section, upon re-
quester’s written agreement to pay the 
assessed fees, CIGIE will provide the 
additional copies without prepayment 
of such fees (i.e., payment will be ac-
cepted in arrears). 

(2) An advance payment before addi-
tional copies of the records are made 
will be required if: 
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(i) CIGIE determines that the total 
fee to be assessed under this section ex-
ceeds $250.00. When such a determina-
tion is made, the requester will be noti-
fied of the determination and will be 
required to submit an advance pay-
ment of an amount up to the total fee. 
The amount of the advanced payment 
will be at the sole discretion of CIGIE 
and will be based, in part, on whether 
requester has a history of prompt pay-
ment of Privacy Act fees. If the re-
quired advanced payment is an amount 
less than the total fee, requester will 
be required to submit a written agree-
ment to pay any fees not paid in ad-
vance; or 

(ii) The requester has previously 
failed to pay a previously assessed Pri-
vacy Act fee in a timely fashion (i.e., 
within 30 days of the date of the bill-
ing). In such cases, the requester will 
be required to pay the full amount out-
standing plus any applicable interest 
as provided by paragraph (c) of this 
section and to make an advance pay-
ment of the full amount of the deter-
mined fee before CIGIE begins to proc-
ess a new request for additional copies. 

(c) Interest charges. For additional 
copies provided to requester that result 
in fees assessed, CIGIE will begin lev-
ying interest charges on an unpaid bal-
ance starting on the 31st day following 
the day on which the billing was sent. 
Interest will be assessed at the rate 
prescribed under 31 U.S.C. 3717 and will 
accrue from the date of the billing. 

(d) Payment address. Payment of fees 
should be made by either a personal 
check, bank draft or a money order 
that is payable to the Department of 
the Treasury of the United States and 
mailed or delivered to: Privacy Officer, 
Council of the Inspectors General on 
Integrity and Efficiency, 1717 H Street 
NW., Suite 825, Washington, DC 20006. 

§ 9801.208 Requests for accounting of 
record disclosures. 

(a) How made and addressed. Except 
where accountings of disclosures are 
not required to be kept (as stated in 
paragraph (b) of this section), a re-
quester may request an accounting of 
any disclosure that has been made by 
CIGIE to another person, organization, 
or agency of any record about the re-
quester. This accounting contains the 

date, nature, and purpose of each dis-
closure, as well as the name and ad-
dress of the person, organization, or 
agency to which the disclosure was 
made. A requester seeking an account-
ing of record disclosures must follow 
the procedures set forth for access to 
records in § 9801.201(a), (b)(1) and (2), (c), 
and (d). 

(b) Where accountings are not required. 
CIGIE is not required to provide ac-
countings to requesters where they re-
late to: 

(1) Disclosures for which accountings 
are not required to be kept, including 
disclosures that are made to officers 
and employees of CIGIE and disclosures 
that are made under the FOIA. For 
purposes of this part, officers and em-
ployees of CIGIE includes, in part, 
CIGIE’s membership, as addressed in 
section 11 of the Inspector General Act, 
when such members are acting in their 
capacity as CIGIE members; 

(2) Disclosures made to law enforce-
ment agencies for authorized law en-
forcement activities in response to 
written requests from those law en-
forcement agencies specifying the law 
enforcement activities for which the 
disclosures are sought; or 

(3) Disclosures made from law en-
forcement systems of records that have 
been exempted from accounting re-
quirements. 

Subpart C—Amendment of 
Records 

§ 9801.301 Requests for amendment of 
record. 

(a) How addressed. A requester seek-
ing to amend a record or records per-
taining to requester in a CIGIE system 
of records should submit a written re-
quest that includes the words ‘‘Privacy 
Act Amendment Request’’ on both the 
envelope and at the top of the request 
letter to the Executive Director, Coun-
cil of the Inspectors General on Integ-
rity and Efficiency, 1717 H Street NW., 
Suite 825, Washington, DC 20006. 
Records not subject to the Privacy Act 
will not be amended in accordance with 
these provisions. 

(b) Contents of request. A request to 
amend a record in a CIGIE system of 
records must include: 
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(1) The name of the system of records 
and a brief description of the record 
proposed for amendment. In the event 
the request to amend the record is the 
result of the requester having gained 
access to the record in accordance with 
the provisions concerning access to 
records as set forth in subpart B of this 
part, copies of previous correspondence 
between the requester and CIGIE will 
serve in lieu of a separate description 
of the record. 

(2) The exact portion of the record 
the requester seeks to have amended 
should be indicated clearly. If possible, 
proposed alternative language should 
be set forth, or, at a minimum, the rea-
sons why the requester believes the 
record is not accurate, relevant, time-
ly, or complete should be set forth with 
enough particularity to permit CIGIE 
to not only understand the requester’s 
basis for the request, but also to make 
an appropriate amendment to the 
record. 

(c) Burden of proof. The requester has 
the burden of proof when seeking the 
amendment of a record. The requester 
must furnish sufficient facts to per-
suade the appropriate system manager 
of the inaccuracy, irrelevance, untime-
liness, or incompleteness of the record. 

(d) Identification requirement. When 
the requester’s identity has been pre-
viously verified pursuant to § 9801.201, 
further verification of identity is not 
required as long as the communication 
does not suggest a need for 
verification. If the requester’s identity 
has not been previously verified, the 
appropriate system manager may re-
quire identification validation as de-
scribed in § 9801.201. 

[81 FR 86563, Dec. 1, 2016, as amended at 82 
FR 51334, Nov. 6, 2017] 

§ 9801.302 Response to requests. 

(a) Time limit for acknowledging a re-
quest for amendment. To the extent pos-
sible, CIGIE will acknowledge receipt 
of a request to amend a record or 
records within 10 working days. 

(b) Determination on an amendment re-
quest. The decision of CIGIE in re-
sponse to a request for amendment of a 
record in a system of records may 
grant in whole or deny any part of the 
request to amend the record. 

(1) If CIGIE grants the request, the 
appropriate system manager will 
amend the record(s) and provide a copy 
of the amended record(s) to the re-
quester. To the extent an accounting of 
disclosure has been maintained, the 
system manager shall advise all pre-
vious recipients of the record that an 
amendment has been made and give the 
substance of the amendment. Where 
practicable, the system manager shall 
send a copy of the amended record to 
previous recipients. 

(2) If CIGIE denies the request in 
whole or in part, the reasons for the de-
nial will be stated in the response let-
ter. In addition, the response letter 
will state: 

(i) The name and address of the offi-
cial with whom an appeal of the denial 
may be lodged; and 

(ii) A description of any other proce-
dures which may be required of the re-
quester in order to process the appeal. 

§ 9801.303 Appeal from adverse deter-
mination on amendment. 

(a) How addressed. A requester may 
submit a written appeal of the decision 
by CIGIE to deny an initial request to 
amend a record in a CIGIE system of 
records to the Chairperson, Council of 
the Inspectors General on Integrity 
and Efficiency, 1717 H Street NW., 
Suite 825, Washington, DC 20006. The 
words ‘‘Privacy Act Appeal’’ should be 
included on the envelope and at the top 
of the letter of appeal. 

(b) Deadline and content. The appeal 
must be received by CIGIE within 60 
days of the date of the letter denying 
the request and should contain a brief 
description of the record(s) involved or 
copies of the correspondence from 
CIGIE and the reasons why the re-
quester believes that the disputed in-
formation should be amended. 

§ 9801.304 Response to appeal of ad-
verse determination on amendment; 
disagreement statements. 

(a) Response timing. The Chairperson 
should make a final determination in 
writing not later than 30 days from the 
date the appeal was received. The 30- 
day period may be extended for good 
cause. Notice of the extension and the 
reasons therefor will be sent to the re-
quester within the 30-day period. 
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(b) Amendment granted. If the Chair-
person determines that the record(s) 
should be amended in accordance with 
the requester’s request, the Chair-
person will take the necessary steps to 
advise the requester and to direct the 
appropriate system manager: 

(1) To amend the record(s); and 
(2) To notify previous recipients of 

the record(s) for which there is an ac-
counting of disclosure that the 
record(s) have been amended. 

(c) Denial affirmed. If the appeal deci-
sion does not grant in full the request 
for amendment, the decision letter will 
notify the requester that the requester 
may: 

(1) Obtain judicial review of the deci-
sion in accordance with the terms of 
the Privacy Act at 5 U.S.C. 552a(g); and 

(2) File a statement setting forth 
their reasons for disagreeing with the 
decision. 

(d) Requester’s disagreement statement. 
A requester’s disagreement statement 
must be concise. CIGIE has the author-
ity to determine the ‘‘conciseness’’ of 
the statement, taking into account the 
scope of the disagreement and the com-
plexity of the issues. 

(e) Provision of requester’s disagreement 
statement. In any disclosure of informa-
tion about which an individual has 
filed a proper statement of disagree-
ment, CIGIE will clearly note any dis-
puted portion(s) of the record(s) and 
will provide a copy of the statement to 
persons or other agencies to whom the 
disputed record or records has been dis-
closed and for whom an accounting of 
disclosure has been maintained. A con-
cise statement of the reasons for not 
making the amendments requested 
may also be provided. 

§ 9801.305 Assistance in preparing re-
quest to amend a record or to ap-
peal an initial adverse determina-
tion. 

Requesters may seek assistance in 
preparing a request to amend a record 
or an appeal of an initial adverse deter-
mination, or to learn further of the 
provisions for judicial review, by con-
tacting CIGIE’s Privacy Officer by 
email at privacy@cigie.gov or by mail at 
Privacy Officer, Council of the Inspec-
tors General on Integrity and Effi-

ciency, 1717 H Street NW., Suite 825, 
Washington, DC 20006. 

Subpart D—Exemptions 

SOURCE: 82 FR 51334, Nov. 6, 2017, unless 
otherwise noted. 

§ 9801.401 Exemptions. 

(a) General policy. Systems of records 
maintained by CIGIE are authorized to 
be exempted from certain provisions of 
the Privacy Act under the general and 
specific exemptions set forth in the 
Privacy Act. In utilizing these exemp-
tions, CIGIE is exempting only those 
portions of systems that are necessary 
for the proper functioning of CIGIE and 
that are consistent with the Privacy 
Act. Where compliance would not ap-
pear to interfere with or adversely af-
fect the law enforcement process, and/ 
or where it may be appropriate to per-
mit individuals to contest the accuracy 
of the information collected, e.g., pub-
lic source materials, the applicable ex-
emption may be waived, either par-
tially or totally, by CIGIE, at the sole 
discretion of CIGIE, as appropriate. 

(b) Specific system of records exempted 
under (j)(2), (k)(1), and (k)(2). The sys-
tem of records maintained in connec-
tion with CIGIE’s Integrity Com-
mittee, the Integrity Committee Man-
agement System (CIGIE–04), is subject 
to general exemption under 5 U.S.C. 
552a(j)(2) and the specific exemptions 
under 5 U.S.C. 552a(k)(1) and (2). These 
exemptions apply only to the extent 
that information in this system is sub-
ject to exemption pursuant to 5 U.S.C. 
552a(j)(2), (k)(1) and (k)(2). Where com-
pliance would not appear to interfere 
with or adversely affect the law en-
forcement process, and/or where it may 
be appropriate to permit individuals to 
contest the accuracy of the informa-
tion collected, e.g., public source mate-
rials, the applicable exemption may be 
waived, either partially or totally, by 
CIGIE, at the sole discretion of CIGIE, 
as appropriate. 

(1) Pursuant to the provisions of 5 
U.S.C. 552a(j)(2), CIGIE–04 is exempt 
from the following provisions of the 
Privacy Act: 5 U.S.C. 552a(c)(3) and 
(c)(4); (d); (e)(1), (e)(2), (e)(3), (e)(4)(G)– 
(H), (e)(5), and (e)(8); (f); and (g). 

VerDate Sep<11>2014 11:33 Jun 06, 2023 Jkt 259010 PO 00000 Frm 01161 Fmt 8010 Sfmt 8010 Y:\SGML\259010.XXX 259010pp
ar

ke
r 

on
 D

S
K

6V
X

H
R

33
P

R
O

D
 w

ith
 C

F
R



1150 

5 CFR Ch. XCVIII (1–1–23 Edition) § 9801.401 

(2) Pursuant to the provisions of 5 
U.S.C. 552a(k)(1) and (2), CIGIE–04 is ex-
empt from the following provisions of 
the Privacy Act: 5 U.S.C. 552a(c)(3); (d); 
(e)(1) and (e)(4)(G)–(H); and (f). 

(3) Exemptions from the particular 
subsections are justified for the fol-
lowing reasons: 

(i) From subsection (c)(3) because re-
lease of disclosure accounting could 
alert the subjects of an investigation of 
an actual or potential criminal, civil, 
or regulatory violation to the existence 
of the investigation and the fact that 
they are subjects of the investigation, 
and reveal investigative interest by not 
only CIGIE, through the IC, but also by 
external agencies such as the Public 
Integrity Section of the Department of 
Justice. Because release of such infor-
mation to the subjects of an investiga-
tion would provide them with signifi-
cant information concerning the na-
ture of the investigation, release could 
result in the destruction of documen-
tary evidence, improper influencing of 
witnesses, and other activities that 
could impede or compromise the inves-
tigation. In addition, accounting for 
each disclosure could result in the re-
lease of properly classified information 
which would compromise the national 
defense or disrupt foreign policy. 

(ii) From subsection (c)(4) because 
this system is exempt from the access 
provisions of subsection (d) pursuant to 
subsections (j) and (k) of the Privacy 
Act. 

(iii) From the access and amendment 
provisions of subsection (d) because ac-
cess to the records contained in this 
system of records could inform the sub-
jects of an investigation of an actual or 
potential criminal, civil, or regulatory 
violation of the existence of that inves-
tigation and of the nature and scope of 
the information and evidence obtained 
as to their activities. Such awareness 
by the subjects could prevent the suc-
cessful completion of an investigation 
and/or lead to the improper influencing 
of witnesses, the destruction of evi-
dence, or fabricated testimony. In addi-
tion, granting access to such informa-
tion could disclose security-sensitive 
or confidential business information or 
information that would constitute an 
unwarranted invasion of the personal 
privacy of third parties. Finally, access 

to the records could result in the re-
lease of classified information which 
would compromise the national defense 
or disrupt foreign policy. Amendment 
of the records would interfere with on-
going investigations and law enforce-
ment activities and impose an impos-
sible administrative burden by requir-
ing investigations to be continuously 
reinvestigated. 

(iv) From subsection (e)(1) because 
the application of this provision could 
impair investigations and interfere 
with the law enforcement responsibil-
ities of CIGIE through the IC for the 
following reasons: 

(A) It is not possible to detect rel-
evance or necessity of specific informa-
tion in the early stages of a civil, 
criminal, or other law enforcement in-
vestigation, case, or matter, including 
investigations in which use is made of 
classified information. Relevance and 
necessity are questions of judgment 
and timing, and it is only after the in-
formation is evaluated that the rel-
evance and necessity of such informa-
tion can be established. 

(B) During the course of any inves-
tigation, CIGIE, through the IC, may 
obtain information concerning actual 
or potential violations of laws other 
than those within the scope of its juris-
diction. In the interest of effective law 
enforcement, CIGIE should retain this 
information, as it may aid in estab-
lishing patterns of criminal activity 
and can provide valuable leads for Fed-
eral and other law enforcement agen-
cies. 

(C) In interviewing individuals or ob-
taining other forms of evidence during 
an investigation, information may be 
supplied to an investigator that relates 
to matters incidental to the primary 
purpose of the investigation but which 
may relate also to matters under the 
investigative jurisdiction of another 
agency. Such information cannot read-
ily be segregated. 

(v) From subsection (e)(2) because, in 
some instances, the application of this 
provision would present a serious im-
pediment to law enforcement for the 
following reasons: 

(A) The subjects of an investigation 
would be placed on notice as to the ex-
istence of an investigation and would 
therefore be able to avoid detection or 
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apprehension, to improperly influence 
witnesses, to destroy evidence, or to 
fabricate testimony. 

(B) In certain circumstances the sub-
jects of an investigation cannot be re-
quired to provide information to inves-
tigators, and information relating to 
their illegal acts, violations of rules of 
conduct, or any other misconduct must 
be obtained from other sources. 

(C) In any investigation it is nec-
essary to obtain evidence from a vari-
ety of sources other than the subjects 
of the investigation. 

(vi) From subsection (e)(3) because 
the application of this provision would 
provide the subjects of an investigation 
with substantial information which 
could impede or compromise the inves-
tigation. 

(vii) From subsection (e)(4)(G)–(I) be-
cause this system of records is exempt 
from the access provisions of sub-
section (d). 

(viii) From subsection (e)(5) because 
the application of this provision may 
prevent the collection of any data not 
shown to be accurate, relevant, timely, 
and complete at the moment it is col-
lected. In the collection of information 
for law enforcement purposes, it is im-
possible to determine in advance what 
information is accurate, relevant, 
timely, and complete. Material which 
may seem unrelated, irrelevant, or in-
complete when collected may take on 
added meaning or significance as an in-
vestigation progresses. The restrictions 
of this provision could interfere with 
the preparation of a complete inves-
tigative report, and thereby impede ef-
fective law enforcement. 

(ix) From subsection (e)(8) because 
the application of this provision could 
prematurely reveal an ongoing crimi-
nal investigation to the subjects of an 
investigation and could reveal inves-
tigative techniques, procedures, or evi-
dence. 

(x) From subsection (f) because 
CIGIE’s rules are inapplicable to those 
portions of the system that are exempt 
and would place the burden on CIGIE of 
either confirming or denying the exist-
ence of a record pertaining to a re-
questing individual, which might in 
itself provide an answer to that indi-
vidual relating to an ongoing inves-
tigation. The conduct of a successful 

investigation leading to the indictment 
of a criminal offender precludes the ap-
plicability of established agency rules 
relating to verification of record, dis-
closure of the record to that individual, 
and record amendment procedures for 
this record system. 

(xi) From subsection (g) to the extent 
that this system is exempt from the ac-
cess and amendment provisions of sub-
section (d) pursuant to subsections 
(j)(2), (k)(1), and (k)(2) of the Privacy 
Act. 

(c) Specific system of records exempted 
under (j)(2), (k)(1), and (k)(2). The sys-
tem of records maintained in connec-
tion with PRAC Accountability Data 
System (CIGIE–6), is subject to general 
exemption under 5 U.S.C. 552a(j)(2) and 
the specific exemptions under 5 U.S.C. 
552a(k)(1) and (2). These exemptions 
apply only to the extent that informa-
tion in this system is subject to exemp-
tion pursuant to 5 U.S.C. 552a (j)(2), 
(k)(1) and (k)(2). Where compliance 
would not appear to interfere with or 
adversely affect the law enforcement 
process, and/or where it may be appro-
priate to permit individuals to contest 
the accuracy of the information col-
lected, e.g., public source materials, 
the applicable exemption may be 
waived, either partially or totally, by 
CIGIE, at the sole discretion of CIGIE, 
as appropriate. 

(1) Pursuant to the provisions of 5 
U.S.C. 552a(j)(2), CIGIE–6 is exempt 
from the following provisions of the 
Privacy Act: 5 U.S.C. 552a(c)(3) and 
(c)(4); (d); (e)(1), (e)(2), (e)(3), (e)(4)(G)– 
(H), (e)(5), and (e)(8); (f); and (g). 

(2) Pursuant to the provisions of 5 
U.S.C. 552a(k)(1) and (2), CIGIE–6 is ex-
empt from the following provisions of 
the Privacy Act: 5 U.S.C. 552a(c)(3); (d); 
(e)(1) and (e)(4)(G)–(H); and (f). 

(3) Exemptions from the particular 
subsections are justified for the fol-
lowing reasons: 

(i) From subsection (c)(3) because re-
lease of disclosure accounting could 
alert the subjects of an investigation of 
an actual or potential criminal, civil, 
or regulatory violation to the existence 
of the investigation and the fact that 
they are subjects of the investigation, 
and reveal investigative interest by not 
only CIGIE, through the PRAC, but 
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also by external agencies such as Fed-
eral Offices of Inspector General. Be-
cause release of such information to 
the subjects of an investigation would 
provide them with significant informa-
tion concerning the nature of the in-
vestigation, release could result in the 
destruction of documentary evidence, 
improper influencing of witnesses, and 
other activities that could impede or 
compromise the investigation. In addi-
tion, accounting for each disclosure 
could result in the release of properly 
classified information which would 
compromise the national defense or 
disrupt foreign policy. 

(ii) From subsection (c)(4) because 
this system is exempt from the access 
provisions of subsection (d) pursuant to 
subsections (j) and (k) of the Privacy 
Act. 

(iii) From the access and amendment 
provisions of subsection (d) because ac-
cess to the records contained in this 
system of records could inform the sub-
jects of an investigation of an actual or 
potential criminal, civil, or regulatory 
violation of the existence of that inves-
tigation and of the nature and scope of 
the information and evidence obtained 
as to their activities. Such awareness 
by the subjects could prevent the suc-
cessful completion of an investigation 
and/or lead to the improper influencing 
of witnesses, the destruction of evi-
dence, or fabricated testimony. In addi-
tion, granting access to such informa-
tion could disclose security-sensitive 
or confidential business information or 
information that would constitute an 
unwarranted invasion of the personal 
privacy of third parties. Finally, access 
to the records could result in the re-
lease of classified information which 
would compromise the national defense 
or disrupt foreign policy. Amendment 
of the records would interfere with on-
going investigations and law enforce-
ment activities and impose an impos-
sible administrative burden by requir-
ing investigations to be continuously 
reinvestigated. 

(iv) From subsection (e)(1) because 
the application of this provision could 
impair investigations and interfere 
with the law enforcement responsibil-
ities of CIGIE through the PRAC for 
the following reasons: 

(A) It is not possible to detect rel-
evance or necessity of specific informa-
tion in the early stages of a civil, 
criminal, or other law enforcement in-
vestigation, case, or matter, including 
investigations in which use is made of 
classified information. Relevance and 
necessity are questions of judgment 
and timing, and it is only after the in-
formation is evaluated that the rel-
evance and necessity of such informa-
tion can be established. 

(B) During the course of any inves-
tigation, CIGIE, through the PRAC 
may obtain information concerning ac-
tual or potential violations of laws 
other than those within the scope of its 
jurisdiction. In the interest of effective 
law enforcement, the PRAC should re-
tain this information, as it may aid in 
establishing patterns of criminal activ-
ity and can provide valuable leads for 
Federal and other law enforcement 
agencies. 

(C) In interviewing individuals or ob-
taining other forms of evidence during 
an investigation, information may be 
supplied to an investigator that relates 
to matters incidental to the primary 
purpose of the investigation but which 
may relate also to matters under the 
investigative jurisdiction of another 
agency. Such information cannot read-
ily be segregated. 

(v) From subsection (e)(2) because, in 
some instances, the application of this 
provision would present a serious im-
pediment to law enforcement for the 
following reasons: 

(A) The subjects of an investigation 
would be placed on notice as to the ex-
istence of an investigation and would 
therefore be able to avoid detection or 
apprehension, to improperly influence 
witnesses, to destroy evidence, or to 
fabricate testimony. 

(B) In certain circumstances the sub-
jects of an investigation cannot be re-
quired to provide information to inves-
tigators, and information relating to 
their illegal acts, violations of rules of 
conduct, or any other misconduct must 
be obtained from other sources. 

(C) In any investigation it is nec-
essary to obtain evidence from a vari-
ety of sources other than the subjects 
of the investigation. 

(vi) From subsection (e)(3) because 
the application of this provision would 
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provide the subjects of an investigation 
with substantial information which 
could impede or compromise the inves-
tigation. 

(vii) From subsection (e)(4)(G)–(I) be-
cause this system of records is exempt 
from the access provisions of sub-
section (d). 

(viii) From subsection (e)(5) because 
the application of this provision may 
prevent the collection of any data not 
shown to be accurate, relevant, timely, 
and complete at the moment it is col-
lected. In the collection of information 
for law enforcement purposes, it is im-
possible to determine in advance what 
information is accurate, relevant, 
timely, and complete. Material which 
may seem unrelated, irrelevant, or in-
complete when collected may take on 
added meaning or significance as an in-
vestigation progresses. The restrictions 
of this provision could interfere with 
the preparation of a complete inves-
tigative report, and thereby impede ef-
fective law enforcement. 

(ix) From subsection (e)(8) because 
the application of this provision could 
prematurely reveal an ongoing crimi-
nal investigation to the subjects of an 

investigation and could reveal inves-
tigative techniques, procedures, or evi-
dence. 

(x) From subsection (f) because 
CIGIE’s rules are inapplicable to those 
portions of the system that are exempt 
and would place the burden on CIGIE of 
either confirming or denying the exist-
ence of a record pertaining to a re-
questing individual, which might in 
itself provide an answer to that indi-
vidual relating to an ongoing inves-
tigation. The conduct of a successful 
investigation leading to the indictment 
of a criminal offender precludes the ap-
plicability of established agency rules 
relating to verification of record, dis-
closure of the record to that individual, 
and record amendment procedures for 
this record system. 

(xi) From subsection (g) to the extent 
that this system is exempt from the ac-
cess and amendment provisions of sub-
section (d) pursuant to subsections 
(j)(2), (k)(1), and (k)(2) of the Privacy 
Act. 

[81 FR 86563, Dec. 1, 2016, as amended at 86 
FR 26649, May 17, 2021] 

PARTS 9802–9899 [RESERVED] 
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