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§ 64.1200 Delivery restrictions. 

* * * * * 

(k) * * * 
(5) A provider may not block a voice call 

under paragraphs (k)(1) through (4), para-
graph (k)(11), paragraphs (n)(2) and (3), para-
graph (n)(5), or paragraph (o) of this section 
if the call is an emergency call placed to 911. 

(6) When blocking consistent with para-
graphs (k)(1) through (4), paragraph (k)(11), 
paragraphs (n)(2) and (3), paragraph (n)(5), or 
paragraph (o) of this section, a provider must 
make all reasonable efforts to ensure that 
calls from public safety answering points and 
government emergency numbers are not 
blocked. 

* * * * * 

(n) * * * 
(1) Upon receipt of a traceback request 

from the Commission, civil law enforcement, 
criminal law enforcement, or the industry 
traceback consortium, the provider must 
fully respond to the traceback request with-
in 24 hours of receipt of the request. The 24- 
hour clock does not start outside of business 
hours, and requests received during that 
time are deemed received at 8 a.m. on the 
next business day. If the 24-hour response pe-
riod would end on a non-business day, either 
a weekend or a Federal legal holiday, the 24- 
hour clock does not run for the weekend or 
holiday in question, and restarts at 12:01 a.m. 
on the next business day following when the 
request would otherwise be due. For exam-
ple, a request received at 3 p.m. on a Friday 
will be due at 3 p.m. on the following Mon-
day, assuming that Monday is not a Federal 
legal holiday. For purposes of this paragraph 
(n)(1), business day is defined as Monday 
through Friday, excluding Federal legal holi-
days, and business hours is defined as 8 a.m. 
to 5:30 p.m. on a business day. For purposes 
of this paragraph (n)(1), all times are local 
time for the office that is required to re-
spond to the request. 

(2) Upon receipt of a Notice of Suspected 
Illegal Traffic from the Commission through 
its Enforcement Bureau, take the applicable 
actions with respect to the identified traffic 
described in paragraphs (n)(2)(i) through (iii) 
of this section. The provider will not be held 
liable under the Communications Act or the 
Commission’s rules in this chapter for pro-
viders that inadvertently block lawful traffic 
as part of the requirement to block substan-
tially similar traffic so long as it is blocking 
consistent with the requirements of para-
graphs (n)(2)(i) through (iii). For purposes of 
this paragraph (n)(2), identified traffic means 
the illegal traffic identified in the Notifica-
tion of Suspected Illegal Traffic issued by 
the Enforcement Bureau. The following pro-
cedures shall apply: 

(i)(A) The Enforcement Bureau will issue a 
Notification of Suspected Illegal Traffic that 
identifies with as much particularity as pos-
sible the suspected illegal traffic; provides 
the basis for the Enforcement Bureau’s rea-
sonable belief that the identified traffic is 
unlawful; cites the statutory or regulatory 
provisions the identified traffic appears to 
violate; and directs the provider receiving 
the notice that it must comply with this sec-
tion. The Enforcement Bureau’s Notification 
of Suspected Illegal Traffic shall give the 
identified provider a minimum of 14 days to 
comply with the notice. Each notified pro-
vider must promptly investigate the identi-
fied traffic and report the results of that in-
vestigation to the Enforcement Bureau with-
in the timeframe specified in the Notifica-
tion of Suspected Illegal Traffic. If the pro-
vider’s investigation determines that it 
served as the gateway or originating pro-
vider for the identified traffic, it must block 
or cease accepting the identified traffic and 
substantially similar traffic on an ongoing 
basis within the timeframe specified in the 
Notification of Suspected Illegal Traffic. The 
provider must include in its report to the 
Enforcement Bureau: 

(1) A certification that it is blocking the 
identified traffic and will continue to do so; 
and 

(2) A description of its plan to identify and 
block or cease accepting substantially simi-
lar traffic on an ongoing basis. 

(B) If the provider’s investigation deter-
mines that the identified traffic is not ille-
gal, it shall provide an explanation as to why 
the provider reasonably concluded that the 
identified traffic is not illegal and what 
steps it took to reach that conclusion. Ab-
sent such a showing, or if the Enforcement 
Bureau determines based on the evidence 
that the traffic is illegal despite the pro-
vider’s assertions, the identified traffic will 
be deemed illegal. If the notified provider de-
termines during this investigation that it 
did not serve as the gateway provider or 
originating provider for any of the identified 
traffic, it shall provide an explanation as to 
how it reached that conclusion and, if it is a 
non-gateway intermediate or terminating 
provider for the identified traffic, it must 
identify the upstream provider(s) from which 
it received the identified traffic and, if pos-
sible, take lawful steps to mitigate this traf-
fic. If the Enforcement Bureau finds that an 
approved plan is not blocking substantially 
similar traffic, the identified provider shall 
modify its plan to block such traffic. If the 
Enforcement Bureau finds that the identified 
provider continues to allow suspected illegal 
traffic onto the U.S. network, it may proceed 
under paragraph (n)(2)(ii) or (iii) of this sec-
tion, as appropriate. 

(ii) If the provider fails to respond to the 
Notification of Suspected Illegal Traffic, the 
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Enforcement Bureau determines that the re-
sponse is insufficient, the Enforcement Bu-
reau determines that the provider is con-
tinuing to originate substantially similar 
traffic or allow substantially similar traffic 
onto the U.S. network after the timeframe 
specified in the Notification of Suspected Il-
legal Traffic, or the Enforcement Bureau de-
termines based on the evidence that the traf-
fic is illegal despite the provider’s asser-
tions, the Enforcement Bureau shall issue an 
Initial Determination Order to the provider 
stating the Bureau’s initial determination 
that the provider is not in compliance with 
this section. The Initial Determination 
Order shall include the Enforcement Bu-
reau’s reasoning for its determination and 
give the provider a minimum of 14 days to 
provide a final response prior to the Enforce-
ment Bureau making a final determination 
on whether the provider is in compliance 
with this section. 

(iii) If the provider does not provide an 
adequate response to the Initial Determina-
tion Order within the timeframe permitted 
in that Order or continues to originate sub-
stantially similar traffic onto the U.S. net-
work, the Enforcement Bureau shall issue a 
Final Determination Order finding that the 
provider is not in compliance with this sec-
tion. The Final Determination Orders shall 
be published in EB Docket No. 22–174 at 
https://www.fcc.gov/ecfs/search/search-filings. A 
Final Determination Order may be issued up 
to one year after the release date of the Ini-
tial Determination Order, and may be based 
on either an immediate failure to comply 
with this section or a determination that the 
provider has failed to meet its ongoing obli-
gation under this section to block substan-
tially similar traffic. 

(3) When notified by the Commission 
through its Enforcement Bureau that a Final 
Determination Order has been issued finding 
that an upstream provider has failed to com-
ply with paragraph (n)(2) of this section, 
block and cease accepting all traffic received 
directly from the upstream provider begin-
ning 30 days after the release date of the 
Final Determination Order. This paragraph 
(n)(3) applies to any provider immediately 
downstream from the upstream provider. 
The Enforcement Bureau shall provide noti-
fication by publishing the Final Determina-
tion Order in EB Docket No. 22–174 at https:// 
www.fcc.gov/ecfs/search/search-filings. Pro-
viders must monitor EB Docket No. 22–174 
and initiate blocking no later than 30 days 
from the release date of the Final Deter-
mination Order. A provider that chooses to 
initiate blocking sooner than 30 days from 
the release date may do so consistent with 
paragraph (k)(4) of this section. 

* * * * * 

(5) Take reasonable and effective steps to 
ensure that any originating provider or in-
termediate provider, foreign or domestic, 
from which it directly receives traffic is not 
using the provider to carry or process a high 
volume of illegal traffic onto the U.S. net-
work. 

§ 64.1201 Restrictions on billing name 
and address disclosure. 

(a) As used in this section: 
(1) The term billing name and address 

means the name and address provided 
to a local exchange company by each of 
its local exchange customers to which 
the local exchange company directs 
bills for its services. 

(2) The term ‘‘telecommunications 
service provider’’ means interexchange 
carriers, operator service providers, en-
hanced service providers, and any other 
provider of interstate telecommuni-
cations services. 

(3) The term authorized billing agent 
means a third party hired by a tele-
communications service provider to 
perform billing and collection services 
for the telecommunications service 
provider. 

(4) The term bulk basis means billing 
name and address information for all 
the local exchange service subscribers 
of a local exchange carrier. 

(5) The term LEC joint use card means 
a calling card bearing an account num-
ber assigned by a local exchange car-
rier, used for the services of the local 
exchange carrier and a designated 
interexchange carrier, and validated by 
access to data maintained by the local 
exchange carrier. 

(b) No local exchange carrier pro-
viding billing name and address shall 
disclose billing name and address infor-
mation to any party other than a tele-
communications service provider or an 
authorized billing and collection agent 
of a telecommunications service pro-
vider. 

(c)(1) No telecommunications service 
provider or authorized billing and col-
lection agent of a telecommunications 
service provider shall use billing name 
and address information for any pur-
pose other than the following: 

(i) Billing customers for using tele-
communications services of that serv-
ice provider and collecting amounts 
due; 
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