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award before an application has been
filed, the application shall be filed with
the proposed settlement.

§24.305 Extensions of time.

(a) The adjudicative officer may on
motion and for good cause shown grant
extensions of time other than for filing
an application for fees and expenses
after final disposition in the adversary
adjudication.

(b) Ordinarily, the determination of
an award will be made on the basis of
the written record of the underlying
proceeding and the filings required or
permitted by the foregoing sections of
these rules. However, the adjudicative
officer may sua sponte or on motion of
any party to the proceedings require or
permit further filings or other action,
such as an informal conference, oral ar-
gument, additional written submis-
sions, or an evidentiary hearing. Such
further action shall occur only when
necessary for full and fair resolution of
the issues arising from the application
and shall take place as promptly as
possible. A motion for further filings or
other action shall specifically identify
the information sought on the disputed
issues and shall explain why the fur-
ther filings or other action is necessary
to resolve the issues.

(c) In the event that an evidentiary
hearing is required or permitted by the
adjudicative officer, such hearing and
any related filings or other action re-
quired or permitted shall be conducted
pursuant to the procedural rules gov-
erning adversary adjudications con-
ducted by the Department component
in which the underlying adversary ad-
judication was conducted.

§24.306 Decision on application.

The adjudicative officer shall
promptly issue a decision on the appli-
cation which shall include proposed
written findings and conclusions on
such of the following as are relevant to
the decision:

(a) The applicant’s status as a pre-
vailing party;

(b) The applicant’s qualification as a
“party’’ under 5 U.S.C. 504(b)(1)(B);

(c) Whether the Department’s posi-
tion as a party to the proceeding was
substantially justified;
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(d) Whether special circumstances
make an award unjust;

(e) Whether the applicant during the
course of the proceedings engaged in
conduct that unduly and unreasonably
protracted the final resolution of the
matter in controversy; and

(f) The amounts, if any, awarded for
fees and other expenses, with reasons
for any difference between the amount
requested and the amount awarded.

§24.307 Department review.

The decision of the adjudicative offi-
cer will be reviewed to the extent per-
mitted by law by the Department in
accordance with the Department’s pro-
cedures for the type of proceeding in-
volved. The Department will issue the
final decision on the application.

§24.308 dJudicial review.

Judicial review of final Department
decisions on awards may be sought as
provided in 5 U.S.C. 504(c)(2).

§24.309 Payment of award.

An applicant seeking payment of an
award shall submit a copy of the final
decision granting the award to the De-
partment’s Accounting Office for proc-
essing. A statement that review of the
underlying decision is not being sought
in the United States courts, or that the
process for seeking review of the award
has been completed, must also be in-
cluded.

PART 25—DEPARTMENT OF JUSTICE
INFORMATION SYSTEMS
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Subpart A—The National Instant
Criminal Background Check
System

§25.1 Purpose and authority.

The purpose of this subpart is to es-
tablish policies and procedures imple-
menting the Brady Handgun Violence
Prevention Act (Brady Act), Public
Law 103-159, 107 Stat. 15636. The Brady
Act requires the Attorney General to
establish a National Instant Criminal
Background Check System (NICS) to
be contacted by any licensed importer,
licensed manufacturer, or licensed
dealer of firearms for information as to
whether the transfer of a firearm to
any person who is not licensed under 18
U.S.C. 923 would be in violation of Fed-
eral or state law. The regulations in
this subpart are issued pursuant to sec-
tion 103(h) of the Brady Act, 107 Stat.
1542 (18 U.S.C. 922 note), and include re-
quirements to ensure the privacy and
security of the NICS and appeals proce-
dures for persons who have been denied
the right to obtain a firearm as a re-
sult of a NICS background check per-
formed by the Federal Bureau of Inves-
tigation (FBI) or a state or local law
enforcement agency.

§25.2 Definitions.

Appeal means a formal procedure to
challenge the denial of a firearm trans-
fer.

ARI means a unique Agency Record
Identifier assigned by the agency sub-
mitting records for inclusion in the
NICS Index.

§25.2

ATF means the Bureau of Alcohol,
Tobacco, Firearms and Explosives.

Audit log means a chronological
record of system (computer) activities
that enables the reconstruction and ex-
amination of the sequence of events
and/or changes in an event.

Business day means a 24-hour day (be-
ginning at 12:01 a.m.) on which state of-
fices are open in the state in which the
proposed firearm transaction is to take
place.

Control Terminal Agency means a
state or territorial criminal justice
agency recognized by the FBI as the
agency responsible for providing state-
or territory-wide service to criminal
justice users of NCIC data.

Data source means an agency that
provided specific information to the
NICS.

Delayed means the response given to
the FFL indicating that the trans-
action is in an ‘“‘Open” status and that
more research is required prior to a
NICS ‘““‘Proceed’ or ‘‘Denied’ response.
A ““Delayed’” response to the FFL indi-
cates that it would be unlawful to
transfer the firearm until receipt of a
follow-up ‘‘Proceed’ response from the
NICS or the expiration of three busi-
ness days, whichever occurs first.

Denied means denial of a firearm
transfer based on a NICS response indi-
cating one or more matching records
were found providing information dem-
onstrating that receipt of a firearm by
a prospective transferee would violate
18 U.S.C. 922 or state law.

Denying agency means a POC or the
NICS Operations Center, whichever de-
termines that information in the NICS
indicates that the transfer of a firearm
to a person would violate Federal or
state law, based on a background
check.

Dial-up access means any routine ac-
cess through commercial switched cir-
cuits on a continuous or temporary
basis.

Federal agency means any authority
of the United States that is an ‘‘Agen-
cy’”’ under 44 U.S.C. 3502(1), other than
those considered to be independent reg-
ulatory agencies, as defined in 44
U.S.C. 3502(10).
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FFL (federal firearms licensee) means a
person licensed by the ATF as a manu-
facturer, dealer, or importer of fire-
arms.

Firearm has the same meaning as in
18 U.S.C. 921(a)(3).

Licensed dealer means any person de-
fined in 27 CFR 178.11.

Licensed importer has the same mean-
ing as in 27 CFR 178.11.

Licensed manufacturer has the same
meaning as in 27 CFR 178.11.

NCIC (National Crime Information Cen-
ter) means the nationwide computer-
ized information system of criminal
justice data established by the FBI as a
service to local, state, and Federal
criminal justice agencies.

NICS means the National Instant
Criminal Background Check System,
which an FFL must, with limited ex-
ceptions, contact for information on
whether receipt of a firearm by a per-
son who is not licensed under 18 U.S.C.
923 would violate Federal or state law.

NICS Inder means the database, to be
managed by the FBI, containing infor-
mation provided by Federal and state
agencies about persons prohibited
under Federal law from receiving or
possessing a firearm. The NICS Index is
separate and apart from the NCIC and
the Interstate Identification Index
(I11).

NICS operational day means the pe-
riod during which the NICS Operations
Center has its daily regular business
hours.

NICS Representative means a person
who receives telephone inquiries to the
NICS Operations Center from FFLs re-
questing background checks and pro-
vides a response as to whether the re-
ceipt or transfer of a firearm may pro-
ceed or is delayed.

NRI (NICS Record Identifier) means
the system-generated unique number
associated with each record in the
NICS Index.

NTN (NICS Transaction Number)
means the unique number that will be
assigned to each valid background
check inquiry received by the NICS. Its
primary purpose will be to provide a
means of associating inquiries to the
NICS with the responses provided by
the NICS to the FFLs.

Open means those non-canceled
transactions where the FFL has not
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been notified of the final determina-
tion. In cases of ‘‘open’’ responses, the
NICS continues researching potentially
prohibiting records regarding the
transferee and, if definitive informa-
tion is obtained, communicates to the
FFL the final determination that the
check resulted in a proceed or a deny.
An ‘“‘open” response does not prohibit
an FFL from transferring a firearm
after three business days have elapsed
since the FFL provided to the system
the identifying information about the
prospective transferee.

ORI (Originating Agency Identifier)
means a nine-character identifier as-
signed by the FBI to an agency that
has met the established qualifying cri-
teria for ORI assignment to identify
the agency in transactions on the NCIC
System.

Originating Agency means an agency
that provides a record to a database
checked by the NICS.

POC (Point of Contact) means a state
or local law enforcement agency serv-
ing as an intermediary between an FFL
and the federal databases checked by
the NICS. A POC will receive NICS
background check requests from FFLs,
check state or local record systems,
perform NICS inquiries, determine
whether matching records provide in-
formation demonstrating that an indi-
vidual is disqualified from possessing a
firearm under Federal or state law, and
respond to FFLs with the results of a
NICS background check. A POC will be
an agency with express or implied au-
thority to perform POC duties pursu-
ant to state statute, regulation, or ex-
ecutive order.

Proceed means a NICS response indi-
cating that the information available
to the system at the time of the re-
sponse did not demonstrate that trans-
fer of the firearm would violate federal
or state law. A ‘“‘Proceed’” response
would not relieve an FFL from compli-
ance with other provisions of Federal
or state law that may be applicable to
firearms transfers. For example, under
18 U.S.C. 922(d), an FFL may not law-
fully transfer a firearm if he or she
knows or has reasonable cause to be-
lieve that the prospective recipient is
prohibited by law from receiving or
possessing a firearm.
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Record means any item, collection, or
grouping of information about an indi-
vidual that is maintained by an agen-
cy, including but not limited to infor-
mation that disqualifies the individual
from receiving a firearm, and that con-
tains his or her name or other personal
identifiers.

STN (State-Assigned Transaction Num-
ber) means a unique number that may
be assigned by a POC to a valid back-
ground check inquiry.

System means the National Instant
Criminal Background Check System
(NICS).

[Order No. 2186-98, 63 FR 58307, Oct. 30, 1998,
as amended by Order No. 2727-2004, 69 FR
43900, July 23, 2004; Order No. 3477-2014, 79 FR
69051, Nov. 20, 2014]

§25.3 System information.

(a) There is established at the FBI a
National Instant Criminal Background
Check System.

(b) The system will be based at the
Federal Bureau of Investigation, 1000
Custer Hollow Road, Clarksburg, West
Virginia 26306-0147.

(c) The system manager and address
are: Director, Federal Bureau of Inves-
tigation, J. Edgar Hoover F.B.I. Build-
ing, 935 Pennsylvania Avenue, NW,
Washington, D.C. 20535.

§25.4 Record source categories.

It is anticipated that most records in
the NICS Index will be obtained from
Federal agencies. It is also anticipated
that a limited number of authorized
state and local law enforcement agen-
cies will voluntarily contribute records
to the NICS Index. Information in the
NCIC and III systems that will be
searched during a background check
has been or will be contributed volun-
tarily by Federal, state, local, and
international criminal justice agen-
cies.

§25.5 Validation and data integrity of
records in the system.

(a) The FBI will be responsible for
maintaining data integrity during all
NICS operations that are managed and
carried out by the FBI. This responsi-
bility includes:

(1) Ensuring the accurate adding,
canceling, or modifying of NICS Index
records supplied by Federal agencies;

§25.6

(2) Automatically rejecting any at-
tempted entry of records into the NICS
Index that contain detectable invalid
data elements;

(3) Automatic purging of records in
the NICS Index after they are on file
for a prescribed period of time; and

(4) Quality control checks in the
form of periodic internal audits by FBI
personnel to verify that the informa-
tion provided to the NICS Index re-
mains valid and correct.

(b) BEach data source will be respon-
sible for ensuring the accuracy and va-
lidity of the data it provides to the
NICS Index and will immediately cor-
rect any record determined to be in-
valid or incorrect.

§25.6 Accessing records in the system.

(a) FFLs may initiate a NICS back-
ground check only in connection with a
proposed firearm transfer as required
by the Brady Act. FFLs are strictly
prohibited from initiating a NICS
background check for any other pur-
pose. The process of accessing the NICS
for the purpose of conducting a NICS
background check is initiated by an
FFL’s contacting the FBI NICS Oper-
ations Center (by telephone or elec-
tronic dial-up access) or a POC. FFLs
in each state will be advised by the
ATF whether they are required to ini-
tiate NICS background checks with the
NICS Operations Center or a POC and
how they are to do so.

(b) Access to the NICS through the FBI
NICS Operations Center. FFLs may con-
tact the NICS Operations Center by use
of a toll-free telephone number, only
during its regular business hours. In
addition to telephone access, toll-free
electronic dial-up access to the NICS
will be provided to FFLs after the be-
ginning of the NICS operation. FFLs
with electronic dial-up access will be
able to contact the NICS 24 hours each
day, excluding scheduled and unsched-
uled downtime.

(c)(1) The FBI NICS Operations Cen-
ter, upon receiving an FFL telephone
or electronic dial-up request for a
background check, will:

(i) Verify the FFL Number and code
word;

(ii) Assign a NICS Transaction Num-
ber (NTN) to a valid inquiry and pro-
vide the NTN to the FFL;
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(iii) Search the relevant databases
(i.e., NICS Index, NCIC, III) for any
matching records; and

(iv) Provide the following NICS re-
sponses based upon the consolidated
NICS search results to the FFL that
requested the background check:

(A) ‘““Proceed” response, if no dis-
qualifying information was found in
the NICS Index, NCIC, or III.

(B) ‘““Delayed” response, if the NICS
search finds a record that requires
more research to determine whether
the prospective transferee is disquali-
fied from possessing a firearm by Fed-
eral or state law. A ‘“‘Delayed’’ response
to the FFL indicates that the firearm
transfer should not proceed pending re-
ceipt of a follow-up ‘‘Proceed’ response
from the NICS or the expiration of
three business days (exclusive of the
day on which the query is made),
whichever occurs first. (Example: An
FFL requests a NICS check on a pro-
spective firearm transferee at 9:00 a.m.
on Friday and shortly thereafter re-
ceives a ‘‘Delayed’ response from the
NICS. If state offices in the state in
which the FFL is located are closed on
Saturday and Sunday and open the fol-
lowing Monday, Tuesday, and Wednes-
day, and the NICS has not yet re-
sponded with a ‘‘Proceed’ or ‘“‘Denied”
response, the FFL may transfer the
firearm at 12:01 a.m. Thursday.)

(C) “Denied” response, when at least
one matching record is found in either
the NICS Index, NCIC, or III that pro-
vides information demonstrating that
receipt of a firearm by the prospective
transferee would violate 18 U.S.C. 922
or state law. The ‘‘Denied’” response
will be provided to the requesting FFL
by the NICS Operations Center during
its regular business hours.

(2) None of the responses provided to
the FFL under paragraph (c)(1) of this
section will contain any of the under-
lying information in the records
checked by the system.

(d) Access to the NICS through POCs.
In states where a POC is designated to
process background checks for the
NICS, FFLs will contact the POC to
initiate a NICS background check.
Both ATF and the POC will notify
FFLs in the POC’s state of the means
by which FFLs can contact the POC.
The NICS will provide POCs with elec-
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tronic access to the system virtually 24
hours each day through the NCIC com-
munication network. Upon receiving a
request for a background check from
an FFL, a POC will:

(1) Verify the eligibility of the FFL
either by verification of the FFL num-
ber or an alternative POC-verification
system;

(2) Enter a purpose code indicating
that the query of the system is for the
purpose of performing a NICS back-
ground check in connection with the
transfer of a firearm; and (3) Transmit
the request for a background check via
the NCIC interface to the NICS.

(e) Upon receiving a request for a
NICS background check, POCs may
also conduct a search of available files
in state and local law enforcement and
other relevant record systems, and
may provide a unique State-Assigned
Transaction Number (STN) to a valid
inquiry for a background check.

(f) When the NICS receives an inquiry
from a POC, it will search the relevant
databases (i.e., NICS Index, NCIC, III)
for any matching record(s) and will
provide an electronic response to the
POC. This response will consolidate the
search results of the relevant databases
and will include the NTN. The fol-
lowing types of responses may be pro-
vided by the NICS to a state or local
agency conducting a background
check:

(1) No record response, if the NICS
determines, through a complete search,
that no matching record exists.

(2) Partial response, if the NICS has
not completed the search of all of its
records. This response will indicate the
databases that have been searched (i.e.,
III, NCIC, and/or NICS Index) and the
databases that have not been searched.
It will also provide any potentially dis-
qualifying information found in any of
the databases searched. A follow-up re-
sponse will be sent as soon as all the
relevant databases have been searched.
The follow-up response will provide the
complete search results.

(3) Single matching record response,
if all records in the relevant databases
have been searched and one matching
record was found.

(4) Multiple matching record re-
sponse, if all records in the relevant

486



Department of Justice

databases have been searched and more
than one matching record was found.

(g) Generally, based on the re-
sponse(s) provided by the NICS, and
other information available in the
state and local record systems, a POC
will:

(1) Confirm any matching records;
and

(2) Notify the FFL that the transfer
may proceed, is delayed pending fur-
ther record analysis, or is denied.
“Proceed’ notifications made within
three business days will be accom-
panied by the NTN or STN traceable to
the NTN. The POC may or may not
provide a transaction number (NTN or
STN) when notifying the FFL of a
“Denied’’ response.

(h) POC Determination Messages. POCs
shall transmit electronic NICS trans-
action determination messages to the
FBI for the following transactions:
open transactions that are not resolved
before the end of the operational day
on which the check is requested; denied
transactions; transactions reported to
the NICS as open and later changed to
proceed; and denied transactions that
have been overturned. The FBI shall
provide POCs with an electronic capa-
bility to transmit this information.
These electronic messages shall be pro-
vided to the NICS immediately upon
communicating the POC determination
to the FFL. For transactions where a
determination has not been commu-
nicated to the FFL, the electronic mes-
sages shall be communicated no later
than the end of the operational day on
which the check was initiated. With
the exception of permit checks, newly
created POC NICS transactions that
are not followed by a determination
message (deny or open) before the end
of the operational day on which they
were initiated will be assumed to have
resulted in a proceed notification to
the FFL. The information provided in
the POC determination messages will
be maintained in the NICS Audit Log
described in §25.9(b). The NICS will de-
stroy its records regarding POC deter-
minations in accordance with the pro-
cedures detailed in §25.9(b).

(1) Response recording. FFLs are re-
quired to record the system response,
whether provided by the FBI NICS Op-
erations Center or a POC, on the appro-

§25.7

priate ATF form for audit and inspec-
tion purposes, under 27 CFR part 178
recordkeeping requirements. The FBI
NICS Operations Center response will
always include an NTN and associated
“Proceed,” ‘““Delayed,” or ‘“‘Denied” de-
termination. POC responses may vary
as discussed in paragraph (g) of this
section. In these instances, FFLs will
record the POC response, including any
transaction number and/or determina-
tion.

(j) Access to the NICS Index for pur-
poses unrelated to NICS background
checks required by the Brady Act. Access
to the NICS Index for purposes unre-
lated to NICS background checks pur-
suant to 18 U.S.C. 922(t) shall be lim-
ited to uses for the purposes of:

(1) Providing information to Federal,
state, tribal, or local criminal justice
agencies in connection with the
issuance of a firearm-related or explo-
sives-related permit or license, includ-
ing permits or licenses to possess, ac-
quire, or transfer a firearm, or to carry
a concealed firearm, or to import, man-
ufacture, deal in, or purchase explo-
sives;

(2) Responding to an inquiry from the
Bureau of Alcohol, Tobacco, Firearms,
and Explosives in connection with a
civil or criminal law enforcement ac-
tivity relating to the Gun Control Act
(18 U.S.C. Chapter 44) or the National
Firearms Act (26 U.S.C. Chapter 53); or,

(3) Disposing of firearms in the pos-
session of a Federal, state, tribal, or
local criminal justice agency.

[Order No. 2186-98, 63 FR 58307, Oct. 30, 1998,
as amended by Order No. 2727-2004, 69 FR
43900, July 23, 2004; Order No. 3477-2014, 79 FR
69051, Nov. 20, 2014]

§25.7 Querying records in the system.

(a) The following search descriptors
will be required in all queries of the
system for purposes of a background
check:

(1) Name;

(2) Sex;

(3) Race;

(4) Complete date of birth; and

(5) State of residence.

(b) A unique numeric identifier may
also be provided to search for addi-
tional records based on exact matches
by the numeric identifier. Examples of
unique numeric identifiers for purposes
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of this system are: Social Security
number (to comply with Privacy Act
requirements, a Social Security num-
ber will not be required by the NICS to
perform any background check) and
miscellaneous identifying numbers
(e.g., military number or number as-
signed by Federal, state, or local au-
thorities to an individual’s record). Ad-
ditional identifiers that may be re-
quested by the system after an initial
query include height, weight, eye and
hair color, and place of birth. At the
option of the querying agency, these
additional identifiers may also be in-
cluded in the initial query of the sys-
tem.

§25.8 System safeguards.

(a) Information maintained in the
NICS Index is stored electronically for
use in an FBI computer environment.
The NICS central computer will reside
inside a locked room within a secure
facility. Access to the facility will be
restricted to authorized personnel who
have identified themselves and their
need for access to a system security of-
ficer.

(b) Access to data stored in the NICS
is restricted to duly authorized agen-
cies. The security measures listed in
paragraphs (c¢) through (f) of this sec-
tion are the minimum to be adopted by
all POCs and data sources having ac-
cess to the NICS.

(c) State or local law enforcement
agency computer centers designated by
a Control Terminal Agency as POCs
shall be authorized NCIC wusers and
shall observe all procedures set forth in
the NCIC Security Policy of 1992 when
processing NICS background checks.
The responsibilities of the Control Ter-
minal Agencies and the computer cen-
ters include the following:

(1) The criminal justice agency com-
puter site must have adequate physical
security to protect against any unau-
thorized personnel gaining access to
the computer equipment or to any of
the stored data.

(2) Since personnel at these computer
centers can have access to data stored
in the NICS, they must be screened
thoroughly under the authority and su-
pervision of a state Control Terminal
Agency. This authority and supervision
may be delegated to responsible crimi-
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nal justice agency personnel in the
case of a satellite computer center
being serviced through a state Control
Terminal Agency. This screening will
also apply to non-criminal justice
maintenance or technical personnel.

(3) All visitors to these computer
centers must be accompanied by staff
personnel at all times.

(4) POCs utilizing a state/NCIC ter-
minal to access the NICS must have
the proper computer instructions writ-
ten and other built-in controls to pre-
vent data from being accessible to any
terminals other than authorized termi-
nals.

(56) Each state Control Terminal
Agency shall build its data system
around a central computer, through
which each inquiry must pass for
screening and verification.

(d) Authorized state agency remote
terminal devices operated by POCs and
having access to the NICS must meet
the following requirements:

(1) POCs and data sources having ter-
minals with access to the NICS must
physically place these terminals in se-
cure locations within the authorized
agency,

(2) The agencies having terminals
with access to the NICS must screen
terminal operators and must restrict
access to the terminals to a minimum
number of authorized employees; and

(3) Copies of NICS data obtained from
terminal devices must be afforded ap-
propriate security to prevent any un-
authorized access or use.

(e) FFL remote terminal devices may
be used to transmit queries to the
NICS via electronic dial-up access. The
following procedures will apply to such
queries:

(1) The NICS will incorporate a secu-
rity authentication mechanism that
performs FFL dial-up user authentica-
tion before network access takes place;

(2) The proper use of dial-up circuits
by FFLs will be included as part of the
periodic audits by the FBI; and

(3) All failed authentications will be
logged by the NICS and provided to the
NICS security administrator.

(f) FFLs may use the telephone to
transmit queries to the NICS, in ac-
cordance with the following proce-
dures:
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(1) FFLs may contact the NICS Oper-
ations Center during its regular busi-
ness hours by a telephone number pro-
vided by the FBI;

(2) FFLs will provide the NICS Rep-
resentative with their FFL Number
and code word, the type of sale, and the
name, sex, race, date of birth, and state
of residence of the prospective buyer;
and

(3) The NICS will verify the FFL
Number and code word before proc-
essing the request.

(g) The following precautions will be
taken to help ensure the security and
privacy of NICS information when
FFLs contact the NICS Operations
Center:

(1) Access will be restricted to the
initiation of a NICS background check
in connection with the proposed trans-
fer of a firearm.

(2) The NICS Representative will
only provide a response of ‘“‘Proceed”
or ‘“‘Delayed’” (with regard to the pro-
spective firearms transfer), and will
not provide the details of any record
information about the transferee. In
cases where potentially disqualifying
information is found in response to an
FFL query, the NICS Representative
will provide a ‘‘Delayed’ response to
the FFL. Follow-up ‘‘Proceed” or ‘“‘De-
nied”’ responses will be provided by the
NICS Operations Center during its reg-
ular business hours.

(3) The FBI will periodically monitor
telephone inquiries to ensure proper
use of the system.

(h) All transactions and messages
sent and received through electronic
access by POCs and FFLs will be auto-
matically logged in the NICS Audit
Log described in §25.9(b). Information
in the NICS Audit Log will include ini-
tiation and termination messages,
failed authentications, and matching
records located by each search trans-
action.

(i) The FBI will monitor and enforce
compliance by NICS users with the ap-
plicable system security requirements
outlined in the NICS POC Guidelines
and the NICS FFL Manual (available
from the NICS Operations Center, Fed-
eral Bureau of Investigation, 1000 Cus-
ter Hollow Road, Clarksburg, West Vir-
ginia 26306-0147).

§25.9

§25.9 Retention and destruction of
records in the system.

(a) The NICS will retain NICS Index
records that indicate that receipt of a
firearm by the individuals to whom the
records pertain would violate Federal
or state law. The NICS will retain such
records indefinitely, unless they are
canceled by the originating agency. In
cases where a firearms disability is not
permanent, e.g., a disqualifying re-
straining order, the NICS will auto-
matically purge the pertinent record
when it is no longer disqualifying. Un-
less otherwise removed, records con-
tained in the NCIC and III files that are
accessed during a background check
will remain in those files in accordance
with established policy.

(b) The FBI will maintain an auto-
mated NICS Audit Log of all incoming
and outgoing transactions that pass
through the system.

(1) Contents. The NICS Audit Log will
record the following information: Type
of transaction (inquiry or response),
line number, time, date of inquiry,
header, message key, ORI or FFL iden-
tifier, and inquiry/response data (in-
cluding the name and other identifying
information about the prospective
transferee and the NTN).

(i) NICS denied transaction records
obtained or created in the course of the
operation of the system will be re-
tained in the Audit Log for 10 years,
after which time they will be trans-
ferred to an appropriate FBI-main-
tained electronic database.

(ii) NICS Audit Log records relating
to transactions in an open status, ex-
cept the NTN and date, will be de-
stroyed after not more than 90 days
from the date of inquiry; and

(iii) In cases of NICS Audit Log
records relating to allowed trans-
actions, all identifying information
submitted by or on behalf of the trans-
feree will be destroyed within 24 hours
after the FFL receives communication
of the determination that the transfer
may proceed. All other information,
except the NTN and date, will be de-
stroyed after not more than 90 days
from the date of inquiry.

(2) Use of information in the NICS
Audit Log. The NICS Audit Log will be
used to analyze system performance,
assist users in resolving operational
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problems, support the appeals process,
or support audits of the use and per-
formance of the system. Searches may
be conducted on the Audit Log by time
frame, i.e., by day or month, or by a
particular state or agency. Information
in the NICS Audit Log pertaining to al-
lowed transactions may be accessed di-
rectly only by the FBI and only for the
purpose of conducting audits of the use
and performance of the NICS, except
that:

(i) Information in the NICS Audit
Log, including information not yet de-
stroyed under §5.9(b)(1)(iii), that indi-
cates, either on its face or in conjunc-
tion with other information, a viola-
tion or potential violation of law or
regulation, may be shared with appro-
priate authorities responsible for in-
vestigating, prosecuting, and/or enforc-
ing such law or regulation; and

(ii) The NTNs and dates for allowed
transactions may be shared with ATF
in Individual FFL Audit Logs as speci-
fied in §25.9(b)(4).

(3) Limitation on use. The NICS, in-
cluding the NICS Audit Log, may not
be used by any Department, agency, of-
ficer, or employee of the United States
to establish any system for the reg-
istration of firearms, firearm owners,
or firearm transactions or dispositions,
except with respect to persons prohib-
ited from receiving a firearm by 18
U.S.C. 922(g) or (n) or by state law. The
NICS Audit Log will be monitored and
reviewed on a regular basis to detect
any possible misuse of NICS data.

(4) Creation and Use of Individual FFL
Audit Logs. Upon written request from
ATF containing the name and license
number of the FFL and the proposed
date of inspection of the named FFL by
ATF, the FBI may extract information
from the NICS Audit Log and create an
Individual FFL Audit Log for trans-
actions originating at the named FFL
for a limited period of time. An Indi-
vidual FFL Audit Log shall contain all
information on denied transactions,
and, with respect to all other trans-
actions, only non-identifying informa-
tion from the transaction. In no in-
stance shall an Individual FFL Audit
Log contain more than 60 days worth of
allowed or open transaction records
originating at the FFL. The FBI will
provide POC states the means to pro-
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vide to the FBI information that will
allow the FBI to generate Individual
FFL Audit Logs in connection with
ATF inspections of FFLs in POC
states. POC states that elect not to
have the FBI generate Individual FFL
Audit Logs for FFLs in their states
must develop a means by which the
POC will provide such Logs to ATF.

(c) The following records in the FBI-
operated terminals of the NICS will be
subject to the Brady Act’s require-
ments for destruction:

(1) All inquiry and response messages
(regardless of media) relating to a
background check that results in an al-
lowed transfer; and

(2) All information (regardless of
media) contained in the NICS Audit
Log relating to a background check
that results in an allowed transfer.

(d) The following records of state and
local law enforcement units serving as
POCs will be subject to the Brady Act’s
requirements for destruction:

(1) All inquiry and response messages
(regardless of media) relating to the
initiation and result of a check of the
NICS that allows a transfer that are
not part of a record system created and
maintained pursuant to independent
state law regarding firearms trans-
actions; and

(2) All other records relating to the
person or the transfer created as a re-
sult of a NICS check that are not part
of a record system created and main-
tained pursuant to independent state
law regarding firearms transactions.

[Order No. 2186-98, 63 FR 58307, Oct. 30, 1998,
as amended by Order No. 2354-2001, 66 FR
6474, Jan. 22, 2001; Order No. 2727-2004, 69 FR
43900, July 23, 2004; Order No. 3477-2014, 79 FR
69051, Nov. 20, 2014]

§25.10 Correction of erroneous system
information.

(a) An individual may request the
reason for the denial from the agency
that conducted the check of the NICS
(the ‘‘denying agency,” which will be
either the FBI or the state or local law
enforcement agency serving as a POC).
The FFL will provide to the denied in-
dividual the name and address of the
denying agency and the unique trans-
action number (NTN or STN) associ-
ated with the NICS background check.
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The request for the reason for the de-
nial must be made in writing to the de-
nying agency. (POCs at their discretion
may waive the requirement for a writ-
ten request.)

(b) The denying agency will respond
to the individual with the reasons for
the denial within five business days of
its receipt of the individual’s request.
The response should indicate whether
additional information or documents
are required to support an appeal, such
as fingerprints in appeals involving
questions of identity (i.e., a claim that
the record in question does not pertain
to the individual who was denied).

(c) If the individual wishes to chal-
lenge the accuracy of the record upon
which the denial is based, or if the indi-
vidual wishes to assert that his or her
rights to possess a firearm have been
restored, he or she may make applica-
tion first to the denying agency, i.e.,
either the FBI or the POC. If the deny-
ing agency is unable to resolve the ap-
peal, the denying agency will so notify
the individual and shall provide the
name and address of the agency that
originated the document containing
the information upon which the denial
was based. The individual may then
apply for correction of the record di-
rectly to the agency from which it
originated. If the record is corrected as
a result of the appeal to the origi-
nating agency, the individual may so
notify the denying agency, which will,
in turn, verify the record correction
with the originating agency (assuming
the originating agency has not already
notified the denying agency of the cor-
rection) and take all necessary steps to
correct the record in the NICS.

(d) As an alternative to the above
procedure where a POC was the deny-
ing agency, the individual may elect to
direct his or her challenge to the accu-
racy of the record, in writing, to the
FBI, NICS Operations Center, Criminal
Justice Information Services Division,
1000 Custer Hollow Road, Module C-3,
Clarksburg, West Virginia 26306-0147.
Upon receipt of the information, the
FBI will investigate the matter by con-
tacting the POC that denied the trans-
action or the data source. The FBI will
request the POC or the data source to
verify that the record in question per-
tains to the individual who was denied,
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or to verify or correct the challenged
record. The FBI will consider the infor-
mation it receives from the individual
and the response it receives from the
POC or the data source. If the record is
corrected as a result of the challenge,
the FBI shall so notify the individual,
correct the erroneous information in
the NICS, and give notice of the error
to any Federal department or agency
or any state that was the source of
such erroneous records.

(e) Upon receipt of notice of the cor-
rection of a contested record from the
originating agency, the FBI or the
agency that contributed the record
shall correct the data in the NICS and
the denying agency shall provide a
written confirmation of the correction
of the erroneous data to the individual
for presentation to the FFL. If the ap-
peal of a contested record is successful
and thirty (30) days or less have tran-
spired since the initial check, and
there are mno other disqualifying
records upon which the denial was
based, the NICS will communicate a
“Proceed’ response to the FFL. If the
appeal is successful and more than
thirty (30) days have transpired since
the initial check, the FFL must re-
check the NICS before allowing the
sale to continue. In cases where mul-
tiple disqualifying records are the basis
for the denial, the individual must pur-
sue a correction for each record.

(f) An individual may also contest
the accuracy or validity of a disquali-
fying record by bringing an action
against the state or political subdivi-
sion responsible for providing the con-
tested information, or responsible for
denying the transfer, or against the
United States, as the case may be, for
an order directing that the contested
information be corrected or that the
firearm transfer be approved.

(g) An individual may provide writ-
ten consent to the FBI to maintain in-
formation about himself or herself in a
Voluntary Appeal File to be estab-
lished by the FBI and checked by the
NICS for the purpose of preventing the
future erroneous denial or extended
delay by the NICS of a firearm trans-
fer. Such file shall be used only by the
NICS for this purpose. The FBI shall
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remove all information in the Vol-
untary Appeal File pertaining to an in-
dividual upon receipt of a written re-
quest by that individual. However, the
FBI may retain such information con-
tained in the Voluntary Appeal File as
long as needed to pursue cases of iden-
tified misuse of the system. If the FBI
finds a disqualifying record on the indi-
vidual after his or her entry into the
Voluntary Appeal File, the FBI may
remove the individual’s information
from the file.

[Order No. 2186-98, 63 FR 58307, Oct. 30, 1998,
as amended by Order No. 2727-2004, 69 FR
43901, July 23, 2004]

§25.11 Prohibited activities and pen-
alties.

(a) State or local agencies, FFLs, or
individuals violating this subpart A
shall be subject to a fine not to exceed
$10,000 and subject to cancellation of
NICS inquiry privileges.

(b) Misuse or unauthorized access in-
cludes, but is not limited to, the fol-
lowing:

(1) State or local agencies’, FFLs’, or
individuals’ purposefully furnishing in-
correct information to the system to
obtain a ‘‘Proceed’ response, thereby
allowing a firearm transfer;

(2) State or local agencies’, FFLs’, or
individuals’ purposefully using the sys-
tem to perform a check for unauthor-
ized purposes; and

(3) Any unauthorized person’s access-
ing the NICS.

Subpart B—National Motor Vehi-
cle Title Information System
(NMVTIS)

SOURCE: 74 FR 5776, Jan 30, 2009, unless oth-
erwise noted.

§25.51 Purpose and authority.

The purpose of this subpart is to es-
tablish policies and procedures imple-
menting the National Motor Vehicle
Title Information System (NMVTIS) in
accordance with title 49 U.S.C. 30502.
The purpose of NMVTIS is to assist in
efforts to prevent the introduction or
reintroduction of stolen motor vehicles
into interstate commerce, protect
states and individual and commercial
consumers from fraud, reduce the use
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of stolen vehicles for illicit purposes
including fundraising for criminal en-
terprises, and provide consumer protec-
tion from unsafe vehicles.

§25.52 Definitions.

For purposes of this subpart B:

Acquiring means owning, possessing,
handling, directing, or controlling.

Automobile has the same meaning
given that term in 49 U.S.C. 32901(a).

Certificate of title means a document
issued by a state showing ownership of
an automobile.

Insurance carrier means an individual
or entity engaged in the business of un-
derwriting automobile insurance.

Junk automobile means an automobile
that—

(1) Is incapable of operating on public
streets, roads, and highways; and

(2) Has no value except as a source of
parts or scrap.

Junk yard means an individual or en-
tity engaged in the business of acquir-
ing or owning junk automobiles for—

(1) Resale in their entirety or as
spare parts; or

(2) Rebuilding, restoration, or crush-
ing.

Motor vehicle has the same meaning
given that term in 49 U.S.C. 30102(6).

NMVTIS means the National Motor
Vehicle Title Information System.

Operator means the individual or en-
tity authorized or designated as the op-
erator of NMVTIS under 49 U.S.C.
30502(b), or the office designated by the
Attorney General, if there is no au-
thorized or designated individual or en-
tity.

Purchaser means the individual or en-
tity buying an automobile or financing
the purchase of an automobile. For
purposes of this subpart, purchasers in-
clude dealers, auction companies or en-
tities engaged in the business of pur-
chasing used automobiles, lenders fi-
nancing the purchase of new or used
automobiles, and automobile dealers.

Salvage automobile means an auto-
mobile that is damaged by collision,
fire, flood, accident, trespass, or other
event, to the extent that its fair sal-
vage value plus the cost of repairing
the automobile for legal operation on
public streets, roads, and highways
would be more than the fair market
value of the automobile immediately
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before the event that caused the dam-
age. Salvage automobiles include auto-
mobiles determined to be a total loss
under the law of the applicable juris-
diction or designated as a total loss by
an insurer under the terms of its poli-
cies, regardless of whether or not the
ownership of the vehicle is transferred
to the insurance carrier.

Salvage yard means an individual or
entity engaged in the business of ac-
quiring or owning salvage automobiles
for—

(1) Resale in their entirety or as
spare parts; or

(2) Rebuilding, restoration, or crush-
ing.

Note to definition of ‘“Salvage yard’:
For purposes of this subpart, vehicle
remarketers and vehicle recyclers, in-
cluding scrap vehicle shredders and
scrap metal processors as well as ‘“‘pull-
or pick-apart yards,” salvage pools,
salvage auctions, and other types of
auctions handling salvage or junk vehi-
cles (including vehicles declared a
“total loss’), are included in the defi-
nition of “‘junk or salvage yards.”

State means a state of the United
States or the District of Columbia.

Total loss means that the cost of re-
pairing such vehicles plus projected
supplements plus projected diminished
resale value plus rental reimbursement
expense exceeds the cost of buying the
damaged motor vehicle at its pre-acci-
dent value, minus the proceeds of sell-
ing the damaged motor vehicle for sal-
vage.

VIN means the vehicle identification
number;

[74 FR 5776, Jan. 30, 2009, as amended at 77
FR 18916, Mar. 29, 2012]

§25.53 Responsibilities of the operator
of NMVTIS.

(a) By no later than March 31, 2009,
the operator shall make available:

(1) To a participating state on re-
quest of that state, information in
NMVTIS about any automobile;

(2) To a Government, state, or local
law enforcement official on request of
that official, information in NMVTIS
about a particular automobile, junk
yard, or salvage yard;

(3) To a prospective purchaser of an
automobile on request of that pur-
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chaser, information in NMVTIS about
that automobile; and

(4) To a prospective or current in-
surer of an automobile on request of
that insurer, information in NMVTIS
about the automobile.

(b) NMVTIS shall permit a user of
the system to establish instantly and
reliably:

(1) The validity and status of a docu-
ment purporting to be a certificate of
title;

(2) Whether an automobile bearing a
known VIN is titled in a particular
state;

(3) Whether an automobile known to
be titled in a particular state is or has
been a junk automobile or a salvage
automobile;

(4) For an automobile known to be ti-
tled in a particular state, the odometer
mileage disclosure required under 49
U.S.C. 32705 for that automobile on the
date the certificate of title for that
automobile was issued and any later
mileage information, if noted by the
state; and

(56) Whether an automobile bearing a
known VIN has been reported as a junk
automobile or a salvage automobile
under 49 U.S.C. 30504.

(c) The operator is authorized to seek
and accept, with the concurrence of the
Department of Justice, additional in-
formation from states and public and
private entities that is relevant to the
titling of automobiles and to assist in
efforts to prevent the introduction or
reintroduction of stolen motor vehicles
and parts into interstate commerce.
The operator, however, may not collect
any social security account numbers as
part of any of the information provided
by any state or public or private enti-
ty. The operator may not make person-
ally identifying information contained
within NMVTIS, such as the name or
address of the owner of an automobile,
available to an individual prospective
purchaser. With the approval of the De-
partment of Justice, the operator may
allow public and private entities that
provide information to NMVTIS to
query the system if such access will as-
sist in efforts to prevent the introduc-
tion or reintroduction of stolen motor
vehicles and parts into interstate com-
merce.
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(d) The operator shall develop and
maintain a privacy policy that address-
es the information in the system and
how personal information shall be pro-
tected. DOJ shall review and approve
this privacy policy.

(e) The means by which access is pro-
vided by the operator to users of
NMVTIS must be approved by the De-
partment of Justice.

(f) The operator shall biennially es-
tablish and at least annually collect
user fees from the states and users of
NMVTIS to pay for its operation, but
the operator may not collect fees in ex-
cess of the costs of operating the sys-
tem. The operator is required to recal-
culate the user fees on a biennial basis.
After the operator establishes its ini-
tial user fees for the states under this
section, subsequent state user fees
must be established at least one year
in advance of their effective date. Any
user fees established by the operator
must be established with the approval
of the Department of Justice. The oper-
ator of NMVTIS will inform the states
of the applicable user fees either
through publication in the FEDERAL
REGISTER or by direct notice or invoice
to the states.

(1) The expenses to be recouped by
the operator of NMVTIS will consist of
labor costs, data center operations
costs, the cost of providing access to
authorized users, annual functional en-
hancement costs (including labor and
hardware), costs necessary for imple-
menting the provisions of this rule, the
cost of technical upgrades, and other
costs approved in advance by the De-
partment of Justice.

(2) User fees collected from states
should be based on the states’ pro rata
share of the total number of registered
motor vehicles based on the Highway
Statistics Program of the Federal
Highway Administration, U.S. Depart-
ment of Transportation, except in
cases where states did not report to
that program, in which case the states
shall make available the most recent
statistics for motor vehicle title reg-
istrations.

(3) All states, regardless of their level
of participation, shall be charged user
fees by the operator.

(4) No fees shall be charged for in-
quiries from law enforcement agencies.
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(g) The operator will establish proce-
dures and practices to facilitate report-
ing to NMVTIS in the least burden-
some and costly fashion. If the oper-
ator is not the Department of Justice,
the operator must provide an annual
report to the Department of Justice de-
tailing the fees it collected and how it
expended such fees and other funds to
operate NMVTIS. This report must
also include a status report on the im-
plementation of the system, compli-
ance with reporting and other require-
ments, and sufficient detail and scope
regarding financial information so that
reasonable determinations can be made
regarding budgeting and performance.
The operator shall procure an inde-
pendent financial audit of NMVTIS
revenues and expenses on an annual
basis. The Department of Justice will
make these reports available for public
inspection.

[74 FR 5776, Jan. 30, 2009, as amended at 77
FR 18916, Mar. 29, 2012]

§25.54 Responsibilities of the States.

(a) Each state must maintain at least
the level of participation in NMVTIS
that it had achieved as of January 1,
2009. By no later than January 1, 2010,
each state must have completed imple-
mentation of all requirements of par-
ticipation and provide, or cause to be
provided by an agent or third party, to
the designated operator and in an elec-
tronic format acceptable to the oper-
ator, at a frequency of once every 24
hours, titling information for all auto-
mobiles maintained by the state. The

titling information provided to
NMVTIS must include the following:
(1) VIN;

(2) Any description of the automobile
included on the certificate of title (in-
cluding any and all brands associated
with such vehicle);

(3) The name of the individual or en-
tity to whom the certificate was
issued;

(4) Information from junk or salvage
yard operators or insurance carriers re-
garding the acquisition of junk auto-
mobiles or salvage automobiles, if this
information is being collected by the
state; and

(5) For an automobile known to be ti-
tled in a particular state, the odometer
mileage disclosure required under 49
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U.S.C. 32705 for that automobile on the
date the certificate of title for that
automobile was issued and any later
mileage information, if noted by the
state.

(b) With the approval of the operator
and the state, the titling information
provided to NMVTIS may include any
other information included on the cer-
tificates of title and any other infor-
mation the state maintains in relation
to these titles.

(c) By no later than January 1, 2010,
each state shall establish a practice of
performing a title verification check
through NMVTIS before issuing a cer-
tificate of title to an individual or en-
tity claiming to have purchased an
automobile from an individual or enti-
ty in another state or in cases of title
transfers. The check will consist of—

(1) Communicating to the operator
the VIN of the automobile for which
the certificate of title is sought;

(2) Giving the operator an oppor-
tunity to communicate to the partici-
pating state the results of a search of
the information and using the results
to determine the validity and status of
a document purporting to be a certifi-
cation of title, to determine whether
the automobile has been a junk or sal-
vage vehicle or has been reported as
such, to compare and verify the odom-
eter information presented with that
reported in the system, and to deter-
mine the validity of other information
presented (e.g., lien-holder status, etc.).

(d) By January 1, 2010, those states
not currently paying user fees will be
responsible for paying user fees as es-
tablished by the operator to support
NMVTIS.

§25.55 Responsibilities of
carriers.

(a) By no later than March 31, 2009,
and on a monthly basis as designated
by the operator, any individual or enti-
ty acting as an insurance carrier con-
ducting business within the United
States shall provide, or cause to be pro-
vided on its behalf, to the operator and
in a format acceptable to the operator,
a report that contains an inventory of
all automobiles of the current model
year or any of the four prior model
years that the carrier, during the past
month, has obtained possession of and
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has decided are junk automobiles or
salvage automobiles. An insurance car-
rier shall report on any automobiles
that it has determined to be a total
loss under the law of the applicable ju-
risdiction (i.e. , state) or designated as
a total loss by the insurance company
under the terms of its policies.

(b) The inventory must contain the
following information:

(1) The name, address, and contact
information for the reporting entity
(insurance carrier);

(2) VIN;

(3) The date on which the automobile
was obtained or designated as a junk or
salvage automobile;

(4) The name of the individual or en-
tity from whom the automobile was ob-
tained and who possessed it when the
automobile was designated as a junk or
salvage automobile; and

(5) The name of the owner of the
automobile at the time of the filing of
the report.

(c) Insurance carriers are strongly
encouraged to provide the operator
with information on other motor vehi-
cles or other information relevant to a
motor vehicle’s title, including the rea-
son why the insurance carrier obtained
possession of the motor vehicle. For ex-
ample, the insurance carrier may have
obtained possession of a motor vehicle
because it had been subject to flood,
water, collision, or fire damage, or as a
result of theft and recovery. The provi-
sion of information provided by an in-
surance carrier under this paragraph
must be pursuant to a means approved
by the operator.

(d) Insurance carriers whose required
data is provided to the operator
through an operator-authorized third
party in a manner acceptable to the op-
erator are not required to duplicate
such reporting. For example, if the op-
erator and a private third-party orga-
nization reach agreement on the provi-
sion of insurance data already reported
by insurance to the third party, insur-
ance companies are not required to
subsequently report the information
directly into NMVTIS.
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§25.56 Responsibilities of junk yards
and salvage yards and auto recy-
clers.

(a) By no later than March 31, 2009,
and continuing on a monthly basis as
designated by the operator, any indi-
vidual or entity engaged in the busi-
ness of operating a junk yard or sal-
vage yard within the United States
shall provide, or cause to be provided
on its behalf, to the operator and in a
format acceptable to the operator, an
inventory of all junk automobiles or
salvage automobiles obtained in whole
or in part by that entity in the prior
month.

(b) The inventory shall include the
following information:

(1) The name, address, and contact
information for the reporting entity
(junk, salvage yard, recycler);

(2) VIN;

(3) The date the automobile was ob-
tained;

(4) The name of the individual or en-
tity from whom the automobile was ob-
tained;

(5) A statement of whether the auto-
mobile was crushed or disposed of, for
sale or other purposes, to whom it was
provided or transferred, and if the vehi-
cle is intended for export out of the
United States.

(c) Junk and salvage yards, however,
are not required to report this informa-
tion if they already report the informa-
tion to the state and the state makes
the information required in this rule
available to the operator.

(d) Junk and salvage yards may be
required to file an update or supple-
mental report of final disposition of
any automobile where final disposition
information was not available at the
time of the initial report filing, or if
their actual disposition of the auto-
mobile differs from what was initially
reported.

(e) Junk and salvage yards are en-
couraged to provide the operator with
similar information on motor vehicles
other than automobiles that they ob-
tain that possess VINSs.

(f) Junk- and salvage-yard operators
whose required data is provided to the
operator through an operator-author-
ized third party (e.g., state or other
public or private organization) in a
manner acceptable to the operator are
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not required to duplicate such report-
ing. In addition, junk and salvage
yards are not required to report on an
automobile if they are issued a
verification under 49 U.S.C. 33110 stat-
ing that the automobile or parts from
the automobile are not reported as sto-
len.

(g) Such entities must report all sal-
vage or junk vehicles they obtain, in-
cluding vehicles from or on behalf of
insurance carriers, which can be rea-
sonably assumed are total loss vehi-
cles. Such entities, however, are not re-
quired to report any vehicle that is de-
termined not to meet the definition of
salvage or junk after a good-faith phys-
ical and value appraisal conducted by
qualified appraisal personnel, so long
as such appraisals are conducted en-
tirely independent of any other inter-
ests, persons or entities. Individuals
and entities that handle less than five
vehicles per year that are determined
to be salvage, junk, or total loss are
not required to report under the sal-
vage-yard requirements.

(h) Scrap metal processors and shred-
ders that receive automobiles for recy-
cling where the condition of such vehi-
cles generally prevent VINs from being
identified are not required to report to
the operator if the source of each vehi-
cle has already reported the vehicle to
NMVTIS. In cases where a supplier’s
compliance with NMVTIS cannot be
ascertained, however, scrap metal proc-
essors and shredders must report these
vehicles to the operator based on a vis-
ual inspection if possible. If the VIN
cannot be determined based on this in-
spection, scrap metal processors and
shredders may rely on primary docu-
mentation (i.e., title documents) pro-
vided by the vehicle supplier.

§25.57 Erroneous junk or salvage re-
porting.

(a) In cases where a vehicle is erro-
neously reported to have been salvage
or junk and subsequently destroyed
(i.e., crushed), owners of the legitimate
vehicles are encouraged to seek a vehi-
cle inspection in the current state of
title whereby inspection officials can
verify via hidden VINs the vehicle’s
true identity. Owners are encouraged
to file such inspection reports with the
current state of title and to retain such
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reports so that the vehicle’s true his-
tory can be documented.

(b) To avoid the possibility of fraud,
the operator may not allow any entity
to delete a prior report of junk or sal-
vage status.

PART 26—DEATH SENTENCES
PROCEDURES

Sec.

Subpart A—Implementation of Death
Sentences in Federal Cases

26.1 Applicability.

26.2 [Reserved]

26.3 Date, time, place, and manner of execu-
tion.

26.4 Other execution procedures.

26.5 Attendance at or participation in exe-
cutions by Department of Justice per-
sonnel.

Subpart B—Certification Process for State
Capital Counsel Systems

26.20
26.21

Purpose.
Definitions.

26.22 Requirements.

26.23 Certification process.

AUTHORITY: 5 U.S.C. 301; 18 U.S.C. 4001(Db),
4002, 3596, 3597; 28 U.S.C. 509, 510, 2261, 2265.

SOURCE: Order No. 1655-93, 57 FR 4901, Jan.
19, 1993, unless otherwise noted.

Subpart A—Implementation of
Death Sentences in Federal Cases

§26.1 Applicability.

(a) The regulations of this part apply
whenever a sentencing hearing con-
ducted in a United States District
Court has resulted in a recommenda-
tion or determination that a criminal
defendant be sentenced to death for
commission of an offense described in
any federal statute.

(b) Where applicable law conflicts
with any provision of this part, the At-
torney General may vary from that
provision to the extent necessary to
comply with the applicable law.

(c) Any task or duty assigned to any
officer or employee of the Department
of Justice by this part may be dele-
gated by the Attorney General to any

§26.4

other officer or employee of the De-
partment of Justice.

[67 FR 4901, Jan. 19, 1993, as amended by
Order No. 4911-2020, 85 FR 75854, Nov. 27, 2020]

§26.2 [Reserved]

§26.3 Date, time, place, and manner of
execution.

(a) Except to the extent a court or-
ders otherwise, a sentence of death
shall be executed:

(1) On a date and at a time des-
ignated by the Director of the Federal
Bureau of Prisons, which date shall be
no sooner than 60 days from the entry
of the judgment of death. If the date
designated for execution passes by rea-
son of a stay of execution, then a new
date shall be designated promptly by
the Director of the Federal Bureau of
Prisons when the stay is lifted;

(2) At a penal or correctional institu-
tion designated by the Director of the
Federal Bureau of Prisons;

(3) Under the supervision of a United
States Marshal (Marshal) designated
by the Director of the United States
Marshals Service, assisted by addi-
tional qualified personnel selected by
the Director of the United States Mar-
shals Service and the Director of the
Federal Bureau of Prisons, or their des-
ignees, and acting at the direction of
the Marshal; and

(4) By intravenous injection of a le-
thal substance or substances in a quan-
tity sufficient to cause death, such sub-
stance or substances to be determined
by the Director of the Federal Bureau
of Prisons, or by any other manner pre-
scribed by the law of the State in
which the sentence was imposed or
which has been designated by a court
in accordance with 18 U.S.C. 3596(a).

(b) Unless the President interposes,
the United States Marshal shall not
stay execution of the sentence on the
basis that the prisoner has filed a peti-
tion for executive clemency.

[67 FR 4901, Jan. 19, 1993, as amended by
Order No0.4911-2020, 85 FR 75854, Nov. 27, 2020]

§26.4 Other execution procedures.

Except to the extent a court orders
otherwise:

(a) The Director of the Federal Bu-
reau of Prisons or his designee shall
notify the prisoner under sentence of
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