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Federal Reserve Bank or receive finan-
cial services from a Federal Reserve
Bank, the designated financial market
utility must be in compliance with the
Supervisory Agency’s regulatory and
supervisory requirements regarding fi-
nancial resources, liquidity, partici-
pant default management, and other
aspects of risk management, as deter-
mined by the Supervisory Agency. In
addition, at a minimum, the designated
financial market utility must, in the
Federal Reserve Bank’s judgment—

(1) Be in generally sound financial
condition, including maintenance of
sufficient working capital and cash
flow to permit the designated financial
market utility to continue as a going
concern and to meet its current and
projected operating expenses under a
range of scenarios;

(2) Be in compliance with Board or-
ders and policies, Federal Reserve
Bank account agreements and, as ap-
plicable, operating circulars, and other
applicable Federal Reserve require-
ments regarding the establishment and
maintenance of an account at a Fed-
eral Reserve Bank and the receipt of fi-
nancial services from a Federal Re-
serve Bank; and

(3) Have an ongoing ability, including
during periods of market stress or a
participant default, to meet all of its
obligations under its agreement for a
Federal Reserve Bank account and
services, including by maintaining—

(i) Sufficient liquid resources to meet
its obligations under the account
agreement;

(ii) The operational capacity to en-
sure that such liquid resources are
available to satisfy the account obliga-
tions on a timely basis in accordance
with the account agreement; and

(iii) Sound money settlement proc-
esses designed to adequately monitor
its Federal Reserve Bank account on
an intraday Dbasis, process money
transfers through its account in an or-
derly manner, and complete final
money settlement no later than the
value date.

(c) The Board will consult with the
Supervisory Agency of a designated fi-
nancial market utility prior to author-
izing a Federal Reserve Bank to open
an account, and periodically there-
after, to ascertain the views of the Su-
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pervisory Agency regarding the des-
ignated financial market utility’s com-
pliance with the requirements in para-
graph (b) of this section.

(d) In addition to any right that a
Reserve Bank has to limit or terminate
an account or the use of a service pur-
suant to its account agreement, the
Board may direct the Federal Reserve
Bank to impose limits, restrictions, or
other conditions on the availability or
use of a Federal Reserve Bank account
or service by a designated financial
market utility, including directing the
Reserve Bank to terminate the use of a
particular service or to close the ac-
count. If the Reserve Bank determines
that a designated financial market
utility no longer complies with one or
more of the minimum conditions in
subsection (b), the Reserve Bank will
consult with the Board regarding con-
tinued maintenance of the account and
provision of services.

[78 FR 76979, Dec. 20, 2013. Redesignated and
amended at 79 FR 65562, Nov. 5, 2014]

§234.6 Interest on balances.

(a) A Federal Reserve Bank may pay
interest on balances maintained by a
designated financial market utility at
the Federal Reserve Bank in accord-
ance with this section and under such
other terms and conditions as the
Board may prescribe.

(b) Interest on balances paid under
this section shall be at the rate paid on
balances maintained by depository in-
stitutions or another rate determined
by the Board from time to time, not to
exceed the general level of short-term
interest rates.

(c) For purposes of this section,
‘“‘short-term interest rates’ shall have
the same meaning as the meaning pro-
vided for that term in §204.10(b)(3) of
this chapter.

[78 FR 76979, Dec. 20, 2013. Redesignated at 79
FR 65562, Nov. 5, 2014]

PART 235—DEBIT CARD INTER-
CHANGE FEES AND ROUTING
(REGULATION I1)

Sec.
235.1 Authority and purpose.
235.2 Definitions.
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SOURCE: Reg. II, 76 FR 43466, July 20, 2011,
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§235.1 Authority and purpose.

(a) Authority. This part is issued by
the Board of Governors of the Federal
Reserve System (Board) under section
920 of the Electronic Fund Transfer Act
(EFTA) (15 U.S.C. 16930-2, as added by
section 1075 of the Dodd-Frank Wall
Street Reform and Consumer Protec-
tion Act, Public Law 111-203, 124 Stat.
1376 (2010)).

(b) Purpose. This part implements the
provisions of section 920 of the EFTA,
including standards for reasonable and
proportional interchange transaction
fees for electronic debit transactions,
standards for receiving a fraud-preven-
tion adjustment to interchange trans-
action fees, exemptions from the inter-
change transaction fee Ilimitations,
prohibitions on evasion and circumven-
tion, prohibitions on payment card net-
work exclusivity arrangements and
routing restrictions for debit card
transactions, and reporting require-
ments for debit card issuers and pay-
ment card networks.

§235.2 Definitions.

For purposes of this part:

(a) Account (1) Means a transaction,
savings, or other asset account (other
than an occasional or incidental credit
balance in a credit plan) established for
any purpose and that is located in the
United States; and

(2) Does not include an account held
under a bona fide trust agreement that
is excluded by section 903(2) of the
Electronic Fund Transfer Act and rules
prescribed thereunder.

(b) Acquirer means a person that con-
tracts directly or indirectly with a
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merchant to provide settlement for the
merchant’s electronic debit trans-
actions over a payment card network.
An acquirer does not include a person
that acts only as a processor for the
services it provides to the merchant.

(c) Affiliate means any company that
controls, is controlled by, or is under
common control with another com-
pany.

(d) Cardholder means the person to
whom a debit card is issued.

(e) Control of a company means—

(1) Ownership, control, or power to
vote 25 percent or more of the out-
standing shares of any class of voting
security of the company, directly or in-
directly, or acting through one or more
other persons;

(2) Control in any manner over the
election of a majority of the directors,
trustees, or general partners (or indi-
viduals exercising similar functions) of
the company; or

(3) The power to exercise, directly or
indirectly, a controlling influence over
the management or policies of the
company, as the Board determines.

(f) Debit card (1) Means any card, or
other payment code or device, issued or
approved for use through a payment
card network to debit an account, re-
gardless of whether authorization is
based on signature, personal identifica-
tion number (PIN), or other means, and
regardless of whether the issuer holds
the account, and

(2) Includes any general-use prepaid
card; and

(3) Does not include—

(i) Any card, or other payment code
or device, that is redeemable upon
presentation at only a single merchant
or an affiliated group of merchants for
goods or services; or

(ii) A check, draft, or similar paper
instrument, or an electronic represen-
tation thereof.

(g) Designated automated teller ma-
chine (ATM) network means either—

(1) All ATMs identified in the name
of the issuer; or

(2) Any network of ATMs identified
by the issuer that provides reasonable
and convenient access to the issuer’s
customers.

(h) Electronic debit transaction (1)
Means the use of a debit card by a per-
son as a form of payment in the United
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States to initiate a debit to an ac-
count, and

(2) Does not include transactions ini-
tiated at an ATM, including cash with-
drawals and balance transfers initiated
at an ATM.

(i) General-use prepaid card means a
card, or other payment code or device,
that is—

(1) Issued on a prepaid basis in a spec-
ified amount, whether or not that
amount may be increased or reloaded,
in exchange for payment; and

(2) Redeemable upon presentation at
multiple, unaffiliated merchants for
goods or services.

(j) Interchange transaction fee means
any fee established, charged, or re-
ceived by a payment card network and
paid by a merchant or an acquirer for
the purpose of compensating an issuer
for its involvement in an electronic
debit transaction.

(k) Issuer means any person that au-
thorizes the use of a debit card to per-
form an electronic debit transaction.

(1) Merchant means any person that
accepts debit cards as payment.

(m) Payment card metwork means an
entity that—

(1) Directly or indirectly provides the
proprietary services, infrastructure,
and software that route information
and data to an issuer from an acquirer
to conduct the authorization, clear-
ance, and settlement of electronic
debit transactions; and

(2) A merchant uses in order to ac-
cept as a form of payment a brand of
debit card or other device that may be
used to carry out electronic debit
transactions.

(n) Person means a natural person or
an organization, including a corpora-
tion, government agency, estate, trust,
partnership, proprietorship, coopera-
tive, or association.

(0) Processor means a person that
processes or routes electronic debit
transactions for issuers, acquirers, or
merchants.

(p) Route means to direct and send in-
formation and data to an unaffiliated
entity or to an affiliated entity acting
on behalf of an unaffiliated entity.

(q) United States means the States,
territories, and possessions of the
United States, the District of Colum-
bia, the Commonwealth of Puerto Rico,
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or any political subdivision of any of
the foregoing.

§235.3 Reasonable and proportional
interchange transaction fees.

(a) In general. The amount of any
interchange transaction fee that an
issuer may receive or charge with re-
spect to an electronic debit transaction
shall be reasonable and proportional to
the cost incurred by the issuer with re-
spect to the electronic debit trans-
action.

(b) Determination of reasonable and
proportional fees. An issuer complies
with the requirements of paragraph (a)
of this section only if each interchange
transaction fee received or charged by
the issuer for an electronic debit trans-
action is no more than the sum of—

(1) 21 cents and;

(2) 5 basis points multiplied by the
value of the transaction.

§235.4 Fraud-prevention adjustment.

(a) In general. Subject to paragraph
(b) of this section, an issuer may re-
ceive or charge an amount of no more
than 1 cent per transaction in addition
to any interchange transaction fee it
receives or charges in accordance with
§235.3.

(b) Issuer standards. (1) To be eligible
to receive or charge the fraud-preven-
tion adjustment in paragraph (a) of
this section, an issuer must develop
and implement policies and procedures
reasonably designed to take effective
steps to reduce the occurrence of, and
costs to all parties from, fraudulent
electronic debit transactions, including
through the development and imple-
mentation of cost-effective fraud-pre-
vention technology.

(2) An issuer’s policies and proce-
dures must address—

(i) Methods to identify and prevent
fraudulent electronic debit trans-
actions;

(ii) Monitoring of the volume and
value of its fraudulent electronic debit
transactions;

(iii) Appropriate responses to sus-
picious electronic debit transactions in
a manner designed to limit the costs to
all parties from and prevent the occur-
rence of future fraudulent electronic
debit transactions;
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(iv) Methods to secure debit card and
cardholder data; and

(v) Such other factors as the issuer
considers appropriate.

(3) An issuer must review, at least
annually, its fraud-prevention policies
and procedures, and their implementa-
tion and update them as necessary in
light of—

(i) Their effectiveness in reducing the
occurrence of, and cost to all parties
from, fraudulent electronic debit trans-
actions involving the issuer;

(ii) Their cost-effectiveness; and

(iii) Changes in the types of fraud,
methods used to commit fraud, and
available methods for detecting and
preventing fraudulent electronic debit
transactions that the issuer identifies
from—

(A) Its own experience or informa-
tion;

(B) Information provided to the
issuer by its payment card networks,
law enforcement agencies, and fraud-
monitoring groups in which the issuer
participates; and

(C) Applicable supervisory guidance.

(c) Notification. To be eligible to re-
ceive or charge a fraud-prevention ad-
justment, an issuer must annually no-
tify its payment card networks that it
complies with the standards in para-
graph (b) of this section.

(d) Change in status. An issuer is not
eligible to receive or charge a fraud-
prevention adjustment if the issuer is
substantially non-compliant with the
standards set forth in paragraph (b) of
this section, as determined by the
issuer or the appropriate agency under
§235.9. Such an issuer must notify its
payment card networks that it is no
longer eligible to receive or charge a
fraud-prevention adjustment no later
than 10 days after determining or re-
ceiving notification from the appro-
priate agency under §235.9 that the
issuer is substantially non-compliant
with the standards set forth in para-
graph (b) of this section. The issuer
must stop receiving and charging the
fraud-prevention adjustment no later
than 30 days after notifying its pay-
ment card networks.

[77 FR 46280, Aug. 3, 2012]
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§235.5 Exemptions.

(a) Exemption for small issuers—(1) In
general. Except as provided in para-
graph (a)(3) of this section, §§235.3,
235.4, and 235.6 do not apply to an inter-
change transaction fee received or
charged by an issuer with respect to an
electronic debit transaction if—

(1) The issuer holds the account that
is debited; and

(ii) The issuer, together with its af-
filiates, has assets of less than $10 bil-
lion as of the end of the calendar year
preceding the date of the electronic
debit transaction.

(2) Determination of issuer asset sice. A
person may rely on lists published by
the Board to determine whether an
issuer, together with its affiliates, has
assets of less than $10 billion as of the
end of the calendar year preceding the
date of the electronic debit trans-
action.

(3) Change in status. If an issuer quali-
fies for the exemption in paragraph
(a)(1) in a particular calendar year,
but, as of the end of that calendar year
no longer qualifies for the exemption
because at that time it, together with
its affiliates, has assets of $10 billion or
more, the issuer must begin complying
with §§235.3, 235.4, and 235.6 no later
than July 1 of the succeeding calendar
year.

(4)(1) Temporary relief for 2020 and 2021.
Except as provided in paragraph
(a)(4)(ii) of this section, for purposes of
determining eligibility for the exemp-
tion for small issuers described in para-
graph (a)(1) of this section, issuer asset
size that is calculated as of the end of
the calendar year 2020 shall be deter-
mined based on the lesser of:

(A) The assets of the issuer, together
with its affiliates, as of the end of the
calendar year 2019; and

(B) The assets of the issuer, together
with its affiliates, as of the end of the
calendar year 2020.

(ii) The relief provided under this
paragraph (a)(4) does not apply to an
issuer if the Board determines that per-
mitting the issuer to determine its as-
sets in accordance with that paragraph
would not be commensurate with the
asset profile of the issuer. When mak-
ing this determination, the Board will
consider all relevant factors, including
the extent of asset growth of the issuer
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since December 31, 2019; the causes of
such growth, including whether growth
occurred as a result of mergers or ac-
quisitions; whether such growth is
likely to be temporary or permanent;
whether the issuer has become involved
in any additional activities since De-
cember 31, 2019; the asset size of any
parent companies; and the type of as-
sets held by the issuer. In making a de-
termination pursuant to this para-
graph (a)(4)(ii), the Board will apply
notice and response procedures in the
same manner and to the same extent as
the notice and response procedures in
12 CFR 263.202.

(b) Exemption for government-adminis-
tered programs. Except as provided in
paragraph (d) of this section, §§235.3,
235.4, and 235.6 do not apply to an inter-
change transaction fee received or
charged by an issuer with respect to an
electronic debit transaction if—

(1) The electronic debit transaction is
made using a debit card that has been
provided to a person pursuant to a Fed-
eral, State, or local government-ad-
ministered payment program; and

(2) The cardholder may use the debit
card only to transfer or debit funds,
monetary value, or other assets that
have been provided pursuant to such
program.

(c) Ezxemption for certain reloadable
prepaid cards—(1) In general. Except as
provided in paragraph (d) of this sec-
tion, §§235.3, 235.4, and 235.6 do not
apply to an interchange transaction fee
received or charged by an issuer with
respect to an electronic debit trans-
action using a general-use prepaid card
that is—

(i) Not issued or approved for use to
access or debit any account held by or
for the benefit of the cardholder (other
than a subaccount or other method of
recording or tracking funds purchased
or loaded on the card on a prepaid
basis);

(ii) Reloadable and not marketed or
labeled as a gift card or gift certificate;
and

(iii) The only means of access to the
underlying funds, except when all re-
maining funds are provided to the card-
holder in a single transaction.

(2) Temporary cards. For purposes of
this paragraph (c), the term
‘“‘reloadable’” includes a temporary
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non-reloadable card issued solely in
connection with a reloadable general-
use prepaid card.

(d) Exception. The exemptions in
paragraphs (b) and (c) of this section do
not apply to any interchange trans-
action fee received or charged by an
issuer on or after July 21, 2012, with re-
spect to an electronic debit transaction
if any of the following fees may be
charged to a cardholder with respect to
the card:

(1) A fee or charge for an overdraft,
including a shortage of funds or a
transaction processed for an amount
exceeding the account balance, unless
the fee or charge is imposed for trans-
ferring funds from another asset ac-
count to cover a shortfall in the ac-
count accessed by the card; or

(2) A fee imposed by the issuer for the
first withdrawal per calendar month
from an ATM that is part of the
issuer’s designated ATM network.

[Reg. 11, 76 FR 43466, July 20, 2011, as amend-
ed at 85 FR 77362, Dec. 2, 2020]

§235.6 Prohibition on circumvention,
evasion, and net compensation.

(a) Prohibition of circumvention or eva-
sion. No person shall circumvent or
evade the interchange transaction fee
restrictions in §§235.3 and 235.4.

(b) Prohibition of net compensation. An
issuer may not receive net compensa-
tion from a payment card network
with respect to electronic debit trans-
actions or debit card-related activities
within a calendar year. Net compensa-
tion occurs when the total amount of
payments or incentives received by an
issuer from a payment card network
with respect to electronic debit trans-
actions or debit card-related activities,
other than interchange transaction
fees passed through to the issuer by the
network, during a calendar year ex-
ceeds the total amount of all fees paid
by the issuer to the network with re-
spect to electronic debit transactions
or debit card-related activities during
that calendar year. Payments and in-
centives paid by a network to an
issuer, and fees paid by an issuer to a
network, with respect to electronic
debit transactions or debit card related
activities are not limited to volume-
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based or transaction-specific pay-
ments, incentives, or fees, but also in-
clude other payments, incentives or
fees related to an issuer’s provision of
debit card services.

§235.7 Limitations on payment card
restrictions.

(a) Prohibition on network exclusivity—
(1) In general. An issuer or payment
card network shall not directly or
through any agent, processor, or li-
censed member of a payment card net-
work, by contract, requirement, condi-
tion, penalty, or otherwise, restrict the
number of payment card networks on
which an electronic debit transaction
may be processed to less than two un-
affiliated networks.

(2) Permitted arrangements. An issuer
satisfies the requirements of paragraph
(a)(1) of this section only if the issuer
enables at least two unaffiliated pay-
ment card networks to process an elec-
tronic debit transaction—

(i) Where such networks in combina-
tion do not, by their respective rules or
policies or by contract with or other
restriction imposed by the issuer, re-
sult in the operation of only one net-
work or only multiple affiliated net-
works for a geographic area, specific
merchant, particular type of merchant,
or particular type of transaction, and

(ii) Where each of these networks has
taken steps reasonably designed to be
able to process the electronic debit
transactions that it would reasonably
expect will be routed to it, based on ex-
pected transaction volume.

(3) Prohibited exclusivity arrangements
by networks. For purposes of paragraph
(a)(1) of this section, a payment card
network may not restrict or otherwise
limit an issuer’s ability to contract
with any other payment card network
that may process an electronic debit
transaction involving the issuer’s debit
cards.

(4) Subsequent affiliation. If unaffili-
ated payment card networks become
affiliated as a result of a merger or ac-
quisition such that an issuer is no
longer in compliance with paragraph
(a) of this section, the issuer must add
an unaffiliated payment card network
through which electronic debit trans-
actions on the relevant debit card may
be processed no later than six months

40

12 CFR Ch. Il (1-1-25 Edition)

after the date on which the previously
unaffiliated payment card networks
consummate the affiliation.

(b) Prohibition on routing restrictions.
An issuer or payment card network
shall not, directly or through any
agent, processor, or licensed member of
the network, by contract, requirement,
condition, penalty, or otherwise, in-
hibit the ability of any person that ac-
cepts or honors debit cards for pay-
ments to direct the routing of elec-
tronic debit transactions for processing
over any payment card network that
may process such transactions.

(c) Compliance dates—(1) General. Ex-
cept as otherwise provided in para-
graphs (¢)(2), (¢)(3), and (c)(4) of this
section, the compliance date of para-
graph (a) of this section is April 1, 2012.

(2) Restrictions by payment card net-
works. The compliance date of para-
graphs (a)(1) and (a)(3) of this section
for payment card networks is October
1, 2011.

(3) Debit cards that use transaction
qualification or substantiation systems.
Issuers shall comply with the require-
ments of paragraph (a) of this section
by April 1, 2013, for electronic debit
transactions using debit cards that use
point-of-sale transaction qualification
or substantiation systems for verifying
the eligibility of purchased goods or
services.

(4) General-use prepaid cards. Issuers
shall comply with the requirements of
paragraph (a) of this section with re-
spect to general-use prepaid cards as
set out below.

(i) With respect to non-reloadable
general-use prepaid cards, the compli-
ance date is April 1, 2013. Non-
reloadable general-use prepaid cards
sold prior to April 1, 2013 are not sub-
ject to paragraph (a) of this section.

(ii) With respect to reloadable gen-
eral-use prepaid cards, the compliance
date is April 1, 2013. Reloadable gen-
eral-use prepaid cards sold prior to
April 1, 2013 are not subject to para-
graph (a) of this section unless and
until they are reloaded, in which case
the following compliance dates apply:

(A) With respect to reloadable gen-
eral-use prepaid cards sold and re-
loaded prior to April 1, 2013, the com-
pliance date is May 1, 2013.
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(B) With respect to reloadable gen-
eral-use prepaid cards sold prior to
April 1, 2013, and reloaded on or after
April 1, 2013, the compliance date is 30
days after the date of reloading.

[Reg. 11, 76 FR 43466, July 20, 2011, as amend-
ed at 87 FR 61230, Oct. 11, 2022]

§235.8 Reporting requirements and

record retention.

(a) Entities required to report. Each
issuer that is not otherwise exempt
from the requirements of this part
under §235.5(a) and each payment card
network shall file a report with the
Board in accordance with this section.

(b) Report. Each entity required to
file a report with the Board shall sub-
mit data in a form prescribed by the
Board for that entity. Data required to
be reported may include, but may not
be limited to, data regarding costs in-
curred with respect to an electronic
debit transaction, interchange trans-
action fees, network fees, fraud-preven-
tion costs, fraud losses, and trans-
action value, volume, and type.

(c) Record retention. (1) An issuer sub-
ject to this part shall retain evidence
of compliance with the requirements
imposed by this part for a period of not
less than five years after the end of the
calendar year in which the electronic
debit transaction occurred.

(2) Any person subject to this part
having actual notice that it is the sub-
ject of an investigation or an enforce-
ment proceeding by its enforcement
agency shall retain the records that
pertain to the investigation, action, or
proceeding until final disposition of
the matter unless an earlier time is al-
lowed by court or agency order.

§235.9 Administrative enforcement.

(a) (1) Compliance with the require-
ments of this part shall be enforced
under—

(i) Section 8 of the Federal Deposit
Insurance Act, by the appropriate Fed-
eral banking agency, as defined in sec-
tion 3(q) of the Federal Deposit Insur-
ance Act (12 U.S.C. 1813(q)), with re-
spect to—

(A) National banks, federal savings
associations, and federal branches and
federal agencies of foreign banks;

(B) Member banks of the Federal Re-
serve System (other than national
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banks), branches and agencies of for-
eign banks (other than federal
branches, federal Agencies, and insured
state branches of foreign banks), com-
mercial lending companies owned or
controlled by foreign banks, and orga-
nizations operating under section 25 or
25A of the Federal Reserve Act;

(C) Banks and state savings associa-
tions insured by the Federal Deposit
Insurance Corporation (other than
members of the Federal Reserve Sys-
tem), and insured state branches of for-
eign banks;

(ii) The Federal Credit Union Act (12
U.S.C. 1751 et seq.), by the Adminis-
trator of the National Credit Union Ad-
ministration (National Credit Union
Administration Board) with respect to
any federal credit union;

(iii) The Federal Aviation Act of 1958
(49 U.S.C. 40101 et seq.), by the Sec-
retary of Transportation, with respect
to any air carrier or foreign air carrier
subject to that Act; and

(iv) The Securities Exchange Act of
1934 (15 U.S.C. 78a et seq.), by the Secu-
rities and Exchange Commission, with
respect to any broker or dealer subject
to that Act.

(2) The terms used in paragraph (a)(1)
of this section that are not defined in
this part or otherwise defined in sec-
tion 3(s) of the Federal Deposit Insur-
ance Act (12 U.S.C. 1813(s)) shall have
the meaning given to them in section
1(b) of the International Banking Act
of 1978 (12 U.S.C. 3101).

(b) Additional powers. (1) For the pur-
pose of the exercise by any agency re-
ferred to in paragraphs (a)(1)(i) through
(a)(1)(iv) of this section of its power
under any statute referred to in those
paragraphs, a violation of this part is
deemed to be a violation of a require-
ment imposed under that statute.

(2) In addition to its powers under
any provision of law specifically re-
ferred to in paragraphs (a)(1)(i) through
(a)(1)(iv) of this section, each of the
agencies referred to in those para-
graphs may exercise, for the purpose of
enforcing compliance under this part,
any other authority conferred on it by
law.

(c) Enforcement authority of Federal
Trade Commission. Except to the extent
that enforcement of the requirements
imposed under this title is specifically
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granted to another government agency
under paragraphs (a)(1)(i) through
(a)(1)(iv) of this section, and subject to
subtitle B of the Consumer Financial
Protection Act of 2010, the Federal
Trade Commission has the authority to
enforce such requirements. For the
purpose of the exercise by the Federal
Trade Commission of its functions and
powers under the Federal Trade Com-
mission Act, a violation of this part
shall be deemed a violation of a re-
quirement imposed under the Federal
Trade Commission Act. All of the func-
tions and powers of the Federal Trade
Commission under the Federal Trade
Commission Act are available to the
Federal Trade Commission to enforce
compliance by any person subject to
the jurisdiction of the Federal Trade
Commission with the requirements of
this part, regardless of whether that
person is engaged in commerce or
meets any other jurisdictional tests
under the Federal Trade Commission
Act.

§235.10 Effective
dates.

and compliance

Except as provided in §235.7, this part
becomes effective and compliance is
mandatory on October 1, 2011.

APPENDIX A TO PART 235—OFFICIAL
BOARD COMMENTARY ON REGULATION II

INTRODUCTION

The following commentary to Regulation
II (12 CFR part 235) provides background ma-
terial to explain the Board’s intent in adopt-
ing a particular part of the regulation. The
commentary also provides examples to aid in
understanding how a particular requirement
is to work.

SECTION 235.2 DEFINITIONS

2(a) Account

1. Types of accounts. The term ‘‘account”
includes accounts held by any person, includ-
ing consumer accounts (i.e., those estab-
lished primarily for personal, family or
household purposes) and business accounts.
Therefore, the limitations on interchange
transaction fees and the prohibitions on net-
work exclusivity arrangements and routing
restrictions apply to all electronic debit
transactions, regardless of whether the
transaction involves a debit card issued pri-
marily for personal, family, or household
purposes or for business purposes. For exam-
ple, an issuer of a business-purpose debit
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card is subject to the restrictions on inter-
change transaction fees and is also prohib-
ited from restricting the number of payment
card networks on which an electronic debit
transaction may be processed under §235.7.

2. Bona fide trusts. This part does not define
the term bona fide trust agreement; there-
fore, institutions must look to state or other
applicable law for interpretation. An account
held under a custodial agreement that quali-
fies as a trust under the Internal Revenue
Code, such as an individual retirement ac-
count, is considered to be held under a trust
agreement for purposes of this part.

3. Account located in the United States. This
part applies only to electronic debit trans-
actions that are initiated to debit (or credit,
for example, in the case of returned goods or
cancelled services) an account located in the
United States. If a cardholder uses a debit
card to debit an account held outside the
United States, then the electronic debit
transaction is not subject to this part.

2(b) Acquirer

1. In general. The term ‘‘acquirer’ includes
only the institution that contracts, directly
or indirectly, with a merchant to provide
settlement for the merchant’s electronic
debit transactions over a payment card net-
work (referred to as acquiring the mer-
chant’s electronic debit transactions). In
some acquiring relationships, an institution
provides processing services to the merchant
and is a licensed member of the payment
card network, but does not settle the trans-
actions with the merchant (by crediting the
merchant’s account) or with the issuer.
These institutions are not ‘‘acquirers’ be-
cause they do not provide credit to the mer-
chant for the transactions or settle the mer-
chant’s transactions with the issuer. These
institutions are considered processors and in
some circumstances may be considered pay-
ment card networks for purposes of this part
(See §§235.2(m), 235.2(0), and commentary
thereto).

2(c) Affiliate

1. Types of entities. The term ‘‘affiliate’ in-
cludes any bank and nonbank affiliates lo-
cated in the United States or a foreign coun-
try.

2. Other affiliates. For commentary on
whether merchants are affiliated, see com-
ment 2(f)-7.

2(d) Cardholder

1. Scope. In the case of debit cards that ac-
cess funds in transaction, savings, or other
similar asset accounts, ‘‘the person to whom
a card is issued’ generally will be the named
person or persons holding the account. If the
account is a business account, multiple em-
ployees (or other persons associated with the
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business) may have debit cards that can ac-
cess the account. Each employee that has a
debit card that can access the account is a
cardholder. In the case of a prepaid card, the
cardholder generally is either the purchaser
of the card or a person to whom the pur-
chaser gave the card, such as a gift recipient.

2(e) Control [Reserved]

2(f) Debit Card

1. Card, or other payment code or device. The
term ‘‘debit card” as defined in §235.2(f) ap-
plies to any card, or other payment code or
device, even if it is not issued in a physical
form. Debit cards include, for example, an
account number or code that can be used to
access funds in an account to make Internet
purchases. Similarly, the term ‘‘debit card”
includes a device with a chip or other embed-
ded mechanism, such as a mobile phone or
sticker containing a contactless chip that
links the device to funds stored in an ac-
count, and enables an account to be debited.
The term ‘‘debit card,” however, does not in-
clude a one-time password or other code if
such password or code is used for the pur-
poses of authenticating the cardholder and is
used in addition to another card, or other
payment code or device, rather than as the
payment code or device.

2. Deferred debit cards. The term ‘‘debit
card” includes a card, or other payment code
or device, that is used in connection with de-
ferred debit card arrangements in which
transactions are not immediately posted to
and funds are not debited from the under-
lying transaction, savings, or other asset ac-
count upon settlement of the transaction.
Instead, the funds in the account typically
are held and made unavailable for other
transactions for a period of time specified in
the issuer-cardholder agreement. After the
expiration of the time period, the card-
holder’s account is debited for the value of
all transactions made using the card that
have been submitted to the issuer for settle-
ment during that time period. For example,
under some deferred debit card arrange-
ments, the issuer may debit the consumer’s
account for all debit card transactions that
occurred during a particular month at the
end of the month. Regardless of the time pe-
riod between the transaction and account
posting, a card, or other payment code or de-
vice, that is used in connection with a de-
ferred debit arrangement is considered a
debit card for purposes of the requirements
of this part.

3. Decoupled debit cards. Decoupled debit
cards are issued by an entity other than the
financial institution holding the card-
holder’s account. In a decoupled debit ar-
rangement, transactions that are authorized
by the card issuer settle against the card-
holder’s account held by an entity other
than the issuer, generally via a subsequent

43

Pt. 235, App. A

ACH debit to that account. The term ‘‘debit
card” includes any card, or other payment
code or device, issued or approved for use
through a payment card network to debit an
account, regardless of whether the issuer
holds the account. Therefore, decoupled
debit cards are debit cards for purposes of
this part.

4. Hybrid cards.

i. Some cards, or other payment codes or
devices, may have both credit- and debit-like
features (‘“hybrid cards’). For example,
these cards may enable a cardholder to ac-
cess a line of credit, but select certain trans-
actions for immediate repayment (i.e., prior
to the end of a billing cycle) via a debit to
the cardholder’s account, as the term is de-
fined in §235.2(a), held either with the issuer
or at another institution. If a card permits a
cardholder to initiate transactions that
debit an account or funds underlying a pre-
paid card, the card is considered a debit card
for purposes of this part. Not all trans-
actions initiated by such a hybrid card, how-
ever, are electronic debit transactions. Rath-
er, only those transactions that debit an ac-
count as defined in this part or funds under-
lying a prepaid card are electronic debit
transactions. If the transaction posts to a
line of credit, then the transaction is a cred-
it transaction.

ii. If an issuer conditions the availability
of a credit or charge card that permits pre-
authorized repayment of some or all trans-
actions on the cardholder maintaining an ac-
count at the issuer, such a card is considered
a debit card for purposes of this part.

5. Virtual wallets. A virtual wallet is a de-
vice (e.g., a mobile phone) that stores several
different payment codes or devices (‘‘virtual
cards’) that access different accounts, funds
underlying the card, or lines of credit. At the
point of sale, the cardholder may select from
the virtual wallet the virtual card he or she
wishes to use for payment. The virtual card
that the cardholder uses for payment is con-
sidered a debit card under this part if the
virtual card that initiates a transaction
meets the definition of debit card, notwith-
standing the fact that other cards in the wal-
let may not be debit cards.

6. General-use prepaid card. The term ‘‘debit
card” includes general-use prepaid cards. See
§235.2(1) and related commentary for infor-
mation on general-use prepaid cards.

7. Store cards. The term ‘‘debit card’ does
not include prepaid cards that may be used
at a single merchant or affiliated merchants.
Two or more merchants are affiliated if they
are related by either common ownership or
by common corporate control. For purposes
of the ‘‘debit card’” definition, franchisees
are considered to be under common cor-
porate control if they are subject to a com-
mon set of corporate policies or practices
under the terms of their franchise licenses.
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8. Checks, drafts, and similar instruments.
The term ‘‘debit card’” does not include a
check, draft, or similar paper instrument or
a transaction in which the check is used as
a source of information to initiate an elec-
tronic payment. For example, if an account
holder provides a check to buy goods or serv-
ices and the merchant takes the account
number and routing number information
from the MICR line at the bottom of a check
to initiate an ACH debit transfer from the
cardholder’s account, the check is not a
debit card, and such a transaction is not con-
sidered an electronic debit transaction.
Likewise, the term ‘‘debit card’’ does not in-
clude an electronic representation of a
check, draft, or similar paper instrument.

9. ACH transactions. The term ‘‘debit card”
does not include an account number when it
is used by a person to initiate an ACH trans-
action that debits that person’s account. For
example, if an account holder buys goods or
services over the Internet using an account
number and routing number to initiate an
ACH debit, the account number is not a debit
card, and such a transaction is not consid-
ered an electronic debit transaction. How-
ever, the use of a card to purchase goods or
services that debits the cardholder’s account
that is settled by means of a subsequent ACH
debit initiated by the card issuer to the card-
holder’s account, as in the case of a decou-
pled debit card arrangement, involves the
use of a debit card for purposes of this part.

2(g) Designated Automated Teller Machine
(ATM) Network

1. Reasonable and convenient access clarified.
Under §235.2(2)(2), a designated ATM net-
work includes any network of ATMs identi-
fied by the issuer that provides reasonable
and convenient access to the issuer’s card-
holders. Whether a network provides reason-
able and convenient access depends on the
facts and circumstances, including the dis-
tance between ATMs in the designated net-
work and each cardholder’s last known home
or work address, or if a home or work ad-
dress is not known, where the card was first
issued.

2(h) Electronic Debit Transaction

1. Debit an account. The term ‘‘electronic
debit transaction’ includes the use of a card
to debit an account. The account debited
could be, for example, the cardholder’s asset
account or the account that holds the funds
used to settle prepaid card transactions.

2. Form of payment. The term ‘‘electronic
debit transaction” includes the use of a card
as a form of payment that may be made in
exchange for goods or services, as a chari-
table contribution, to satisfy an obligation
(e.g., tax liability), or for other purposes.

3. Subsequent transactions. The term ‘‘elec-
tronic debit transaction’ includes both the
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cardholder’s use of a debit card for the ini-
tial payment and any subsequent use by the
cardholder of the debit card in connection
with the initial payment. For example, the
term ‘‘electronic debit transaction’ includes
using the debit card to return merchandise
or cancel a service that then results in a
debit to the merchant’s account and a credit
to the cardholder’s account.

4. Cash withdrawal at the point of sale. The
term ‘‘electronic debit transaction’ includes
a transaction in which a cardholder uses the
debit card both to make a purchase and to
withdraw cash (known as a ‘‘cash-back
transaction’).

5. Geographic limitation. This regulation ap-
plies only to electronic debit transactions
that are initiated at a merchant located in
the United States. If a cardholder uses a
debit card at a merchant located outside the
United States to debit an account held in the
United States, the electronic debit trans-
action is not subject to this part.

2(i1) General-Use Prepaid Card

1. Redeemable upon presentation at multiple,
unaffiliated merchants. A prepaid card is re-
deemable upon presentation at multiple, un-
affiliated merchants if such merchants agree
to honor the card.

2. Selective authorization cards. Selective au-
thorization cards, (e.g., mall cards) are gen-
erally intended to be used or redeemed for
goods or services at participating retailers
within a shopping mall or other limited geo-
graphic area. Selective authorization cards
are considered general-use prepaid cards, re-
gardless of whether they carry the mark,
logo, or brand of a payment card network, if
they are redeemable at multiple, unaffiliated
merchants.

2(j) Interchange Transaction fee

1. In general. Generally, the payment card
network is the entity that establishes and
charges the interchange transaction fee to
the acquirers or merchants. The acquirers
then pay to the issuers any interchange
transaction fee established and charged by
the network. Acquirers typically pass the
interchange transaction fee through to mer-
chant-customers.

2. Compensating an issuer. The term ‘‘inter-
change transaction fee” is limited to those
fees that a payment card network estab-
lishes, charges, or receives to compensate
the issuer for its role in the electronic debit
transaction. By contrast, payment card net-
works generally charge issuers and acquirers
fees for services the network performs. Such
fees are not interchange transaction fees be-
cause the payment card network is charging
and receiving the fee as compensation for
services it provides.

3. Established, charged, or received. Inter-
change transaction fees are not limited to
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those fees for which a payment card network
sets the value. A fee that compensates an
issuer is an interchange transaction fee if
the fee is set by the issuer but charged to
acquirers by virtue of the network deter-
mining each participant’s net settlement po-
sition.

2(k) Issuer

1. In general. A person issues a debit card
by authorizing the use of debit card by a
cardholder to perform electronic debit trans-
actions. That person may provide the card
directly to the cardholder or indirectly by
using a third party (such as a processor, or a
telephone network or manufacturer) to pro-
vide the card, or other payment code or de-
vice, to the cardholder. The following exam-
ples illustrate the entity that is the issuer
under various card program arrangements.
For purposes of determining whether an
issuer is exempted under §235.5(a), however,
the term issuer is limited to the entity that
holds the account being debited.

2. Traditional debit card arrangements. In a
traditional debit card arrangement, the bank
or other entity holds the cardholder’s funds
and authorizes the cardholder to use the
debit card to access those funds through
electronic debit transactions, and the card-
holder receives the card directly or indi-
rectly (e.g., through an agent) from the bank
or other entity that holds the funds (except
for decoupled debit cards, discussed below).
In this system, the bank or entity holding
the cardholder’s funds is the issuer.

3. BIN-sponsor arrangements. Payment card
networks assign Bank Identification Num-
bers (BINs) to member-institutions for pur-
poses of issuing cards, authorizing, clearing,
settling, and other processes. In exchange for
a fee or other financial considerations, some
members of payment card networks permit
other entities to issue debit cards using the
member’s BIN. The entity permitting the use
of its BIN is referred to as the ‘“‘BIN sponsor’
and the entity that uses the BIN to issue
cards is often referred to as the ‘‘affiliate
member.”” BIN sponsor arrangements can fol-
low at least two different models:

i. Sponsored debit card model. In some cases,
a community bank or credit union may pro-
vide debit cards to its account holders
through a BIN sponsor arrangement with a
member institution. In general, the bank or
credit union will authorize its account hold-
ers to use debit cards to perform electronic
debit transactions that access funds in ac-
counts at the bank or credit union. The bank
or credit union’s name typically will appear
on the debit card. The bank or credit union
may directly or indirectly provide the cards
to cardholders. Under these circumstances,
the bank or credit union is the issuer for
purposes of this part. If that bank or credit
union, together with its affiliates, has assets
of less than $10 billion, then that bank or
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credit union is exempt from the interchange
transaction fee restrictions. Although the
bank or credit union may distribute cards
through the BIN sponsors, the BIN sponsor
does not enter into the agreement with the
cardholder that authorizes the cardholder to
use the card to perform electronic debit
transactions that access funds in the ac-
count at the bank or credit union, and there-
fore the BIN sponsor is not the issuer.

ii. Prepaid card model. A member institu-
tion may also serve as the BIN sponsor for a
prepaid card program. Under these arrange-
ments, a program manager distributes pre-
paid cards to the cardholders and the BIN-
sponsoring institution generally holds the
funds for the prepaid card program in an om-
nibus or pooled account. Either the BIN
sponsor or the prepaid card program man-
ager may Keep track of the underlying funds
for each individual prepaid card through sub-
accounts. While the cardholder may receive
the card directly from the program manager
or at a retailer, the BIN sponsor authorizes
the cardholder to use the card to perform
electronic debit transactions that access the
funds in the pooled account and the card-
holder’s relationship generally is with the
BIN sponsor. Accordingly, under these cir-
cumstances, the BIN sponsor, or the bank
holding the pooled account, is the issuer.

4. Decoupled debit cards. In the case of de-
coupled debit cards, an entity other than the
bank holding the cardholder’s account enters
into a relationship with the cardholder au-
thorizing the use of the card to perform elec-
tronic debit transactions. The entity author-
izing the use of the card to perform elec-
tronic debit transaction typically arranges
for the card to be provided directly or indi-
rectly to the cardholder and has a direct re-
lationship with the cardholder with respect
to the card. The bank holding the card-
holder’s account has agreed generally to per-
mit ACH debits to the account, but has not
authorized the use of the debit card to access
the funds through electronic debit trans-
actions. Under these circumstances, the enti-
ty authorizing the use of the debit card, and
not the account-holding institution, is con-
sidered the issuer. An issuer of a decoupled
debit card is not exempt under §235.5(a), even
if, together with its affiliates, it has assets
of less than $10 billion, because it is not the
entity holding the account to be debited.

2(1) Merchant [Reserved]

2(m) Payment Card Network

1. In general. An entity is a considered a
payment card network with respect to an
electronic debit transaction for purposes of
this rule if it routes information and data to
the issuer from the acquirer to conduct au-
thorization, clearance, and settlement of the
electronic debit transaction. By contrast, if
an entity receives transaction information
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and data from a merchant and authorizes
and settles the transaction without routing
the information and data to another entity
(i.e., the issuer or the issuer’s processor) for
authorization, clearance, or settlement, that
entity is not considered a payment card net-
work with respect to the electronic debit
transaction.

2. Three-party systems. In the case of a
three-party system, electronic debit trans-
actions are processed by an entity that acts
as system operator and issuer, and may also
act as the acquirer. The entity acting as sys-
tem operator and issuer that receives the
transaction information from the merchant
or acquirer also holds the cardholder’s funds.
Therefore, rather than directing the trans-
action information to a separate issuer, the
entity authorizes and settles the transaction
based on the information received from the
merchant. As these entities do not connect
(or ‘“‘network’) multiple issuers and do not
route information to conduct the trans-
action, they are not ‘‘payment card net-
works’’ with respect to these transactions.

3. Processors as payment card metworks. A
processor is considered a payment card net-
work if, in addition to acting as processor for
an acquirer and issuer, the processor routes
transaction information and data received
from a merchant or the merchant’s acquirer
to an issuer. For example, if a merchant uses
a processor in order to accept any, some, or
all brands of debit cards and the processor
routes transaction information and data to
the issuer or issuer’s processor, the mer-
chant’s processor is considered a payment
card network with respect to the electronic
debit transaction. If the processor estab-
lishes, charges, or receives a fee for the pur-
pose of compensating an issuer, that fee is
considered an interchange transaction fee for
purposes of this part.

4. Automated clearing house (ACH) operators.
An ACH operator is not considered a pay-
ment card network for purposes of this part.
While an ACH operator processes trans-
actions that debit an account and provides
for interbank clearing and settlement of
such transactions, a person does not use the
ACH system to accept as a form of payment
a brand of debit card.

5. ATM networks. An ATM network is not
considered a payment card network for pur-
poses of this part. While ATM networks proc-
ess transactions that debit an account and
provide for interbank clearing and settle-
ment of such transactions, a cash with-
drawal from an ATM is not a payment be-
cause there is no exchange of money for
goods or services, or payment made as a
charitable contribution, to satisfy an obliga-
tion (e.g., tax liability), or for other pur-
poses.
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2(n) Person [Reserved]

2(o) Processor

1. Distinction from acquirers. A processor
may perform all transaction-processing func-
tions for a merchant or acquirer, but if it
does not acquire (that is, settle with the
merchant for the transactions), it is not an
acquirer. The entity that acquirers elec-
tronic debit transactions is the entity that is
responsible to other parties to the electronic
debit transaction for the amount of the
transaction.

2. Issuers. A processor may perform serv-
ices related to authorization, clearance, and
settlement of transactions for an issuer
without being considered to be an issuer for
purposes of this part.

2(p) Route

1. An entity routes information if it both
directs and sends the information to an unaf-
filiated entity (or affiliated entity acting on
behalf of the unaffiliated entity). This other
entity may be a payment card network or
processor (if the entity directing and sending
the information is a merchant or an
acquirer) or an issuer or processor (if the en-
tity directing and sending the information is
a payment card network).

2(q) United States [Reserved]

SECTION 235.3 REASONABLE AND PROPOR-
TIONAL INTERCHANGE TRANSACTION FEES

3(a) [Reserved]

3(b) Determining Reasonable and Proportional
Fees

1. Two components. The standard for the
maximum permissible interchange trans-
action fee that an issuer may receive con-
sists of two components: a base component
that does not vary with a transaction’s value
and an ad valorem component. The amount of
any interchange transaction fee received or
charged by an issuer may not exceed the sum
of the maximum permissible amounts of
each component and any fraud-prevention
adjustment the issuer is permitted to receive
under §235.4 of this part.

2. Variation in interchange fees. An issuer is
permitted to charge or receive, and a net-
work is permitted to establish, interchange
transaction fees that vary in their base com-
ponent and ad valorem component based on,
for example, the type of transaction or mer-
chant, provided the amount of any inter-
change transaction fee for any transaction
does not exceed the sum of the maximum
permissible base component of 21 cents and 5
basis points of the value of the transaction.

3. Example. For a $39 transaction, the max-
imum permissible interchange transaction
fee is 22.95 cents (21 cents plus 5 basis points
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of $39). A payment card network may, for ex-
ample, establish an interchange transaction
fee of 22 cents without any ad valorem compo-
nent.

SECTION 235.4 FRAUD-PREVENTION
ADJUSTMENT

4(b) Issuer Standards

SECTION 235.4 FRAUD-PREVENTION
ADJUSTMENT

4(a) [Reserved]

4(b)(1) Issuer standards

1. An issuer’s policies and procedures
should address fraud related to debit card
use by unauthorized persons. Examples of
use by unauthorized persons include, but are
not limited to, the following:

i. A thief steals a cardholder’s wallet and
uses the debit card to purchase goods, with-
out the authority of the cardholder.

ii. A cardholder makes a purchase at a
merchant. Subsequently, the merchant’s em-
ployee uses information from the debit card
to initiate a subsequent transaction, without
the authority of the cardholder.

iii. A hacker steals cardholder account in-
formation from the issuer or a merchant
processor and uses the stolen information to
make unauthorized card-not-present pur-
chases or to create a counterfeit card to
make unauthorized card-present purchases.

2. An issuer’s policies and procedures must
be designed to reduce fraud, where cost effec-
tive, across all types of electronic debit
transactions in which its cardholders engage.
Therefore, an issuer should consider whether
its policies and procedures are effective for
each method used to authenticate the card
(e.g., a chip or a code embedded in the mag-
netic stripe) and the cardholder (e.g., a signa-
ture or a PIN), and for different sales chan-
nels (e.g., card-present and card-not-present).

3. An issuer’s policies and procedures must
be designed to take effective steps to reduce
both the occurrence of and costs to all par-
ties from fraudulent electronic debit trans-
actions. An issuer should take steps reason-
ably designed to reduce the number and
value of its fraudulent electronic debit
transactions relative to its non-fraudulent
electronic debit transactions. These steps
should reduce the costs from fraudulent
transactions to all parties, not merely the
issuer. For example, an issuer should take
steps to reduce the number and value of its
fraudulent electronic debit transactions rel-
ative to its non-fraudulent transactions
whether or not it bears the fraud losses as a
result of regulations or network rules.

4. For any given issuer, the number and
value of fraudulent electronic debit trans-
actions relative to non-fraudulent trans-
actions may vary materially from year to
year. Therefore, in certain circumstances, an
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issuer’s policies and procedures may be effec-
tive notwithstanding a relative increase in
the transactions that are fraudulent in a
particular year. However, continuing in-
creases in the share of fraudulent trans-
actions would warrant further scrutiny.

5. In determining which fraud-prevention
technologies to implement or retain, an
issuer must consider the cost-effectiveness of
the technology, that is, the expected cost of
the technology relative to its expected effec-
tiveness in controlling fraud. In evaluating
the cost of a particular technology, an issuer
should consider whether and to what extent
other parties will incur costs to implement
the technology, even though an issuer may
not have complete information about the
costs that may be incurred by other parties,
such as the cost of new merchant terminals.
In evaluating the costs, an issuer should con-
sider both initial implementation costs and
ongoing costs of using the fraud-prevention
method.

6. An issuer need not develop fraud-preven-
tion technologies itself to satisfy the stand-
ards in §235.4(b). An issuer may implement
fraud-prevention technologies that have
been developed by a third party that the
issuer has determined are appropriate under
its own policies and procedures.

Paragraph 4(b)(2) Elements of fraud-prevention
policies and procedures.

1. In general. An issuer may tailor its poli-
cies and procedures to address its particular
debit card program, including the size of the
program, the types of transactions in which
its cardholders commonly engage, fraud
types and methods experienced by the issuer,
and the cost of implementing new fraud-pre-
vention methods in light of the expected
fraud reduction.

Paragraph 4(b)(2)(i). Methods to identify and
prevent fraudulent debit card transactions.

1. In general. Examples of policies and pro-
cedures reasonably designed to identify and
prevent fraudulent electronic debit trans-
actions include the following:

i. Practices to help determine whether a
card is authentic and whether the user is au-
thorized to use the card at the time of a
transaction. For example, an issuer may
specify the use of particular authentication
technologies or methods, such as dynamic
data, to better authenticate a card and card-
holder at the time of the transaction, to the
extent doing so does not inhibit the ability
of a merchant to direct the routing of elec-
tronic debit transactions for processing over
any payment card network that may process
such transactions. (See §235.7 and com-
mentary thereto.)

ii. An automated mechanism to assess the
risk that a particular electronic debit trans-
action is fraudulent during the authorization
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process (i.e., before the issuer approves or de-
clines an authorization request). For exam-
ple, an issuer may use neural networks to
identify transactions that present increased
risk of fraud. As a result of this analysis, the
issuer may decide to decline to authorize
these transactions. An issuer may not be
able to determine whether a given trans-
action in isolation is fraudulent at the time
of authorization, and therefore may have im-
plemented policies and procedures that mon-
itor sets of transactions initiated with a
cardholder’s debit card. For example, an
issuer could compare a set of transactions
initiated with the card to a customer’s typ-
ical transactions in order to determine
whether a transaction is likely to be fraudu-
lent. Similarly, an issuer could compare a
set of transactions initiated with a debit
card and common fraud patterns in order to
determine whether a transaction or future
transaction is likely to be fraudulent.

iii. Practices to support reporting of lost
and stolen cards or suspected incidences of
fraud by cardholders or other parties to a
transaction. As an example, an issuer may
promote customer awareness by providing
text alerts of transactions in order to detect
fraudulent transactions in a timely manner.
An issuer may also report debit cards sus-
pected of being fraudulent to their networks
for inclusion in a database of potentially
compromised cards.

Paragraph 4(b)(2)(ii). Monitoring of the issuer’s
volume and value of fraudulent electronic
debit transactions.

1. Tracking its fraudulent electronic debit
transactions over time enables an issuer to
assess whether its policies and procedures
are effective. Accordingly, an issuer must in-
clude policies and procedures designed to
monitor trends in the number and value of
its fraudulent electronic debit transactions.
An effective monitoring program would in-
clude tracking issuer losses from fraudulent
electronic debit transactions, fraud-related
chargebacks to acquirers, losses passed on to
cardholders, and any other reimbursements
from other parties. Other reimbursements
could include payments made to issuers as a
result of fines assessed to merchants for non-
compliance with Payment Card Industry
(PCI) Data Security Standards or other in-
dustry standards. An issuer should also es-
tablish procedures to track fraud-related in-
formation necessary to perform its reviews
under §235.4(b)(3) and to retain and report in-
formation as required under §235.8.

Paragraph 4(b)(2)(iii). Appropriate responses to
suspicious electronic debit transactions.

1. An issuer may identify transactions that
it suspects to be fraudulent after it has au-
thorized or settled the transaction. For ex-
ample, a cardholder may inform the issuer
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that the cardholder did not initiate a trans-
action or transactions, or the issuer may
learn of a fraudulent transaction or possibly
compromised debit cards from the network,
the acquirer, or other parties. An issuer
must implement policies and procedures de-
signed to provide an appropriate response
once an issuer has identified suspicious
transactions to reduce the occurrence of fu-
ture fraudulent electronic debit transactions
and the costs associated with such trans-
actions. The appropriate response may differ
depending on the facts and circumstances,
including the issuer’s assessment of the risk
of future fraudulent electronic debit trans-
actions. For example, in some cir-
cumstances, it may be sufficient for an
issuer to monitor more closely the account
with the suspicious transactions. In other
circumstances, it may be necessary to con-
tact the cardholder to verify a transaction,
reissue a card, or close an account. An appro-
priate response may also require coordina-
tion with industry organizations, law en-
forcement agencies, and other parties, such
as payment card networks, merchants, and
issuer or merchant processors.

Paragraph 4(b)(2)(iv). Methods to secure debit
card and cardholder data.

1. An issuer must implement policies and
procedures designed to secure debit card and
cardholder data. These policies and proce-
dures should apply to data that are trans-
mitted by the issuer (or its service provider)
during transaction processing, that are
stored by the issuer (or its service provider),
and that are carried on media (e.g., laptops,
transportable data storage devices) by em-
ployees or agents of the issuer. This standard
may be incorporated into an issuer’s infor-
mation security program, as required by Sec-
tion 501(b) of the Gramm-Leach-Bliley Act.

Paragraph 4(b)(3) Review of and updates to
policies and procedures.

1. i. An issuer’s assessment of the effective-
ness of its policies and procedures should
consider whether they are reasonably de-
signed to reduce the number and value of
fraudulent electronic debit transactions rel-
ative to non-fraudulent electronic debit
transactions and are cost effective. (See com-
ment 4(b)(1)-3 and comment 4(b)(1)-5).

ii. An issuer must also assess its policies
and procedures in light of changes in fraud
types (e.g., the use of counterfeit cards, lost
or stolen cards) and methods (e.g., common
purchase patterns indicating possible fraudu-
lent behavior), as well as changes in the
available methods of detecting and pre-
venting fraudulent electronic debit trans-
actions (e.g., transaction monitoring, au-
thentication methods) as part of its periodic
review of its policies and procedures. An
issuer’s review of its policies and procedures
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must consider information from the issuer’s
own experience and that the issuer otherwise
identified itself; information from payment
card networks, law enforcement agencies,
and fraud-monitoring groups in which the
issuer participates; and supervisory guid-
ance. For example, an issuer should consider
warnings and alerts it receives from pay-
ment card networks regarding compromised
cards and data breaches.

2. An issuer should review its policies and
procedures and their implementation more
frequently than annually if the issuer deter-
mines that more frequent review is appro-
priate based on information obtained from
monitoring its fraudulent electronic debit
transactions, changes in the types or meth-
ods of fraud, or available methods of detect-
ing and preventing fraudulent electronic
debit transactions. (See §235.4(b)(1)(ii) and
commentary thereto.)

3. In light of an issuer’s review of its poli-
cies and procedures, and their implementa-
tion, the issuer may determine that updates
to its policies and procedures, and their im-
plementation, are necessary. Merely deter-
mining that updates are necessary does not
render an issuer ineligible to receive or
charge the fraud-prevention adjustment. To
remain eligible to receive or charge a fraud-
prevention adjustment, however, an issuer
should develop and implement such updates
as soon as reasonably practicable, in light of
the facts and circumstances.

4(c) Notification.

1. Payment card networks that plan to
allow issuers to receive or charge a fraud-
prevention adjustment can develop processes
for identifying issuers eligible for this ad-
justment. Each issuer that wants to be eligi-
ble to receive or charge a fraud-prevention
adjustment must notify annually the pay-
ment card networks in which it participates
of its compliance through the networks’
processes.

SECTION 235.5 EXEMPTIONS FOR CERTAIN
ELECTRONIC DEBIT TRANSACTIONS

1. Eligibility for multiple exemptions. An elec-
tronic debit transaction may qualify for one
or more exemptions. For example, a debit
card that has been provided to a person pur-
suant to a Federal, State, or local govern-
ment-administered payment program may be
issued by an entity that, together with its
affiliates, has assets of less than $10 billion
as of the end of the preceding calendar year.
In this case, an electronic debit transaction
made using that card may qualify for the ex-
emption under §235.5(a) for small issuers or
for the exemption under §235.5(b) for govern-
ment-administered payment programs. A
payment card network establishing inter-
change fees for transactions that qualify for
more than one exemption need only satisfy
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itself that the issuer’s transactions qualify
for at least one of the exemptions in order to
exempt the electronic debit transaction from
the interchange fee restrictions.

2. Certification process. Payment card net-
works that plan to allow issuers to receive
higher interchange fees than permitted
under §§235.3 and 235.4 pursuant to one of the
exemptions in §235.5 could develop their own
processes for identifying issuers and prod-
ucts eligible for such exemptions. Section
235.5(a)(2) permits payment card networks to
rely on lists published by the Board to help
determine eligibility for the small issuer ex-
emption set forth in §235.5(a)(1).

5(a) Exemption for Small Issuers

1. Asset sice determination. An issuer would
qualify for the small-issuer exemption if its
total worldwide banking and nonbanking as-
sets, including assets of affiliates, other than
trust assets under management, are less
than $10 billion, as of December 31 of the pre-
ceding calendar year.

2. Change in status. If an exempt issuer be-
comes covered based on its and its affiliates
assets at the end of a calendar year, that
issuer must begin complying with the inter-
change fee standards (§235.3), the fraud-pre-
vention adjustment standards (to the extent
the issuer wishes to receive a fraud-preven-
tion adjustment) (§235.4), and the provisions
prohibiting circumvention, evasion, and net
compensation (§235.6) no later than July 1.

5(b) Exemption for Government-Administered
Payment Programs

1. Government-administered payment pro-
gram. A program is considered government-
administered regardless of whether a Fed-
eral, State, or local government agency op-
erates the program or outsources some or all
functions to third parties so long as the pro-
gram is operated on behalf of the govern-
ment agency. In addition, a program may be
government-administered even if a Federal,
State, or local government agency is not the
source of funds for the program it admin-
isters. For example, child support programs
are government-administered programs even
though a Federal, State, or local government
agency is not the source of funds. A tribal
government is considered a local government
for purposes of this exemption.

5(c) Exemption for Certain Reloadable Prepaid
Cards

1. Subaccount clarified. A subaccount is an
account within an account, opened in the
name of an agent, nominee, or custodian for
the benefit of two or more cardholders,
where the transactions and balances of indi-
vidual cardholders are tracked in such sub-
accounts. An account that is opened solely
in the name of a single cardholder is not a
subaccount.
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2. Reloadable. A general-use prepaid card is
“reloadable’” if the terms and conditions of
the agreement permit funds to be added to
the general-use prepaid card at any time
after the initial purchase or issuance. A gen-
eral-use prepaid card is not ‘‘reloadable”
merely because the issuer or processor is
technically able to add functionality that
would otherwise enable the general-use pre-
paid card to be reloaded.

3. Marketed or labeled as a gift card or gift
certificate. i. Electronic debit transactions
made using a reloadable general-use prepaid
card are not exempt from the interchange fee
restrictions if the card is marketed or la-
beled as a gift card or gift certificate. The
term ‘‘marketed or labeled as a gift card or
gift certificate’” means directly or indirectly
offering, advertising or otherwise suggesting
the potential use of a general-use prepaid
card as a gift for another person. Whether
the exclusion applies generally does not de-
pend on the type of entity that makes the
promotional message. For example, a card
may be marketed or labeled as a gift card or
gift certificate if anyone (other than the pur-
chaser of the card), including the issuer, the
retailer, the program manager that may dis-
tribute the card, or the payment network on
which a card is used, promotes the use of the
card as a gift card or gift certificate. A gen-
eral-use prepaid card is marketed or labeled
as a gift card or gift certificate even if it is
only occasionally marketed as a gift card or
gift certificate. For example, a network-
branded general purpose reloadable card
would be marketed or labeled as a gift card
or gift certificate if the issuer principally ad-
vertises the card as a less costly alternative
to a bank account but promotes the card in
a television, radio, newspaper, or Internet
advertisement, or on signage as ‘‘the perfect
gift” during the holiday season.

ii. The mere mention of the availability of
gift cards or gift certificates in an advertise-
ment or on a sign that also indicates the
availability of exempted general-use prepaid
cards does not by itself cause the general-use
prepaid card to be marketed as a gift card or
a gift certificate. For example, the posting of
a sign in a store that refers to the avail-
ability of gift cards does not by itself con-
stitute the marketing of otherwise exempted
general-use prepaid cards that may also be
sold in the store along with gift cards or gift
certificates, provided that a person acting
reasonably under the circumstances would
not be led to believe that the sign applies to
all cards sold in the store. (See, however,
comment 5(c)-4.ii.)

4. Examples of marketed or labeled as a gift
card or gift certificate.

i. The following are examples of marketed
or labeled as a gift card or gift certificate:

A. Using the word ‘‘gift’”’ or ‘“‘present’ on a
card or accompanying material, including
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documentation, packaging and promotional
displays;

B. Representing or suggesting that a card
can be given to another person, for example,
as a ‘‘token of appreciation’ or a ‘‘stocking
stuffer,” or displaying a congratulatory mes-
sage on the card or accompanying material;

C. Incorporating gift-giving or celebratory
imagery or motifs, such as a bow, ribbon,
wrapped present, candle, or a holiday or con-
gratulatory message, on a card, accom-
panying documentation, or promotional ma-
terial;

ii. The term does not include the following:

A. Representing that a card can be used as
a substitute for a checking, savings, or de-
posit account;

B. Representing that a card can be used to
pay for a consumer’s health-related ex-
penses—for example, a card tied to a health
savings account;

C. Representing that a card can be used as
a substitute for travelers checks or cash;

D. Representing that a card can be used as
a budgetary tool, for example, by teenagers,
or to cover emergency expenses.

5. Reasonable policies and procedures to avoid
marketing as a gift card. The exemption for a
general-use prepaid card that is reloadable
and not marketed or labeled as a gift card or
gift certificate in §235.5(c) applies if a
reloadable general-use prepaid card is not
marketed or labeled as a gift card or gift cer-
tificate and if persons involved in the dis-
tribution or sale of the card, including
issuers, program managers, and retailers,
maintain policies and procedures reasonably
designed to avoid such marketing. Such poli-
cies and procedures may include contractual
provisions prohibiting a reloadable general-
use prepaid card from being marketed or la-
beled as a gift card or gift certificate, mer-
chandising guidelines or plans regarding how
the product must be displayed in a retail
outlet, and controls to regularly monitor or
otherwise verify that the general-use prepaid
card is not being marketed as a gift card.
Whether a general-use prepaid card has been
marketed as a gift card or gift certificate
will depend on the facts and circumstances,
including whether a reasonable person would
be led to believe that the general-use prepaid
card is a gift card or gift certificate. The fol-
lowing examples illustrate the application of
§235.5(c):

i. An issuer or program manager of prepaid
cards agrees to sell general-purpose
reloadable cards through a retailer. The con-
tract between the issuer or program manager
and the retailer establishes the terms and
conditions under which the cards may be
sold and marketed at the retailer. The terms
and conditions prohibit the general-purpose
reloadable cards from being marketed as a
gift card or gift certificate, and require poli-
cies and procedures to regularly monitor or
otherwise verify that the cards are not being
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marketed as such. The issuer or program
manager sets up one promotional display at
the retailer for gift cards and another phys-
ically separated display for exempted prod-
ucts under §235.5(c), including general-pur-
pose reloadable cards, such that a reasonable
person would not believe that the exempted
cards are gift cards. The exemption in
§235.5(c) applies because policies and proce-
dures reasonably designed to avoid the mar-
keting of the general-purpose reloadable
cards as gift cards or gift certificates are
maintained, even if a retail clerk inadvert-
ently stocks or a consumer inadvertently
places a general-purpose reloadable card on
the gift card display.

ii. Same facts as in comment 5(c)-5.i, ex-
cept that the issuer or program manager sets
up a single promotional display at the re-
tailer on which a variety of prepaid cards are
sold, including store gift cards and general-
purpose reloadable cards. A sign stating
“Gift Cards’ appears prominently at the top
of the display. The exemption in §235.5(c)
does not apply with respect to the general-
purpose reloadable cards because policies
and procedures reasonably designed to avoid
the marketing of exempted cards as gift
cards or gift certificates are not maintained.

iii. Same facts as in comment 5(c)-5.i, ex-
cept that the issuer or program manager sets
up a single promotional multi-sided display
at the retailer on which a variety of prepaid
card products, including store gift cards and
general-purpose reloadable cards are sold.
Gift cards are segregated from exempted
cards, with gift cards on one side of the dis-
play and exempted cards on a different side
of a display. Signs of equal prominence at
the top of each side of the display clearly dif-
ferentiate between gift cards and the other
types of prepaid cards that are available for
sale. The retailer does not use any more con-
spicuous signage suggesting the general
availability of gift cards, such as a large sign
stating ‘“‘Gift Cards’ at the top of the display
or located near the display. The exemption
in §235.5(c) applies because policies and pro-
cedures reasonably designed to avoid the
marketing of the general-purpose reloadable
cards as gift cards or gift certificates are
maintained, even if a retail clerk inadvert-
ently stocks or a consumer inadvertently
places a general-purpose reloadable card on
the gift card display.

iv. Same facts as in comment 5(c)-5.i, ex-
cept that the retailer sells a variety of pre-
paid card products, including store gift cards
and general-purpose reloadable cards, ar-
ranged side-by-side in the same checkout
lane. The retailer does not affirmatively in-
dicate or represent that gift cards are avail-
able, such as by displaying any signage or
other indicia at the checkout lane sug-
gesting the general availability of gift cards.
The exemption in §235.5(c) applies because
policies and procedures reasonably designed

51

Pt. 235, App. A

to avoid marketing the general-purpose
reloadable cards as gift cards or gift certifi-
cates are maintained.

6. On-line sales of prepaid cards. Some web
sites may prominently advertise or promote
the availability of gift cards or gift certifi-
cates in a manner that suggests to a con-
sumer that the web site exclusively sells gift
cards or gift certificates. For example, a web
site may display a banner advertisement or a
graphic on the home page that prominently
states “‘Gift Cards,” ‘“‘Gift Giving,” or simi-
lar language without mention of other avail-
able products, or use a web address that in-
cludes only a reference to gift cards or gift
certificates in the address. In such a case, a
consumer acting reasonably under the cir-
cumstances could be led to believe that all
prepaid products sold on the web site are gift
cards or gift certificates. Under these facts,
the web site has marketed all such products
as gift cards or gift certificates, and the ex-
emption in §235.5(c) does not apply to any
products sold on the web site.

7. Temporary non-reloadable cards issued in
connection with a general-use reloadable card.
Certain general-purpose prepaid cards that
are typically marketed as an account sub-
stitute initially may be sold or issued in the
form of a temporary non-reloadable card.
After the card is purchased, the cardholder is
typically required to call the issuer to reg-
ister the card and to provide identifying in-
formation in order to obtain a reloadable re-
placement card. In most cases, the tem-
porary non-reloadable card can be used for
purchases until the replacement reloadable
card arrives and is activated by the card-
holder. Because the temporary non-
reloadable card may only be obtained in con-
nection with the reloadable card, the exemp-
tion in §235.5(c) applies so long as the card is
not marketed as a gift card or gift certifi-
cate.

5(d) Exception

1. Additional ATM access. Some debit cards
may be used to withdraw cash from ATMs
that are not part of the issuer’s designated
ATM network. An electronic debit card
transaction may still qualify for the exemp-
tion under §§235.5(b) or (c) with a respect to
a card for which a fee may be imposed for a
withdrawal from an ATM that is outside of
the issuer’s designated ATM network as long
as the card complies with the condition set
forth in §235.5(d)(2) for withdrawals within
the issuer’s designated ATM network. The
condition with respect to ATM fees does not
apply to cards that do not provide ATM ac-
cess.

SECTION 235.6 PROHIBITION ON CIRCUMVEN-
TION, EVASION, AND NET COMPENSATION

1. No applicability to erempt issuers or elec-
tronic debit transactions. The prohibition
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against circumventing or evading the inter-
change transaction fee restrictions or
against net compensation does not apply to
issuers or electronic debit transactions that
qualify for an exemption under §235.5 from
the interchange transaction fee restrictions.

6(a) Prohibition of Circumvention or Evasion

1. Finding of circumvention or evasion. A
finding of evasion or circumvention will de-
pend on all relevant facts and circumstances.
Although net compensation may be one form
of circumvention or evasion prohibited under
§235.6(a), it is not the only form.

2. Erxamples of circumstances that may con-
stitute circumvention or evasion.

The following examples do not constitute
per se circumvention or evasion, but may
warrant additional supervisory scrutiny to
determine whether the totality of the facts
and circumstances constitute circumvention
or evasion:

i. A payment card network decreases net-
work processing fees paid by issuers for elec-
tronic debit transactions by 50 percent and
increases the network processing fees
charged to merchants or acquirers with re-
spect to electronic debit transactions by a
similar amount. Because the requirements of
this subpart do not restrict or otherwise es-
tablish the amount of fees that a network
may charge for its services, the increase in
network fees charged to merchants or
acquirers and decrease in fees charged to
issuers is not a per se circumvention or eva-
sion of the interchange transaction fee
standards, but may warrant additional su-
pervisory scrutiny to determine whether the
facts and circumstances constitute cir-
cumvention or evasion.

ii. An issuer replaces its debit cards with
prepaid cards that are exempt from the
interchange limits of §§235.3 and 235.4. The
exempt prepaid cards are linked to its cus-
tomers’ transaction accounts and funds are
swept from the transaction accounts to the
prepaid accounts as needed to cover trans-
actions made. Again, this arrangement is not
per se circumvention or evasion, but may
warrant additional supervisory scrutiny to
determine whether the facts and cir-
cumstances constitute circumvention or eva-
sion.

6(b) Prohibition of Net Compensation

1. Net compensation. Net compensation to
an issuer through the use of network fees is
prohibited.

2. Consideration of payments or incentives
provided by the network in met compensation
determination.

i. For purposes of the net compensation de-
termination, payments or incentives paid by
a payment card network to an issuer with re-
spect to electronic debit transactions or
debit card related activities could include,
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but are not limited to, marketing incentives;
payments or rebates for meeting or exceed-
ing a specific transaction volume, percent-
age share, or dollar amount of transactions
processed; or other payments for debit card
related activities. For example, signing bo-
nuses paid by a network to an issuer for the
issuer’s debit card portfolio would also be in-
cluded in the total amount of payments or
incentives received by an issuer from a pay-
ment card network with respect to elec-
tronic debit transactions. A signing bonus
for an entire card portfolio, including credit
cards, may be allocated to the issuer’s debit
card business based on the proportion of the
cards or transactions that are debit cards or
electronic debit transactions, as appropriate
to the situation, for purposes of the net com-
pensation determination.

ii. Incentives paid by the network with re-
spect to multiple-year contracts may be al-
located over the life of the contract.

iii. For purposes of the net compensation
determination, payments or incentives paid
by a payment card network with respect to
electronic debit transactions or debit card-
related activities do not include interchange
transaction fees that are passed through to
the issuer by the network, or discounts or re-
bates provided by the network or an affiliate
of the network for issuer-processor services.
In addition, funds received by an issuer from
a payment card network as a result of
chargebacks, fines paid by merchants or
acquirers for violations of network rules, or
settlements or recoveries from merchants or
acquirers to offset the costs of fraudulent
transactions or a data security breach do not
constitute incentives or payments made by a
payment card network.

3. Consideration of fees paid by an issuer in
net compensation determination.

i. For purposes of the net compensation de-
termination, fees paid by an issuer to a pay-
ment card network with respect to elec-
tronic debit transactions or debit card re-
lated activities include, but are not limited
to, membership or licensing fees, network
administration fees, and fees for optional
network services, such as risk management
services.

ii. For purposes of the net compensation
determination, fees paid by an issuer to a
payment card network with respect to elec-
tronic debit transactions or debit card-re-
lated activities do not include network proc-
essing fees (such as switch fees and network
connectivity fees) or fees paid to an issuer
processor affiliated with the network for au-
thorizing, clearing, or settling an electronic
debit transaction.

4. Example of circumstances not involving net
compensation to the issuer. The following ex-
ample illustrates circumstances that would
not indicate net compensation by the pay-
ment card network to the issuer:
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i. Because of an increase in debit card
transactions that are processed through a
payment card network during a calendar
year, an issuer receives an additional vol-
ume-based incentive payment from the net-
work for that period. Over the same period,
however, the total network fees (other than
processing fees) the issuer pays the payment
card network with respect to debit card
transactions also increase so that the total
amount of fees paid by the issuer to the net-
work continue to exceed incentive payments
by the network to the issuer. Under these
circumstances, the issuer does not receive
net compensation from the network for elec-
tronic debit transactions or debit card re-
lated activities.

SECTION 235.7 LIMITATIONS ON PAYMENT
CARD RESTRICTIONS

1. Application of small issuer, government-ad-
ministered payment program, and reloadable
card exemptions to payment card metwork re-
strictions. The exemptions under §235.5 for
small issuers, cards issued pursuant to gov-
ernment-administered payment programs,
and certain reloadable prepaid cards do not
apply to the limitations on payment card
network restrictions. For example, debit
cards for government-administered payment
programs, although exempt from the restric-
tions on interchange transaction fees, are
subject to the requirement that electronic
debit transactions made using such cards
must be capable of being processed on at
least two unaffiliated payment card net-
works and to the prohibition on inhibiting a
merchant’s ability to determine the routing
for electronic debit transactions.

7(a) Prohibition on Network Exclusivity

1. Scope of restriction. Section 235.7(a) re-
quires an issuer to configure each of its debit
cards so that each electronic debit trans-
action performed with such card can be proc-
essed on at least two unaffiliated payment
card networks. In particular, §235.7(a) re-
quires this condition to be satisfied for each
geographic area, specific merchant, par-
ticular type of merchant, and particular type
of transaction for which the issuer’s debit
card can be used to perform an electronic
debit transaction. As long as the condition is
satisfied for each such case, §235.7(a) does
not require the condition to be satisfied for
each method of cardholder authentication
(e.g., signature, PIN, biometrics, any other
method of cardholder authentication that
may be developed in the future, or the lack
of a method of cardholder authentication).
For example, it is sufficient for an issuer to
issue a debit card that can perform signa-
ture-authenticated transactions only over
one payment card network and PIN-authen-
ticated transactions only over another pay-
ment card network, as long as the two pay-
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ment card networks are not affiliated and
each network can be used to process elec-
tronic debit transactions for every geo-
graphic area, specific merchant, particular
type of merchant, and particular type of
transaction for which the issuer’s debit card
can be used to perform an electronic debit
transaction.

2. Issuer’s role. Section 235.7(a) does not re-
quire an issuer to ensure that two or more
unaffiliated payment card networks will ac-
tually be available to the merchant to proc-
ess every electronic debit transaction. To
comply with the requirement in §235.7(a), it
is sufficient for an issuer to configure each of
its debit cards so that each electronic debit
transaction performed with such card can be
processed on at least two unaffiliated pay-
ment card networks, even if the networks
that are actually available to the merchant
for a particular transaction are limited by,
for example, the card acceptance tech-
nologies that a merchant adopts, or the net-
works that the merchant accepts.

3. Permitted networks.

i. Network volume capabilities. A payment
card network could be used to satisfy the re-
quirement that an issuer enable two unaffili-
ated payment card networks for each elec-
tronic debit transaction if the network was
either (a) capable of processing the volume
of electronic debit transactions that it would
reasonably expect to be routed to it or (b)
willing to expand its capabilities to meet
such expected transaction volume. If, how-
ever, the network’s policy or practice is to
limit such expansion, it would not qualify as
one of the two unaffiliated payment card
networks.

ii. Reasonable volume expectations. One of
the steps a payment card network can take
to form a reasonable expectation of its trans-
action volume is to consider factors such as
the number of cards expected to be issued
that are enabled by an issuer on the network
and expected card usage patterns.

iii. Examples of permitted arrangements. For
each geographic area (e.g., New York State),
specific merchant (e.g., a specific fast food
restaurant chain), particular type of mer-
chant (e.g., fast food restaurants), and par-
ticular type of transaction (e.g., card-not-
present transaction) for which the issuer’s
debit card can be used to perform an elec-
tronic debit transaction, an issuer must en-
able at least two unaffiliated payment card
networks, but those payment card networks
do not necessarily have to be the same two
payment card networks for every trans-
action.

A. Geographic area: An issuer complies with
the rule only if, for each geographic area in
which the issuer’s debit card can be used to
perform an electronic debit transaction, the
issuer enables at least two unaffiliated pay-
ment card networks. For example, an issuer
could comply with the rule by enabling two
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unaffiliated payment card networks that can
each process transactions in all 50 U.S.
states. Alternatively, the issuer could com-
ply with the rule by enabling three unaffili-
ated payment card networks, A, B, and C,
where network A can process transactions in
all 50 U.S. states, network B can process
transactions in the 48 contiguous United
States, and network C can process trans-
actions in Alaska and Hawaii.

B. Particular type of transaction: An issuer
complies with the rule only if, for each par-
ticular type of transaction for which the
issuer’s debit card can be used to perform an
electronic debit transaction, the issuer en-
ables at least two unaffiliated payment card
networks. For example, an issuer could com-
ply with the rule by enabling two unaffili-
ated payment card networks that can each
process both card-present and card-not-
present transactions. Alternatively, the
issuer could comply with the rule by ena-
bling three unaffiliated payment card net-
works, A, B, and C, where network A can
process both card-present and card-not-
present transactions, network B can process
card-present transactions, and network C
can process card-not-present transactions.

4. Examples of prohibited network restrictions
on an issuer’s ability to contract with other
payment card networks. The following are ex-
amples of prohibited network restrictions on
an issuer’s ability to contract with other
payment card networks:

i. Network rules or contract provisions
limiting or otherwise restricting the other
payment card networks that an issuer may
enable on a particular debit card, or network
rules or contract provisions that specify the
other networks that an issuer may enable on
a particular debit card.

ii. Network rules or guidelines that allow
only that payment card network’s (or its af-
filiated networks’) brand, mark, or logo to be
displayed on a particular debit card, or that
otherwise limit the ability of brands, marks,
or logos of other payment card networks to
appear on the debit card.

5. Network logos or symbols on card not re-
quired. Section 235.7(a) does not require that
a debit card display the brand, mark, or logo
of each payment card network over which an
electronic debit transaction may be proc-
essed. For example, the rule does not require
a debit card that an issuer enables on two or
more unaffiliated payment card networks to
bear the brand, mark, or logo of each such
payment card network.

6. Voluntary exclusivity arrangements prohib-
ited. Section 235.7(a) requires that an issuer
enable at least two unaffiliated payment
card networks to process an electronic debit
transaction, even if the issuer is not subject
to any rule of, or contract or other agree-
ment with, a payment card network requir-
ing that all or a specified minimum percent-
age of electronic debit transactions be proc-
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essed on the network or its affiliated net-
works.

7. Affiliated payment card networks. Section
235.7(a) does not prohibit an issuer from ena-
bling two affiliated payment card networks
among the networks on a particular debit
card, as long as at least two of the networks
that can be used to process each electronic
debit transaction are unaffiliated.

8. Application of rule regardless of form. The
network exclusivity provisions in §235.7(a)
apply to electronic debit transactions per-
formed with any debit card as defined in
§235.2, regardless of the form of such debit
card. For example, the requirement applies
to electronic debit transactions performed
using a plastic card, a supplemental device
such as a fob, information stored inside an e-
wallet on a mobile phone or other device, or
any other form of debit card, as defined in
§235.2, that may be developed in the future.

7(b) Prohibition on Routing Restrictions

1. Relationship to the network exclusivity re-
strictions. An issuer or payment card network
is prohibited from inhibiting a merchant’s
ability to direct the routing of an electronic
debit transaction over any of the payment
card networks that the issuer has enabled to
process electronic debit transactions per-
formed with a particular debit card. The rule
does not require that an issuer allow a mer-
chant to route a transaction over a payment
card network that the issuer did not enable
to process transactions performed with that
debit card.

2. Examples of prohibited merchant restric-
tions. The following are examples of issuer or
network practices that would inhibit a mer-
chant’s ability to direct the routing of an
electronic debit transaction and that are
therefore prohibited under §235.7(b):

i. Prohibiting a merchant from encour-
aging or discouraging a cardholder’s use of a
particular method of cardholder authentica-
tion, for example prohibiting merchants
from favoring a cardholder’s use of one card-
holder authentication method over another,
or from discouraging the cardholder’s use of
any given cardholder authentication method,
as further described in comment 7(a)-1.

ii. Establishing network rules or desig-
nating issuer priorities directing the proc-
essing of an electronic debit transaction on a
specified payment card network or its affili-
ated networks, or directing the processing of
the transaction away from a specified pay-
ment card network or its affiliates, except
as:
(A) A default rule in the event the mer-
chant, or its acquirer or processor, does not
designate a routing preference; or

(B) If required by state law.

iii. Requiring a specific payment card net-
work to be used based on the form of debit
card presented by the cardholder to the mer-
chant (e.g., plastic card, payment code, or
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any other form of debit card as defined in
§235.2).

3. Merchant payments not prohibited. A pay-
ment card network does not restrict a mer-
chant’s ability to route transactions over
available payment card networks in viola-
tion of §235.7(b) by offering payments or
other incentives to encourage the merchant
to route electronic debit card transactions to
the network for processing.

4. Real-time routing decision not required. A
merchant need not make network routing
decisions on a transaction-by-transaction
basis. A merchant and its acquirer or proc-
essor may agree to a pre-determined set of
routing choices that apply to all electronic
debit transactions that are processed by the
acquirer or processor on behalf of the mer-
chant.

5. No effect on network rules governing the
routing of subsequent transactions. Section
235.7 does not supersede a payment card net-
work rule that requires a chargeback or re-
turn of an electronic debit transaction to be
processed on the same network that proc-
essed the original transaction.

7(c) Effective Date

1. Health care and employee benefit cards.
Section 235.7(c)(1) delays the effective date of
the network exclusivity provisions for cer-
tain debit cards issued in connection with a
health care or employee benefit account to
the extent such cards use (even if not re-
quired) transaction substantiation or quali-
fication authorization systems at point of
sale to verify that the card is only used for
eligible goods and services for purposes of
qualifying for favorable tax treatment under
Internal Revenue Code requirements. Debit
cards that may qualify for the delayed effec-
tive date include, but may not be limited to,
cards issued in connection with flexible
spending accounts established under section
125 of the Internal Revenue Code for health
care related expenses and health reimburse-
ment accounts established under section 105
of the Internal Revenue Code.

SECTION 235.8 REPORTING REQUIREMENTS AND
RECORD RETENTION

[Reserved]
SECTION 235.9 ADMINISTRATIVE ENFORCEMENT

[Reserved]

SECTION 235.10 EFFECTIVE AND COMPLIANCE
DATES

[Reserved]

[Reg. II, 76 FR 43466, July 20, 2011, as amend-
ed at 76 FR 43467, July 20, 2011; 77 FR 46280,
Aug. 3, 2012; 87 FR 61231, Oct. 11, 2022]
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