Memorandum for the Secretary of the Treasury

On January 31, 1995, I approved a program of assistance to Mexico, in the form of swap facilities and securities guarantees in an amount not to exceed $20 billion, using the Exchange Stabilization Fund (the “ESF program”).

By virtue of the authority vested in me by the Constitution and the laws of the United States, including section 301 of title 3, United States Code, and section 406 of the Emergency Supplemental Appropriations and Rescissions for the Department of Defense to Preserve and Enhance Military Readiness Act of 1995 (Public Law 104-6) [set out above], I hereby certify that:

(1) There is no projected cost (as defined in the Federal Credit Reform Act of 1990 (2 U.S.C. 661 et seq.) to the United States from the proposed swap transaction.
(2) All loans, credits, guarantees, and currency swaps to Mexico from the Exchange Stabilization Fund or the Federal Reserve System are adequately backed to ensure that all United States funds are repaid.
(3) The Government of Mexico is making progress in ensuring an independent central bank.
(4) Mexico has in effect a significant economic reform effort.
(5) The Executive Branch has provided the documents requested by House Resolution 80 adopted March 1, 1995, and described in paragraphs (1) through (28) of that Resolution. All documents identified as responsive to the Resolution have been provided to the entire House of Representatives.

I have been informed that the Board of Governors of the Federal Reserve System has provided the documents requested by House Resolution 80 and described in paragraphs (1) through (28) of that Resolution.

I hereby delegate to you the reporting requirement contained in section 406 of Public Law 104-6 [set out above]. You are authorized and directed to publish this memorandum in the Federal Register.

WILLIAM J. CLINTON.

Prior certifications were contained in the following:
Memorandum of President of the United States, May 14, 1995, 60 F.R. 27395.
Memorandum of President of the United States, Apr. 14, 1995, 60 F.R. 19485.

§ 5303. Reserved coins and currencies of foreign countries

An agency may use coins and currencies of a foreign country the United States Government holds that are or may be reserved for a specific program or activity of an agency. The agency shall reimburse the Treasury from appropriations and shall replace the coins and currencies when they are needed for the program or activity for which they were reserved originally.


§ 5311. Declaration of purpose

It is the purpose of this subchapter (except section 5315) to—

(1) require certain reports or records that are highly useful in—
(A) criminal, tax, or regulatory investigations, risk assessments, or proceedings; or
(B) intelligence or counterintelligence activities, including analysis, to protect against terrorism;
(2) prevent the laundering of money and the financing of terrorism through the establishment by financial institutions of reasonably designed risk-based programs to combat money laundering and the financing of terrorism;
(3) facilitate the tracking of money that has been sourced through criminal activity or is intended to promote criminal or terrorist activity;

Before clause (1), the words “prescribe regulations” are substituted for “make and promulgate rules and regulations” in 31:822 and “issue . . . such rules and regulations” in 31:822b for consistency. In clause (1), the words “to carry out” are substituted for “covering any action taken or to be taken by the President” in 31:822 to eliminate unnecessary words. In clause (2), the words “or proper” in 31:822b and “the purposes of” are omitted as surplus. Reference to 31:821 is omitted as obsolete because silver is no longer coined. Reference to 31:824 is executed and is not part of the revised title.

SUBCHAPTER II—RECORDS AND REPORTS ON MONETARY INSTRUMENTS TRANSACTIONS

§ 5311. Declaration of purpose

It is the purpose of this subchapter (except section 5315) to—

(1) require certain reports or records that are highly useful in—
(A) criminal, tax, or regulatory investigations, risk assessments, or proceedings; or
(B) intelligence or counterintelligence activities, including analysis, to protect against terrorism;
(2) prevent the laundering of money and the financing of terrorism through the establishment by financial institutions of reasonably designed risk-based programs to combat money laundering and the financing of terrorism;
(3) facilitate the tracking of money that has been sourced through criminal activity or is intended to promote criminal or terrorist activity;
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(4) assess the money laundering, terrorism finance, tax evasion, and fraud risks to financial institutions, products, or services to—
(A) protect the financial system of the United States from criminal abuse; and
(B) safeguard the national security of the United States; and
(5) establish appropriate frameworks for information sharing among financial institutions, their agents and service providers, their regulatory authorities, associations of financial institutions, the Department of the Treasury, and law enforcement authorities to identify, stop, and apprehend money launderers and those who finance terrorists.


Editorial Notes

Prior Provisions


Statutory Notes and Related Subsidiaries

Short Title

This subchapter and chapter 21 (§1651 et seq.) of Title 12, Banks and Banking, are each popularly known as the “Bank Secrecy Act”. See Short Title note set out under section 1651 of Title 12.

Severability

Pub. L. 116–283, div. F, title LXV, § 6511, Jan. 1, 2021, 134 Stat. 4633, provided that: “If any provision of this division [see Tables for classification], an amendment made by this division, or the application of such provision or amendment to any person or circumstance is held to be unconstitutional, the remainder of this division, the amendments made by this division, and the application of the provisions of such to any person or circumstance shall not be affected thereby.”

Purposes


(1) to improve coordination and information sharing among the agencies tasked with administering anti-money laundering and countering the financing of terrorism requirements, the agencies that examine financial institutions for compliance with those requirements, Federal law enforcement agencies, national security agencies, the intelligence community, and financial institutions;

(2) to modernize anti-money laundering and countering the financing of terrorism laws to adapt the government and private sector response to new and emerging threats;

(3) to encourage technological innovation and the adoption of new technology by financial institutions to more effectively counter money laundering and the financing of terrorism;

(4) to reinforce that the anti-money laundering and countering the financing of terrorism policies, procedures, and controls of financial institutions shall be risk-based;

(5) to establish uniform beneficial ownership information reporting requirements to—

(f) provide transparency for national security, intelligence, and law enforcement agencies and financial institutions concerning corporate structures and insight into the flow of illicit funds through those structures;

(B) discourage the use of shell corporations as a tool to disguise and move illicit funds;

(C) assist national security, intelligence, and law enforcement agencies with the pursuit of crimes; and

(D) protect the national security of the United States; and

(6) to establish a secure, nonpublic database at FinCEN [Financial Crimes Enforcement Network of the Department of the Treasury] for beneficial ownership information.”

For definition of “financial institution” as used in section 6002 of Pub. L. 116–283, set out above, see section 6003 of Pub. L. 116–283, set out below.

Interagency Anti-Money Laundering and Countering the Financing of Terrorism Personnel Rotation Program

Pub. L. 116–283, div. F, title LXI, § 6104, Jan. 1, 2021, 134 Stat. 4555, provided that: “To promote greater effectiveness and efficiency in combating money laundering, the financing of terrorism, proliferation financing, serious tax fraud, trafficking, sanctions evasion and other financial crimes, the Secretary [of the Treasury] shall maintain and accelerate efforts to strengthen anti-money laundering and countering the financing of terrorism efforts through a personnel rotation program between the Federal functional regulators and the Department of Justice, the Federal Bureau of Investigation, the Department of Homeland Security, the Department of Defense, and such other agencies as the Secretary determines are appropriate.”


International Coordination

Pub. L. 116–283, div. F, title LXI, § 6112(a), Jan. 1, 2021, 134 Stat. 4564, provided that: “The Secretary [of the Treasury] shall work with foreign counterparts of the Secretary, including through bilateral contacts, the Financial Action Task Force, the International Monetary Fund, the World Bank, the Egmont Group of Financial Intelligence Units, the Organisation for Economic Co-operation and Development, the Basel Committee on Banking Supervision, and the United Nations, to promote stronger anti-money laundering frameworks and enforcement of anti-money laundering laws.”

Annual Reporting Requirements


“(a) Annual Report.—Not later than 1 year after the date of enactment of this Act [Jan. 1, 2021], and annually thereafter, the Attorney General, in consultation with the Secretary [of the Treasury], Federal law enforcement agencies, the Director of National Intelligence, Federal functional regulators, and the heads of other appropriate Federal agencies, shall submit to the Secretary a report that contains statistics, metrics, and other information on the use of data derived from financial institutions reporting under the Bank Secrecy Act (referred to in this subsection as the ‘reported data’), including—

(1) the frequency with which the reported data contains actionable information that leads to—

(A) further procedures by law enforcement agencies, including the use of a subpoena, warrant, or other legal process; or

(B) actions taken by intelligence, national security, or homeland security agencies;

(2) calculations of the time between the date on which the reported data is reported and the date on which the reported data is used by law enforcement, intelligence, national security, or homeland security agencies, whether through the use of—

(A) a subpoena or warrant; or
“(B) other legal process or action;

“(3) an analysis of the transactions associated with the reported data, including whether—

“A. the suspicious accounts that are the subject of the reported data were held by legal entities or individuals; and

“B. there are trends and patterns in cross-border transactions to certain countries;

“(4) the number of legal entities and individuals identified by the reported data;

“(5) information on the extent to which arrests, indictments, convictions, criminal pleas, civil enforcement or forfeiture actions, or actions by national security, intelligence, or homeland security agencies were related to the use of the reported data; and

“(6) data on the investigations carried out by State and Federal authorities resulting from the reported data.

“(b) REPORT.—Beginning with the fifth report submitted under subsection (a), and once every 5 years thereafter, that report shall include a section describing the use of data derived from reporting by financial institutions under the Bank Secrecy Act over the 5 years preceding the date on which the report is submitted, which shall include a description of long-term trends and the use of long-term statistics, metrics, and other information.

“(c) TRENDS, PATTERNS, AND THREATS.—Each report required under subsection (a) and each section included under subsection (b) shall contain a description of retrospective trends and emerging patterns and threats in money laundering and the financing of terrorism, including national and regional trends, patterns, and threats relevant to the classes of financial institutions that the Attorney General determines appropriate.

“(d) USE OF REPORT INFORMATION.—The Secretary shall use the information reported under subsections (a), (b), and (c)—

“(1) to help assess the usefulness of reporting under the Bank Secrecy Act to—

“A. criminal and civil law enforcement agencies;

“B. intelligence, defense, and homeland security agencies; and

“C. Federal functional regulators;

“(2) to enhance feedback and communications with financial institutions and other entities subject to requirements under the Bank Secrecy Act, including by providing guidance on the use of financial data in the United States and distributed under section 314(d) of the USA PATRIOT Act (31 U.S.C. 5311 note);

“(3) to assist FinCEN [Financial Crimes Enforcement Network of Department of the Treasury] in considering revisions to the reporting requirements promulgated under section 314(d) of the USA PATRIOT Act (31 U.S.C. 5311 note); and

“(4) for any other purpose the Secretary determines is appropriate.

“(e) CONFIDENTIALITY.—Any information received by a financial institution under this section shall be subject to confidentiality requirements established by the Secretary.

[For definitions of terms used in section 6201 of Pub. L. 116–283, see section 6003 of Pub. L. 116–283, set out below.]

ESTABLISHMENT OF BANK SECRECY ACT INNOVATION OFFICERS


“(a) APPOINTMENT OF OFFICERS.—Not later than 1 year after the date of enactment of this Act [Jan. 1, 2021], the Director of FinCEN [Financial Crimes Enforcement Network of Department of the Treasury] shall appoint Innovation Officers.

“(b) INNOVATION OFFICER.—The Innovation Officer shall be appointed by, and report to, the Director of FinCEN or the head of the Federal functional regulator, as applicable.

“(c) DUTIES.—Each Innovation Officer, in coordination with other Innovation Officers and the agencies of the Innovation Officers, shall—

“(1) assess the status of implementation and internal use of emerging technologies, including artificial intelligence, digital identity technologies, distributed ledger technologies, and other innovative technologies within FinCEN;
“(2) whether artificial intelligence, digital identity technologies, distributed ledger technologies, and other innovative technologies can be further leveraged to make data analysis by FinCEN more efficient and effective;

“(3) whether FinCEN could better use artificial intelligence, digital identity technologies, distributed ledger technologies, and other innovative technologies to—

“(A) more actively analyze and disseminate the information FinCEN collects and stores to provide investigative leads to Federal, State, Tribal, and local law enforcement agencies and other Federal agencies; and

“(B) better support ongoing investigations by FinCEN when referring a case to the agencies described in subparagraph (A);

“(4) with respect to each of paragraphs (1), (2), and (3), any best practices or significant concerns identified by the Director, and their applicability to artificial intelligence, digital identity technologies, distributed ledger technologies, and other innovative technologies with respect to United States efforts to combat money laundering and other forms of illicit finance;

“(5) any policy recommendations that could facilitate and improve communication and coordination between the private sector, FinCEN, and the agencies described in paragraph (3) through the implementation of innovative approaches to meet the obligations of the agencies under the Bank Secrecy Act and anti-money laundering compliance; and

“(6) any other matter the Director determines is appropriate.’’

[For definition of ‘‘Bank Secrecy Act’’ as used in section 6216 of Pub. L. 116–283, set out above, see section 6003 of Pub. L. 116–283, set out below.]

SUPERVISORY TEAM FOR ENCOURAGING INFORMATION SHARING AND PUBLIC-PRIVATE PARTNERSHIPS


“(a) IN GENERAL.—The Secretary [of the Treasury] shall convene a supervisory team of relevant Federal agencies, private sector experts in banking, national security, and law enforcement, and other stakeholders to examine strategies to increase cooperation between the public and private sectors for purposes of countering illicit finance, including proliferation finance and sanctions evasion.

“(b) MEETINGS.—The supervisory team convened under subsection (a) shall meet periodically to advise on strategies to combat the risk relating to proliferation financing.

“(c) FEDERAL ADVISORY COMMITTEE ACT.—The Federal Advisory Committee Act (5 U.S.C. App.) shall not apply to the supervisory team convened under subsection (a) or to the activities of the supervisory team.”

REVIEW OF REGULATIONS AND GUIDANCE


“(a) IN GENERAL.—The Secretary [of the Treasury], in consultation with the Federal functional regulators, the Financial Institutions Examination Council, the Attorney General, Federal law enforcement agencies, the Director of National Intelligence, the Secretary of Homeland Security, and the Commissioner of Internal Revenue, shall—

“(1) undertake a formal review of the regulations implementing the Bank Secrecy Act and guidance related to that Act—

“(A) to ensure the Department of the Treasury provides, on a continuing basis, for appropriate safeguards to protect the financial system from threats, including money laundering, the financing of terrorism and proliferation, to national security posed by various forms of financial crime;

“(B) to ensure that those provisions will continue to require certain reports or records that are highly useful in countering financial crime; and

“(C) to identify those regulations and guidance that—

“(i) may be outdated, redundant, or otherwise do not promote a risk-based anti-money laundering compliance and countering the financing of terrorism regime for financial institutions; or

“(ii) do not conform with the commitments of the United States to meet international standards to combat money laundering, financing of terrorism, serious tax fraud, or other financial crimes; and

“(2) make appropriate changes to the regulations and guidance described in paragraph (1) to improve, as appropriate, the efficiency of those provisions.

“(b) PUBLIC COMMENT.—The solicited public comment as part of the review required under subsection (a).

“(c) REPORT.—Not later than 1 year after the date of enactment of this Act [Jan. 1, 2021], the Secretary, in consultation with the Financial Institutions Examination Council, the Federal functional regulators, the Attorney General, Federal law enforcement agencies, the Director of National Intelligence, the Secretary of Homeland Security, and the Commissioner of Internal Revenue, shall submit to Congress a report that contains all findings and determinations made in carrying out the review required under subsection (a), including administrative or legislative recommendations.’’

[For definitions of ‘‘Federal functional regulator’’ and ‘‘Bank Secrecy Act’’, as used in section 6216 of Pub. L. 116–283, set out above, see section 6003 of Pub. L. 116–283, set out below.]

ESTABLISHMENT OF BANK SECRECY ACT INFORMATION SECURITY OFFICERS


“(a) APPOINTMENT OF OFFICERS.—Not later than 1 year after the effective date of the regulations promulgated under subsection (d) of section 310 of title 31, United States Code, as added by section 6216 of this division, a Bank Secrecy Act Information Security Officer shall be appointed, from among individuals with expertise in Federal information security or privacy laws or Bank Secrecy Act disclosure policies and procedures—

“(1) within each Federal functional regulator, by the head of the Federal functional regulator;

“(2) within FinCEN [Financial Crimes Enforcement Network of the Department of the Treasury], by the Director of FinCEN, and

“(3) within the Internal Revenue Service, by the Secretary.

“(b) DUTIES.—Each Bank Secrecy Act Information Security Officer shall, with respect to the applicable regulator, bureau, or Center within which the Officer is located—

“(1) be consulted each time Bank Secrecy Act regulations affecting information security or disclosure of Bank Secrecy Act information are developed or reviewed;

“(2) be consulted on information-sharing policies under the Bank Secrecy Act, including those that allow financial institutions to share information with each other and foreign affiliates, and those that allow Federal agencies to share with regulated entities;

“(3) be consulted on coordination and clarity between proposed Bank Secrecy Act regulations and information security and confidentiality requirements, including with respect to the reporting of suspicious transactions under section 5318(g) of title 31, United States Code;

“(4) be consulted on—

“(A) the development of new technologies that may strengthen information security and compliance with the Bank Secrecy Act; and

“(B) the protection of information collected by each Federal functional regulator under the Bank Secrecy Act; and
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"(5) develop metrics of program success."

[For definitions of "Bank Secrecy Act" and "Federal functional regulator" as used in section 6303 of Pub. L. 116–283, set out above, see section 6003 of Pub. L. 116–283, set out below.]

REVISED DUE DILIGENCE RULEMAKING


"(1) In general.—Not later than 1 year after the effective date of the regulations promulgated under section 5336(b)(4) of title 31, United States Code, as added by subsection (a) of this section, the Secretary of the Treasury shall consider the final rule entitled ‘Customer Due Diligence Requirements for Financial Institutions’ (81 Fed. Reg. 26097 (May 11, 2016)) to—

"(A) bring the rule into conformance with this division [see Tables for classification] and the amendments made by this division;

"(B) account for the access of financial institutions to beneficial ownership information filed by reporting companies under section 5336, and provided in the form and manner prescribed by the Secretary [of the Treasury], in order to confirm the beneficial ownership information provided directly to the financial institutions to facilitate the compliance of those financial institutions with anti-money laundering, combating the financing of terrorism, and customer due diligence requirements under applicable law; and

"(C) reduce any burdens on financial institutions and legal entity customers that are, in light of the enactment of this division and the amendments made by this division, unnecessary or duplicative.

"(2) Conformance.—

"(A) In general.—In carrying out paragraph (1), the Secretary of the Treasury shall rescind paragraphs (b) through (j) of section 1010.230 of title 31, Code of Federal Regulations upon the effective date of the revised rule promulgated under this subsection.

"(B) Rule of construction.—Nothing in this section may be construed to authorize the Secretary of the Treasury to repeal the requirement that financial institutions identify and verify beneficial owners of legal entity customers under section 1010.230(a) of title 31, Code of Federal Regulations.

"(3) Considerations.—In fulfilling the requirements under this subsection, the Secretary of the Treasury shall consider—

"(A) the use of risk-based principles for requiring reports of beneficial ownership information;

"(B) the degree of reliance by financial institutions on information provided by FinCEN [Financial Crimes Enforcement Network of the Department of the Treasury] for purposes of obtaining and updating beneficial ownership information;

"(C) strategies to improve the accuracy, completeness, and timeliness of the beneficial ownership information reported to the Secretary; and

"(D) any other matter that the Secretary determines is appropriate."

[For definition of ‘financial institution’ as used in section 6403(d) of Pub. L. 116–283, set out above, see section 6003 of Pub. L. 116–283, set out below.]
INTERNATIONAL MONEY LAUNDERING ABATEMENT AND FINANCIAL ANTI-TERRORISM ACT OF 2001; FINDINGS AND PURPOSES


“(a) FINDINGS.—The Congress finds that—

(1) money laundering, estimated by the International Monetary Fund to amount to between 2 and 5 percent of global gross domestic product, which is at least $600,000,000,000 annually, provides the financial fuel that permits transnational criminal enterprises to conduct and expand their operations to the detriment of the safety and security of American citizens;

(2) money laundering, and the defects in financial transparency on which money launderers rely, are critical to the financing of global terrorism and the provision of funds for terrorist attacks;

(3) money launderers subvert legitimate financial mechanisms and banking relationships by using them as protective covering for the movement of criminal proceeds and the financing of crime and terrorism, and, by so doing, can threaten the safety of United States citizens and undermine the integrity of United States financial institutions and of the global financial and trading systems upon which prosperity and growth depend;

(4) certain jurisdictions outside of the United States that offer ‘offshore’ banking and related facilities designed to provide anonymity, coupled with weak financial supervisory and enforcement regimes, provide essential tools to disguise ownership and movement of criminal funds derived from, or used to commit, offenses ranging from narcotics trafficking, terrorism, arms smuggling, and international drug trafficking, and, by so doing, can threaten the safety of United States citizens and undermine the integrity of United States financial institutions and of the global financial and trading systems upon which prosperity and growth depend;

(5) transactions involving such offshore jurisdictions make it difficult for law enforcement officials and regulators to follow the trail of money earned by criminals, organized international criminal enterprises, and global terrorist organizations;

(6) correspondent banking facilities are one of the banking mechanisms susceptible in some circumstances to manipulation by foreign banks to permit the laundering of funds by hiding the identity of real parties in interest linked to financial transactions; and

(7) private banking services can be susceptible to manipulation by money launderers, for example corrupt foreign government officials, particularly if those services include the creation of offshore accounts and facilities for large personal funds transfers to channel funds into accounts around the globe;

(8) United States anti-money laundering efforts are impeded by outdated and inadequate statutory provisions that make investigations, prosecutions, and forfeitures more difficult, particularly in cases in which money laundering involves foreign persons, foreign banks, or foreign countries;

(9) the ability to mount effective counter-measures to international money launderers requires national, as well as bilateral and multilateral, action, using tools specially designed for that effort; and

(10) the Basel Committee on Banking Regulation and Supervisory Practices and the Financial Action Task Force on Money Laundering, of both of which the United States is a member, have each adopted international anti-money laundering principles and recommendations;  

(b) PURPOSES.—The purposes of this title [see Short Title of 2001 Amendment note set out under section 5301 of this title] are—

(1) to increase the strength of United States measures to prevent, detect, and prosecute international money laundering and the financing of terrorism;
“(2) to ensure that—
“(A) banking transactions and financial relationships and the conduct of such transactions and relationships, do not contravene the purposes of subchapter II of chapter 53 of title 31, United States Code, section 21 of the Federal Deposit Insurance Act [12 U.S.C. 1828b], or chapter 2 of title I of Public Law 91–508 [84 Stat. 1116], or facilitate the evasion of any such provision; and
“(B) the purposes of such provisions of law continue to be fulfilled, and such provisions of law are effectively and efficiently administered;
“(3) to strengthen the provisions put into place by the Money Laundering Control Act of 1986 [18 U.S.C. 961 note] (see Short Title of 1986 Amendment note set out under section 961 of Title 18, Crimes and Criminal Procedure), especially with respect to crimes by non-United States nationals and foreign financial institutions;
“(4) to provide a clear national mandate for subjecting to special scrutiny those foreign jurisdictions, financial institutions operating outside of the United States, and classes of international transactions or types of accounts that pose particular, identifiable opportunities for criminal abuse;
“(5) to provide the Secretary of the Treasury (in this paragraph referred to as the ‘Secretary’) with broad discretion, subject to the safeguards provided by the Administrative Procedure Act under title 5, United States Code [5 U.S.C. 551 et seq., 701 et seq.], to take measures tailored to the particular money laundering problems presented by specific foreign jurisdictions, financial institutions operating outside of the United States, and classes of international transactions or types of accounts;
“(6) to ensure that the employment of such measures by the Secretary permits appropriate opportunity for comment by affected financial institutions;
“(7) to provide guidance to domestic financial institutions on particular foreign jurisdictions, financial institutions operating outside of the United States, and classes of international transactions or types of accounts that are of primary money laundering concern to the United States Government;
“(8) to ensure that the forfeiture of any assets in connection with the anti-terrorist efforts of the United States permits for adequate challenge consistent with providing due process rights;
“(9) to clarify the terms of the safe harbor from civil liability for filing suspicious activity reports;
“(10) to strengthen the authority of the Secretary to issue and administer geographic targeting orders, and to clarify that violations of such orders or any other requirement imposed under the authority contained in chapter 2 of title I of Public Law 91–508 [12 U.S.C. 1861 et seq.] and subchapter II of chapter 53 of title 31, United States Code, may result in criminal and civil penalties;
“(11) to ensure that all appropriate elements of the financial services industry are subject to appropriate requirements to report potential money laundering transactions to proper authorities, and that jurisdictional disputes do not hinder examination of compliance by financial institutions with relevant reporting requirements;
“(12) to strengthen the ability of financial institutions to maintain the integrity of their employee population; and
“(13) to strengthen measures to prevent the use of the United States financial system for personal gain by corrupt foreign officials and to facilitate the repatriation of any stolen assets to the citizens of countries to which such assets belong.”

FOUR-YEAR CONGRESSIONAL REVIEW: EXPEDITED CONSIDERATION

COORDINATING EFFORTS TO DETER MONEY LAUNDERING
“(a) COOPERATION AMONG FINANCIAL INSTITUTIONS, REGULATORY AUTHORITIES, AND LAW ENFORCEMENT AUTHORITIES—
“(1) REGULATIONS.—The Secretary [of the Treasury] shall, within 120 days after the date of enactment of this Act [Oct. 26, 2001], adopt regulations to encourage further cooperation among financial institutions, their regulatory authorities, and law enforcement authorities, with the specific purpose of encouraging regulatory authorities and law enforcement agencies to share with financial institutions information regarding individuals, entities, and organizations engaged in, or reasonably suspected based on credible evidence of engaging in, terrorist acts or money laundering activities.
“(2) COOPERATION AND INFORMATION SHARING PROCEDURES.—The regulations adopted under paragraph (1) may include or create procedures for cooperation and information sharing focusing on—
“(A) matters specifically related to the finances of terrorist groups, the means by which terrorist groups transfer funds around the world and within the United States, including through the use of charitable organizations, nonprofit organizations, and nongovernmental organizations, the extent to which financial institutions in the United States are unwittingly involved in such finances, and the extent to which such institutions are at risk as a result;
“(B) the relationship, particularly the financial relationship, between international narcotics traffickers and foreign terrorist organizations, the extent to which their memberships overlap and engage in joint activities, and the extent to which they cooperate with each other in raising and transferring funds for their respective purposes; and
“(C) means of facilitating the identification of accounts and transactions involving terrorist groups and facilitating the exchange of information concerning such accounts and transactions between financial institutions and law enforcement organizations.
“(3) CONTENTS.—The regulations adopted pursuant to paragraph (1) may—
“(A) require that each financial institution designate 1 or more persons to receive information concerning, and monitor accounts of, individuals, entities, and organizations identified pursuant to paragraph (1); and
“(B) further establish procedures for the protection of the shared information, consistent with the capacity, size, and nature of the financial institution to which the particular procedures apply.
“(4) RULE OF CONSTRUCTION.—The receipt of information by a financial institution pursuant to this section shall not relieve or otherwise modify the obligations of the financial institution with respect to any other person or account.
“(5) USE OF INFORMATION.—Information received by a financial institution pursuant to this section shall not be used for any purpose other than identifying and reporting on activities that may involve terrorist acts or money laundering activities.
“(b) COOPERATION AMONG FINANCIAL INSTITUTIONS.— Upon notice provided to the Secretary, 2 or more financial institutions and any association of financial institutions may share information with one another regarding individuals, entities, organizations, and countries suspected of possible terrorist or money laundering activities. A financial institution or association that transmits, receives, or shares such information for the purposes of identifying and reporting activities that may involve terrorist acts or money laundering activities shall not be liable to any person under any law or regulation of the United States, any constitutional, law, or regulation of any State or political subdivision thereof, or under any contract or other legally enforceable agreement (including any arbitration agreement), for such disclosure or for any failure to provide notice of such disclosure to the person who is the subject of such disclosure, or any other person identified in the disclosure, except where such transmission, receipt, or sharing violates this section or regulations promulgated pursuant to this section.

“(c) RULE OF CONSTRUCTION.—Compliance with the provisions of this title [see Short Title of 2001 Amendment note set out under §5301 of this title] requiring or allowing financial institutions and any association of financial institutions to disclose or share information regarding individuals, entities, and organizations engaged in or suspected of engaging in terrorism, terrorist acts or money laundering activities shall not constitute a violation of the provisions of title V of the Gramm-Leach-Bliley Act [Public Law 106–102] [15 U.S.C. 6801 et seq.].

“(d) REPORTS TO THE FINANCIAL SERVICES INDUSTRY ON SUSPICIOUS FINANCIAL ACTIVITIES.—At least semiannually, the Secretary shall—

“(1) publish a report containing a detailed analysis identifying patterns of suspicious activity and other investigative insights derived from suspicious activity reports and investigations conducted by Federal, State, and local law enforcement agencies to the extent appropriate; and

“(2) distribute such report to financial institutions (as defined in section 5312 of title 31, United States Code).”

REPORT AND RECOMMENDATION ON LEGISLATIVE ACTION ON INTERNATIONAL COUNTER MONEY LAUNDERING PROVISIONS

Pub. L. 107–56, title III, §324, Oct. 26, 2001, 115 Stat. 316, provided that: “Not later than 30 months after the date of enactment of this Act [Oct. 26, 2001], the Secretary [of the Treasury], in consultation with the Attorney General, the Federal banking agencies (as defined in section 5312 of title 31, United States Code), the National Credit Union Administration Board, the Securities and Exchange Commission, and such other agencies as the Secretary may determine, shall evaluate the operations of the provisions of this subtitle [subtitle A (§§311–330) of title III of Pub. L. 107–56, enacting section 3318A of this title, amending sections 3312 and 3318 of this title, sections 1828 and 1842 of Title 12, Banks and Banking, sections 981, 983, and 1956 of Title 18, Crimes and Criminal Procedure, section 833 of Title 21, Food and Drugs, and sections 2466 and 2467 of Title 26, Judiciary and Judicial Procedure, and enacting provisions set out as notes under this section and section 3318 of this title, sections 1828 and 1842 of Title 12, and section 983 of Title 18] and make recommendations to Congress as to any legislative action with respect to this subtitle as the Secretary may determine to be necessary or advisable.”

INTERNATIONAL COOPERATION ON IDENTIFICATION OF ORIGINATORS OF WIRE TRANSFERS


“(1) in consultation with the Attorney General and the Secretary of State, take all reasonable steps to encourage foreign governments to require the inclusion of the name of the originator in wire transfer instructions sent to the United States and other countries, with the information to remain with the transfer from its origination until the point of disbursement; and

“(2) report annually to the Committee on Financial Services of the House of Representatives and the Committee on Banking, Housing, and Urban Affairs of the Senate on—

“(A) progress toward the goal enumerated in paragraph (1), as well as impediments to implementation and an estimated compliance rate; and

“(B) impediments to instituting a regime in which all appropriate identification, as defined by the Secretary, about wire transfer recipients shall be included with wire transfers from their point of origination until disbursement.”

CRIMINAL PENALTIES

Pub. L. 107–56, title III, §339, Oct. 26, 2001, 115 Stat. 319, provided that: “Any person who is an official or employee of any department, agency, bureau, office, commission, or other entity of the Federal Government, and any other person who is acting for or on behalf of any such entity, who, directly or indirectly, in connection with the administration of this title [see Short Title of 2001 Amendment note set out under §5301 of this title], corruptly demands, seeks, receives, accepts, or agrees to receive or accept anything of value personally or for any other person or entity in return for—

“(1) being influenced in the performance of any official act;

“(2) being influenced to commit or aid in the committing, or to collude in, or allow, any fraud, or make opportunity for the commission of any fraud, on the United States; or

“(3) being induced to do or omit to do any act in violation of the official duty of such official or person, shall be fined in an amount not more than 3 times the monetary equivalent of the thing of value, or imprisoned for not more than 15 years, or both. A violation of this section shall be subject to chapter 227 of title 18, United States Code, and the provisions of the United States Sentencing Guidelines.”

REPORT ON INVESTMENT COMPANIES


“(1) IN GENERAL.—Not later than 1 year after the date of enactment of this Act [Oct. 26, 2001], the Secretary [of the Treasury], the Board of Governors of the Federal Reserve System, and the Securities and Exchange Commission shall jointly submit to the Congress on recommendations for effective regulations to apply the requirements of subchapter II of chapter 53 of title 31, United States Code, to investment companies pursuant to section 5312(a)(2)(I) of title 31, United States Code.

“(2) DEFINITION.—For purposes of this subsection, the term ‘investment company’—

“(A) has the same meaning as in section 3 of the Investment Company Act of 1940 (15 U.S.C. 80a–3); and

“(B) includes any person that, but for the exceptions provided for in paragraph (1) or (7) of section 3(c) of the Investment Company Act of 1940 (15 U.S.C. 80a–3(c)), would be an investment company.

“(3) ADDITIONAL RECOMMENDATIONS.—The report required by paragraph (1) may make different recommendations for different types of entities covered by this subsection.

“(4) BENEFICIAL OWNERSHIP OF PERSONAL HOLDING COMPANIES.—The report described in paragraph (1) shall also include recommendations as to whether the Secretary should promulgate regulations to treat any corporation, business trust, or other grantor trust whose
assets are predominantly securities, bank certificates of deposit, or other securities or investment instruments (other than such as relate to operating subsidiaries of such corporation or trust) and that has 5 or fewer common shareholders or holders of beneficial or other equity interest, as a financial institution within the meaning of that phrase in section 5312(a)(2)(I) and whether to require such corporations or trusts to disclose their beneficial owners when opening accounts or initiating funds transfers at any domestic financial institution.’’

REPORT ON NEED FOR ADDITIONAL LEGISLATION RELATING TO INFORMAL MONEY TRANSFER SYSTEMS


‘‘(a) UNIFORM LAWS AND ENFORCEMENT.—For purposes of preventing money laundering and protecting the payment system from fraud and abuse, it is the sense of the Congress that the several States should—

‘‘(1) establish uniform laws for licensing and regulating businesses which—

‘‘(A) provide check cashing, currency exchange, or money transmitting or remittance services, or issue or redeem money orders, travelers’ checks, and other similar instruments; and

‘‘(B) are not depository institutions (as defined in section 5313(g) of title 31, United States Code); and

‘‘(2) provide sufficient resources to the appropriate State agency to enforce such laws and regulations prescribed pursuant to such laws.

‘‘(b) MODEL STATUTE.—It is the sense of the Congress that the several States should develop, through the auspices of the National Conference of Commissioners on Uniform State Laws, the American Law Institute, or such other forum as the States may determine to be appropriate, a model statute to carry out the goals described in subsection (a) which would include the following:

‘‘(1) LICENSING REQUIREMENTS.—A requirement that any business described in subsection (a)(1) be licensed and regulated by an appropriate State agency in order to engage in any such activity within the State.

‘‘(2) LICENSING STANDARDS.—A requirement that—

in order for any business described in subsection (a)(1) to be licensed in the State, the appropriate State agency shall review and approve—

‘‘(i) the business record and the capital adequacy of the business seeking the license; and

‘‘(ii) the competence, experience, integrity, and financial ability of any individual who—

‘‘(I) is a director, officer, or supervisory employee of such business; or

‘‘(II) owns or controls such business; and

‘‘(B) any record, on the part of any business seeking the license or any person referred to in subparagraph (A)(i), of—

‘‘(i) any criminal activity;

‘‘(ii) any fraud or other act of personal dishonesty;

‘‘(iii) any act, omission, or practice which constitutes a breach of a fiduciary duty; or

‘‘(iv) any suspension or removal, by any agency or department of the United States or any State, from participation in the conduct of any federally or State licensed or regulated business,

may be grounds for the denial of any such license by the appropriate State agency.

(3) REPORTING REQUIREMENTS.—A requirement that any business described in subsection (a)(1)—

‘‘(A) disclose to the appropriate State agency the fees charged to consumers for services described in subsection (a)(1); and

‘‘(B) conspicuously disclose to the public, at each location of such business, the fees charged to consumers for such services.

(4) PROCEDURES TO ENSURE COMPLIANCE WITH FEDERAL CASH TRANSACTION REPORTING REQUIREMENTS.—A civil or criminal penalty for operating any business referred to in paragraph (1) without establishing and complying with appropriate procedures to ensure compliance with subchapter II of chapter 53 of title 31, United States Code (relating to records and reports on monetary instruments transactions).

(5) CRIMINAL PENALTIES FOR OPERATION OF BUSINESS WITHOUT A LICENSE.—A civil or criminal penalty for operating any business referred to in paragraph (1) without a license within the State after the end of an appropriate transition period beginning on the date of enactment of such model statute by the State.

‘‘(c) STUDY REQUIRED.—The Secretary of the Treasury shall conduct a study of—

‘‘(1) the progress made by the several States in developing and enacting a model statute which—

(A) meets the requirements of subsection (b); and

(B) furthers the goals of—

‘‘(i) preventing money laundering by businesses which are required to be licensed under any such statute; and

‘‘(ii) protecting the payment system, including the receipt, payment, collection, and clearing of checks, from fraud and abuse by such businesses; and

‘‘(2) the adequacy of—

(A) the activity of the several States in enforcing the requirements of such statute; and

(B) the resources made available to the appropriate State agencies for such enforcement activity.

‘‘(d) REPORT REQUIRED.—Not later than the end of the 3-year period beginning on the date of enactment of this Act [Sept. 23, 1994] and not later than the end of each of the first two 1-year periods beginning after the end of such 3-year period, the Secretary of the Treasury shall submit a report to the Congress containing the findings and recommendations of the Secretary in connection with the study under subsection (c), together with such recommendations for legislative and administrative action as the Secretary may determine to be appropriate.

(e) RECOMMENDATIONS IN CASES OF INADEQUATE REGULATION AND ENFORCEMENT BY STATES.—If the Secretary of the Treasury determines that any State has been unable to—

(1) enact a statute which meets the requirements described in subsection (b); and

(2) undertake adequate activity to enforce such statute; or

(3) make adequate resources available to the appropriate State agency for such enforcement activity.

the report submitted pursuant to subsection (d) shall contain recommendations of the Secretary which are designed to facilitate the enactment and enforcement by the State of such a statute.

‘‘(f) FEDERAL FUNDING STUDY.—

‘‘(1) STUDY REQUIRED.—The Secretary of the Treasury shall conduct a study to identify possible available sources of Federal funding to cover costs which will be incurred by the States in carrying out the purposes of this section.

‘‘(2) REPORT.—The Secretary of the Treasury shall submit a report to the Congress on the study conducted pursuant to paragraph (1) not later than the end of the 18-month period beginning on the date of enactment of this Act [Sept. 23, 1994].’’
ANTI-MONEY LAUNDERING TRAINING TEAM

Pub. L. 102–550, title XV, §1518, Oct. 28, 1992, 106 Stat. 4060, provided that: ‘‘The Secretary of the Treasury and the Attorney General shall jointly establish a team of experts to assist and provide training to foreign governments and agencies thereof in developing and expanding their capabilities for investigating and prosecuting violations of money laundering and related laws.’’

ADVISORY GROUP ON REPORTING REQUIREMENTS


‘‘(a) ESTABLISHMENT.—Not later than 90 days after the date of enactment of this Act [Oct. 28, 1992], the Secretary of the Treasury shall establish a Bank Secrecy Act Advisory Group consisting of representatives of the Department of the Treasury, the Department of Justice, and the Office of National Drug Control Policy and of other interested persons and financial institutions subject to the reporting requirements of subsection (a) have been used; and

‘‘(b) PURPOSES.—The Advisory Group shall provide a means by which the Secretary—

‘‘(1) informs private sector representatives, on a regular basis, of the ways in which the reports submitted pursuant to the requirements referred to in subsection (a) have been used;

‘‘(2) informs private sector representatives, on a regular basis, of how information regarding suspicious financial transactions provided voluntarily by financial institutions has been used; and

‘‘(3) receives advice on the manner in which the reporting requirements referred to in subsection (a) should be modified to enhance the ability of law enforcement agencies to use the information provided for law enforcement purposes.


‘‘(d) SUBCOMMITTEE ON INNOVATION AND TECHNOLOGY.—

‘‘(1) DEFINITIONS.—In this subsection, the terms ‘Bank Secrecy Act’, ‘State bank supervising’ and ‘State credit union supervising’ have the meanings given to the terms in section 6003 of the Anti-Money Laundering Act of 2020 [div. F of Pub. L. 116–283; see note below].

‘‘(2) ESTABLISHMENT.—There shall be within the Bank Secrecy Act Advisory Group a subcommittee to be known as the ‘Subcommittee on Innovation and Technology’ to—

‘‘(A) advise the Secretary of the Treasury regarding means by which the Department of the Treasury, FinCEN, the Federal functional regulators, State bank supervisors, and State credit union supervisors, as appropriate, can most effectively encourage and support technological innovation in the area of anti-money laundering and countering the financing of terrorism and proliferation; and

‘‘(B) reduce, to the extent practicable, obstacles to innovation that may arise from existing regulations, guidance, and examination practices related to compliance of financial institutions with the Bank Secrecy Act.

‘‘(3) MEMBERSHIP.—

‘‘(A) IN GENERAL.—The subcommittee established under paragraph (1) shall consist of the representatives of the heads of the Federal functional regulators, including, as appropriate, the Bank Secrecy Act Innovation Officers as established in section 6208 of the Anti-Money Laundering Act of 2020 [see note above], a representative of State bank supervisors, a representative of State credit union supervisors, representatives of a cross-section of financial institutions subject to the Bank Secrecy Act, law enforcement, FinCEN, and any other representative as determined by the Secretary of the Treasury.

‘‘(B) REQUIREMENTS.—Each agency representative described in subparagraph (A) shall be an individual who has demonstrated knowledge and competence concerning the application of the Bank Secrecy Act.

‘‘(4) SUNSET.—

‘‘(A) IN GENERAL.—Except as provided in subparagraph (B), the Subcommittee on Innovation and Technology shall terminate on the date that is 5 years after the date of enactment of this subsection [Jan. 1, 2021].

‘‘(B) EXCEPTION.—The Secretary of the Treasury may renew the Subcommittee for 1-year periods beginning on the date that is 5 years after the date of enactment of this subsection.

‘‘(e) SUBCOMMITTEE ON INFORMATION SECURITY AND CONFIDENTIALITY.—

‘‘(1) IN GENERAL.—There shall be within the Bank Secrecy Act Advisory Group a subcommittee to be known as the Subcommittee on Information Security and Confidentiality (in this subsection referred to as the ‘Subcommittee’) to advise the Secretary of the Treasury regarding the information security and confidentiality implications of regulations, guidance, information sharing programs, and the examination for compliance with and enforcement of the provisions of the Bank Secrecy Act.

‘‘(2) MEMBERSHIP.—

‘‘(A) IN GENERAL.—The Subcommittee shall consist of the representatives of the heads of the Federal functional regulators, including, as appropriate, the Bank Secrecy Act Information Security Officers as established in section 6003 of the Anti-Money Laundering Act of 2020 [see note above], and representatives from financial institutions subject to the Bank Secrecy Act, law enforcement, FinCEN, and any other representatives as determined by the Secretary of the Treasury.

‘‘(B) REQUIREMENTS.—Each agency representative described in subparagraph (A) shall be an individual who has demonstrated knowledge and competence concerning the application of the Bank Secrecy Act and familiarity with and expertise in applicable laws.

‘‘(3) SUNSET.—

‘‘(A) IN GENERAL.—Except as provided in subparagraph (B), the Subcommittee shall terminate on the date that is 5 years after the date of enactment of this subsection [Jan. 1, 2021].

‘‘(B) EXCEPTION.—The Secretary of the Treasury may renew the Subcommittee for 1-year periods beginning on the date that is 5 years after the date of enactment of this subsection.

‘‘(f) DEFINITIONS.—In this section:

‘‘(1) BANK SECRECY ACT.—The term ‘Bank Secrecy Act’ has the meaning given the term in section 6003 of the Anti-Money Laundering Act of 2020 [see note below].


‘‘(3) FINCEN.—The term ‘FinCEN’ means the Financial Crimes Enforcement Network of the Department of the Treasury.

‘‘(4) FINANCIAL INSTITUTION.—The term ‘financial institution’ has the meaning given the term in section 5312 of title 31, United States Code.

‘‘(5) STATE CREDIT UNION SUPERVISOR.—The term ‘State credit union supervisor’ means a State official described in section 107A(e) of the Federal Credit Union Act (12 U.S.C. 1757a(e)).’’

GAO FEASIBILITY STUDY OF FINANCIAL CRIMES ENFORCEMENT NETWORK

“(a) STUDY REQUIRED.—The Comptroller General of the United States shall conduct a feasibility study of the Financial Crimes Enforcement Network (popularly referred to as ‘FinCen’) established by the Secretary of the Treasury in cooperation with other agencies and departments of the United States and appropriate Federal banking agencies.

(b) SPECIFIC REQUIREMENTS.—In conducting the study required under subsection (a), the Comptroller General shall examine and evaluate—

(1) the extent to which Federal, State, and local governmental and nongovernmental organizations are voluntarily providing information which is necessary for the system to be useful for law enforcement purposes;

(2) the extent to which the operational guidelines established for the system provide for the coordinated and efficient entry of information into, and withdrawal of information from, the system;

(3) the extent to which the operating procedures established for the system provide appropriate standards or guidelines for determining—

(A) who is to be given access to the information in the system;

(B) what limits are to be imposed on the use of such information and

(C) how information about activities or relationships which involve or are closely associated with the exercise of constitutional rights is to be safeguarded out of the system; and

(4) the extent to which the operating procedures established for the system provide for the prompt verification of the accuracy and completeness of information entered into the system and the prompt deletion or correction of inaccurate or incomplete information.

(c) REPORT TO CONGRESS.—Before the end of the 1-year period, beginning on the date of the enactment of this Act [Oct. 29, 1992], the Comptroller General of the United States shall submit a report to the Congress containing the findings and conclusions of the Comptroller General in connection with the study conducted pursuant to subsection (a), together with such recommendations for legislative or administrative action as the Comptroller General may determine to be appropriate.

REPORTS ON USES MADE OF CURRENCY TRANSACTION REPORTS

Pub. L. 101–647, title I, § 101, Nov. 29, 1990, 104 Stat. 4789, provided that: “Not later than 180 days after the effective date of this section [Nov. 29, 1990], and every 2 years for 4 years, the Secretary of the Treasury shall submit an interim report to the Congress pursuant to subsection (a), together with such recommendations for legislative or administrative action as the Secretary may determine to be appropriate.

(1) The Secretary of the Treasury shall submit an interim report to the Senate Committee on Banking, Finance, and Urban Affairs and to the House Committee on Banking, Finance, and Urban Affairs on the findings and conclusions reached by the Secretary in connection with the study conducted pursuant to subsection (a), and every 2 years thereafter, shall submit a final report to such Committees and the President on the outcome of those negotiations and shall identify, in

INTERNATIONAL CURRENCY TRANSACTION REPORTING

Pub. L. 100–690, title IV, § 4701, Nov. 18, 1988, 102 Stat. 4290, stated Congressional findings concerning success of cash transaction and money laundering control statutes in United States and desirability of United States playing a leadership role in development of similar international system, urged United States Government to seek active cooperation of other countries in enforcement of such statutes, urged Secretary of the Treasury to negotiate with finance ministers of foreign countries to establish an international currency control agency to serve as a central source of information and database for international drug enforcement agencies to collect and analyze currency transaction reports filed by member countries, and encouraged adoption, by member countries, of uniform cash transaction and money laundering statutes, prior to repeal by Pub. L. 102–583, §6(e)(1), Nov. 2, 1992. 106 Stat. 4933.

RESTRICTIONS ON LAUNDERING OF UNITED STATES CURRENCY


“(a) FINDINGS.—The Congress finds that international currency transactions, especially in United States currency, that involve the proceeds of narcotics trafficking fuel trade in narcotics in the United States and worldwide and consequently are a threat to the national security of the United States.

“(b) PURPOSE.—The purpose of this section is to provide for international negotiations that would expand access to information on transactions involving large amounts of United States currency wherever those transactions occur worldwide.

“(c) NEGOTIATIONS.—(1) The Secretary of the Treasury (hereinafter in this section referred to as the ‘Secretary’) shall enter into negotiations with the appropriate financial supervisory agencies and other officials of any foreign country the financial institutions of which do business in United States currency. Highest priority shall be attached to countries whose financial institutions the Secretary determines, in consultation with the Attorney General and the Director of National Drug Control Policy, may be engaging in currency transactions involving the proceeds of international narcotics trafficking, particularly United States currency derived from drug sales in the United States.

“(2) The purposes of negotiations under this subsection are—

“(A) to reach one or more international agreements to ensure that foreign banks and other financial institutions maintain adequate records of large United States currency transactions, and

“(B) to establish a mechanism whereby such records may be made available to United States law enforcement officials.

“In carrying out such negotiations, the Secretary should seek to enter into and further cooperative efforts, voluntary information exchanges, the use of letters rogatory, and mutual legal assistance treaties.

“(d) REPORTS.—Not later than 1 year after the date of enactment of this Act [Nov. 18, 1988], the Secretary shall submit an interim report to the Committee on Banking, Finance and Urban Affairs of the House of Representatives and the Committee on Banking, Housing, and Urban Affairs of the Senate on progress in the negotiations under subsection (c). Not later than 2 years after such enactment, the Secretary shall submit a final report to such Committees and the President on the outcome of those negotiations and shall identify, in
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consultation with the Attorney General and the Director of National Drug Control Policy, countries—

(1) with respect to which the Secretary determines there is evidence that the financial institutions in such countries are engaging in currency transactions involving the proceeds of international narcotics trafficking; and

(2) which have not reached agreement with United States authorities on a mechanism for exchanging adequate records on international currency transactions in connection with narcotics investigations and proceedings.

(e) AUTHORITY.—If after receiving the advice of the Secretary and in any case at the time of receipt of the Secretary’s report, the Secretary determines that a foreign country—

(1) has jurisdiction over financial institutions that are substantially engaging in currency transactions that affect (affect) the United States involving the proceeds of international narcotics trafficking;

(2) such country has not reached agreement on a mechanism for exchanging adequate records on international currency transactions in connection with narcotics investigations and proceedings; and

(3) such country is not negotiating in good faith to reach such an agreement,

the President shall impose appropriate penalties and sanctions, including temporarily or permanently—

(1) prohibiting such persons, institutions or other entities in such countries from participating in any United States dollar clearing or wire transfer system; and

(2) prohibiting such persons, institutions or entities in such countries from maintaining an account with any bank or other financial institution chartered under the laws of the United States or any State.

Any penalties or sanctions so imposed may be delayed or waived upon certification of the President to the Congress that it is in the national interest to do so. Financial institutions in such countries that maintain adequate records shall be exempt from such penalties and sanctions.

(1) DEFINITIONS.—For the purposes of this section—

(1) The term ‘United States currency’ means Federal Reserve Notes and United States coins.

(2) The term ‘adequate records’ means records of United States currency transactions in excess of $10,000 including the identification of the person initiating the transaction, the person’s business or occupation, and the account or accounts affected by the transaction, or other records of comparable effect.

INTERNATIONAL INFORMATION EXCHANGE SYSTEM; STUDY OF FOREIGN BRANCHES OF DOMESTIC INSTITUTIONS

Pub. L. 99–570, title I, §1363, Oct. 27, 1986, 100 Stat. 3297–33, required the Secretary of the Treasury to initiate discussions with the central banks or other appropriate governmental authorities of other countries and propose that an information exchange system be established to reduce international flow of money derived from illicit drug operations and other criminal activities and to report to Congress before the end of the 9-month period beginning Oct. 27, 1986. The Secretary of the Treasury was also required to conduct a study of (1) the extent to which foreign branches of domestic institutions are used to facilitate illicit transfers of or to evade reporting requirements on transfers of coins, currency, and other monetary instruments into and out of the United States; (2) the extent to which the law of the United States is applicable to the activities of such foreign branches; and (3) methods for obtaining the cooperation of the country in which any such foreign branch is located for purposes of enforcing the law of the United States with respect to transfers, and reports on transfers, of such monetary instruments into and out of the United States and to report to Congress before the end of the 9-month period beginning Oct. 27, 1986.

DEFINITIONS

Pub. L. 116–283, div. F, §6003, Jan. 1, 2021, 134 Stat. 4548, provided that: ‘‘In this division [see Tables for classification]:

(1) BANK SECRECY ACT.—The term ‘Bank Secrecy Act’ means—

(A) section 21 of the Federal Deposit Insurance Act (12 U.S.C. 1829b);

(B) chapter 2 of Title I of Public Law 91–508 (12 U.S.C. 1951 et seq.); and

(C) subchapter II of chapter 53 of title 31, United States Code.

(2) ELECTRONIC FUND TRANSFER.—The term ‘electronic fund transfer’ has the meaning given the term in section 903 of the Electronic Fund Transfer Act (15 U.S.C. 1693a).

(3) FEDERAL FUNCTIONAL REGULATOR.—The term ‘Federal functional regulator’—

(A) has the meaning given the term in section 509 of the Gramm-Leach-Bliley Act (15 U.S.C. 6809); and

(B) includes any Federal regulator that examines a financial institution for compliance with the Bank Secrecy Act.

(4) FINANCIAL AGENCY.—The term ‘financial agency’ has the meaning given the term in section 5312(a) of title 31, United States Code, as amended by section 6182 of this division.

(5) FINANCIAL INSTITUTION.—The term ‘financial institution’—

(A) has the meaning given the term in section 5312 of title 31, United States Code; and

(B) includes—

(i) an electronic fund transfer network; and

(ii) a clearing and settlement system.

(6) FINCEN.—The term ‘Fincen’ means the Financial Crimes Enforcement Network of the Department of the Treasury.

(7) SECRETARY.—The term ‘Secretary’ means the Secretary of the Treasury.

(8) STATE BANK SUPERVISOR.—The term ‘State bank supervisor’ has the meaning given the term in section 3 of the Federal Deposit Insurance Act (12 U.S.C. 1813).

(9) STATE CREDIT UNION SUPERVISOR.—The term ‘State credit union supervisor’ means a State official described in section 1074(e) of the Federal Credit Union Act (12 U.S.C. 1757(a)(e)).’’

§ 5312. Definitions and application

(a) In this subchapter—

(1) ‘financial agency’ means a person acting for a person (except for a country, a monetary or financial authority acting as a monetary or financial authority, or an international financial institution of which the United States Government is a member) as a financial institution, bailee, depository trustee, or agent, or acting in a similar way related to money, credit, securities, gold, a transaction in money, credit, securities or gold, or a service provided with respect to money, securities, futures, precious metals, stones and jewels, or value that substitutes for currency,

(2) ‘financial institution’ means—

(A) an insured bank (as defined in section 3(h) of the Federal Deposit Insurance Act (12 U.S.C. 1813(h)));

(B) a commercial bank or trust company;

(C) a private banker;

(D) an agency or branch of a foreign bank in the United States;

(E) any credit union;

(F) a thrift institution;

(G) a broker or dealer registered with the Securities and Exchange Commission under