§ 2932. Sense of Congress on United States-Russia cooperation and coordination on the prevention of weapons of mass destruction proliferation and terrorism

It is the sense of the Congress that, as soon as practical, the President should engage the President of the Russian Federation in a discussion of the purposes and goals for the establishment of the Office of the United States Coordinator for the Prevention of Weapons of Mass Destruction Proliferation and Terrorism (in this section referred to as the “Office”), the authorities and responsibilities of the United States Coordinator for the Prevention of Weapons of Mass Destruction Proliferation and Terrorism (in this section referred to as the “United States Coordinator”), and the importance of strong cooperation between the United States Coordinator and a senior official of the Russian Federation having authorities and responsibilities for preventing weapons of mass destruction proliferation and terrorism commensurate with those of the United States Coordinator, and with whom the United States Coordinator should coordinate planning and implementation of activities within and outside of the Russian Federation having the purpose of preventing weapons of mass destruction proliferation and terrorism.
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This chapter may be cited as the “National Security Act of 1947”.

(July 26, 1947, ch. 343, §1, 61 Stat. 495.)

References in Text
This chapter, referred to in text, was in the original “this Act”, meaning act July 26, 1947, ch. 343, 61 Stat. 495, known as the National Security Act of 1947, which is classified principally to this chapter, for complete classification of this Act to the Code, see Tables.

Codification
Section was formerly classified as a note under section 401 of this title prior to editorial reclassification as this section.

Change of Name
“(a) DIRECTOR OF CENTRAL INTELLIGENCE AS HEAD OF INTELLIGENCE COMMUNITY.—Any reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director's capacity as the head of the intelligence community in any law, regulation, document, paper, or other record of the United States shall be deemed to be a reference to the Director of National Intelligence.
“(b) DIRECTOR OF CENTRAL INTELLIGENCE AS HEAD OF CIA.—Any reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director's capacity as the head of the Central Intelligence Agency in any law, regulation, document, paper, or other record of the United States shall be deemed to be a reference to the Director of the Central Intelligence Agency.
“(c) COMMUNITY MANAGEMENT STAFF.—Any reference to the Community Management Staff in any law, regulation, document, paper, or other record of the United States shall be deemed to be a reference to the staff of the Office of the Director of National Intelligence.”

Effective Date of 2004 Amendment; Transition Provisions
"SEC. 1091. TRANSFER OF COMMUNITY MANAGEMENT STAFF.

"(a) Transfer.—There shall be transferred to the Office of the Director of National Intelligence such staff of the Community Management Staff as of the date of the enactment of this Act [Dec. 17, 2004] as the Director of National Intelligence determines to be appropriate, including all functions and activities discharged by the Community Management Staff as of that date.

"(b) Administration.—The Director of National Intelligence shall administer the Community Management Staff after the date of the enactment of this Act [Dec. 17, 2004] as a component of the Office of the Director of National Intelligence under section 103 of the National Security Act of 1947 [50 U.S.C. 3025], as amended by section 1011(a) of this Act.

"SEC. 1092. TRANSFER OF TERRORIST THREAT INTEGRATION CENTER.

"(a) Transfer.—There shall be transferred to the National Counterterrorism Center the Terrorist Threat Integration Center (TTIC) or its successor entity, including all functions and activities discharged by the TTIC or its successor entity as of the date of the enactment of this Act [Dec. 17, 2004].

"(b) Administration.—The Director of the National Counterterrorism Center shall administer the Terrorist Threat Integration Center after the date of the enactment of this Act [Dec. 17, 2004] as a component of the Directorate of Intelligence of the National Counterterrorism Center under section 119(i) of the National Security Act of 1947 [50 U.S.C. 3056(i)], as added by section 1021(a) [1021] of this Act.

"SEC. 1093. TERMINATION OF POSITIONS OF ASSISTANT DIRECTORS OF CENTRAL INTELLIGENCE.

"(a) Termination.—The positions referred to in subsection (b) are hereby abolished.

"(b) Covered Positions.—The positions referred to in this subsection are as follows:

"(1) The Assistant Director of Central Intelligence for Collection.

"(2) The Assistant Director of Central Intelligence for Analysis and Production.

"(3) The Assistant Director of Central Intelligence for Administration.

"SEC. 1094. IMPLEMENTATION PLAN.

"The President shall transmit to Congress a plan for the implementation of this title [see Tables for classification] and the amendments made by this title. The plan shall address, at a minimum, the following:

"(1) The transfer of personnel, assets, and obligations to the Director of National Intelligence pursuant to this title.

"(2) Any consolidation, reorganization, or streamlining of activities transferred to the Director of National Intelligence pursuant to this title.

"(3) The establishment of offices within the Office of the Director of National Intelligence to implement the duties and responsibilities of the Director of National Intelligence as described in this title.

"(4) Specification of any proposed disposition of property, facilities, contracts, records, and other assets and obligations to be transferred to the Director of National Intelligence.

"(5) Recommendations for additional legislative or administrative action as the President considers appropriate.

"SEC. 1095. DIRECTOR OF NATIONAL INTELLIGENCE REPORT ON IMPLEMENTATION OF INTELLIGENCE COMMUNITY REFORM.

"(a) Report.—Not later than one year after the effective date of this Act [probably means the effective date of title I of Pub. L. 108-458, see below], the Director of National Intelligence shall submit to the congressional intelligence committees a report on the progress made in the implementation of this title [see Tables for classification], including the amendments made by this title. The report shall include a comprehensive description of the progress made, and may include such recommendations for additional legislative or administrative action as the Director considers appropriate.

"(b) CONGRESSIONAL INTELLIGENCE COMMITTEES DEFINED.—In this section, the term "congressional intelligence committees" means—

"(1) the Select Committee on Intelligence of the Senate; and

"(2) the Permanent Select Committee on Intelligence of the House of Representatives.

"SEC. 1096. TRANSITIONAL AUTHORITIES.

"(a) IN GENERAL.—Upon the request of the Director of National Intelligence, the head of any executive agency may, on a reimbursable basis, provide services or detail personnel to the Director of National Intelligence.

"(b) TRANSFER OF PERSONNEL.—In addition to any other authorities available under law for such purposes, in the fiscal years 2005 and 2006, the Director of National Intelligence—

"(1) is authorized within the Office of the Director of National Intelligence the total of 500 new personnel positions; and

"(2) with the approval of the Director of the Office of Management and Budget, may detail not more than 150 personnel funded within the National Intelligence Program to the Office of the Director of National Intelligence for a period of not more than 2 years.

"SEC. 1097. EFFECTIVE DATES.

"(a) IN GENERAL.—Except as otherwise expressly provided in this Act [see Tables for classification], this title [see Tables for classification] and the amendments made by this title shall take effect not later than six months after the date of the enactment of this Act [Dec. 17, 2004] [For determination by the President that certain sections of title I of Pub. L. 108-458 take effect earlier than six months after the date of enactment, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23025, set out as a note below.].

"(b) SPECIFIC EFFECTIVE DATES.—(1) A Not later than 60 days after the date of the appointment of the first Director of National Intelligence, the Director of National Intelligence shall first appoint individuals to positions within the Office of the Director of National Intelligence.

"(2) Subparagraph (A) shall not apply with respect to the Principal Deputy Director of National Intelligence.

"(3) Not later than 180 days after the effective date of this Act [probably means the effective date of title I of Pub. L. 108-458, see above], the President shall transmit to Congress the implementation plan required by section 1094.

"(4) Not later than one year after the date of the enactment of this Act [Dec. 17, 2004], the Director of National Intelligence shall prescribe regulations, policies, procedures, standards, and guidelines required under section 102A of the National Security Act of 1947 [50 U.S.C. 3028], as amended by section 1011(a) of this Act. [Functions of President under section 1094 of Pub. L. 108-458, set out in a note above, assigned to the Director of National Intelligence by section 3 of Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23025, set out as a note under section 301 of Title 3, The President.]

SHORT TITLE OF 2012 AMENDMENT

Pub. L. 112-235, §1, Dec. 28, 2012, 126 Stat. 1626, provided that: "This Act [amending provisions set out as a note under section 316 of this title] may be cited as the "Public Interest Declassification Board Reauthorization Act of 2012.""

SHORT TITLE OF 2004 AMENDMENT

Pub. L. 108-458, §1(a), Dec. 17, 2004, 118 Stat. 3638, provided that: "This Act [see Tables for classification] may be cited as the 'Intelligence Reform and Terrorism Prevention Act of 2004.'"

**Section of Title 10**

<table>
<thead>
<tr>
<th>Section of former Title 5</th>
<th>Section of Title 10</th>
</tr>
</thead>
<tbody>
<tr>
<td>411a(c)</td>
<td>5013, 5402.</td>
</tr>
<tr>
<td>626(a)</td>
<td>8012.</td>
</tr>
<tr>
<td>626(b)</td>
<td>[Repealed].</td>
</tr>
<tr>
<td>626(c)</td>
<td>101; T. 50 § 409.</td>
</tr>
<tr>
<td>626(d)</td>
<td>8011.</td>
</tr>
<tr>
<td>626(e)</td>
<td>8012.</td>
</tr>
<tr>
<td>626(f)</td>
<td>8033.</td>
</tr>
<tr>
<td>626(g)</td>
<td>8011.</td>
</tr>
<tr>
<td>626(h)</td>
<td>8012.</td>
</tr>
<tr>
<td>626(i)</td>
<td>8013.</td>
</tr>
<tr>
<td>626(j)</td>
<td>743, 8062.</td>
</tr>
</tbody>
</table>

**Savings Provisions**


"(a) HEAD OF INTELLIGENCE COMMUNITY.—(1) During the period beginning on the date of the enactment of this Act [Dec. 23, 2004] and ending on the date of the appointment of the Director of National Intelligence [Apr. 21, 2005] under section 102 of the National Security Act of 1947, as amended by section 101(a) of the National Security Intelligence Reform Act of 2004 [50 U.S.C. 3021], the Director of Central Intelligence may, acting as the head of the intelligence community, discharge the functions and authorities provided in this Act, and the amendments made by this Act [see Effective Date of 2004 Amendments note set out under section 2656f of Title 22, Foreign Relations and Intercourse], to the Director of National Intelligence.

"(2) During the period referred to in paragraph (1) any reference in this Act or the amendments made by this Act to the Director of National Intelligence shall be considered to be a reference to the Director of Central Intelligence, as the head of the intelligence community.

"(b) HEAD OF CENTRAL INTELLIGENCE AGENCY.—(1) During the period beginning on the date of the enactment of this Act [Dec. 23, 2004] and ending on the date of the appointment of the Director of the Central Intelligence Agency under section 104A of the National Security Act of 1947, as amended by section 101(a) of the National Security Intelligence Reform Act of 2004 [50 U.S.C. 3021], the Director of the Central Intelligence Agency may, acting as the head of the Central Intelligence Agency, discharge the functions and authorities provided in this Act, and the amendments made by this Act, to the Director of the Central Intelligence Agency.

"(2) Upon the appointment of an individual as Director of Central Intelligence under section 102 of the National Security Act of 1947, as so amended, any reference in this Act, or in the classified annex to accompany this Act, to the Director of Central Intelligence as head of the intelligence community shall be deemed to be a reference to the Director of National Intelligence.

**Title 50—War and National Defense**


**Title of 1994 Amendment**


**Title of 1992 Amendment**


**Title of 1984 Amendment**


**Title of 1982 Amendment**


**Title of 1949 Amendment**


Sections of National Security Act of 1947, which were classified to former Title 5, were repealed and restated in Title 10, Armed Forces, except as noted, as follows:

<table>
<thead>
<tr>
<th>Section of former Title 5</th>
<th>Section of Title 10</th>
</tr>
</thead>
<tbody>
<tr>
<td>171</td>
<td>131, 133.</td>
</tr>
<tr>
<td>171(a), (b)</td>
<td>132.</td>
</tr>
<tr>
<td>171a(c)</td>
<td>125, 136, 141, 3010, 3012, 5011, 5031, 8010, 8012.</td>
</tr>
<tr>
<td>171a(d)</td>
<td>133.</td>
</tr>
<tr>
<td>171a(e)</td>
<td>132.</td>
</tr>
<tr>
<td>171a(f)</td>
<td>133.</td>
</tr>
<tr>
<td>171a(g)–(i)</td>
<td>[Omitted].</td>
</tr>
<tr>
<td>171a(j)</td>
<td>124.</td>
</tr>
<tr>
<td>171c</td>
<td>134, 135, 136, 718, 2358.</td>
</tr>
<tr>
<td>171c–1, 171c–2</td>
<td>[Repealed].</td>
</tr>
<tr>
<td>171d</td>
<td>1580.</td>
</tr>
<tr>
<td>171e</td>
<td>171.</td>
</tr>
<tr>
<td>171f</td>
<td>141, 142.</td>
</tr>
<tr>
<td>171g</td>
<td>143.</td>
</tr>
<tr>
<td>171h</td>
<td>2201.</td>
</tr>
<tr>
<td>171i</td>
<td>2551.</td>
</tr>
<tr>
<td>171j</td>
<td>173.</td>
</tr>
<tr>
<td>172</td>
<td>136.</td>
</tr>
<tr>
<td>172a</td>
<td>3014, 5061, 8014.</td>
</tr>
<tr>
<td>172b</td>
<td>2203.</td>
</tr>
<tr>
<td>172c</td>
<td>2204.</td>
</tr>
<tr>
<td>172d</td>
<td>2208.</td>
</tr>
<tr>
<td>172e</td>
<td>2209.</td>
</tr>
<tr>
<td>172f</td>
<td>126.</td>
</tr>
<tr>
<td>172g</td>
<td>2205.</td>
</tr>
<tr>
<td>172h</td>
<td>2206.</td>
</tr>
<tr>
<td>172i</td>
<td>2701.</td>
</tr>
<tr>
<td>171–2</td>
<td>101, 3011, 3012, 3062, T. 50 § 409.</td>
</tr>
<tr>
<td>411a(a)</td>
<td>101; T. 50 § 409.</td>
</tr>
<tr>
<td>411a(b)</td>
<td>5012.</td>
</tr>
</tbody>
</table>

**Short Title of 1996 Amendment**


**Short Title of 1994 Amendment**


**Short Title of 1992 Amendment**


**Short Title of 1984 Amendment**


**Short Title of 1982 Amendment**


**Short Title of 1949 Amendment**


All laws, orders, regulations, and other actions relating to the National Military Establishment, the Departments of the Army, the Navy, or the Air Force, or to any officer or activity of such establishment or such departments, shall, except to the extent inconsistent with the provisions of this Act [see Tables for classification], have the same effect as if this Act had not been enacted; but, after the effective date of this Act [Aug. 10, 1949], any such law, order, regulation, or other action which vested functions in or otherwise related to any officer, department, or establishment, shall be deemed to have vested such function in or relate to the officer or department, executive or military, succeeding the officer, department, or establishment in which
such function was vested. For purposes of this subsection the Department of Defense shall be deemed the department succeeding the National Military Establishment, and the military departments of Army, Navy, and Air Force shall be deemed the departments succeeding the Executive Departments of Army, Navy, and Air Force.

**Searability**

Pub. L. 108–458, title I, § 1103, Dec. 17, 2004, 118 Stat. 3700, provided that: “If any provision of this Act [see Tables for classification], or an amendment made by this Act, or the application of such provision to any person or circumstance is held invalid, the remainder of this Act, or the application of such provision to persons or circumstances other than those to which such provision is held invalid shall not be affected thereby.”

**Construction of References to Director of Central Intelligence**

Pub. L. 108–487, title VIII, § 802, Dec. 23, 2004, 118 Stat. 3962, provided that: “Except as otherwise specifically provided or otherwise provided by context, any reference in this Act [see Effective Date of 2004 Amendments note set out under section 2656f of Title 22, for Foreign Relations and Intercourse], or in the classified annex to accompany this Act, to the Director of Central Intelligence shall be deemed to be a reference to the Director of Central Intelligence as head of the intelligence community.”

**Committee to Counter Active Measures by the Russian Federation to Exert Covert Influence Over Peoples and Governments**


“(a) Definitions.—In this section:

“(1) Active measures by Russia to exert covert influence.—The term ‘active measures by Russia to exert covert influence’ means activities intended to influence a person or government that are carried out in coordination with, or at the behest of, political leaders or the security services of the Russian Federation and the role of the Russian Federation has been hidden or not acknowledged publicly, including the following:

“(A) Establishment or funding of a front group.

“(B) Covert broadcasting.

“(C) Media manipulation.

“(D) Disinformation and forgeries.

“(E) Funding agents of influence.

“(F) Incitement and offensive counter-intelligence.

“(G) Assassinations.

“(H) Terrorist acts.

“(2) Appropriate Committees of Congress.—The term ‘appropriate committees of Congress’ means—

“(A) the congressional intelligence committees [Select Committee on Intelligence of the Senate and Permanent Select Committee on Intelligence of the House of Representatives];

“(B) the Committee on Armed Services and the Committee on Foreign Relations of the Senate; and

“(C) the Committee on Armed Services and the Committee on Foreign Affairs of the House of Representatives.

“(b) Establishment.—There is established within the executive branch an interagency committee to counter active measures by the Russian Federation to exert covert influence.

“(c) Membership.—

“(1) In general.—

“(A) Appointment.—Each head of an agency or department of the Government set out under subparagraph (B) shall appoint one member of the committee established by subsection (b) from among officials of such agency or department who occupy a position that is required to be appointed by the President, with the advice and consent of the Senate.

“(B) Head of an agency or department.—The head of an agency or department of the Government set out under this subparagraph are the following:

“(i) The Director of National Intelligence.

“(ii) The Secretary of State.

“(iii) The Secretary of Defense.

“(iv) The Secretary of the Treasury.


“(vi) The Secretary of Energy.

“(vii) The Director of the Federal Bureau of Investigation.

“(viii) The head of any other agency or department of the United States Government designated by the President for purposes of this section.

“(d) Meetings.—The committee shall meet on a regular basis.

“(e) Duties.—The duties of the committee established by subsection (b) shall be as follows:

“(1) To counter active measures by Russia to exert covert influence, including by exposing falsehoods, agents of influence, corruption, human rights abuses, terrorism, and assassinations carried out by the security services or political elites of the Russian Federation or their proxies.

“(2) Such other duties as the President may designate for purposes of this section.

“(f) Staff.—The committee established by subsection (b) may employ such staff as the members of such committee consider appropriate.

“(g) Budget Request.—A request for funds required for the functioning of the committee established by subsection (b) may be included in each budget for a fiscal year submitted by the President pursuant to section 1105(a) of title 31, United States Code.

“(h) Annual Report.—

“(1) Requirement.—Not later than 180 days after the date of the enactment of this Act [May 5, 2017], and annually thereafter, and consistent with the protection of intelligence sources and methods, the committee established by subsection (b) shall submit to the appropriate committees of Congress a report describing steps being taken by the committee to counter active measures by Russia to exert covert influence.

“(2) Content.—Each report required by paragraph (1) shall include the following:

“(A) A summary of the active measures by the Russian Federation to exert covert influence during the previous year, including significant incidents and notable trends.

“(B) A description of the key initiatives of the committee.

“(C) A description of the implementation of the committee’s initiatives by the head of an agency or department of the Government set out under subsection (c)(1)(B).

“(D) An analysis of the impact of the committee’s initiatives.

“(E) Recommendations for changes to the committee’s initiatives from the previous year.

“(3) Separate Reporting Requirement.—The requirement to submit an annual report under paragraph (1) is in addition to any other reporting requirements with respect to Russia.”

**Charter for the National Reconnaissance Office**

Pub. L. 111–84, div. A, title X, § 1055, Oct. 29, 2009, 123 Stat. 2450, provided that: “Not later than February 1, 2010, the Director of National Intelligence and the Secretary of Defense shall jointly submit to the congressional defense committees [Committees on Armed Services and Appropriations of the Senate and the House of Representatives], the Permanent Select Committee on Intelligence of the House of Representatives, and the Select Committee on Intelligence of the Senate a revised charter for the National Reconnaissance Office [in this section referred to as the ‘NRO’]. The charter shall include the following:
"(1) The organizational and governance structure of the NRO.

(2) The role of the NRO in the development and generation of requirements and acquisition.

(3) The scope of the capabilities of the NRO.

(4) The roles and responsibilities of the NRO and the relationship of the NRO to other organizations and agencies in the intelligence and defense communities."

INCEPTION OF REPORTING REQUIREMENTS


"(a) IN GENERAL.—Each requirement to submit a report to the congressional intelligence committees that is included in the joint explanatory statement to accompany the conference report on the bill H.R. 2417 (enacted as Pub. L. 108–177), or in the classified annex to this Act, is hereby incorporated into this Act, and is hereby made a requirement in law.

"(b) CONGRESSIONAL INTELLIGENCE COMMITTEES DEFINED.—In this section, the term 'congressional intelligence committees' means—

"(1) the Select Committee on Intelligence of the Senate; and

"(2) the Permanent Select Committee on Intelligence of the House of Representatives.''


"(a) I N GENERAL.—The Commission shall analyze and make recommendations to the President and Congress concerning the national security and national defense policies of the United States.

"(b) MATTERS TO BE ANALYZED.—Matters to be analyzed by the Commission shall include the following:

"(1) The world-wide interests, goals, and objectives of the United States that are vital to the national security of the United States.

"(2) The political, economic, and military developments around the world and the implications of those developments for United States national security interests, including—

"(A) the developments in Eastern Europe and the Soviet Union; or

"(B) the question of German unification; or

"(C) the future of NATO and European economic integration; or

"(D) the future of the Pacific Basin; and

"(E) potential instability resulting from regional conflicts or economic problems in the developing world.

NATIONAL COMMISSION ON DEFENSE AND NATIONAL SECURITY


"SECTION 1. This section establishes the National Commission on Defense and National Security.

"SEC. 2. FINDINGS.

"(a) In general.—This section establishes the National Commission on Defense and National Security.

"(b) Matters to be analyzed.—Matters to be analyzed by the Commission shall include the following:

"(1) The world-wide interests, goals, and objectives of the United States that are vital to the national security of the United States.

"(2) The political, economic, and military developments around the world and the implications of those developments for United States national security interests, including—

"(A) the developments in Eastern Europe and the Soviet Union; or

"(B) the question of German unification; or

"(C) the future of NATO and European economic integration; or

"(D) the future of the Pacific Basin; and

"(E) potential instability resulting from regional conflicts or economic problems in the developing world.
“(3) The foreign policy, world-wide commitments, and national defense capabilities of the United States necessary to deter aggression and implement the national security strategy of the United States, including the contribution that can be made by bilateral and multilateral political and economic associations in promoting interests that the United States shares with other members of the world community.

“(4) The proposed short-term uses of the political, economic, military, and other elements of national power for the United States to protect or promote the interests and to achieve the goals and objectives referred to in paragraph (1).

“(5) Long-term options that should be considered further for a number of potential courses of world events over the remainder of the century and into the next century.

‘‘SEC. 8. MEMBERSHIP.

“(a) NUMBER AND APPOINTMENT.—The Commission shall be composed of 10 members, as follows:

“(1) Three appointed by the President.

“(2) Three appointed by the Speaker of the House of Representatives.

“(3) Three appointed by the minority leader of the House of Representatives.

“(4) Two appointed by the majority leader of the Senate.

“(5) One appointed by the minority leader of the Senate.

“(b) QUALIFICATIONS.—Persons appointed to the Commission shall be persons who are not officers or employees of the Federal Government (including Members of Congress) and who are specially qualified to serve on the Commission by virtue of their education, training, or experience.

“(c) TERMS.—Members shall be appointed for the life of the Commission. A vacancy in the Commission shall be filled in the manner in which the original appointment was made.

“(d) BASIC PAY.—Members of the Commission shall serve without pay.

“(e) QUORUM.—A majority of the members of the Commission shall constitute a quorum, but a lesser number may hold hearings.

“(f) CHAIRMAN AND VICE CHAIRMAN.—The Chairman of the Commission shall be designated by the President from among the members appointed by the President. The Vice Chairman of the Commission shall be designated by the Speaker of the House of Representatives from among the members appointed by the Speaker.

“(g) MEETINGS.—The Commission shall meet at the call of the Chairman or a majority of its members.

“(h) DEADLINE FOR APPOINTMENTS.—Members of the Commission shall be appointed not later than the end of the 30-day period beginning on the date of the enactment of this Act [Nov. 5, 1990].

‘‘SEC. 6. REPORTS.

“(a) INITIAL REPORT.—The Commission shall transmit to the President and to Congress an initial report not later than six months after the date on which the Commission is first constituted with a quorum.

“(b) FINAL REPORT.—The Commission shall transmit to the President and to Congress a final report one year following submission of the initial report under subsection (a).

“(c) CONTENTS OF REPORTS.—The report under subsection (b) shall contain a detailed statement of the findings and conclusions of the Commission concerning the matters to be studied by the Commission under section 4, together with its recommendations for such legislation and administrative actions as it considers appropriate. Such report shall include a comprehensive description and discussion of the matters set forth in section 4.

“(d) REPORTS TO BE UNCLASSIFIED.—Each such report shall be submitted in unclassified form.

“(e) ADDITIONAL AND MINORITY VIEWS.—Each report may include such additional and minority views as individual members of the Commission may request be included.

‘‘SEC. 7. DIRECTOR AND STAFF OF COMMISSION; EXPERTS AND CONSULTANTS.

“(a) DIRECTOR.—The Commission shall, without regard to section 5311(b) of title 5, United States Code, have a Director who shall be appointed by the Chairman and who shall be paid at a rate not to exceed the maximum rate of basic pay payable for GS–18 of the General Schedule.

“(b) STAFF.—The Chairman may appoint and fix the pay of such additional personnel as the Chairman considers appropriate.

“(c) APPLICABILITY OF CERTAIN CIVIL SERVICE LAWS.—The Director and staff of the Commission may be appointed without regard to the provisions of title 5, United States Code, governing appointments in the competitive service, and may be paid without regard to the provisions of chapter 51 and subchapter III of chapter 55 of such title relating to classification and General Schedule pay rates, except that no individual so appointed may receive pay in excess of the annual rate of basic pay payable for GS–18 of the General Schedule.

“(d) EXPERTS AND CONSULTANTS.—Subject to such rules as may be prescribed by the Commission, the Chairman may procure temporary and intermittent services under section 3109(b) of title 5 of the United States Code, but at rates for individuals not to exceed the daily equivalent of the maximum annual rate of basic pay payable for GS–18 of the General Schedule.

“(e) STAFF OF FEDERAL AGENCIES.—Upon request of the Commission, the head of any Federal agency may detail, on a reimbursable basis, any of the personnel of such agency to the Commission to assist the Commission in carrying out its duties under this Act.

‘‘SEC. 8. POWERS OF COMMISSION.

“(a) HEARINGS AND SESSIONS.—The Commission may, for the purpose of carrying out this Act, hold such hearings, sit and act at such times and places, take such testimony, and receive such evidence, as the Commission considers appropriate.

“(b) POWERS OF MEMBERS AND AGENTS.—Any member or agent of the Commission may, if so authorized by the Commission, take any action which the Commission is authorized to take by this section.

“(c) OBTAINING OFFICIAL DATA.—The Chairman or a designee on behalf of the Chairman may request information necessary to enable the Commission to carry out this Act directly from any department or agency of the United States.

“(d) GIFTS.—The Commission may accept, use, and dispose of gifts or donations of services or property.

“(e) MAILS.—The Commission may use the United States mails in the same manner and under the same conditions as other departments and agencies of the United States.

“(f) ADMINISTRATIVE SUPPORT SERVICES.—The Administrator of General Services shall provide to the Commission on a reimbursable basis such administrative support services as the Commission may request.

‘‘SEC. 9. INITIAL FUNDING OF COMMISSION.

“[If funds are not otherwise available for the necessary expenses of the Commission for fiscal year 1991, the Secretary of Defense shall make available to the Commission, from funds available to the Secretary for the fiscal year concerned, such funds as the Commission requires. When funds are specifically appropriated for the expenses of the Commission, the Commission shall reimburse the Secretary from such funds for any funds provided to it under the preceding sentence.]"
tor of Central Intelligence to conduct a joint review of all intelligence and intelligence-related activities in the Tactical Intelligence and Related Activities programs and the National Foreign Intelligence Program, and reduce by not less than 5 percent the number of personnel detailed to such programs during each of fiscal years 1992 through 1996.

CHANGE OF TITLES OF SECRETARY OF DEFENSE, ET AL.; REAPPOINTMENT

Act Aug. 10, 1949, ch. 412, §12(a), 63 Stat. 591, provided in part that: “The titles of the Secretary of Defense, the Secretary of the Army, the Secretary of the Navy, the Secretary of the Air Force, the Under Secretaries and the Assistant Secretaries of the Departments of the Secretary of the Air Force, the Chairman of the Munitions Board, and the Chairman of the Research and Development Board, shall not be changed by virtue of the appointment of the officials holding such titles on the effective date of this Act [Aug. 10, 1949] shall not be required.”

Reorganization Plan No. 8 of 1949

Act Aug. 10, 1949, ch. 412, §12(a), 63 Stat. 592, provided that: “Reorganization Plan Numbered 8 of 1949, which was transmitted to the Congress by the President on July 18, 1949 [set out in Appendix to Title 5, Government Organization and Employees] pursuant to the provisions of the Reorganization Act of 1949, shall not take effect, notwithstanding the provisions of section 6 of such Reorganization Act of 1949.”


1. There is hereby established a medal to be known as the National Security Medal with accompanying ribbons and appurtenances. The medal and its appurtenances shall be of appropriate design, approved by the Executive Secretary of the National Security Council.

2. The National Security Medal may be awarded to any person without regard to nationality, including members of the Armed Forces of the United States, for distinguished achievement or outstanding contribution made on or after July 26, 1947, in the field of national security through either exceptionally meritorious service performed in a position of high responsibility or through an act of heroism requiring personal courage of a high degree and complete disregard of personal safety.

3. The decoration established by this order shall be awarded by the President of the United States or, under regulations approved by him, by such person or persons as he may designate.

4. No more than one National Security Medal shall be awarded to any one person, but for subsequent services justifying an award, a suitable device may be awarded to be worn with the Medal.

5. Members of the armed forces of the United States who are awarded the decoration established by this order are authorized to wear the medal and the ribbon symbolic of the award, as may be authorized by uniform regulations approved by the Secretary of Defense.

6. The decoration established by this order may be awarded posthumously.

7. Any individual having personal knowledge of the facts of a potential recipient’s exceptionally meritorious service or act of heroism, either as an eyewitness or from the testimony of others who have personal knowledge or were eyewitnesses, may recommend the potential recipient as a candidate for the award to the Executive Secretary of the National Security Council. Any recommendations shall be made with the concurrence of the department or agency employing the proposed recipient, if appropriate, and be accompanied by complete documentation, including, where necessary, certificates, affidavits, or sworn transcripts of testimony. Each recommendation for an award shall show the exact status, at the time of the rendition of the act, of the person who is being recommended for the National Security Medal. Each recommendation shall contain a draft of an appropriate citation to accompany the award of the National Security Medal.

8. Upon a determination by the Executive Secretary of the National Security Council that the National Security Medal is warranted, and following approval by the President, the Executive Secretary shall notify the Office of the Director of National Intelligence, which will then process the award recommendation, prepare the National Security Medal, with any appropriate devices, and deliver the National Security Medal to the National Security Council for presentation to the recipient.

Regulations Governing the Award of the National Security Medal

Ex. Ord. No. 13709, §2, Oct. 2, 2015, 80 F.R. 60793, provided that the regulations governing the award of the National Security Medal that were issued pursuant to par. 2 of Ex. Ord. No. 10431 (prior to amendment by Ex. Ord. No. 13709) and published with that order were superseded by Ex. Ord. No. 13709.

Executive Order No. 11905


Executive Order No. 12036


Foreign Intelligence Electronic Surveillance

For provisions relating to the exercise of certain authority respecting foreign intelligence electronic surveillance, see Ex. Ord. No. 12333, May 23, 1979, 44 F.R. 30311, set out under section 1802 of this title.

Executive Order No. 12333. United States Intelligence Activities


Table of Contents [Omitted.]

Timely, accurate, and insightful information about the activities, capabilities, plans, and intentions of foreign powers, organizations, and persons, and their agents, is essential to the national security of the United States. All reasonable and lawful means must be used to ensure that the United States will receive the best intelligence available. For that purpose, by virtue of the authority vested in me by the Constitution and the laws of the United States of America, including the National Security Act of 1947, as amended (Act) [50 U.S.C. 3001 et seq.], and as President of the United States of America, in order to provide for the effective conduct of United States intelligence activities...
and the protection of constitutional rights, it is hereby
ordered as follows:

PART 1—GOALS, DIRECTIONS, DUTIES, AND RE-
SPONSIBILITIES WITH RESPECT TO UNITED
STATES INTELLIGENCE EFFORTS

1.1 GOALS

The United States intelligence effort shall provide the
President, the National Security Council, and the
Homeland Security Council with the necessary infor-
mation on which to base decisions concerning the de-
velopment and conduct of foreign, defense, and eco-
nomic policies, and the protection of United States na-
tional interests from foreign security threats. All de-
partments and agencies shall cooperate fully to fulfill
this goal.

(a) All means, consistent with applicable Federal law
and this order, and with full consideration of the rights
of United States persons, shall be used to obtain reli-
able intelligence information to protect the United
States and its interests.

(b) The United States Government has a solemn obli-
gation, and shall continue in the conduct of intel-
ligence activities under this order, to protect fully the
legal rights of all United States persons, including free-
doms, civil liberties, and privacy rights guaranteed by
Federal law.

(c) Intelligence collection under this order should be
guided by the need for information to respond to intel-
ligence priorities set by the President.

(d) Special emphasis should be given to detecting and
countering:
(1) Espionage and other threats and activities di-
rected by foreign powers or their intelligence services
against the United States and its interests;
(2) Threats to the United States and its interests from
terrorism; and
(3) Threats to the United States and its interests from
the development, possession, proliferation, or use
of weapons of mass destruction.

(e) Special emphasis shall be given to the production of
timely, accurate, and insightful reports, responsive
to decisionmakers in the executive branch, that draw
on all appropriate sources of information, including
open source information, meet rigorous analytic stand-
ards, consider diverse analytic viewpoints, and accu-
rate represent appropriate alternative views.

(f) State, local, and tribal governments are critical
partners in securing and defending the United States
from terrorism and other threats to the United States
and its interests. Our national intelligence effort
should take into account the responsibilities and re-
quirements of State, local, and tribal governments and,
as appropriate, private sector entities, when under-
taking the collection and dissemination of information
and intelligence to protect the United States.

(g) All departments and agencies have a responsibil-
ity to prepare and to provide intelligence in a manner
that allows the full and free exchange of information,
consistent with applicable law and presidential guid-
ance.

1.2 THE NATIONAL SECURITY COUNCIL

(a) Purpose. The National Security Council (NSC)
shall act as the highest ranking executive branch en-
tity that provides support to the President for review of,
guidance for, and direction to the conduct of all for-
eign intelligence, counterintelligence, and covert ac-
tion, and attendant policies and programs.

(b) Covert Action and Other Sensitive Intelligence Op-
erations. The NSC shall consider and submit to the Presi-
dent a policy recommendation, including all dissent;
on each proposed covert action and conduct a periodic
review of ongoing covert action activities, including an
evaluation of the effectiveness and consistency with
current national policy of such activities and consist-
ent with applicable legal requirements. The NSC shall
perform such other functions related to covert action as
the President may direct, but shall not undertake

the conduct of covert actions. The NSC shall also re-
view proposals for other sensitive intelligence oper-
ations.

1.3 DIRECTOR OF NATIONAL INTELLIGENCE

Subject to the authority, direction, and control of the
President, the Director of National Intelligence
(Director) shall serve as the head of the Intelligence
Community, act as the principal adviser to the Presi-
dent, to the NSC, and to the Homeland Security Coun-
cil for intelligence matters related to national secu-
rity, and shall oversee and direct the implementation
of the National Intelligence Program and execution of
the National Intelligence Program budget. The Direc-
tor will lead a unified, coordinated, and effective intel-
ligence effort. In addition, the Director shall, in carry-
ning out the duties and responsibilities under this sec-
tion, take into account the views of the heads of de-
partments containing an element of the Intelligence
Community and of the Director of the Central Intel-
ligence Agency.

(a) Except as otherwise directed by the President or
prohibited by law, the Director shall have access to all
information and intelligence described in section 1.5(a)
of this order. For the purpose of access to and sharing
of information and intelligence, the Director:

(1) Is hereby assigned the function under section 3(5)
of the Act, to determine that intelligence, regardless of
the source from which derived and including informa-
tion gathered within or outside the United States, per-
tains to more than one United States Government
agency; and

(2) Shall develop guidelines for how information or
intelligence is provided to or accessed by the Intel-
ligence Community in accordance with section 1.5(a)
of this order, and for how the information or intelligence
may be used and shared by the Intelligence Commu-
nity. All guidelines developed in accordance with this
section shall be approved by the Attorney General and,
where applicable, shall be consistent with guidelines is-
sued pursuant to section 1016 of the Intelligence Re-
form and Terrorism Protection Act of 2004 (Public Law
108-458) (IITPA).

(b) In addition to fulfilling the obligations and re-
 sponsibilities prescribed by the Act, the Director:

(1) Shall establish objectives, priorities, and guidance
for the Intelligence Community to ensure timely and
effective collection, processing, analysis, and dissemi-
nation of intelligence, of whatever nature and from
whatever source derived;

(2) May designate, in consultation with affected
heads of departments or Intelligence Community ele-
ments, one or more Intelligence Community elements
to develop and to maintain services of common concern
on behalf of the Intelligence Community, if the Director
determines such services can be more efficiently or ef-
effectively accomplished in a consolidated manner;

(3) Shall oversee and provide advice to the President
and the NSC with respect to all ongoing and proposed
covert action programs;

(4) In regard to the establishment and conduct of in-
telligence arrangements and agreements with foreign
governments and international organizations;

(a) May enter into intelligence and counter-
intelligence arrangements and agreements with for-
eign governments and international organizations;

(B) Shall formulate policies concerning intelligence
and counterintelligence arrangements and agree-
ments with foreign governments and international
organizations; and

(C) Shall align and synchronize intelligence and
counterintelligence foreign relationships among the
elements of the Intelligence Community to further
United States national security, policy, and intel-
ligence objectives;

(5) Shall participate in the development of procedures
approved by the Attorney General governing criminal
drug intelligence activities under this section, includ-
ing that these activities are consistent with foreign intelligence pro-

grams;
(6) Shall establish common security and access standards for managing and handling intelligence systems, information, and products, with special emphasis on facilitating:
   (A) The fullest and most prompt access to and dissemination of information and intelligence capable, assigning the highest priority to detecting, preventing, preempting, and disrupting terrorist threats and activities against the United States, its interests, and allies; and
   (B) The establishment of standards for an interoperable information sharing enterprise that facilitates the sharing of intelligence information among elements of the Intelligence Community;
(7) Shall ensure that appropriate departments and agencies have access to intelligence and receive the support needed to perform independent analysis;
(8) Shall protect, and ensure that programs are developed to protect, intelligence sources, methods, and activities from unauthorized disclosure;
(9) Shall, after consultation with the heads of affected departments and agencies, establish guidelines for Intelligence Community elements for:
   (A) Classification and declassification of all intelligence and intelligence-related information classified under the authority of the Director or the authority of the head of a department or Intelligence Community element; and
   (B) Access to and dissemination of all intelligence and intelligence-related information, both in its final form and in the form when initially gathered, to include intelligence originally classified by the head of a department or Intelligence Community element, except that access to and dissemination of information concerning United States persons shall be governed by procedures developed in accordance with Part 2 of this order;
(10) May, only with respect to Intelligence Community elements, and after consultation with the head (sic) of the originating Intelligence Community element or the head of the originating department, declassify, or direct the declassification of, information or intelligence relating to intelligence sources, methods, and activities. The Director may only delegate this authority to the Principal Deputy Director of National Intelligence;
(11) May establish, operate, and direct one or more national intelligence centers to address intelligence priorities;
(12) May establish Functional Managers and Mission Managers, and designate officers or employees of the United States to serve in these positions.
   (A) Functional Managers shall report to the Director concerning the execution of their duties as Functional Managers, and may be charged with developing and implementing strategic guidance, policies, and procedures for activities related to a specific intelligence discipline or set of intelligence activities; set training and tradecraft standards; and ensure coordination within and across intelligence disciplines and Intelligence Community elements and with related non-intelligence activities. Functional Managers may also advise the Director on: the management of resources; policies and procedures; collection capabilities and gaps; processing and dissemination of intelligence; technical architectures; and other issues or activities determined by the Director.
   (i) The Director of the National Security Agency is designated the Functional Manager for signals intelligence;
   (ii) The Director of the Central Intelligence Agency is designated the Functional Manager for human intelligence; and
   (iii) The Director of the National Geospatial-Intelligence Agency is designated the Functional Manager for geospatial intelligence.
(13) Shall establish uniform criteria for the determination of relative priorities for the transmission of critical foreign intelligence, and advise the Secretary of Defense concerning the requirements of the Intelligence Community for the transmission of such communications;
(14) Shall have ultimate responsibility for production and dissemination of intelligence produced by the Intelligence Community and authority to levy analytic tasks on intelligence production organizations within the Intelligence Community, in consultation with the heads of the Intelligence Community elements concerned;
(15) May establish advisory groups for the purpose of obtaining advice from within the Intelligence Community relative to carry out the Director’s responsibilities, to include Intelligence Community executive management committees composed of senior Intelligence Community leaders. Advisory groups may be comprised of representatives from elements of the Intelligence Community, as designated by the Director, or other executive branch departments, agencies, and offices, as appropriate;
(16) Shall ensure the timely exploitation and dissemination of data gathered by national intelligence collection means, and ensure that the resulting intelligence is disseminated immediately to appropriately designated government elements, including military commands;
(17) Shall determine requirements and priorities for, and manage and direct the tasking, collection, analysis, production, and dissemination of, national intelligence by elements of the Intelligence Community, including approving requirements for collection and analysis and resolving conflicts in collection requirements and in the tasking of national collection assets of Intelligence Community elements (except when otherwise directed by the President or when the Secretary of Defense exercises collection tasking authority under plans and arrangements approved by the Secretary of Defense and the Director);
(18) May provide advisory tasking concerning collection and analysis of information or intelligence relevant to national intelligence or national security to departments, agencies, and establishments of the United States Government that are not elements of the Intelligence Community; and shall establish procedures, in consultation with affected heads of departments or agencies and subject to approval by the Attorney General, to implement this authority and to monitor or evaluate the responsibilities of United States Government departments, agencies, and other establishments;
(19) Shall fulfill the responsibilities in section 1.3(b)(17) and (18) of this order, consistent with applicable law and with full consideration of the rights of United States persons, whether information is to be collected inside or outside the United States;
(20) Shall ensure, through appropriate policies and procedures, the deconfliction, coordination, and integration of all intelligence activities conducted by an Intelligence Community element or funded by the National Intelligence Program. In accordance with these policies and procedures:
   (A) The Director of the Federal Bureau of Investigation shall coordinate the clandestine collection of foreign intelligence collected through human sources or through human-enabled means and counterintelligence activities inside the United States;
   (B) The Director of the Central Intelligence Agency shall coordinate the clandestine collection of foreign intelligence collected through human sources or through human-enabled and counterintelligence activities outside the United States;
   (C) All policies and procedures for the coordination of counterintelligence activities and the clandestine collection of foreign intelligence inside the United States shall be subject to the approval of the Attorney General; and
   (D) All policies and procedures developed under this section shall be coordinated with the heads of affected departments and Intelligence Community elements;
(21) Shall, with the concurrence of the heads of affected departments and agencies, establish joint procedures to deconflict, coordinate, and synchronize intelligence activities conducted by an Intelligence Community element or funded by the National Intelligence Program, with intelligence activities, activities that involve foreign intelligence and security services, or activities that involve the use of clandestine methods, conducted by other United States Government departments, agencies, and establishments;

(22) Shall, in coordination with the heads of departments containing elements of the Intelligence Community, develop procedures to govern major system acquisitions funded in whole or in majority part by the National Intelligence Program;

(23) Shall seek advice from the Secretary of State to ensure that the foreign policy implications of proposed intelligence activities are considered, and shall ensure, through appropriate policies and procedures, that intelligence activities are conducted in a manner consistent with the responsibilities pursuant to law and presidential direction of Chiefs of United States Missions; and

(24) Shall facilitate the use of Intelligence Community products by the Congress in a secure manner.

(c) The Director's exercise of authorities in the Act and this order shall not abrogate the statutory or other responsibilities of the heads of departments of the United States Government or the Director of the Central Intelligence Agency. Directives issued and actions taken by the Director in the exercise of the Director's authorities and responsibilities to integrate, coordinate, and make the Intelligence Community more effective in providing intelligence related to national security shall be implemented by the elements of the Intelligence Community, provided that any department head whose department contains an element of the Intelligence Community and who believes that a directive or action of the Director violates the requirements of section 1018 of the IRTPA or this subsection shall bring the issue to the attention of the Director, the NSC, or the President for resolution in a manner that respects and does not abrogate the statutory responsibilities of the heads of the departments.

(d) Appointments to certain positions:

(1) The relevant department or bureau head shall provide recommendations and obtain the concurrence of the Director for the selection of: the Director of the National Security Agency, the Director of the National Geospatial- Intelligence Agency, the Under Secretary of Homeland Security for Intelligence and Analysis, the Assistant Secretary of State for Intelligence and Counterintelligence of the Department of Energy, the Director of the National Reconnaissance Office, the Assistant Commandant of the Coast Guard for Intelligence, and the Assistant Secretary of Defense for Intelligence. With respect to an individual appointed by a department head, the department head may remove the individual upon the request of the Director if the department head chooses not to remove the individual, either the Director or the department head may advise the President of the department head's intention to retain the individual. In the case of the Under Secretary of Defense for Intelligence, the Secretary of Defense may recommend to the President either the removal or the retention of the individual. For uniformed heads of the intelligence elements of the Army, Navy, Air Force, and the Marine Corps, the Director may make a recommendation for removal to the Secretary of Defense.

(2) The Director and the relevant department or bureau head shall consult on the removal of: the Executive Assistant Director for the National Security Branch of the Federal Bureau of Investigation, the Director of the Office of Intelligence and Counterintelligence of the Department of Energy, the Director of the National Geospatial-Intelligence Agency, the Director of the Defense Intelligence Agency, whose removal the Director may recommend to the President, the Director and the relevant department head concerned may advise the President directly of the Director's intention to withhold concurrence.

(2) The relevant department head shall consult with the Director before appointing an individual to fill a vacancy or recommending to the President an individual to be nominated to fill a vacancy in any of the following positions: the Under Secretary of Defense for Intelligence; the Director of the Defense Intelligence Agency; uniformed heads of the intelligence elements of the Army, the Navy, the Air Force, and the Marine Corps above the rank of Major General or Rear Admiral; the Assistant Commandant of the Coast Guard for Intelligence; and the Assistant Attorney General for National Security.

(e) Removal from certain positions.

(1) Except for the Director of the Central Intelligence Agency, whose removal the Director may recommend to the President, the Director and the relevant department head shall consult on the removal, or recommendation to the President for removal, as the case may be, of: the Director of the National Security Agency, the Director of the National Geospatial-Intelligence Agency, the Director of Defense Intelligence Agency, the Under Secretary of Homeland Security for Intelligence and Analysis, the Assistant Secretary of State for Intelligence and Research, and the Assistant Director for Intelligence and Analysis of the Department of the Treasury. If the Director and the department head do not agree on removal, or recommendation for removal, either may make a recommendation to the President for the removal of the individual.

(2) The Director and the relevant department or bureau head shall consult on the removal of: the Executive Assistant Director for the National Security Branch of the Federal Bureau of Investigation, the Director of the Office of Intelligence and Counterintelligence of the Department of Energy, the Director of the National Reconnaissance Office, the Assistant Commandant of the Coast Guard for Intelligence, and the Under Secretary of Defense for Intelligence. With respect to an individual appointed by a department head, the department head may remove the individual upon the request of the Director if the department head chooses not to remove the individual, either the Director or the department head may advise the President of the department head's intention to retain the individual. In the case of the Under Secretary of Defense for Intelligence, the Secretary of Defense may recommend to the President either the removal or the retention of the individual. For uniformed heads of the intelligence elements of the Army, Navy, Air Force, and the Marine Corps, the Director may make a recommendation for removal to the Secretary of Defense.

(3) Nothing in this subsection shall be construed to limit or otherwise affect the authority of the President to nominate, appoint, assign, or terminate the appointment or assignment of any individual, with or without consultation, recommendation, or concurrence.

1.4 The Intelligence Community

Consistent with applicable Federal law and with the other provisions of this order, and under the leadership of the Director, as specified in such law and this order, the Intelligence Community shall:

(a) Collect and provide information needed by the President and, in the performance of executive functions, the Vice President, the NSC, the Homeland Security Council, the Chairman of the Joint Chiefs of Staff, senior military commanders, and other executive branch officials and, as appropriate, the Congress of the United States;

(b) In accordance with priorities set by the President, collect information concerning, and conduct activities to protect against, international terrorism, proliferation of weapons of mass destruction, intelligence activities directed against the United States, international criminal drug activities, and other hostile activities directed against the United States by foreign powers, organizations, persons, and their agents;

(c) Analyze, produce, and disseminate intelligence;

(d) Conduct administrative, technical, and other support activities within the United States and abroad necessary for the performance of authorized activities, to include providing services of common concern for the Intelligence Community as designated by the Director in accordance with this order;

(e) Conduct research, development, and procurement of technical systems and devices relating to authorized functions and missions or the provision of services of common concern for the Intelligence Community;

(f) Protect the security of intelligence related activities, information, installations, property, and interests by appropriate means, including such investigations of applicants, employees, contractors, and other
persons with similar associations with the Intelligence Community elements as are necessary;

(g) Take into account State, local, and tribal government and, as appropriate, private sector entities' information needs relating to national and homeland security;

(h) Deconflict, coordinate, and integrate all intelligence activities and other information gathering in accordance with section 1.3(b)(20) of this order; and

(i) Perform such other functions and duties related to intelligence activities as the President may direct.

1.5 DUTIES AND RESPONSIBILITIES OF THE HEADS OF EXECUTIVE BRANCH DEPARTMENTS AND AGENCIES

The heads of all departments and agencies shall:

(a) Provide the Director access to all information and intelligence relevant to the national security or that otherwise is required for the performance of the Director's duties, to include administrative and other appropriate management information, except such information excluded by law, by the President, or by the Attorney General acting under this order at the direction of the President;

(b) Provide all programmatic and budgetary information necessary to support the Director in developing the National Intelligence Program;

(c) Coordinate development and implementation of intelligence systems and architectures and, as appropriate, operational systems and architectures of their departments, agencies, and other elements with the Director to respond to national intelligence requirements and all applicable information sharing and security guidelines, information privacy, and other legal requirements;

(d) Provide, to the maximum extent permitted by law, subject to the availability of appropriations and not inconsistent with the missions of the department or agency, such further support to the Director as the Director may request, after consultation with the head of the department or agency, for the performance of the Director's functions;

(e) Respond to advisory tasking from the Director under section 1.3(b)(18) of this order to the greatest extent possible, in accordance with applicable policies established by the head of the responding department or agency;

(f) Ensure that all elements within the department or agency comply with the provisions of Part 2 of this order, regardless of Intelligence Community affiliation, when performing foreign intelligence and counterintelligence functions;

(g) Deconflict, coordinate, and integrate all intelligence activities in accordance with section 1.3(b)(20), and intelligence and other activities in accordance with section 1.3(b)(21) of this order;

(h) Inform the Attorney General, either directly or through the Federal Bureau of Investigation, and the Director of the Central Intelligence Agency, either directly or through his designee serving outside the United States, as appropriate, of clandestine collection of foreign intelligence and counterintelligence activities inside the United States not coordinated with the Federal Bureau of Investigation;

(i) Pursuant to arrangements developed by the head of the department or agency and the Director of the Central Intelligence Agency and approved by the President, inform the Attorney General and the head of the department, agency, or establishment concerned, in a manner consistent with the protection of intelligence sources and methods, as specified in those procedures;

(j) Report to the Intelligence Oversight Board, consistent with Executive Order 13462 of February 29, 2008, and provide copies of all such reports to the Director, concerning any intelligence activities of their elements that they have reason to believe may be unlawful or contrary to executive order or presidential directive;

(k) Facilitate, as appropriate, the sharing of information or intelligence, as directed by law or the President, to State, local, tribal, and private sector entities;

(l) Disseminate information or intelligence to foreign governments and international organizations under intelligence or counterintelligence arrangements or agreements established in accordance with section 1.3(b)(4) of this order;

(m) Participate in the development of procedures approved by the Attorney General governing production and dissemination of information or intelligence resulting from criminal drug intelligence activities abroad if they have intelligence responsibilities for foreign or domestic criminal drug production and trafficking;

(n) Ensure that the inspectors general, general counsels, and agency officials responsible for privacy or civil liberties protection for their respective organizations have access to any information or intelligence necessary to perform their official duties.

1.7 INTELLIGENCE COMMUNITY ELEMENTS

Each element of the Intelligence Community shall have the duties and responsibilities specified in this order, in addition to those specified by law or elsewhere in this order. Intelligence Community elements within executive departments shall serve the information and intelligence needs of their respective heads of departments and also shall operate as part of an integrated Intelligence Community, as provided in law or this order.

(a) THE CENTRAL INTELLIGENCE AGENCY. The Director of the Central Intelligence Agency shall:

(1) Collect (including through clandestine means), analyze, produce, and disseminate foreign intelligence and counterintelligence;

(2) Conduct covert intelligence activities without assuming or performing any internal security functions within the United States;

(3) Conduct administrative and technical support activities within and outside the United States as necessary for covert and proprietary arrangements;

(4) Conduct covert action activities approved by the President.

(b) THE DEPARTMENT OF DEFENSE. The Secretary of Defense shall:

(1) Conduct military, political, economic, and psychological operations designated by the President, and as appropriate, of clandestine collection of foreign intelligence outside the United States in a region of combat or contingency military operations designated by the Secretary of Defense for purposes of this paragraph, after consultation with the Director of National Intelligence.
(5) Conduct foreign intelligence liaison relationships with intelligence or security services of foreign governments or international organizations consistent with section 1.3(b)(4) of this order.

(6) Under the direction and guidance of the Director, and in accordance with section 1.3(b)(4) of this order, coordinate the implementation of intelligence and counterintelligence relationships between elements of the Intelligence Community and the intelligence or security services of foreign governments or international organizations; and

(7) Perform such other functions and duties related to intelligence as the Director may direct.

(b) THE DEFENSE INTELLIGENCE AGENCY. The Director of the Defense Intelligence Agency shall:

(1) Collect (including through clandestine means), analyze, produce, and disseminate foreign intelligence and counterintelligence to support national and departmental missions;

(2) Establish and operate an effective unified organization for signals intelligence activities, except for the delegation of operational control over certain operations that are conducted through other elements of the Intelligence Community. No other department or agency may engage in signals intelligence activities except pursuant to a delegation by the Secretary of Defense; and

(3) Conduct counterintelligence activities; and

(4) Conduct administrative and technical support activities within and outside the United States as necessary for cover arrangements; and

(5) Conduct foreign defense intelligence liaison relationships and defense intelligence exchange programs with foreign defense establishments, intelligence, and security services of foreign governments, and international organizations in accordance with sections 1.3(b)(4), 1.7(a)(6), and 1.10(i) of this order;

(6) Manage and coordinate all matters related to the Defense Attaché system; and

(7) Provide foreign intelligence and counterintelligence staff support as directed by the Secretary of Defense.

(c) THE NATIONAL SECURITY AGENCY. The Director of the National Security Agency shall:

(1) Collect (including through clandestine means), process, analyze, produce, and disseminate signals intelligence information and data for foreign intelligence and counterintelligence purposes to support national and departmental missions;

(2) Establish and operate an effective unified organization for signals intelligence activities, except for the delegation of operational control over certain operations that are conducted through other elements of the Intelligence Community. No other department or agency may engage in signals intelligence activities except pursuant to a delegation by the Secretary of Defense; and

(3) Control signals intelligence collection and processing activities, including assignment of resources to an appropriate agent for such periods and tasks as required by the direct support of military commanders; and

(4) Conduct administrative and technical support activities within and outside the United States as necessary for cover arrangements;

(5) Provide signals intelligence support for national and departmental requirements and for the conduct of military operations;

(6) Act as the National Manager for National Security Systems as established in law and policy, and in this capacity be responsible to the Secretary of Defense and to the Director;

(7) Prescribe, consistent with section 102A(g) of the Act, within its field of authorized operations, security regulations covering operating practices, including the transmission, handling, and distribution of signals intelligence and communications security material within and among the elements under control of the Director of the National Security Agency, and exercise the necessary supervisory control to ensure compliance with the regulations; and

(8) Conduct foreign cryptologic liaison relationships in accordance with sections 1.3(b)(4), 1.7(a)(6), and 1.10(i) of this order.

(d) THE NATIONAL RECONNAISSANCE OFFICE. The Director of the National Reconnaissance Office shall:

(1) Be responsible for research and development, acquisition, launch, deployment, and operation of over-threshold systems and related data processing facilities to collect intelligence and information to support national and departmental missions and other United States Government needs; and

(2) Conduct foreign liaison relationships relating to the above missions, in accordance with sections 1.3(b)(4), 1.7(a)(6), and 1.10(i) of this order.

(e) THE NATIONAL GEOSPATIAL-INTELLIGENCE AGENCY. The Director of the National Geospatial-Intelligence Agency shall:

(1) Collect, process, analyze, produce, and disseminate geospatial intelligence information and data for foreign intelligence and counterintelligence purposes to support national and departmental missions;

(2) Provide geospatial intelligence support for national and departmental requirements and for the conduct of military operations;

(3) Conduct administrative and technical support activities within and outside the United States as necessary for cover arrangements; and

(4) Conduct foreign geospatial intelligence liaison relationships, in accordance with sections 1.3(b)(4), 1.7(a)(6), and 1.10(i) of this order.

(f) THE INTELLIGENCE AND COUNTER-INTELLIGENCE ELEMENTS OF THE ARMY, NAVY, AIR FORCE, AND MARINE CORPS. The Commanders and heads of the Intelligence and counterintelligence elements of the Army, Navy, Air Force, and Marine Corps shall:

(1) Collect (including through clandestine means), produce, analyze, and disseminate defense and defense-related intelligence and counterintelligence to support departmental requirements, and, as appropriate, national requirements;

(2) Conduct counterintelligence activities;

(3) Monitor the development, procurement, and management of tactical intelligence systems and equipment and conduct related research, development, and test and evaluation activities; and

(4) Conduct military intelligence liaison relationships and military intelligence exchange programs with selected cooperative foreign defense establishments and international organizations in accordance with sections 1.3(b)(4), 1.7(a)(6), and 1.10(i) of this order.

(g) INTELLIGENCE ELEMENTS OF THE FEDERAL BUREAU OF INVESTIGATION. Under the supervision of the Attorney General and pursuant to such regulations as the Attorney General may establish, the intelligence elements of the Federal Bureau of Investigation shall:

(1) Collect (including through clandestine means), analyze, produce, and disseminate foreign intelligence and counterintelligence including defense and defense-related information and intelligence to support national and departmental missions, in accordance with procedural guidelines approved by the Attorney General, after consultation with the Director;

(2) Conduct counterintelligence activities; and

(3) Conduct foreign intelligence and counterintelligence liaison relationships with intelligence, security, and law enforcement services of foreign governments or international organizations in accordance with sections 1.3(b)(4) and 1.7(a)(6) of this order.

(h) THE INTELLIGENCE AND COUNTER-INTELLIGENCE ELEMENTS OF THE COAST GUARD. The Commandant of the Coast Guard shall:

(1) Collect (including through clandestine means), analyze, produce, and disseminate foreign intelligence and counterintelligence including defense and defense-related information and intelligence to support national and departmental missions;

(2) Conduct counterintelligence activities; and

(3) Monitor the development, procurement, and management of tactical intelligence systems and equipment and conduct related research, development, and test and evaluation activities; and
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(4) Conduct foreign intelligence liaison relationships and intelligence exchange programs with foreign intelligence services, security services or international organizations in accordance with sections 1.3(b)(4) and 1.7(a)(6), and, when operating as part of the Department of Defense, 1.10(1) of this order.

(i) The Bureau of Intelligence and Research, Department of State, the Office of Intelligence and Analysis, Department of Energy, the Office of Intelligence and Analysis, Department of the Treasury, the Office of National Security Intelligence, Drug Enforcement Administration, the Office of Intelligence and Analysis, Department of Homeland Security; and the Office of Intelligence and Counterintelligence, Department of Energy shall:

(1) Collect (overtly or through publicly available sources), analyze, produce, and disseminate information, intelligence, and counterintelligence to support national and governmental missions; and

(2) Conduct and participate in analytic or information exchanges with foreign partners and international organizations in accordance with sections 1.3(b)(4) and 1.7(a)(6) of this order.

(j) The Office of the Director of National Intelligence. The Director shall collect (overtly or through publicly available sources), analyze, produce, and disseminate information, intelligence, and counterintelligence to support the missions of the Office of the Director of National Intelligence, including the National Counterterrorism Center, and to support other national missions.

1.8 The Department of State

In addition to the authorities exercised by the Bureau of Intelligence and Research under sections 1.4 and 1.7(d) of this order, the Secretary of State shall:

(a) Collect (overtly or through publicly available sources) information relevant to United States foreign policy and national security concerns;

(b) Disseminate, to the maximum extent possible, reports received from United States diplomatic and consular posts;

(c) Transmit reporting requirements and advisory taskings of the Intelligence Community to the Chiefs of United States Missions abroad; and

(d) Support Chiefs of United States Missions in discharging their responsibilities pursuant to law and presidential direction.

1.9 The Department of the Treasury

In addition to the authorities exercised by the Office of Intelligence and Analysis of the Department of the Treasury under sections 1.4 and 1.7(d) of this order, the Secretary of the Treasury shall collect (overtly or through publicly available sources) foreign financial information and, in consultation with the Department of State, foreign economic information.

1.10 The Department of Defense

The Secretary of Defense shall:

(a) Collect (including through clandestine means), analyze, produce, and disseminate information and intelligence and be responsive to collection tasking and advisory tasking by the Director;

(b) Collect (including through clandestine means), analyze, produce, and disseminate defense and defense-related intelligence and counterintelligence, as required for the execution of the Secretary’s responsibilities;

(c) Conduct programs and missions necessary to fulfill national, departmental, and tactical intelligence requirements;

(d) Conduct counterintelligence activities in support of Department of Defense components and coordinate counterintelligence activities in accordance with sections 1.3(b)(20) and 21 of this order.

(e) Act, in coordination with the Director, as the executive agent of the United States Government for signals intelligence activities;

(f) Provide for the timely transmission of critical intelligence, as defined by the Director, within the United States Government;

(g) Carry out or contract for research, development, and procurement of technical systems and devices relating to authorized intelligence functions;

(h) Protect the security of Department of Defense installations, activities, information, property, and employees by appropriate means, including such investigations of applicants, employees, contractors, and other persons with similar associations with the Department of Defense as are necessary;

(i) Establish and maintain defense intelligence relationships and defense intelligence exchange programs with selected cooperative foreign defense establishments, intelligence or security services of foreign governments, and international organizations, and ensure that such relationships and programs are in accordance with sections 1.3(b)(4), 1.3(b)(21) and 1.7(a)(6) of this order;

(j) Conduct such administrative and technical support activities within and outside the United States as are necessary to provide for cover and proprietary arrangements, to perform the functions described in [sub]sections (a) through [sic] (i) above, and to support the Intelligence Community elements of the Department of Defense; and

(k) Use the Intelligence Community elements within the Department of Defense identified in section 1.7(b) through (f) and, when the Coast Guard is operating as part of the Department of Defense, (h) above to carry out the Secretary of Defense’s responsibilities assigned in this section or other departments, agencies, or offices within the Department of Defense, as appropriate, to conduct the intelligence missions and responsibilities assigned to the Secretary of Defense.

1.11 The Department of Homeland Security

In addition to the authorities exercised by the Office of Intelligence and Analysis of the Department of Homeland Security under sections 1.4 and 1.7(f) of this order, the Secretary of Homeland Security shall conduct, through the United States Secret Service, activities to determine the existence and capability of surveillance equipment being used against the President or the Vice President of the United States, the Executive Office of the President, and, as authorized by the Secretary of Homeland Security or the President, other Secret Service protectees and United States officials. No information shall be acquired intentionally through such activities except to protect against use of such surveillance equipment, and those activities shall be conducted pursuant to procedures agreed upon by the Secretary of Homeland Security and the Attorney General.

1.12 The Department of Energy

In addition to the authorities exercised by the Office of Intelligence and Counterintelligence of the Department of Energy under sections 1.4 and 1.7(d) of this order, the Secretary of Energy shall:

(a) Provide expert scientific, technical, analytic, and research capabilities to other agencies within the Intelligence Community, as appropriate;

(b) Participate in formulating intelligence collection and analysis requirements where the special expert capability of the Department can contribute; and

(c) Participate with the Department of State in overtly collecting information with respect to foreign energy matters.

1.13 The Federal Bureau of Investigation

In addition to the authorities exercised by the intelligence elements of the Federal Bureau of Investigation
of the Department of Justice under sections 1.4 and 1.7(g) of this order and under the supervision of the Attorney General and pursuant to such regulations as the Attorney General may establish, the Director of the Federal Bureau of Investigation shall provide technical assistance, within or outside the United States, to foreign intelligence and law enforcement services, consistent with section 1.5(h)(20) and (21) of this Order, as may be necessary to support national or departmental missions.

PART 2—CONDUCT OF INTELLIGENCE ACTIVITIES

2.1 NEED

Timely, accurate, and insightful information about the activities, capabilities, plans, and intentions of foreign powers, organizations, and persons, and their agents, is essential to informed decisionmaking in the areas of national security, national defense, and foreign relations. Collection of such information is a priority objective and will be pursued in a vigorous, innovative, and responsible manner that is consistent with the Constitution and applicable law and respectful of the principles upon which the United States was founded.

2.2 PURPOSE

This Order is intended to enhance human and technical collection techniques, especially those undertaken abroad, and the acquisition of significant foreign intelligence, as well as the detection and countering of international terrorist activities, the spread of weapons of mass destruction, and espionage conducted by foreign powers. Set forth below are certain general principles upon which the United States was founded. Principles that, in addition to and consistent with applicable laws, are intended to achieve the proper balance between the acquisition of essential information and protection of individual interests. Nothing in this Order shall be construed to apply to or interfere with any authorized civil or criminal law enforcement responsibility of any department or agency.

2.3 COLLECTION OF INFORMATION

Elements of the Intelligence Community are authorized to collect, retain, or disseminate information concerning United States persons only in accordance with procedures established by the head of the Intelligence Community element concerned or by the head of a department containing such element and approved by the Attorney General, consistent with the authorities provided by Part 1 of this Order, after consultation with the Director. Those procedures shall protect constitutional and other legal rights and limit use of such information to lawful governmental purposes. These procedures shall not authorize:

(a) The Central Intelligence Agency (CIA) to engage in electronic surveillance within the United States except for the purpose of training, testing, or conducting countermeasures to hostile electronic surveillance; and
(b) Unconsented physical searches in the United States by elements of the Intelligence Community other than the FBI, except for:

(1) Searches by counterintelligence elements of the military services directed against military personnel within the United States or abroad for intelligence purposes, when authorized by a military commander empowered to approve physical searches for law enforcement purposes, based upon a finding of probable cause to believe that such persons are acting as agents of foreign powers; and
(2) Searches by CIA of personal property of non-United States persons lawfully in its possession;
(c) Physical surveillance of a United States person in the United States by elements of the Intelligence Community other than the FBI, except for:

(1) Physical surveillance of present or former employees, present or former intelligence element contractors or their present or former employees, or applicants for any such employment or contracting; and
(2) Physical surveillance of a nonintelligence element of a military service; and
(d) Physical surveillance of a United States person abroad to collect foreign intelligence, except to obtain significant information that cannot reasonably be acquired by other means.

2.4 COLLECTION TECHNIQUES

Elements of the Intelligence Community shall use the least intrusive collection techniques feasible within the United States or directed against United States persons abroad. Elements of the Intelligence Community are not authorized to use such techniques as electronic surveillance, unconsented physical search, mail surveillance, physical surveillance, or monitoring devices unless they are in accordance with procedures established by the head of the Intelligence Community element concerned or the head of a department containing such element concerned and approved by the Attorney General, after consultation with the Director. Such procedures shall protect constitutional and other legal rights and limit use of such information to lawful governmental purposes. These procedures shall not authorize:

(a) The Central Intelligence Agency (CIA) to engage in electronic surveillance within the United States except for the purpose of training, testing, or conducting countermeasures to hostile electronic surveillance; and
(b) Unconsented physical searches in the United States by elements of the Intelligence Community other than the FBI, except for:

(1) Searches by counterintelligence elements of the military services directed against military personnel within the United States or abroad for intelligence purposes, when authorized by a military commander empowered to approve physical searches for law enforcement purposes, based upon a finding of probable cause to believe that such persons are acting as agents of foreign powers; and
(2) Searches by CIA of personal property of non-United States persons lawfully in its possession;
(c) Physical surveillance of a United States person in the United States by elements of the Intelligence Community other than the FBI, except for:

(1) Physical surveillance of present or former employees, present or former intelligence element contractors or their present or former employees, or applicants for any such employment or contracting; and
(2) Physical surveillance of a nonintelligence element of a military service; and
(d) Physical surveillance of a United States person abroad to collect foreign intelligence, except to obtain significant information that cannot reasonably be acquired by other means.

2.5 ATTORNEY GENERAL APPROVAL

The Attorney General hereby is delegated the power to approve the use for intelligence purposes, within the
2.10 HUMAN EXPERIMENTATION

No element of the Intelligence Community shall sponsor, contract for, or conduct research on human subjects except in accordance with guidelines issued by the Department of Health and Human Services. The subject’s informed consent shall be documented as required by those guidelines.

2.11 PROHIBITION ON ASSASSINATION

No person employed by or acting on behalf of the United States Government shall engage in, or conspire to engage in, assassination.

2.12 INDIRECT PARTICIPATION

No element of the Intelligence Community shall participate in or request any person to undertake activities forbidden by this Order.

2.13 LIMITATION ON COVERT ACTION

No covert action may be conducted which is intended to influence United States political processes, public opinion, policies, or media.

PART 3—GENERAL PROVISIONS

3.1 CONGRESSIONAL OVERSIGHT

The duties and responsibilities of the Director and the heads of other departments, agencies, elements, and entities engaged in intelligence activities to cooperate with the Congress in the conduct of its responsibilities for oversight of intelligence activities shall be implemented in accordance with applicable law, including title V of the Act [50 U.S.C. 3091 et seq.]. The requirements of applicable law, including title V of the Act, shall apply to all covert action activities as defined in this Order.

3.2 IMPLEMENTATION

The President, supported by the NSC, and the Director shall issue such appropriate directives, procedures, and guidance as are necessary to implement this order. Heads of elements within the Intelligence Community shall issue appropriate procedures and supplementary directives consistent with this order. No procedures to implement Part 2 of this order shall be issued without the Attorney General’s approval, after consultation with the Director. The Attorney General shall provide a statement of reasons for not approving any procedures established by the head of an element in the Intelligence Community (or the head of the department containing such element) other than the FBI. In instances where the element head or department head and the Attorney General are unable to reach agreements on other than constitutional or other legal grounds, the Attorney General, the head of department concerned, or the Director shall refer the matter to the NSC.

3.3 PROCEDURES

The activities herein authorized that require procedures shall be conducted in accordance with existing procedures or requirements established under Executive Order 12333. New procedures, as required by Executive Order 12333, as further amended, shall be established as expeditiously as possible. All new procedures promulgated pursuant to Executive Order 12333, as amended, shall be made available to the Select Committee on Intelligence of the Senate and the Permanent Select Committee on Intelligence of the House of Representatives.

3.4 REFERENCES AND TRANSITION

References to “Senior Officials of the Intelligence Community” or “SOICs” in executive orders or other Presidential guidance, shall be deemed references to the heads of elements in the Intelligence Community, unless the President otherwise directs; references in Intelligence Community or Intelligence Community ele-
ment policies or guidance, shall be deemed to be references to the heads of elements of the Intelligence Community, unless the President or the Director otherwise directs.

3.5 Definitions

For the purposes of this Order, the following terms shall have these meanings:

(a) Counterintelligence means information gathered and activities conducted to identify, deceive, exploit, disrupt, or protect against espionage, other intelligence activities, sabotage, or assassinations conducted for or on behalf of foreign powers, organizations or persons, or their agents, or international terrorist organizations or activities.

(b) Counterintelligence means an activity or activities of the United States Government to influence political, economic, or military conditions abroad, where it is intended that the role of the United States Government will not be apparent or acknowledged publicly, but does not include:

(1) Activities the primary purpose of which is to acquire intelligence, traditional counterintelligence activities, traditional diplomatic or military activities or routine support to such activities;

(2) Traditional diplomatic or military activities or routine support to such activities;

(3) Traditional law enforcement activities conducted by United States Government law enforcement agencies for the collection of specialized national foreign intelligence Community for purposes of Ex. Ord. No. 12333, as amended, to the extent such provisions in Executive Order 12958, as amended, are inconsistent with this Order.

(d) Employee means a person employed by, assigned or detailed to, or acting for an element within the Intelligence Community.

(e) Foreign intelligence means information relating to the capabilities, intentions, or activities of foreign governments or elements thereof, foreign organizations, foreign persons, or international terrorists.

(f) Intelligence includes foreign intelligence and counterintelligence.

(g) Intelligence activities means all activities that elements of the Intelligence Community are authorized to conduct pursuant to this order.

(h) Intelligence Community and elements of the Intelligence Community refers to:

(1) The Office of the Director of National Intelligence;

(2) The Central Intelligence Agency;

(3) The National Security Agency;

(4) The Defense Intelligence Agency;

(5) The National Geospatial-Intelligence Agency;

(6) The National Reconnaissance Office;

(7) The other offices within the Department of Defense for the collection of specialized national foreign intelligence through reconnaissance programs;

(8) The intelligence and counterintelligence elements of the Army, the Navy, the Air Force, and the Marine Corps;

(9) The intelligence elements of the Federal Bureau of Investigation;

(10) The Office of National Security Intelligence of the Drug Enforcement Administration;

(11) The Office of Intelligence and Counterintelligence of the Department of Energy;

(12) The Bureau of Intelligence and Research of the Department of State;

(13) The Office of Intelligence and Analysis of the Department of Homeland Security;

(14) The Office of Intelligence and Analysis of the Department of Homeland Security;

(15) The intelligence and counterintelligence elements of the Coast Guard; and

(16) Such other elements of any department or agency as may be designated by the President, or designated jointly by the Director and the head of the department or agency concerned, as an element of the Intelligence Community.

(i) The National Intelligence and Intelligence Related to National Security means all intelligence, regardless of the source from which derived and including information gathered within or outside the United States, that pertains, as determined consistent with any guidance issued by the President, or that is determined for the purpose of access to information by the Director in accordance with section 1.3(a)(1) of this order, to certain to more than one United States Government agency; and that involves threats to the United States, its people, property, or interests; the development, proliferation, or use of weapons of mass destruction; or any other matter bearing on United States national or homeland security.

(j) The National Intelligence Program means all programs, projects, and activities of the Intelligence Community, as well as any other programs of the Intelligence Community designated jointly by the Director and the head of a United States department or agency or by the President. Such term does not include programs, projects, or activities of the military departments to acquire intelligence solely for the planning and conduct of tactical military operations by United States Armed Forces.

(k) United States person means a United States citizen, an alien known by the intelligence element concerned to be a permanent resident alien, an unincorporated association substantially composed of United States citizens or permanent resident aliens, or a corporation incorporated in the United States, except for a corporation directed and controlled by a foreign government or governments.

3.6 Revocation

Executive Orders 13354 and 13355 of August 27, 2004, are revoked; and paragraphs 1.3(b)(9) and (10) of Part 1 supersede provisions within Executive Order 12858, as amended, to the extent such provisions in Executive Order 12958, as amended, are inconsistent with this Order.

3.7 General Provisions

(a) Consistent with section 1.3(c) of this order, nothing in this order shall be construed to impair or otherwise affect:

(1) Authority granted by law to a department or agency, or the head thereof; or

(2) Functions of the Director of the Office of Management and Budget relating to budget, administrative, or legislative proposals.

(b) This order shall be implemented consistent with applicable law and subject to the availability of appropriations.

(c) This order is intended only to improve the internal management of the executive branch and is not intended to, and does not, create any right or benefit, substantive or procedural, enforceable at law or in equity, by any party against the United States, its departments, agencies or entities, its officers, employees, or agents, or any other person.

(For provisions relating to consideration of Commandant and Assistant Commandant for Intelligence of the Coast Guard as a “Senior Official of the Intelligence Community” for purposes of Ex. Ord. No. 12333, set out above, and all other relevant authorities, see Ex. Ord. No. 13286, § 87, Feb. 28, 2003, 68 F.R. 10632, set out as a note under section 111 of Title 6, Domestic Security.)
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5953, which established the President’s Intelligence Oversight Board, was revoked by Ex. Ord. No. 12863, §3.3, Sept. 13, 1993, 58 F.R. 48441, formerly set out below.

EXECUTIVE ORDER No. 12863


EX. ORD. No. 13434. NATIONAL SECURITY PROFESSIONAL DEVELOPMENT

Ex. Ord. No. 13434, May 17, 2007, 72 F.R. 26583, provided:

By the authority vested in me as President by the Constitution and the laws of the United States of America, and in order to enhance the national security, it is hereby ordered as follows:

SECTION 1. Policy. In order to enhance the national security of the United States, including preventing, protecting against, responding to, and recovering from natural and manmade disasters, such as acts of terrorism, it is the policy of the United States to promote the education, training, and experience of current and future professionals in national security positions (security professionals) in executive departments and agencies (agencies).

SEC. 2. National Strategy for Professional Development. Not later than 60 days after the date of this order, the Assistant to the President for Homeland Security and Counterrorism (APHS/CT), in coordination with the Assistant to the President for National Security Affairs (APNSA), shall submit to the President for approval a National Strategy for the Development of Security Professionals (National Strategy). The National Strategy shall set forth a framework that will provide security professionals access to integrated education, training, and professional experience opportunities for the purpose of enhancing their mission-related knowledge, skills, and experience and thereby improve their capability to safeguard the security of the Nation. Such opportunities shall be provided across organizations, levels of government, and incident management disciplines, as appropriate.

SEC. 3. Executive Steering Committee. (a) There is established the Security Professional Development Executive Steering Committee (Steering Committee), which shall facilitate the implementation of the National Strategy. Not later than 120 days after the approval of the National Strategy by the President, the Steering Committee shall submit to the APHS/CT and the APNSA an implementation plan (plan) for the National Strategy, and annually thereafter shall submit to the APHS/CT and the APNSA a status report on the implementation of the plan and any recommendations for changes to the National Strategy.

(b) The Steering Committee shall consist exclusively of the following members (or their designees who shall be full-time officers or employees of the members’ respective agencies):

(i) the Director of the Office of Personnel Management, who shall serve as Chair;
(ii) the Secretary of State;
(iii) the Secretary of the Treasury;
(iv) the Secretary of Defense;
(v) the Attorney General;
(vi) the Secretary of Agriculture;
(vii) the Secretary of Labor;
(viii) the Secretary of Health and Human Services;
(ix) the Secretary of Housing and Urban Development;
(x) the Secretary of Transportation;
(xi) the Secretary of Energy;
(xii) the Secretary of Transportation;
(xiii) the Secretary of Homeland Security;
(xiv) the Director of National Intelligence;
(xv) the Director of the Office of Management and Budget; and
(xvi) such other officers of the United States as the Chair of the Steering Committee may designate from time to time.

(c) The Steering Committee shall coordinate, to the maximum extent practicable, national security professional development programs and guidance issued by the heads of agencies in order to ensure an integrated approach to such programs.

(d) The Chair of the Steering Committee shall convene and preside at the meetings of the Steering Committee, set its agenda, coordinate its work, and, as appropriate to deal with particular subject matters, establish subcommittees of the Steering Committee that shall consist exclusively of members of the Steering Committee (or their designees under subsection (b) of this section), and such other full-time or permanent part-time officers or employees of the Federal Government as the Chair may designate.

SEC. 4. Responsibilities. The head of each agency with national security functions shall:

(a) identify and enhance existing national security professional development programs and infrastructure, and establish new programs as necessary, in order to fulfill their respective missions to educate, train, and employ security professionals consistent with the National Strategy and, to the maximum extent practicable, the plan and related guidance from the Steering Committee; and

(b) cooperate with the Steering Committee and provide such information, support, and assistance as the Chair of the Steering Committee may request from time to time.

SEC. 5. Additional Responsibilities. (a) Except for employees excluded by law, and subject to subsections (b), (c), and (d) of this section, the Director of the Office of Personnel Management, after consultation with the Steering Committee, shall:

(i) consistent with applicable merit-based hiring and advancement principles, lead the establishment of a national security professional development program in accordance with the National Strategy and the plan that provides for interagency and intergovernmental assignments and fellowship opportunities and provides for professional development guidelines for career advancement; and

(ii) issue to agencies rules and guidance or apply existing rules and guidance relating to the establishment of national security professional development programs to implement the National Strategy and the plan;

(b) The Secretary of Defense shall issue rules or guidance on professional development programs for Department of Defense military personnel, including interagency and intergovernmental assignments and fellowship opportunities, to implement the National Strategy and the plan, as appropriate, and shall coordinate such programs, to the maximum extent practicable, with the Steering Committee;

(c) The Secretary of State shall issue rules or guidance on national security professional development programs for the Foreign Service, including interagency and intergovernmental exchanges and fellowship opportunities, to implement the National Strategy and the plan, as appropriate, and shall coordinate such programs, to the maximum extent practicable, with the Steering Committee;

(d) The Director of National Intelligence, in coordination with the heads of agencies of which elements of the intelligence community are a part, shall issue rules or guidance on national security professional development programs for the intelligence community, including interagency and intergovernmental assignments and fellowship opportunities, to implement the National Strategy and the plan, as appropriate, and shall coordinate such programs, to the maximum extent practicable, with the Steering Committee; and

(e) The Secretary of Homeland Security shall develop a program to provide to Federal, State, local, and tribal government officials education in disaster prepared-
ness, response, and recovery plans and authorities, and training in crisis decision-making skills, consistent with applicable presidential guidance.

Sic. 4. General Provisions. This order:

(a) shall be implemented consistent with applicable law and authorities of agencies, or heads of agencies, vested by law, and subject to the availability of appropriate law and authorities;

(b) shall not be construed to impair or otherwise affect the authorities of any agency, instrumentality, officer, or employee of the United States under applicable law, including the functions of the Director of the Office of Management and Budget relating to budget, administrative, or legislative proposals, or the functions assigned by the President to the Director of the Office of Management and Budget that are engaged in the collection, evaluation, or production of intelligence or the execution of intelligence policy and report the results of such assessments or reviews:

(i) to the President, as necessary but not less than twice each year; and

(ii) to the Director of National Intelligence (DNI) and the heads of departments concerned when the PIAB determines appropriate; and

(c) is not intended to, and does not, create any right, benefit, or privilege, substantive or procedural, enforceable at law or in equity, by any party against the United States, its departments, agencies, instrumentalities, or entities, its officers or employees, or any other person.
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(a) shall be implemented consistent with applicable law and authorities of agencies, or heads of agencies, vested by law, and subject to the availability of appropriate law and authorities;

(b) shall not be construed to impair or otherwise affect the authorities of any agency, instrumentality, officer, or employee of the United States under applicable law, including the functions of the Director of the Office of Management and Budget relating to budget, administrative, or legislative proposals, or the functions assigned by the President to the Director of the Office of Management and Budget that are engaged in the collection, evaluation, or production of intelligence or the execution of intelligence policy and report the results of such assessments or reviews:

(i) to the President, as necessary but not less than twice each year; and

(ii) to the Director of National Intelligence (DNI) and the heads of departments concerned when the PIAB determines appropriate; and

(c) is not intended to, and does not, create any right, benefit, or privilege, substantive or procedural, enforceable at law or in equity, by any party against the United States, its departments, agencies, instrumentalities, or entities, its officers or employees, or any other person.
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(b) The PIAB shall consist of not more than 16 members who are designated by the President from among the members of the PIAB to serve on the IOB. The IOB shall utilize such full-time professional and administrative staff as authorized by the Chair and approved by the President or the President’s designee. Such staff shall be supervised by an Executive Director of the IOB, appointed by the President, whom the President may designate to serve also as the Executive Director of the IOB.

Sic. 5. Establishment of Intelligence Oversight Board. (a) There is hereby established a committee of the PIAB to be known as the Intelligence Oversight Board. (b) The IOB shall consist of not more than five members of the PIAB who are designated by the President from among members of the PIAB to serve on the IOB. The IOB shall utilize such full-time professional and administrative staff as authorized by the Chair and approved by the President or the President’s designee. Such staff shall be supervised by an Executive Director of the IOB, appointed by the President, whom the President may designate to serve also as the Executive Director of the PIAB.

(c) The President shall designate a Chair from among the members of the IOB, who shall convene and preside at meetings of the IOB, determine its agenda, and direct its work.

Sic. 6. Functions of the IOB. Consistent with the policy set forth in section 1 of this order, the IOB shall:

(a) issue criteria on the thresholds for reporting matters to the IOB, to the extent consistent with section 1.6(c) of Executive Order 12333, as amended[,] or the corresponding provision of any successor order;

(b) inform the President of intelligence activities that the IOB believes:

(i) (A) may be unlawful or contrary to Executive Order or presidential directive; and

(B) are not being adequately addressed by the Attorney General, the DNI, or the head of the department concerned; or

(ii) should be immediately reported to the President;

(c) forward to the Attorney General information concerning intelligence activities that involve possible violations of Federal criminal laws or otherwise implicate the authority of the Attorney General;

(d) review and assess the effectiveness, efficiency, and sufficiency of the processes by which the DNI and the heads of departments concerned perform their respective functions under this order and report thereon as necessary, together with any recommendations, to the President and, as appropriate, the DNI and the head of the department concerned;

(e) receive and review information submitted by the DNI under subsection 7(c) of this order and make recommendations thereon, including for any needed corrective action, with respect to such information, and the intelligence activities to which the information relates, as necessary, but not less than twice each year, to the President, the DNI, and the head of the department concerned; and

(f) conduct, or request that the DNI or the head of the department concerned, as appropriate, carry out and report to the IOB the results of, investigations of intel-
ligence activities that the IOB determines are necessary to enable the IOB to carry out its functions under this order:

Sec. 7. Functions of the Director of National Intelligence. Consistent with the policy set forth in section 1 of this order, the DNI shall:

(a) with respect to guidelines applicable to organizations within the intelligence community that concern reporting of intelligence activities described in subsection 6(b)(1)(A) of this order:
   (i) review and ensure that such guidelines are consistent with section 1.6(c) of Executive Order 12333, as amended, or a corresponding provision of any successor order, and this order; and
   (ii) issue for incorporation in such guidelines instructions relating to the format and schedule of such reporting as necessary to implement this order;

(b) with respect to intelligence activities described in subsection 6(b)(1)(A) of this order:
   (i) receive reports submitted to the IOB pursuant to section 1.6(c) of Executive Order 12333, as amended, or a corresponding provision of any successor order; and
   (ii) forward to the Attorney General in such reports relating to such intelligence activities to the extent that such activities involve possible violations of Federal criminal laws or implicate the authority of the Attorney General unless the DNI or the head of the department concerned has previously provided such information to the Attorney General; and
   (iii) monitor the intelligence community to ensure that the head of the department concerned has directed needed corrective actions and that such actions have been taken and report to the IOB and the head of the department concerned, and as appropriate the President, when such actions have not been timely taken; and

(c) submit to the IOB as necessary and no less than twice each year:
   (i) an analysis of the reports received under subsection (b)(i) of this section, including an assessment of the gravity, frequency, trends, and patterns of occurrences of intelligence activities described in subsection 6(b)(1)(A) of this order;
   (ii) a summary of direction under subsection (b)(ii) of this section and any related recommendations; and
   (iii) an assessment of the effectiveness of corrective action taken by the DNI or the head of the department concerned with respect to intelligence activities described in subsection 6(b)(1)(A) of this order.

Sec. 8. Functions of Heads of Departments Concerned and Additional Functions of the Director of National Intelligence. (a) To the extent permitted by law, the DNI and the heads of departments concerned shall provide such information and assistance as the PIAB and the IOB determined is needed to perform their functions under this order.

(b) The heads of departments concerned shall:
   (i) ensure that the DNI receives:
      (A) copies of reports submitted to the IOB pursuant to section 1.6(c) of Executive Order 12333, as amended, or a corresponding provision of any successor order; and
      (B) such information and assistance as the DNI may need to perform functions under this order; and
   (ii) designate the offices within their respective organizations that shall submit reports to the IOB required by Executive Order and inform the DNI and the IOB of such designations; and
   (iii) ensure that departments concerned comply with instructions issued by the DNI under subsection 7(a)(ii) of this order.

(c) The head of a department concerned who does not implement a recommendation to that head of department from the PIAB under subsection 4(b) of this order or from the IOB under subsections 6(c) or 6(d) of this order shall promptly report through the DNI to the President that such action has not been taken and report to the IOB and the department concerned, when such actions have not been timely taken; and

(d) The DNI shall ensure that the Director of the Central Intelligence Agency performs the functions with respect to the Central Intelligence Agency under this order that a head of a department concerned performs with respect to organizations within the intelligence community that are part of that department.

Sec. 9. References and Transition. (a) References in Executive Orders other than this order to the President’s Foreign Intelligence Advisory Board shall be deemed to be references to the President’s Intelligence Advisory Board established by this order.

(b) Individuals who are members of the President’s Foreign Intelligence Advisory Board under Executive Order 12963 of September 13, 1995, as amended, immediately prior to the signing of this order shall be members of the President’s Intelligence Advisory Board immediately upon the signing of this order, to serve as such consistent with this order until the date that is 15 months following the date of this order.

(c) Individuals who are members of the Intelligence Oversight Board under Executive Order 12963 immediately prior to the signing of this order shall be members of the Intelligence Oversight Board under this order, to serve as such consistent with this order until the date that is 15 months following the date of this order.

(d) The individual serving as Executive Director of the President’s Foreign Intelligence Advisory Board immediately prior to the signing of this order shall serve as the Executive Director of the PIAB until such person resigns, dies, or is removed, or upon appointment of a successor under this order and shall serve as the Executive Director of the IOB until an Executive Director of the IOB is appointed or designated under this order.

Sec. 10. Revocation. Executive Order 12963 is revoked.

Sec. 11. General Provisions. (a) Nothing in this order shall be construed to impair or otherwise affect:
   (i) authority granted by law to a department or agency, or the head thereof; or
   (ii) functions of the Director of the Office of Management and Budget relating to budget, administrative, or legislative proposals.

(b) Any person who is a member of the PIAB or the IOB, or who is granted access to classified national security information in relation to the activities of the PIAB or the IOB, as a condition of access to such information, shall sign and comply with appropriate agreements to protect such information from unauthorized disclosure. This order shall be implemented in a manner consistent with Executive Order 12568 of April 17, 1995, as amended, and Executive Order 12968 of August 2, 1995, as amended.

(c) This order shall be implemented consistent with applicable law and subject to the availability of appropriations.

(d) This order is intended only to improve the internal management of the executive branch and is not intended to, and does not, create any right or benefit, substantive or procedural, enforceable at law or in equity, by any party against the United States, its departments, agencies or entities, its officers, employees, or agents, or any other person.

GEORGE W. BUSH.

Ex. Ord. No. 13732. UNITED STATES POLICY ON PRE- AND POST-STRIKE MEASURES TO ADDRESS CIVILIAN CASUALTIES IN U.S. OPERATIONS INVOLVING THE USE OF FORCE. Ex. Ord. No. 13732, July 1, 2016, 81 F.R. 44485, provided:

By the authority vested in me as President by the Constitution and the laws of the United States of America, I hereby direct as follows:

SECTION 1. Purpose. United States policy on civilian casualties resulting from U.S. operations involving the use of force in armed conflict or in the exercise of the Nation’s inherent right of self-defense is based on our national interests, our values, and our legal obliga-
tions. As a Nation, we are steadfastly committed to complying with our obligations under the law of armed conflict, including those that address the protection of civilians. Such as the fundamental principles of necessity, humanity, distinction, and proportionality.

The protection of civilians is fundamentally consistent with the effective, efficient, and decisive use of force in pursuit of U.S. national interests. Minimizing civilian casualties can further mission objectives; help maintain the support of partner governments and vulnerable populations, especially in the conduct of counterterrorism and counterinsurgency operations; and enhance the legitimacy and sustainability of U.S. operations critical to our national security. As a matter of policy, the United States therefore routinely imposes certain heightened policy standards that are more protective than the requirements of the law of armed conflict that relate to the protection of civilians.

Civilian casualties are a tragic and at times unavoidable consequence of the use of force in situations of armed conflict or in the exercise of a state’s inherent right of self-defense. The U.S. Government shall maintain and promote best practices that reduce the likelihood of civilian casualties, take appropriate steps when such casualties occur, and draw lessons from our operations to further enhance the protection of civilians.

Sect. 2. Policy. In furtherance of U.S. Government efforts to protect civilians in U.S. operations involving the use of force in armed conflict or in the exercise of the Nation’s inherent right of self-defense, and with a view toward enhancing such efforts, relevant departments and agencies (agencies) shall continue to take certain measures in present and future operations.

(a) In particular, relevant agencies shall, consistent with mission objectives and applicable law, including the law of armed conflict:

(i) train personnel, commensurate with their responsibilities, on compliance with legal obligations and policy guidance that address the protection of civilians and appropriate steps to reduce the likelihood of civilian casualties, including exercises, pre-deployment training, and simulations of complex operational environments that include civilians;

(ii) develop, acquire, and field intelligence, surveillance, and reconnaissance systems that, by enabling more accurate battlespace awareness, contribute to the protection of civilians;

(iii) develop, acquire, and field weapon systems and other technological capabilities that further enable the discriminate use of force in different operational contexts;

(iv) take feasible precautions in conducting attacks to reduce the likelihood of civilian casualties, such as providing warnings to the civilian population (unless the circumstances do not permit), adjusting the timing of attacks, taking steps to ensure military objectives and civilians are clearly distinguished, and taking other measures appropriate to the circumstances; and

(v) conduct assessments that assist in the reduction of civilian casualties by identifying risks to civilians and evaluating efforts to reduce risks to civilians.

(b) In addition to the responsibilities above, relevant agencies shall also, as appropriate and consistent with mission objectives and applicable law, including the law of armed conflict:

(i) review or investigate incidents involving civilian casualties, including by considering relevant and credible information from all available sources, such as other agencies, partner governments, and nongovernmental organizations, and take measures to mitigate the likelihood of future incidents of civilian casualties;

(ii) acknowledge U.S. Government responsibility for civilian casualties and offer condolences, including ex gratia payments, to civilians who are injured or to the families of civilians who are killed;

(iii) engage with foreign partners to share and learn best practices for reducing the likelihood of and responding to civilian casualties, including through appropriate training and assistance; and

(iv) maintain channels for engagement with the International Committee of the Red Cross and other nongovernmental organizations that operate in conflict zones and encourage such organizations to assist in efforts to distinguish between military objectives and civilians, including by appropriately marking protected facilities, vehicles, and personnel, and by providing up-to-date information on the locations of such facilities and personnel.

Sect. 3. Report on Strikes Undertaken by the U.S. Government Against Terrorist Targets Outside Areas of Active Hostilities. (a) The Director of National Intelligence (DNI), or such other official as the President may designate, shall obtain from relevant agencies information about the number of strikes undertaken by the U.S. Government against terrorist targets outside areas of active hostilities from January 1, 2016, through December 31, 2016, as well as assessments of combatant and non-combatant deaths resulting from those strikes, and publicly release an unclassified summary of such information no later than May 1, 2017. By May 1 of each subsequent year, as consistent with the need to protect sources and methods, the DNI shall publicly release a report with the same information for the preceding calendar year.

(b) The annual report shall also include information obtained from relevant agencies regarding the sources of information and methodology used to conduct these assessments and, as feasible and appropriate, shall address the general reasons for discrepancies between post-strike assessments from the U.S. Government and credible reporting from nongovernmental organizations regarding non-combatant deaths resulting from strikes undertaken by the U.S. Government against terrorist targets outside areas of active hostilities.

(c) In preparing a report under this section, the DNI shall review relevant and credible post-strike all-source reporting, including such information from nongovernmental sources, for the purpose of ensuring that this reporting is available to and considered by relevant agencies in their assessment of deaths.

(d) The Assistant to the President for National Security Affairs may, as appropriate, request that the head of any relevant agency conduct additional reviews related to the intelligence assessments of deaths from strikes against terrorist targets outside areas of active hostilities.

Sect. 4. Periodic Consultation. In furtherance of the policies and practices set forth in this order, the Assistant to the President for National Security Affairs, through the National Security Council staff, will convene agencies with relevant defense, counterterrorism, intelligence, legal, civilian protection, and technical expertise to consult on civilian casualty trends, consider potential improvements to U.S. Government civilian casualty mitigation efforts, and, as appropriate, report to the Deputies and Principals Assistant with Presidential Policy Directive 1 or its successor. Specific incidents will not be considered in this context, and will continue to be examined within relevant chains of command.

Sect. 5. General Provisions. (a) The policies and practices set forth above are not intended to alter, and shall be implemented consistent with, the authority and responsibility of commanders and other U.S. personnel to execute their mission as directed by the President or other appropriate authorities, which necessarily includes the inherent right of self-defense and the maintenance of good order and discipline among U.S. personnel. No part of this order modifies the chain of command of the U.S. Armed Forces or the authority of U.S. commanders.

(b) No part of this order modifies priorities in the collection of intelligence or the development, acquisition, or fielding of weapon systems and other technological capabilities.

(c) No part of this order shall prejudice or supplant established procedures pertaining to administrative or criminal investigative or judicial processes in the con-
text of the military justice system or other applicable law and regulation.

d) The policies set forth in this order are consistent with existing U.S. obligations under international law and are not intended to create new international legal obligations; nor shall anything in this order be construed to derogate from obligations under applicable law, including the law of armed conflict.

e) This order is not intended to, and does not, create any right or benefit, substantive or procedural, enforceable at law or in equity by any party against the United States, its departments, agencies, or entities, its officers, employees, or agents, or any other person.

BARACK OBAMA.

Effective Dates of Provisions in Title I of the Intelligence Reform and Terrorism Prevention Act of 2004

Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, provided:

Memorandum for the Secretary of State[,] the Secretary of Defense[,] the Attorney General[,] the Secretary of Energy[,] the Secretary of Homeland Security[,] the Director of the Office of Management and Budget[,] and the Director of National Intelligence

Subsection 1097(a) of the Intelligence Reform and Terrorism Prevention Act of 2004 (Public Law 108-458, December 17, 2004) (the Act) [set out in a note above] provides:

(a) IN GENERAL—Except as otherwise expressly provided in this Act, this title and the amendments made by this title shall take effect not later than 6 months after the date of the enactment of this Act.

Subsection 1097(a) clearly contemplates that one or more of the provisions in Title I of the Act may take effect earlier than the date that is 6 months after the date of enactment of the Act, but does not state explicitly the mechanism for determining when such earlier effect shall occur, leaving it to the President in the execution of the Act. Moreover, given that section 1097(a) evinces a legislative intent to afford the President flexibility, and such flexibility is constitutionally appropriate with respect to intelligence matters (see United States v. Curtiss-Wright Export Corporation, 299 U.S. 304 (1936)), the executive branch shall construe section 1097(a) to authorize the President to select different effective dates that precede the 6-month deadline for different provisions in Title I.

Therefore, pursuant to the Constitution and the laws of the United States of America, including subsection 1097(a) of the Act, I hereby determine and direct:

1. Sections 1097(a) and 1103 of the Act [set out in notes above], relating respectively to effective dates of provisions and to severability, shall take effect immediately upon the signing of this memorandum to any extent that they have not already taken effect.

2. Provisions in Title I of the Act other than those addressed in numbered paragraph 1 of this memorandum shall take effect immediately upon the signing of this memorandum, except:

   a) any provision in Title I of the Act for which the Act expressly provides the date on which the provision shall take effect; and

   b) sections 1021 and 1022 of the Act [enacting section 3056 of this title and provisions set out in a note above, respectively], relating to the National Counterterrorism Center.

The taking of effect of a provision pursuant to section 1097(a) of the Act and this memorandum shall not affect the construction of such provision by the executive branch as set forth in my Statement of December 17, 2004, upon signing the Act into law.

The Director of the Office of Management and Budget is authorized and directed to publish this memorandum in the Federal Register.

GEORGE W. BUSH.

§ 3002. Congressional declaration of purpose

In enacting this chapter, it is the intent of Congress to provide a comprehensive program for the future security of the United States; to provide for the establishment of integrated policies and procedures for the departments, agencies, and functions of the Government relating to the national security; to provide a Department of Defense, including the three military Departments of the Army, the Navy (including naval aviation and the United States Marine Corps), and the Air Force under the direction, authority, and control of the Secretary of Defense; to provide that each military department shall be separately organized under its own Secretary and shall function under the direction, authority, and control of the Secretary of Defense; to provide for their unified direction under civilian control of the Secretary of Defense but not to merge these departments or services; to provide for the establishment of unified or specified combatant commands, and a clear and direct line of command to such commands; to eliminate unnecessary duplication in the Department of Defense, and particularly in the field of research and engineering by vesting its overall direction and control in the Secretary of Defense; to provide more effective, efficient, and economical administration in the Department of Defense; to provide for the unified strategic direction of the combatant forces, for their operation under unified command, and for their integration into an efficient team of land, naval, and air forces but not to establish a single Chief of Staff over the armed forces nor an overall armed forces general staff.


REFERENCES IN TEXT

This chapter, referred to in text, was in the original "this legislation", meaning act July 26, 1947, ch. 343, 61 Stat. 495, known as the National Security Act of 1947, which is classified principally to this chapter. For complete classification of this Act to the Code, see Tables.

CODIFICATION

Section was formerly classified to section 401 of this title prior to editorial reclassification and renumbering as this section.

Amendments

1958—Pub. L. 85–599 amended section generally, and, among other changes, provided that each military department shall be separately organized, instead of separately administered, under its own Secretary and shall function under the direction, authority, and control of the Secretary of Defense, and inserted provisions relating to establishment of unified or specified combatant commands and for elimination of unnecessary duplication.

1949—Act Aug. 10, 1949, provided that the military departments shall be separately administered but be under the direction of the Secretary of Defense, and that there shall not be a single Chief of Staff over the armed forces nor an armed forces general staff.

§ 3003. Definitions

As used in this chapter:

1) The term "intelligence" includes foreign intelligence and counterintelligence.

2) The term "foreign intelligence" means information relating to the capabilities, intentions, or activities of foreign governments or elements thereof, foreign organizations, or for-
eign persons, or international terrorist activities.

(3) The term “counterintelligence” means information gathered, and activities conducted, to protect against espionage, other intelligence activities, sabotage, or assassinations conducted by or on behalf of foreign governments or elements thereof, foreign organizations, or foreign persons, or international terrorist activities.

(4) The term “intelligence community” includes the following:

(A) The Office of the Director of National Intelligence.
(B) The Central Intelligence Agency.
(C) The National Security Agency.
(D) The Defense Intelligence Agency.
(E) The National Geospatial-Intelligence Agency.
(F) The National Reconnaissance Office.
(G) Other offices within the Department of Defense for the collection of specialized national intelligence through reconnaissances programs.
(H) The intelligence elements of the Army, the Navy, the Air Force, the Marine Corps, the Coast Guard, the Federal Bureau of Investigation, the Drug Enforcement Administration, and the Department of Energy.
(I) The Bureau of Intelligence and Research of the Department of State.
(J) The Office of Intelligence and Analysis of the Department of the Treasury.
(K) The Office of Intelligence and Analysis of the Department of Homeland Security.
(L) Such other elements of any department or agency as may be designated by the President, or designated jointly by the Director of National Intelligence and the head of the department or agency concerned, as an element of the intelligence community.

(5) The terms “national intelligence” and “intelligence related to national security” refer to all intelligence, regardless of the source from which derived and including information gathered within or outside the United States, that—

(A) pertains, as determined consistent with any guidance issued by the President, to more than one United States Government agency; and
(B) that involves—

(i) threats to the United States, its people, property, or interests;
(ii) the development, proliferation, or use of weapons of mass destruction; or
(iii) any other matter bearing on United States national or homeland security.

(6) The term “National Intelligence Program” refers to all programs, projects, and activities of the intelligence community, as well as any other programs of the intelligence community designated jointly by the Director of National Intelligence and the head of a United States department or agency or by the President. Such term does not include programs, projects, or activities of the military departments to acquire intelligence solely for the planning and conduct of tactical military operations by United States Armed Forces.

(7) The term “congressional intelligence committees” means—

(A) the Select Committee on Intelligence of the Senate; and
(B) the Permanent Select Committee on Intelligence of the House of Representatives.


REFERENCES IN TEXT

This chapter, referred to in text, was in the original “this Act”, meaning act July 26, 1947, ch. 343, 61 Stat. 496, known as the National Security Act of 1947, which is classified principally to this chapter. For complete classification of this Act to the Code, see Tables.

CODIFICATION

Section was formerly classified to section 401a of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS


Par. (6). Pub. L. 112–87, § 505(1), substituted “Director of National Intelligence” for “Director of Central Intelligence”.


Par. (4)(K). Pub. L. 111–259, § 441(2), struck out “, including the Office of Intelligence of the Coast Guard” after “information”.


(‘A) each refer to intelligence which pertains to the interests of more than one department or agency of the Government; and
(B) do not refer to counterintelligence or law enforcement activities conducted by the Federal Bureau of Investigation except to the extent provided for in procedures agreed to by the Director of Central Intelligence and the Attorney General, or otherwise as expressly provided for in this title.”

Par. (6). Pub. L. 108–458, § 1074(a), struck out “Foreign” before “Intelligence Program”.
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Par. (4)(H). Pub. L. 108–177, § 105(d)(1)(A), added subpar. (J) and redesignated former subpars. (J) and (K) as (K) and (L), respectively.


2001—Par. (2). Pub. L. 107–56, § 902(1), inserted “or international terrorist activities” before period at end.

Par. (3). Pub. L. 107–56, § 902(2), substituted “,” and activities conducted,” for “and activities conducted”.

Par. (4)(H). Pub. L. 107–108 struck out “and” before “the Department of Energy” and inserted “, and the Coast Guard” before semicolon.


**Effective Date of 2004 Amendment**

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Amendment by Pub. L. 108–458 effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458; set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

**Effective Date of 2002 Amendment**

Amendment by Pub. L. 107–296 effective 60 days after Nov. 25, 2002, see section 4 of Pub. L. 107–296; set out as an Effective Date note under section 101 of Title 6, Domestic Security.

**Effective Date of 1996 Amendment**

Amendment by Pub. L. 104–201 effective Oct. 1, 1996, see section 1124 of Pub. L. 104–201, set out as a note under section 193 of Title 10, Armed Forces.

**Delegation of Functions**

For assignment of function of President under par. (5)(A) of this section to Director of National Intelligence, see Ex. Ord. No. 12333, § 13(a)(1), Dec. 4, 1981, 46 F.R. 59941, as amended, set out as a note under section 3001 of this title.

**Authority of Secretary of State**

Except as otherwise provided, Secretary of State to have and enforce any authority vested by law in any official or office of Department of State and references to such officials or offices deemed to refer to Secretary of State or Department of State, as appropriate, see section 2651a of Title 22, Foreign Relations and Intercourse, and section 161(d) of Pub. L. 103–236, set out as a note under section 2651a of Title 22.

**Definitions Applicable to Specific Acts**


“(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.—The term ‘congressional intelligence committees’ means—

“(A) the Select Committee on Intelligence of the Senate; and

“(B) the Permanent Select Committee on Intelligence of the House of Representatives.

“(2) INTELLIGENCE COMMUNITY.—The term ‘intelligence community’ has the meaning given that term in section 3(4) of the National Security Act of 1947 (50 U.S.C. 3003(4)).”


“(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.—The term ‘congressional intelligence committees’ means—

“(A) the Select Committee on Intelligence of the Senate; and

“(B) the Permanent Select Committee on Intelligence of the House of Representatives.

“(2) INTELLIGENCE COMMUNITY.—The term ‘intelligence community’ has the meaning given that term in section 3(4) of the National Security Act of 1947 (50 U.S.C. 3003(4)).”


“(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.—The term ‘congressional intelligence committees’ means—

“(A) the Select Committee on Intelligence of the Senate; and

“(B) the Permanent Select Committee on Intelligence of the House of Representatives.

“(2) INTELLIGENCE COMMUNITY.—The term ‘intelligence community’ has the meaning given that term in section 3(4) of the National Security Act of 1947 (50 U.S.C. 3003(4)).”


“(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.—The term ‘congressional intelligence committees’ means—

“(A) the Select Committee on Intelligence of the Senate; and

“(B) the Permanent Select Committee on Intelligence of the House of Representatives.

“(2) INTELLIGENCE COMMUNITY.—The term ‘intelligence community’ has the meaning given that term in section 3(4) of the National Security Act of 1947 (50 U.S.C. 3003(4)).”


“(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.—The term ‘congressional intelligence committees’ means—

“(A) the Select Committee on Intelligence of the Senate; and

“(B) the Permanent Select Committee on Intelligence of the House of Representatives.

“(2) INTELLIGENCE COMMUNITY.—The term ‘intelligence community’ has the meaning given that term in section 3(4) of the National Security Act of 1947 (50 U.S.C. 3003(4)).”


“(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.—The term ‘congressional intelligence committees’ means—

“(A) the Select Committee on Intelligence of the Senate; and

“(B) the Permanent Select Committee on Intelligence of the House of Representatives.

“(2) INTELLIGENCE COMMUNITY.—The term ‘intelligence community’ has the meaning given that term in section 3(4) of the National Security Act of 1947 (50 U.S.C. 3003(4)).”


“(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.—The term ‘congressional intelligence committees’ means—

“(A) the Select Committee on Intelligence of the Senate; and

“(B) the Permanent Select Committee on Intelligence of the House of Representatives.

“(2) INTELLIGENCE COMMUNITY.—The term ‘intelligence community’ has the meaning given that term in section 3(4) of the National Security Act of 1947 (50 U.S.C. 3003(4)).”

§ 3004. Definitions of military departments

(a) The term “Department of the Army” as used in this chapter shall be construed to mean the Department of the Army at the seat of the government and all field headquarters, forces, reserve components, installations, activities, and functions under the control or supervision of the Department of the Army.
(b) The term "Department of the Navy" as used in this chapter shall be construed to mean the Department of the Navy at the seat of the government; the headquarters, United States Marine Corps; the entire operating forces of the United States Navy, including naval aviation, and of the United States Marine Corps, including the reserve components of such forces; all field activities, headquarters, forces, bases, installations, activities, and functions under the control or supervision of the Department of the Navy; and the United States Coast Guard then operating as a part of the Navy pursuant to law.

(c) The term "Department of the Air Force" as used in this chapter shall be construed to mean the Department of the Air Force at the seat of the government and all field headquarters, forces, reserve components, installations, activities, and functions under the control or supervision of the Department of the Air Force.

(July 26, 1947, ch. 343, title II, §§205(c), 206(a), 207(c), 61 Stat. 501, 502.)

REFERENCES IN TEXT
This chapter, referred to in text, was in the original "this Act", meaning act July 26, 1947, ch. 343, 61 Stat. 495, known as the National Security Act of 1947, which is classified principally to this chapter. For complete classification of this Act to the Code, see Tables.

CODIFICATION
Section was formerly classified to section 409 of this title prior to editorial reclassification and renumbering as this section, and to section 171-2 of former Title 5 prior to the general revision and enactment of Title 5, Government Organization and Employees. Section was formerly classified to section 412 of this title prior to editorial reclassification and renumbering as this section, and to section 171-1 of former Title 5 prior to the general revision and enactment of Title 5, Government Organization and Employees, by Pub. L. 89–554, §1, Sept. 6, 1966, 80 Stat. 378.

§ 3006. Repealing and savings provisions

All laws, orders, and regulations inconsistent with the provisions of this title 1 are repealed insofar as they are inconsistent with the powers, duties, and responsibilities enacted hereby: Provided, That the powers, duties, and responsibilities of the Secretary of Defense under this title 1 shall be administered in conformance with the policy and requirements for administration of budgetary and fiscal matters in the Government generally, including accounting and financial reporting, and that nothing in this title 1 shall be construed as eliminating or modifying the powers, duties, and responsibilities of any other department, agency, or officer of the Government in connection with such matters, but no such department, agency, or officer shall exercise any such powers, duties, or responsibilities in a manner that will render ineffective the provisions of this title.1

(July 26, 1947, ch. 343, title IV, §411, as added Aug. 10, 1949, ch. 412, §11, 63 Stat. 590.)

REFERENCES IN TEXT
This chapter, referred to in text, means title IV of act July 26, 1947, ch. 343, as added Aug. 10, 1949, ch. 412, §11, 63 Stat. 585, which enacted this section and enacted and amended various sections in former Title 5, Executive Departments and Government Officers and Employees, and former Title 31, Money and Finance. For complete classification of title IV to the Code, see Tables.

CODIFICATION
Section was formerly classified to section 412 of this title prior to editorial reclassification and renumbering as this section, and to section 172 of former Title 5 prior to the general revision and enactment of Title 5, Government Organization and Employees, by Pub. L. 89–554, §1, Sept. 6, 1966, 80 Stat. 378.

§ 3005. Applicable laws

Except to the extent inconsistent with the provisions of this chapter, the provisions of title 4 of the Revised Statutes as now or hereafter amended shall be applicable to the Department of Defense.

(July 26, 1947, ch. 343, title II, §204(d), as added Aug. 10, 1949, ch. 412, §4, 63 Stat. 579.)

REFERENCES IN TEXT
This chapter, referred to in text, was in the original "this Act", meaning act July 26, 1947, ch. 343, 61 Stat. 495, known as the National Security Act of 1947, which is classified principally to this chapter. For complete classification of this Act to the Code, see Tables.

Title 4 of the Revised Statutes, referred to in text, was entitled "Provisions Applicable to All Executive Departments", and consisted of R.S. §§158 to 198. For provisions of the Code derived from such title 4, see sections 101, 301, 303, 304, 503, 2952, 3101, 3106, 3341, 3345 to 3349, 5535, and 5536 of Title 5, Government Organization and Employees; section 207 of Title 18, Crimes and Criminal Procedure; sections 514 and 520 of Title 28, Judiciary and Judicial Procedure; section 3321 of Title 31, Money and Finance.

1 See References in Text note below.

§ 3001. National Security Council

(a) National Security Council

There is a council known as the National Security Council (in this section referred to as the "Council").

(b) Functions

Consistent with the direction of the President, the functions of the Council shall be to—

(1) advise the President with respect to the integration of domestic, foreign, and military policies relating to the national security so as to enable the Armed Forces and the other de-
...partment agencies and arms of the United States Government to cooperate more effectively in matters involving the national security; (2) assess and appraise the objectives, commitments, and risks of the United States in relation to the actual and potential military power of the United States, and make recommendations thereon to the President; and (3) make recommendations to the President concerning policies on matters of common interest to the departments and agencies of the United States Government concerned with the national security.

(c) Membership
(1) In general
The Council consists of the President, the Vice President, the Secretary of State, the Secretary of Defense, the Secretary of Energy, the Secretary of the Treasury, and such other officers of the United States Government as the President may designate.

(2) Attendance and participation in meetings
The President may designate such other officers of the United States Government as the President considers appropriate, including the Director of National Intelligence, the Director of National Drug Control Policy, and the Chairmen of the Joint Chiefs of Staff, to attend and participate in meetings of the Council.

(d) Presiding officers
At meetings of the Council, the President shall preside or, in the absence of the President, a member of the Council designated by the President shall preside.

(e) Staff
(1) In general
The Council shall have a staff headed by a civilian executive secretary appointed by the President.

(2) Staff
Consistent with the direction of the President and subject to paragraph (3), the executive secretary may, subject to the civil service laws and chapter 51 and subchapter III of chapter 53 of title 5, appoint and fix the compensation of such personnel as may be necessary to perform such duties as may be prescribed by the President in connection with performance of the functions of the Council.

(3) Number of professional staff
The professional staff for which this subsection provides shall not exceed 200 persons, including persons employed by, assigned to, detailed to, under contract to serve on, or otherwise serving or affiliated with the staff. The limitation in this paragraph does not apply to personnel serving substantially in support or administrative positions.

(f) Special Advisor to the President on International Religious Freedom
It is the sense of Congress that there should be within the staff of the Council a Special Adviser to the President on International Religious Freedom, whose position should be comparable to that of a director within the Executive Office of the President. The Special Adviser should serve as a resource for executive branch officials, compiling and maintaining information on the facts and circumstances of violations of religious freedom (as defined in section 6402 of title 22), and making policy recommendations. The Special Adviser should serve as liaison with the Ambassador at Large for International Religious Freedom, the United States Commission on International Religious Freedom, Congress and, as advisable, religious nongovernmental organizations.

Subsec. (j). Pub. L. 108–458, § 1071(a)(1)(D), substituted “Principal Deputy Director of National Intelligence” for “Deputy Director of Central Intelligence”.

Pub. L. 108–458, § 1071(a)(1)(D), substituted “Director of National Intelligence” for “Director of Central Intelligence”.

1998—Subsecs. (f), (g). Pub. L. 105–277 added subsec. (f) and redesignated former subsec. (f) as (g).

Subsec. (b). Former subsec. (b) redesignated (j).


1951—Subsec. (a). Act Oct. 10, 1951, inserted cl. (5) relating to Director for Mutual Security, in fourth paragraph and renumbered former cls. (5) and (6) thereof as cls. (6) and (7), respectively.

1949—Subsec. (a). Act Aug. 10, 1949, added the Vice President to the Council, removed the Secretaries of the military departments, to authorize the President to add, with the consent of the Senate, Secretaries and Under Secretaries of other executive departments and of the military department, and the Chairman of the Munitions Board and the Research and Development Board.

Subsec. (c). Act Oct. 28, 1949, substituted “Classification Act of 1949” for “Classification Act of 1923, as amended”.

**Effective Date of 2016 Amendment**

Pub. L. 114–328, div. A, title X, § 1065(b)(2), Dec. 23, 2016, 130 Stat. 1390, provided that: “The limitation on the number of professional staff of the National Security Council specified in subsection (e)(3) of section 101 of the National Security Act of 1947 (50 U.S.C. 3021(e)(3)), as amended by subsection (a)(1) of this section, shall take effect on the date that is 18 months after the date of the enactment of this Act [Dec. 23, 2016].”

**Effective Date of 2007 Amendment**

Amendment by Pub. L. 110–140 effective on the date that is 1 day after Dec. 19, 2007, see section 1601 of Pub. L. 110–140, set out as an Effective Date note under section 1824 of Title 2, The Congress.

**Effective Date of 2004 Amendment**

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Amendment by Pub. L. 108–458 effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

**Effective and Termination Dates of 1988 Amendment**

Amendment by Pub. L. 100–690 effective Jan. 21, 1989, and repealed on Sept. 30, 1997, see sections 1012 and 1009, respectively, of Pub. L. 100–690.

**Repeals**

Act Oct. 28, 1949, ch. 782, cited as a credit to this section, was repealed (subject to a savings clause) by Pub. L. 99–554, Sept. 6, 1986, § 8, 100 Stat. 632, 655.

**Construction of 2017 Amendment**

Pub. L. 115–44, title II, § 274(b), Aug. 2, 2017, 131 Stat. 938, provided that: “The amendment made by sub-section (a) [amending this section] may not be construed to authorize the National Security Council to have a professional staff level that exceeds the limitation set forth under section 101(e)(3) of the National Security Act of 1947 (50 U.S.C. 3021(e)(3)).”

**Transfer of Functions**

Office of Director for Mutual Security abolished and functions of Director, including those as a member of National Security Council, transferred to Director of Foreign Operations Administration by Reorg. Plan No. 7 of 1953, eff. Aug. 1, 1953, 18 F.R. 4541, set out in the Appendix to Title 5, Government Organization and Employees. Foreign Operations Administration abolished by Ex. Ord. No. 10610, May 9, 1955, 20 F.R. 3179, and its functions and offices transferred to Department of State to be administered by International Cooperation Administration. For later transfer, see section 2381 of Title 22, Foreign Relations and Intercourse, and notes set out under that section.


Munitions Board, together with office of Chairman, abolished by section 2 of Reorg. Plan No. 6 of 1955, eff. June 30, 1953, 18 F.R. 3768, 67 Stat. 638, set out in the Appendix to Title 5, Government Organization and Employees. All functions vested in Munitions Board transferred to Secretary of Defense by section 1(a) of Reorg. Plan No. 6 of 1953.


National Security Council, together with its functions, records, property, personnel, and unexpended balances of appropriations, allocations, and other funds (available or to be made available) transferred to Executive Office of President by Reorg. Plan No. 4 of 1949, eff. Aug. 20, 1949, 14 F.R. 5227, 63 Stat. 1067, set out in the Appendix to Title 5, Government Organization and Employees.
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SECTION AS UNAffECTED BY REPEALS

Repeals by section 542(a) of Mutual Security Act of 1954 did not repeal amendment to this section by act Oct. 10, 1951.

PILOT PROGRAM ON CRYPTOLOGIC SERVICE TRAINING


EXECUTIVE ORDER NO. 10483

EXECUTIVE ORDER NO. 10700


By the authority vested in me as President by the Constitution and the laws of the United States of America, it is hereby ordered as follows:

SECTION 1. Establishment. I hereby establish within the Executive Office of the President an Office of Homeland Security (the "Office") to be headed by the Assistant to the President for Homeland Security.

SEC. 2. Mission. The mission of the Office shall be to develop and coordinate the implementation of a comprehensive national strategy to secure the United States from terrorist threats or attacks. The Office shall perform the functions necessary to carry out this mission, including the functions specified in section 3 of this order.

SEC. 3. Functions. The functions of the Office shall be to coordinate the executive branch's efforts to detect, prepare for, prevent, protect against, respond to, and recover from terrorist attacks within the United States.

(a) National Strategy. The Office shall work with executive departments and agencies, State and local governments, and private entities to ensure the adequacy of the national strategy for detecting, preparing for, preventing, protecting against, responding to, and recovering from terrorist threats or attacks within the United States and shall periodically review and coordinate revisions to that strategy as necessary.

(b) Detection. The Office shall identify priorities and coordinate efforts for collection and analysis of information within the United States regarding threats of terrorism against the United States and activities of terrorists or terrorist groups within the United States. The Office also shall identify, in coordination with the Assistant to the President for National Security Affairs, priorities for collection of intelligence outside the United States regarding threats of terrorism within the United States.

(i) In performing these functions, the Office shall work with Federal, State, and local agencies, as appropriate, to:

(A) facilitate collection from State and local governments and private entities of information pertaining to terrorist threats or activities within the United States;

(B) coordinate and prioritize the requirements for foreign intelligence relating to terrorism within the United States of executive departments and agencies responsible for homeland security and provide these requirements and priorities to the Director of Central Intelligence and other agencies responsible for collection of foreign intelligence;

(C) coordinate efforts to ensure that all executive departments and agencies that have intelligence collection responsibilities have sufficient technological capabilities and resources to collect intelligence and data relating to terrorist activities or possible terrorist acts within the United States, working with the Assistant to the President for National Security Affairs, as appropriate;

(D) coordinate development of monitoring protocols and equipment for use in detecting the release of biological, chemical, and radiological hazards; and

(E) ensure that, to the extent permitted by law, all appropriate and necessary intelligence and law enforcement information relating to homeland security is disseminated to and exchanged among appropriate executive departments and agencies responsible for homeland security and, where appropriate for reasons of homeland security, promote exchange of such information with and among State and local governments and private entities.

(ii) Executive departments and agencies shall, to the extent permitted by law, make available to the Office all information relating to terrorist threats and activities within the United States.

(c) Preparedness. The Office of Homeland Security shall coordinate national efforts to prepare for and mitigate the consequences of terrorist threats or attacks within the United States. In performing this function, the Office shall work with Federal, State, and local agencies, and private entities, as appropriate, to:

(i) review and assess the adequacy of the portions of all Federal emergency response plans that pertain to terrorist threats or attacks within the United States;

(ii) coordinate domestic exercises and simulations designed to assess and practice systems that would be called upon to respond to a terrorist threat or attack within the United States and coordinate programs and activities for training Federal, State, and local employees who would be called upon to respond to such a threat or attack;

(iii) coordinate national efforts to ensure public health preparedness for a terrorist attack, including reviewing vaccination policies and reviewing the adequacy of and, if necessary, increasing vaccine and pharmaceutical stockpiles and hospital capacity;

(iv) coordinate Federal assistance to State and local authorities and nongovernmental organizations to prepare for and respond to terrorist threats or attacks within the United States;

(v) ensure that national preparedness programs and activities for terrorist threats or attacks are developed and are regularly evaluated under appropriate standards and that resources are allocated to improving and sustaining preparedness based on such evaluations; and

(vi) ensure the readiness and coordinated deployment of Federal response teams to respond to terrorist threats or attacks within the United States;

(d) Prevention. The Office shall coordinate efforts to prevent terrorist attacks within the United States. In performing this function, the Office shall work with Federal, State, and local agencies, and private entities, as appropriate, to:

(i) facilitate the exchange of information among such agencies relating to immigration and visa matters and shipments of cargo; and, working with the Assistant to the President for National Security Affairs, ensure coordination among such agencies to prevent the entry of terrorists and terrorist materials and supplies into the United States and facilit-
(a) The Office of Homeland Security shall be directed by the Assistant to the President for Homeland Security.

(b) The Office of Administration within the Executive Office of the President shall provide the Office of Homeland Security with such personnel, funding, and administrative support, to the extent permitted by law and subject to the availability of appropriations, as directed by the Chief of Staff to carry out the provisions of this order.

(c) Heads of executive departments and agencies are authorized, to the extent permitted by law, to detail or
assign personnel of such departments and agencies to the Office of Homeland Security upon request of the Assistant to the President for Homeland Security, subject to the approval of the Chief of Staff.


(a) I hereby establish a Homeland Security Council (the "Council"), which shall be responsible for advising and assisting the President with respect to all aspects of homeland security. The Council shall serve as the mechanism for ensuring coordination of homeland security-related activities of executive departments and agencies and effective development and implementation of homeland security policies.

(b) The Council shall have as its members the President, the Vice President, the President of the Senate, the Speaker of the House of Representatives, the Attorney General, the Secretary of State, the Secretary of the Treasury, the Secretary of Defense, the Secretary of Homeland Security, the Secretary of the Interior, the Secretary of Agriculture, the Secretary of Commerce, the Secretary of Labor, the Secretary of Health and Human Services, the Secretary of Transportation, the Administrator of the Federal Emergency Management Agency, the Director of the National Intelligence Council, the Director of National Intelligence, the Director of Central Intelligence, the Director of the Office of Management and Budget, the Administrator of the Environmental Protection Agency, and the heads of the executive departments and agencies and effective development and implementation of homeland security policies.

(c) The Council shall meet at the President's direction. When the President is absent from a meeting of the Council, the President's direction the Vice President may preside. The Assistant to the President for Homeland Security shall be responsible to the President's direction, for determining the agenda, ensuring that necessary papers are prepared, and recording Council actions and Presidential decisions.

SEC. 6. Continuing Authorities. This order does not alter the existing authorities of the United States Government departments and agencies, including the Department of Homeland Security. All executive departments and agencies are directed to assist the Council and the Assistant to the President for Homeland Security in carrying out the purposes of this order.


(a) This order does not create any right or benefit, substantive or procedural, enforceable at law or equity by a party against the United States, its departments, agencies or instrumentalities, its officers or employees, or any other person.

(b) References to this order, or the Department of Homeland Security, are authorized at law or in equity by any party against the United States, its departments, agencies, or entities, its officers, employees, or agents, or any other person.

BARACK OBAMA.

EXECUTIVE ORDER NO. 13690

Ex. Ord. No. 13657, Changing the Name of the National Security Staff to the National Security Council Staff

Ex. Ord. No. 13657, Feb. 10, 2014, 79 F.R. 8823, provided:

The authority vested in me as President by the Constitution and the laws of the United States of America, and in order to reflect my decision to change the name of the National Security Staff to the National Security Council Staff, it is hereby ordered as follows:

SECTION 1. Name Change. All references to the National Security Staff or Homeland Security Council Staff in any Executive Order or Presidential directive shall be understood to refer to the staff of the National Security Council.

SEC. 2. General Provisions. (a) Nothing in this order shall be construed to impair or otherwise affect:

(i) the authority granted by law to an executive department, agency, or the head thereof; or

(ii) the functions of the Director of the Office of Management and Budget relating to budgetary, administrative, or legislative proposals.

(b) This order is not intended to, and does not, create any right or benefit, substantive or procedural, enforceable at law or in equity by any party against the United States, its departments, agencies, or entities, its officers, employees, or agents, or any other person.
around the world that heighten the risk of mass atrocities, and analyze and closely review specific mass atrocity threats or situations of heightened concern.

The Board shall also identify any gaps related to the prevention of and response to mass atrocities in the current policies and ongoing interagency processes concerning particular regions or countries and shall make recommendations to strengthen policies, programs, resources, and tools related to mass atrocity prevention and response to relevant executive departments and agencies (agencies), including through the Board's functioning as an interagency policy committee, as detailed in section 4 of this order. In these efforts, the Board shall focus in particular on ways for the U.S. Government to develop, strengthen, and enhance its capabilities to:

(i) monitor, receive early warning of, and coordinate responses to potential mass atrocities;
(ii) deter and isolate perpetrators of mass atrocities through all available and appropriate authorities;
(iii) promote accountability of and deny impunity for perpetrators of mass atrocities, including by denying safe haven for perpetrators found in the United States;
(iv) engage allies and partners, including the United Nations and other multilateral and regional institutions, to build capacity and mobilize action for preventing and responding to mass atrocities;
(v) deploy civilian personnel with expertise in conflict prevention, civilian protection, mediation, and other relevant skills, including on a rapid response basis, to assist in mass atrocity prevention and response efforts;
(vi) increase capacity for our diplomats, armed services, development professionals, and other actors to engage in mass atrocity prevention and response activities;
(vii) develop and implement tailored foreign assistance programs as well as doctrine for our armed services to address and mitigate the risks of mass atrocities;
(viii) ensure intelligence collection, analysis, and sharing of information, as appropriate, relating to mass atrocity threats and situations; and
(ix) address any other issue regarding mass atrocity prevention and response that the Board determines is appropriate.

SIC. 4. Structure and Protocols of the Atrocities Prevention Board. The Board shall continue to operate and will have the following structure and protocols:

(a) The Board shall function as an interagency policy committee or body or, chaired by a member of the National Security Council staff at the Senior Director level or higher who shall be designated by the President (Chair).
(b) The Chair shall convene the Board on a monthly basis to perform the responsibilities set forth in section 3 of this order. The Board shall also meet as needed on an as-needed and time-sensitive basis to consider and address emerging mass atrocity threats or situations.
(c) The Deputies Committee of the National Security Council (Deputies) shall meet at least twice per year, and the Principals Committee of the National Security Council (Principals) shall meet at least once per year, to review and direct the work of the Board.
(d) The Board shall be composed of individuals at the Assistant Secretary-level or higher who shall be designated by the leadership of their respective departments or agencies. Within 60 days of a vacancy on the Board, the relevant department or agency or office head shall designate a replacement representative and notify the National Security Advisor. In addition to the Chair, the Board shall consist of the designated representatives from the following:
(i) the Office of the Vice President;
(ii) the Department of State;
(iii) the Department of the Treasury;
(iv) the Department of Defense;
(v) the Department of Justice;
(vi) the Department of Homeland Security;
(vii) the U.S. Mission to the United Nations;
(viii) the Office of the Director of National Intelligence;
(ix) the Central Intelligence Agency;
(x) the U.S. Agency for International Development;
(xi) the Joint Chiefs of Staff; and
(xii) such other agencies or offices as may request to participate in coordination with the Chair.
(e) The Chair shall report, through the National Security Advisor, to the President by April 30 each year on the work of the U.S. Government in mass atrocity prevention and response, including the work of the Board.
(f) The Chair shall prepare written updates for the public, on an annual basis, on the work of the U.S. Government in mass atrocity prevention and response, including the work of the Board.
(g) Consistent with the objectives set out in this order and in accordance with applicable law, the Board shall conduct outreach, including regular consultations, with representatives of nongovernmental organizations with expertise in mass atrocity prevention and response and other appropriate parties. Such outreach shall be for the purpose of assisting the Board with its work on considering and addressing emerging mass atrocity threats or situations and on developing new or improved policies and tools, as well as for the purpose of providing transparency on the work of the Board.
(h) In order to conduct the work set forth in this order effectively, the Board may:
(i) request information or analysis from the Intelligence Community (IC), Chiefs of Mission, agencies, and offices;
(ii) develop policy recommendations and programmatic recommendations for agencies, offices, and existing interagency processes;
(iii) in conjunction with existing interagency processes, formulate policy recommendations and programmatic recommendations;
(iv) coordinate with the Office of Management and Budget (OMB) to develop guidance on mass atrocity prevention resource priorities for agencies and offices; and
(v) bring urgent or significant matters to the attention of the Deputies and, as appropriate, request that the Deputies convene to address a situation of concern, consistent with Presidential Policy Directive-1 or its successor.

SIC. 5. Enhancing Capabilities and Tools. Agencies shall take the following actions in support of the United States Government's policy of working to prevent and respond to mass atrocities:

(a) Agencies, in coordination with the Board, shall ensure that mass atrocity prevention and response staffing, training, funding, and activities are addressed in their strategic planning and budget processes, including Department Quadrennial Reviews, Mission Resource Requests, State Department Integrated Country Strategies, U.S. Agency for International Development (USAID) Joint Strategic Plans, State Department Bureau Strategic Resource Plans, and related strategic planning and budget processes and documents. The Chair shall make recommendations to the National Security Advisor on the inclusion of material in the President's National Security Strategy that addresses mass atrocity prevention and response.
(b) The Department of State and USAID shall work with OMB to support the maintenance of civilian assistance accounts and authorities that enable swift civilian responses to mass atrocity threats and situations.
(c) The Department of State and USAID shall offer mass atrocity prevention and response training courses to all officers deployed or planning deployment to countries deemed by the IC to be at high or substantial risk for mass atrocities.
(d) The Department of State and USAID shall continue to build and use civilian capacity (i.e., the ability to deploy personnel with expertise in conflict prevention, civilian protection, mediation, and other relevant skills) effectively for mass atrocity prevention and re-
spouse, and shall develop mechanisms for enhanced partnerships with non-U.S. Government actors that could provide surge capacity, such as the United Nations and other multilateral and regional organizations, foreign governments, and nongovernmental organizations.

(e) The IC shall continue to monitor developments worldwide as changing conditions warrant, prepare an IC-coordinated assessment updating IC judgments in its National Intelligence Estimate on the global risk of mass atrocities and genocide at regular intervals to inform the work of the Board.

(f) Recognizing mass atrocity prevention as a core national security interest of the United States, the IC shall allocate resources so as to permit a collection surge for countries where the Board determines, and the Deputies concur, that there are ongoing or acute risks of mass atrocities that merit increased attention, in accordance with the National Intelligence Priority Framework and available resources.

(g) The IC shall work with partner governments to encourage the collection and analysis of mass atrocity-related intelligence and the sharing of this intelligence with the U.S. Government and its partners in mass atrocity prevention and response.

(h) The Department of Homeland Security (DHS) and the Department of Justice, in coordination with the Department of State, shall continue to develop proposals for legislative, regulatory, or administrative amendments or changes that would permit the more effective use and enforcement of immigration and other laws to deny impunity to perpetrators of mass atrocities and that would enhance our ability to prosecute such perpetrators subject to the jurisdiction of the United States and remove those who are not citizens.

(i) The Department of Defense (DOD) shall continue to develop joint doctrine and training that support mass atrocity prevention and response operations and shall address mass atrocity prevention and response as part of its general planning guidance to combatant commands and services.

(j) The Department of State, the Department of the Treasury, DHS, the U.S. Mission to the United Nations (USTN), and other agencies as appropriate, shall coordinate with bilateral and multilateral partners on the deployment of mass atrocity prevention and response tools, including isolating and deterring perpetrators of mass atrocities through all available authorities (including administrative actions, visa authorities, and capacity-building support), as appropriate.

(k) The Department of State, in coordination with USTN, DOD, and other agencies as appropriate, shall work bilaterally, multilaterally, and with regionally based organizations to enhance effectiveness in the fields of early warning, analysis, prevention, response, and accountability, and shall work with international partners to build or encourage building the capacity of our allies and partners to prevent and respond to mass atrocities.

Sect. 2. General Provisions. (a) Members of the Board shall serve without any additional compensation for their work on the Board.

(b) Nothing in this order shall be construed to impair or otherwise affect:

(i) the authority granted by law to an executive department, agency, or the head thereof, or the status of that department or agency within the Federal Government, or

(ii) the functions of the Director of OMB relating to budgetary, administrative, or legislative proposals.

(c) This order shall be implemented consistent with applicable law, and subject to the availability of appropriations.

(d) This order is not intended to, and does not, create any right or benefit, substantive or procedural, enforceable at law or in equity by any party against the United States, its departments, agencies, or entities, its officers, employees, or agents, or any other person.

Barack Obama.

EX. ORD. NO. 13747. ADVANCING THE GLOBAL HEALTH SECURITY AGENDA TO ACHIEVE A WORLD SAFE AND SECURE FROM INFECTIOUS DISEASE THREATS

Ex. Ord. No. 13747, Nov. 4, 2016, 81 F.R. 78701, provided: By the authority vested in me as President by the Constitution and the laws of the United States of America, it is hereby ordered as follows:

SECTION 1. Policy. As articulated in the National Strategy for Countering Biological Threats and implemented in Presidential Policy Directive 2 (PPD-2), promoting global health security is a core tenet of our national strategy for countering biological threats. No single nation can be prepared if other nations remain unprepared to counter biological threats; therefore, it is the policy of the United States to advance the Global Health Security Agenda (GHSA), which is a multi-faceted, multi-country initiative intended to accelerate partner countries’ measurable capabilities to achieve specific targets to prevent, detect, and respond to infectious disease threats (GHSA targets), whether naturally occurring, deliberate, or accidental. The roles, responsibilities, and activities described in this order will support the goals of the International Health Regulations (IHR) and will be conducted, as appropriate, in coordination with the World Health Organization (WHO), Food and Agriculture Organization of the United Nations (FAO), World Organisation for Animal Health (OIE), Global Partnership Against the Spread of Weapons and Materials of Mass Destruction, the International Criminal Police Organization (INTERPOL), and other relevant organizations and stakeholders. To advance the achievement of the GHSA targets and to support the implementation of the IHR within partner countries, each executive department, agency, and office (agency) shall, as appropriate, partner, consult, and coordinate with other governments, international financial institutions, international organizations, regional organizations, economic communities, and non-governmental stakeholders, including the private sector.

Sect. 2. GHSA Interagency Review Council. (a) GHSA Coordination and Policy Development. In furtherance of the policy described in section 1 of this order, I hereby direct the National Security Council staff, in accordance with the procedures and requirements in Presidential Policy Directive 1 (or any successor directive), to convene a GHSA Interagency Review Council (Council) to perform the responsibilities described in this order. The Assistant to the President for National Security Affairs, in coordination with the Assistant to the President for Homeland Security and Counterterrorism, shall designate a member of the National Security Council staff to serve as Chair for the Council. The Council shall meet not less than four times per year to advance its mission and fulfill its responsibilities.

(b) GHSA Interagency Review Council Responsibilities. (i) The Council shall be responsible for the following activities:

(A) Provide, by consensus, policy-level guidance to participating agencies on GHSA goals, objectives, and implementation.

(B) Facilitate interagency, multi-sectoral engagement to carry out GHSA implementation.

(C) Provide a forum for raising and working to resolve interagency disagreements concerning the GHSA.

(D) Review the progress toward and work to resolve challenges in achieving U.S. commitments under the GHSA, including commitments to assist other countries in achieving the GHSA targets. The Council shall consider, among other issues, the status of U.S. financial commitments to the GHSA in the context of commitments by other donors, and the contributions of partner countries to achieve the GHSA targets; progress toward the milestones outlined in GHSA national plans for those countries where the United States Government has committed to assist in implementing the GHSA and in annual work-plans outlin-
 functions that interfere with the foreign affairs respon-
ses of countries.

dents, country teams, and GHSA in-country teams,
defense ministries, with other donors and nongovern-
ment partners.
ners and to facilitate country-level implementation of U.S.
programmatic activities;

(i) monitor and evaluate progress toward achieving
GHSA targets, determine where more work is needed,
and work with agencies and international partners to
identify the partners best placed to improve perform-
ance and to achieve the GHSA targets for countries
the United States has made a commitment to assist;

(iii) facilitate implementation and coordination of
Department of State programs to further the GHSA, as
well as provide technical expertise to measure and
evaluate progress in countries the United States has
made a commitment to assist;

(iv) coordinate planning, implementation, and eval-
uation of GHSA activities with the U.S. Global Malaria
Coordinator at the United States Agency for Inter-
national Development and the U.S. Global AIDS Co-
ordinator at the Department of State in countries the
United States has made a commitment to assist;

(v) lead diplomatic outreach, including at senior lev-
els, in conjunction with other relevant agencies, to
build international support for the GHSA with its
members, other countries, and regional and multi-
lateral bodies, including the Group of 7 (G7), the Group
of 20 (G20), the African Union, the WHO, the OIE, the
FAO, INTERPOL, the Global Partnership Against the
Spread of Weapons of Mass Materials of Mass Destruc-
tion, the European Union, the Asia-Pacific Economic Co-
operation, the Association of Southeast Asian Nations,
The Economic Community of West African States, the
Organization of Islamic Cooperation, development
banks, and other relevant partners;

(vi) work, in conjunction with other relevant agen-
cies, with other donors and nongovernmental imple-
menters in partner countries in order to leverage com-
mitments to advance the GHSA with partners; and

(vii) coordinate, in conjunction with other relevant
agencies, the United States Government relationship
with foreign and domestic GHSA nongovernmental
stakeholders, including the private sector, nongovern-
mental organizations, and foundations, and develop,
with consensus from the Council, an annual GHSA non-
governmental outreach strategy.

(c) The Secretary of Defense shall:

(i) facilitate implementation and coordination of De-
partment of Defense programs to further the GHSA, as
well as provide technical expertise to measure and
evaluate progress in countries the United States has
made a commitment to assist;

(ii) work, in conjunction with interagency partners
and the in-country GHSA team, with other donors and
nongovernmental implementers in partner countries in
which Department of Defense programs are active, in
order to coordinate and leverage commitments to ad-

ance the GHSA with partners; and

(iii) coordinate and communicate, in conjunction
with other relevant agencies, with defense ministries
with regard to the GHSA, including at the GHSA Min-
isterial and Steering Group,

(d) The Attorney General, generally acting through
the Director of the Federal Bureau of Investigation
(FBI), shall:

(i) serve, in conjunction with other relevant agencies,
as the United States Government lead for GHSA tar-
gets relating to linking public health and law enforce-
ment, and coordinate with INTERPOL on the GHSA
and its successful implementation;

(ii) facilitate implementation and coordination of
FBI programs to further the GHSA, as well as provide
technical expertise to measure and evaluate progress
in countries the United States has made a commitment
to assist; and

(iii) work, in conjunction with interagency partners
and the in-country GHSA team, with other donors and
nongovernmental implementers in partner countries in
which FBI programs are active in order to coordinate
and leverage commitments to advance the GHSA with
partners.

(e) The Secretary of Agriculture shall:

(i) represent, in conjunction with other relevant
agencies, the United States in coordination and com-

Section 49. GHSA Coordinating Council.

Participation. The Council shall consist of rep-
resentatives, serving at the Assistant Secretary level
or higher, from the following agencies:

(i) the Department of State;

(ii) the Department of Defense;

(iii) the Department of Justice;

(iv) the Department of Agriculture;

(v) the Department of Health and Human Services;

(vi) the Department of Homeland Security;

(vii) the Office of Management and Budget;

(viii) the United States Agency for International De-
velopment;

(ix) the Environmental Protection Agency;

(x) the Centers for Disease Control and Prevention;

(xi) the Federal Bureau of Investigation;

(xii) the Office of Science and Technology Policy; and

(xiii) such other agencies as the agencies set forth
above, by consensus, deem appropriate.
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munication with the FAO and OIE with regard to the GHSA;
(ii) facilitate implementation and coordination of Depart-
ment of Agriculture programs to further the GHSA, as well as provide technical expertise to measure and evaluate progress in countries the United States has made a commitment to assist;
(ii) provide, in conjunction with other agencies, strategic technical guidance for achieving GHSA targets;
(iii) provide, in coordination with the Department of Health and Human Services, strategic technical support for and participation in external evaluations, including the WHO JEE tool, and the Alliance for Country Assessments for Global Health Security and IHR implementation; and
(iv) work, in conjunction with interagency partners and the in-country GHSA team, with other donors and nongovernmental implementers in partner countries in which the U.S. Centers for Disease Control and Prevention programs are active in order to coordinate and leverage commitments to advance the GHSA with partners.

Sec. 3. Administration of Executive Order

(a) The Secretary of Health and Human Services, in coordination and cooperation with the FAO and OIE, shall:
(i) facilitate implementation and coordination of United States Government support for those activities;
(ii) provide overall leadership and coordination for the GHSA Action Packages (Action Packages), which consist of country commitments to advance and share best practices toward specific GHSA targets, including serving as the primary point of contact for the Action Packages, providing support to Action Package leaders, and tracking overall progress on the Action Packages;
(iii) coordinate United States Government support for and participation in external evaluations, including the WHO JEE tool and the Alliance for Country Assessments for Global Health Security and IHR Implementation;
(iv) represent, in conjunction with other relevant agencies, the United States in coordination and communication with the WHO regarding the GHSA;
(v) facilitate, no less than every 4 years, the request for an external assessment, such as the process outlined within the WHO JEE tool, of United States Government domestic efforts to implement the IHR and the GHSA and work to publish the assessment to the general public;
and
(vi) consolidate and publish to the general public an external assessment of United States domestic capability to address infectious disease threats and implement the IHR, including the ability to achieve the targets outlined within the WHO JEE tool and including the gaps identified by such external assessment.

(b) The Secretary of Homeland Security shall:
(i) the authority granted by law to an executive department, agency, or the head thereof;
(ii) the functions of the Director of the Office of Management and Budget relating to budgetary, administrative, or legislative proposals; or
(iii) the coordination or implementation of emergency response operations during a health emergency.
(b) This order shall be implemented consistent with applicable law, and subject to the availability of appropriations.
(c) This order is not intended to, and does not create any right or benefit, substantive or procedural, enforceable at law or in equity by any party against the United States, its departments, agencies, or entities, its officers, employees, or agents, or any other person.

Barack Obama.

Ex. Ord. No. 13773. Enforcing Federal Law With Respect to Transnational Criminal Organizations and Preventing International Trafficking

Ex. Ord. No. 13773, Feb. 9, 2017, 82 F.R. 10691, provided:
By the authority vested in me as President by the Constitution and the laws of the United States of America, it is hereby ordered as follows:

Section 1. Purpose. Transnational criminal organizations and subsidiary organizations, including transnational drug cartels, have spread throughout the Nation, threatening the safety of the United States and its citizens. These organizations derive revenue through widespread illegal conduct, including acts of violence and abuse that exhibit a wanton disregard for human life. They, for example, have been known to commit brutal murders, robberies, and other barbaric acts. These groups are drivers of crime, corruption, violence, and misery. In particular, the trafficking by cartels of controlled substances has triggered a resurgence in deadly drug abuse and a corresponding rise in violent crime related to drugs. Likewise, the trafficking and smuggling of human beings by transnational criminal groups risks creating a humanitarian crisis. These crimes, along with many others, are enriching and empowering these organizations to the detriment of the American people.
A comprehensive and decisive approach is required to dismantle these organized crime syndicates and restore safety for the American people.

Sec. 2. Policy. It shall be the policy of the executive branch to:
(a) strengthen enforcement of Federal law in order to thwart transnational criminal organizations and subsidiary organizations, including criminal gangs, cartels, racketeering organizations, and other groups engaged in illicit activities that present a threat to public safety and national security and that are related to, for example:
(i) the illegal smuggling and trafficking of humans, drugs or other substances, wildlife, and weapons;
(ii) corruption, cybercrime, fraud, financial crimes, and intellectual-property theft; or

(b) facilitate implementation and coordination of U.S. Centers for Disease Control and Prevention programs to further the GHSA, as well as provide technical expertise to measure and evaluate progress in countries the United States has made a commitment to assist;
(iii) the illegal concealment or transfer of proceeds derived from such illicit activities.

(b) ensure that Federal law enforcement agencies give a high priority and devote sufficient resources to efforts to identify, interdict, disrupt, and dismantle transnational criminal organizations and subsidiary organizations, including through the investigation, apprehension, and prosecution of members of such organizations, the extradition of members of such organizations to face justice in the United States and, where appropriate and to the extent permitted by law, the swift removal from the United States of foreign nationals who are members of such organizations; and

(c) maximize the extent to which all Federal agencies share information and coordinate with Federal law enforcement agencies, as permitted by law, in order to identify, interdict, and dismantle transnational criminal organizations and subsidiary organizations; and

(d) enhance cooperation with foreign counterparts against transnational criminal organizations and subsidiary organizations, including, where appropriate and permitted by law, through sharing of intelligence and law enforcement information and through increased security sector assistance to foreign partners by the Attorney General and the Secretary of Homeland Security;

(e) develop strategies, under the guidance of the Secretary of State, the Attorney General, and the Secretary of Homeland Security, to maximize coordination among agencies—such as through the Organized Crime Drug Enforcement Task Forces (OCDETF), Special Operations Division, the OCDETF Fusion Center, and the International Organized Crime Intelligence and Operations Center—to counter the crimes described in subsection (a) of this section, consistent with applicable Federal law; and

(f) pursue and support additional efforts to prevent the operational success of transnational criminal organizations and subsidiary organizations within and beyond the United States, to include prosecution of ancillary criminal offenses, such as immigration fraud and visa fraud, and the seizure of the implements of such criminal activity.

Sect. 3. Implementation. In furtherance of the policy set forth in section 2 of this order, the Secretary of State, the Attorney General, and the Secretary of Homeland Security, and the Director of National Intelligence, or their designees, shall co-chair and direct the existing interagency Threat Mitigation Working Group (TMWG), which shall:

(a) work to support and improve the coordination of Federal agencies’ efforts to identify, interdict, investigate, prosecute, and dismantle transnational criminal organizations and subsidiary organizations within and beyond the United States;

(b) work to improve Federal agencies’ provision, collection, and sharing of, and access to, data relevant to Federal efforts against transnational criminal organizations and subsidiary organizations; and

(c) work to increase intelligence and law enforcement information sharing with foreign partners battling transnational criminal organizations and subsidiary organizations, and to enhance international operational capabilities and cooperation;

(d) assess Federal agencies’ allocation of monetary and personnel resources for identifying, interdicting, and dismantling transnational criminal organizations and subsidiary organizations, as well as any resources that should be redirected toward these efforts;

(e) identify Federal agencies’ practices, any absence of practices, and funding needs that might hinder Federal efforts to effectively combat transnational criminal organizations and subsidiary organizations, as well as any actions that should be taken to address these needs;

(f) review relevant Federal laws to determine existing ways in which to identify, interdict, and disrupt the activity of transnational criminal organizations and subsidiary organizations, and to improve the ability of our operations while promoting mutual understanding with our allies and partners.

Since my earliest days in office, I have emphasized the importance of transparency and my commitment to making as much information as possible available to the public about the United States’ use of military force and related national security operations. Doing so, I believe, not only supports the process of democratic decision making, but also demonstrates the legitimacy and strengthens the sustainability of our operations while promoting mutual understanding with our allies and partners. The United States has used military force and conducted related national security operations within legal and policy frameworks that are designed to ensure that such operations are lawful and effective and that they serve our interests and values. Consistent with my commitment to transparency, my Administration has provided to the public an unprecedented amount of information regarding these frameworks through speeches, public statements, reports, and other materials. We have attempted to explain, consistent with our national security and the proper functioning of the executive branch, when and why the United States conducts such operations, the legal basis and policy parameters for such operations, and how such operations have unfolded, so that the American people can better understand them.
In addition to the efforts we have made to date, there is still more work that can be done to inform the public. Thus, consistent with my Administration’s previous efforts, by this memorandum I am directing national security departments and agencies to take additional steps to share with the public further information relating to the legal and policy frameworks within which the United States uses military force and related national security operations, with a view toward the report being released to the public.

SEC. 2. Keeping the Public Informed. On no less than an annual basis, the National Security Council staff shall be asked to, as appropriate, coordinate a review and update of the report described in section 1 of this memorandum, provide any updated report to the President, and arrange for the report to be released to the public.

SEC. 3. Definitions. For the purposes of this memorandum:

“National security departments and agencies” include the Departments of State, the Treasury, Defense, Justice, and Homeland Security, the Office of the Director of National Intelligence, the Central Intelligence Agency, and such other agencies as the President may designate.

“Related national security operations” include operations deemed relevant and appropriate by national security departments and agencies for inclusion in the report described in section 1 of this memorandum, such as detention, transfer, and interrogation operations.

Publication. The Secretary of State is hereby authorized and directed to publish this memorandum in the Federal Register.

BARACK OBAMA.

NATIONAL SECURITY PRESIDENTIAL MEMORANDUM–2. ORGANIZATION OF THE NATIONAL SECURITY COUNCIL AND THE HOMELAND SECURITY COUNCIL.

National Security Presidential Memorandum–2, Jan. 28, 2017, 82 F.R. 919, which related to the organization and functions of the National Security Council, the Homeland Security Council, National Security Council staff, Principals Committee, Deputies Committee, and Policy Coordination Committees, was revoked by Memorandum of President of the United States, part E, Apr. 4, 2017, 82 F.R. 16884, set out below.

NATIONAL SECURITY PRESIDENTIAL MEMORANDUM–4. ORGANIZATION OF THE NATIONAL SECURITY COUNCIL, THE HOMELAND SECURITY COUNCIL, AND SUBCOMMITTEES.

National Security Presidential Memorandum–4, Apr. 4, 2017, 82 F.R. 16881, provided:

Memorandum for the Vice President[,] the Secretary of State[,] the Secretary of the Treasury[,] the Secretary of Defense[,] the Attorney General[,] the Secretary of Agriculture[,] the Secretary of Health and Human Services[,] the Secretary of Transportation[,] the Secretary of Commerce[,] the Secretary of Energy[,] the Secretary of Homeland Security[,] the Assistant to the President and Chief of Staff[,] the Director of the Office of Management and Budget[,] the Representative of the United States to the United Nations[,] the United States Trade Representative[,] the Chairman of the Council of Economic Advisers[,] the Chairman of the Board of Governors of the Federal Reserve System[,] the Director of National Intelligence[,] the Director of the Central Intelligence Agency[,] the Chairman of the Joint Chiefs of Staff[,] the Assistant to the President for National Security Affairs[,] the Assistant to the President for Homeland Security and Counterterrorism[,] the Assistant to the President for Trade and Manufacturing Policy[,] the Assistant to the President for Intragovernmental and Technology Initiatives[,] the Counsel to the President[,] the Deputy Assistant to the President and National Security Advisor to the Vice President[,] the Administrator of the United States Agency for International Development[,] the Administrator of the National Aeronautics and Space Administration[,] the Chairman of the Nuclear Regulatory Commission[,] the Director of the Federal Bureau of Investigation[,] the Director of the Office of Science and Technology Policy[,] the Director of National Drug Control Policy[,] the Chairman of the President’s Intelligence Advisory Board[,] the Administrator of the Federal Emergency Management Agency[,] and the Archivist of the United States.

As President, my highest priority is to ensure the safety and security of the American people. In order to advise and assist me in executing this solemn responsibility, as well as to protect and advance the national interests of the United States at home and abroad, I hereby direct that my system for national security policy development and decision making shall be organized as follows:

A. The National Security Council, the Homeland Security Council, and Supporting Staff.

The National Security Act of 1947, as amended, established the National Security Council (NSC) as a principal advisory body to the President with respect to the integration of domestic, foreign, and military policies relating to the national security. There is also a Homeland Security Council (HSC)—established through Executive Order 13224 of October 6, 2001, and subsequently codified in the Homeland Security Act of 2002—that has the purpose of advising the President on matters pertaining to homeland security.

The National Security Advisor to the Vice President shall be responsible, as appropriate and at the President’s direction, for determining the agenda for the NSC or HSC, respectively, ensuring that the necessary papers are prepared and recorded, and for coordinating with the Joint Chiefs of Staff, the National Security Council staff, and the Office of Management and Budget to identify the key national security issues of the day. The Assistant to the President (Homeland Security Advisor) may, at the sole discretion of the National Security Advisor, perform those functions.

The Secretaries of State and Homeland Security, who are members of both the NSC and HSC, shall be responsible for the coordination of the NSC and HSC, respectively, ensuring that the necessary papers are prepared and recorded Council actions and Presidential decisions are timely. The Assistant to the President for Homeland Security and Counterterrorism, the Assistant to the President for Trade and Manufacturing Policy, and the Assistant to the President for Intragovernmental and Technology Initiatives shall prepare for the President a formal report that describes key legal and policy frameworks that currently guide the United States use of military force and related national security operations, with a view toward the report being released to the public.

The NSC and HSC shall have as their regular attendees (both statutory and non-statutory) the President, the Vice President, the Secretary of State, the Secretary of the Treasury, the Secretary of Defense, the Attorney General, the Secretary of Energy, the Secretary of Homeland Security, the Chairman of the Joint Chiefs of Staff, and the Director of National Intelligence. The National Security Advisor to the Vice President shall also be an attendee of both the NSC and HSC, as will the Director of the National Intelligence.

When international economic issues are on the agenda of the NSC, the Assistant to the President for Economic Policy may, at the sole discretion of the National Security Advisor, perform those functions. When national security issues are on the agenda of the HSC, the Assistant to the President for Homeland Security may, at the sole discretion of the National Security Advisor, perform those functions.
The Assistant to the President and Chief of Staff (Chief of Staff to the President), the Counsel to the President, the Deputy Counsel to the President for National Security Affairs, and the Director of the Office of Management and Budget are invited as attendees to any NSC meeting.

In addition to the NSC and HSC, there is also a single National Security Council (NSC) staff within the Executive Office of the President that serves both the NSC and HSC. The staff is composed of regional, issue-focused, and functional directors and headed by a single civilian Executive Secretary, who is also the Chief of Staff. All policy and staff activity decisions will be transmitted to the Executive Secretary for appropriate distribution and awareness. The purpose of the staff is to advise the President, the National Security Advisor, the Homeland Security Advisor, the NSC members, the HSC members, and others in the White House; to facilitate the implementation of Administration policy; and to help coordinate the national-security-related activities of the executive departments and agencies.

B. The Principals Committee

The Principals Committee (PC) shall continue to serve as the Cabinet-level senior interagency forum for considering policy issues that affect the national security interests of the United States. The PC shall be convened and chaired by the National Security Advisor. The Homeland Security Advisor may, at the sole discretion of the National Security Advisor, also convene and chair the PC. The Chair shall determine the agenda in consultation with the appropriate committee members, and the Executive Secretary shall ensure that necessary papers are prepared, and that conclusions and decisions are communicated in a timely manner. Invitations to participate in or attend a specific PC shall be extended at the discretion of the Chair, and may include those Cabinet-level heads of executive departments and agencies, and other senior officials, who are needed to address any issue under consideration.

The PC shall have as its regular attendees the Secretary of State, the Secretary of the Treasury, the Secretary of Energy, the Secretary of Homeland Security, the Chief of Staff to the President, the Director of National Intelligence, the Chairman of the Joint Chiefs of Staff, the Director of the Central Intelligence Agency, the National Security Advisor, the Homeland Security Advisor, and the Representative of the United States to the United Nations. The Counsel to the President, the Deputy Counsel to the President for National Security Affairs, and the Director of the Office of Management and Budget may attend all PC meetings.

The Assistant to the President and Deputy National Security Advisor (Deputy National Security Advisor for Strategy) serve as the Deputy Assistant to the President and National Security Advisor to the Vice President, and the Executive Secretary (who shall serve as the Executive Secretary of the PC) shall attend all of the meetings of the PC, and the Assistant to the President for Intragovernmental and Technology Initiatives may attend as appropriate.

When international economic issues are on the agenda of the PC, the Committee’s regular attendees will include the Secretary of Commerce, the United States Trade Representative, and the Assistant to the President for Economic Policy (who shall serve as Chair for agenda items that principally pertain to international economics).

C. The Deputies Committee

The Deputies Committee (DC) shall continue to serve as the senior sub-Cabinet interagency forum for consideration of, and where appropriate, decision making on, policy issues that affect the national security interests of the United States. The DC shall be convened and chaired by the Deputy National Security Advisor. The Deputy Homeland Security Advisor may, at the sole discretion of the National Security Advisor, also convene and chair the DC. The Chair shall determine the agenda in consultation with the regular DC attendees, and the Executive Secretary shall ensure that necessary papers are prepared and that conclusions and decisions are communicated in a timely manner. Invitations to participate in or attend a specific DC shall be extended by the Chair to those at the Deputy Secretary or Under Secretary level of executive departments and agencies, and to other senior officials, who are needed to address any issue under consideration.

The DC shall have as its regular attendees the Deputy Secretary of State, the Deputy Secretary of the Treasury, the Deputy Secretary of Defense, the Deputy Assistant to the President and National Security Advisor, the Deputy Director of Homeland Security, the Deputy Director of the Office of Management and Budget, the Deputy Director of National Intelligence, the Vice Chairman of the Joint Chiefs of Staff, the Deputy Director of the Central Intelligence Agency, the Deputy National Security Advisor, the Deputy National Security Advisor for Strategy, the Deputy Homeland Security Advisor, the Deputy Assistant to the President and National Security Advisor to the Vice President, and the Administrator of the United States Agency for International Development.

The Executive Secretary shall attend the DC meetings. The Deputy Counsel to the President for National Security Affairs may attend all DC meetings. Other senior officials, including the Deputy Representative of the United States to the United Nations, may be invited when appropriate.

The DC shall review and monitor the work of the interagency national security process, including the interagency groups established pursuant to section D below. The DC shall help to ensure that issues brought before the NSC, HSC, and PC have been properly analyzed and prepared for decision. The DC shall also focus significant attention on monitoring the implementation of policies and decisions and shall conduct periodic reviews of the Administration’s major national security and foreign policy initiatives. The DC is responsible for establishing Policy Coordination Committees (PCCs) and for providing objectives and clear guidance.

D. Policy Coordination Committees

Management of the development and implementation of national security policies by multiple executive departments and agencies typically shall be accomplished by the PCCs, with participation primarily occurring at the Assistant Secretary level. As the main day-to-day fora for interagency coordination of national security policies, the PCCs shall provide policy analysis for consideration by the more senior committees of the national security system and ensure timely responses to the President’s decisions.

Regional and issue-related PCCs shall be established at the direction of the DC. Members of the NSC staff (or National Economic Council staff, as appropriate) will chair the PCCs; the DC, at its discretion, may add co-chairs to any PCC. The PCCs shall review and coordinate the implementation of Presidential decisions and their respective policy areas. The Chair of each PCC, in consultation with the Executive Secretary, shall invite representatives of other executive departments and agencies to attend meetings of the PCC where appropriate. The Chair of each PCC, with the agreement of the Executive Secretary, may establish subordinate working groups to assist that PCC in the performance of its duties.

E. General

The President and the Vice President may attend any and all meetings of any entity established by or under this memorandum.

This document is part of a series of National Security Presidential Memoranda, which have replaced both Presidential Policy Directives and Presidential Study Directives as the instrument for communicating relevant Presidential decisions. This memorandum shall supersede all other existing Presidential directives and guidance on the organization or support of the NSC and the HSC, including National Security Presidential Memorandum-2 (January 28, 2017), which is hereby revoked. With regard to its application to economic mat-
§ 3022. Joint Intelligence Community Council

(a) Joint Intelligence Community Council

There is a Joint Intelligence Community Council.

(b) Membership

The Joint Intelligence Community Council shall consist of the following:

1. The Director of National Intelligence, who shall chair the Council.
2. The Secretary of State.
3. The Secretary of the Treasury.
4. The Secretary of Defense.
5. The Attorney General.
6. The Secretary of Energy.
8. Such other officers of the United States Government as the President may designate from time to time.

(c) Functions

The Joint Intelligence Community Council shall assist the Director of National Intelligence in developing and implementing a joint, unified national intelligence effort to protect national security by—

1. Advising the Director on establishing requirements, developing budgets, financial management, and monitoring and evaluating the performance of the intelligence community, and on such other matters as the Director may request; and
2. Ensuring the timely execution of programs, policies, and directives established or developed by the Director.

(d) Meetings

The Director of National Intelligence shall convene regular meetings of the Joint Intelligence Community Council.

(e) Advice and opinions of members other than Chairman

1. A member of the Joint Intelligence Community Council (other than the Chairman) may submit to the Chairman advice or an opinion in disagreement with, or advice or an opinion in addition to, the advice presented by the Director of National Intelligence to the President or the National Security Council, in the role of the Chairman as Chairman of the Joint Intelligence Community Council. If a member submits such advice or opinion, the Chairman shall present the advice or opinion of such member at the same time the Chairman presents the advice of the Chairman to the President or the National Security Council, as the case may be.

2. The Chairman shall establish procedures to ensure that the presentation of the advice of the Chairman to the President or the National Security Council is not unduly delayed by reason of the submission of the individual advice or opinion of another member of the Council.

(f) Recommendations to Congress

Any member of the Joint Intelligence Community Council may make such recommendations to Congress relating to the intelligence community as such member considers appropriate.


CODIFICATION

Section was formerly classified to section 402-1 of this title prior to editorial reclassification and renumbering as this section.

§ 3023. Director of National Intelligence

(a) Director of National Intelligence

1. There is a Director of National Intelligence who shall be appointed by the President, by and with the advice and consent of the Senate. Any individual nominated for appointment as Director of National Intelligence shall have extensive national security expertise.

2. The Director of National Intelligence shall not be located within the Executive Office of the President.

(b) Principal responsibility

Subject to the authority, direction, and control of the President, the Director of National Intelligence shall—

1. Serve as head of the intelligence community;
2. Act as the principal adviser to the President, to the National Security Council, and the Homeland Security Council for intelligence matters related to the national security; and
3. Consistent with section 1018 of the National Security Intelligence Reform Act of 2004, oversee and direct the implementation of the National Intelligence Program.

(c) Prohibition on dual service

The individual serving in the position of Director of National Intelligence shall not, while so serving, also serve as the Director of the Central Intelligence Agency or as the head of any other element of the intelligence community.


REFERENCES IN TEXT

Section 1018 of the National Security Intelligence Reform Act of 2004, referred to in subsec. (b)(3), is section 1018 of Pub. L. 108–458, which is set out as a note below.
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For Determination by President that section take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as an Effective Date note under section 3023 of this title.

Effective Date

For legislation effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1087(a) of Pub. L. 108–458, set out in an Effective Date note under section 3023 of this title.

Savings Provisions

Section effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1087(a) of Pub. L. 108–458, set out in an Effective Date note under section 3023 of this title.

PRESIDENTIAL GUIDELINES ON IMPLEMENTATION AND PRESERVATION OF AUTHORITIES

Pub. L. 108–458, title I, §1018, Dec. 17, 2004, 118 Stat. 3670, provided that: "The President shall issue guidelines to ensure the effective implementation and execution within the executive branch of the authorities granted to the Director of National Intelligence by this title [see Tables for classification] and the amendments made by this title, in a manner that respects and does not abrogate the statutory responsibilities of the heads of the departments of the United States Government concerning such departments, including, but not limited to:

(1) the authority of the Director of the Office of Management and Budget; and

(2) the authority of the principal officers of the executive departments as heads of their respective departments, including, but not limited to—

(A) section 199 of the Revised Statutes (22 U.S.C. 2651); and

(B) title II of the Department of Energy Organization Act (42 U.S.C. 7311 et seq.);

(C) the State Department Basic Authorities Act of 1956 (Act Aug. 1, 1956, ch. 841, see Tables for classification);

(D) section 102(a) of the Homeland Security Act of 2002 (6 U.S.C. 112(a)); and

(E) sections 301 of title 5, 113(b) and 162(b) of title 10, 503 of title 28, and 303(b) of title 31, United States Code."
§ 3024. Responsibilities and authorities of the Director of National Intelligence

(a) Provision of intelligence

(1) The Director of National Intelligence shall be responsible for ensuring that national intelligence is provided—
   (A) to the President;
   (B) to the heads of departments and agencies of the executive branch;
   (C) to the Chairman of the Joint Chiefs of Staff and senior military commanders;
   (D) to the Senate and House of Representatives and the committees thereof; and
   (E) to such other persons as the Director of National Intelligence determines to be appropriate.

(2) Such national intelligence should be timely, objective, independent of political considerations, and based upon all sources available to the intelligence community and other appropriate entities.

(b) Access to intelligence

Unless otherwise directed by the President, the Director of National Intelligence shall have access to all national intelligence and intelligence related to the national security which is collected by any Federal department, agency, or other entity, except as otherwise provided by law or, as appropriate, under guidelines agreed upon by the Attorney General and the Director of National Intelligence.

(c) Budget authorities

(1) With respect to budget requests and appropriations for the National Intelligence Program, the Director of National Intelligence shall—
   (A) based on intelligence priorities set by the President, provide to the heads of departments containing agencies or organizations within the intelligence community, and to the heads of such agencies and organizations, guidance for developing the National Intelligence Program budget pertaining to such agencies and organizations;
   (B) based on budget proposals provided to the Director of National Intelligence by the heads of agencies and organizations within the intelligence community and the heads of their respective departments and, as appropriate, after obtaining the advice of the Joint Intelligence Community Council, develop and determine an annual consolidated National Intelligence Program budget; and
   (C) present such consolidated National Intelligence Program budget, together with any comments from the heads of departments containing agencies or organizations within the intelligence community, to the President for approval.

(2) In addition to the information provided under paragraph (1)(B), the heads of agencies and organizations within the intelligence community shall provide the Director of National Intelligence such other information as the Director shall request for the purpose of determining the annual consolidated National Intelligence Program budget under that paragraph.

(3)(A) The Director of National Intelligence shall participate in the development by the Secretary of Defense of the annual budget for the Military Intelligence Program or any successor program or programs.

(B) The Director of National Intelligence shall provide guidance for the development of the annual budget for each element of the intelligence community that is not within the National Intelligence Program.

(4) The Director of National Intelligence shall ensure the effective execution of the annual budget for intelligence and intelligence-related activities.

(5)(A) The Director of National Intelligence shall be responsible for managing appropriations for the National Intelligence Program by directing the allotment or allocation of such appropriations through the heads of the departments containing agencies or organizations within the intelligence community and the Director of the Central Intelligence Agency, with prior notice (including the provision of appropriate supporting information) to the head of the department containing an agency or organization receiving any such allocation or allotment or to the Director of the Central Intelligence Agency.

(B) Notwithstanding any other provision of law, pursuant to relevant appropriations Acts for the National Intelligence Program, the Director of the Office of Management and Budget shall exercise the authority of the Director of the Office of Management and Budget to apportion funds, at the exclusive direction of the Director of National Intelligence, for allocation to the elements of the intelligence community through the relevant host executive departments and the Central Intelligence Agency. Department comptrollers or appropriate budget execution officers shall allot, allocate, reprogram, or transfer funds appropriated for the National Intelligence Program in an expeditious manner.

(C) The Director of National Intelligence shall monitor the implementation and execution of the National Intelligence Program by the heads of the elements of the intelligence community that manage programs and activities that are part of the National Intelligence Program, which may include audits and evaluations.

(6) Apportionment and allotment of funds under this subsection shall be subject to chapter 13 and section 1517 of title 31 and the Congressional Budget and Impoundment Control Act of 1974 (2 U.S.C. 621 et seq.).

(7)(A) The Director of National Intelligence shall provide a semi-annual report, beginning April 1, 2005, and ending April 1, 2007, to the President and the Congress regarding implementation of this section.
(B) The Director of National Intelligence shall report to the President and the Congress not later than 15 days after learning of any instance in which a departmental comptroller acts in a manner inconsistent with the law (including permanent statutes, authorization Acts, and appropriations Acts), or the direction of the Director of National Intelligence, in carrying out the National Intelligence Program.

(d) Role of Director of National Intelligence in transfer and reprogramming of funds

(1)(A) No funds made available under the National Intelligence Program may be transferred or reprogrammed without the prior approval of the Director of National Intelligence, except in accordance with procedures prescribed by the Director of National Intelligence.

(B) The Secretary of Defense shall consult with the Director of National Intelligence before transferring or reprogramming funds made available under the Military Intelligence Program or any successor program or programs.

(2) Subject to the succeeding provisions of this subsection, the Director of National Intelligence may transfer or reprogram funds appropriated for a program within the National Intelligence Program—

(A) to another such program;

(B) to other departments or agencies of the United States Government for the development and fielding of systems of common concern related to the collection, processing, analysis, exploitation, and dissemination of intelligence information; or

(C) to a program funded by appropriations not within the National Intelligence Program to address critical gaps in intelligence information sharing or access capabilities.

(3) The Director of National Intelligence may only transfer or reprogram funds referred to in paragraph (1)(A)—

(A) with the approval of the Director of the Office of Management and Budget; and

(B) after consultation with the heads of departments containing agencies or organizations within the intelligence community to the extent such agencies or organizations are affected, and, in the case of the Central Intelligence Agency, after consultation with the Director of the Central Intelligence Agency.

(4) The amounts available for transfer or reprogramming in the National Intelligence Program in any given fiscal year, and the terms and conditions governing such transfers and reprogrammings, are subject to the provisions of annual appropriations Acts and this subsection.

(5)(A) A transfer or reprogramming of funds may be made under this subsection only if—

(i) the funds are being transferred to an activity that is a higher priority intelligence activity;

(ii) the transfer or reprogramming supports an emergent need, improves program effectiveness, or increases efficiency;

(iii) the transfer or reprogramming does not involve a transfer or reprogramming of funds to a Reserve for Contingencies of the Director of National Intelligence or the Reserve for Contingencies of the Central Intelligence Agency;

(iv) the transfer or reprogramming results in a cumulative transfer or reprogramming of funds out of any department or agency, as appropriate, funded in the National Intelligence Program in a single fiscal year—

(I) that is less than $150,000,000, and

(II) that is less than 5 percent of amounts available to a department or agency under the National Intelligence Program; and

(v) the transfer or reprogramming does not terminate an acquisition program.

(B) A transfer or reprogramming may be made without regard to a limitation set forth in clause (iv) or (v) of subparagraph (A) if the transfer has the concurrence of the head of the department involved or the Director of the Central Intelligence Agency (in the case of the Central Intelligence Agency). The authority to provide such concurrence may only be delegated by the head of the department involved or the Director of the Central Intelligence Agency (in the case of the Central Intelligence Agency) to the deputy of such officer.

(6) Funds transferred or reprogrammed under this subsection shall remain available for the same period as the appropriations account to which transferred or reprogrammed.

(7) Any transfer or reprogramming of funds under this subsection shall be carried out in accordance with existing procedures applicable to reprogramming notifications for the appropriate congressional committees. Any proposed transfer or reprogramming for which notice is given to the appropriate congressional committees shall be accompanied by a report explaining the nature of the proposed transfer or reprogramming and how it satisfies the requirements of this subsection. In addition, the congressional intelligence committees shall be promptly notified of any transfer or reprogramming of funds made pursuant to this subsection in any case in which the transfer or reprogramming would not otherwise required reprogramming notification under procedures in effect as of December 17, 2004.

(e) Transfer of personnel

(1)(A) In addition to any other authorities available under law for such purposes, in the first twelve months after establishment of a new national intelligence center, the Director of National Intelligence, with the approval of the Director of the Office of Management and Budget and in consultation with the congressional committees of jurisdiction referred to in subparagraph (B), may transfer not more than 100 personnel authorized for elements of the intelligence community to such center.

(B) The Director of National Intelligence shall promptly provide notice of any transfer of personnel made pursuant to this paragraph to—

(i) the congressional intelligence committees;

(ii) the Committees on Appropriations of the Senate and the House of Representatives;

(iii) in the case of the transfer of personnel to or from the Department of Defense, the Committees on Armed Services of the Senate and the House of Representatives; and

(iv) in the case of the transfer of personnel to or from the Department of Justice, to the
Committees on the Judiciary of the Senate and the House of Representatives.

(C) The Director shall include in any notice under subparagraph (B) an explanation of the nature of the transfer and how it satisfies the requirements of this subsection.

(2)(A) The Director of National Intelligence, with the approval of the Director of the Office of Management and Budget and in accordance with procedures to be developed by the Director of National Intelligence and the heads of the departments and agencies concerned, may transfer personnel authorized for an element of the intelligence community to another such element for a period of not more than 2 years.

(B) A transfer of personnel may be made under this paragraph only if—

(i) the personnel are being transferred to an activity that is a higher priority intelligence activity; and

(ii) the transfer supports an emergent need, improves program effectiveness, or increases efficiency.

(C) The Director of National Intelligence shall promptly provide notice of any transfer of personnel made pursuant to this paragraph to—

(i) the congressional intelligence committees;

(ii) in the case of the transfer of personnel to or from the Department of Defense, the Committees on Armed Services of the Senate and the House of Representatives; and

(iii) in the case of the transfer of personnel to or from the Department of Justice, to the Committees on the Judiciary of the Senate and the House of Representatives.

(D) The Director shall include in any notice under subparagraph (C) an explanation of the nature of the transfer and how it satisfies the requirements of this paragraph.

(3)(A) In addition to the number of full-time equivalent positions authorized for the Office of the Director of National Intelligence for a fiscal year, there is authorized for such Office for each fiscal year an additional 100 full-time equivalent positions that may be used only for the purposes described in subparagraph (B).

(B) Except as provided in subparagraph (C), the Director of National Intelligence may use a full-time equivalent position authorized under subparagraph (A) only for the purpose of providing a temporary transfer of personnel made in accordance with paragraph (2) to an element of the intelligence community to enable such element to respond rapidly and flexibly to bring analytic resources to bear against emerging and unforeseen requirements.

(C) Paragraph (2)(B) shall not apply with respect to the transfer of personnel made under subparagraph (B).

(D) For each of the fiscal years 2010, 2011, and 2012, the Director of National Intelligence shall submit to the congressional intelligence committees an annual report on the use of authorities under this paragraph. Each such report shall include a description of—

(i) the number of transfers of personnel made by the Director pursuant to subparagraph (B), disaggregated by each element of the intelligence community;

(ii) the critical language needs that were fulfilled or partially fulfilled through the use of such transfers; and

(iii) the cost to carry out subparagraph (B).

(4) It is the sense of Congress that—

(A) the nature of the national security threats facing the United States will continue to challenge the intelligence community to respond rapidly and flexibly to bring analytic resources to bear against emerging and unforeseen requirements;

(B) both the Office of the Director of National Intelligence and any analytic centers determined to be necessary should be fully and properly supported with appropriate levels of personnel resources and that the President’s yearly budget requests adequately support these needs; and

(C) the President should utilize all legal and administrative discretion to ensure that the Director of National Intelligence and all other elements of the intelligence community have the necessary resources and procedures to respond promptly and effectively to emerging and unforeseen national security challenges.

(f) Tasking and other authorities

(1)(A) The Director of National Intelligence shall—

(i) establish objectives, priorities, and guidance for the intelligence community to ensure timely and effective collection, processing, analysis, and dissemination (including access by users to collected data consistent with applicable law and, as appropriate, the guidelines referred to in subsection (b) and analytic products generated by or within the intelligence community) of national intelligence;

(ii) determine requirements and priorities for, and manage and direct the tasking of, collection, analysis, production, and dissemination of national intelligence by elements of the intelligence community, including—

(I) approving requirements (including those requirements responding to needs provided by consumers) for collection and analysis; and

(II) resolving conflicts in collection requirements and in the tasking of national collection assets of the elements of the intelligence community; and

(iii) provide advisory tasking to intelligence elements of those agencies and departments not within the National Intelligence Program.

(B) The authority of the Director of National Intelligence under subparagraph (A) shall not apply—

(i) insofar as the President so directs;

(ii) with respect to clause (ii) of subparagraph (A), insofar as the Secretary of Defense exercises tasking authority under plans or arrangements agreed upon by the Secretary of Defense and the Director of National Intelligence; or
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(iii) to the direct dissemination of information to State government and local government officials and private sector entities pursuant to sections 121 and 482 of title 6.

(2) The Director of National Intelligence shall oversee the National Counterterrorism Center, the National Counterproliferation Center, and the National Counterintelligence and Security Center and may establish such other national intelligence centers as the Director determines necessary.

(3)(A) The Director of National Intelligence shall prescribe, in consultation with the heads of other agencies or elements of the intelligence community, and the heads of their respective departments, personnel policies and programs applicable to the intelligence community that—

(i) encourage and facilitate assignments and details of personnel to national intelligence centers, and between elements of the intelligence community; and

(ii) set standards for education, training, and career development of personnel of the intelligence community;

(iii) encourage and facilitate the recruitment and retention by the intelligence community of highly qualified individuals for the effective conduct of intelligence activities;

(iv) ensure that the personnel of the intelligence community are sufficiently diverse for purposes of the collection and analysis of intelligence through the recruitment and training of women, minorities, and individuals with diverse ethnic, cultural, and linguistic backgrounds;

(v) make service in more than one element of the intelligence community a condition of promotion to such positions within the intelligence community as the Director shall specify; and

(vi) ensure the effective management of intelligence community personnel who are responsible for intelligence community-wide matters.

(B) Policies prescribed under subparagraph (A) shall not be inconsistent with the personnel policies otherwise applicable to members of the uniformed services.

(4) The Director of National Intelligence shall ensure compliance with the Constitution and laws of the United States by the Central Intelligence Agency and shall ensure such compliance by other elements of the intelligence community through the host executive departments that manage the programs and activities that are part of the National Intelligence Program.

(5) The Director of National Intelligence shall ensure the elimination of waste and unnecessary duplication within the intelligence community.

(G) in accordance with Executive Order No. 13526 (75 Fed. Reg. 707; relating to classified information technology items funded in the National Intelligence Program; and

(H) have procurement approval authority over all enterprise architecture-related information technology items funded in the National Intelligence Program.
§ 3024

(1) Protection of intelligence sources and methods

(1) The Director of National Intelligence shall protect intelligence sources and methods from unauthorized disclosure.

(2) Consistent with paragraph (1), in order to maximize the dissemination of intelligence, the Director of National Intelligence shall establish and implement guidelines for the intelligence community for the following purposes:

(A) Classification of information under applicable law, Executive orders, or other Presidential directives.

(B) Access to and dissemination of intelligence, both in final form and in the form when initially gathered.

(C) Preparation of intelligence products in such a way that source information is removed to allow for dissemination at the lowest level of classification possible or in unclassified form to the extent practicable.

(3) The Director may only delegate a duty or authority given the Director under this subsection to the Principal Deputy Director of National Intelligence.

(j) Uniform procedures for classified information

The Director of National Intelligence, subject to the direction of the President, shall—

(1) establish uniform standards and procedures for the grant of access to sensitive compartmented information to any officer or employee of any agency or department of the United States and to employees of contractors of those agencies or departments;

(2) ensure the consistent implementation of those standards and procedures throughout such agencies and departments;

(3) ensure that security clearances granted by individual elements of the intelligence community are recognized by all elements of the intelligence community, and under contracts entered into by those agencies;

(4) ensure that the process for investigation and adjudication of an application for access to sensitive compartmented information is performed in the most expeditious manner possible consistent with applicable standards for national security;

(5) ensure that the background of each employee or officer of an element of the intelligence community, each contractor to an element of the intelligence community, and each individual employee of such a contractor who has been determined to be eligible for access to classified information is monitored on a continual basis under standards developed by the Director, including with respect to the frequency of evaluation, during the period of eligibility of such employee or officer of an element of the intelligence community, such contractor, or such individual employee to such a contractor to determine whether such employee or officer of an element of the intelligence community, such contractor, and such individual employee of such a contractor continues to meet the requirements for eligibility for access to classified information; and

(6) develop procedures to require information sharing between elements of the intelligence community concerning potentially de-
rogatory security information regarding an employee or officer of an element of the intelligence community, a contractor to an element of the intelligence community, or an individual employee of such a contractor that may impact the eligibility of such employee or officer of an element of the intelligence community, such contractor, or such individual employee of such a contractor for a security clearance.

(k) Coordination with foreign governments

Under the direction of the President and in a manner consistent with section 3927 of title 22, the Director of National Intelligence shall oversee the coordination of the relationships between elements of the intelligence community and the intelligence or security services of foreign governments or international organizations on all matters involving intelligence related to the national security or involving intelligence acquired through clandestine means.

(I) Enhanced personnel management

(1)(A) The Director of National Intelligence shall, under regulations prescribed by the Director, provide incentives for personnel of elements of the intelligence community to serve—

(i) on the staff of the Director of National Intelligence;

(ii) on the staff of the national intelligence centers;

(iii) on the staff of the National Counterterrorism Center; and

(iv) in other positions in support of the intelligence community management functions of the Director.

(B) Incentives under subparagraph (A) may include financial incentives, bonuses, and such other awards and incentives as the Director considers appropriate.

(2)(A) Notwithstanding any other provision of law, the personnel of an element of the intelligence community who are assigned or detailed under paragraph (1)(A) to service under the Director of National Intelligence shall be promoted at rates equivalent to or better than personnel of such element who are not so assigned or detailed.

(B) The Director may prescribe regulations to carry out this paragraph.

(3)(A) The Director of National Intelligence shall prescribe mechanisms to facilitate the rotation of personnel of the intelligence community through various elements of the intelligence community in the course of their careers in order to facilitate the widest possible understanding by such personnel of the variety of intelligence requirements, methods, users, and capabilities.

(B) The mechanisms prescribed under subparagraph (A) may include the following:

(i) The establishment of special occupational categories involving service, over the course of a career, in more than one element of the intelligence community.

(ii) The provision of rewards for service in positions undertaking analysis and planning of operations involving two or more elements of the intelligence community.

(iii) The establishment of requirements for education, training, service, and evaluation for service involving more than one element of the intelligence community.

(C) It is the sense of Congress that the mechanisms prescribed under this subsection should, to the extent practical, seek to duplicate for civilian personnel within the intelligence community the joint officer management policies established by chapter 38 of title 10 and the other amendments made by title IV of the Goldwater-Nichols Department of Defense Reorganization Act of 1986 (Public Law 99–433).

(D) The mechanisms prescribed under subparagraph (A) and any other policies of the Director—

(i) may not require an employee of an office of inspector general for an element of the intelligence community, including the Office of the Inspector General of the Intelligence Community, to rotate to a position in an office or organization of such an element over which such office of inspector general exercises jurisdiction; and

(ii) shall be implemented in a manner that exempts employees of an office of inspector general from a rotation that may impact the independence of such office.

(4)(A) Except as provided in subparagraph (B) and subparagraph (D), this subsection shall not apply with respect to personnel of the elements of the intelligence community who are members of the uniformed services.

(B) Mechanisms that establish requirements for education and training pursuant to paragraph (3)(B)(iii) may apply with respect to members of the uniformed services who are assigned to an element of the intelligence community funded through the National Intelligence Program, but such mechanisms shall not be inconsistent with personnel policies and education and training requirements otherwise applicable to members of the uniformed services.

(C) The personnel policies and programs developed and implemented under this subsection with respect to law enforcement officers (as that term is defined in section 5541(3) of title 5) shall not affect the ability of law enforcement entities to conduct operations or, through the applicable chain of command, to control the activities of such law enforcement officers.

(D) Assignment to the Office of the Director of National Intelligence of commissioned officers of the Armed Forces shall be considered a joint-duty assignment for purposes of the joint officer management policies prescribed by chapter 38 of title 10 and other provisions of that title.

(m) Additional authority with respect to personnel

(1) In addition to the authorities under subsection (f)(3), the Director of National Intelligence may exercise with respect to the personnel of the Office of the Director of National Intelligence any authority of the Director of the Central Intelligence Agency with respect to the personnel of the Central Intelligence Agency under the Central Intelligence Agency Act of 1949 [50 U.S.C. 3501 et seq.], and other applicable provisions of law, as of December 17, 2004, to the same extent, and subject to the same conditions and limitations, that the Director of the Central...
Intelligence Agency may exercise such authority with respect to personnel of the Central Intelligence Agency.

(2) Employees and applicants for employment of the Office of the Director of National Intelligence shall have the same rights and protections under the Office of the Director of National Intelligence as employees of the Central Intelligence Agency have under the Central Intelligence Agency Act of 1949 [50 U.S.C. 3501 et seq.], and other applicable provisions of law, as of December 17, 2004.

(n) Acquisition and other authorities

(1) In carrying out the responsibilities and authorities under this section, the Director of National Intelligence may exercise the acquisition and appropriations authorities referred to in the Central Intelligence Agency Act of 1949 [50 U.S.C. 3501 et seq.] other than the authorities referred to in section 8(b) of that Act [50 U.S.C. 3510(b)].

(2) For the purpose of the exercise of any authority referred to in paragraph (1), a reference to the head of an agency shall be deemed to be a reference to the Director of National Intelligence or the Principal Deputy Director of National Intelligence.

(A) Any determination or decision to be made under an authority referred to in paragraph (1) by the head of an agency may be made with respect to individual purchases and contracts or with respect to classes of purchases or contracts, and shall be final.

(B) Except as provided in subparagraph (C), the Director of National Intelligence or the Principal Deputy Director of National Intelligence may, in such official's discretion, delegate to any officer or other official of the Office of the Director of National Intelligence any authority to make a determination or decision as the head of the agency under an authority referred to in paragraph (1).

(C) The limitations and conditions set forth in section 3(d) of the Central Intelligence Agency Act of 1949 [50 U.S.C. 3503(d)] shall apply to the exercise by the Director of National Intelligence of an authority referred to in paragraph (1).

(D) Each determination or decision required by an authority referred to in the second sentence of section 3(d) of the Central Intelligence Agency Act of 1949 [50 U.S.C. 3503(d)] shall be based upon written findings made by the official making such determination or decision, which findings shall be final and shall be available within the Office of the Director of National Intelligence for a period of at least six years following the date of such determination or decision.

(E)(i) In addition to the authority referred to in paragraph (1), the Director of National Intelligence may authorize the head of an element of the intelligence community to exercise an acquisition authority referred to in section 3 or 8(a) of the Central Intelligence Agency Act of 1949 [50 U.S.C. 3503, 3510(a)] for an acquisition by such element that is more than 50 percent funded under the National Intelligence Program.

(B) The head of an element of the intelligence community may not exercise an authority referred to in subparagraph (A) until—

(i) the head of such element (without delegation) submits to the Director of National Intelligence a written request that includes—

(I) a description of such authority requested to be exercised;

(II) an explanation of the need for such authority, including an explanation of the reasons that other authorities are insufficient; and

(III) a certification that the mission of such element would be—

(aa) impaired if such authority is not exercised; or

(bb) significantly and measurably enhanced if such authority is exercised; and

(ii) the Director of National Intelligence issues a written authorization that includes—

(I) a description of the authority referred to in subparagraph (A) that is authorized to be exercised; and

(II) a justification to support the exercise of such authority.

(C) A request and authorization to exercise an authority referred to in subparagraph (A) may be made with respect to an individual acquisition or with respect to a specific class of acquisitions described in the request and authorization referred to in subparagraph (B).

(D)(i) A request from a head of an element of the intelligence community located within one of the departments described in clause (ii) to exercise an authority referred to in subparagraph (A) shall be submitted to the Director of National Intelligence in accordance with any procedures established by the head of such department.

(ii) The departments described in this clause are the Department of Defense, the Department of Energy, the Department of Homeland Security, the Department of Justice, the Department of State, and the Department of the Treasury.

(E)(i) The head of an element of the intelligence community may not be authorized to utilize an authority referred to in subparagraph (A) for a class of acquisitions for a period of more than 3 years, except that the Director of National Intelligence (without delegation) may authorize the use of such an authority for not more than 6 years.

(ii) Each authorization to utilize an authority referred to in subparagraph (A) may be extended in accordance with the requirements of subparagraph (B) for successive periods of not more than 3 years, except that the Director of National Intelligence (without delegation) may authorize an extension period of not more than 6 years.

(F) Subject to clauses (i) and (ii) of subparagraph (E), the Director of National Intelligence may only delegate the authority of the Director under subparagraphs (A) through (E) to the Principal Deputy Director of National Intelligence or a Deputy Director of National Intelligence.

(G) The Director of National Intelligence shall submit—

(i) to the congressional intelligence committees a notification of an authorization to exercise an authority referred to in subparagraph (A) or an extension of such authorization that
includes the written authorization referred to in subparagraph (B)(ii); and
(ii) to the Director of the Office of Management and Budget a notification of an authorization to exercise an authority referred to in subparagraph (A) for an acquisition or class of acquisitions that will exceed $50,000,000 annually.

(H) Requests and authorizations to exercise an authority referred to in subparagraph (A) shall remain available within the Office of the Director of National Intelligence for a period of at least 6 years following the date of such request or authorization.

(I) Nothing in this paragraph may be construed to alter or otherwise limit the authority of the Central Intelligence Agency to independently exercise an authority under section 3 or 8(a) of the Central Intelligence Agency Act of 1949 [50 U.S.C. 3503, 3510(a)].

(o) Consideration of views of elements of intelligence community

In carrying out the duties and responsibilities under this section, the Director of National Intelligence shall take into account the views of a head of a department containing an element of the intelligence community and of the Director of the Central Intelligence Agency.

(p) Responsibility of Director of National Intelligence regarding National Intelligence Program budget concerning the Department of Defense

Subject to the direction of the President, the Director of National Intelligence shall, after consultation with the Secretary of Defense, ensure that the National Intelligence Program budgets for the elements of the intelligence community that are within the Department of Defense are adequate to satisfy the national intelligence needs of the Department of Defense, including the needs of the Chairman of the Joint Chiefs of Staff and the commanders of the unified and specified commands, and wherever such elements are performing Government-wide functions, the needs of other Federal departments and agencies.

(q) Acquisitions of major systems

(1) For each intelligence program within the National Intelligence Program for the acquisition of a major system, the Director of National Intelligence shall—

(A) require the development and implementation of a program management plan that includes cost, schedule, and performance goals and program milestone criteria, except that with respect to Department of Defense programs the Director shall consult with the Secretary of Defense;

(B) serve as exclusive milestone decision authority, except that with respect to Department of Defense programs the Director shall serve as milestone decision authority jointly with the Secretary of Defense or the designee of the Secretary; and

(C) periodically—

(i) review and assess the progress made toward the achievement of the goals and milestones established in such plan; and

(ii) submit to Congress a report on the results of such review and assessment.

(2) If the Director of National Intelligence and the Secretary of Defense are unable to reach an agreement on a milestone decision under paragraph (1)(B), the President shall resolve the conflict.

(3) Nothing in this subsection may be construed to limit the authority of the Director of National Intelligence to delegate to any other official any authority to perform the responsibilities of the Director under this subsection.

(4) In this subsection:

(A) The term “intelligence program”, with respect to the acquisition of a major system, means a program that—

(i) is carried out to acquire such major system for an element of the intelligence community; and

(ii) is funded in whole out of amounts available for the National Intelligence Program.

(B) The term “major system” has the meaning given such term in section 109 of title 41.

(r) Performance of common services

The Director of National Intelligence shall, in consultation with the heads of departments and agencies of the United States Government containing elements within the intelligence community and with the Director of the Central Intelligence Agency, coordinate the performance by the elements of the intelligence community within the National Intelligence Program of such services as are of common concern to the intelligence community, which services the Director of National Intelligence determines can be more efficiently accomplished in a consolidated manner.

(s) Pay authority for critical positions

(1) Notwithstanding any pay limitation established under any other provision of law applicable to employees in elements of the intelligence community, the Director of National Intelligence may, in coordination with the Director of the Office of Personnel Management and the Director of the Office of Management and Budget, grant authority to the head of a department or agency to fix the rate of basic pay for one or more positions within the intelligence community at a rate in excess of any applicable limitation, subject to the provisions of this subsection. The exercise of authority so granted is at the discretion of the head of the department or agency employing the individual in a position covered by such authority, subject to the provisions of this subsection and any conditions established by the Director of National Intelligence when granting such authority.

(2) Authority under this subsection may be granted or exercised only—

(A) with respect to a position that requires an extremely high level of expertise and is critical to successful accomplishment of an important mission; and

(B) to the extent necessary to recruit or retain an individual exceptionally well qualified for the position.

(3) The head of a department or agency may not fix a rate of basic pay under this subsection at a rate greater than the rate payable for level II of the Executive Schedule under section 5313.
of title 5, except upon written approval of the Director of National Intelligence or as otherwise authorized by law.

(4) The head of a department or agency may not fix a rate of basic pay under this subsection at a rate greater than the rate payable for level I of the Executive Schedule under section 5312 of title 5, except upon written approval of the President in response to a request by the Director of National Intelligence or as otherwise authorized by law.

(5) Any grant of authority under this subsection for a position shall terminate at the discretion of the Director of National Intelligence.

(6)(A) The Director of National Intelligence shall notify the congressional intelligence committees not later than 30 days after the date on which the Director grants authority to the head of a department or agency under this subsection.

(B) The head of a department or agency to which the Director of National Intelligence grants authority under this subsection shall notify the congressional intelligence committees and the Director of the exercise of such authority not later than 30 days after the date on which such head exercises such authority.

(f) Award of rank to members of the Senior National Intelligence Service

(1) The President, based on the recommendation of the Director of National Intelligence, may award a rank to a member of the Senior National Intelligence Service or other intelligence community senior civilian officer not already covered by such a rank award program in the same manner in which a career appointee of an agency may be awarded a rank under section 4070 of title 5.

(2) The President may establish procedures to award a rank under paragraph (1) to a member of the Senior National Intelligence Service or a senior civilian officer of the intelligence community whose identity as such a member or officer is classified information (as defined in section 3126(1) of this title).

(u) Conflict of interest regulations

The Director of National Intelligence, in consultation with the Director of the Office of Government Ethics, shall issue regulations prohibiting an officer or employee of an element of the intelligence community from engaging in outside employment if such employment creates a conflict of interest or appearance thereof.

(v) Authority to establish positions in excepted service

(1) The Director of National Intelligence, with the concurrence of the head of the covered department concerned and in consultation with the Director of the Office of Personnel Management, may—

(A) convert competitive service positions, and the incumbents of such positions, within an element of the intelligence community in such department, to excepted service positions as the Director of National Intelligence determines necessary to carry out the intelligence functions of such element; and

(B) establish new positions in the excepted service within an element of the intelligence community in such department, if the Director of National Intelligence determines such positions are necessary to carry out the intelligence functions of such element.

(2) An incumbent occupying a position on January 3, 2012, selected to be converted to the excepted service under this section shall have the right to refuse such conversion. Once such individual no longer occupies the position, the position may be converted to the excepted service.

(3) A covered department may appoint an individual to a position converted or established pursuant to this subsection without regard to the civil-service laws, including parts II and III of title 5.

(4) In this subsection, the term "covered department" means the Department of Energy, the Department of Homeland Security, the Department of State, or the Department of the Treasury.

(w) Nuclear Proliferation Assessment Statements intelligence community addendum

The Director of National Intelligence, in consultation with the heads of the appropriate elements of the intelligence community and the Secretary of State, shall provide to the President, the congressional intelligence committees, the Committee on Foreign Affairs of the House of Representatives, and the Committee on Foreign Relations of the Senate an addendum to each Nuclear Proliferation Assessment Statement accompanying a civilian nuclear cooperation agreement, containing a comprehensive analysis of the country's export control system with respect to nuclear-related matters, including interactions with other countries of proliferation concern and the actual or suspected nuclear, dual-use, or missile-related transfers to such countries.

(x) Requirements for intelligence community contractors

The Director of National Intelligence, in consultation with the head of each department of the Federal Government that contains an element of the intelligence community and the Director of the Central Intelligence Agency, shall—

(1) ensure that—

(A) any contractor to an element of the intelligence community with access to a classified network or classified information develops and operates a security plan that is consistent with standards established by the Director of National Intelligence for intelligence community networks; and

(B) each contract awarded by an element of the intelligence community includes provisions requiring the contractor comply with such plan and such standards;

(2) conduct periodic assessments of each security plan required under paragraph (1)(A) to ensure such security plan complies with the requirements of such paragraph; and

(3) ensure that the insider threat detection capabilities and insider threat policies of the intelligence community apply to facilities of contractors with access to a classified network.

1 See References in Text note below.
(y) Fundraising

(1) The Director of National Intelligence may engage in fundraising in an official capacity for the benefit of nonprofit organizations that—

(A) provide support to surviving family members of a deceased employee of an element of the intelligence community; or

(B) otherwise provide support for the welfare, education, or recreation of employees of an element of the intelligence community, former employees of an element of the intelligence community, or family members of such employees.

(2) In this subsection, the term "fundraising" means the raising of funds through the active participation in the promotion, production, or presentation of an event designed to raise funds and does not include the direct solicitation of money by any other means.

(3) Not later than 7 days after the date the Director engages in fundraising authorized by this subsection or at the time the decision is made to participate in such fundraising, the Director shall notify the congressional intelligence committees of such fundraising.

(4) The Director, in consultation with the Director of the Office of Government Ethics, shall issue regulations to carry out the authority provided in this subsection. Such regulations shall ensure that such authority is exercised in a manner that is consistent with all relevant ethical constraints and principles, including the avoidance of any prohibited conflict of interest or appearance of impropriety.

(z) Analyses and impact statements regarding proposed investment into the United States

(1) Not later than 20 days after the completion of a review or an investigation of any proposed investment into the United States for which the Director has prepared analytic materials, the Director shall submit to the Select Committee on Intelligence of the House of Representatives, the Permanent Select Committee on Intelligence of the Senate, and the Select Committee on Intelligence of the House of Representatives and the Permanent Select Committee on Intelligence of the Senate an analysis of the operational impact of the proposed investment into the United States for which the Director has prepared analytic materials, including any supplements or amendments to such analysis made by the Director.

(2) Not later than 60 days after the completion of a review or an investigation of any proposed investment into the United States by the Chief of the National Intelligence Community Staff, the National Intelligence Coordinator shall submit to the Committee on Intelligence of the Senate and the Permanent Select Committee on Intelligence of the Senate an analysis of the operational impact of the proposed investment into the United States for which the Director has prepared analytic materials, including any supplements or amendments to such analysis made by the Director.

PRIORITY PROVISIONS


AMENDMENTS

Subsec. (e)(7) and redesignated former pars. (7) and (8) as (8) and redesignated former par. (4) as (3).

2015—Subsec. (u). Pub. L. 114–113, § 105(a), added par. (3) and redesignated former par. (3) as (4).

(1)'s designation as "The Director of National Intelligence" and struck out par. (2) which read as follows: "The Director of National Intelligence shall annually submit to the congressional intelligence committees a report describing all outside employment for officers and employees of elements of the intelligence community that was authorized by the head of an element of the intelligence community during the preceding calendar year. Such report shall be submitted each year on the date provided in section 3106 of this title."

Subsec. (v)(3), (4). Pub. L. 114–113, § 105(a), added par. (3) and redesignated former par. (3) as (4).

2012—Subsec. (g)(4). Pub. L. 112–139, § 502(b)(2), amended par. (4) generally. Prior to amendment, par. (4) read as follows: "Not later than February 1 of each year, the Director of National Intelligence shall submit to the President and to the Congress an annual report that identifies any statute, regulation, policy, or practice that the Director believes impedes the ability of the Director to fully and effectively implement paragraph (1)."


2010—Subsec. (c)(3)(A). Pub. L. 111–259, § 804(2)(A), substituted "annual budget for the Military Intelligence Program or any successor program or programs" for "annual budgets for the Joint Military Intelligence Program and for Tactical Intelligence and Related Activities."

Subsec. (d)(1)(B). Pub. L. 111–259, § 804(2)(B)(i), substituted "Military Intelligence Program or any successor program or programs" for "Joint Military Intelligence Program."

Subsec. (d)(2). Pub. L. 111–259, § 402(a), substituted "Program—" for "Program to another such program" and added subpars. (A) to (C).

Subsec. (d)(3). Pub. L. 111–259, § 804(2)(B)(ii), substituted "Military Intelligence Program or any successor program or programs" for "Joint Military Intelligence Program."


Subsec. (d)(5)(B). Pub. L. 111–259, § 804(2)(B)(v), substituted "designated" for "led by the head of the department involved or the Director of the Central Intelligence Agency (in the case of the (Intrnal Intelligence Agen-

Cy) for "designated by the head of the department or agency involved."

Subsec. (e)(3), (4). Pub. L. 111–259, § 306, added par. (3) and redesignated former par. (3) as (4).

Subsec. (f)(7) to (9). Pub. L. 111–259, § 401, added par. (7) and redesignated former pars. (7) and (8) as (8) and (9), respectively.


Subsecs. (a) to (u). Pub. L. 111–259, §§ 303, 304, 307, added subsec. (a) to (u).

EFFECTIVE DATE OF 2015 AMENDMENT

Pub. L. 114–113, div. M, title I, § 105(b), Dec. 18, 2015, 129 Stat. 2012, provided that: "The amendments made by subsection (a) [amending this section] shall apply with respect to an appointment under section 102A(v) of the National Security Act of 1947 (50 U.S.C. 3024(v)) made on or after the date of the enactment of the Intelligence Authorization Act for Fiscal Year 2012 (Public Law 112–87) [Jan. 3, 2012] and to any proceeding pending on or filed after the date of the enactment of this section [Dec. 18, 2015] that relates to such an appointment."

EFFECTIVE DATE OF 2014 AMENDMENT

Pub. L. 113–126, title V, § 502(b), July 7, 2014, 128 Stat. 1412, provided that: "The amendment made by section (a) [amending this section] shall apply with respect to contracts entered into or renewed after the date of the enactment of this Act [July 7, 2014]."

EFFECTIVE DATE

For Determination by President that section take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23825, set out as a note under section 3001 of this title.

Section effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

LIMITATION ON ACTIVITIES OF EMPLOYEES OF AN OFFICE OF INSPECTOR GENERAL


"(1) LIMITATIONS.—Not later than 180 days after the date of the enactment of this Act [May 5, 2017], the Director of National Intelligence shall develop and implement a uniform policy for each covered office of an inspector general to better ensure the independence of each such office. Such policy shall include—

"(A) provisions to prevent any conflict of interest related to a matter any employee of a covered office of an inspector general personally and substantially participated in during previous employment;

"(B) standards to ensure personnel of a covered office of an inspector general are free both in fact and in appearance from personal, external, and organizational impairments to independence;

"(C) provisions to permit the head of each covered office of an inspector general to waive the application of the policy with respect to an individual if such head—

"(i) prepares a written and signed justification for such waiver that sets out, in detail, the need for such waiver, provided that waivers shall not be issued for in fact impairments to independence; and

"(ii) submits to the congressional intelligence committees a briefing on such policy.''

"(2) COVERED OFFICE OF AN INSPECTOR GENERAL DEFINED.—The term 'covered office of an inspector general' means—

"(A) the Office of the Inspector General of the Intelligence Community; and

"(B) the office of an inspector general for—

"(i) the Office of the Director of National Intelligence;

"(ii) the Central Intelligence Agency;

"(iii) the National Security Agency;

"(iv) the Defense Intelligence Agency;

"(v) the National Geospatial-Intelligence Agency; and

"(vi) the National Reconnaissance Office.

"(3) BRIEFING TO THE CONGRESSIONAL INTELLIGENCE COMMITTEES.—Prior to the date that the policy required by paragraph (1) takes effect, the Director of National Intelligence shall provide the congressional intelligence committees a briefing on such policy.''

DESIGNATION OF LEAD INTELLIGENCE OFFICER FOR TUNNELS

“(a) IN GENERAL.—The Director of National Intelligence shall designate an official to manage the collection and analysis of intelligence regarding the tactical use of tunnels by state and nonstate actors.

“(b) ANNUAL REPORT.—Not later than the date that is 10 months after the date of the enactment of this Act [Dec. 18, 2015], and biennially thereafter until the date that is 4 years after the date of the enactment of this Act, the Director of National Intelligence shall submit to the congressional intelligence committees (Select Committee on Intelligence of the Senate and Permanent Select Committee on Intelligence of the House of Representatives) and the congressional defense committees (as such term is defined in section 101(a)(18) of title 10, United States Code) a report describing—

“(1) trends in the use of tunnels by foreign state and nonstate actors; and

“(2) collaboration efforts between the United States and partner countries to address the use of tunnels by adversaries.”

REPORTING PROCESS REQUIRED FOR TRACKING CERTAIN REQUESTS FOR COUNTRY CLEARANCE


“(a) IN GENERAL.—By not later than September 30, 2016, the Director of National Intelligence shall establish a formal internal reporting process for tracking requests for country clearance submitted to overseas Director of National Intelligence representatives by departments and agencies of the United States. Such reporting process shall include a mechanism for tracking the department or agency that submits each such request and the date on which each such request is submitted.

“(b) CONGRESSIONAL BRIEFING.—By not later than December 31, 2016, the Director of National Intelligence shall brief the congressional intelligence committees [Select Committee on Intelligence of the Senate and Permanent Select Committee on Intelligence of the House of Representatives] on the progress of the Director in establishing the process required under subsection (a).”

INSIDER THREAT DETECTION PROGRAM


“(a) INITIAL OPERATING CAPABILITY.—Not later than October 1, 2013, the Director of National Intelligence shall establish an initial operating capability for an effective automated insider threat detection program for the information resources in each element of the intelligence community in order to detect unauthorized access to, or use or transmission of, classified intelligence.

“(b) FULL OPERATING CAPABILITY.—Not later than October 1, 2014, the Director of National Intelligence shall ensure the program described in subsection (a) has reached full operating capability.

“(c) REPORT.—Not later than December 1, 2011, the Director of National Intelligence shall submit to the congressional intelligence committees a report on the resources required to implement the insider threat detection program referred to in subsection (a) and any other issues related to such implementation the Director considers appropriate to include in the report.

“(d) INFORMATION RESOURCES DEFINED.—In this section, the term ‘information resources’ means networks, systems, workstations, servers, routers, applications, databases, websites, online collaboration environments, and any other information resources in an element of the intelligence community designated by the Director of National Intelligence.”

[For definitions of “intelligence community” and “congressional intelligence committees” as used in section 402 of Pub. L. 112–18, set out above, see section 2 of Pub. L. 112–18, set out below.]

JOINT PROCEDURES FOR OPERATIONAL COORDINATION BETWEEN DEPARTMENT OF DEFENSE AND CENTRAL INTELLIGENCE AGENCY


“(a) DEVELOPMENT OF PROCEDURES.—The Director of National Intelligence, in consultation with the Secretary of Defense and the Director of the Central Intelligence Agency, shall develop joint procedures to be used by the Department of Defense and the Central Intelligence Agency to improve the coordination and deconfliction of operations that are conducted by both the Armed Forces and the Central Intelligence Agency consistent with national security and the protection of human intelligence sources and methods. Those procedures shall, at a minimum, provide the following:

“(1) Methods by which the Director of the Central Intelligence Agency and the Secretary of Defense can improve communication and coordination in the planning, execution, and sustainment of operations, including, as a minimum—

“A. information exchange between senior officials of the Central Intelligence Agency and senior officers and officials of the Department of Defense when planning for such an operation commences by either organization; and

“(B) exchange of information between the Secretary and the Director of the Central Intelligence Agency to ensure that senior operational officials in both the Department of Defense and the Central Intelligence Agency have knowledge of the existence of the ongoing operations of the other.

“(2) When appropriate, in cases where the Department of Defense and the Central Intelligence Agency are conducting separate missions in the same geographical area, a mutual agreement on the tactical and strategic objectives for the region and a clear delineation of operational responsibilities to prevent conflict and duplication of effort.

“(b) IMPLEMENTATION REPORT.—Not later than 180 days after the date of the enactment of this Act [Dec. 17, 2004], the Director of National Intelligence shall submit to the congressional defense committees (as defined in section 101 of title 10, United States Code) and the congressional intelligence committees (as defined in section 3(7) of the National Security Act of 1947 (50 U.S.C. 401a(7)) [now 50 U.S.C. 3003(7)]) a report describing the procedures established pursuant to subsection (a) and the status of the implementation of those procedures.”

ALTERNATIVE ANALYSIS OF INTELLIGENCE BY THE INTELLIGENCE COMMUNITY


“(a) IN GENERAL.—Not later than 180 days after the effective date of this Act [probably means the effective date of title I of Pub. L. 108–458, see Effective Date of 2004 Amendment; Transition Provisions note set out under section 3001 of this title], the Director of National Intelligence shall establish a process and assign an individual or entity the responsibility for ensuring that, as appropriate, elements of the intelligence community conduct alternative analysis (commonly referred to as ‘red-team analysis’) of the information and conclusions in intelligence products.

“(b) REPORT.—Not later than 270 days after the effective date of this Act, the Director of National Intelligence shall provide a report to the Select Committee on Intelligence of the Senate and the Permanent Select Committee of the House of Representatives on the implementation of subsection (a).”

ENHANCING CLASSIFIED COUNCIL COUNTERTERRORIST TRAVEL EFFORTS

“(1) IN GENERAL.—The Director of National Intelligence shall significantly increase resources and personnel to the small classified program that collects and analyzes signals intelligence on terrorist travel.

“(2) AUTHORIZATION OF APPROPRIATIONS.—There are authorized to be appropriated for each of the fiscal years 2005 through 2009 such sums as may be necessary to carry out this subsection.”

INTELLIGENCE COMMUNITY USE OF NATIONAL INFRASTRUCTURE SIMULATION AND ANALYSIS CENTER


“(a) IN GENERAL.—The Director of National Intelligence shall establish a formal relationship, including information sharing, between the elements of the intelligence community and the National Infrastructure Simulation and Analysis Center.

“(b) PURPOSE.—The purpose of the relationship under subsection (a) shall be to permit the intelligence community to take full advantage of the capabilities of the National Infrastructure Simulation and Analysis Center, particularly vulnerability and consequence analysis, for real time response to reported threats and long term planning for projected threats.

PILOT PROGRAM ON ANALYSIS OF SIGNALS AND OTHER INTELLIGENCE BY INTELLIGENCE ANALYSTS OF VARIOUS ELEMENTS OF THE INTELLIGENCE COMMUNITY


STANDARDIZED TRANSLITERATION OF NAMES INTO THE ROMAN ALPHABET


“(a) METHOD OF TRANSLITERATION REQUIRED.—Not later than 180 days after the date of the enactment of this Act [Nov. 27, 2002], the Director of Central Intelligence shall provide for a standardized method for transliterating into the Roman alphabet personal and place names originally rendered in any language that uses an alphabet other than the Roman alphabet.

“(b) USE BY INTELLIGENCE COMMUNITY.—The Director of National Intelligence shall ensure the use of the method established under subsection (a) in—

“(1) all communications among the elements of the intelligence community; and

“(2) all intelligence products of the intelligence community.”

STANDARDS FOR SPELLING OF FOREIGN NAMES AND PLACES AND FOR USE OF GEOGRAPHIC COORDINATES


“(a) SURVEY OF CURRENT STANDARDS.—

“(1) SURVEY.—The Director of Central Intelligence shall carry out a survey of current standards for the spelling of foreign names and places, and the use of geographic coordinates for such places, among the elements of the intelligence community.

“(2) REPORT.—Not later than 90 days after the date of enactment of this Act [Nov. 20, 1997], the Director shall submit to the congressional intelligence committees a report on the survey carried out under paragraph (1). The report shall be submitted in unclassified form, but may include a classified annex.

“(b) GUIDELINES.—

“(1) ISSUANCE.—Not later than 180 days after the date of enactment of this Act, the Director shall issue guidelines to ensure the use of uniform spelling of foreign names and places and the uniform use of geographic coordinates for such places. The guidelines shall apply to all intelligence reports, intelligence products, and intelligence databases prepared and utilized by the elements of the intelligence community.

“(2) BASIS.—The guidelines under paragraph (1) shall, to the maximum extent practicable, be based on current United States Government standards for the transliteration of foreign names, standards for foreign place names developed by the Board on Geographic Names, and a standard set of geographic coordinates.

“(3) SUBMITTAL TO CONGRESS.—The Director shall submit a copy of the guidelines to the congressional intelligence committees.

“(c) CONGRESSIONAL INTELLIGENCE COMMITTEES DEFINED.—In this section, the term ‘congressional intelligence committees’ means the following:

“(1) The Select Committee on Intelligence of the Senate.

“(2) The Permanent Select Committee on Intelligence of the House of Representatives.”

[Reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director’s capacity as the head of the intelligence community deemed to be a reference to the Director of National Intelligence. Reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director’s capacity as the head of the Central Intelligence Agency deemed to be a reference to the Director of the Central Intelligence Agency. See section 1081(a), (b) of Pub. L. 108–458, set out as a note under section 3001 of this title.]

PERIODIC REPORTS ON EXPENDITURES

Pub. L. 104–293, §807(c), Oct. 11, 1996, 110 Stat. 3480, provided that: “Not later than January 1, 1997, the Director of Central Intelligence and the Secretary of Defense shall prescribe guidelines to ensure prompt reporting to the Director and the Secretary on a periodic basis of budget execution data for all national, defense-wide, and tactical intelligence activities.”

[Reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director’s capacity as the head of the intelligence community deemed to be a reference to the Director of National Intelligence. Reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director’s capacity as the head of the Central Intelligence Agency deemed to be a reference to the Director of the Central Intelligence Agency. See section 1081(a), (b) of Pub. L. 108–458, set out as a note under section 3001 of this title.]

DATABASE PROGRAM TRACKING

Pub. L. 104–293, title VIII, §807(d), Oct. 11, 1996, 110 Stat. 3481, provided that: “Not later than January 1, 1999, the Director of Central Intelligence and the Secretary of Defense shall develop and implement a database to provide timely and accurate information on the amounts, purposes, and status of the resources, including periodic budget execution updates, for all national, defense-wide, and tactical intelligence activities.”

[Reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director’s capacity as the head of the intelligence community deemed to be a reference to the Director of National Intelligence. Reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director’s capacity as the head of the intelligence community deemed to be a reference to the Director of the Central Intelligence Agen-
Memorandum of President of the United States, Feb. 25, 2015, 80 F.R. 1317, provided:

1. Establishment of the Cyber Threat Intelligence Integration Center. The Director of National Intelligence (DNI) shall establish a Cyber Threat Intelligence Integration Center (CTIIC). Executive departments and agencies (agencies) shall support the DNI’s efforts to establish the CTIIC, including by providing, as appropriate, personnel and resources needed for the CTIIC to reach full operating capability by the end of fiscal year 2016.

2. Responsibilities of the Cyber Threat Intelligence Integration Center. The CTIIC shall:

(a) provide integrated all-source analysis of intelligence related to foreign cyber threats or related to cyber incidents affecting U.S. national interests; (b) support the National Cybersecurity and Communications Integration Center, the Cyber Investigative Joint Task Force, U.S. Cyber Command, and other relevant United States Government entities by providing access to intelligence necessary to carry out their respective missions; (c) oversee the development and implementation of intelligence sharing capabilities (including systems, programs, policies, and standards) to enhance shared situational awareness of intelligence related to foreign cyber threats or related to cyber incidents affecting U.S. national interests among the organizations referenced in subsection (b) of this section; (d) ensure that indicators of malicious cyber activity and, as appropriate, related threat reporting contained in intelligence channels are downgraded to the lowest classification possible for distribution to both United States Government and U.S. private sector entities through the mechanism described in section 4 of Executive Order 13636 of February 12, 2013 (Improving Critical Infrastructure Cybersecurity); and (e) facilitate and support interagency efforts to develop and implement coordinated plans to counter foreign cyber threats to U.S. national interests using all instruments of national power, including diplomatic, economic, military, intelligence, homeland security, and law enforcement activities.

3. Implementation. (a) Agencies shall provide the CTIIC with all intelligence related to foreign cyber threats or related to cyber incidents affecting U.S. national interests, subject to applicable law and policy. The CTIIC shall access, assess, use, retain, and disseminate such information in a manner that protects privacy and civil liberties and is consistent with applicable law. Executive Orders, Presidential directives, and guidelines, such as guidelines established under section 102(a)(2) of the National Security Act of 1947, as amended, Executive Order 12333 of December 4, 1981 (United States Intelligence Activities), as amended, and Presidential Policy Directive–28, and that is consistent with the need to protect sources and methods.

(b) Within 90 days of the date of this memorandum, the DNI, in consultation with the Secretary of State, the Secretary of Defense, the Attorney General, the Secretary of Homeland Security, the Director of the Central Intelligence Agency, the Director of the Federal Bureau of Investigation, and the Director of the National Security Agency shall provide a status report to the Director of Management and Budget and the Assistant to the President for Homeland Security and Counterterrorism on the establishment of the CTIIC. This report shall further refine the CTIIC’s mission, roles, and responsibilities, consistent with this memorandum, ensuring that those roles and responsibilities are appropriately aligned with other Presidential policies as well as existing policy coordination mechanisms.

4. Privacy and Civil Liberties Protections. Agencies providing information to the CTIIC shall ensure that privacy and civil liberties protections are provided in the course of implementing this memorandum. Such protections shall be based upon the Fair Information Practice Principles or other privacy and civil liberties policies, principles, and frameworks as they apply to each agency’s activities.

5. General Provisions. (a) Nothing in this memorandum shall be construed to impair or otherwise affect:

(i) the authority granted by law to an executive department, agency, or the head thereof; or

(ii) the functions of the Director of the Office of Management and Budget relating to budgetary, administrative, or legislative proposals.

(b) This memorandum shall be implemented consistent with applicable law and subject to the availability of appropriations.

(c) This memorandum is not intended to, and does not, create any right or benefit, substantive or procedural, enforceable at law or in equity by any party against the United States, its departments, agencies, or entities, its officers, employees, or agents, or any other person.

(d) The DNI is hereby authorized and directed to publish this memorandum in the Federal Register.

Barack Obama.

DEFINITIONS

Pub. L. 112–18, § 2, June 8, 2011, 125 Stat. 224, provided that: “In this Act [see Tables for classification]:

(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.—The term ‘congressional intelligence committees’ means—

(A) the Select Committee on Intelligence of the Senate; and

(B) the Permanent Select Committee on Intelligence of the House of Representatives.

(2) INTELLIGENCE COMMUNITY.—The term ‘intelligence community’ has the meaning given that term in section 3(4) of the National Security Act of 1947 (50 U.S.C. 401a(4)) (now 50 U.S.C. 3005(4)).”
(4) The National Intelligence Council.
(5) The General Counsel.
(6) The Civil Liberties Protection Officer.
(7) The Director of Science and Technology.
(8) The Director of the National Counterintelligence and Security Center.
(9) The Chief Information Officer of the Intelligence Community.
(10) The Inspector General of the Intelligence Community.
(11) The Director of the National Counterterrorism Center.
(12) The Director of the National Counter Proliferation Center.
(13) The Chief Financial Officer of the Intelligence Community.

(d) Staff

(1) To assist the Director of National Intelligence in fulfilling the duties and responsibilities of the Director, the Director shall employ and utilize in the Office of the Director of National Intelligence a professional staff having an expertise in matters relating to such duties and responsibilities, and may establish permanent positions and appropriate rates of pay with respect to that staff.

(2) The staff of the Office of the Director of National Intelligence under paragraph (1) shall include (A) the staff of the Office of the Deputy Director of Central Intelligence for Community Management that is transferred to the Office of the Director of National Intelligence under section 1091 of the National Security Intelligence Reform Act of 2004. (B) in subparagraph (A), by substituting ‘‘an element of the intelligence community, as that term is defined in section 3(4) of the National Security Act of 1947 (50 U.S.C. 401a(4))’’ for ‘‘such Executive agency’’; and (C) in subparagraph (A), by substituting ‘‘the intelligence community’’ for ‘‘such agency’’. (e) Temporary filling of vacancies

With respect to filling temporarily a vacancy in an office within the Office of the Director of National Intelligence (other than that of the Director of National Intelligence), section 3345(a)(3) of title 5 may be applied—(1) in the matter preceding subparagraph (A), by substituting ‘‘an element of the intelligence community, as that term is defined in section 3(4) of the National Security Act of 1947 (50 U.S.C. 401a(4))’’ for ‘‘such Executive agency’’; and (2) in subparagraph (A), by substituting ‘‘the intelligence community’’ for ‘‘such agency’’.

(f) Location of the Office of the Director of National Intelligence

The headquarters of the Office of the Director of National Intelligence may be located in the Washington metropolitan region, as that term is defined in section 8301 of title 40.


Another prior section 103 of act July 26, 1947, was renumbered section 107 and is classified to section 3022 of this title.

Amendments

2017—Subsec. (c)(8). Pub. L. 115–51 amended par. (8) generally. Prior to amendment, par. (8) read as follows: ‘‘The National Counterintelligence Executive (including the Office of the National Counterintelligence Executive).’’

2012—Subsecs. (e), (f). Pub. L. 112–87 added subsec. (e) and redesignated former subsec. (e) as (f).


Subsec. (c)(9) to (14). Pub. L. 111–259, §407(b), added pars. (9) to (13) and redesignated former par. (9) as (14).

Subsec. (e). Pub. L. 111–259, §403, amended subsec. (e) generally. Prior to amendment, text read as follows: ‘‘Commencing as of October 1, 2008, the Office of the Director of National Intelligence may not be co-located with any other element of the intelligence community.’’

Effective Date

For Determination by President that section take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Section effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

§3026. Deputy Directors of National Intelligence

(a) Principal Deputy Director of National Intelligence

(1) There is a Principal Deputy Director of National Intelligence who shall be appointed by the President, by and with the advice and consent of the Senate.

(2) In the event of a vacancy in the position of Principal Deputy Director of National Intel-
ligence, the Director of National Intelligence shall recommend to the President an individual for appointment as Principal Deputy Director of National Intelligence.

(3) Any individual nominated for appointment as Principal Deputy Director of National Intelligence shall have extensive national security experience and management expertise.

(4) The individual serving as Principal Deputy Director of National Intelligence shall not, while so serving, serve in any capacity in any other element of the intelligence community.

(5) The Principal Deputy Director of National Intelligence shall assist the Director of National Intelligence in carrying out the duties and responsibilities of the Director.

(6) The Principal Deputy Director of National Intelligence shall act for, and exercise the powers of, the Director of National Intelligence during the absence or disability of the Director of National Intelligence or during a vacancy in the position of Director of National Intelligence.

(b) Deputy Directors of National Intelligence

(1) There may be not more than four Deputy Directors of National Intelligence who shall be appointed by the Director of National Intelligence.

(2) Each Deputy Director of National Intelligence appointed under this subsection shall have such duties, responsibilities, and authorities as the Director of National Intelligence may assign or are specified by law.

(c) Military status of Director of National Intelligence and Principal Deputy Director of National Intelligence

(1) Not more than one of the individuals serving in the positions specified in paragraph (2) may be a commissioned officer of the Armed Forces in active status.

(2) The positions referred to in this paragraph are the following:

(A) The Director of National Intelligence.

(B) The Principal Deputy Director of National Intelligence.

(3) It is the sense of Congress that, under ordinary circumstances, it is desirable that one of the individuals serving in the positions specified in paragraph (2)—

(A) be a commissioned officer of the Armed Forces, in active status; or

(B) have, by training or experience, an appreciation of military intelligence activities and requirements.

(4) A commissioned officer of the Armed Forces, while serving in a position specified in paragraph (2)—

(A) shall not be subject to supervision or control by the Secretary of Defense or by any officer or employee of the Department of Defense;

(B) shall not exercise, by reason of the officer’s status as a commissioned officer, any supervision or control with respect to any of the military or civilian personnel of the Department of Defense except as otherwise authorized by law; and

(C) shall not be counted against the numbers and percentages of commissioned officers of the rank and grade of such officer authorized for the military department of that officer.

(5) Except as provided in subparagraph (A) or (B) of paragraph (4), the appointment of an officer of the Armed Forces to a position specified in paragraph (2) shall not affect the status, position, rank, or grade of such officer in the Armed Forces, or any emolument, perquisite, right, privilege, or benefit incident to or arising out of such status, position, rank, or grade.

(6) A commissioned officer of the Armed Forces on active duty who is appointed to a position specified in paragraph (2), while serving in such position and while remaining on active duty, shall continue to receive military pay and allowances and shall not receive the pay prescribed for such position. Funds from which such pay and allowances are paid shall be reimbursed from funds available to the Director of National Intelligence.

(6) A commissioned officer of the Armed Forces on active duty who is appointed to a position specified in paragraph (2), while serving in such position and while remaining on active duty, shall continue to receive military pay and allowances and shall not receive the pay prescribed for such position. Funds from which such pay and allowances are paid shall be reimbursed from funds available to the Director of National Intelligence.

(7) The Principal Deputy Director of National Intelligence shall have extensive national security experience and management expertise.

(j) After December 19, 2004, the Director of National Intelligence may, after consultation with the appropriate committees of Congress, appoint such additional individuals as the Director of National Intelligence determines are necessary to ensure the continuity of intelligence activities.

(k) The principal deputy director of national intelligence...
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(2) The Director of National Intelligence shall ensure that the Council satisfies the needs of policymakers and other consumers of intelligence.

d) Service as senior intelligence advisers

Within their respective areas of expertise and under the direction of the Director of National Intelligence, the members of the National Intelligence Council shall constitute the senior intelligence advisers of the intelligence community for purposes of representing the views of the intelligence community within the United States Government.

e) Authority to contract

Subject to the direction and control of the Director of National Intelligence, the National Intelligence Council may carry out its responsibilities under this section by contract, including contracts for substantive experts necessary to assist the Council with particular assessments under this section.

(f) Staff

The Director of National Intelligence shall make available to the National Intelligence Council such staff as may be necessary to permit the Council to carry out its responsibilities under this section.

(g) Availability of Council and staff

(1) The Director of National Intelligence shall take appropriate measures to ensure that the National Intelligence Council and its staff satisfy the needs of policymakers and other consumers of intelligence.

(2) The Council shall be readily accessible to policymakers and other appropriate individuals not otherwise associated with the intelligence community.

(h) Support

The heads of the elements of the intelligence community shall, as appropriate, furnish such support to the National Intelligence Council, including the preparation of intelligence analyses, as may be required by the Director of National Intelligence.

(i) National Intelligence Council product

For purposes of this section, the term “National Intelligence Council product” includes a National Intelligence Estimate and any other intelligence community assessment that sets forth the judgment of the intelligence community as a whole on a matter covered by such product.


Codification

Section was formerly classified to section 403–3b of this title prior to editorial reclassification and renumbering as this section.

Effective Date

For Determination by President that section take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.
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Civil Liberties Protection Officer

(a) Civil Liberties Protection Officer

1) Within the Office of the Director of National Intelligence, there is a Civil Liberties Protection Officer who shall be appointed by the Director of National Intelligence.

2) The Civil Liberties Protection Officer shall report directly to the Director of National Intelligence.

(b) Duties

The Civil Liberties Protection Officer shall—

1) ensure that the protection of civil liberties and privacy is appropriately incorporated in the policies and procedures developed for and implemented by the Office of the Director of National Intelligence and the elements of the intelligence community within the National Intelligence Program;

2) oversee compliance by the Office and the Director of National Intelligence with requirements under the Constitution and all laws,
regulations, Executive orders, and implementing guidelines relating to civil liberties and privacy;
(3) review and assess complaints and other information indicating possible abuses of civil liberties and privacy in the administration of the programs and operations of the Office and the Director of National Intelligence and, as appropriate, investigate any such complaint or information;
(4) ensure that the use of technologies sustain, and do not erode, privacy protections relating to the use, collection, and disclosure of personal information;
(5) ensure that personal information contained in a system of records subject to section 552a of title 5 (popularly referred to as the “Privacy Act”), is handled in full compliance with fair information practices as set out in that section;
(6) conduct privacy impact assessments when appropriate or as required by law; and
(7) perform such other duties as may be prescribed by the Director of National Intelligence or specified by law.

(c) Use of agency Inspectors General
When appropriate, the Civil Liberties Protection Officer may refer complaints to the Office of Inspector General having responsibility for the affected element of the department or agency of the intelligence community to conduct an investigation under paragraph (3) of subsection (b).

(4) (A) The Director of Science and Technology shall—
(1) There is within the Office of the Director of Science and Technology a Director of National Intelligence Science and Technology Committee.
(2) The Committee shall be composed of the principal science officers of the National Intelligence Program.
(3) The Committee shall—
(B) coordinate advances in research and development related to intelligence; and
(B) perform such other functions as the Director of Science and Technology shall prescribe.

§ 3031. Director of the National Counterintelligence and Security Center

(a) Director of the National Counterintelligence and Security Center
The Director of the National Counterintelligence and Security Center appointed under section 902 of the Counterintelligence Enhancement Act of 2002 (50 U.S.C. 3382) is a component of the Office of the Director of National Intelligence.

(b) Duties
The Director of the National Counterintelligence and Security Center shall perform
(§ 3032) 

The duties provided in the Counterintelligence Enhancement Act of 2002 and such other duties as may be prescribed by the Director of National Intelligence or specified by law.


REFERENCES IN TEXT


COMIFICATION

Section was formerly classified to section 403–3f of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS

Pub. L. 115–31, §401(e)(1)(A), substituted “Director of the National Counterintelligence and Security Center” for “National Counterintelligence Executive” in section catchline.


Subsec. (b), Pub. L. 115–31, §401(e)(1)(C), substituted “Director of the National Counterintelligence and Security Center” for “National Counterintelligence Executive”.

EFFECTIVE DATE

For Determination by President that section take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Section effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

§ 3032. Chief Information Officer

(a) Chief Information Officer

To assist the Director of National Intelligence in carrying out the responsibilities of the Director under this chapter and other applicable provisions of law, there shall be within the Office of the Director of National Intelligence a Chief Information Officer of the Intelligence Community who shall be appointed by the President.

(b) Duties and responsibilities

Subject to the direction of the Director of National Intelligence, the Chief Information Officer of the Intelligence Community shall:

(1) manage activities relating to the information technology infrastructure and enterprise architecture requirements of the intelligence community;

(2) have procurement approval authority over all information technology items related to the enterprise architecture of all intelligence community components;

(3) direct and manage all information technology-related procurement for the intelligence community; and

(4) ensure that all expenditures for information technology and research and development activities are consistent with the intelligence community enterprise architecture and the strategy of the Director for such architecture.

(c) Prohibition on simultaneous service as other chief information officer

An individual serving in the position of Chief Information Officer of the Intelligence Community may not, while so serving, serve as the chief information officer of any other department or agency, or component thereof, of the United States Government.


REFERENCES IN TEXT

This chapter, referred to in subsec. (a), was in the original “this Act”, meaning act July 26, 1947, ch. 343, 61 Stat. 495, known as the National Security Act of 1947, which is classified principally to this chapter. For complete classification of this Act to the Code, see Tables.

COMIFICATION

Section was formerly classified to section 403–3g of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS

2010—Subsec. (a), Pub. L. 111–259, §404(1), inserted “of the Intelligence Community” after “Chief Information Officer” and substituted “President,” for “President, by and with the advice and consent of the Senate.”

Subsecs. (b) to (d), Pub. L. 111–259, §404(2)–(4), redesignated subsecs. (c) and (d) as (b) and (c), respectively, inserted “of the Intelligence Community” after “Chief Information Officer” in two places, and struck out former subsec. (b). Text of former subsec. (b) read as follows: “The Chief Information Officer shall serve as the chief information officer of the intelligence community.”

EFFECTIVE DATE

Pub. L. 108–487, title III, §303(b), Dec. 23, 2004, 118 Stat. 3944, provided that: “The amendments made by this section [enacting this section] shall take effect on the effective date of the National Security Intelligence Reform Act of 2004 [see section 1097 of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Termination, and Transition Provisions note under section 3001 of this title], as provided in section 801 of this Act [set out in an Effective Date of 2004 Amendment note under section 2956f of Title 22, Foreign Relations and Intercourse].”

§ 3033. Inspector General of the Intelligence Community

(a) Office of Inspector General of the Intelligence Community

There is within the Office of the Director of National Intelligence an Office of the Inspector General of the Intelligence Community.

(b) Purpose

The purpose of the Office of the Inspector General of the Intelligence Community is—

(1) to create an objective and effective office, appropriately accountable to Congress, to initiate and conduct independent investigations, inspections, audits, and reviews on programs
and activities within the responsibility and authority of the Director of National Intelligence;

(2) to provide leadership and coordination and recommend policies for activities designed—
(A) to promote economy, efficiency, and effectiveness in the administration and implementation of such programs and activities; and
(B) to prevent and detect fraud and abuse in such programs and activities;

(3) to provide a means for keeping the Director of National Intelligence fully and currently informed about—
(A) problems and deficiencies relating to the administration of programs and activities within the responsibility and authority of the Director of National Intelligence; and
(B) the necessity for, and the progress of, corrective actions; and

(4) in the manner prescribed by this section, to ensure that the congressional intelligence committees are kept similarly informed of—
(A) significant problems and deficiencies relating to programs and activities within the responsibility and authority of the Director of National Intelligence; and
(B) the necessity for, and the progress of, corrective actions.

(c) Inspector General of the Intelligence Community

(1) There is an Inspector General of the Intelligence Community, who shall be the head of the Office of the Inspector General of the Intelligence Community, who shall be appointed by the President, by and with the advice and consent of the Senate.

(2) The nomination of an individual for appointment as Inspector General shall be made—
(A) without regard to political affiliation;
(B) on the basis of integrity, compliance with security standards of the intelligence community, and prior experience in the field of intelligence or national security; and
(C) on the basis of demonstrated ability in accounting, financial analysis, law, management analysis, public administration, or investigations.

(3) The Inspector General shall report directly to and be under the general supervision of the Director of National Intelligence.

(4) The Inspector General may be removed from office only by the President. The President shall communicate in writing to the congressional intelligence committees the reasons for the removal not later than 30 days prior to the effective date of such removal. Nothing in this paragraph shall be construed to prohibit a personnel action otherwise authorized by law, other than transfer or removal.

(d) Assistant Inspectors General

Subject to the policies of the Director of National Intelligence, the Inspector General of the Intelligence Community shall—

(1) appoint an Assistant Inspector General for Audit who shall have the responsibility for supervising the performance of auditing activities relating to programs and activities within the responsibility and authority of the Director;

(2) appoint an Assistant Inspector General for Investigations who shall have the responsibility for supervising the performance of investigative activities relating to such programs and activities; and

(3) appoint other Assistant Inspectors General that, in the judgment of the Inspector General, are necessary to carry out the duties of the Inspector General.

(e) Duties and responsibilities

It shall be the duty and responsibility of the Inspector General of the Intelligence Community—

(1) to provide policy direction for, and to plan, conduct, supervise, and coordinate independently, the investigations, inspections, audits, and reviews relating to programs and activities within the responsibility and authority of the Director of National Intelligence;

(2) to keep the Director of National Intelligence fully and currently informed concerning violations of law and regulations, fraud, and other serious problems, abuses, and deficiencies relating to the programs and activities within the responsibility and authority of the Director, to recommend corrective action concerning such problems, and to report on the progress made in implementing such corrective action;

(3) to take due regard for the protection of intelligence sources and methods in the preparation of all reports issued by the Inspector General, and, to the extent consistent with the purpose and objective of such reports, take such measures as may be appropriate to minimize the disclosure of intelligence sources and methods described in such reports; and

(4) in the execution of the duties and responsibilities under this section, to comply with generally accepted government auditing.

(f) Limitations on activities

(1) The Director of National Intelligence may prohibit the Inspector General of the Intelligence Community from initiating, carrying out, or completing any investigation, inspection, audit, or review if the Director determines that such prohibition is necessary to protect vital national security interests of the United States.

(2) Not later than seven days after the date on which the Director exercises the authority under paragraph (1), the Director shall submit to the congressional intelligence committees an appropriately classified statement of the reasons for the exercise of such authority.

(3) The Director shall advise the Inspector General at the time a statement under paragraph (2) is submitted, and, to the extent consistent with the protection of intelligence sources and methods, provide the Inspector General with a copy of such statement.

(4) The Inspector General may submit to the congressional intelligence committees any comments on the statement of which the Inspector General has notice under paragraph (3) that the Inspector General considers appropriate.
(g) Authorities

(1) The Inspector General of the Intelligence Community shall have direct and prompt access to the Director of National Intelligence when necessary for any purpose pertaining to the performance of the duties of the Inspector General.

(2)(A) The Inspector General shall, subject to the limitations in subsection (f), make such investigations and reports relating to the administration of the programs and activities within the authorities and responsibilities of the Director as are, in the judgment of the Inspector General, necessary or desirable.

(B) The Inspector General shall have access to any employee, or any employee of a contractor, of any element of the intelligence community needed for the performance of the duties of the Inspector General.

(C) The Inspector General shall have direct access to all records, reports, audits, reviews, documents, papers, recommendations, or other materials that relate to the programs and activities with respect to which the Inspector General has responsibilities under this section.

(D) The level of classification or compartmentation of information shall not, in and of itself, provide a sufficient rationale for denying the Inspector General access to any materials under subparagraph (C).

(E) The Director, or on the recommendation of the Director, another appropriate official of the intelligence community, shall take appropriate administrative actions against an employee, or an employee of a contractor, of an element of the intelligence community that fails to cooperate with the Inspector General. Such administrative action may include loss of employment or the termination of an existing contractual relationship.

(3) The Inspector General is authorized to receive and investigate, pursuant to subsection (h), complaints or information from any person concerning the existence of an activity within the authorities and responsibilities of the Director of National Intelligence constituting a violation of laws, rules, or regulations, or mismanagement, gross waste of funds, abuse of authority, or a substantial and specific danger to the public health and safety. Once such complaint or information has been received from an employee of the intelligence community—

(A) the Inspector General shall not disclose the identity of the employee without the consent of the employee, unless the Inspector General determines that such disclosure is unavoidable during the course of the investigation or the disclosure is made to an official of the Department of Justice responsible for determining whether a prosecution should be undertaken, and this provision shall qualify as a withholding statute pursuant to subsection (b)(3) of section 552 of title 5 (commonly known as the “Freedom of Information Act”); and

(B) no action constituting a reprisal, or threat of reprisal, for making such complaint or disclosing such information to the Inspector General may be taken by any employee in a position to take such actions, unless the complaint was made or the information was disclosed with the knowledge that it was false or with willful disregard for its truth or falsity.

(4) The Inspector General shall have the authority to administer to or take from any person an oath, affirmation, or affidavit, whenever necessary in the performance of the duties of the Inspector General, which oath, affirmation, or affidavit when administered or taken by or before an employee of the Office of the Inspector General of the Intelligence Community designated by the Inspector General shall have the same force and effect as if administered or taken by, or before, an officer having a seal.

(5)(A) Except as provided in subparagraph (B), the Inspector General is authorized to require by subpoena the production of all information, documents, reports, answers, records, accounts, papers, and other data in any medium (including electronically stored information, as well as any tangible thing) and documentary evidence necessary in the performance of the duties and responsibilities of the Inspector General.

(B) In the case of departments, agencies, and other elements of the United States Government, the Inspector General shall obtain information, documents, reports, answers, records, accounts, papers, and other data and evidence for the purpose specified in subparagraph (A) using procedures other than by subpoenas.

(C) The Inspector General may not issue a subpoena for, or on behalf of, any component of the Office of the Director of National Intelligence or any element of the intelligence community, including the Office of the Director of National Intelligence.

(D) In the case of contumacy or refusal to obey a subpoena issued under this paragraph, the subpoena shall be enforceable by order of any appropriate district court of the United States.

(6) The Inspector General may obtain services as authorized by section 3109 of title 5 at rates for individuals not to exceed the daily equivalent of the maximum annual rate of basic pay payable for grade GS–15 of the General Schedule under section 5332 of title 5.

(7) The Inspector General may, to the extent and in such amounts as may be provided in appropriations, enter into contracts and other arrangements for audits, studies, analyses, and other services with public agencies and with private persons, and to make such payments as may be necessary to carry out the provisions of this section.

(h) Coordination among Inspectors General

(1)(A) In the event of a matter within the jurisdiction of the Inspector General of the Intelligence Community that may be subject to an investigation, inspection, audit, or review by both the Inspector General of the Intelligence Community and an inspector general with oversight responsibility for an element of the intelligence community, the Inspector General of the Intelligence Community and such other inspector general shall expeditiously resolve the question of which inspector general shall conduct such investigation, inspection, audit, or review to avoid unnecessary duplication of the activities of the inspectors general.

(B) In attempting to resolve a question under subparagraph (A), the inspectors general con-
cerned may request the assistance of the Intelligence Community Inspectors General Forum established under paragraph (2). In the event of a dispute between an inspector general within a department or agency of the United States Government and the Inspector General of the Intelligence Community that has not been resolved with the assistance of such Forum, the inspectors general shall submit the question to the Director of National Intelligence and the head of the affected department or agency for resolution.

(2) (A) There is established the Intelligence Community Inspectors General Forum, which shall consist of all statutory or administrative inspectors general with oversight responsibility for an element of the intelligence community.

(B) The Inspector General of the Intelligence Community shall serve as the Chair of the Forum established under subparagraph (A). The Forum shall have no administrative authority over any inspector general, but shall serve as a mechanism for informing its members of the work of individual members of the Forum that may be of common interest and discussing questions about jurisdiction or access to employees, employees of contract personnel, records, audits, reviews, documents, recommendations, or other materials that may involve or be of assistance to more than one of its members.

(3) The inspector general conducting an investigation, inspection, audit, or review covered by paragraph (1) shall submit the results of such investigation, inspection, audit, or review to any other inspector general, including the Inspector General of the Intelligence Community, with jurisdiction to conduct such investigation, inspection, audit, or review who did not conduct such investigation, inspection, audit, or review.

(i) Counsel to the Inspector General

(1) The Inspector General of the Intelligence Community shall—

(A) appoint a Counsel to the Inspector General who shall report to the Inspector General; or

(B) obtain the services of a counsel appointed by and directly reporting to another inspector general or the Council of the Inspectors General on Integrity and Efficiency on a reimbursable basis.

(2) The counsel appointed or obtained under paragraph (1) shall perform such functions as the Inspector General may prescribe.

(j) Staff and other support

(1) The Director of National Intelligence shall provide the Inspector General of the Intelligence Community with appropriate and adequate office space at central and field office locations, together with such equipment, office supplies, maintenance services, and communications facilities and services as may be necessary for the operation of such offices.

(2) (A) Subject to applicable law and the policies of the Director of National Intelligence, the Inspector General shall select, appoint, and employ such officers and employees as may be necessary to carry out the functions, powers, and duties of the Inspector General. The Inspector General shall ensure that any officer or employee so selected, appointed, or employed has security clearances appropriate for the assigned duties of such officer or employee.

(B) In making selections under subparagraph (A), the Inspector General shall ensure that such officers and employees have the requisite training and experience to enable the Inspector General to carry out the duties of the Inspector General effectively.

(C) In meeting the requirements of this paragraph, the Inspector General shall create within the Office of the Inspector General of the Intelligence Community a career cadre of sufficient size to provide appropriate continuity and objectivity needed for the effective performance of the duties of the Inspector General.

(3) Consistent with budgetary and personnel resources allocated by the Director of National Intelligence, the Inspector General has final approval of—

(A) the selection of internal and external candidates for employment with the Office of the Inspector General; and

(B) all other personnel decisions concerning personnel permanently assigned to the Office of the Inspector General, including selection and appointment to the Senior Intelligence Service, but excluding all security-based determinations that are not within the authority of a head of a component of the Office of the Director of National Intelligence.

(4) (A) Subject to the concurrence of the Director of National Intelligence, the Inspector General may request such information or assistance as may be necessary for carrying out the duties and responsibilities of the Inspector General from any Federal, State (as defined in section 3164 of this title), or local governmental agency or unit thereof.

(B) Upon request of the Inspector General for information or assistance from a department, agency, or element of the Federal Government under subparagraph (A), the head of the department, agency, or element concerned shall, so far as is practicable and not in contravention of any existing statutory restriction or regulation of the department, agency, or element, furnish to the Inspector General, such information or assistance.

(C) The Inspector General of the Intelligence Community may, upon reasonable notice to the head of any element of the intelligence community and in coordination with that element’s inspector general pursuant to subsection (h), conduct, as authorized by this section, an investigation, inspection, audit, or review of such element and may enter into any place occupied by such element for purposes of the performance of the duties of the Inspector General.

(k) Reports

(1) (A) The Inspector General of the Intelligence Community shall, not later than October 31 and April 30 of each year, prepare and submit to the Director of National Intelligence a classified, and, as appropriate, unclassified semiannual report summarizing the activities of the Office of the Inspector General of the Intelligence Community during the immediately preceding 6-month period ending September 30 and March 31, respectively. The Inspector General of
The Intelligence Community shall provide any portion of the report involving a component of a department of the United States Government to the head of that department simultaneously with submission of the report to the Director of National Intelligence.

(B) Each report under this paragraph shall include, at a minimum, the following:

(i) A list of the title or subject of each investigation, inspection, audit, or review conducted during the period covered by such report.

(ii) A description of significant problems, abuses, and deficiencies relating to the administration of programs and activities of the intelligence community within the responsibility and authority of the Director of National Intelligence, and in the relationships between elements of the intelligence community, identified by the Inspector General during the period covered by such report.

(iii) A description of the recommendations for corrective action made by the Inspector General during the period covered by such report with respect to significant problems, abuses, or deficiencies identified in clause (ii).

(iv) A statement of whether or not corrective action has been completed on each significant recommendation described in previous semiannual reports, and, in a case where corrective action has been completed, a description of such corrective action.

(v) A certification of whether or not the Inspector General has had full and direct access to all information relevant to the performance of the functions of the Inspector General.

(vi) A description of the exercise of the subpoena authority under subsection (g)(5) by the Inspector General during the period covered by such report.

(vii) Such recommendations as the Inspector General considers appropriate for legislation to promote economy, efficiency, and effectiveness in the administration and implementation of programs and activities within the responsibility and authority of the Director of National Intelligence, and to detect and eliminate fraud and abuse in such programs and activities.

(C) Not later than 30 days after the date of receipt of a report under subparagraph (A), the Director shall transmit the report to the congressional intelligence committees together with any comments the Director considers appropriate. The Director shall transmit to the committees of the Senate and of the House of Representatives with jurisdiction over a department of the United States Government any portion of the report involving a component of such department simultaneously with submission of the report to the congressional intelligence committees.

(2)(A) The Inspector General shall report immediately to the Director whenever the Inspector General becomes aware of particularly serious or flagrant problems, abuses, or deficiencies relating to programs and activities within the responsibility and authority of the Director of National Intelligence.

(B) The Director shall transmit to the congressional intelligence committees each report under subparagraph (A) within 7 calendar days of receipt of such report, together with such comments as the Director considers appropriate. The Director shall transmit to the committees of the Senate and of the House of Representatives with jurisdiction over a department of the United States Government any portion of each report under subparagraph (A) that involves a problem, abuse, or deficiency related to a component of such department simultaneously with transmission of the report to the congressional intelligence committees.

(3)(A) In the event that—

(i) the Inspector General is unable to resolve any differences with the Director affecting the execution of the duties or responsibilities of the Inspector General;

(ii) an investigation, inspection, audit, or review carried out by the Inspector General focuses on any current or former intelligence community official who—

(I) holds or held a position in an element of the intelligence community that is subject to appointment by the President, whether or not by and with the advice and consent of the Senate, including such a position held on an acting basis;

(II) holds or held a position in an element of the intelligence community, including a position held on an acting basis, that is appointed by the Director of National Intelligence; or

(III) holds or held a position as head of an element of the intelligence community or a position covered by subsection (b) or (c) of section 3041 of this title;

(ii) an investigation, inspection, audit, or review conducted by the Inspector General focuses on any current or former official described in clause (ii); or

(iii) a matter requires a report by the Inspector General to the Department of Justice on possible criminal conduct by a current or former official described in clause (ii);

(iv) the Inspector General receives notice from the Department of Justice declining or approving prosecution of possible criminal conduct of any current or former official described in clause (ii); or

(v) the Inspector General, after exhausting all possible alternatives, is unable to obtain significant documentary information in the course of an investigation, inspection, audit, or review,

the Inspector General shall immediately notify, and submit a report to, the congressional intelligence committees on such matter.

(B) The Inspector General shall submit to the committees of the Senate and of the House of Representatives with jurisdiction over a department of the United States Government any portion of each report under subparagraph (A) that involves an investigation, inspection, audit, or review conducted by the Inspector General focused on any current or former official of a component of such department simultaneously with submission of the report to the congressional intelligence committees.

(4) The Director shall transmit to the congressional intelligence committees any report or findings and recommendations of an investigation, inspection, audit, or review conducted by the office which has been requested by the Chairman or Vice Chairman or ranking minority member of either committee.
(5)(A) An employee of an element of the intelligence community, an employee assigned or detailed to an element of the intelligence community, or an employee of a contractor to the intelligence community who intends to report to Congress a complaint or information, with respect to an urgent concern may report such complaint or information to the Inspector General.

(B) Not later than the end of the 14-calendar-day period beginning on the date of receipt from an employee of a complaint or information under subparagraph (A), the Inspector General shall determine whether the complaint or information appears credible. Upon making such a determination, the Inspector General shall transmit to the Director a notice of that determination, together with the complaint or information.

(C) Upon receipt of a transmittal from the Inspector General under subparagraph (B), the Director shall, within 7 calendar days of such receipt, forward such transmittal to the congressional intelligence committees, together with any comments the Director considers appropriate.

(D)(i) If the Inspector General does not find credible under subparagraph (B) a complaint or information submitted under subparagraph (A), or does not transmit the complaint or information to the Director in accurate form under subparagraph (B), the employee (subject to clause (ii)) may submit the complaint or information to Congress by contacting either of the congressional intelligence committees directly.

(ii) An employee may contact the congressional intelligence committees directly; and

(I) before making such a contact, furnishes to the Director, through the Inspector General, a statement of the employee's complaint or information and notice of the employee's intent to contact the congressional intelligence committees directly; and

(II) obtains and follows from the Director, through the Inspector General, direction on how to contact the congressional intelligence committees in accordance with appropriate security practices.

(iii) A member or employee of one of the congressional intelligence committees who receives a complaint or information under this subparagraph does so in that member or employee's official capacity as a member or employee of such committee.

(E) The Inspector General shall notify an employee who reports a complaint or information to the Inspector General under this paragraph of each action taken under this paragraph with respect to the complaint or information. Such notice shall be provided not later than 3 days after any such action is taken.

(F) An action taken by the Director or the Inspector General under this paragraph shall not be subject to judicial review.

(G) In this paragraph, the term "urgent concern" means any of the following:

(i) A serious or flagrant problem, abuse, violation of law or Executive order, or deficiency relating to the funding, administration, or operation of an intelligence activity within the responsibility and authority of the Director of National Intelligence involving classified information, but does not include differences of opinions concerning public policy matters.

(ii) A false statement to Congress, or a willful withholding from Congress, on an issue of material fact relating to the funding, administration, or operation of an intelligence activity.

(iii) An action, including a personnel action described in section 2302(a)(2)(A) of title 5, constituting reprisal or threat of reprisal prohibited under subsection (g)(3)(B) of this section in response to an employee's reporting an urgent concern in accordance with this paragraph.

(H) Nothing in this section shall be construed to limit the protections afforded to an employee under section 3517(d) of this title or section 8H of the Inspector General Act of 1978 (5 U.S.C. App.).

(I) An individual who has submitted a complaint or information to the Inspector General under this section may notify any member of either of the congressional intelligence committees, or a staff member of either of such committees, of the fact that such individual has made a submission to the Inspector General, and of the date on which such submission was made.

(J) In accordance with section 535 of title 28, the Inspector General shall expeditiously report to the Attorney General any information, allegation, or complaint received by the Inspector General relating to violations of Federal criminal law that involve a program or operation of an element of the intelligence community, or in the relationships between the elements of the intelligence community, consistent with such guidelines as may be issued by the Attorney General pursuant to subsection (b)(2) of such section. A copy of each such report shall be furnished to the Director.

(f) Construction of duties regarding elements of Intelligence Community

Except as resolved pursuant to subsection (h), the performance by the Inspector General of the Intelligence Community of any duty, responsibility, or function regarding an element of the intelligence community shall not be construed to modify or affect the duties and responsibilities of any other inspector general having duties and responsibilities relating to such element.

(m) Separate budget account

The Director of National Intelligence shall, in accordance with procedures issued by the Director in consultation with the congressional intelligence committees, include in the National Intelligence Program budget a separate account for the Office of the Inspector General of the Intelligence Community.

(n) Budget

(1) For each fiscal year, the Inspector General of the Intelligence Community shall transmit a budget estimate and request to the Director of National Intelligence that specifies for such fiscal year—

1So in original. Probably should be "involve".
(A) the aggregate amount requested for the operations of the Inspector General;

(B) the amount requested for all training requirements of the Inspector General, including a certification from the Inspector General that the amount requested is sufficient to fund all training requirements for the Office of the Inspector General; and

(C) the amount requested to support the Council of the Inspectors General on Integrity and Efficiency, including a justification for such amount.

(2) In transmitting a proposed budget to the President for a fiscal year, the Director of National Intelligence shall include for such fiscal year—

(A) the aggregate amount requested for the Inspector General of the Intelligence Community;

(B) the amount requested for Inspector General training;

(C) the amount requested to support the Council of the Inspectors General on Integrity and Efficiency; and

(D) the comments of the Inspector General, if any, with respect to such proposed budget.

(3) The Director of National Intelligence shall submit to the congressional intelligence committees, the Committee on Appropriations of the Senate, and the Committee on Appropriations of the House of Representatives for each fiscal year—

(A) a separate statement of the budget estimate transmitted pursuant to paragraph (1);

(B) the amount requested by the Director for the Inspector General pursuant to paragraph (2)(A);

(C) the amount requested by the Director for the training of personnel of the Office of the Inspector General pursuant to paragraph (2)(B); and

(D) the amount requested by the Director for support of the Council of the Inspectors General on Integrity and Efficiency pursuant to paragraph (2)(C); and

(E) the comments of the Inspector General under paragraph (2)(D), if any, on the amounts requested pursuant to paragraph (2), including whether such amounts would substantially inhibit the Inspector General from performing the duties of the Office of the Inspector General.

(o) Information on website

(1) The Director of National Intelligence shall establish and maintain on the homepage of the publicly accessible website of the Office of the Director of National Intelligence information relating to the Office of the Inspector General of the Intelligence Community including methods to contact the Inspector General.

(2) The information referred to in paragraph (1) shall be obvious and facilitate accessibility to the information related to the Office of the Inspector General of the Intelligence Community.

§ 3034 Chief Financial Officer of the Intelligence Community

(a) Chief Financial Officer of the Intelligence Community

To assist the Director of National Intelligence in carrying out the responsibilities of the Director under this chapter and other applicable provisions of law, there is within the Office of the Director of National Intelligence a Chief Financial Officer of the Intelligence Community who shall be appointed by the Director.

(b) Duties and responsibilities

Subject to the direction of the Director of National Intelligence, the Chief Financial Officer of the Intelligence Community shall—

(1) serve as the principal advisor to the Director of National Intelligence and the Principal Deputy Director of National Intelligence on the management and allocation of intelligence community budgetary resources;

(2) participate in overseeing a comprehensive and integrated strategic process for resource management within the intelligence community;

(3) ensure that the strategic plan of the Director of National Intelligence—

(A) is based on budgetary constraints as specified in the Future Year Intelligence
Plans and Long-term Budget Projections required under section 3103 of this title; and

(B) contains specific goals and objectives to support a performance-based budget;

(4) prior to the obligation or expenditure of funds for the acquisition of any major system pursuant to a Milestone A or Milestone B decision, receive verification from appropriate authorities that the national requirements for meeting the strategic plan of the Director have been established, and that such requirements are prioritized based on budgetary constraints as specified in the Future Year Intelligence Plans and the Long-term Budget Projections for such major system required under section 3103 of this title;

(5) ensure that the collection architectures of the Director are based on budgetary constraints as specified in the Future Year Intelligence Plans and the Long-term Budget Projections required under section 3103 of this title;

(6) coordinate or approve representations made to Congress by the intelligence community regarding National Intelligence Program budgetary resources;

(7) participate in key mission requirements, acquisitions, or architectural boards formed within or by the Office of the Director of National Intelligence; and

(8) perform such other duties as may be prescribed by the Director of National Intelligence.

(c) Other law

The Chief Financial Officer of the Intelligence Community shall serve as the Chief Financial Officer of the intelligence community and, to the extent applicable, shall have the duties, responsibilities, and authorities specified in chapter 9 of title 31.

(d) Prohibition on simultaneous service as other Chief Financial Officer

An individual serving in the position of Chief Financial Officer of the Intelligence Community may not, while so serving, serve as the chief financial officer of any other department or agency, or component thereof, of the United States Government.

(e) Definitions

In this section:

(1) The term “major system” has the meaning given that term in section 3097(e) of this title.

(2) The term “Milestone A” has the meaning given that term in section 3103(f) of this title.

(3) The term “Milestone B” has the meaning given that term in section 3099(e) of this title.


§ 3034a. Functional Managers for the intelligence community

(a) Functional Managers authorized

The Director of National Intelligence may establish within the intelligence community one or more positions of manager of an intelligence function. Any position so established may be known as the “Functional Manager” of the intelligence function concerned.

(b) Personnel

The Director shall designate individuals to serve as manager of intelligence functions established under subsection (a) from among officers and employees of elements of the intelligence community.

(c) Duties

Each manager of an intelligence function established under subsection (a) shall have the duties as follows:

(1) To act as principal advisor to the Director on the intelligence function.

(2) To carry out such other responsibilities with respect to the intelligence function as the Director may specify for purposes of this section.


§ 3035. Central Intelligence Agency

(a) Central Intelligence Agency

There is a Central Intelligence Agency.

(b) Function

The function of the Central Intelligence Agency is to assist the Director of the Central Intelligence Agency in carrying out the responsibilities specified in section 3036(c) of this title.


Codification

Section was formerly classified to section 403–3i of this title prior to editorial reclassification and renumbering as this section.

Prior Provisions

§ 3036. Director of the Central Intelligence Agency

(a) Director of Central Intelligence Agency

There is a Director of the Central Intelligence Agency who shall be appointed by the President, by and with the advice and consent of the Senate.

(b) Supervision

The Director of the Central Intelligence Agency shall report to the Director of National Intelligence regarding the activities of the Central Intelligence Agency.

(c) Duties

The Director of the Central Intelligence Agency shall—

(1) serve as the head of the Central Intelligence Agency; and
(2) carry out the responsibilities specified in subsection (d).

(d) Responsibilities

The Director of the Central Intelligence Agency shall—

(1) collect intelligence through human sources and by other appropriate means, except that the Director of the Central Intelligence Agency shall have no police, subpoena, or law enforcement powers or internal security functions;
(2) correlate and evaluate intelligence related to the national security and provide appropriate dissemination of such intelligence;
(3) provide overall direction for and coordination of the collection of national intelligence outside the United States through human sources by elements of the intelligence community authorized to undertake such collection and, in coordination with other departments, agencies, or elements of the United States Government which are authorized to undertake such collection, ensure that the most effective use is made of resources and that appropriate account is taken of the risks to the United States and those involved in such collection; and
(4) perform such other functions and duties related to intelligence affecting the national security as the President or the Director of National Intelligence may direct.

(e) Termination of employment of CIA employees

(1) Notwithstanding the provisions of any other law, the Director of the Central Intelligence Agency may, in the discretion of the Director, terminate the employment of any officer or employee of the Central Intelligence Agency whenever the Director deems the termination of employment of such officer or employee necessary or advisable in the interests of the United States.

(2) Any termination of employment of an officer or employee under paragraph (1) shall not affect the right of the officer or employee to seek or accept employment in any other department, agency, or element of the United States Government if declared eligible for such employment by the Office of Personnel Management.

(f) Coordination with foreign governments

Under the direction of the Director of National Intelligence and in a manner consistent with section 3027 of title 22, the Director of the Central Intelligence Agency shall coordinate the relationships between elements of the intelligence community and the intelligence or security services of foreign governments or international organizations on all matters involving intelligence related to the national security or involving intelligence acquired through clandestine means.

(g) Foreign language proficiency for certain senior level positions in Central Intelligence Agency

(1) Except as provided pursuant to paragraph (2), an individual in the Directorate of Intelligence career service or the National Clandestine Service career service may not be appointed or promoted to a position in the Senior Intelligence Service in the Directorate of Intelligence or the National Clandestine Service of the Central Intelligence Agency unless the Director of the Central Intelligence Agency determines that the individual has been certified as having a professional speaking and reading proficiency in a foreign language, such proficiency being at least level 3 on the Interagency Language Roundtable Language Skills Level or commensurate proficiency level using such other indicator of proficiency as the Director of the Central Intelligence Agency considers appropriate.

(2) The Director of the Central Intelligence Agency may, in the discretion of the Director, waive the application of paragraph (1) to any position, category of positions, or occupation otherwise covered by that paragraph if the Director determines that foreign language proficiency is not necessary for the successful performance of the duties and responsibilities of such position, category of positions, or occupation.
Section was formerly classified to section 403-4a of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS
2012—Subsec. (g)(1). Pub. L. 112–87, §412(a)(1), inserted “in the Directorate of Intelligence career service or the National Clandestine Service career service” after “an individual” and “or promoted” after “appointed”, and substituted “individual has been certified as having a professional speaking and reading proficiency in a foreign language, such proficiency being at least level 3 on the Interagency Language Roundtable Language Skills Level or commensurate proficiency level using such other indicator of proficiency as the Director of the Central Intelligence Agency considers appropriate,” for “position, category of positions, or occupation” for “position or category of positions” in two places.


EFFECTIVE DATE OF 2004 AMENDMENT

EFFECTIVE DATE
For Determination by President that section take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23825, set out as a note under section 3001 of this title.

Section effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1997(a) of Pub. L. 108–487, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

CREATING AN OFFICIAL RECORD OF THE OSAMA BIN LADEN OPERATION
Pub. L. 112–87, title IV, §414, Jan. 3, 2012, 125 Stat. 1891, provided that:

“(a) FINDINGS.—Congress finds the following:

“(1) On May 1, 2011, United States personnel killed terrorist leader Osama bin Laden during the course of a targeted strike against his secret compound in Abbottabad, Pakistan.

“(2) Osama bin Laden was the leader of the al Qaeda terrorist organization, the most significant terrorism threat to the United States and the international community.

“(3) Osama bin Laden was the architect of terrorist attacks which killed nearly 3,000 civilians on September 11, 2001, the most deadly terrorist attack against our Nation, in which al Qaeda terrorists hijacked four airplanes and crashed them into the World Trade Center in New York City, the Pentagon in Washington, D.C., and, due to heroic efforts by civilian passengers to disrupt the terrorists, near Shanksville, Pennsylvania.

“(4) Osama bin Laden planned or supported numerous other deadly terrorist attacks against the United States and its allies, including the 1998 bombings of United States embassies in Kenya and Tanzania and the 2000 attack on the U.S.S. Cole in Yemen, as well as against innocent civilians in countries around the world, including the 2004 attack on commuter trains in Madrid, Spain and the 2005 bombings of the mass transit system in London, England.

“(5) Following the September 11, 2001, terrorist attacks, the United States, under President George W. Bush, led an international coalition into Afghanistan to dismantle al Qaeda, deny them a safe haven in Afghanistan and ungoverned areas along the Pakistani border, and bring Osama bin Laden to justice.

“(6) President Barack Obama in 2009 committed additional forces and resources to efforts in Afghanistan and Pakistan as “the central front in our enduring struggle against terrorism and extremism”.

“(7) The valiant members of the United States Armed Forces have courageously and vigorously pursued al Qaeda and its affiliates in Afghanistan and around the world.

“(8) The anonymous, unsung heroes of the intelligence community have pursued al Qaeda and affiliates in Afghanistan, Pakistan, and around the world with tremendous dedication, sacrifice, and professionalism.

“(9) The close collaboration between the Armed Forces and the intelligence community prompted the Director of National Intelligence, General James Clapper, to state, ‘Never have I seen a more remarkable example of focused integration, seamless collaboration, and sheer professional magnificence as was demonstrated by the Intelligence Community in the ultimate demise of Osama bin Laden.

“(10) While the death of Osama bin Laden represents a significant blow to the al Qaeda organization and its affiliates and to terrorist organizations around the world, terrorism remains a critical threat to United States national security.

“(11) President Obama said, ‘For over two decades, bin Laden has been al Qaeda’s leader and symbol, and has continued to plot attacks against our country and our friends and allies. The death of bin Laden marks the most significant achievement to date in our Nation’s effort to defeat al Qaeda.”

“(b) SENSE OF CONGRESS.—It is the sense of Congress that—

“(1) the raid that killed Osama bin Laden demonstrated the best of the intelligence community’s capabilities and teamwork;

“(2) for years to come, Americans will look back at this event as a defining point in the history of the United States;

“(3) it is vitally important that the United States memorialize all the events that led to the raid so that future generations will have an official record of the events that transpired before, during, and as a result of the operation; and

“(4) preserving this history now will allow the United States to have an accurate account of the events while those that participated in the events are still serving in the Government.

“(c) REPORT ON THE OPERATION THAT KILLED OSAMA BIN LADEN.—Not later than 90 days after the completion of the report being prepared by the Center for the Study of Intelligence that documents the history of the events that transpired before, during, and as a result of the operation and lessons learned from the raid that resulted in the death of Osama bin Laden, the Director of the Central Intelligence Agency shall submit such report to the congressional intelligence committees.

“(d) PRESERVATION OF RECORDS.—The Director of the Central Intelligence Agency shall preserve any records, including intelligence information and assessments, used to generate the report described in subsection (c).

“(e) [For definitions of “intelligence community” and “congressional intelligence committees” as used in section 414 of Pub. L. 112–87, set out above, see section 2 of Pub. L. 112–87, set out as a note under section 3033 of this title.]”

ANNUAL REPORT ON FOREIGN COMPANIES INVOLVED IN THE PROLIFERATION OF WEAPONS OF MASS DESTRUCTION THAT RAISE FUNDS IN THE UNITED STATES CAPITAL MARKETS
Pub. L. 107–306, title VIII, §827, Nov. 27, 2002, 116 Stat. 2430, required Director of Central Intelligence to sub-
mit annual report on foreign companies involved in the proliferation of weapons of mass destruction that raised or attempted to raise funds in the United States capital markets, prior to repeal by Pub. L. 108–177, title III, §361(e), Dec. 13, 2003, 117 Stat. 2625.

EXECUTIVE ORDER No. 13355

§ 3037. Deputy Director of the Central Intelligence Agency

(a) Deputy Director of the Central Intelligence Agency

There is a Deputy Director of the Central Intelligence Agency who shall be appointed by the President.

(b) Duties

The Deputy Director of the Central Intelligence Agency shall—

(1) assist the Director of the Central Intelligence Agency in carrying out the duties and responsibilities of the Director of the Central Intelligence Agency; and

(2) during the absence or disability of the Director of the Central Intelligence Agency, or during a vacancy in the position of Director of the Central Intelligence Agency, act for and exercise the powers of the Director of the Central Intelligence Agency.


CODIFICATION

Section was formerly classified to section 463–4c of this title prior to editorial reclassification and renumbering as this section.

EFFECTIVE DATE


(1) the date of the appointment by the President of an individual to serve as Deputy Director of the Central Intelligence Agency pursuant to section 104B of the National Security Act of 1947 (50 U.S.C. 3037), as added by subsection (a), except that the individual administratively performing the duties of the Deputy Director of the Central Intelligence Agency as of the date of the enactment of this Act [Oct. 7, 2010] may continue to perform such duties until the individual appointed to the position of Deputy Director of the Central Intelligence Agency assumes the duties of such position; or

(2) the date of the cessation of the performance of the duties of the Deputy Director of the Central Intelligence Agency by the individual administratively performing such duties as of the date of the enactment of this Act.”

§ 3038. Responsibilities of Secretary of Defense pertaining to National Intelligence Program

(a) In general

Consistent with sections 3023 and 3024 of this title, the Secretary of Defense, in consultation with the Director of National Intelligence, shall—

(1) ensure that the budgets of the elements of the intelligence community within the Department of Defense are adequate to satisfy the overall intelligence needs of the Department of Defense, including the needs of the chairman of the Joint Chiefs of Staff and the commanders of the unified and specified commands and, wherever such elements are performing governmentwide functions, the needs of other departments and agencies;

(2) ensure appropriate implementation of the policies and resource decisions of the Director by elements of the Department of Defense within the National Intelligence Program;

(3) ensure that the tactical intelligence activities of the Department of Defense complement and are compatible with intelligence activities under the National Intelligence Program;

(4) ensure that the elements of the intelligence community within the Department of Defense are responsive and timely with respect to satisfying the needs of operational military forces;

(5) eliminate waste and unnecessary duplication among the intelligence activities of the Department of Defense; and

(6) ensure that intelligence activities of the Department of Defense are conducted jointly where appropriate.

(b) Responsibility for performance of specific functions

Consistent with sections 3023 and 3024 of this title, the Secretary of Defense shall ensure—

(1) through the National Security Agency (except as otherwise directed by the President or the National Security Council), the continued operation of an effective unified organization for the conduct of signals intelligence activities and shall ensure that the product is disseminated in a timely manner to authorized recipients;

(2) through the National Geospatial-Intelligence Agency (except as otherwise directed by the President or the National Security Council), with appropriate representation from the intelligence community, the continued operation of an effective unified organization within the Department of Defense—

(A) for carrying out tasking of imagery collection;

(B) for the coordination of imagery processing and exploitation activities;

(C) for ensuring the dissemination of imagery in a timely manner to authorized recipients; and

(D) notwithstanding any other provision of law, for—

(i) prescribing technical architecture and standards related to imagery intelligence and geospatial information and ensuring compliance with such architecture and standards; and

(ii) developing and fielding systems of common concern related to imagery intelligence and geospatial information;

(3) through the National Reconnaissance Office (except as otherwise directed by the Presi-
dent or the National Security Council), the continued operation of an effective unified organization for the research and development, acquisition, and operation of overhead reconnaissance systems necessary to satisfy the requirements of all elements of the intelligence community;

(4) through the Defense Intelligence Agency (except as otherwise directed by the President or the National Security Council), the continued operation of an effective unified system within the Department of Defense for the production of timely, objective military and military-related intelligence, based upon all sources available to the intelligence community, and shall ensure the appropriate dissemination of such intelligence to authorized recipients;

(5) through the Defense Intelligence Agency (except as otherwise directed by the President or the National Security Council), effective management of Department of Defense human intelligence and counterintelligence activities, including defense attacks; and

(6) that the military departments maintain sufficient capabilities to collect and produce intelligence to meet—

(A) the requirements of the Director of National Intelligence;

(B) the requirements of the Secretary of Defense or the Chairman of the Joint Chiefs of Staff;

(C) the requirements of the unified and specified combatant commands and of joint operations; and

(D) the specialized requirements of the military departments for intelligence necessary to support tactical commanders, military planners, the research and development process, the acquisition of military equipment, and training and doctrine.

(c) **Expenditure of funds by the Defense Intelligence Agency**

(1) Subject to paragraphs (2) and (3), the Director of the Defense Intelligence Agency may expend amounts made available to the Director under the National Intelligence Program for human intelligence and counterintelligence activities for objects of a confidential, extraordinary, or emergency nature, without regard to the provisions of law or regulation relating to the expenditure of Government funds.

(2) The Director of the Defense Intelligence Agency may not expend more than five percent of the amounts made available to the Director under the National Intelligence Program for human intelligence and counterintelligence activities for a fiscal year for objects of a confidential, extraordinary, or emergency nature in accordance with paragraph (1) during such fiscal year unless—

(A) the Director notifies the congressional intelligence committees, the Committee on Armed Services of the Senate, and the Committee on Armed Services of the House of Representatives in accordance with subparagraph (A).

(3) For each expenditure referred to in paragraph (1), the Director shall certify that such expenditure was made for an object of a confidential, extraordinary, or emergency nature.

(4) Not later than December 31 of each year, the Director of the Defense Intelligence Agency shall submit to the congressional intelligence committees, the Committee on Armed Services of the Senate, and the Committee on Armed Services of the House of Representatives a report on any expenditures made during the preceding fiscal year in accordance with paragraph (1).

(d) **Use of elements of Department of Defense**

The Secretary of Defense, in carrying out the functions described in this section, may use such elements of the Department of Defense as may be appropriate for the execution of those functions, in addition to, or in lieu of, the elements identified in this section.


2002—Subsec. (d). Pub. L. 107–306 amended heading and text of subsec. (d) generally. Prior to amendment, text read as follows: “The Director of Central Intelligence, in consultation with the Secretary of Defense and the Chairman of the Joint Chiefs of Staff, shall submit each year to the Committee on Foreign Intelligence of the National Security Council and the appropriate congressional committees (as defined in section 404(c) of this title) an evaluation of the performance and the responsiveness of the National Security Agency, the National Reconnaissance Office, and the National Imagery and Mapping Agency in meeting their national missions.”


Subsec. (b)(2). Pub. L. 104–201 amended par. (2) generally. Prior to amendment, par. (2) read as follows: “through the Central Imagery Office (except as otherwise directed by the President or the National Security Council), with appropriate representation from the intelligence community, the continued operation of an effective unified organization within the Department of Defense for carrying out tasking of imagery collection, for the coordination of imagery processing and exploitation activities, and for ensuring the dissemination of imagery in a timely manner to authorized recipients.”

Subsec. (c). Pub. L. 104–293, §808(2), added subsec. (c).

1994—Subsec. (b)(2). Pub. L. 103–359 substituted “the Central Imagery Office” for “a central imagery authority”.

EFFECTIVE DATE OF 2004 AMENDMENT

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Amendment by Pub. L. 108–458 effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

EFFECTIVE DATE OF 2003 AMENDMENT


EFFECTIVE DATE OF 1996 AMENDMENT


DEPARTMENT OF DEFENSE STRATEGY FOR OPEN-SOURCE INTELLIGENCE


(a) FINDINGS.—Congress makes the following findings:

(1) Open-source intelligence (OSINT) is intelligence that is produced from publicly available information and is collected, exploited, and disseminated in a timely manner to an appropriate audience for the purpose of addressing a specific intelligence requirement.

(2) With the Information Revolution, the amount, significance, and accessibility of open-source information has expanded significantly, but the intelligence community has not expanded its exploitation efforts and systems to produce open-source intelligence.

(3) The production of open-source intelligence is a valuable intelligence discipline that must be integrated into intelligence tasking, collection, processing, exploitation, and dissemination to ensure that United States policymakers are fully and completely informed.

(4) The dissemination and use of validated open-source intelligence inherently enables information sharing since open-source intelligence is produced without the use of sensitive sources and methods. Open-source intelligence products can be shared with the American public and foreign allies because of the unclassified nature of open-source intelligence.

(5) The National Commission on Terrorist Attacks Upon the United States (popularly referred to as the “9/11 Commission”), in its final report released on July 22, 2004, identified shortfalls in the ability of the United States to use all-source intelligence, a large component of which is open-source intelligence.

(6) In the Intelligence Reform and Terrorism Prevention Act of 2004 (Public Law 108–458) (see Tables for classification), Congress calls for coordination of the collection, analysis, production, and dissemination of open-source intelligence.

(7) The Commission on the Intelligence Capabilities of the United States Regarding Weapons of Mass Destruction, in its report to the President released on March 31, 2005, found that ‘the need for exploiting open-source material is greater now than ever before,’ but that ‘the Intelligence Community’s open source programs have not expanded commensurate with either the increase in available information or with the growing importance of open source data to today’s problems’.

(b) DEPARTMENT OF DEFENSE STRATEGY FOR OPEN-SOURCE INTELLIGENCE.

(1) DEVELOPMENT OF STRATEGY.—The Secretary of Defense shall develop a strategy for the purpose of integrating open-source intelligence into the Defense intelligence process. The strategy shall be known as the Defense Strategy for Open-Source Intelligence. The strategy shall be incorporated within the larger Defense strategy.

(2) SUBMISSION.—The Secretary shall submit to Congress a report setting forth the strategy developed under paragraph (1). The report shall be submitted not later than 180 days after the date of the enactment of this Act (Jan. 6, 2006).

(c) MATTERS TO BE INCLUDED.—The strategy under subsection (b) shall include the following:

(1) A plan for providing funds over the period of the future-years defense program for the development of a robust open-source intelligence capability for the Department of Defense, with particular emphasis on exploitation and dissemination.

(2) A description of how management of the collection of open-source intelligence is currently conducted within the Department of Defense and how that management can be improved.

(3) A description of the tools, systems, centers, organizational entities, and procedures to be used within the Department of Defense to perform open-source intelligence tasking, collection, processing, exploitation, and dissemination.

(4) A description of proven tradecraft for effective exploitation of open-source intelligence, to include consideration of operational security.

(5) A detailed description on how open-source intelligence will be fused with all other intelligence sources across the Department of Defense.
"(6) A description of—
"(A) a training plan for Department of Defense intelligence personnel with respect to open-source intelligence; and
"(B) open-source intelligence guidance for Department of Defense intelligence personnel.
"(7) A plan to incorporate the function of oversight of open-source intelligence—
"(A) into the Office of the Undersecretary of Defense for Intelligence; and
"(B) into service intelligence organizations.
"(8) A plan to incorporate and identify an open-source intelligence specialty into personnel systems of the Department of Defense, including military personnel systems.
"(9) A plan for the use of intelligence personnel of the reserve components to augment and support the open-source intelligence mission.
"(10) A plan for the use of the Open-Source Information System for the purpose of exploitation and dissemination of open-source intelligence."

ROLE OF DIRECTOR OF CENTRAL INTELLIGENCE IN EXPERIMENTAL PERSONNEL PROGRAM FOR CERTAIN SCIENTIFIC AND TECHNICAL PERSONNEL
Pub. L. 106–567, title V, § 501, Dec. 27, 2000, 114 Stat. 2650, as amended by Pub. L. 108–136, div. A, title IX, § 921(e)(3), Nov. 24, 2003, 117 Stat. 1570, provided that: "If the Director of Central Intelligence requests that the Secretary of Defense exercise any authority available to the Secretary under [former] section 1101(b) of the Strom Thurmond National Defense Authorization Act for Fiscal Year 1999 (Public Law 105–261; 5 U.S.C. 3104 note) to carry out a program of special personnel management authority at the National Geospatial-Intelligence Agency and the National Security Agency in order to facilitate recruitment of eminent experts in science and engineering at such agencies, the Secretary shall respond to such request not later than 30 days after the date of such request."

[Reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director’s capacity as the head of the intelligence community deemed to be a reference to the Director of National Intelligence. Reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director’s capacity as the head of the Central Intelligence Agency deemed to be a reference to the Director of the Central Intelligence Agency. See section 1081(a), (b) of Pub. L. 108–458, set out as a note under section 3001 of this title.]

§ 3039. Assistance to United States law enforcement agencies

(a) Authority to provide assistance

Subject to subsection (b), elements of the intelligence community may, upon the request of a United States law enforcement agency, collect information outside the United States about individuals who are not United States persons. Such elements may collect such information notwithstanding that the law enforcement agency intends to use the information collected for purposes of a law enforcement investigation or counterintelligence investigation.

(b) Limitation on assistance by elements of Department of Defense

(1) With respect to elements within the Department of Defense, the authority in subsection (a) applies only to the following:
(A) The National Security Agency.
(B) The National Reconnaissance Office.
(C) The National Geospatial-Intelligence Agency.
(D) The Defense Intelligence Agency.

(2) Assistance provided under this section by elements of the Department of Defense may not include the direct participation of a member of the Army, Navy, Air Force, or Marine Corps in an arrest or similar activity.

(3) Assistance may not be provided under this section by an element of the Department of Defense if the provision of such assistance will adversely affect the military preparedness of the United States.

(4) The Secretary of Defense shall prescribe regulations governing the exercise of authority under this section by elements of the Department of Defense, including regulations relating to the protection of sources and methods in the exercise of such authority.

(c) Definitions

For purposes of subsection (a):
(1) The term ‘‘United States law enforcement agency’’ means any department or agency of the Federal Government that the Attorney General designates as law enforcement agency for purposes of this section.

(2) The term ‘‘United States person’’ means the following:
(A) A United States citizen.
(B) An alien known by the intelligence agency concerned to be a permanent resident alien.
(C) An unincorporated association substantially composed of United States citizens or permanent resident aliens.
(D) A corporation incorporated in the United States, except for a corporation directed and controlled by a foreign government or governments.


CONFESSION

Section was formerly classified to section 403–5a of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS


§ 3040. Disclosure of foreign intelligence acquired in criminal investigations; notice of criminal investigations of foreign intelligence sources

(a) Disclosure of foreign intelligence

(1) Except as otherwise provided by law and subject to paragraph (2), the Attorney General, or the head of any other department or agency of the Federal Government with law enforcement responsibilities, shall expeditiously disclose to the Director of National Intelligence, pursuant to guidelines developed by the Attorney General in consultation with the Director, foreign intelligence acquired by an element of the Department of Justice or an element of such department or agency, as the case may be, in the course of a criminal investigation.

(2) The Attorney General by regulation and in consultation with the Director may provide for
exceptions to the applicability of paragraph (1) for one or more classes of foreign intelligence, or foreign intelligence with respect to one or more targets or matters, if the Attorney General determines that disclosure of such foreign intelligence under that paragraph would jeopardize an ongoing law enforcement investigation or impair other significant law enforcement interests.

(b) Procedures for notice of criminal investigations

Not later than 180 days after October 26, 2001, the Attorney General, in consultation with the Director of National Intelligence, shall develop guidelines to ensure that after receipt of a report from an element of the intelligence community of activity of a foreign intelligence source or potential foreign intelligence source that may warrant investigation as criminal activity, the Attorney General provides notice to the Director, within a reasonable period of time, of his intention to commence, or decline to commence, a criminal investigation of such activity.

(c) Procedures

The Attorney General shall develop procedures for the administration of this section, including the disclosure of foreign intelligence by elements of the Department of Justice, and elements of other departments and agencies of the Federal Government, under subsection (a) and the provision of notice with respect to criminal investigations under subsection (b).

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Amendments


Subsec. (b). Pub. L. 108–458, § 1071(a)(2), struck out “ of Central Intelligence” after “notice to the Director”.

Pub. L. 108–458, § 1071(a)(1)(B), substituted “with the Director of National Intelligence” for “with the Director of Central Intelligence”.

Effective Date of 2004 Amendment

For a determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Amendment by Pub. L. 108–458 effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

§ 3041. Appointment of officials responsible for intelligence-related activities

(a) Recommendation of DNI in certain appointments

(1) In the event of a vacancy in a position referred to in paragraph (2), the Director of National Intelligence shall recommend to the President an individual for nomination to fill the vacancy.

(2) Paragraph (1) applies to the following positions:

(A) The Principal Deputy Director of National Intelligence.

(B) The Director of the Central Intelligence Agency.

(b) Concurrence of DNI in appointments to positions in the intelligence community

(1) In the event of a vacancy in a position referred to in paragraph (2), the head of the department or agency having jurisdiction over the position shall obtain the concurrence of the Director of National Intelligence before appointing an individual to fill the vacancy or recommending to the President an individual to be nominated to fill the vacancy. If the Director does not concur in the recommendation, the head of the department or agency concerned may not fill the vacancy or make the recommendation to the President as the case may be. In the case in which the Director does not concur in such a recommendation, the Director and the head of the department or agency concerned may advise the President directly of the intention to withhold concurrence or to make a recommendation, as the case may be.

(2) Paragraph (1) applies to the following positions:

(A) The Director of the National Security Agency.

(B) The Director of the National Reconnaissance Office.

(C) The Director of the National Geospatial-Intelligence Agency.

(D) The Assistant Secretary for Intelligence and Analysis.

(E) The Director of the Office of Intelligence of the Department of Energy.

(F) The Director of the Office of Counterintelligence of the Department of Energy.

(G) The Assistant Secretary for Intelligence and Analysis of the Department of the Treasury.

(H) The Executive Assistant Director for Intelligence of the Federal Bureau of Investigation or any successor to that position.

(I) The Under Secretary of Homeland Security for Intelligence and Analysis.

(c) Consultation with DNI in certain positions

(1) In the event of a vacancy in a position referred to in paragraph (2), the head of the department or agency having jurisdiction over the position shall consult with the Director of National Intelligence before appointing an individual to fill the vacancy or recommending to the
President an individual to be nominated to fill the vacancy.

(2) Paragraph (1) applies to the following positions:

(A) The Director of the Defense Intelligence Agency.

(B) The Assistant Commandant of the Coast Guard for Intelligence.

(C) The Assistant Attorney General designated as the Assistant Attorney General for National Security under section 507A of title 28.


CODIFICATION

Section was formerly classified to section 403–6 of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS


2004—Pub. L. 108–148 amended text generally, substituting provisions relating to involvement of Director of National Intelligence in appointments, consisting of subsecs. (a) to (c), for provisions relating to involvement of Director of Central Intelligence in appointments, consisting of subsecs. (a) and (b).


2001—Subsec. (b)(2)(C), (D). Pub. L. 107–108 added subpars. (C) and (D) and struck out former subpar. (C) which read as follows: ‘‘The Director of the Office of Nonproliferation and National Security of the Department of Energy.’’.

1996—Pub. L. 104–293 amended section generally, substituting provisions relating to appointment of individuals responsible for intelligence-related activities for provisions relating to administrative provisions pertaining to defense elements within the intelligence community.


EFFECTIVE DATE OF 2004 AMENDMENT

For Determination by President that amendment by Pub. L. 108–148 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Amendment by Pub. L. 108–458 effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out as an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

§ 3041a. Director of the National Reconnaissance Office

(a) In general

There is a Director of the National Reconnaissance Office.

(b) Appointment

The Director of the National Reconnaissance Office shall be appointed by the President, by and with the advice and consent of the Senate.

(c) Functions and duties

The Director of the National Reconnaissance Office shall be the head of the National Reconnaissance Office and shall discharge such functions and duties as are provided by this chapter or otherwise by law or executive order.


REFERENCES IN TEXT

This chapter, referred to in subsec. (c), was in the original ‘‘this Act’’, meaning act July 26, 1947, ch. 343, 61 Stat. 486, known as the National Security Act of 1947, which is classified principally to this chapter. For complete classification of this Act to the Code, see Tables.

EFFECTIVE DATE

Section effective Oct. 1, 2014, and applicable upon the earlier of the date of the first nomination by the President of an individual to serve as the Director of the National Reconnaissance Office that occurs on or after Oct. 1, 2014, or the date of the cessation of the performance of the duties of the Director of the National Reconnaissance Office by the individual performing such duties on Oct. 1, 2014, subject to an exception for initial nominations, see section 413 of Pub. L. 113–126, set out as an Effective Date of 2014 Amendment note under section 8G of the Inspector General Act of 1978, Pub. L. 96–452, in the Appendix to Title 5, Government Organization and Employees.

POSITION OF IMPORTANCE AND RESPONSIBILITY

Pub. L. 113–126, title IV, §411(b), July 7, 2014, 128 Stat. 1409, provided that:

‘‘(1) In general.—The President may designate the Director of the National Reconnaissance Office as a position of importance and responsibility under section 601 of title 10, United States Code.

‘‘(2) EFFECTIVE DATE.—Paragraph (1) shall take effect on the date of the enactment of this Act [July 7, 2014].’’

§ 3042. Emergency preparedness

(a) Employment of personnel

The Director of the Office of Defense Mobilization, subject to the direction of the President, is authorized, subject to the civil-service laws and chapter 51 and subchapter III of chapter 53 of title 5, to appoint and fix the compensation of such personnel as may be necessary to assist the Director in carrying out his functions.

(b) Functions

It shall be the function of the Director of the Office of Defense Mobilization to advise the President concerning the coordination of military, industrial, and civilian mobilization, including—

(1) policies concerning industrial and civilian mobilization in order to assure the most effective mobilization and maximum utiliza-
tion of the Nation’s manpower in the event of war;
(2) programs for the effective use in time of war of the Nation’s natural and industrial resources for military and civilian needs, for the maintenance and stabilization of the civilian economy in time of war, and for the adjustment of such economy to war needs and conditions;
(3) policies for unifying, in time of war, the activities of Federal agencies and departments engaged in or concerned with production, procurement, distribution, or transportation of military or civilian supplies, materials, and products;
(4) the relationship between potential supplies of, and potential requirements for, manpower, resources, and productive facilities in time of war;
(5) policies for establishing adequate reserves of strategic and critical material, and for the conservation of these reserves;
(6) the strategic relocation of industries, services, government, and economic activities, the continuous operation of which is essential to the Nation’s security.

(c) Utilization of Government resources and facilities

In performing his functions, the Director of the Office of Defense Mobilization shall utilize to the maximum extent the facilities and resources of the departments and agencies of the Government.


Codification

Section was formerly classified to section 404 of this title prior to editorial reclassification and renumbering as this section.

In subsec. (a), “chapter 51 and subchapter III of chapter 53 of title 5” substituted for “the Classification Act of 1949” on authority of Pub. L. 89–554, §7(b), Sept. 6, 1966, §3042 for “Classification Act of 1923, as amended”, and “Director of the Office of Defense Mobilization” for “Chairman of the Board”, “Classification Act of 1949” for “Classification Act of 1923, as amended”, and “Director in carrying out his” for “Board in carrying out its”.


In subsec. (c), Act Sept. 3, 1954, §50(7), substituted “his functions, the Director of the Office of Defense Mobilization” for “its functions, the Board”.

Transfer of Functions


Office of Emergency Preparedness, including offices of Director, Deputy Director, Assistant Directors, and Regional Directors, abolished and functions vested by law, after July 1, 1958, in Office of Emergency Preparedness or Director of Office of Emergency Preparedness transferred to President of United States by sections 1 and 3(a)(1) of Reorg. Plan No. 1 of 1973, eff. July 1, 1973, 38 F.R. 9579, 87 Stat. 1089, set out in the Appendix to Title 5, Government Organization and Employees.

Authority vested in Director of Office of Emergency Preparedness as of June 30, 1973, by Executive Order, proclamation, or other directive issued by or on behalf of President or otherwise under this section and Ex. Ord. No. 10421, formerly set out below, with certain exceptions, transferred to Administrator of General Services by Ex. Ord. No. 11725, §3, June 27, 1973, 38 F.R. 17175, formerly set out under section 2271 of the former Appendix to this title, to be exercised in conformity with such guidance as provided by National Security Council and, with respect to economic and disposal aspects of stockpiling of strategic and critical materials by Council on Economic Policy. Functions of Administrator of General Services under this chapter performed by Federal Preparedness Agency within General Services Administration.


For assignment of certain emergency preparedness functions to Secretary of Homeland Security, see parts 1, 2, and 17 of Ex. Ord. No. 12665, Nov. 18, 1968, §3 F.R. 4790, as amended, set out as a note under section 5156 of Title 42, The Public Health and Welfare.

Executive Order No. 9905


Executive Order No. 10169

Ex. Ord. No. 10169, Oct. 11, 1950, 15 F.R. 6901, which provided for a National Advisory Committee on Mobilization Policy, was revoked by Ex. Ord. No. 10488, Aug. 14, 1953, 18 F.R. 4399, formerly set out under section 2153 of the former Appendix to this title.

Executive Order No. 10421

facilities, was revoked by Ex. Ord. No. 12568, Nov. 18, 1988, 53 F.R. 47491, set out under section 5195 of Title 42, The Public Health and Welfare.

EXECUTIVE ORDER NO. 10438

§ 3043. Annual national security strategy report

(a) Transmittal to Congress

(1) The President shall transmit to Congress each year a comprehensive report on the national security strategy of the United States (hereinafter in this section referred to as a "national security strategy report").

(2) The national security strategy report for any year shall be transmitted on the date on which the President submits to Congress the budget for the next fiscal year under section 1105 of title 31.

(3) Not later than 150 days after the date on which a new President takes office, the President shall transmit to Congress a national security strategy report under this section. That report shall be in addition to the report for that year transmitted at the time specified in paragraph (2).

(b) Contents

Each national security strategy report shall set forth the national security strategy of the United States and shall include a comprehensive description and discussion of the following:

(1) The worldwide interests, goals, and objectives of the United States that are vital to the national security of the United States.

(2) The foreign policy, worldwide commitments, and national defense capabilities of the United States necessary to deter aggression and to implement the national security strategy of the United States.

(3) The proposed short-term and long-term uses of the political, economic, military, and other elements of the national power of the United States to protect or promote the interests and achieve the goals and objectives referred to in paragraph (1).

(4) The adequacy of the capabilities of the United States to carry out the national security strategy of the United States, including an evaluation of the balance among the capabilities of all elements of the national power of the United States to support the implementation of the national security strategy.

(5) Such other information as may be necessary to help inform Congress on matters relating to the national security strategy of the United States.

classified and unclassified form

Each national security strategy report shall be transmitted to Congress in classified form, but may include an unclassified summary.


Codification

Section was formerly classified to section 404a of this title prior to editorial reclassification and renumbering as this section.

Amendments

2016—Subsec. (c). Pub. L. 114–328, which directed substitution of "to Congress in classified form, but may include an unclassified summary" for "in both a classified form and an unclassified form" was executed by making the substitution for "in both a classified and an unclassified form" to reflect the probable intent of Congress.


National Security Planning Guidance To Deny Safe Havens To Al-Qaeda and Its Violent Extremist Affiliates


"(a) PURPOSE.—The purpose of this section is to improve interagency strategic planning and execution to more effectively integrate efforts to deny safe havens and strengthen at-risk states to further the goals of the National Security Strategy related to the disruption, dismantlement, and defeat of al-Qaeda and its violent extremist affiliates.

"(b) National Security Planning Guidance.—"

"(1) Guidance Required.—The President shall issue classified or unclassified national security planning guidance in support of objectives stated in the national security strategy report submitted to Congress by the President pursuant to section 108 of the National Security Act of 1947 (50 U.S.C. 404a) [now 50 U.S.C. 3043] to deny safe havens to al-Qaeda and its violent extremist affiliates and to strengthen at-risk states. Such guidance shall serve as the strategic plan that governs United States and coordinated international efforts to enhance the capacity of governmental and nongovernmental entities to work toward the goal of eliminating the ability of al-Qaeda and its violent extremist affiliates to establish or maintain safe havens.

"(2) Contents of Guidance.—The guidance required under paragraph (1) shall include each of the following:

(A) A prioritized list of specified geographic areas that the President determines are necessary to address and an explicit discussion and list of the criteria or rationale used to prioritize the areas on the list, including a discussion of the conditions that would hamper the ability of the United States to strengthen at-risk states or other entities in such areas.

(B) For each specified geographic area, a description, analysis, and discussion of the core problems and contributing issues that allow or could allow al-Qaeda and its violent extremist affiliates to use the area as a safe haven from which to plan and launch attacks, engage in propaganda, or raise funds and other support, including any ongoing or potential radicalization of the population, or to use the area as a key transit route for personnel, weapons, funding, or other support.

(C) For each specified geographic area, a description of the following:

(i) The feasibility of conducting multilateral programs to train and equip the military forces of relevant countries in the area.

(ii) The authority and funding that would be required to support such programs.

(iii) How such programs would be implemented.

(iv) How such programs would support the national security priorities and interests of the
United States and complement other efforts of the United States Government in the area and in other specified geographic areas.

"D. A list of short-term, mid-term, and long-term goals for each specified geographic area, prioritized by importance.

"E. A description of the role and mission of each Federal department and agency involved in executing the guidance, including the Departments of Defense, Justice, Treasury, and State and the Agency for International Development.

"F. A description of gaps in United States capabilities to meet the goals listed pursuant to subparagraph (D), and the extent to which those gaps can be met through coordination with nongovernmental organizations, international, private sector organizations, entities, or companies.

"(3) REVIEW AND UPDATE OF GUIDANCE.—The President shall update and update the guidance required under paragraph (1) as necessary. Any such review shall address each of the following:

"(A) The overall progress made toward achieving the goals listed pursuant to paragraph (2)(D), including an overall assessment of the progress in denying a safe haven to al-Qaeda and its violent extremist affiliates.

"(B) The performance of each Federal department and agency involved in executing the guidance.

"(C) The performance of the unified country team and the appropriate combatant command, or in the case of a cross-border effort, country teams in the area and the appropriate combatant command.

"(D) Any addition to, deletion from, or change in the order of the prioritized list maintained pursuant to paragraph (2)(A).

"(4) REPORT.

"(A) IN GENERAL.—Not later than 180 days after the date of the enactment of the Carl Levin and Howard P. ‘Buck’ McKeon National Defense Authorization Act for Fiscal Year 2015 (Dec. 19, 2014), the President shall submit to the appropriate congressional committees a report that contains a detailed summary of the national security planning guidance required under paragraph (1), including any updates thereto.

"(B) FORM.—The report may include a classified annex as determined to be necessary by the President.

"(C) DEFINITION.—In this paragraph, the term ‘appropriate congressional committees’ means—

"(i) the congressional defense committees (Committees on Armed Services and Appropriations of the Senate and the House of Representatives); and

"(ii) the Committee on Foreign Relations of the Senate and the Committee on Foreign Affairs, Permanent Select Committee on Intelligence, Committee on Homeland Security and Government Affairs, Committee on the Budget, Committee on the Judiciary, and Committee on Appropriations in the Senate; and

"(D) SPECIFIED GEOGRAPHIC AREA DEFINED.—In this subsection, the term ‘specified geographic area’ means any country, subnational territory, or region—

"(i) that serves or may potentially serve as a safe haven for al-Qaeda or a violent extremist affiliate of al-Qaeda—

"(ii) from which to plan and launch attacks, engage in propaganda, or raise funds and other support; or

"(B) over which one or more governments or entities exert insufficient governmental, international, or private sector control to deny al-Qaeda and its violent extremist affiliates the ability to establish a large scale presence.

IMPLEMENTATION PLAN FOR WHOLE-OF-GOVERNMENT VISION PRESCRIBED IN THE NATIONAL SECURITY STRATEGY


"(a) IMPLEMENTATION PLAN.—Not later than 270 days after the date of the enactment of this Act (Dec. 31, 2011), the President shall submit to the appropriate congressional committees an implementation plan for achieving the whole-of-government integration vision prescribed in the President’s National Security Strategy for May 2010. The implementation plan shall include—

"(1) a description of ongoing and future actions planned to be taken by the President and the Executive agencies to implement the whole-of-government vision, including any updates thereto.

"(2) A timeline for specific actions taken and planned to be taken by the President and the Executive agencies to implement each component of the whole-of-government vision prescribed in the National Security Strategy.

"(3) An outline of specific actions desired or required to be taken by Congress to achieve each component of the whole-of-government vision prescribed in the National Security Strategy, including any updates thereto.

"(4) Any progress made and challenges or obstacles encountered since May 2010 in implementing each component of the whole-of-government vision prescribed in the National Security Strategy; and

"(5) Such other information as the President determines is necessary to understand progress in implementing each component of the whole-of-government vision prescribed in the National Security Strategy.

"(b) DEFINITIONS.—In this section:

"(1) The term ‘appropriate congressional committees’ means—

"(A) the congressional defense committees (Committees on Armed Services and Appropriations of the Senate and the House of Representatives); and

"(B) The term ‘Executive agency’ has the meaning given that term by section 105 of title 5, United States Code.

NATIONAL COMMISSION ON THE FUTURE ROLE OF UNITED STATES NUCLEAR WEAPONS, PROBLEMS OF COMMAND, CONTROL, AND SAFETY OF SOVIET NUCLEAR WEAPONS, AND REDUCTION OF NUCLEAR WEAPONS

Pub. L. 102–172, title VIII, § 8132, Nov. 26, 1991, 105 Stat. 1208, provided for establishment of a National Commission which was to submit to Congress, not later than May 1, 1993, a final report containing an assessment and recommendations regarding role of, and requirements for, nuclear weapons in security strategy of United States as result of significant changes in former Warsaw Pact, former Soviet Union, and Third World, including possibilities for international cooperation with former Soviet Union regarding such problems, and safeguards to protect against accidental or unauthorized use of nuclear weapons, further directed Commission to obtain study from National Academy of Sciences on these matters, further authorized establishment of joint working group comprised of experts from governments of United States and former Soviet Union which was to meet on regular basis and provide recommendations regarding these matters, and further provided for composition of Commission as well as powers, procedures, personnel matters, appropriations, and termination of Commission upon submission of its final report.
§ 3043a. National intelligence strategy

(a) In general

Beginning in 2017, and once every 4 years thereafter, the Director of National Intelligence shall develop a comprehensive national intelligence strategy to meet national security objectives for the following 4-year period, or a longer period, if appropriate.

(b) Requirements

Each national intelligence strategy required by subsection (a) shall—
(1) delineate a national intelligence strategy consistent with—
(A) the most recent national security strategy report submitted pursuant to section 3043 of this title;
(B) the strategic plans of other relevant departments and agencies of the United States; and
(C) other relevant national-level plans;
(2) address matters related to national and military intelligence, including counterintelligence;
(3) identify the major national security missions that the intelligence community is currently pursuing and will pursue in the future to meet the anticipated security environment;
(4) describe how the intelligence community will utilize personnel, technology, partnerships, and other capabilities to pursue the major national security missions identified in paragraph (3);
(5) assess current, emerging, and future threats to the intelligence community, including threats from foreign intelligence and security services and insider threats;
(6) outline the organizational roles and missions of the elements of the intelligence community as part of an integrated enterprise to meet customer demands for intelligence products, services, and support;
(7) identify sources of strategic, institutional, programmatic, fiscal, and technological risk; and
(8) analyze factors that may affect the intelligence community’s performance in pursuing the major national security missions identified in paragraph (3) during the following 10-year period.

(c) Submission to Congress

The Director of National Intelligence shall submit to the congressional intelligence committees a report on each national intelligence strategy required by subsection (a) not later than 45 days after the date of the completion of such strategy.


§ 3044. Software licensing

(a) Requirement for inventories of software licenses

The chief information officer of each element of the intelligence community, in consultation with the Chief Information Officer of the Intelligence Community, shall biennially—
(1) conduct an inventory of all existing software licenses of such element, including utilized and unutilized licenses;
(2) assess the actions that could be carried out by such element to achieve the greatest possible economies of scale and associated cost savings in software procurement and usage, including—
(A) increasing the centralization of the management of software licenses;
(B) increasing the regular tracking and maintaining of comprehensive inventories of software licenses using automated discovery and inventory tools and metrics;
(C) analyzing software license data to inform investment decisions; and
(D) providing appropriate personnel with sufficient software licenses management training; and
(3) submit to the Chief Information Officer of the Intelligence Community each inventory required by paragraph (1) and each assessment required by paragraph (2).

(b) Inventories by the Chief Information Officer of the Intelligence Community

The Chief Information Officer of the Intelligence Community, based on the inventories and assessments required by subsection (a), shall biennially—
(1) compile an inventory of all existing software licenses of the intelligence community, including utilized and unutilized licenses;
(2) assess the actions that could be carried out by the Intelligence Community to achieve the greatest possible economies of scale and associated cost savings in software procurement and usage, including—
(A) increasing the centralization of the management of software licenses;
(B) increasing the regular tracking and maintaining of comprehensive inventories of software licenses using automated discovery and inventory tools and metrics;
(C) analyzing software license data to inform investment decisions; and
(D) providing appropriate personnel with sufficient software licenses management training; and
(3) based on the assessment required under paragraph (2), make such recommendations with respect to software procurement and usage to the Director of National Intelligence as the Chief Information Officer considers appropriate.

(c) Reports to Congress

The Chief Information Officer of the Intelligence Community shall submit to the congressional intelligence committees a copy of each inventory compiled under subsection (b)(1).

(d) Implementation of recommendations

Not later than 180 days after the date on which the Director of National Intelligence receives recommendations from the Chief Information Officer of the Intelligence Community in accordance with subsection (b)(3), the Director of National Intelligence shall, to the extent practicable, issue guidelines for the intelligence community on software procurement and usage based on such recommendations.
§ 3045. National mission of National Geospatial-Intelligence Agency

(a) In general

In addition to the Department of Defense missions set forth in section 442 of title 10, the National Geospatial-Intelligence Agency shall support the geospatial intelligence requirements of the Department of State and other departments and agencies of the United States outside the Department of Defense.

(b) Requirements and priorities

The Director of National Intelligence shall establish requirements and priorities governing the collection of national intelligence by the National Geospatial-Intelligence Agency under subsection (a).

(c) Correction of deficiencies

The Director of National Intelligence shall develop and implement such programs and policies as the Director and the Secretary of Defense jointly determine necessary to review and correct deficiencies identified in the capabilities of the National Geospatial-Intelligence Agency to accomplish assigned national missions, including support to the all-source analysis and production process. The Director shall consult with the Secretary of Defense on the development and implementation of such programs and policies. The Secretary shall obtain the advice of the Chairman of the Joint Chiefs of Staff regarding the matters on which the Director and the Secretary are to consult under the preceding sentence.

Prior Provisions

Prior to June 12, 1996, section 404 of this title was classified to section 404e of this title prior to editorial reclassification and renumbering as this section.

A prior section 110 of title I of act July 26, 1947, ch. 343, was classified to section 404g of this title prior to being renumbered section 112 by Pub. L. 105–107, title III, §303(b), Nov. 20, 1997, 111 Stat. 2252. Section 404g of this title was subsequently editorially reclassified and renumbered section 3047 of this title.

Amendments


Prior Provisions

Prior to June 12, 1996, section 404 of this title was classified to section 404e of this title prior to editorial reclassification and renumbering as this section.

Schedules

Schedules relating to the establishment of the National Geospatial-Intelligence Agency and the National Imagery and Intelligence Agency are set out under sections 442, 443, and 444 of this title.

Effective Date of 2004 Amendment

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925.

Repealed

§ 3047. Restrictions on intelligence sharing with United Nations

(a) Provision of intelligence information to United Nations

(1) No United States intelligence information may be provided to the United Nations or any organization affiliated with the United Nations, or to any officials or employees thereof, unless the President certifies to the appropriate committees of Congress that the Director of National Intelligence, in consultation with the Secretary of State and the Secretary of Defense, has established and implemented procedures, and has worked with the United Nations to ensure implementation of procedures, for protecting from unauthorized disclosure United States intelligence sources and methods connected to such information.

(2) Paragraph (1) may be waived upon written certification by the President to the appropriate committees of Congress that providing such information to the United Nations or an organization affiliated with the United Nations, or to any officials or employees thereof, is in the national security interests of the United States.

(b) Delegation of duties

The President may not delegate or assign the duties of the President under this section.

(c) Relationship to existing law

Nothing in this section shall be construed to—

(1) impair or otherwise affect the authority of the Director of National Intelligence to protect intelligence sources and methods from unauthorized disclosure pursuant to section 3024 of this title; or

(2) supersede or otherwise affect the provisions of subchapter III of this chapter.

(d) “Appropriate committees of Congress” defined

As used in this section, the term “appropriate committees of Congress” means the Committee on Foreign Relations and the Select Committee on Intelligence of the Senate and the Committee on Foreign Relations and the Permanent Select Committee on Intelligence of the House of Representatives.


§ 3047.
§ 3048. Detail of intelligence community personnel—Intelligence Community Assignment Program

(a) Detail

(1) Notwithstanding any other provision of law, the head of a department with an element in the intelligence community or the head of an intelligence community agency or element may detail any employee within that department, agency, or element to serve in any position in the Intelligence Community Assignment Program on a reimbursable or a nonreimbursable basis.

(2) Nonreimbursable details may be for such periods as are agreed to between the heads of the parent and host agencies, up to a maximum of three years, except that such details may be extended for a period not to exceed one year when the heads of the parent and host agencies determine that such extension is in the public interest.

(b) Benefits, allowances, travel, incentives

(1) An employee detailed under subsection (a) may be authorized any benefit, allowance, travel, or incentive otherwise provided to enhance staffing by the organization from which the employee is detailed.

(2) The head of an agency of an employee detailed under subsection (a) may pay a lodging allowance for the employee subject to the following conditions:

(A) The allowance shall be the lesser of the cost of the lodging or a maximum amount payable for the lodging as established jointly by the Director of National Intelligence and—

(i) with respect to detailed employees of the Department of Defense, the Secretary of Defense;

(ii) with respect to detailed employees of other agencies and departments, the head of such agency or department.

(B) The detailed employee maintains a primary residence for the employee's immediate family in the local commuting area of the parent agency duty station from which the employee regularly commuted to such duty station before the detail.

(C) The lodging is within a reasonable proximity of the host agency duty station.

(D) The distance between the detailed employee's primary residence and the host agency duty station is greater than 20 miles.

(E) The distance between the detailed employee's primary residence and the host agency duty station is 10 miles greater than the distance between such primary residence and the employee's parent duty station.

(F) The rate of pay applicable to the detailed employee does not exceed the rate of basic pay for grade GS–15 of the General Schedule.

§ 3049a. Special pay authority for science, technology, engineering, or mathematics positions

(a) Authority to set special rates of pay

Notwithstanding part III of title 5, the head of each element of the intelligence community may establish higher minimum rates of pay for 1 or more categories of positions in such element that require expertise in science, technology, engineering, or mathematics (STEM).

(b) Maximum special rate of pay

A minimum rate of pay established for a category of positions under subsection (a) may not exceed the maximum rate of basic pay (excluding any locality-based comparability payment under section 5304 of title 5 or similar provision of law) for the position in that category of positions without the authority of subsection (a) by more than 50 percent, and no rate may be established under this section in excess of the rate of basic pay payable for level IV of the Executive Schedule under section 5315 of title 5.

(c) Notification of removal from special rate of pay

If the head of an element of the intelligence community removes a category of positions from coverage under a rate of pay authorized by subsection (a) after that rate of pay takes effect—

(1) the head of such element shall provide notice of the loss of coverage of the special rate of pay to each individual in such category; and

(2) the loss of coverage will take effect on the first day of the first pay period after the date of the notice.

(d) Revision of special rates of pay

Subject to the limitations in this section, rates of pay established under this section by the head of the element of the intelligence community may be revised from time to time by the head of such element and the revisions have the force and effect of statute.

(e) Regulations

The head of each element of the intelligence community shall promulgate regulations to carry out this section. Such regulations, with respect to such element, which shall, to the extent practicable, be comparable to the regulations promulgated to carry out section 5305 of title 5.

(f) Reports

(1) Requirement for reports

Not later than 90 days after May 5, 2017, the head of each element of the intelligence community shall submit to the congressional intelligence committees a report on any rates of pay established for such element under this section.

(2) Contents

Each report required by paragraph (1) shall contain for each element of the intelligence community—

(A) a description of any rates of pay established under subsection (a); and

(B) the number of positions in such element that will be subject to such rates of pay.


§ 3050. Annual report on hiring and retention of minority employees

(a) In general

The Director of National Intelligence shall, on an annual basis, submit to Congress a report on the employment of covered persons within each element of the intelligence community for the preceding fiscal year.

(b) Content

Each such report shall include disaggregated data by category of covered person from each element of the intelligence community on the following:

(1) Of all individuals employed in the element during the fiscal year involved, the aggregate percentage of such individuals who are covered persons.

(2) Of all individuals employed in the element during the fiscal year involved at the levels referred to in subparagraphs (A) and (B), the percentage of covered persons employed at such levels:

(A) Positions at levels 1 through 15 of the General Schedule.

(B) Positions at levels above GS–15.

(3) Of all individuals hired by the element involved during the fiscal year involved, the percentage of such individuals who are covered persons.

(c) Form

Each such report shall be submitted in unclassified form, but may contain a classified annex.

(d) Construction

Nothing in this section shall be construed as providing for the substitution of any similar report required under another provision of law.
(e) "Covered persons" defined

In this section the term "covered persons" means—

(1) racial and ethnic minorities;

(2) women; and

(3) individuals with disabilities.


REFERENCES IN TEXT

The General Schedule, referred to in subsec. (b)(2), is set out under section 5332 of Title 5, Government Organization and Employees.

AMENDMENTS

2014—Pub. L. 113–126, §329(c)(2)(A), substituted “Annual report on hiring and retention of minority employees” for “Additional annual reports from the Director of National Intelligence” in section catchline.

Subsec. (a). Pub. L. 113–126, §329(c)(2)(B), (C), struck out subsec. (a) designation and heading “Annual report on hiring and retention of minority employees” and redesignated par. (1) as subsec. (a). Former par. (2) to (b) redesignated subsecs. (b) to (e), respectively.

Subsec. (b). Pub. L. 113–126, §329(c)(2)(C), (D), redesignated subsec. (a)(2) as (b), redesignated subpars. (A) to (C) of former subsec. (a)(2) as pars. (1) to (3), respectively, of subsec. (b), and in par. (2) as redesignated, substituted “subparagraphs (A) and (B)” for “clauses (i) and (ii)” in introductory provisions and redesignated cls. (i) and (ii) as subpars. (A) and (B), respectively.

Pub. L. 113–126, §329(a)(1), struck out subsec. (b) which related to annual report on threat of attack on the United States using weapons of mass destruction.


Subsec. (d). Pub. L. 113–126, §329(c)(2)(C), (E), redesignated subsec. (a)(4) as (d) and substituted “section” for “subsection.”

Subsec. (e). Pub. L. 113–126, §329(c)(2)(C), (F), redesignated subsec. (a)(5) as (e), substituted “subsection” for “section” in introductory provisions, and redesignated subpars. (A) to (C) of former subsec. (a)(5) as pars. (1) to (3), respectively, of subsec. (e).

2013—Pub. L. 112–277 redesignated subsecs. (b) and (c) as (a) and (b), respectively, struck out former subsec. (a) which required annual reports on the safety and security of Russian nuclear facilities and nuclear military forces, and struck out subsec. (d) which defined the term "congressional leadership".

2004—Pub. L. 108–458, §1071(a)(7), substituted “Annual annual reports from the Director of National Intelligence” for “Additional annual reports from the Director of Central Intelligence” in section catchline.


2003—Subsec. (a). Pub. L. 108–177, §361(c), redesignated subsec. (b) as (a) and struck out former subsec. (a), which related to annual reports on intelligence community cooperation with Federal law enforcement agencies.

Subsecs. (b)(2), (c)(2), redesignated subsecs. (c) and (d) as (b) and (c), respectively.

Former subsec. (b) redesignated (a).

Subsec. (d). Pub. L. 108–177, §361(d), redesignated subsec. (e) as (d) and struck out former subsec. (d), which related to annual reports on covert leases of the intelligence community.

Pub. L. 108–177, §361(c)(2), redesignated subsec. (e) as (d), Former subsec. (d) redesignated (c).


Pub. L. 108–177, §361(c)(2), redesignated subsec. (f) as (e), Former subsec. (e) redesignated (d).


Subsec. (a)(2) to (4). Pub. L. 107–306, §811(b)(1)(D)(1)(II), III, added par. (2) and redesignated former pars. (2) and (3) as (3) and (4), respectively.

Subsec. (b)(1). Pub. L. 107–306, §811(b)(1)(D)(1), substituted “submit to the congressional leadership on an annual basis, and to the congressional intelligence committees on the date each year provided in section 415b of this title,” for “on an annual basis, submit to the congressional intelligence committees and the congressional leadership.”


Former subsec. (c) redesignated (d).


Former subsec. (d) redesignated (e).

Pub. L. 107–306, §338(b)(6), added subsec. (d) and struck out heading and text of former subsec. (d). Text read as follows: “In this section:

“(1) The term ‘congressional intelligence committees’ means the Permanent Select Committee on Intelligence of the House of Representatives and the Select Committee on Intelligence of the Senate.

“(2) The term ‘congressional leadership’ means the Speaker and the minority leader of the House of Representatives and the majority leader and the minority leader of the Senate.”

Pub. L. 107–306, §324(1), redesignated subsec. (c) as (d).


Former subsec. (e) redesignated (f).


CHANGE OF NAME

Committee on International Relations of House of Representatives changed to Committee on Foreign Affairs of House of Representatives by House Resolution No. 6, One Hundred Tenth Congress, Jan. 5, 2007.

EFFECTIVE DATE OF 2004 AMENDMENT

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Amendment by Pub. L. 108–458 effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

EFFECTIVE DATE OF 2003 AMENDMENT


(a) REQUIREMENT FOR REPORT.—Not later than 180 days after the date of the enactment of this Act [Oct. 7, 2010], the Director of National Intelligence shall submit to the congressional intelligence committees a report on—

(1) the intelligence collection efforts of the United States dedicated to detecting the threat from biological weapons from state, nonstate, or rogue actors, either foreign or domestic; and

(2) efforts to protect the biodefense knowledge and infrastructure of the United States.

(b) CONTENT.—The report required by subsection (a) shall include—

(1) an assessment of the intelligence collection efforts of the United States dedicated to detecting the development or use of biological weapons by state, nonstate, or rogue actors, either foreign or domestic;

(2) information on fiscal, human, technical, open-source, and other intelligence collection resources of the United States dedicated for use to detect or protect against the threat of biological weapons;

(3) an assessment of any problems that may reduce the overall effectiveness of United States intelligence collection and analysis to identify and protect against biological weapons targets, including—

(A) intelligence collection gaps or inefficiencies;

(B) inadequate information sharing practices; or

(C) inadequate cooperation among departments or agencies of the United States;

(4) a strategic plan prepared by the Director of National Intelligence, in coordination with the Attorney General, the Secretary of Defense, and the Secretary of Homeland Security, that provides for actions for the appropriate elements of the intelligence community to close important intelligence gaps related to biological weapons;

(5) a description of appropriate goals, schedules, milestones, or metrics to measure the long-term effectiveness of actions implemented to carry out the plan described in paragraph (4); and

(6) any long-term resource and human capital issues related to the collection of intelligence regarding biological weapons, including any recommendations to address shortfalls of experienced and qualified staff possessing relevant scientific, language, and technical skills.

(c) IMPLEMENTATION OF STRATEGIC PLAN.—Not later than 30 days after the date on which the Director of National Intelligence submits the report required by subsection (a), the Director shall begin implementation of the strategic plan referred to in subsection (b)(4).

[For definitions of terms used in section 335 of Pub. L. 111–259, set out above, see section 2 of Pub. L. 111–259, set out as a Definitions note under section 3053 of this title.]

DATE FOR FIRST REPORT ON COOPERATION WITH CIVILIAN LAW ENFORCEMENT AGENCIES

Pub. L. 105–272, title III, §307(c), Oct. 29, 1998, 112 Stat. 2402, provided that the first report under former subsec. (a) of this section was to be submitted not later than Dec. 31, 1999.


CODIFICATION

Section was formerly classified to section 404–1 of this title and repealed prior to editorial reclassification and renumbering as this section.
§ 3052. Limitation on establishment or operation of diplomatic intelligence support centers

(a) In general

(1) A diplomatic intelligence support center may not be established, operated, or maintained without the prior approval of the Director of National Intelligence.

(2) The Director may only approve the establishment, operation, or maintenance of a diplomatic intelligence support center if the Director determines that the establishment, operation, or maintenance of such center is required to provide necessary intelligence support in furtherance of the national security interests of the United States.

(b) Prohibition of use of appropriations

Amounts appropriated pursuant to authorizations by law for intelligence and intelligence-related activities may not be obligated or expended for the establishment, operation, or maintenance of a diplomatic intelligence support center that is not approved by the Director of National Intelligence.

(c) Definitions

In this section:

(1) The term “diplomatic intelligence support center” means an entity to which employees of the various elements of the intelligence community (as defined in section 3003(4) of this title) are detailed for the purpose of providing analytical intelligence support that—

(A) consists of intelligence analyses on military or political matters and expertise to conduct limited assessments and dynamic taskings for a chief of mission; and

(B) is not intelligence support traditionally provided to a chief of mission by the Director of National Intelligence.

(2) The term “chief of mission” has the meaning given that term by section 3902(3) of title 22, and includes ambassadors at large and ministers of diplomatic missions of the United States, or persons appointed to lead United States offices abroad designated by the Secretary of State as diplomatic in nature.

(d) Termination

This section shall cease to be effective on October 1, 2000.
(b) Authorized delegation of duty

The Director of National Intelligence may only delegate the authority granted by this section to the Principal Deputy Director of National Intelligence, or with respect to employees of the Central Intelligence Agency, to the Director of the Central Intelligence Agency, who may delegate such authority to other appropriate officials of the Central Intelligence Agency.


CODIFICATION

Section was formerly classified to section 404k of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS

2010—Subsec. (b). Pub. L. 111–259 substituted “who may delegate such authority to other appropriate officials of the Central Intelligence Agency.” for the period.


Subsec. (b). Pub. L. 108–458, §1072(a)(5), which directed amendment of subsec. (b) by substituting “to the Principal Deputy Director of National Intelligence, or with respect to employees of the Central Intelligence Agency, to the Director of the Central Intelligence Agency” for “to the Deputy Director of Central Intelligence, or with respect to employees of the Central Intelligence Agency, the Director may delegate such authority to the Deputy Director for Operations”, was executed by making the substitution for “to the Deputy Director of Central Intelligence, or with respect to employees of the Central Intelligence Agency the Director may delegate such authority to the Deputy Director for Operations”; was executed by making the substitution for “to the Deputy Director of Central Intelligence, or with respect to employees of the Central Intelligence Agency the Director may delegate such authority to the Deputy Director for Operations” to reflect the probable intent of Congress.

Pub. L. 108–458, §1071(a)(3)(B), which directed amendment of subsec. (b) by substituting “Director of National Intelligence” for “Director” each place it appeared, was executed by making the substitution the first place it appeared to reflect the probable intent of Congress.

EFFECTIVE DATE OF 2004 AMENDMENT

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Amendment by Pub. L. 108–458 effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1070(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

§ 3055. Annual report on financial intelligence on terrorist assets

(a) Annual report

On an annual basis, the Secretary of the Treasury (acting through the head of the Office of Intelligence Support) shall submit a report to the appropriate congressional committees that fully informs the committees concerning operations against terrorist financial networks. Each such report shall include with respect to the preceding one-year period—

(1) the total number of asset seizures, designations, and other actions against individuals or entities suspected of having engaged in financial support of terrorism;

(2) the total number of physical searches of offices, residences, or financial records of individuals or entities suspected of having engaged in financial support for terrorist activity; and

(3) whether the financial intelligence information seized in these cases has been shared on a full and timely basis with the all departments, agencies, and other entities of the United States Government involved in intelligence activities participating in the Foreign Terrorist Asset Tracking Center.

(b) Immediate notification for emergency designation

In the case of a designation of an individual or entity, or the assets of an individual or entity,
as having been found to have engaged in terrorist activities, the Secretary of the Treasury shall report such designation within 24 hours of such a designation to the appropriate congressional committees.

(c) Submittal date of reports to congressional intelligence committees

In the case of the reports required to be submitted under subsection (a) to the congressional intelligence committees, the submittal dates for such reports shall be as provided in section 3106 of this title.

(d) Appropriate congressional committees defined

In this section, the term ‘appropriate congressional committees’ means the following:

(1) The Permanent Select Committee on Intelligence, the Committee on Appropriations, the Committee on Armed Services, and the Committee on Financial Services of the House of Representatives.

(2) The Select Committee on Intelligence, the Committee on Appropriations, the Committee on Armed Services, and the Committee on Banking, Housing, and Urban Affairs of the Senate.


CODIFICATION

Section was formerly classified to section 404m of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS

Subsec. (a). Pub. L. 111–259, §347(d)(2)(A), (B), in heading, substituted “Annual” for “Semiannuall” and, in introductory provisions, substituted “annual basis” for “semiannuall basis” and “preceding one-year period” for “preceding six-month period”.
Subsec. (a)(2) to (4). Pub. L. 111–259, §347(d)(2)(C), (D), redesignated pars. (3) and (4) as (2) and (3), respectively, and struck out former par. (2) which read as follows: “the total number of applications for asset seizure and designations of individuals or entities suspected of having engaged in financial support of terrorist activities that were granted, modified, or denied;”.
Subsec. (d)(1), (2). Pub. L. 111–259, §347(d)(3), inserted “the Committee on Armed Services,” after “the Committee on Appropriations,”.

§ 3056 National Counterterrorism Center

(a) Establishment of Center

There is within the Office of the Director of National Intelligence a National Counterterrorism Center.

(b) Director of National Counterterrorism Center

(1) There is a Director of the National Counterterrorism Center, who shall be the head of the National Counterterrorism Center, and who shall be appointed by the President, by and with the advice and consent of the Senate.

(2) The Director of the National Counterterrorism Center may not simultaneously serve in any other capacity in the executive branch.

(c) Reporting

(1) The Director of the National Counterterrorism Center shall report to the Director of National Intelligence with respect to matters described in paragraph (2) and the President with respect to matters described in paragraph (3).

(2) The matters described in this paragraph are as follows:

(A) The budget and programs of the National Counterterrorism Center.

(B) The activities of the Directorate of Intelligence of the National Counterterrorism Center under subsection (i).

(C) The conduct of intelligence operations implemented by other elements of the intelligence community; and

(3) The matters described in this paragraph are the planning and progress of joint counterterrorism operations (other than intelligence operations).

(d) Primary missions

The primary missions of the National Counterterrorism Center shall be as follows:

(1) To serve as the primary organization in the United States Government for analyzing and integrating all intelligence possessed or acquired by the United States Government pertaining to terrorism and counterterrorism, excepting intelligence pertaining exclusively to domestic terrorists and domestic counterterrorism.

(2) To conduct strategic operational planning for counterterrorism activities, integrating all instruments of national power, including diplomatic, financial, military, intelligence, homeland security, and law enforcement activities within and among agencies.

(3) To assign roles and responsibilities as part of its strategic operational planning duties to lead Departments or agencies, as appropriate, for counterterrorism activities that are consistent with applicable law and that support counterterrorism strategic operational plans, but shall not direct the execution of any resulting operations.

(4) To ensure that agencies, as appropriate, have access to and receive all-source intelligence support needed to execute their counterterrorism plans or perform independent, alternative analysis.

(5) To ensure that such agencies have access to and receive intelligence needed to accomplish their assigned activities.

(6) To serve as the central and shared knowledge bank on known and suspected terrorists and international terror groups, as well as their goals, strategies, capabilities, and networks of contacts and support.

(e) Domestic counterterrorism intelligence

(1) The Center may, consistent with applicable law, the direction of the President, and the guidelines referred to in section 3024(b) of this title, receive intelligence pertaining exclusively to domestic counterterrorism from any Federal, State, or local government or other source necessary to fulfill its responsibilities and retain and disseminate such intelligence.

(2) Any agency authorized to conduct counterterrorism activities may request information from the Center to assist it in its responsibilities, consistent with applicable law and the
(f) Duties and responsibilities of Director

(1) The Director of the National Counterterrorism Center shall—

(A) serve as the principal adviser to the Director of National Intelligence on intelligence operations relating to counterterrorism;

(B) provide strategic operational plans for the civilian and military counterterrorism efforts of the United States Government and for the effective integration of counterterrorism intelligence and operations across agency boundaries, both inside and outside the United States;

(C) advise the Director of National Intelligence on the extent to which the counterterrorism program recommendations and budget proposals of the departments, agencies, and elements of the United States Government conform to the priorities established by the President;

(D) disseminate terrorism information, including current terrorism threat analysis, to the President, the Vice President, the Secretaries of State, Defense, and Homeland Security, the Attorney General, the Director of the Central Intelligence Agency, and other officials of the executive branch as appropriate, and to the appropriate committees of Congress;

(E) support the Department of Justice and the Department of Homeland Security, and other appropriate agencies, in fulfillment of their responsibilities to disseminate terrorism information, consistent with applicable law, guidelines referred to in section 3024(b) of this title, Executive orders and other Presidential guidance, to State and local government officials, and other entities, and coordinate dissemination of terrorism information to foreign governments as approved by the Director of National Intelligence;

(F) develop a strategy for combining terrorist travel intelligence operations and law enforcement planning and operations into a cohesive effort to intercept terrorists, find terrorist travel facilitators, and constrain terrorist mobility;

(G) have primary responsibility within the United States Government for conducting net assessments of terrorist threats;

(H) consistent with priorities approved by the President, assist the Director of National Intelligence in establishing requirements for the intelligence community for the collection of terrorism information; and

(I) perform such other duties as the Director of National Intelligence may prescribe or are prescribed by law.

(2) Nothing in paragraph (1)(G) shall limit the authority of the departments and agencies of the United States to conduct net assessments.

(g) Limitation

The Director of the National Counterterrorism Center may not direct the execution of counterterrorism operations.

(h) Resolution of disputes

The Director of National Intelligence shall resolve disagreements between the National Counterterrorism Center and the head of a department, agency, or element of the United States Government on designations, assignments, plans, or responsibilities under this section. The head of such a department, agency, or element may appeal the resolution of the disagreement by the Director of National Intelligence to the President.

(i) Directorate of Intelligence

The Director of the National Counterterrorism Center shall establish and maintain within the National Counterterrorism Center a Directorate of Intelligence which shall have primary responsibility within the United States Government for analysis of terrorism and terrorist organizations (except for purely domestic terrorist organizations) from all sources of intelligence, whether collected inside or outside the United States.

(j) Directorate of Strategic Operational Planning

(1) The Director of the National Counterterrorism Center shall establish and maintain within the National Counterterrorism Center a Directorate of Strategic Operational Planning which shall provide strategic operational plans for counterterrorism operations conducted by the United States Government.

(2) Strategic operational planning shall include the mission, objectives to be achieved, tasks to be performed, interagency coordination of operational activities, and the assignment of roles and responsibilities.

(3) The Director of the National Counterterrorism Center shall monitor the implementation of strategic operational plans, and shall obtain information from each element of the intelligence community, and from each other department, agency, or element of the United States Government relevant for monitoring the progress of such entity in implementing such plans.


CODIFICATION

Section was formerly classified to section 404 of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS

2010—Subsec. (c)(2)(B). Pub. L. 111–259 substituted “subsection (i)” for “subsection (h)”.

EFFECTIVE DATE

Section effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1897(a) of pub. l. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.
enforcement into a cohesive effort to intercept terrorists, find terrorist travel facilitators, and constrain terrorist mobility domestically and internationally.

EXECUTIVE ORDER NO. 13354

§ 3057. National Counter Proliferation Center

(a) Establishment

(1) The President shall establish a National Counter Proliferation Center, taking into account all appropriate government tools to prevent and halt the proliferation of weapons of mass destruction, their delivery systems, and related materials and technologies.

(2) The head of the National Counter Proliferation Center shall be the Director of the National Counter Proliferation Center, who shall be appointed by the Director of National Intelligence.

(3) The National Counter Proliferation Center shall be located within the Office of the Director of National Intelligence.

(b) Missions and objectives

In establishing the National Counter Proliferation Center, the President shall address the following missions and objectives to prevent and halt the proliferation of weapons of mass destruction, their delivery systems, and related materials and technologies:

(1) Establishing a primary organization within the United States Government for analyzing and integrating all intelligence possessed or acquired by the United States pertaining to proliferation.

(2) Ensuring that appropriate agencies have full access to and receive all-source intelligence support needed to execute their counter proliferation plans or activities, and perform independent, alternative analyses.

(3) Establishing a central repository on known and suspected proliferation activities, including the goals, strategies, capabilities, networks, and any individuals, groups, or entities engaged in proliferation.

(4) Disseminating proliferation information, including proliferation threats and analyses, to the President, to the appropriate departments and agencies, and to the appropriate committees of Congress.

(5) Conducting net assessments and warnings about the proliferation of weapons of mass destruction, their delivery systems, and related materials and technologies.

(6) Coordinating counter proliferation plans and activities of the various departments and agencies of the United States Government to prevent and halt the proliferation of weapons of mass destruction, their delivery systems, and related materials and technologies.

(7) Conducting strategic operational counter proliferation planning for the United States Government to prevent and halt the proliferation of weapons of mass destruction, their delivery systems, and related materials and technologies.

(c) National security waiver

The President may waive the requirements of this section, and any parts thereof, if the President determines that such requirements do not materially improve the ability of the United States Government to prevent and halt the proliferation of weapons of mass destruction, their delivery systems, and related materials and technologies. Such waiver shall be made in writing to Congress and shall include a description of how the missions and objectives in subsection (b) are being met.

(d) Report to Congress

(1) Not later than nine months after the implementation of this chapter, the President shall submit to Congress, in classified form if necessary, the findings and recommendations of the President’s Commission on Weapons of Mass Destruction established by Executive Order in February 2004, together with the views of the President regarding the establishment of a National Counter Proliferation Center.

(2) If the President decides not to exercise the waiver authority granted by subsection (c), the President shall submit to Congress from time to time updates and plans regarding the establishment of a National Counter Proliferation Center.

(e) Sense of Congress

It is the sense of Congress that a central feature of counter proliferation activities, consistent with the President’s Proliferation Security Initiative, should include the physical interdiction, by air, sea, or land, of weapons of mass destruction, their delivery systems, and related materials and technologies, and enhanced law enforcement activities to identify and disrupt proliferation networks, activities, organizations, and persons.


REFERENCES IN TEXT

This chapter, referred to in subsec. (d)(1), was in the original “this Act”, meaning act July 26, 1947, ch. 343, 61 Stat. 495, known as the National Security Act of 1947, which is classified principally to this chapter. For complete classification of this Act to the Code, see Tables.

The Executive Order in February 2004 establishing the President’s Commission on Weapons of Mass Destruction, referred to in subsec. (d)(1), is Ex. Ord. No. 13328, Feb. 6, 2004, 69 F.R. 6901, which was revoked by Ex. Ord. No. 13385, § 3(a), Sept. 29, 2005, 70 F.R. 57990, and was formerly set out as a note under section 2301 of this title.

CODIFICATION

Section was formerly classified to section 406–1 of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS

2010—Subsec. (a). Pub. L. 111–259 designated existing provisions as par. (1), substituted “The” for “Not later than 18 months after December 17, 2004, the”, and added pars. (2) and (3).

EFFECTIVE DATE

For Determination by President that section take effect on Apr. 21, 2005, see Memorandum of President of
the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Section effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

DELEGATION OF FUNCTIONS

Reporting functions of President under this section assigned to the Director of National Intelligence by section 3 of Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 48633, set out as a note under section 301 of Title 3, The President.

§ 3058. National Intelligence Centers

(a) Authority to establish

The Director of National Intelligence may establish one or more national intelligence centers to address intelligence priorities, including, but not limited to, regional issues.

(b) Resources of directors of centers

(1) The Director of National Intelligence shall ensure that the head of each national intelligence center under subsection (a) has appropriate authority, direction, and control of such center, and of the personnel assigned to such center, to carry out the assigned mission of such center.

(2) The Director of National Intelligence shall ensure that each national intelligence center has appropriate personnel to accomplish effectively the mission of such center.

(c) Information sharing

The Director of National Intelligence shall, to the extent appropriate and practicable, ensure that each national intelligence center under subsection (a) and the other elements of the intelligence community share information in order to facilitate the mission of such center.

(d) Mission of centers

Pursuant to the direction of the Director of National Intelligence, each national intelligence center under subsection (a) may, in the area of intelligence responsibility assigned to such center—

(1) have primary responsibility for providing all-source analysis of intelligence based upon intelligence gathered both domestically and abroad;

(2) have primary responsibility for identifying and proposing to the Director of National Intelligence intelligence collection and analysis and production requirements; and

(3) perform such other duties as the Director of National Intelligence shall specify.

(e) Review and modification of centers

The Director of National Intelligence shall determine on a regular basis whether—

(1) the area of intelligence responsibility assigned to each national intelligence center under subsection (a) continues to meet appropriate intelligence priorities; and

(2) the staffing and management of such center remains appropriate for the accomplishment of the mission of such center.

(f) Termination

The Director of National Intelligence may terminate any national intelligence center under subsection (a).

(g) Separate budget account

The Director of National Intelligence shall, as appropriate, include in the National Intelligence Program budget a separate line item for each national intelligence center under subsection (a).


CODIFICATION

Section was formerly classified to section 4010–2 of this title prior to editorial reclassification and renumbering as this section.

EFFECTIVE DATE

For Determination by President that section take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Section effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

SUBCHAPTER II—MISCELLANEOUS PROVISIONS

§ 3071. National Security Agency voluntary separation

(a) Short title

This section may be cited as the “National Security Agency Voluntary Separation Act”.

(b) Definitions

For purposes of this section—

(1) the term “Director” means the Director of the National Security Agency; and

(2) the term “employee” means an employee of the National Security Agency, serving under an appointment without time limitation, who has been currently employed by the National Security Agency for a continuous period of at least 12 months prior to the effective date of the program established under subsection (c), except that such term does not include—

(A) a reemployed annuitant under subchapter III of chapter 83 or chapter 84 of title 5 or another retirement system for employees of the Government; or

(B) an employee having a disability on the basis of which such employee is or would be eligible for disability retirement under any of the retirement systems referred to in subparagraph (A).

(c) Establishment of program

Notwithstanding any other provision of law, the Director, in his sole discretion, may establish a program under which employees may, after October 1, 2000, be eligible for early retirement, offered separation pay to separate from service voluntarily, or both.

(d) Early retirement

An employee who—

(1) is at least 50 years of age and has completed 20 years of service; or

(2) has at least 25 years of service,

may, pursuant to regulations promulgated under this section, apply and be retired from the Na-
tional Security Agency and receive benefits in accordance with chapter 83 or 84 of title 5 if the employee has not less than 10 years of service with the National Security Agency.

(e) Amount of separation pay and treatment for other purposes

(1) Amount

Separation pay shall be paid in a lump sum and shall be equal to the lesser of—

(A) an amount equal to the amount the employee would be entitled to receive under section 5595(c) of title 5 if the employee were entitled to payment under such section; or

(B) $25,800.

(2) Treatment

Separation pay shall not—

(A) be a basis for payment, and shall not be included in the computation, of any other type of Government benefit; and

(B) be taken into account for the purpose of determining the amount of any severance pay to which an individual may be entitled under section 5595 of title 5 based on any other separation.

(f) Reemployment restrictions

An employee who receives separation pay under such program may not be reemployed by the National Security Agency for the 12-month period beginning on the effective date of the employee’s separation. An employee who receives separation pay under this section on the basis of a separation occurring on or after March 30, 1994, and accepts employment with the Government of the United States within 5 years after the date of the separation on which payment of the separation pay is based shall be required to repay the entire amount of the separation pay to the National Security Agency. If the employment is with an Executive agency (as defined by section 105 of title 5), the Director of the Office of Personnel Management may, at the request of the head of the agency, waive the repayment if the individual involved possesses unique abilities and is the only qualified applicant available for the position. If the employment is with an entity in the legislative branch, the head of the entity or the appointing official may waive the repayment if the individual involved possesses unique abilities and is the only qualified applicant available for the position. If the employment is with a judicial entity or the appointing official may waive the repayment if the individual involved possesses unique abilities and is the only qualified applicant available for the position.

(g) Bar on certain employment

(1) Bar

An employee may not be separated from service under this section unless the employee agrees that the employee will not—

(A) act as agent or attorney for, or otherwise represent, any other person (except the United States) in any formal or informal appearance before, or, with the intent to influence, make any oral or written communication on behalf of any other person (except the United States) to the National Security Agency; or

(B) participate in any manner in the award, modification, or extension of any contract for property or services with the National Security Agency, during the 12-month period beginning on the effective date of the employee’s separation from service.

(2) Penalty

An employee who violates an agreement under this subsection shall be liable to the United States in the amount of the separation pay paid to the employee pursuant to this section multiplied by the proportion of the 12-month period during which the employee was in violation of the agreement.

(h) Limitations

Under this program, early retirement and separation pay may be offered only—

(1) with the prior approval of the Director;

(2) for the period specified by the Director; and

(3) to employees within such occupational groups or geographic locations, or subject to such other similar limitations or conditions, as the Director may require.

(i) Regulations

Before an employee may be eligible for early retirement, separation pay, or both, under this section, the Director shall prescribe such regulations as may be necessary to carry out this section.

(j) Notification of exercise of authority

The Director may not make an offer of early retirement, separation pay, or both, pursuant to this section until 15 days after submitting to the congressional intelligence committees a report describing the occupational groups or geographic locations, or other similar limitations or conditions, required by the Director under subsection (h), and includes the proposed regulations issued pursuant to subsection (i).

(k) Remittance of funds

In addition to any other payment that is required to be made under subchapter III of chapter 83 or chapter 84 of title 5, the National Security Agency shall remit to the Office of Personnel Management for deposit in the Treasury of the United States to the credit of the Civil Service Retirement and Disability Fund, an amount equal to 15 percent of the final basic pay of each employee to whom a voluntary separation payment has been or is to be paid under this section. The remittance required by this subsection shall be in lieu of any remittance required by section 4(a) of the Federal Workforce Restructuring Act of 1994 (5 U.S.C. 8331 note).

(References in Text)

Section 4(a) of the Federal Workforce Restructuring Act of 1994, referred to in subsec. (k), is section 4(a) of
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1 So in original. Probably should be “including”.
Pub. L. 103–226, which is set out as a note under section 8331 of Title 5, Government Organization and Employees.

**Codification**

Section was formerly classified to section 409a of this title prior to editorial reclassification and renumbering as this section.

**Prior Provisions**

A prior section 301 of act July 26, 1947, ch. 343, title III, 61 Stat. 507; Apr. 2, 1949, ch. 47, §2, 63 Stat. 31; Aug. 10, 1949, ch. 412, §10(a), 63 Stat. 585, was classified to sections 171b and 171c–1 of former Title 5, Executive Departments and Government Officers and Employees, prior to repeal by Pub. L. 89–554, §8(a), Sept. 6, 1966, 80 Stat. 532.

**Amendments**

2002—Subsec. (j), Pub. L. 107–306, §811(b), substituted “Notification of exercise of authority” for “Reporting requirements” in subsec. heading and struck out “(1) Notification.—” before “The Director may” and par. (2) which read as follows: “(2) Annual report.—The Director shall submit to the President and the Permanent Select Committee on Intelligence of the House of Representatives and the Select Committee on Intelligence of the Senate an annual report on the effectiveness and costs of carrying out this section.”

Pub. L. 107–306, §353(b)(2)(A), substituted “congressional intelligence committees” for “Permanent Select Committee on Intelligence of the House of Representatives and the Select Committee on Intelligence of the Senate”.

§ 3072a. Authority of Federal Bureau of Investigation to award personal services contracts

(a) **In general**

The Director of the Federal Bureau of Investigation may enter into personal services contracts if the personal services to be provided under such contracts directly support the intelligence or counterintelligence missions of the Federal Bureau of Investigation.

(b) **Inapplicability of certain requirements**

Contracts under subsection (a) shall not be subject to the annuity offset requirements of sections 8344 and 8468 of title 5, the requirements of section 3109 of title 5, or any law or regulation requiring competitive contracting.

(c) **Contract to be appropriate means of securing services**

The Chief Contracting Officer of the Federal Bureau of Investigation shall ensure that each personal services contract entered into by the Director under this section is the appropriate means of securing the services to be provided under such contract.


**Codification**

Section was formerly classified to section 409b–1 of this title prior to editorial reclassification and renumbering as this section.

**Prior Provisions**


§ 3072a. Reports on exercise of authority

(1) Not later than one year after December 13, 2003, and annually thereafter, the Director of the Federal Bureau of Investigation shall submit to the appropriate committees of Congress a report on the exercise of the authority in section 3072 of this title.

(2) Each report under this section shall include, for the one-year period ending on the date of such report, the following:

(A) The number of contracts entered into during the period.

(B) The cost of each such contract.

(C) The length of each such contract.

(D) The types of services to be provided under each such contract.

(E) The availability, if any, of United States Government personnel to perform functions similar to the services to be provided under each such contract.

(F) The efforts of the Federal Bureau of Investigation to fill available personnel vacancies, or request additional personnel positions, in areas relating to the intelligence or counterintelligence mission of the Bureau.

(3) Each report under this section shall be submitted in unclassified form, but may include a classified annex.

(4) In this section—

(A) for purposes of the submittal of the classified annex to any report under this section, the term “appropriate committees of Congress” means—

(i) the Select Committee on Intelligence of the Senate; and

(ii) the Permanent Select Committee on Intelligence of the House of Representatives; and

(B) for purposes of the submittal of the unclassified portion of any report under this section, the term “appropriate committees of Congress” means—

(i) the committees specified in subparagraph (A); and

(ii) the Committees on Appropriations, Governmental Affairs, and the Judiciary of the Senate; and

(iii) the Committees on Appropriations, Government Reform and Oversight, and the Judiciary of the House of Representatives.


**Codification**

Section was formerly classified to section 499b–1 of this title prior to editorial reclassification and renumbering as this section.

Section was enacted as part of the Intelligence Authorization Act for Fiscal Year 2004, and not as part of the National Security Act of 1947 which comprises this chapter.

**Change of Name**

Committee on Government Reform and Oversight of House of Representatives changed to Committee on Government Reform of House of Representatives by
§ 3073. Advisory committees; appointment; compensation of part-time personnel; applicability of other laws

(a) The Director of the Office of Defense Mobilization, the Director of National Intelligence, and the National Security Council, acting through its Executive Secretary, are authorized to appoint such advisory committees and to employ, consistent with other provisions of this chapter, such part-time advisory personnel as they may deem necessary in carrying out their respective functions and the functions of agencies under their control. Persons holding other offices or positions under the United States for which they receive compensation, while serving as members of such committees, shall receive no additional compensation for such service. Retired members of the uniformed services employed by the Director of National Intelligence who hold no other office or position under the United States for which they receive compensation, other than that of part-time advisory personnel so employed may serve without compensation or may receive compensation at a daily rate not to exceed the daily equivalent of the rate of pay in effect for grade GS–18 of the General Schedule established by section 5332 of title 5, as determined by the appointing authority.

(b) Service of an individual as a member of any such advisory committee, or in any other part-time capacity for a department or agency hereunder, shall not be considered as service bringing such individual within the provisions of section 203, 205, or 207 of title 18, unless the act of such individual, which by such section is made unlawful when performed by an individual referred to in such section, is with respect to any particular matter which directly involves a department or agency which such person is advising or in which such department or agency is directly interested.


References in Text

This chapter, referred to in subsec. (a), was in the original ‘‘this Act’’, meaning act July 26, 1947, ch. 433, 61 Stat. 466, known as the National Security Act of 1947, which is classified principally to this chapter. For complete classification of this Act to the Code, see Tables.
unless, in the case of a committee established by the President or an officer of the Federal Government, such committee is renewed by appropriate action prior to the expiration of such 2-year period, or in the case of a committee established by the Congress, its duration is otherwise provided by law. See section 14 of Pub. L. 92–463, Oct. 6, 1972, 86 Stat. 776, set out in the Appendix to Title 5, Government Organization and Employees.

ADVISORY COMMITTEE MEMBERS AND PERSONNEL; PER DIEM COMPENSATION

Act June 24, 1948, ch. 632, 62 Stat. 648, which related to authority of former Chairman of National Security Resources Board to appoint advisory committee members and part-time advisory personnel at rates up to $50 per day, was superseded by section 3073(a) of this title.

REFERENCES IN OTHER LAWS TO GS–16, 17, OR 18 PAY RATES

References in laws to the rates of pay for GS–16, 17, or 18, or to maximum rates of pay under the General Schedule, to be considered references to rates payable under specified sections of Title 5, Government Organization and Employees, see section 529 [title I, § 101(c)(1)] of Pub. L. 101–509, set out in a note under section 5376 of Title 5.

§ 3073a. Reporting of certain employment activities by former intelligence officers and employees

(a) In general

The head of each element of the intelligence community shall issue regulations requiring each employee of such element occupying a covered position to sign a written agreement requiring the regular reporting of covered employment to the head of such element.

(b) Agreement elements

The regulations required under subsection (a) shall provide that an agreement contain provisions requiring each employee occupying a covered position to, during the two-year period beginning on the date on which such employee ceases to occupy such covered position—

(1) report covered employment to the head of the element of the intelligence community that employed such employee in such covered position upon accepting such covered employment; and

(2) annually (or more frequently if the head of such element considers it appropriate) report covered employment to the head of such element.

(c) Definitions

In this section:

(1) Covered employment

The term ‘‘covered employment’’ means direct employment by, representation of, or the provision of advice relating to national security to the government of a foreign country or any person whose activities are directly or indirectly supervised, directed, controlled, financed, or subsidized, in whole or in major part, by any government of a foreign country.

(2) Covered position

The term ‘‘covered position’’ means a position within an element of the intelligence community that, based on the level of access of a person occupying such position to information regarding sensitive intelligence sources or methods or other exceptionally sensitive matters, the head of such element determines should be subject to the requirements of this section.

(3) Government of a foreign country

The term ‘‘government of a foreign country’’ has the meaning given in section 611(e) of title 22.


PRIOR PROVISIONS

A prior section 304 of act July 26, 1947, ch. 343, title III, 61 Stat. 508, was classified to section 171k of former Title 5, Executive Departments and Government Officers and Employees, prior to repeal by Pub. L. 89–554, §§8(a), Sept. 6, 1966, 80 Stat. 632.

REGULATIONS AND CERTIFICATION


‘‘(1) REGULATIONS.—Not later than 90 days after the date of the enactment of this Act [Dec. 19, 2014], the head of each element of the intelligence community shall issue the regulations required under section 304 of the National Security Act of 1947 [50 U.S.C. 3073a], as added by subsection (a) of this section.

‘‘(2) CERTIFICATION.—Not later than 180 days after the date of the enactment of this Act, the Director of National Intelligence shall submit to the congressional intelligence committees—

‘‘(A) a certification that each head of an element of the intelligence community has prescribed the regulations required under section 304 of the National Security Act of 1947, as added by subsection (a) of this section; or

‘‘(B) if the Director is unable to submit the certification described under subparagraph (A), an explanation as to why the Director is unable to submit such certification, including a designation of which heads of an element of the intelligence community have prescribed the regulations required under such section 304 and which have not.’’

[For definitions of terms used in section 305(b) of Pub. L. 113–293, set out above, see section 2 of Pub. L. 113–293, set out as a note under section 3003 of this title.]

§ 3074. Authorization of appropriations

There are authorized to be appropriated such sums as may be necessary and appropriate to carry out the provisions and purposes of this chapter (other than the provisions and purposes of sections 3023, 3025, 3035, 3038 of this title and subchapters III, IV, and V).


REFERENCES IN TEXT

This chapter, referred to in text, was in the original ‘‘this Act’’, meaning act July 26, 1947, ch. 343, 61 Stat. 495, known as the National Security Act of 1947, which is classified principally to this chapter. For complete classification of this Act to the Code, see Tables.

CODIFICATION

Section was formerly classified to section 411 of this title prior to editorial reclassification and renumbering as this section, and to section 171m of Title 5 prior to the general revision and enactment of Title 5, Government Organization and Employees, by Pub. L. 89–554, §1, Sept. 6, 1966, 80 Stat. 378.
§ 3075. Effective date
(a) The first sentence of section 202(a), this section, and sections 3001, 3002, 3074, 3075, and 3076 of this title shall take effect July 26, 1947.
(b) Except as provided in subsection (a), the provisions of this chapter shall take effect on whichever of the following days is the earlier: The day after the day upon which the Secretary of Defense first appointed takes office, or the sixtieth day after July 26, 1947.
(July 26, 1947, ch. 343, title III, § 310, 61 Stat. 509.)

REFERENCES IN TEXT
The first sentence of section 202(a), referred to in subsection (a), means the first sentence of section 202(a) of act July 26, 1947, ch. 343, which was classified to section 171a of former Title 5, Executive Departments and Government Officers and Employees, prior to the enactment of Title 5, Government Organization and Employees, by Pub. L. 89–554, § 1, Sept. 6, 1966, 80 Stat. 378.

This chapter, referred to in subsection (b), was in the original “this Act”, meaning act July 26, 1947, ch. 343, 61 Stat. 485, known as the National Security Act of 1947, which is classified principally to this chapter. For complete classification of this Act to the Code, see Tables.

CODIFICATION
Section was formerly classified as a note under section 401 of this title prior to editorial reclassification as this section.

SUBCHAPTER III—ACCOUNTABILITY FOR INTELLIGENCE ACTIVITIES
§ 3091. General congressional oversight provisions
(a) Reports to congressional committees of intelligence activities and anticipated activities
(1) The President shall ensure that the congressional intelligence committees are kept fully and currently informed of the intelligence activities of the United States, including any significant anticipated intelligence activity as required by this subchapter.
(2) Nothing in this subchapter shall be construed as requiring the approval of the congressional intelligence committees as a condition precedent to the initiation of any significant anticipated intelligence activity.
(b) Reports concerning illegal intelligence activities
The President shall ensure that any illegal intelligence activity is reported promptly to the congressional intelligence committees, as well as any corrective action that has been taken or is planned in connection with such illegal activity.
(c) Procedures for reporting information
The President and the congressional intelligence committees shall each establish such written procedures as may be necessary to carry out the provisions of this subchapter.
(d) Procedures to protect from unauthorized disclosure
The House of Representatives and the Senate shall each establish, by rule or resolution of
such House, procedures to protect from unauthorized disclosure all classified information, and all information relating to intelligence sources and methods, that is furnished to the congressional intelligence committees or to Members of Congress under this subchapter. Such procedures shall be established in consultation with the Director of National Intelligence. In accordance with such procedures, each of the congressional intelligence committees shall promptly call to the attention of its respective House, or to any appropriate committee or committees of its respective House, any matter relating to intelligence activities requiring the attention of such House or such committee or committees.

(e) Construction of authority conferred

Nothing in this chapter shall be construed as authority to withhold information from the congressional intelligence committees on the grounds that providing the information to the congressional intelligence committees would constitute the unauthorized disclosure of classified information or information relating to intelligence sources and methods.

(f) “Intelligence activities” defined

As used in this section, the term “intelligence activities” includes covert actions as defined in section 3093(e) of this title, and includes financial intelligence activities.

(§ 602(a)(2).)

§ 602. Reporting of intelligence activities other than covert actions

(a) In general

To the extent consistent with due regard for the protection from unauthorized disclosure of classified information relating to sensitive intelligence sources and methods or other exceptionally sensitive matters, the Director of National Intelligence and the heads of all departments, agencies, and other entities of the United States Government involved in intelligence activities shall—

(1) keep the congressional intelligence committees fully and currently informed of all intelligence activities, other than a covert action (as defined in section 3093(e) of this title), which are the responsibility of, are engaged in by, or are carried out for or on behalf of, any department, agency, or entity of the United States Government, including any significant anticipated intelligence activity and any significant intelligence failure; and

(2) furnish the congressional intelligence committees any information or material concerning intelligence activities (including the legal basis under which the intelligence activity is being or was conducted), other than covert actions, which is within their custody or control, and which is requested by either of the congressional intelligence committees in order to carry out its authorized responsibilities.

(b) Form and contents of certain reports

Any report relating to a significant anticipated intelligence activity or a significant intelligence failure that is submitted to the congressional intelligence committees for purposes of subsection (a)(1) shall be in writing, and shall contain the following:

(1) A concise statement of any facts pertinent to such report.

(2) An explanation of the significance of the intelligence activity or intelligence failure covered by such report.

(c) Standards and procedures for certain reports

The Director of National Intelligence, in consultation with the heads of the departments, agencies, and entities referred to in subsection (a), shall establish standards and procedures applicable to reports covered by subsection (b).
§ 3093. Presidential approval and reporting of covert actions

(a) Presidential findings

The President may not authorize the conduct of a covert action by departments, agencies, or entities of the United States Government unless the President determines such an action is necessary to support identifiable foreign policy objectives of the United States and is important to the national security of the United States, which determination shall be set forth in a finding that shall meet each of the following conditions:

(1) Each finding shall be in writing, unless immediate action by the United States is required and time does not permit the preparation of a written finding, in which case a written record of the President’s decision shall be contemporaneously made and shall be reduced to a written finding as soon as possible but in no event more than 48 hours after the decision is made.

(2) Except as permitted by paragraph (1), a finding may not authorize or sanction a covert action, or any aspect of any such action, which already has occurred.

(3) Each finding shall specify each department, agency, or entity of the United States Government authorized to fund or otherwise participate in any significant way in such action. Any employee, contractor, or contract agent of a department, agency, or entity of the United States Government other than the Central Intelligence Agency directed to participate in any way in a covert action shall be subject either to the policies and regulations of the Central Intelligence Agency, or to written policies or regulations adopted by such department, agency, or entity, to govern such participation.

(4) Each finding shall specify whether it is contemplated that any third party which is not an element of, or a contractor or contract agent of, the United States Government, or is not otherwise subject to United States Government policies and regulations, will be used to fund or otherwise participate in any significant way in the covert action concerned, or be used to undertake the covert action concerned on behalf of the United States.

(5) A finding may not authorize any action that would violate the Constitution or any statute of the United States.

(b) Reports to congressional intelligence committees; production of information

To the extent consistent with due regard for the protection from unauthorized disclosure of classified information relating to sensitive intelligence sources and methods or other exceptionally sensitive matters, the Director of National Intelligence and the heads of all departments, agencies, and entities of the United States Government involved in a covert action—

(1) shall keep the congressional intelligence committees fully and currently informed of all covert actions which are the responsibility of, are engaged in by, or are carried out for or on behalf of, any department, agency, or entity of the United States Government, including significant failures; and

(2) shall, as soon as practicable after each finding, report to the congressional intelligence committees a written finding that specifies—

(a) the date on which the President makes a finding under paragraph (1) of this subsection;

(b) the legal basis for the finding;

(c) the intelligence activity which will be undertaken;

(d) the persons, facilities, materials, information, or other resources to be used to undertake the covert action concerned;

(e) the purpose of the covert action;

(f) the objectives of the covert action;

(g) the key foreign policymakers or governmental entities to which the covert action is directed;

(h) the assessment of how the covert action will advance the interests of the United States;

(i) the key foreign policymakers or governmental entities that are likely to be affected by the covert action;

(j) the key foreign policymakers or governmental entities which are likely to be aware of the covert action;

(k) the assessment of how the covert action is likely to be perceived by any of the entities described in paragraph (j) of this subsection;

(l) the key foreign policymakers or governmental entities which are likely to be affected as a result of the covert action;

(m) the key foreign policymakers or governmental entities which are likely to be aware of the covert action;

(n) the key foreign policymakers or governmental entities which are likely to be affected as a result of the covert action;

(o) the likelihood of the covert action being detected;

(p) the steps that will be taken to prevent detection of the covert action;

(q) the steps that will be taken to counteract the detection of the covert action;

(r) the national security interest of the United States that is being or was conducted)'' after "concerning intelligence activities".

(2) (a) The terms "congressional intelligence committees" for "intelligence committees'' wherever appearing.

(b) "Central Intelligence'' for "Director of National Intelligence''.

(c) "Central Intelligence Agency'' for "Director of National Intelligence agency of the United States involved in any intelligence activities which may pertain to United States military personnel listed as prisoner, missing, or unaccounted for in military actions shall furnish any information or documents in the possession, custody, or control of the department or agency, or person paid by such department or agency, whenever requested by the Permanent Select Committee on Intelligence of the House of Representatives or the Select Committee on Intelligence of the Senate.

(3) "Access by Committees and Members of Congress.—In accordance with Senate Resolution 400, Ninety-Fourth Congress, and House Resolution 656, Ninety-Fifth Congress, the committees named in subsection (a), as the committees have prescribed to protect the classification of such information, make any information described in subsection (a) available to any other committee or any other Member of Congress and appropriately cleared staff."
(2) shall furnish to the congressional intelligence committees any information or material concerning covert actions (including the legal basis under which the covert action is being or was conducted) which is in the possession, custody, or control of any department, agency, or entity of the United States Government and which is requested by either of the congressional intelligence committees in order to carry out its authorized responsibilities.

(c) Timing of reports; access to finding

(1) The President shall ensure that any finding approved pursuant to subsection (a) shall be reported in writing to the congressional intelligence committees as soon as possible after such approval and before the initiation of the covert action authorized by the finding, except as otherwise provided in paragraph (2) and paragraph (3).

(2) If the President determines that it is essential to limit access to the finding to meet extraordinary circumstances affecting vital interests of the United States, the finding may be reported to the chairmen and ranking minority members of the congressional intelligence committees, the Speaker and minority leader of the House of Representatives, the majority and minority leaders of the Senate, and such other member or members of the congressional leadership as may be included by the President.

(3) Whenever a finding is not reported pursuant to paragraph (1) or (2) of this section, the President shall fully inform the congressional intelligence committees in a timely fashion and shall provide a statement of the reasons for not giving prior notice.

(4) In a case under paragraph (1), (2), or (3), a copy of the finding, signed by the President, shall be provided to the chairman of each congressional intelligence committee.

(5)(A) When access to a finding, or a notification provided under subsection (d)(1), is limited to the Members of Congress specified in paragraph (2), a written statement of the reasons for limiting such access shall also be provided.

(B) Not later than 180 days after a statement of reasons is submitted in accordance with subparagraph (A) or this subparagraph, the President shall ensure that—

(i) all members of the congressional intelligence committees are provided access to the finding or notification; or
(ii) a statement of reasons that it is essential to continue to limit access to such finding or such notification to meet extraordinary circumstances affecting vital interests of the United States is submitted to the Members of Congress specified in paragraph (2).

(d) Changes in previously approved actions

(1) The President shall ensure that the congressional intelligence committees, or, if applicable, the Members of Congress specified in subsection (c)(2), are notified in writing of any significant change in a previously approved covert action, or any significant undertaking pursuant to a previously approved finding, in the same manner as findings are reported pursuant to subsection (c).

(2) In determining whether an activity constitutes a significant undertaking for purposes of paragraph (1), the President shall consider whether the activity—

(A) involves significant risk of loss of life;

(B) requires an expansion of existing authorities, including authorities relating to research, development, or operations;

(C) results in the expenditure of significant funds or other resources;

(D) requires notification under section 3094 of this title;

(E) gives rise to a significant risk of disclosing intelligence sources or methods; or

(F) presents a reasonably foreseeable risk of serious damage to the diplomatic relations of the United States if such activity were disclosed without authorization.

(e) "Covert action" defined

As used in this subchapter, the term "covert action" means an activity or activities of the United States Government to influence political, economic, or military conditions abroad, where it is intended that the role of the United States Government will not be apparent or acknowledged publicly, but does not include—

(1) activities the primary purpose of which is to acquire intelligence, traditional counterintelligence activities, traditional activities to improve or maintain the operational security of United States Government programs, or administrative activities;

(2) traditional diplomatic or military activities or routine support to such activities;

(3) traditional law enforcement activities conducted by United States Government law enforcement agencies or routine support to such activities;

(4) activities to provide routine support to the covert activities (other than activities described in paragraph (1), (2), or (3)) of other United States Government agencies abroad.

(f) Prohibition on covert actions intended to influence United States political processes, etc.

No covert action may be conducted which is intended to influence United States political processes, public opinion, policies, or media.

(g) Notice and general description where access to finding or notification limited; maintenance of records and written statements

(1) In any case where access to a finding reported under subsection (c) or notification provided under subsection (d)(1) is not made available to all members of a congressional intelligence committee in accordance with subsection (c)(2), the President shall notify all members of such committee that such finding or such notification has been provided only to the members specified in subsection (c)(2).

(2) In any case where access to a finding reported under subsection (c) or notification provided under subsection (d)(1) is not made available to all members of a congressional intelligence committee in accordance with subsection (c)(2), the President shall provide to all members of such committee a general description regarding the finding or notification, as applicable, consistent with the reasons for not yet fully informing all members of such committee.
§ 3094. Funding of intelligence activities

(a) Obligations and expenditures for intelligence or intelligence-related activity; prerequisites

Appropriated funds available to an intelligence agency may be obligated or expended for an intelligence or intelligence-related activity only if—

(1) those funds were specifically authorized by the Congress for use for such activities; or

(2) in the case of funds from the Reserve for Contingencies of the Central Intelligence Agency and consistent with the provisions of section 3093 of this title concerning any significant anticipated intelligence activity, the Director of the Central Intelligence Agency has notified the appropriate congressional committees of the intent to make such funds available for such activity; or

(3) in the case of funds specifically authorized by the Congress for a different activity—

(A) the activity to be funded is a higher priority intelligence or intelligence-related activity;

(B) the use of such funds for such activity supports an emergent need, improves program effectiveness, or increases efficiency; and

(C) the Director of National Intelligence, the Secretary of Defense, or the Attorney General, as appropriate, has notified the appropriate congressional committees of the intent to make such funds available for such activity;

(4) nothing in this subsection prohibits obligation or expenditure of funds available to an intelligence agency in accordance with sections 1535 and 1536 of title 31.

(b) Activities denied funding by Congress

Funds available to an intelligence agency may not be made available for any intelligence or intelligence-related activity for which funds were denied by the Congress.

(c) Presidential finding required for expenditure of funds on covert action

No funds appropriated for, or otherwise available to, any department, agency, or entity of the United States Government may be expended, or may be directed to be expended, for any covert action, as defined in section 3093(c) of this title, unless and until a Presidential finding required by subsection (a) of section 3093 of this title has been signed or otherwise issued in accordance with that subsection.

(d) Report to congressional committees required for expenditure of nonappropriated funds for intelligence activity

(1) Except as otherwise specifically provided by law, funds available to an intelligence agency that are not appropriated funds may be obligated or expended for an intelligence or intel-
ligence-related activity only if those funds are used for activities reported to the appropriate congressional committees pursuant to procedures which identify—

(A) the types of activities for which nonappropriated funds may be expended; and

(B) the circumstances under which an activity must be reported as a significant anticipated intelligence activity before such funds can be expended.

(2) Procedures for purposes of paragraph (1) shall be jointly agreed upon by the congressional intelligence committees and, as appropriate, the Director of National Intelligence or the Secretary of Defense.

(e) Definitions

As used in this section—

(1) the term “intelligence agency” means any department, agency, or other entity of the United States involved in intelligence or intelligence-related activities;

(2) the term “appropriate congressional committees” means the Permanent Select Committee on Intelligence and the Committee on Appropriations of the House of Representatives and the Select Committee on Intelligence and the Committee on Appropriations of the Senate; and

(3) the term “specifically authorized by the Congress” means that—

(A) the activity and the amount of funds proposed to be used for that activity were identified in a formal budget request to the Congress, but funds shall be deemed to be specifically authorized for that activity only to the extent that the Congress both authorized the funds to be appropriated for that activity and appropriated the funds for that activity; or

(B) although the funds were not formally requested, the Congress both specifically authorized the appropriation of the funds for the activity and appropriated the funds for the activity.


CODIFICATION

Section was formerly classified to section 414 of this title prior to editorial reclassification and renumbering as this section. Some section numbers of this title reference amendment notes below reflecting the classification of such sections prior to their editorial reclassification.

AMENDMENTS

2010—Subsec. (a)(3)(B). Pub. L. 111–259 amended subpar. (B) generally. Prior to amendment, subpar. (B) read as follows: “the need for funds for such activity is based on unforeseen requirements; and”.


1991—Subsec. (a)(2). Pub. L. 102–88, §602(c)(1), substituted “section 413b” for “section 413”.

Subsecs. (c) to (e). Pub. L. 102–88, §603, added subsecs. (c) and (d) and redesignated former subsec. (c) as (e).

EFFECTIVE DATE OF 2004 AMENDMENT

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 29225, set out as a note under section 3001 of this title.

Amendment by Pub. L. 108–458 effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

SENSE OF CONGRESS REGARDING DISCLOSURE OF ANNUAL INTELLIGENCE BUDGET


ENHANCED SECURITY COUNTERMEASURES CAPABILITIES: APPLICATION OF SECTION


§ 3095. Notice to Congress of certain transfers of defense articles and defense services

(a)(1) The transfer of a defense article or defense service, or the anticipated transfer in any fiscal year of any aggregation of defense articles or defense services, exceeding $1,000,000 in value by an intelligence agency to a recipient outside that agency shall be considered a significant anticipated intelligence activity for the purpose of this subchapter.

(2) Paragraph (1) does not apply if—

(A) the transfer is being made to a department, agency, or other entity of the United States (so long as there will not be a subsequent retransfer of the defense articles or defense services outside the United States Government in conjunction with an intelligence or intelligence-related activity); or

(B) the transfer—

(i) is being made pursuant to authorities contained in part II of the Foreign Assistance Act of 1961 [22 U.S.C. 2301 et seq.], the Arms Export Control Act [22 U.S.C. 2751 et seq.], title 10 (including a law enacted pursuant to section 7307(a) of that title), or chap-
An intelligence agency may not transfer any defense articles or defense services outside the agency in conjunction with any intelligence or intelligence-related activity for which funds were denied by the Congress.

(b) As used in this section—

(1) the term "intelligence agency" means any department, agency, or other entity of the United States involved in intelligence or intelligence-related activities;

(2) the terms "defense articles" and "defense services" mean the items on the United States Munitions List pursuant to section 38 of the Arms Export Control Act (22 U.S.C. 2778) (22 CFR part 121);

(3) the term "transfer" means—

(A) in the case of defense articles, the transfer of possession of those articles; and

(B) in the case of defense services, the provision of those services;

(4) the term "value" means—

(A) in the case of defense articles, the greater of—

(i) the original acquisition cost to the United States Government, plus the cost of improvements or other modifications made by or on behalf of the Government; or

(ii) the replacement cost; and

(B) in the case of defense services, the full cost to the Government of providing the services.

References in Text


Effective Date of 2004 Amendment

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.
§ 3097. Budget treatment of costs of acquisition of major systems by the intelligence community

(a) Independent cost estimates

(1) The Director of National Intelligence shall, in consultation with the head of each element of the intelligence community concerned, prepare an independent cost estimate of the full lifecycle cost of development, procurement, and operation of each major system to be acquired by the intelligence community.

(2) (A) Each independent cost estimate for a major system shall, to the maximum extent practicable, specify the amount required to be appropriated and obligated to develop, procure, and operate the major system in each fiscal year of the proposed period of development, procurement, and operation of the major system.

(B) For major system acquisitions requiring a service or capability from another acquisition or program to deliver the end-to-end functionality for the intelligence community end users, independent cost estimates shall include, to the maximum extent practicable, all estimated costs across all pertinent elements of the intelligence community. For collection programs, such cost estimates shall include the cost of new analyst training, new hardware and software for data exploitation and analysis, and any unique or additional costs for data processing, storing, and power, space, and cooling across the life cycle of the program. If such costs for processing, exploitation, dissemination, and storage are scheduled to be executed in other elements of the intelligence community, the independent cost estimate shall identify and annotate such costs for such other elements accordingly.

(C) In the case of a program of the intelligence community that qualifies as a major system, an independent cost estimate shall be prepared before the submission to Congress of the budget of the President for the first fiscal year in which appropriated funds are anticipated to be obligated for the development or procurement of such major system.

(D) In the case of a program of the intelligence community for which an independent cost estimate was not previously required to be prepared under this section, including a program for which development or procurement commenced before December 13, 2003, if the aggregate future costs of development or procurement (or any combination of such activities) of the program will exceed $500,000,000 (in current fiscal year dollars), the program shall qualify as a major system for purposes of this section, and an independent cost estimate for such major system shall be prepared before the submission to Congress of the budget of the President for the first fiscal year thereafter in which appropriated funds are anticipated to be obligated for such major system.

(4) The independent cost estimate for a major system shall be updated upon—

(A) the completion of any preliminary design review associated with the major system;

(B) any significant modification to the anticipated design of the major system; or

(C) any change in circumstances that renders the current independent cost estimate for the major system inaccurate.

(5) Any update of an independent cost estimate for a major system under paragraph (4) shall meet all requirements for independent cost estimates under this section, and shall be treated as the most current independent cost estimate for the major system until further updated under that paragraph.

(b) Preparation of independent cost estimates

(1) The Director shall establish within the Office of the Director of National Intelligence for Community Management an office which shall be responsible for preparing independent cost estimates, and any updates thereof, under subsection (a), unless a designation is made under paragraph (2).

(2) In the case of the acquisition of a major system for an element of the intelligence community within the Department of Defense, the Director and the Secretary of Defense shall provide that the independent cost estimate, and any updates thereof, under subsection (a) be prepared by an entity jointly designated by the Director and the Secretary in accordance with section 2694(b)(1)(A) of title 10.

(c) Utilization in budgets of President

(1) If the budget of the President requests appropriations for any fiscal year for the development or procurement of a major system by the intelligence community, the President shall, subject to paragraph (2), request in such budget an amount of appropriations for the development or procurement, as the case may be, of the major system that is equivalent to the amount of appropriations identified in the most current independent cost estimate for the major system for obligation for each fiscal year for which appropriations are requested for the major system in such budget.

(2) If the amount of appropriations requested in the budget of the President for the development or procurement of a major system is less than the amount of appropriations identified in the most current independent cost estimate for the major system for obligation for each fiscal year for which appropriations are requested for the major system in such budget, the President shall include in the budget justification materials submitted to Congress in support of such budget—

(A) an explanation for the difference between the amount of appropriations requested and the amount of appropriations identified in the most current independent cost estimate;

(B) a description of the importance of the major system to the national security;

(C) an assessment of the consequences for the funding of all programs of the National Intelligence Program in future fiscal years if the most current independent cost estimate for the major system is accurate and additional appropriations are required in future fiscal years to ensure the continued development or procurement of the major system, including the consequences of such funding shortfalls on the major system and all other programs of the National Intelligence Program; and

(D) such other information on the funding of the major system as the President considers appropriate.

1 See References in Text note below.
(d) Inclusion of estimates in budget justification materials

The budget justification materials submitted to Congress in support of the budget of the President shall include the most current independent cost estimate under this section for each major system for which appropriations are requested in such budget for any fiscal year.

(e) Definitions

In this section:
(1) The term “budget of the President” means the budget of the President for a fiscal year as submitted to Congress under section 1105(a) of title 31.
(2)(A) The term “independent cost estimate” means a pragmatic and neutral analysis, assessment, and quantification of all costs and risks associated with the development, acquisition, procurement, operation, and sustainment of a major system across its proposed life cycle, which shall be based on programmatic and technical specifications provided by the office within the element of the intelligence community with primary responsibility for the development, procurement, or operation of the major system.
(B) In accordance with subsection (a)(2)(B), each independent cost estimate shall include all costs required across elements of the intelligence community to develop, acquire, procure, operate, and sustain the system to provide the end-to-end intelligence functionality of the system, including—
(i) for collection programs, the cost of new analyst training, new hardware and software for data exploitation and analysis, and any unique or additional costs for data processing, storing, and power, space, and cooling across the life cycle of the program; and
(ii) costs for processing, exploitation, dissemination, and storage scheduled to be executed in other elements of the intelligence community.
(3) The term “major system” means any significant program of an element of the intelligence community with projected total development and procurement costs exceeding $500,000,000 (based on fiscal year 2010 constant dollars), which costs shall include all end-to-end program costs, including costs associated with the development and procurement of the program and any other costs associated with the development and procurement of systems required to support or utilize the program.

REFERENCES IN TEXT


CODIFICATION

Section was formerly classified to section 415a–1 of this title prior to editorial reclassification and renumbering as this section.
“(4) Independent cost estimates, prepared by independent offices, have historically represented a more accurate projection of the costs of acquisition of major systems.

“(5) Recognizing the benefits associated with independent cost estimates for the acquisition of major systems, the Secretary of Defense has built upon the statutory requirement in [former] section 2434 of title 10, United States Code, to develop and consider independent cost estimates for the acquisition of such systems by mandating the use of such estimates in budget requests of the Department of Defense.

“(6) The mandatory use throughout the intelligence community of independent cost estimates for the acquisition of major systems will assist the President and Congress in the development and funding of budgets which more accurately reflect the requirements and priorities of the United States Government for intelligence and intelligence-related activities.”

LIMITATIONS ON MAJOR SYSTEM PROCUREMENT, ACQUISITION, AND DEVELOPMENT


“(1)(A) For each major system for which funds have been authorized for a fiscal year before fiscal year 2005, or for which funds are sought in the budget of the President for fiscal year 2005, as submitted to Congress pursuant to section 1105(a) of title 31, United States Code, and for which no independent cost estimate has been provided to Congress, no contract, no option to contract, for the procurement or acquisition of such major system may be entered into, or option to contract be exercised, before the date of the enactment of an Act to authorize appropriations for fiscal year 2005 for intelligence and intelligence-related activities of the United States Government.

“(B) Subparagraph (A) shall not affect any contract for procurement or acquisition that was entered into before the date of the enactment of this Act [Dec. 13, 2003].

“(2) Commencing as of the date of the submittal to Congress of the budget of the President for fiscal year 2006 pursuant to section 1105(a) of title 31, United States Code, and for which no independent cost estimate has been provided to Congress, no contract, no option to contract, for the procurement or acquisition of such major system may be entered into, or option to contract be exercised, before the date of the enactment of an Act to authorize appropriations for fiscal year 2006 for intelligence and intelligence-related activities of the United States Government.

“(B) Subparagraph (A) shall not affect any contract for procurement or acquisition that was entered into before the date of the enactment of this Act [Dec. 13, 2003].

§3098. Annual personnel level assessments for the intelligence community

(a) Requirement to provide

The Director of National Intelligence shall, in consultation with the head of each element of the intelligence community, prepare an annual personnel level assessment for each element that assesses the personnel levels for such element for the fiscal year following the fiscal year in which the assessment is submitted.

(b) Schedule

Each assessment required by subsection (a) shall be submitted to the congressional intelligence committees each year at the time that the President submits to Congress the budget for a fiscal year pursuant to section 1105 of title 31.

(c) Contents

Each assessment required by subsection (a) submitted during a fiscal year shall contain the following information for the element of the intelligence community concerned:

(1) The budget submission for personnel costs for the upcoming fiscal year.

(2) The dollar and percentage increase or decrease of such costs as compared to the personnel costs of the current fiscal year.

(3) The dollar and percentage increase or decrease of such costs as compared to the personnel costs during the prior 5 fiscal years.

(4) The numerical and percentage increase or decrease of such costs as compared to the best estimate of the costs of core contract personnel of the current fiscal year.

(5) The numerical and percentage increase or decrease of the number referred to in paragraph (4) as compared to the number of full-time equivalent positions of the current fiscal year.

(6) The numerical and percentage increase or decrease of the number referred to in paragraph (4) as compared to the number of full-time equivalent positions of the current fiscal year.

(7) The best estimate of the number and costs of core contract personnel to be funded by the element for the upcoming fiscal year.

(8) The numerical and percentage increase or decrease of such costs of core contract personnel as compared to the best estimate of the costs of core contract personnel of the current fiscal year.

(9) The numerical and percentage increase or decrease of such number and such costs of core contract personnel as compared to the number and cost of core contract personnel during the prior 5 fiscal years.

(10) A justification for the requested personnel and core contract personnel levels.

(11) The best estimate of the number of intelligence collectors and analysts contracted by each element of the intelligence community.

(12) The best estimate of the number of intelligence collectors and analysts contracted by each element of the intelligence community and a description of the functions performed by such contractors.

(13) A statement by the Director of National Intelligence that, based on current and projected funding, the element concerned will have sufficient—

(A) internal infrastructure to support the requested personnel and core contract personnel levels;

(B) training resources to support the requested personnel levels; and

(C) funding to support the administrative and operational activities of the requested personnel levels.

(4) The number of full-time equivalent positions that is the basis for which personnel funds are requested for the upcoming fiscal year.

(5) The numerical and percentage increase or decrease of the number referred to in paragraph (4) as compared to the number of full-time equivalent positions of the current fiscal year.

(6) The numerical and percentage increase or decrease of the number referred to in paragraph (4) as compared to the number of full-time equivalent positions of the current fiscal year.

(7) The best estimate of the number and costs of core contract personnel to be funded by the element for the upcoming fiscal year.

(8) The numerical and percentage increase or decrease of such costs of core contract personnel as compared to the best estimate of the costs of core contract personnel of the current fiscal year.

(9) The numerical and percentage increase or decrease of such number and such costs of core contract personnel as compared to the number and cost of core contract personnel during the prior 5 fiscal years.

(10) A justification for the requested personnel and core contract personnel levels.

(11) The best estimate of the number of intelligence collectors and analysts contracted by each element of the intelligence community.

(12) The best estimate of the number of intelligence collectors and analysts contracted by each element of the intelligence community and a description of the functions performed by such contractors.

(13) A statement by the Director of National Intelligence that, based on current and projected funding, the element concerned will have sufficient—

(A) internal infrastructure to support the requested personnel and core contract personnel levels;

(B) training resources to support the requested personnel levels; and

(C) funding to support the administrative and operational activities of the requested personnel levels.


CODIFICATION
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AMENDMENTS

2014—Subsec. (c)(11). Pub. L. 113–293, §327(1), struck out “or contracted” after “employed”.
Sued under subsection (a) and any amendment to such National Security Act of 1947 (50 U.S.C. 401 [now 50 directive shall be consistent with the provisions of the Stat. 2917, provided that:

“(a) Initial vulnerability assessments

The President shall issue a directive containing a written policy for the timely notification to the congressional intelligence committees of the identities of individuals occupying senior level positions within the intelligence community.

“(b) Senior Level Position. In identifying positions that are senior level positions in the intelligence community for purposes of the directive required under sub -section (a), the Director of National Intelligence shall consider whether a position—

“(1) constitutes the head of an entity or a significant component within an agency;

“(2) is involved in the management or oversight of matters of significant import to the leadership of an entity of the intelligence community;

“(3) provides significant responsibility on behalf of the intelligence community;

“(4) requires the management of a significant number of personnel or funds;

“(5) requires responsibility management or oversight of sensitive intelligence activities; and

“(6) is held by an individual designated as a senior intelligence management official as such term is defined in section 309(a)(6) of the Intelligence Authorization Act for Fiscal Year 2010 (Public Law 111-259; 50 U.S.C. 4091 (now 50 U.S.C. 301) note).

(c) Notification. The Director shall ensure that each notification under the directive issued under subsection (a) includes each of the following:

“(1) The name of the individual occupying the position,

“(2) Any previous senior level position held by the individual, if applicable, or the position held by the individual immediately prior to the appointment,

“(3) The position to be occupied by the individual,

“(4) Any other information the Director determines appropriate.

(d) Relationship to other laws. The directive issued under subsection (a) and any amendment to such directive shall be consistent with the provisions of the National Security Act of 1947 (50 U.S.C. 401 [now 50 U.S.C. 301]) et seq.

“(e) Submission. Not later than 90 days after the date of the enactment of this Act [Dec. 18, 2015], the Director shall submit to the congressional intelligence committees the directive issued under subsection (a).

For definitions of “congressional intelligence committees” and “intelligence community” as used in section 309 of div. M of Pub. L. 114-113, set out as a note under section 3001 of this title.

Implementation

Pub. L. 114-113, div. M, title III, § 305(b), Oct. 7, 2015, 129 Stat. 2661, provided that: “The first assessment required to be submitted under section 500(b)(2) of the National Security Act of 1947 (50 U.S.C. 3006(b)), as added by subsection (a), shall be submitted to the congressional intelligence committees at the time that the President submits to Congress the budget for fiscal year 2016 pursuant to section 1105 of title 31, United States Code.”

For definition of “congressional intelligence committees” as used in section 305(b) of Pub. L. 111-259, set out above, see section 2 of Pub. L. 111-259, set out as a note under section 3003 of this title.

§ 3099. Vulnerability assessments of major systems

(a) Initial vulnerability assessments

(1)(A) Except as provided in subparagraph (B), the Director of National Intelligence shall con-
duct and submit to the congressional intelligence committees an initial vulnerability assessment for each major system and its significant items of supply—

(i) except as provided in clause (ii), prior to the completion of Milestone B or an equivalent acquisition decision for the major system; or

(ii) prior to the date that is 1 year after October 7, 2010, in the case of a major system for which Milestone B or an equivalent acquisition decision—

(I) was completed prior to such date; or

(II) is completed on a date during the 180-day period following such date.

(B) The Director may submit to the congressional intelligence committees an initial vulnerability assessment required by clause (ii) of subparagraph (A) not later than 180 days after the date such assessment is required to be submitted under such clause if the Director determines the congressional intelligence committees of the extension of the submission date under this subparagraph and provides a justification for such extension.

(C) The initial vulnerability assessment of a major system and its significant items of supply shall include use of an analysis-based approach to—

(i) identify vulnerabilities;

(ii) define exploitation potential;

(iii) examine the system’s potential effectiveness;

(iv) determine overall vulnerability; and

(v) make recommendations for risk reduction.

(2) If an initial vulnerability assessment for a major system is not submitted to the congressional intelligence committees as required by paragraph (1), funds appropriated for the acquisition of the major system may not be obligated for a major contract related to the major system. Such prohibition on the obligation of funds for the acquisition of the major system shall cease to apply on the date on which the congressional intelligence committees receive the initial vulnerability assessment.

(b) Subsequent vulnerability assessments

(1) The Director of National Intelligence shall, periodically throughout the procurement of a major system or if the Director determines that a change in circumstances warrants the issuance of a subsequent vulnerability assessment, conduct a subsequent vulnerability assessment of each major system and its significant items of supply within the National Intelligence Program.

(2) Upon the request of a congressional intelligence committee, the Director of National Intelligence may, if appropriate, recertify the previous vulnerability assessment or may conduct a subsequent vulnerability assessment of a particular major system and its significant items of supply within the National Intelligence Program.

(3) Any subsequent vulnerability assessment of a major system and its significant items of supply shall include use of an analysis-based approach and, if applicable, a testing-based ap-
proach, to monitor the exploitation potential of such system and reexamine the factors described in clauses (i) through (v) of subsection (a)(1)(C).

(c) Major system management

The Director of National Intelligence shall give due consideration to the vulnerability assessments prepared for a given major system when developing and determining the National Intelligence Program budget.

(d) Congressional oversight

(1) The Director of National Intelligence shall provide to the congressional intelligence committees a copy of each vulnerability assessment conducted under subsection (a) or (b) not later than 10 days after the date of the completion of such assessment.

(2) The Director of National Intelligence shall provide the congressional intelligence committees with a proposed schedule for subsequent periodic vulnerability assessments of a major system under subsection (b)(1) when providing such committees with the initial vulnerability assessment under subsection (a) of such system as required by paragraph (1).

(e) Definitions

In this section:

(1) The term “item of supply” has the meaning given that term in section 4(10)\(^1\) of the Office of Federal Procurement Policy Act (41 U.S.C. 403(10)).

(2) The term “major contract” means each of the 6 largest prime, associate, or Government-furnished equipment contracts under a major system that is in excess of $40,000,000 and that is not a firm, fixed price contract.

(3) The term “major system” has the meaning given that term in section 3097(e) of this title.

(4) The term “Milestone B” means a decision to enter into major system development and demonstration pursuant to guidance prescribed by the Director of National Intelligence.

(5) The term “vulnerability assessment” means the process of identifying and quantifying vulnerabilities in a major system and its significant items of supply.


REFERENCES IN TEXT

Section 4(10) of the Office of Federal Procurement Policy Act, referred to in subsec. (e)(1), which was classified to section 403(10) of former Title 41, Public Contracts, was repealed and reenacted as sections 108 and 115 of Title 41, Public Contracts, by Pub. L. 111–350, §§ 3, 7(b), Jan. 4, 2011, 124 Stat. 3677, 3855.
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§ 3100. Intelligence community business system transformation

(a) Limitation on obligation of funds

(1) Subject to paragraph (3), no funds appropriated to any element of the intelligence community may be obligated for an intelligence community business system transformation that will have a total cost in excess of $3,000,000 unless—

(A) the Director of the Office of Business Transformation of the Office of the Director of National Intelligence makes a certification described in paragraph (2) with respect to such intelligence community business system transformation; and

(B) such certification is approved by the board established under subsection (f).

(2) The certification described in this paragraph for an intelligence community business system transformation is a certification made by the Director of the Office of Business Transformation of the Office of the Director of National Intelligence that the intelligence community business system transformation—

(A) complies with the enterprise architecture under subsection (b) and such other policies and standards that the Director of National Intelligence considers appropriate; or

(B) is necessary—

(i) to achieve a critical national security capability or address a critical requirement; or

(ii) to prevent a significant adverse effect on a project that is needed to achieve an essential capability, taking into consideration any alternative solutions for preventing such adverse effect.

(3) With respect to a fiscal year after fiscal year 2010, the amount referred to in paragraph (1) in the matter preceding subparagraph (A) shall be equal to the sum of—

(A) the amount in effect under such paragraph (1) for the preceding fiscal year (determined after application of this paragraph), plus

(B) such amount multiplied by the annual percentage increase in the consumer price index (all items; U.S. city average) as of September of the previous fiscal year.

(b) Enterprise architecture for intelligence community business systems

(1) The Director of National Intelligence shall, acting through the board established under subsection (f), develop and implement an enterprise architecture to cover all intelligence community business systems, and the functions and activities supported by such business systems. The enterprise architecture shall be sufficiently defined to effectively guide, constrain, and permit implementation of interoperable intelligence community business system solutions, consistent with applicable policies and procedures established by the Director of the Office of Management and Budget.

(2) The enterprise architecture under paragraph (1) shall include the following:

(A) An information infrastructure that will enable the intelligence community to—

(i) comply with all Federal accounting, financial management, and reporting requirements;

(ii) routinely produce timely, accurate, and reliable financial information for management purposes;

\(^1\) See References in Text note below.
§ 3100

(c) Responsibilities for intelligence community business system transformation

The Director of National Intelligence shall be responsible for the entire life cycle of an intelligence community business system transformation, including review, approval, and oversight of the planning, design, acquisition, deployment, operation, and maintenance of the business system transformation.

(d) Intelligence community business system investment review

(1) The Director of the Office of Business Transformation of the Office of the Director of National Intelligence shall establish and implement, not later than 60 days after October 7, 2010, an investment review process for the intelligence community business systems for which the Director of the Office of Business Transformation is responsible.

(2) The investment review process under paragraph (1) shall—

(A) meet the requirements of section 11312 of title 40; and

(B) specifically set forth the responsibilities of the Director of the Office of Business Transformation under such review process.

(3) The investment review process under paragraph (1) shall include the following elements:

(A) Review and approval by an investment review board (consisting of appropriate representatives of the intelligence community) of each intelligence community business system as an investment before the obligation of funds for such system.

(B) Periodic review, but not less often than annually, of every intelligence community business system investment.

(C) Thresholds for levels of review to ensure appropriate review of intelligence community business system investments depending on the scope, complexity, and cost of the system involved.

(D) Procedures for making certifications in accordance with the requirements of subsection (a)(2).


(f) Intelligence community business system transformation governance board

(1) The Director of National Intelligence shall establish a board within the intelligence community business system transformation governance structure (in this subsection referred to as the “Board”).

(2) The Board shall—

(A) recommend to the Director policies and procedures necessary to effectively integrate all business activities and any transformation, reform, reorganization, or process improvement initiatives undertaken within the intelligence community;

(B) review and approve any major update of—

(i) the enterprise architecture developed under subsection (b); and

(ii) any plans for an intelligence community business systems modernization;

(C) manage cross-domain integration consistent with such enterprise architecture;

(D) coordinate initiatives for intelligence community business system transformation to maximize benefits and minimize costs for the intelligence community, and periodically report to the Director on the status of efforts to carry out an intelligence community business system transformation;

(E) ensure that funds are obligated for intelligence community business system transformation in a manner consistent with subsection (a); and

(F) carry out such other duties as the Director shall specify.

(g) Relation to annual registration requirements

Nothing in this section shall be construed to alter the requirements of section 8083 of the Department of Defense Appropriations Act, 2005 (Public Law 108–287; 118 Stat. 989), with regard to information technology systems (as defined in subsection (d) of such section).

(h) Relationship to defense business enterprise architecture

Nothing in this section shall be construed to exempt funds authorized to be appropriated to the Department of Defense from the requirements of section 2222 of title 10 to the extent that such requirements are otherwise applicable.

(i) Relation to Clinger-Cohen Act

(1) Executive agency responsibilities in chapter 113 of title 40 for any intelligence community business system transformation shall be exercised jointly by—

(A) the Director of National Intelligence and the Chief Information Officer of the Intelligence Community; and

(B) the head of the executive agency that contains the element of the intelligence community involved and the chief information officer of that executive agency.

(2) The Director of National Intelligence and the head of the executive agency referred to in paragraph (1)(B) shall enter into a Memorandum of Understanding to carry out the requirements of this section in a manner that best meets the needs of the intelligence community and the executive agency.

(j) Reports

Not later than March 31 of each of the years 2011 through 2014, the Director of National Intelligence shall submit to the congressional intelligence committees a report on the compliance of the intelligence community with the requirements of this section. Each such report shall—

(1) describe actions taken and proposed for meeting the requirements of subsection (a), including—
(A) specific milestones and actual performance against specified performance measures, and any revision of such milestones and performance measures; and

(b) specific actions on the intelligence community business system transformations submitted for certification under such subsection;

(2) identify the number of intelligence community business system transformations that received a certification described in subsection (a)(2); and

(3) describe specific improvements in business operations and cost savings resulting from successful intelligence community business systems transformation efforts.

(k) Definitions

In this section:

(1) The term “enterprise architecture” has the meaning given that term in section 3603(4) of title 44.

(2) The terms “information system” and “information technology” have the meanings given those terms in section 11101 of title 40.

(3) The term “intelligence community business system” means an information system, including a national security system, that is operated by, for, or on behalf of an element of the intelligence community, including a financial system, mixed system, financial data feeder system, and the business infrastructure capabilities shared by the systems of the business enterprise architecture, including people, process, and technology, that build upon the core infrastructure used to support business activities, such as acquisition, financial management, logistics, strategic planning and budgeting, installations and environment, and human resource management.

(4) The term “intelligence community business system transformation” means—

(A) the acquisition or development of a new intelligence community business system; or

(B) any significant modification or enhancement of an existing intelligence community business system (other than necessary to maintain current services).

(5) The term “national security system” has the meaning given that term in section 3542 of title 44.

(6) The term “Office of Business Transformation of the Office of the Director of National Intelligence” includes any successor office that assumes the functions of the Office of Business Transformation of the Office of the Director of National Intelligence as carried out by the Office of Business Transformation on October 7, 2010.


(1) certain duties.—Not later than 60 days after the date of the enactment of this Act (Oct. 7, 2010), the Director of National Intelligence shall designate a chair and other members to serve on the board established under subsection (f) of such section 506D of the National Security Act of 1947 (50 U.S.C. 3100(f)) (as added by subsection (a)).

(2) Enterprise architecture.—

(A) Schedule for development.—The Director shall develop the enterprise architecture required by subsection (b) of such section 506D (50 U.S.C. 3100(b)) (as so added), including the initial Business Enterprise Architecture for business transformation, not later than 60 days after the enactment of this Act.

(B) Requirement for implementation plan.—In developing such an enterprise architecture, the Director shall develop an implementation plan for such enterprise architecture that includes the following:

(i) An acquisition strategy for new systems that are expected to be needed to complete such enterprise architecture, including specific time-phased milestones, performance metrics, and a statement of the financial and nonfinancial resource needs.

(ii) An identification of the intelligence community business systems in operation or planned as of the date that is 60 days after the enactment of this Act that will not be a part of such enterprise architecture, together with the schedule for the phased termination of the utilization of any such systems.

(iii) An identification of the intelligence community business systems in operation or planned as of such date, that will be a part of such enterprise architecture, together with a strategy for modifying such systems to ensure that such systems comply with such enterprise architecture.

(C) Submission of acquisition strategy.—Based on the results of an enterprise process management review and the availability of funds, the Director shall submit the acquisition strategy described in subparagraph (B)(i) to the congressional intelligence committees not later than March 31, 2011. [For definitions of terms used in section 322(b) of Pub. L. 111–259, set out above, see section 2 of Pub. L. 111–259, set out as a note under section 3003 of this title.]

§ 3101. Reports on the acquisition of major systems

(a) Definitions

In this section:

(1) The term “cost estimate”—


Amendments


2013—Subsec. (e). Pub. L. 112–277 struck out subsec. (e) which required inclusion of certain budget information in the budget materials submitted to Congress for each fiscal year after fiscal year 2011.

Implementation


(1) Certain duties.—Not later than 60 days after the date of the enactment of this Act (Oct. 7, 2010), the Director of National Intelligence shall designate a chair and other members to serve on the board established under subsection (f) of such section 506D of the National Security Act of 1947 (50 U.S.C. 3100(f)) (as added by subsection (a)).

(2) Enterprise architecture.—

(A) Schedule for development.—The Director shall develop the enterprise architecture required by subsection (b) of such section 506D (50 U.S.C. 3100(b)) (as so added), including the initial Business Enterprise Architecture for business transformation, not later than 60 days after the enactment of this Act.

(B) Requirement for implementation plan.—In developing such an enterprise architecture, the Director shall develop an implementation plan for such enterprise architecture that includes the following:

(i) An acquisition strategy for new systems that are expected to be needed to complete such enterprise architecture, including specific time-phased milestones, performance metrics, and a statement of the financial and nonfinancial resource needs.

(ii) An identification of the intelligence community business systems in operation or planned as of the date that is 60 days after the enactment of this Act that will not be a part of such enterprise architecture, together with the schedule for the phased termination of the utilization of any such systems.

(iii) An identification of the intelligence community business systems in operation or planned as of such date, that will be a part of such enterprise architecture, together with a strategy for modifying such systems to ensure that such systems comply with such enterprise architecture.

(C) Submission of acquisition strategy.—Based on the results of an enterprise process management review and the availability of funds, the Director shall submit the acquisition strategy described in subparagraph (B)(i) to the congressional intelligence committees not later than March 31, 2011. [For definitions of terms used in section 322(b) of Pub. L. 111–259, set out above, see section 2 of Pub. L. 111–259, set out as a note under section 3003 of this title.]
upon reasonably available information at the time the Director establishes the 2010 adjusted total acquisition cost for such system pursuant to subsection (h) or structures such system pursuant to section 3102(c) of this title; and

(B) does not mean an “independent cost estimate”.

(2) The term “critical cost growth threshold” means a percentage increase in the total acquisition cost for a major system of at least 5 percent over the total acquisition cost for the major system as shown in the current Baseline Estimate for the major system.

(3)(A) The term “current Baseline Estimate” means the projected total acquisition cost of a major system that is—

(i) approved by the Director, or a designee of the Director, at Milestone B or an equivalent acquisition decision for the development, procurement, and construction of such system;

(ii) approved by the Director at the time such system is restructured pursuant to section 3102(c) of this title; or

(iii) the 2010 adjusted total acquisition cost determined pursuant to subsection (h).

(B) A current Baseline Estimate may be in the form of an independent cost estimate.

(4) Except as otherwise specifically provided, the term “Director” means the Director of National Intelligence.

(5) The term “independent cost estimate” has the meaning given that term in section 3097(e) of this title.

(6) The term “major contract” means each of the 6 largest prime, associate, or Government-furnished equipment contracts under a major system that is in excess of $49,000,000 and that is not a firm, fixed price contract.

(7) The term “major system” has the meaning given that term in section 3097(e) of this title.

(8) The term “Milestone B” means a decision to enter into major system development and demonstration pursuant to guidance prescribed by the Director.

(9) The term “program manager” means—

(A) the head of the element of the intelligence community that is responsible for the budget, cost, schedule, and performance of a major system; or

(B) in the case of a major system within the Office of the Director of National Intelligence, the deputy who is responsible for the budget, cost, schedule, and performance of the major system.

(10) The term “significant cost growth threshold” means the percentage increase in the total acquisition cost for a major system of at least 15 percent over the total acquisition cost for such system as shown in the current Baseline Estimate for such system.

(b) Major system cost reports

(1) The program manager for a major system shall, on a quarterly basis, submit to the Director a major system cost report as described in paragraph (2).

(2) A major system cost report shall include the following information (as of the last day of the quarter for which the report is made):

(A) The total acquisition cost for the major system.

(B) Any cost variance or schedule variance in a major contract for the major system since the contract was entered into.

(C) Any changes from a major system schedule milestones or performances that are known, expected, or anticipated by the program manager.

(D) Any significant changes in the total acquisition cost for development and procurement of any software component of the major system, schedule milestones for such software component of the major system, or expected performance of such software component of the major system that are known, expected, or anticipated by the program manager.

(3) Each major system cost report required by paragraph (1) shall be submitted not more than 30 days after the end of the reporting quarter.

(c) Reports for breach of significant or critical cost growth thresholds

If the program manager of a major system for which a report has previously been submitted under subsection (b) determines at any time during a quarter that there is reasonable cause to believe that the total acquisition cost for the major system has increased by a percentage equal to or greater than the significant cost growth threshold or critical cost growth threshold and if a report indicating an increase of such percentage or more has not previously been submitted to the Director, then the program manager shall immediately submit to the Director a major system cost report containing the information, determined as of the date of the report, required under subsection (b).

(d) Notification to Congress of cost growth

(1) Whenever a major system cost report is submitted to the Director, the Director shall determine whether the current acquisition cost for the major system has increased by a percentage equal to or greater than the significant cost growth threshold or the critical cost growth threshold.

(2) If the Director determines that the current total acquisition cost of a major system has increased by a percentage equal to or greater than the significant cost growth threshold or critical cost growth threshold, the Director shall submit to Congress a Major System Congressional Report pursuant to subsection (e).

(e) Requirement for Major System Congressional Report

(1) Whenever the Director determines under subsection (d) that the total acquisition cost of a major system has increased by a percentage equal to or greater than the significant cost growth threshold for the major system, a Major System Congressional Report shall be submitted to Congress not later than 45 days after the date on which the Director receives the major system cost report for such major system.

(2) If the total acquisition cost of a major system (as determined by the Director under sub-
section (d)) increases by a percentage equal to or greater than the critical cost growth threshold for the program or subprogram, the Director shall take actions consistent with the requirements of section 3102 of this title.

(f) Major System Congressional Report elements

(1) Except as provided in paragraph (2), each Major System Congressional Report shall include the following:

(A) The name of the major system.

(B) The date of the preparation of the report.

(C) The program phase of the major system as of the date of the preparation of the report.

(D) The estimate of the total acquisition cost for the major system expressed in constant base-year dollars and in current dollars.

(E) The current Baseline Estimate for the major system in constant base-year dollars and in current dollars.

(F) A statement of the reasons for any increase in total acquisition cost for the major system.

(G) The completion status of the major system:

(i) expressed as the percentage that the number of years for which funds have been appropriated for the major system is of the number of years for which it is planned that funds will be appropriated for the major system; and

(ii) expressed as the percentage that the amount of funds that have been appropriated for the major system is of the total amount of funds which it is planned will be appropriated for the major system.

(H) The fiscal year in which the major system was first authorized and in which funds for such system were first appropriated by Congress.

(I) The current change and the total change, in dollars and expressed as a percentage, in the total acquisition cost for the major system, stated both in constant base-year dollars and in current dollars.

(J) The quantity of end items to be acquired under the major system and the current change and total change, if any, in that quantity.

(K) The identities of the officers responsible for management and cost control of the major system.

(L) The action taken and proposed to be taken to control future cost growth of the major system.

(M) Any changes made in the performance or schedule milestones of the major system and the extent to which such changes have contributed to the increase in total acquisition cost for the major system.

(N) The following contract performance assessment information with respect to each major contract under the major system:

(i) The name of the contractor.

(ii) The phase that the contract is in at the time of the preparation of the report.

(iii) The percentage of work under the contract that has been completed.

(iv) Any current change and the total change, in dollars and expressed as a percentage, in the contract cost.

(v) The percentage by which the contract is currently ahead of or behind schedule.

(vi) A narrative providing a summary explanation of the most significant occurrences, including cost and schedule variances under major contracts of the major system, contributing to the changes identified and a discussion of the effect these occurrences will have on the future costs and schedule of the major system.

(O) In any case in which one or more problems with a software component of the major system significantly contributed to the increase in costs of the major system, the action taken and proposed to be taken to solve such problems.

(2) A Major System Congressional Report prepared for a major system for which the increase in the total acquisition cost is due to termination or cancellation of the entire major system shall include only—

(A) the information described in subparagraphs (A) through (F) of paragraph (1); and

(B) the total percentage change in total acquisition cost for such system.

(g) Prohibition on obligation of funds

If a determination of an increase by a percentage equal to or greater than the significant cost growth threshold is made by the Director under subsection (d) and a Major System Congressional Report containing the information described in subsection (f) is not submitted to Congress under subsection (e)(1), or if a determination of an increase by a percentage equal to or greater than the critical cost growth threshold is made by the Director under subsection (d) and the Major System Congressional Report containing the information described in subsection (f) and section 3102(b)(3) of this title and the certification required by section 3102(b)(2) of this title are not submitted to Congress under subsection (e)(2), funds appropriated for construction, research, development, test, evaluation, and procurement may not be obligated for a major contract under the major system. The prohibition on the obligation of funds for a major system shall cease to apply at the end of the 45-day period that begins on the date—

(1) on which Congress receives the Major System Congressional Report under subsection (e)(1) with respect to that major system, in the case of a determination of an increase by a percentage equal to or greater than the significant cost growth threshold (as determined in subsection (d)); or

(2) on which Congress receives both the Major System Congressional Report under subsection (e)(2) and the certification of the Director under section 3102(b)(2) of this title with respect to that major system, in the case of an increase by a percentage equal to or greater than the critical cost growth threshold (as determined under subsection (d)).

(h) Treatment of cost increases prior to October 7, 2010

(1) Not later than 180 days after October 7, 2010, the Director—

(A) shall, for each major system, determine if the total acquisition cost of such major sys-
§ 3102. Critical cost growth in major systems

(a) Reassessment of major system

If the Director of National Intelligence determines under section 3101(d) of this title that the total acquisition cost of a major system has increased by a percentage equal to or greater than the critical cost growth threshold for the major system, the Director shall—

(1) determine the root cause or causes of the critical cost growth, in accordance with applicable statutory requirements, policies, procedures, and guidance; and

(2) carry out an assessment of—

(A) the projected cost of completing the major system if current requirements are not modified;

(B) the projected cost of completing the major system based on reasonable modification of such requirements;

(C) the rough order of magnitude of the costs of any reasonable alternative system or capability; and

(D) the need to reduce funding for other systems due to the growth in cost of the major system.

(b) Presumption of termination

(1) After conducting the reassessment required by subsection (a) with respect to a major system, the Director shall terminate the major system unless the Director submits to Congress a Major System Congressional Report containing a certification in accordance with paragraph (2) and the information described in paragraph (3).

(2) A certification described by this paragraph with respect to a major system is a written certification that—

(A) the continuation of the major system is essential to the national security;

(B) there are no alternatives to the major system that will provide acceptable capability to meet the intelligence requirement at less cost;

(C) the new estimates of the total acquisition cost have been determined by the Director to be reasonable;

(D) the major system is a higher priority than other systems whose funding must be reduced to accommodate the growth in cost of the major system; and

(E) the management structure for the major system is adequate to manage and control the total acquisition cost.

(3) A Major System Congressional Report accompanying a written certification under paragraph (2) shall include, in addition to the requirements of section 3101(e) of this title, the root cause analysis and assessment carried out pursuant to subsection (a), the basis for each determination made in accordance with subparagraphs (A) through (E) of paragraph (2), and a...
description of all funding changes made as a result of the growth in the cost of the major system, including reductions made in funding for other systems to accommodate such cost growth, together with supporting documentation.

(c) Actions if major system not terminated

If the Director elects not to terminate a major system pursuant to subsection (b), the Director shall—

(1) restructure the major system in a manner that addresses the root cause or causes of the critical cost growth, as identified pursuant to subsection (a), and ensures that the system has an appropriate management structure as set forth in the certification submitted pursuant to subsection (b)(2)(E);

(2) rescind the most recent Milestone approval for the major system;

(3) require a new Milestone approval for the major system before taking any action to enter a new contract, exercise an option under an existing contract, or otherwise extend the scope of an existing contract under the system, except to the extent determined necessary by the Milestone Decision Authority, on a nondelegable basis, to ensure that the system may be restructured as intended by the Director without unnecessarily wasting resources;

(4) establish a revised current Baseline Estimate for the major system based upon an updated cost estimate; and

(5) conduct regular reviews of the major system.

(d) Actions if major system terminated

If a major system is terminated pursuant to subsection (b), the Director shall submit to Congress a written report setting forth—

(1) an explanation of the reasons for terminating the major system;

(2) the alternatives considered to address any problems in the major system; and

(3) the course the Director plans to pursue to meet any intelligence requirements otherwise intended to be met by the major system.

(e) Form of report

Any report or certification required to be submitted under this section may be submitted in a classified form.

(f) Waiver

(1) The Director may waive the requirements of subsections (d)(2), (e), and (g) of section 3101 of this title and subsections (a)(2), (b), (c), and (d) of this section with respect to a major system if the Director determines that at least 90 percent of the amount of the current Baseline Estimate for the major system has been expended.

(2)(A) If the Director grants a waiver under paragraph (1) with respect to a major system, the Director shall submit to the congressional intelligence committees written notice of the waiver that includes—

(i) the information described in section 3101(f) of this title; and

(ii) if the current total acquisition cost of the major system has increased by a percentage equal to or greater than the critical cost growth threshold—

(I) a determination of the root cause or causes of the critical cost growth, as described in subsection (a)(1); and

(II) a certification that includes the elements described in subparagraphs (A), (B), and (E) of subsection (b)(2).

(B) The Director shall submit the written notice required by subparagraph (A) not later than 90 days after the date that the Director receives a major system cost report under subsection (b) or (c) of section 3101 of this title that indicates that the total acquisition cost for the major system has increased by a percentage equal to or greater than the significant cost growth threshold or critical cost growth threshold.

(g) Definitions

In this section, the terms “cost estimate”, “critical cost growth threshold”, “current Baseline Estimate”, “major system”, and “total acquisition cost” have the meaning given those terms in section 3101(a) of this title.

(1) Future Year Intelligence Plans

(a) Future Year Intelligence Plans

(1) The Director of National Intelligence, with the concurrence of the Director of the Office of Management and Budget, shall provide to the congressional intelligence committees a Future Year Intelligence Plan, as described in paragraph (2), for—

(A) each expenditure center in the National Intelligence Program; and

(B) each major system in the National Intelligence Program.

(b) Long-term Budget Projections

(1) The Director of National Intelligence, with the concurrence of the Director of the Office of Management and Budget, shall provide to the congressional intelligence committees a Long-term Budget Projection for each element of the intelligence community funded under the National Intelligence Program acquiring a major system that includes the budget for such element for the 5-year period that begins on the
day after the end of the last fiscal year for which year-by-year proposed funding is included in a Future Year Intelligence Plan for such major system in accordance with subsection (a)(2)(A).

(2) A Long-term Budget Projection submitted under paragraph (1) shall include—

(A) projections for the appropriate element of the intelligence community for—

(i) pay and benefits of officers and employees of such element;

(ii) other operating and support costs and minor acquisitions of such element;

(iii) research and technology required by such element;

(iv) current and planned major system acquisitions for such element;

(v) any future major system acquisitions for such element; and

(vi) any additional funding projections that the Director of National Intelligence considers appropriate;

(B) a budget projection based on effective cost and schedule execution of current or planned major system acquisitions and application of Office of Management and Budget inflation estimates to future major system acquisitions;

(C) any additional assumptions and projections that the Director of National Intelligence considers appropriate; and

(D) a description of whether, and to what extent, the total projection for each year exceeds the level that would result from applying the most recent Office of Management and Budget inflation estimate to the budget of that element of the intelligence community.

(c) Submission to Congress

The Director of National Intelligence, with the concurrence of the Director of the Office of Management and Budget, shall submit to the congressional intelligence committees each Future Year Intelligence Plan or Long-term Budget Projection required under subsection (a) or (b) for a fiscal year at the time that the President submits to Congress the budget for such fiscal year pursuant to section 1105 of title 31.

(d) Major system affordability report

(1) The Director of National Intelligence, with the concurrence of the Director of the Office of Management and Budget, shall prepare a report on the acquisition of a major system funded under the National Intelligence Program before the time that the President submits to Congress the budget for the first fiscal year in which appropriated funds are anticipated to be obligated for the development or procurement of such major system.

(2) The report on such major system shall include an assessment of whether, and to what extent, such acquisition, if developed, procured, and operated, is projected to cause an increase in the most recent Future Year Intelligence Plan and Long-term Budget Projection submitted under this section for an element of the intelligence community.

(3) The Director of National Intelligence shall update the report whenever an independent cost estimate must be updated pursuant to section 3097(a)(4) of this title.

(4) The Director of National Intelligence shall submit each report required by this subsection at the time that the President submits to Congress the budget for a fiscal year pursuant to section 1105 of title 31.

(e) Definitions

In this section:

(1) Budget year

The term “budget year” means the next fiscal year for which the President is required to submit to Congress a budget pursuant to section 1105 of title 31.

(2) Independent cost estimate; major system

The terms “independent cost estimate” and “major system” have the meaning given those terms in section 3097(e) of this title.

(3) Submission to Congress

Section was formerly classified to section 415a-9 of this title prior to editorial reclassification and renumbering as this section.
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Confiscation

Section was formerly classified to section 415a-9 of this title prior to editorial reclassification and renumbering as this section.

Applicability Date

Pub. L. 115-31, div. C, title VIII, § 8091, May 5, 2017, 131 Stat. 268, provided that: “The first Future Year Intelligence Plan and Long-term Budget Projection required to be submitted under subsection (a) and (b) of section 506G of the National Security Act of 1947 (50 U.S.C. 3103(a), (b)), as added by subsection (a), shall be submitted to the congressional intelligence committees at the time that the President submits to Congress the budget for fiscal year 2012 pursuant to section 1105 of title 31, United States Code.’’ [For definition of “congressional intelligence committees” as used in section 325(b) of Pub. L. 111-259, set out above, see section 2 of Pub. L. 111-259, set out as a note under section 3005 of this title.]

Future-Years Intelligence Program

Pub. L. 115-31, div. C, title VIII, § 8091, May 5, 2017, 131 Stat. 268, provided that: “The first Future Year Intelligence Plan and Long-term Budget Projection required to be submitted under subsection (a) and (b) of section 506G of the National Security Act of 1947 (50 U.S.C. 3103(a), (b)), as added by subsection (a), shall be submitted to the congressional intelligence committees at the time that the President submits to Congress the budget for fiscal year 2012 pursuant to section 1105 of title 31, United States Code, a future-years intelligence program (including associated annexes) reflecting the estimated expenditures and proposed appropriations included in that budget. Any such future-years intelligence program shall cover the fiscal year with respect to which the budget is submitted and at least the four succeeding fiscal years.”

Similar provisions were contained in the following appropriation acts:


§ 3104. Reports on security clearances

(a) Report on security clearance determinations

(1) Not later than February 1 of each year, the President shall submit to Congress a report on the security clearance process. Such report shall include, for each security clearance level—

(A) the number of employees of the United States Government who—

(i) held a security clearance at such level as of October 1 of the preceding year; and

(ii) were approved for a security clearance at such level during the preceding fiscal year;

(B) the number of contractors to the United States Government who—

(i) held a security clearance at such level as of October 1 of the preceding year; and

(ii) were approved for a security clearance at such level during the preceding fiscal year; and

(C) for each element of the intelligence community—

(i) the total amount of time it took to process the security clearance determination for such level that—

(I) was among the 80 percent of security clearance determinations made during the preceding fiscal year that took the shortest amount of time to complete; and

(II) took the longest amount of time to complete;

(ii) the total amount of time it took to process the security clearance determination for such level that—

(I) was among the 90 percent of security clearance determinations made during the preceding fiscal year that took the shortest amount of time to complete; and

(II) took the longest amount of time to complete;

(iii) the number of pending security clearance investigations for such level as of October 1 of the preceding year that have remained pending for—

(I) 4 months or less;

(II) between 4 months and 8 months;

(III) between 8 months and one year; and

(IV) more than one year;

(iv) the percentage of reviews during the preceding fiscal year that resulted in a denial or revocation of a security clearance;

(v) the percentage of investigations during the preceding fiscal year that resulted in incomplete information;

(vi) the percentage of investigations during the preceding fiscal year that did not result in enough information to make a decision on potentially adverse information; and

(vii) security clearance determinations completed or pending during the preceding fiscal year that have taken longer than one year to complete—

(I) the number of security clearance determinations for positions as employees of the United States Government that required more than one year to complete;

(II) the number of security clearance determinations for contractors that required more than one year to complete;

(III) the agencies that investigated and adjudicated such determinations; and

(IV) the cause of significant delays in such determinations.

(2) For purposes of paragraph (1), the President may consider—

(A) security clearances at the level of confidential and secret as one security clearance level; and

(B) security clearances at the level of top secret or higher as one security clearance level.

(b) Form

The reports required under subsection (a)(1) shall be submitted in unclassified form, but may include a classified annex.


Codification

Section was formerly classified to section 415a–10 of this title prior to editorial reclassification and renumbering as this section.

Amendments

2015—Subsec. (a). Pub. L. 114–113, § 701(a)(1), (2), redesignated subsec. (b) as (a) and struck out former subsec. (a) which related to quadrennial audit of position requirements. Subsecs. (b), (c). Pub. L. 114–113, § 701(a)(2), (3), redesignated subsec. (c) as (b) and substituted “The reports required under subsection (a)(1)” for “The results required under subsection (a)(2) and the reports required under subsection (b)(1)”. Former subsec. (b) redesignated (a).

Initial Audit


§ 3105. Summary of intelligence relating to terrorist recidivism of detainees held at United States Naval Station, Guantanamo Bay, Cuba

(a) In general

The Director of National Intelligence, in consultation with the Director of the Central Intelligence Agency and the Director of the Defense Intelligence Agency, shall make publicly available an unclassified summary of—

(1) intelligence relating to recidivism of detainees currently or formerly held at the Naval Detention Facility at Guantanamo Bay, Cuba, by the Department of Defense; and

(2) an assessment of the likelihood that such detainees will engage in terrorism or communicate with persons in terrorist organizations.

(b) Updates

Not less frequently than once every 6 months, the Director of National Intelligence, in consultation with the Director of the Central Intelligence Agency and the Secretary of Defense, shall update and make publicly available an unclassified summary consisting of the information required by subsection (a) and the number of individuals formerly detained at Naval Sta-
tion. Guantanamo Bay, Cuba, who are confirmed or suspected of returning to terrorist activities after release or transfer from such Naval Station.


CODIFICATION
Section was formerly classified to section 415a–11 of this title prior to editorial reclassification and renumbering as this section.

INITIAL UPDATE

§3105a. Annual assessment of intelligence community performance by function

(a) In general
Not later than April 1, 2016, and each year thereafter, the Director of National Intelligence shall, in consultation with the Functional Managers, submit to the congressional intelligence committees a report on covered intelligence functions during the preceding year.

(b) Elements
Each report under subsection (a) shall include for each covered intelligence function for the year covered by such report the following:

(1) An identification of the capabilities, programs, and activities of such intelligence function, regardless of the element of the intelligence community that carried out such capabilities, programs, and activities.

(2) A description of the investment and allocation of resources for such intelligence function, including an analysis of the allocation of resources within the context of the National Intelligence Strategy, priorities for recipients of resources, and areas of risk.

(3) A description and assessment of the performance of such intelligence function.

(4) An identification of any issues related to the application of technical interoperability standards in the capabilities, programs, and activities of such intelligence function.

(5) An identification of the operational overlap or need for de-confliction, if any, within such intelligence function.

(6) A description of any efforts to integrate such intelligence function with other intelligence disciplines as part of an integrated intelligence enterprise.

(7) A description of any efforts to establish consistency in tradecraft and training within such intelligence function.

(8) A description and assessment of developments in technology that bear on the future of such intelligence function.

(9) Such other matters relating to such intelligence function as the Director may specify for purposes of this section.

(c) Definitions
In this section:

(1) The term “covered intelligence functions” means each intelligence function for which a Functional Manager has been established under section 3034a of this title during the year covered by a report under this section.

(2) The term “Functional Manager” means the manager of an intelligence function established under section 3034a of this title.


§3106. Dates for submittal of various annual and semiannual reports to the congressional intelligence committees

(a) Annual reports
The date for the submittal to the congressional intelligence committees of the following annual reports shall be the date each year provided in subsection (c)(1):

(1) The annual report of the Inspectors Generals of the intelligence community on proposed resources and activities of their offices required by section 6H(g) of the Inspector General Act of 1978.

(2) The annual report on certifications for immunity in interdiction of aircraft engaged in illicit drug trafficking required by section 2291–4(c)(2) of title 22.


(4) The annual report on hiring and retention of minority employees in the intelligence community required by section 3050(a) of this title.

(5) The annual report on financial intelligence on terrorist assets required by section 3055 of this title.

(b) Semiannual reports
The dates for the submittal to the congressional intelligence committees of the following semiannual reports shall be the dates each year provided in subsection (c)(2):

(1) The semiannual reports on decisions not to prosecute certain violations of law under the Classified Information Procedures Act (18 U.S.C. App.) as required by section 13 of that Act.

(2) The semiannual reports on the disclosure of information and consumer reports to the Federal Bureau of Investigation for counterintelligence purposes required by section 1681(h)(2) of title 15.

(3) The semiannual provision of information on requests for financial information for foreign counterintelligence purposes required by section 3414(a)(5)(C) of title 12.

(c) Submittal dates for reports
(1) Except as provided in subsection (d), each annual report listed in subsection (a) shall be submitted not later than February 1.

1 So in original. Probably should be “General”.
2 See References in Text note below.
(2) Except as provided in subsection (d), each semiannual report listed in subsection (b) shall be submitted not later than February 1 and August 1.

(d) Postponement of submittal

(1) Subject to paragraph (3), the date for the submittal of—
   (A) an annual report listed in subsection (a) may be postponed until March 1; and
   (B) a semiannual report listed in subsection (b) may be postponed until March 1 or September 1, as the case may be,

if the official required to submit such report submits to the congressional intelligence committees a written notification of such postponement.

(2)(A) Notwithstanding any other provision of law and subject to paragraph (3), the date for the submittal to the congressional intelligence committees of any report described in subparagraph (B) may be postponed by not more than 30 days from the date otherwise specified in the provision of law for the submittal of such report if the official required to submit such report submits to the congressional intelligence committees a written notification of such postponement.

(B) A report described in this subparagraph is any report on intelligence or intelligence-related activities of the United States Government that is submitted under a provision of law requiring the submittal of only a single report.

(3)(A) The date for the submittal of a report whose submittal is postponed under paragraph (1) or (2) may be postponed beyond the time provided for the submittal of such report under such paragraph if the official required to submit such report submits to the congressional intelligence committees a written certification that preparation and submittal of such report at such time will impede the work of officers or employees of the intelligence community in a manner that will be detrimental to the national security of the United States.

(B) A certification with respect to a report under subparagraph (A) shall include a proposed submittal date for such report, and such report shall be submitted not later than that date.


REFERENCES IN TEXT

Section 8H(g) of the Inspector General Act of 1978, referred to in subsec. (a)(1), is section 8H(g) of Pub. L. 95–452, which is set out in the Appendix to Title 5, Government Organization and Employees.


Section 1681u(b)(2) of title 15, referred to in subsec. (b)(2), was in the original “section 624(h)(2) of the Fair Credit Reporting Act”, which was translated as reading “section 626(b)(2) of the Fair Credit Reporting Act”, to reflect the probable intent of Congress and the renumbering of section 624 as 626 by section 358(c)(1)(A) of Pub. L. 107–56 and section 214(a)(1) of Pub. L. 108–159. Section 1681u(b) of title 15 was subsequently redesignated section 18H(i) of title 15 by Pub. L. 114–23, title V, §503(c)(1), June 2, 2015, 129 Stat. 290.

CODIFICATION

Section was formerly classified to section 415b of this title prior to editorial reclassification and renumbering as this section. Some section numbers of this title referenced in amendment notes below reflect the classification of such sections prior to their editorial reclassification.

AMENDMENTS

2015—Subsec. (a)(5), (6). Pub. L. 114–113, §701(c)(2), redesignated par. (6) as (5) and struck out former par. (5) which read as follows: “The annual report on outside employment of employees of elements of the intelligence community required by section 302(u)(2) of this title.”

Subsec. (c)(1). Pub. L. 114–113, §701(c)(3), substituted “subsection (a)” for “subsection (a)(1)”.

2014—Subsec. (a). Pub. L. 113–126, §329(c)(3)(A), in introductory provisions, struck out par. (1) designation before “The date” and substituted “subsection (c)(1)” for “subsection (c)(1)(A)”, redesignated subpars. (A) to (F) of former par. (1) as pars. (1) to (6), respectively, and struck out former par. (2) which read as follows: “The date for the submittal to the congressional intelligence committees of the annual report on the threat of attack on the United States from weapons of mass destruction required by section 3505(b) of this title shall be the date each year provided in subsection (c)(1)(B).”

Subsec. (d)(1). Pub. L. 113–126, §329(c)(3)(C), in subpar. (A), substituted “subsection (a)” for “subsection (a)(1)” and inserted “and” after “March 1;”.

2013—Subsec. (a)(1). Pub. L. 112–277, §310(b)(1)(A)(i), (II), redesignated subpars. (B), (E), (F), (G), (H), and (I) as (A), (B), (C), (D), (E), and (F), respectively, and struck out former subpars. (A), (C), and (D) which read as follows: “The annual report listed in subsection (a)(2) may be postponed until January 1;”.

Subsec. (a)(2). Pub. L. 112–277, §310(b)(1)(A)(ii), amended par. (2) generally. Prior to amendment, par. (2) read as follows: “The date for the submittal to the congressional intelligence committees of the following annual reports shall be the date each year provided in subsection (c)(1)(B):”.

1991—Pub. L. 102–183, §123(c)(1), substituted “section 401(a)” for “section 401(c)”.

Subsec. (a)(2). Pub. L. 112–277, §310(b)(1)(A)(ii), amended par. (2) read as follows: “The annual report on the threat of attack on the United States from weapons of mass destruction required by section 401(c) of this title.”
Subsec. (b). Pub. L. 112–277, § 309(b)(2), redesignated pars. (2) to (4) as (1) to (3), respectively, and struck out former par. (1) which read as follows: "The semiannual report on the Office of the Inspector General of the Central Intelligence Agency required by section 403(d)(1) of this title."


2010—Subsec. (a)(1). Pub. L. 111–259, § 439(a)(A), added subpar. (B) and (I), redesignated former subpars. (C) to (F), (H), (I), and (N) as (A) to (G), respectively, and struck out former subpars. (A), (B), and (G) which read as follows:

"(A) The annual report on intelligence required by section 404d of this title.

"(B) The annual report on intelligence required by section 404d(b)(1) of this title.

"(C) The annual update on foreign industrial espionage required by section 2170(b) of the Appendix to the United Nations required by section 404g(b)(1) of this title.

"(D) The annual report on covert leases required by section 404i(a) of this title.

Subsec. (a)(2)(C). Pub. L. 111–259, § 439(a)(B), struck out subpars. (C) and (D) which read as follows: "(C) The annual report on improvements of the financial statements of the intelligence community for auditing purposes required by section 4041 of this title.


Subsec. (b)(3) to (5). Pub. L. 111–259, § 501(b)(3), redesignated pars. (4) and (5) as (3) and (4), respectively, and struck out former par. (3) which read as follows: "(3) The semiannual reports on the activities of the Diplomatic Telecommunications Service Program Office (DTS–PO) required by section 7302(a)(6)(D)(ii) of Diplomatic Telecommunications Service Program Office (DTS–PO) required by section 7302(a)(6)(D)(ii) of this title."

Subsec. (b)(6). Pub. L. 111–259, § 439(2), struck out par. (6) which read as follows: "(6) The semiannual report on financial intelligence on terrorist assets required by section 404m of this title."

2003—Subsec. (a)(1)(A). Pub. L. 108–177, § 361(h)(1)(A)(i), (ii), redesignated subpar. (B) as (A) and struck out former subpar. (A) which read as follows: "The annual report on intelligence community cooperation with Federal law enforcement agencies required by section 404i(a)(2) of this title."

Subsec. (a)(1)(D). Pub. L. 108–177, § 361(h)(1)(A)(ii), redesignated subpar. (E) as (D) and former subpar. (D) redesignated (C).


Subsec. (a)(1)(G). Pub. L. 108–177, § 361(h)(1)(A)(i), (ii), redesignated subpar. (H) as (G) and struck out former subpar. (G) which read as follows: "The annual report on intelligence community cooperation with Federal law enforcement agencies required by section 404i(a)(2) of this title."


Subsec. (a)(1)(I). Pub. L. 108–177, § 361(h)(1)(A)(ii), redesignated subpar. (M) as (I) and struck out former subpar. (I) which read as follows: "The annual report on coordination of counterintelligence matters with the Federal Bureau of Investigation required by section 402ar(c)(5) of this title."

Subsec. (a)(1)(J). Pub. L. 108–177, § 361(h)(1)(A)(ii), struck out subpar. (J) which read as follows: "The annual report on foreign companies involved in the proliferation of weapons of mass destruction that raise funds in the United States capital markets required by section 404m–3 of this title."
"(1) The Committee on Armed Services, the Subcommittee on Defense of the Committee on Appropriations, and the Select Committee on Intelligence of the Senate.

"(2) The Committee on Armed Services, the Subcommittee on Defense of the Committee on Appropriations, and the Permanent Select Committee on Intelligence of the House of Representatives.

"Similar provisions were contained in the following prior acts:


§ 3107. Certification of compliance with oversight requirements

The head of each element of the intelligence community shall annually submit to the congressional intelligence committees—

(1) a certification that, to the best of the knowledge of the head of such element—

(A) the head of such element is in full compliance with the requirements of this subchapter; and

(B) any information required to be submitted by the head of such element under this chapter before the date of the submission of such certification has been properly submitted; or

(2) if the head of such element is unable to submit a certification under paragraph (1), a statement—

(A) of the reasons the head of such element is unable to submit such a certification;

(B) describing any information required to be submitted by the head of such element under this chapter before the date of the submission of such statement that has not been properly submitted; and

(C) that the head of such element will submit such information as soon as possible after the submission of such statement.


REFERENCES IN TEXT

This chapter, referred to in pars. (1)(B) and (2)(B), was in the original “this Act”, meaning act July 26, 1947, ch. 343, 61 Stat. 495, as amended, which is classified principally to this chapter. For complete classification of this Act to the Code, see Tables.

CODIFICATION

Section was formerly classified to section 415d of this title prior to editorial reclassification and renumbering as this section.

APPLICABILITY DATE

Pub. L. 111–259, title III, § 332(b), Oct. 7, 2010, 124 Stat. 2687, provided that: “The first certification or statement required to be submitted by the head of each element of the intelligence community under section 508 of the National Security Act of 1947 [50 U.S.C. 3107], as added by subsection (a), shall be submitted not later than 90 days after the date of the enactment of this Act [Oct. 7, 2010].”

For definition of “intelligence community” as used in section 332(b) of Pub. L. 111–259, set out above, see section 2 of Pub. L. 111–259, set out as a note under section 3003 of this title.

§ 3108. Audibility of certain elements of the intelligence community

(a) Requirement for annual audits

The head of each covered entity shall ensure that there is a full financial audit of such covered entity each year beginning with fiscal year 2014. Such audits may be conducted by an internal or external independent accounting or auditing organization.

(b) Requirement for unqualified opinion

Beginning as early as practicable, but in no event later than the audit required under subsection (a) for fiscal year 2016, the head of each covered entity shall take all reasonable steps necessary to ensure that each audit required under subsection (a) contains an unqualified opinion on the financial statements of such covered entity for the fiscal year covered by such audit.

(c) Reports to Congress

The chief financial officer of each covered entity shall provide to the congressional intelligence committees an annual audit report from an accounting or auditing organization on each audit of the covered entity conducted pursuant to subsection (a).

(d) Covered entity defined

In this section, the term “covered entity” means the Office of the Director of National Intelligence, the Central Intelligence Agency, the Defense Intelligence Agency, the National Security Agency, the National Reconnaissance Office, and the National Geospatial-Intelligence Agency.


§ 3109. Significant interpretations of law concerning intelligence activities

(a) Notification

Except as provided in subsection (c) and to the extent consistent with due regard for the protection from unauthorized disclosure of classified information relating to sensitive intelligence sources and methods or other exceptionally sensitive matters, the General Counsel of each element of the intelligence community shall notify the congressional intelligence committees, in writing, of any significant legal interpretation of the United States Constitution or Federal law affecting intelligence activities conducted by such element by not later than 30 days after the date of the commencement of any intelligence activity pursuant to such interpretation.

(b) Content

Each notification under subsection (a) shall provide a summary of the significant legal inter-
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pretation and the intelligence activity or activities conducted pursuant to such interpretation.

(c) Exceptions

A notification under subsection (a) shall not be required for a significant legal interpretation if—

(1) notice of the significant legal interpretation was previously provided to the congressional intelligence committees under subsection (a); or

(2) the significant legal interpretation was made before July 7, 2014.

(d) Limited access for covert action

If the President determines that it is essential to limit access to a covert action finding under section 3093(c)(2) of this title, the President may limit access to information concerning such finding that is subject to notification under this section to those members of Congress who have been granted access to the relevant finding under section 3093(c)(2) of this title.


§ 3110. Annual report on violations of law or executive order

(a) Annual reports required

The Director of National Intelligence shall annually submit to the congressional intelligence committees a report on violations of law or executive order relating to intelligence activities by personnel of an element of the intelligence community that were identified during the previous calendar year.

(b) Elements

Each report submitted under subsection (a) shall, consistent with the need to preserve ongoing criminal investigations, include a description of, and any action taken in response to, any violation of law or executive order relating to intelligence activities committed by personnel of an element of the intelligence community in the course of the employment of such personnel that, during the previous calendar year, was—

(1) determined by the director, head, or general counsel of any element of the intelligence community to have occurred;

(2) referred to the Department of Justice for possible criminal prosecution; or

(3) substantiated by the inspector general of any element of the intelligence community.


Construction

Pub. L. 113–293, title III, § 323(e), Dec. 19, 2014, 128 Stat. 4004, provided that: “Nothing in this section [enacting this section and provisions set out as notes under this section] or the amendments made by this section shall be construed to alter any requirement existing on the date of the enactment of this Act [Dec. 19, 2014] to submit a report under any provision of law.”

Initial report


Guidelines

Pub. L. 113–293, title III, § 323(c), Dec. 19, 2014, 128 Stat. 4004, provided that: “Not later than 180 days after the date of the enactment of this Act [Dec. 19, 2014], the Director of National Intelligence, in consultation with the head of each element of the intelligence community, shall—

"(1) issue guidelines to carry out section 511 of the National Security Act of 1947 [50 U.S.C. 3110], as added by subsection (a); and

"(2) submit such guidelines to the congressional intelligence committees.”

For definitions of terms used in section 323(c) of Pub. L. 113–293, set out above, see section 2 of Pub. L. 113–293, set out as a note under section 3003 of this title.

SUBCHAPTER IV—PROTECTION OF CERTAIN NATIONAL SECURITY INFORMATION

§ 3121. Protection of identities of certain United States undercover intelligence officers, agents, informants, and sources

(a) Disclosure of information by persons having or having had access to classified information that identifies covert agent

Whoever, having or having had authorized access to classified information that identifies a covert agent, intentionally discloses any information identifying such covert agent to any individual not authorized to receive classified information, knowing that the information disclosed so identifies such covert agent and that the United States is taking affirmative measures to conceal such covert agent’s intelligence relationship to the United States, shall be fined under title 18 or imprisoned not more than 15 years, or both.

(b) Disclosure of information by persons who learn identity of covert agents as result of having access to classified information

Whoever, as a result of having authorized access to classified information, learns the identity of a covert agent and intentionally discloses any information identifying such covert agent to any individual not authorized to receive classified information, knowing that the information disclosed so identifies such covert agent and that the United States is taking affirmative measures to conceal such covert agent’s intelligence relationship to the United States, shall be fined under title 18 or imprisoned not more than 10 years, or both.

(c) Disclosure of information by persons in course of pattern of activities intended to identify and expose covert agents

Whoever, in the course of a pattern of activities intended to identify and expose covert agents and with reason to believe that such activities would impair or impede the foreign intelligence activities of the United States, discloses any information that identifies an individual as a covert agent to any individual not authorized to receive classified information, knowing that the information disclosed so identifies such individual and that the United States is taking affirmative measures to conceal such...
individual's classified intelligence relationship to the United States, shall be fined under title 18 or imprisoned not more than three years, or both.

(d) Imposition of consecutive sentences

A term of imprisonment imposed under this section shall be consecutive to any other sentence of imprisonment.


CODIFICATION

Section was formerly classified to section 421 of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS

2010—Subsec. (a). Pub. L. 111–259, § 363(a)(1), substituted “15 years” for “ten years”.

Subsec. (b). Pub. L. 111–259, §363(a)(2), substituted “10 years” for “five years”.

1999—Subsec. (a). Pub. L. 106–120, §304(b)(2)(A), substituted “shall be fined under title 18” for “shall be fined not more than $50,000”.

Subsec. (b). Pub. L. 106–120, §304(b)(2)(B), substituted “shall be fined under title 18” for “shall be fined not more than $25,000”.

Subsec. (c). Pub. L. 106–120, §304(b)(2)(C), substituted “shall be fined under title 18” for “shall be fined not more than $15,000”.


§ 3122. Defenses and exceptions

(a) Disclosure by United States of identity of covert agent

It is a defense to a prosecution under section 3121 of this title that before the commission of the offense with which the defendant is charged, the United States had publicly acknowledged or revealed the intelligence relationship to the United States if the individual committing the offense is a citizen of the United States or an alien lawfully admitted to the United States for permanent residence (as defined in section 1101(a)(20) of title 8).

(b) Conspiracy, misprision of felony, aiding and abetting, etc.

(1) Subject to paragraph (2), no person other than a person committing an offense under section 3121 of this title shall be subject to prosecution under such section by virtue of section 2 or 4 of title 18 or shall be subject to prosecution for conspiracy to commit an offense under such section.

(2) Paragraph (1) shall not apply (A) in the case of a person who acted in the course of a pattern of activities intended to identify and expose covert agents and with reason to believe that such activities would impair or impede the foreign intelligence activities of the United States, or (B) in the case of a person who has authorized access to classified information.

(c) Disclosure to select congressional committees on intelligence

It shall not be an offense under section 3121 of this title to transmit information described in such section directly to either congressional intelligence committee.

(d) Disclosure by agent of own identity

It shall not be an offense under section 3121 of this title for an individual to disclose information that solely identifies himself as a covert agent.


CODIFICATION

Section was formerly classified to section 422 of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS

2002—Subsec. (c). Pub. L. 107–306 substituted “either congressional intelligence committee” for “the Select Committee on Intelligence of the Senate or to the Permanent Select Committee on Intelligence of the House of Representatives”.


CODIFICATION

Section was formerly classified to section 423 of this title and repealed prior to editorial reclassification and renumbering as this section.

§ 3124. Extraterritorial jurisdiction

There is jurisdiction over an offense under section 3121 of this title committed outside the United States if the individual committing the offense is a citizen of the United States or an alien lawfully admitted to the United States for permanent residence (as defined in section 1101(a)(20) of title 8).


CODIFICATION

Section was formerly classified to section 424 of this title prior to editorial reclassification and renumbering as this section.

PRIOR PROVISIONS


§ 3125. Providing information to Congress

Nothing in this subchapter may be construed as authority to withhold information from the Congress or from a committee of either House of Congress.

(July 26, 1947, ch. 343, title VI, § 605, formerly §605, as added Pub. L. 97–200, §2(a), June 23, 1982,
§ 3126. Definitions

For the purposes of this subchapter:

(1) The term "classified information" means information or material designated and clearly marked or clearly represented, pursuant to the provisions of a statute or Executive order (or a regulation or order issued pursuant to a statute or Executive order), as requiring a specific degree of protection against unauthorized disclosure for reasons of national security.

(2) The term "authorized", when used with respect to access to classified information, means having authority, right, or permission pursuant to the provisions of a statute, Executive order, directive of the head of any department or agency engaged in foreign intelligence or counterintelligence activities, order of any United States court, or provisions of any Rule of the House of Representatives or resolution of the Senate which assigns responsibility within the respective House of Congress for the oversight of intelligence activities.

(3) The term "disclose" means to communicate, provide, impart, transmit, transfer, convey, publish, or otherwise make available.

(4) The term "covert agent" means—

(A) a present or retired officer or employee of an intelligence agency or a present or retired member of the Armed Forces assigned to duty with an intelligence agency—

(i) whose identity as such an officer, employee, or member is classified information, and

(ii) who is serving outside the United States or has within the last five years served outside the United States; or

(B) a United States citizen whose intelligence relationship to the United States is classified information, and—

(i) who resides and acts outside the United States as an agent of, or informant or source of operational assistance to, an intelligence agency, or

(ii) who is at the time of the disclosure acting as an agent of, or informant to, the foreign counterintelligence or foreign counterterrorism components of the Federal Bureau of Investigation; or

(C) an individual, other than a United States citizen, whose past or present intelligence relationship to the United States is classified information and who is a present or former agent of, or a present or former informant or source of operational assistance to, an intelligence agency.

(5) The term "intelligence agency" means the elements of the intelligence community, as that term is defined in section 3003(4) of this title.

(6) The term "informant" means any individual who furnishes information to an intelligence agency in the course of a confidential relationship protecting the identity of such individual from public disclosure.

(7) The terms "officer" and "employee" have the meanings given such terms by section 2104 and 2105, respectively, of title 5.

(8) The term "Armed Forces" means the Army, Navy, Air Force, Marine Corps, and Coast Guard.

(9) The term "United States", when used in a geographic sense, means all areas under the territorial sovereignty of the United States and the Trust Territory of the Pacific Islands.

(10) The term "pattern of activities" requires a series of acts with a common purpose or objective.


Codification

Section was formerly classified to section 425 of this title prior to editorial reclassification and renumbering as this section.

Prior Provisions

A prior section 604 of act July 26, 1947, was renumbered section 603 and is classified to section 3124 of this title.
§ 3141. Operational files of the Central Intelligence Agency

(a) Exemption by Director of Central Intelligence Agency

The Director of the Central Intelligence Agency, with the coordination of the Director of National Intelligence, may exempt operational files of the Central Intelligence Agency from the provisions of section 552 of title 5 (Freedom of Information Act) which require publication or disclosure, or search or review in connection therewith.

(b) “Operational files” defined

In this section, the term “operational files” means—

(1) files of the National Clandestine Service which document the conduct of foreign intelligence or counterintelligence operations or intelligence or security liaison arrangements or information exchanges with foreign governments or their intelligence or security services;

(2) files of the Directorate for Science and Technology which document the means by which foreign intelligence or counterintelligence is collected through scientific and technical systems; and

(3) files of the Office of Personnel Security which document investigations conducted to determine the suitability of potential foreign intelligence or counterintelligence sources; except that files which are the sole repository of disseminated intelligence are not operational files.

(c) Search and review for information

Notwithstanding subsection (a) of this section, exempted operational files shall continue to be subject to search and review for information concerning—

(1) United States citizens or aliens lawfully admitted for permanent residence who have requested information on themselves pursuant to the provisions of section 552 of title 5 (Freedom of Information Act) or section 552a of title 5 (Privacy Act of 1974);

(2) any special activity the existence of which is not exempt from disclosure under the provisions of section 552 of title 5 (Freedom of Information Act); or

(3) the specific subject matter of an investigation by the congressional intelligence committees, the Intelligence Oversight Board, the Department of Justice, the Office of General Counsel of the Central Intelligence Agency, the Office of Inspector General of the Central Intelligence Agency, or the Office of the Director of National Intelligence for any impropriety, or violation of law, Executive order, or Presidential directive, in the conduct of an intelligence activity.

(d) Information derived or disseminated from exempted operational files

(1) Files that are not exempted under subsection (a) of this section which contain information derived or disseminated from exempted operational files shall be subject to search and review.

(2) The inclusion of information from exempted operational files in files that are not exempted under subsection (a) of this section shall not affect the exemption under subsection (a) of this section of the originating operational files from search, review, publication, or disclosure.

(3) Records from exempted operational files which have been disseminated to and referenced in files that are not exempted under subsection (a) of this section and which have been returned to exempted operational files for sole retention shall be subject to search and review.

(e) Supersede of prior law

The provisions of subsection (a) of this section shall not be superseded except by a provision of law which is enacted after October 15, 1984, and which specifically cites and repeals or modifies its provisions.

(f) Allegation; improper withholding of records; judicial review

Whenever any person who has requested agency records under section 552 of title 5 (Freedom of Information Act), alleges that the Central Intelligence Agency has improperly withheld records because of failure to comply with any provision of this section, judicial review shall be available under the terms set forth in section 552(a)(4)(B) of title 5, except that—

(1) in any case in which information specifically authorized under criteria established by an Executive order to be kept secret in the interest of national defense or foreign relations which is filed with, or produced for, the court by the Central Intelligence Agency, such information shall be examined ex parte, in camera by the court;

(2) the court shall, to the fullest extent practicable, determine issues of fact based on sworn written submissions of the parties;

(3) when a complaint alleges that requested records were improperly withheld because of improper placement solely in exempted operational files, the complainant shall support such allegation with a sworn written submission, based upon personal knowledge or otherwise admissible evidence;

(4)(A) when a complaint alleges that requested records were improperly withheld because of improper exemption of operational files, the Central Intelligence Agency shall meet its burden under section 552(a)(4)(B) of title 5 by demonstrating to the court by sworn written submission that exempted operational files likely to contain responsive records currently perform the functions set forth in subsection (b) of this section; and

(B) the court may not order the Central Intelligence Agency to review the content of any exempted operational file or files in order to make the demonstration required under subparagraph (A) of this paragraph, unless the complainant disputes the Central Intelligence...
Agency’s showing with a sworn written submission based on personal knowledge or otherwise admissible evidence;

(5) in proceedings under paragraphs (3) and (4) of this subsection, the parties shall not obtain discovery pursuant to rules 26 through 36 of the Federal Rules of Civil Procedure, except that requests for admission may be made pursuant to rules 26 and 36;

(6) if the court finds under this subsection that the Central Intelligence Agency has improperly withheld requested records because of failure to comply with any provision of this section, the court shall order the Central Intelligence Agency to search and review the appropriate exempted operational file or files for the requested records and make such records, or portions thereof, available in accordance with the provisions of section 552 of title 5 (Freedom of Information Act), and such order shall be the exclusive remedy for failure to comply with this section; and

(7) if at any time following the filing of a complaint pursuant to this subsection the Central Intelligence Agency agrees to search the appropriate exempted operational file or files for the requested records, the court shall dismiss the claim based upon such complaint.

(g) Decennial review of exempted operational files

(1) Not less than once every ten years, the Director of the Central Intelligence Agency and the Director of National Intelligence shall review the exemptions in force under subsection (a) to determine whether such exemptions may be removed from any category of exempted files or any portion thereof.

(2) The review required by paragraph (1) shall include consideration of the historical value or other public interest in the subject matter of the particular category of files or portions thereof and the potential for declassifying a significant part of the information contained therein.

(3) A complainant who alleges that the Central Intelligence Agency has improperly withheld records because of failure to comply with this subsection may seek judicial review in the district court of the United States of the district in which any of the parties reside, or in the District of Columbia. In such a proceeding, the court’s review shall be limited to determining the following:

(A) Whether the Central Intelligence Agency has conducted the review required by paragraph (1) before October 15, 1994, or before the expiration of the 10-year period beginning on the date of the most recent review.

(B) Whether the Central Intelligence Agency, in fact, considered the criteria set forth in paragraph (2) in conducting the required review.


AMENDMENTS


2004—Subsec. (a). Pub. L. 108–458, § 1071(a)(6)(A), substituted “The Director of the Central Intelligence Agency, with the coordination of the Director of National Intelligence, may exempt operational files of the Central Intelligence Agency” for “Operational files of the Central Intelligence Agency may be exempted by the Director of Central Intelligence”.


Subsec. (g)(1). Pub. L. 108–458, § 1072(b)(1), substituted “Director of the Central Intelligence Agency and the Director of National Intelligence” for “Director of Central Intelligence”.


Subsec. (b). Pub. L. 108–136, § 922(b)(1), which directed the substitution of “In this section,” for “For purposes of this title”, was executed by making the substitution for “For purposes of this title”, to reflect the probable intent of Congress.


Pub. L. 108–136, § 922(b)(2)(B), transferred text of section 432 of this title to this section, redesignated it as subsec. (g), and redesignated subsec. (a) to (c) of that text as pars. (1) to (3), respectively, of subsec. (g).

Subsec. (g)(1). Pub. L. 108–136, § 922(b)(2)(D), struck out “of section 431 of this title” after “subsection (a)”.

Subsec. (g)(2). Pub. L. 108–136, § 922(b)(2)(E), which directed the substitution of “paragraph (1)” for “of subsection (a) of this section”, was executed by making the substitution for “subsection (a) of this section”, to reflect the probable intent of Congress.

Subsec. (g)(3). Pub. L. 108–136, § 922(b)(2)(F)(i), substituted “to determining the following”; and subpars. (A) and (B) for “to determining (1) whether the Central Intelligence Agency has conducted the review required by subsection (a) of this section within ten years of enactment of this title or within ten years after the last review, and (2) whether the Central Intelligence Agency, in fact, considered the criteria set forth in subsection (b) of this section in conducting the required review.


EFFECTIVE DATE OF 2004 AMENDMENT

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-
§ 3142. Operational files of the National Geospatial-Intelligence Agency

(a) Exemption of certain operational files from search, review, publication, or disclosure

(1) The Director of the National Geospatial-Intelligence Agency, with the coordination of the Director of National Intelligence, may exempt operational files of the National Geospatial-Intelligence Agency from the provisions of section 552 of title 5 which require publication, disclosure, search, or review in connection therewith.

(2)(A) Subject to subparagraph (B), for the purposes of this section, the term “operational files” means files of the National Geospatial-Intelligence Agency (hereafter in this section referred to as “NGA”) concerning the activities of NGA that before the establishment of NGA were performed by the National Photographic Interpretation Center of the Central Intelligence Agency (NPIC), that document the means by which foreign intelligence or counterintelligence is collected through scientific and technical systems.

(B) Files which are the sole repository of disseminated intelligence are not operational files.

(3) Notwithstanding paragraph (1), exempted operational files shall continue to be subject to search and review for information concerning—

(A) United States citizens or aliens lawfully admitted for permanent residence who have requested information on themselves pursuant to the provisions of section 552 or 552a of title 5;

(B) any special activity the existence of which is not exempt from disclosure under the provisions of section 552 of title 5; or

(C) the specific subject matter of an investigation by any of the following for any improper placement of information derived or disseminated from exempted operational files shall be subject to search and review.

(4)(A) Files that are not exempted under paragraph (1) which contain information derived or disseminated from exempted operational files shall be subject to search and review.

(B) The inclusion of information from exempted operational files in files that are not exempted under paragraph (1) shall not affect the exemption under paragraph (1) of the originating operational files from search, review, publication, or disclosure.

(5) The provisions of paragraph (1) may not be superseded except by a provision of law which specifically cites and repeals or modifies its provisions.

(6)(A) Except as provided in subparagraph (B), whenever any person who has requested agency records under section 552 of title 5 alleges that NGA has withheld records improperly because of failure to comply with any provision of this section, judicial review shall be available under the terms set forth in section 552(a)(4)(B) of title 5.

(B) Judicial review shall not be available in the manner provided for under subparagraph (A) as follows:

(i) In any case in which information specifically authorized under criteria established by an Executive order to be kept secret in the interests of national defense or foreign relations is filed with, or produced for, the court by NGA, such information shall be examined ex parte, in camera by the court.

(ii) The court shall, to the fullest extent practicable, determine the issues of fact based on sworn written submissions of the parties.

(iii) When a complainant alleges that requested records are improperly withheld because of improper placement solely in exempted operational files, the complainant shall support such allegation with a sworn written submission based upon personal knowledge or otherwise admissible evidence.

(iv)(I) When a complainant alleges that requested records were improperly withheld because of improper exemption of operational files, NGA shall meet its burden under section 552(a)(4)(B) of title 5 by demonstrating to the court by sworn written submission that exempted operational files likely to contain responsive records currently perform the functions set forth in paragraph (2).

(II) The court may not order NGA to review the content of any exempted operational file or files in order to make the demonstration required under subclause (I), unless the complainant disputes NGA’s showing with a sworn written submission based on personal knowledge or otherwise admissible evidence.

(v) In proceedings under clauses (iii) and (iv), the parties may not obtain discovery pursuant to rules 26 through 36 of the Federal Rules of Civil Procedure, except that requests for admissions may be made pursuant to rules 26 and 36.

(vi) If the court finds under this paragraph that NGA has improperly withheld requested records because of failure to comply with any
provision of this subsection, the court shall order NGA to search and review the appropriate exempted operational file or files for the requested records and make such records, or portions thereof, available in accordance with the provisions of section 552 of title 5, and such order shall be the exclusive remedy for failure to comply with this subsection.

(vii) If at any time following the filing of a complaint pursuant to this paragraph NGA agrees to search the appropriate exempted operational file or files for the requested records, the court shall dismiss the claim based upon such complaint.

(viii) Any information filed with, or produced for the court pursuant to clauses (i) and (iv) shall be coordinated with the Director of National Intelligence prior to submission to the court.

(b) Decennial review of exempted operational files

(1) Not less than once every 10 years, the Director of the National Geospatial-Intelligence Agency and the Director of National Intelligence shall review the exemptions in force under subsection (a)(1) to determine whether such exemptions may be removed from the category of exempted files or any portion thereof. The Director of National Intelligence must approve any determination to remove such exemptions.

(2) The review required by paragraph (1) shall include consideration of the historical value or other public interest in the subject matter of the particular category of files or portions thereof and the potential for declassifying a significant part of the information contained therein.

(3) A complainant that alleges that NGA has improperly withheld records because of failure to comply with this subsection may seek judicial review in the district court of the United States of the district in which any of the parties resides, or in the District of Columbia. In such a proceeding, the court’s review shall be limited to determining the following:

(A) Whether NGA has conducted the review required by paragraph (1) before the expiration of the 10-year period beginning on December 3, 1999, or before the expiration of the 10-year period beginning on the date of the most recent review.

(B) Whether NGA, in fact, considered the criteria set forth in paragraph (2) in conducting the required review.


AMENDMENTS


2002—Subsec. (a)(3)(C), Pub. L. 107–306 added cl. (i), redesignated cls. (iii) to (vi) as (i) to (v), respectively, and struck out former cls. (i) and (ii) which read as follows:

“(i) The Permanent Select Committee on Intelligence of the House of Representatives.

(ii) The Select Committee on Intelligence of the Senate.”

EFFECTIVE DATE OF 2004 AMENDMENT

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 30, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.
Amendment by Pub. L. 108–458 effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458 set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

TREATMENT OF CERTAIN TRANSFERRED RECORDS


§ 3143. Operational files of the National Reconnaissance Office

(a) Exemption of certain operational files from search, review, publication, or disclosure

(1) The Director of the National Reconnaissance Office, with the coordination of the Director of National Intelligence, may exempt operational files of the National Reconnaissance Office from the provisions of section 502 of title 5 which require publication, disclosure, search, or review in connection therewith.

(2)(A) Subject to subparagraph (B), for the purposes of this section, the term “operational files” means files of the National Reconnaissance Office (hereafter in this section referred to as “NRO”) that document the means by which foreign intelligence or counterintelligence is collected through scientific and technical systems.

(B) Files which are the sole repository of disseminated intelligence are not operational files.

(3) Notwithstanding paragraph (1), exempted operational files shall continue to be subject to search and review for information concerning—

(A) United States citizens or aliens lawfully admitted for permanent residence who have requested information on themselves pursuant to the provisions of section 552 or 552a of title 5;

(B) any special activity the existence of which is not exempt from disclosure under the provisions of section 552 of title 5; or

(C) the specific subject matter of an investigation by any of the following for any impropriety, or violation of law, Executive order, or Presidential directive, in the conduct of an intelligence activity:

(i) The Permanent Select Committee on Intelligence of the House of Representatives.

(ii) The Select Committee on Intelligence of the Senate.

(iii) The Intelligence Oversight Board.

(iv) The Department of Justice.

(v) The Office of General Counsel of NRO.

(vi) The Office of the Director of NRO.

(vii) The Office of the Inspector General of the NRO.

(4)(A) Files that are not exempted under paragraph (1) which contain information derived or disseminated from exempted operational files shall be subject to search and review.

(B) The inclusion of information from exempted operational files in files that are not exempted under paragraph (1) shall not affect the exemption under paragraph (1) of the originating operational files from search, review, publication, or disclosure.

(C) The declassification of some of the information contained in exempted operational files shall not affect the status of the operational file as being exempt from search, review, publication, or disclosure.

(D) Records from exempted operational files which have been disseminated to and referenced in files that are not exempted under paragraph (1) and which have been returned to exempted operational files for sole retention shall be subject to search and review.

(5) The provisions of paragraph (1) may not be superseded except by a provision of law which is enacted after November 27, 2002, and which specifically cites and repeals or modifies its provisions.

(6)(A) Except as provided in subparagraph (B), whenever any person who has requested agency records under section 552 of title 5 alleges that NRO has withheld records improperly because of failure to comply with any provision of this section, judicial review shall be available under the terms set forth in section 552a(a)(4)(B) of title 5.

(B) Judicial review shall not be available in the manner provided for under subparagraph (A) as follows:

(i) In any case in which information specifically authorized under criteria established by an Executive order to be kept secret in the interests of national defense or foreign relations is filed with, or produced for, the court by NRO, such information shall be examined ex parte, in camera by the court.

(ii) The court shall, to the fullest extent practicable, determine the issues of fact based on sworn written submissions of the parties.

(iii) When a complainant alleges that requested records are improperly withheld because of improper placement solely in exempted operational files, the complainant shall support such allegation with a sworn written submission based upon personal knowledge or otherwise admissible evidence.

(iv)(I) When a complainant alleges that requested records were improperly withheld because of improper exemption of operational files, NRO shall meet its burden under section 552a(a)(4)(B) of title 5 by demonstrating to the court by sworn written submission that exempted operational files likely to contain responsive records currently perform the functions set forth in paragraph (2).

(ii) The court may not order NRO to review the content of any exempted operational file or files in order to make the demonstration required under subclause (I), unless the complainant disputes NRO’s showing with a sworn written submission based on personal knowledge or otherwise admissible evidence.

(v) In proceedings under clauses (iii) and (iv), the parties may not obtain discovery pursuant to rules 26 through 36 of the Federal Rules of Civil Procedure, except that requests for admissions may be made pursuant to rules 26 and 36.
§ 3144  subsec. (a)(6)(B)(v), are set out in the Appendix to Title 28, Judiciary and Judicial Procedure.  

(b) Decennial review of exempted operational files  
(1) Not less than once every 10 years, the Director of the National Reconnaissance Office and the Director of National Intelligence shall review the exemptions in force under subsection (a)(1) to determine whether such exemptions may be removed from the category of exempted files or any portion thereof. The Director of National Intelligence must approve any determination to remove such exemptions.  

(2) The review required by paragraph (1) shall include consideration of the historical value or other public interest in the subject matter of the particular category of files or portions thereof and the potential for declassifying a significant part of the information contained therein.  

(3) A complainant that alleges that NRO has improperly withheld records because of failure to comply with this subsection may seek judicial review in the district court of the United States of the district in which any of the parties resides, in the District of Columbia. In such a proceeding, the court’s review shall be limited to determining the following:  

(A) Whether NRO has conducted the review required by paragraph (1) before the expiration of the 10-year period beginning on November 27, 2002, or before the expiration of the 10-year period beginning on the date of the most recent review.  

(B) Whether NRO, in fact, considered the criteria set forth in paragraph (2) in conducting the required review.  


Codification  
Section was formerly classified to section 432a of this title prior to editorial reclassification and renumbering as this section, and to section 465–5e of this title prior to renumbering by Pub. L. 108–136.  

Amendments  


Effective Date of 2004 Amendment  
For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.  

Amendment by Pub. L. 108–458 effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.  

§ 3144. Operational files of the National Security Agency  
(a) Exemption of certain operational files from search, review, publication, or disclosure  

The Director of the National Security Agency, in coordination with the Director of National Intelligence, may exempt operational files of the National Security Agency from the provisions of section 552 of title 5 which require publication, disclosure, search, or review in connection therewith.  

(b) Operational files defined  
(1) In this section, the term “operational files” means—  

(A) files of the Signals Intelligence Directorate of the National Security Agency (and any successor organization of that directorate) that document the means by which foreign intelligence or counterintelligence is collected through technical systems; and  

(B) files of the Research Associate Directorate of the National Security Agency (and any successor organization of that directorate) that document the means by which foreign intelligence or counterintelligence is collected through scientific and technical systems.  

(2) Files that are the sole repository of disseminated intelligence, and files that have been accessioned into the National Security Agency Archives (or any successor organization) are not operational files.  

(c) Search and review for information  
Notwithstanding subsection (a), exempted operational files shall continue to be subject to

References in Text  
search and review for information concerning any of the following:

(1) United States citizens or aliens lawfully admitted for permanent residence who have requested information on themselves pursuant to the provisions of section 552 or 552a of title 5.

(2) Any special activity the existence of which is not exempt from disclosure under the provisions of section 552 of title 5.

(3) The specific subject matter of an investigation by any of the following for any impropriety, or violation of law, Executive order, or Presidential directive, in the conduct of an intelligence activity:

(A) The Committee on Armed Services and the Permanent Select Committee on Intelligence of the House of Representatives.

(B) The Committee on Armed Services and the Select Committee on Intelligence of the Senate.

(C) The Intelligence Oversight Board.

(D) The Department of Justice.

(E) The Office of General Counsel of the National Security Agency.


(G) The Office of the Director of the National Security Agency.


(d) Information derived or disseminated from exempted operational files

(1) Files that are not exempted under subsection (a) that contain information derived or disseminated from exempted operational files shall be subject to search and review.

(2) The inclusion of information from exempted operational files in files that are not exempted under subsection (a) shall not affect the exemption under subsection (a) of the originating operational files from search, review, publication, or disclosure.

(3) The declassification of some of the information contained in exempted operational files shall not affect the status of the operational file as being exempt from search, review, publication, or disclosure.

(4) Records from exempted operational files that have been disseminated to and referenced in files that are not exempted under subsection (a) and that have been returned to exempted operational files for sole retention shall be subject to search and review.

(e) Supersedure of other laws

The provisions of subsection (a) may not be superseded except by a provision of law that is enacted after November 24, 2003, and that specifically cites and repeals or modifies such provisions.

(f) Allegation; improper withholding of records; judicial review

(1) Except as provided in paragraph (2), whenever any person who has requested agency records under section 552 of title 5 alleges that the National Security Agency has withheld records improperly because of failure to comply with any provision of this section, judicial review shall be available under the terms set forth in section 552(a)(4)(B) of title 5.

(2) Judicial review shall not be available in the manner provided for under paragraph (1) as follows:

(A) In any case in which information specifically authorized under criteria established by an Executive order to be kept secret in the interests of national defense or foreign relations is filed with, or produced for, the court by the National Security Agency, such information shall be examined ex parte, in camera by the court.

(B) The court shall determine, to the fullest extent practicable, the issues of fact based on sworn written submissions of the parties.

(C) When a complainant alleges that requested records were improperly withheld because of improper placement solely in exempted operational files, the complainant shall support such allegation with a sworn written submission based upon personal knowledge or otherwise admissible evidence.

(E) In proceedings under subparagraphs (C) and (D), the parties may not obtain discovery pursuant to rules 26 through 36 of the Federal Rules of Civil Procedure, except that requests for admissions may be made pursuant to rules 26 and 36.

(F) The court may order the National Security Agency to review the content of any exempted operational file or files in order to make the demonstration required under clause (i), unless the complainant disputes the National Security Agency’s showing with a sworn written submission based on personal knowledge or otherwise admissible evidence.

(G) Any information filed with, or produced for the court pursuant to subparagraphs (A) and (D) shall be coordinated with the Director of National Intelligence before submission to the court.
(g) Decennial review of exempted operational files

(1) Not less than once every 10 years, the Director of the National Security Agency and the Director of National Intelligence shall review the exemptions in force under subsection (a) to determine whether such exemptions may be removed from a category of exempted files or any portion thereof. The Director of National Intelligence must approve any determination to remove such exemptions.

(2) The review required by paragraph (1) shall include consideration of the historical value or other public interest in the subject matter of a particular category of files or portions thereof and the potential for declassifying a significant part of the information contained therein.

(3) A complainant that alleges that the National Security Agency has improperly withheld records because of failure to comply with this subsection may seek judicial review in the district court of the United States of the district in which any of the parties reside, or in the District of Columbia. In such a proceeding, the court’s review shall be limited to determining the following:

(A) Whether the National Security Agency has conducted the review required by paragraph (1) before the expiration of the 10-year period beginning on November 24, 2003, or before the expiration of the 10-year period beginning on the date of the most recent review.

(B) Whether the National Security Agency, in fact, considered the criteria set forth in paragraph (2) in conducting the required review.


REFERENCES IN TEXT

The Federal Rules of Civil Procedure, referred to in subsec. (c)(2)(E), are set out in the Appendix to Title 28, Judiciary and Judicial Procedure.

CODIFICATION

Section was formerly classified to section 432c of this title and omitted prior to editorial reclassification and renumbering as this section.

AMENDMENTS


2004—Subsec. (a). Pub. L. 108–458, §1071(a)(1)(JJ), which directed amendment of par. (1) of subsec. (a) by substituting “Director of National Intelligence” for “Director of Central Intelligence”, was executed to text of subsec. (a), which does not contain any pars., to reflect the probable intent of Congress.


EFFECTIVE DATE OF 2004 AMENDMENT

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo- randum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Amendment by Pub. L. 108–458 effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

§ 3145. Omitted


CODIFICATION

Section was formerly classified to section 432c of this title and omitted prior to editorial reclassification and renumbering as this section.

§ 3146. Protection of certain files of the Office of the Director of National Intelligence

(a) Inapplicability of FOIA to exempted operational files provided to ODNI

(1) Subject to paragraph (2), the provisions of section 552 of title 5 that require search, review, publication, or disclosure of a record shall not apply to a record provided to the Office of the Director of National Intelligence by an element of the intelligence community from the exempted operational files of such element.

(2) Paragraph (1) shall not apply with respect to a record of the Office that—

(A) contains information derived or disseminated from an exempted operational file, unless such record is created by the Office for the sole purpose of organizing such exempted operational file for use by the Office;

(B) is disseminated by the Office to a person other than an officer, employee, or contractor of the Office; or

(C) is no longer designated as an exempted operational file in accordance with this subchapter.

(b) Effect of providing files to ODNI

Notwithstanding any other provision of this subchapter, an exempted operational file that is provided to the Office by an element of the intelligence community shall not be subject to the provisions of section 552 of title 5 that require search, review, publication, or disclosure of a record solely because such element provides such exempted operational file to the Office.

(c) Search and review for certain purposes

Notwithstanding any other provision of this subchapter, an exempted operational file shall continue to be subject to search and review for information concerning any of the following:

(1) United States citizens or aliens lawfully admitted for permanent residence who have requested information on themselves pursuant
(d) Decennial review of exempted operational files

(1) Not less than once every 10 years, the Director of National Intelligence shall review the exemptions in force under subsection (a) to determine whether such exemptions may be removed from any category of exempted files or any portion thereof.

(2) The review required by paragraph (1) shall include consideration of the historical value or other public interest in the subject matter of the particular category of files or portions thereof and the potential for declassifying a significant part of the information contained therein.

(3) A complainant that alleges that the Director of National Intelligence has improperly withheld records because of failure to comply with this subsection may seek judicial review in the district court of the United States of the district in which any of the parties reside, or in the District of Columbia. In such a proceeding, the court’s review shall be limited to determining the following:

(A) Whether the Director has conducted the review required by paragraph (1) before the expiration of the 10-year period beginning on October 7, 2010, or before the expiration of the 10-year period beginning on the date of the most recent review.

(B) Whether the Director of National Intelligence, in fact, considered the criteria set forth in paragraph (2) in conducting the required review.

(e) Supersedure of other laws

The provisions of this section may not be superseded except by a provision of law that is enacted after October 7, 2010, and that specifically cites and repeals or modifies such provisions.

(f) Allegation; improper withholding of records; judicial review

(1) Except as provided in paragraph (2), whenever any person who has requested agency records under section 552 of title 5 alleges that the Office has withheld records improperly because of failure to comply with any provision of this section, judicial review shall be available under the terms set forth in section 552(a)(4)(B) of title 5.

(2) Judicial review shall not be available in the manner provided for under paragraph (1) as follows:

(A) In any case in which information specifically authorized under criteria established by an Executive order to be kept secret in the interests of national defense or foreign relations is filed with, or produced for, the court by the Office, such information shall be examined ex parte, in camera by the court.

(B) The court shall determine, to the fullest extent practicable, the issues of fact based on sworn written submissions of the parties.

(C)(i) When a complainant alleges that requested records were improperly withheld because of improper exemption of operational files, the Office may meet the burden of the Office under section 552(a)(4)(B) of title 5 by demonstrating to the court by sworn written submission that exempted files likely to contain responsive records are records provided to the Office by an element of the intelligence community from the exempted operational files of such element.

(ii) The court may not order the Office to review the content of any exempted file in order to make the demonstration required under clause (i), unless the complainant disputes the Office’s showing with a sworn written submission based on personal knowledge or otherwise admissible evidence.

(D) In proceedings under subparagraph (C), a party may not obtain discovery pursuant to rules 26 through 36 of the Federal Rules of Civil Procedure, except that requests for admissions may be made pursuant to rules 26 and 36 of the Federal Rules of Civil Procedure.

(E) If the court finds under this subsection that the Office has improperly withheld requested records because of failure to comply with any provision of this section, the court shall order the Office to search and review each appropriate exempted file for the requested records and make such records, or portions thereof, available in accordance with the provisions of section 552 of title 5 (commonly referred to as the Freedom of Information Act), and such order shall be the exclusive remedy for failure to comply with this section.

(F) If at any time following the filing of a complaint pursuant to this paragraph the Office agrees to search each appropriate exempted file for the requested records, the court shall dismiss the claim based upon such complaint.

(g) Definitions

In this section:

(1) The term “exempted operational file” means a file of an element of the intelligence community that, in accordance with this subchapter, is exempted from the provisions of section 552 of title 5 that require search, review, publication, or disclosure of such file.

(2) Except as otherwise specifically provided, the term “Office” means the Office of the Director of National Intelligence.

§ 3161. Procedures

(a) Not later than 180 days after October 14, 1994, the President shall, by Executive order or regulation, establish procedures to govern access to classified information which shall be binding upon all departments, agencies, and offices of the executive branch of Government. Such procedures shall, at a minimum—

(1) provide that, except as may be permitted by the President, no employee in the executive branch of Government may be given access to classified information by any department, agency, or office of the executive branch of Government unless, based upon an appropriate background investigation, such access is determined to be clearly consistent with the national security interests of the United States; (2) establish uniform minimum requirements governing the scope and frequency of background investigations and reinvestigations for all employees in the executive branch of Government who require access to classified information as part of their official responsibilities;

(3) provide that all employees in the executive branch of Government who require access to classified information shall be required as a condition of such access to provide to the employing department or agency written consent which permits access by an authorized investigative agency to relevant financial records, other financial information, consumer reports, travel records, and computers used in the performance of Government duties, as determined by the President, in accordance with section 3162 of this title, during the period of access to classified information and for a period of three years thereafter;

(4) provide that all employees in the executive branch of Government who require access to particularly sensitive classified information, as determined by the President, shall be required, as a condition of maintaining access to such information, to submit to the employing department or agency, during the period of such access, relevant information concerning their financial condition and foreign travel, as determined by the President, as may be necessary to ensure appropriate security; and

(5) establish uniform minimum standards to ensure that employees in the executive branch of Government whose access to classified information is being denied or terminated under this subchapter are appropriately advised of the reasons for such denial or termination and are provided an adequate opportunity to respond to all adverse information which forms the basis for such denial or termination before final action by the department or agency concerned.

(b)(1) Subsection (a) shall not be deemed to limit or affect the responsibility and power of an agency head pursuant to other law or Executive order to deny or terminate access to classified information if the national security so requires. Such responsibility and power may be exercised only when the agency head determines that the procedures prescribed by subsection (a) cannot be invoked in a manner that is consistent with the national security.

(2) Upon the exercise of such responsibility, the agency head shall submit a report to the congressional intelligence committees.


Codification

Section was formerly classified to section 435 of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS

2002—Subsec. (b)(2). Pub. L. 107–306 substituted “congressional intelligence committees” for “Permanent Select Committee on Intelligence of the House of Representatives and the Select Committee on Intelligence of the Senate”.


Effective Date of 1999 Amendment

Pub. L. 106–120, title III, § 305(c), Dec. 3, 1999, 113 Stat. 1612, provided that: “The President shall modify the procedures required by section 801(a)(3) of the National Security Act of 1947 (50 U.S.C. 3161(a)(3)) to take into account the amendment to that section made by subsection (a) of this section not later than 90 days after the date of the enactment of this Act [Dec. 3, 1999].”

Effective Date

Pub. L. 106–120, title VIII, § 802(c), Oct. 14, 1994, 108 Stat. 3438, provided that: “The amendments made by subsections (a) and (b) [enacting this subchapter] shall take effect 180 days after the date of enactment of this Act [Oct. 14, 1994].”

Classification Review of Executive Branch Materials in the Possession of the Congressional Intelligence Committees

Pub. L. 111–259, title VII, § 702, Oct. 7, 2010, 124 Stat. 2745, provided that: “The Director of National Intelligence is authorized to conduct, at the request of one of the congressional intelligence committees and in accordance with procedures established by that committee, a classification review of materials in the possession of that committee that—

(1) are not less than 25 years old; and

(2) were created, or provided to that committee, by an entity in the executive branch.”

For definition of “congressional intelligence committees” as used in section 702 of Pub. L. 111–259, set out above, see section 2 of Pub. L. 111–259, set out as a note under section 3003 of this title.

Promotion of Accurate Classification of Information

“(a) INCENTIVES FOR ACCURATE CLASSIFICATIONS.—In making cash awards under chapter 45 of title 5, United States Code, the President or the head of an Executive agency, with an officer or employee who is authorized to make original classification decisions or derivative classification decisions may consider such officer’s or employee’s consistent and proper classification of information.

“(b) INSPECTOR GENERAL EVALUATIONS.—

“(1) REQUIREMENT FOR EVALUATIONS.—Not later than September 30, 2016, the inspector general of each department or agency of the United States with an officer or employee who is authorized to make original classifications, in consultation with the Information Security Oversight Office, shall carry out no less than two evaluations of that department or agency or a component of the department or agency—

“(A) to assess whether applicable classification policies, procedures, rules, and regulations have been followed and effectively administered within such department, agency, or component; and

“(B) to identify policies, procedures, rules, regulations, or management practices that may be contributing to persistent misclassification of material within such department, agency or component.

“(2) DEADLINES FOR EVALUATIONS.

“(A) INITIAL EVALUATIONS.—Each first evaluation required by paragraph (1) shall be completed no later than September 30, 2013.

“(B) SECOND EVALUATIONS.—Each second evaluation required by paragraph (1) shall review progress made pursuant to the results of the first evaluation and shall be completed no later than September 30, 2016.

“(3) REPORTS.—

“(A) REQUIREMENT.—Each inspector general who is required to carry out an evaluation under paragraph (1) shall submit to the appropriate entities a report on each such evaluation.

“(B) CONTENT.—Each report submitted under subparagraph (A) shall include a description of—

“(i) the policies, procedures, rules, regulations, or management practices, if any, identified by the inspector general under paragraph (1)(B); and

“(ii) the recommendations, if any, of the inspector general to address any such identified policies, procedures, rules, regulations, or management practices.

“(C) COORDINATION.—The inspectors general who are required to carry out evaluations under paragraph (1) shall coordinate with each other and with the Information Security Oversight Office to ensure that evaluations follow a consistent methodology, as appropriate, that allows for cross-agency comparisons.

“(4) APPROPRIATE ENTITIES DEFINED.—In this subsection, the term ‘appropriate entities’ means—

“(A) the Committee on Homeland Security and Governmental Affairs and the Select Committee on Intelligence of the Senate;

“(B) the Committee on Homeland Security, the Committee on Oversight and Government Reform, and the Permanent Select Committee on Intelligence of the House of Representatives;

“(C) any other committee of Congress with jurisdiction over a department or agency referred to in paragraph (1);

“(D) the head of a department or agency referred to in paragraph (1); and

“(E) the Director of the Information Security Oversight Office.

[For definitions of terms used in section 6 of Pub. L. 111–258, set out above, see section 3 of Pub. L. 111–258, set out as a note under section 3344 of this title.]

DECLASSIFICATION OF INFORMATION


“SEC. 701. SHORT TITLE.

“This title may be cited as the ‘Public Interest Declassification Act of 2000’.

“SEC. 702. FINDINGS.

“Congress makes the following findings:

“(1) It is in the national interest to establish an effective, coordinated, and cost-effective means by which records on specific subjects of extraordinary public interest that do not undermine the national security interests of the United States may be collected, retained, reviewed, and disseminated to Congress, policymakers in the executive branch, and the public.

“(2) Ensuring, through such measures, public access to information that does not require continued protection to maintain the national security interests of the United States is a key to striking the balance between secrecy essential to national security and the openness that is central to the political institutions of the United States.

“SEC. 703. PUBLIC INTEREST DECLASSIFICATION BOARD.

“(a) ESTABLISHMENT.—(1) There is established within the executive branch of the United States a board to be known as the ‘Public Interest Declassification Board’ (in this title referred to as the ‘Board’). The Board shall report directly to the President or, upon designation by the President, the Vice President, the Attorney General, or other designee of the President. The other designee of the President under this paragraph may not be an agency head or official authorized to classify information under Executive Order 12958 (formerly set out below), or any successor order.

“(b) PURPOSES.—The purposes of the Board are as follows:

“(1) To advise the President, the Assistant to the President for National Security Affairs, the Director of the Office of Management and Budget, and such other executive branch officials as the Board considers appropriate on the systematic, thorough, coordinated, and comprehensive identification, collection, review for declassification, and release to Congress, interested agencies, and the public of declassified records and materials (including donated historical materials) that are of archival value, including records and materials of extraordinary public interest.

“(2) To promote the fullest possible public access to a thorough, accurate, and reliable documentary record of significant United States national security decisions and significant United States national security activities in order to—

“(A) support the oversight and legislative functions of Congress;

“(B) support the policymaking role of the executive branch;

“(C) respond to the interest of the public in national security matters; and

“(D) promote reliable historical analysis and new avenues of historical study in national security matters.

“(3) To provide recommendations to the President for the identification, collection, and review for declassification of information of extraordinary public interest that does not undermine the national security of the United States, to be undertaken in accordance with a declassification program that has been established or may be established by the President by Executive order.

“(4) To advise the President, the Assistant to the President for National Security Affairs, the Director of the Office of Management and Budget, and such other executive branch officials as the Board consid-
ers appropriate on policies deriving from the issuance by
the President of Executive orders regarding the classification and declassification of national security information.

(5) To review and make recommendations to the President in a timely manner with respect to any congressional request, made by the committee of jurisdiction or by a member of the committee of jurisdiction, to declassify certain records, to evaluate the proper classification of certain records, or to reconsider a declination to declassify specific records.

(c) Membership.—(1) The Board shall be composed of nine individuals appointed from among citizens of the United States who are preeminent in the fields of history, national security, foreign policy, intelligence policy, social science, law, or archives, including individuals who have served in Congress or otherwise in the Federal Government or have otherwise engaged in research, scholarship, or publication in such fields on matters relating to the national security of the United States, of whom—

(A) five shall be appointed by the President;

(B) one shall be appointed by the Speaker of the House of Representatives;

(C) one shall be appointed by the majority leader of the Senate;

(D) one shall be appointed by the minority leader of the Senate; and

(E) one shall be appointed by the minority leader of the House of Representatives.

(2) Of the members initially appointed to the Board by the President—

(i) three shall be appointed for a term of 4 years;

(ii) one shall be appointed for a term of 3 years; and

(iii) one shall be appointed for a term of 2 years.

(B) The members initially appointed to the Board by the Speaker of the House of Representatives or by the majority leader of the Senate shall be appointed for a term of 3 years.

(C) The members initially appointed to the Board by the minority leader of the House of Representatives or by the minority leader of the Senate shall be appointed for a term of 2 years.

(D) Any subsequent appointment to the Board shall be for a term of 3 years from the date of the appointment.

(3) A vacancy in the Board shall be filled in the same manner as the original appointment.

(4) A member of the Board may be appointed to a new term on the Board upon the expiration of the member's term on the Board, except that no member may serve more than three full terms on the Board.

(d) Chairperson; Executive Secretary.—(1)(A) The President shall designate one of the members of the Board as the Chairperson of the Board.

(B) The term of service as Chairperson of the Board shall be 2 years.

(C) A member serving as Chairperson of the Board may be redesignated as Chairperson of the Board upon the expiration of the member's term as Chairperson of the Board, except that no member shall serve as Chairperson of the Board for more than 6 years.

(2) The Director of the Information Security Oversight Office shall serve as the Executive Secretary of the Board.

(e) Meetings.—The Board shall meet as needed to accomplish its mission, consistent with the availability of funds. A majority of the members of the Board shall constitute a quorum.

(f) Staff.—Any employee of the Federal Government may be detailed to the Board, with the agreement of and without reimbursement to the detailing agency, and such detail shall be without interruption or loss of civil service, military, or foreign service status or privilege.

(g) Security.—(1) The members and staff of the Board shall, as a condition of appointment to or employment with the Board, hold appropriate security clearances for access to the classified records and materials to be reviewed by the Board or its staff, and shall follow the guidance and practices on security under applicable Executive orders and Presidential or agency directives.

(2) The head of an agency shall, as a condition of granting access to a member of the Board, the Executive Secretary of the Board, or a member of the staff of the Board to classified records or materials of the agency under this title, require the member, the Executive Secretary, or the member of the staff, as the case may be, to—

(A) execute an agreement regarding the security of such records or materials that is approved by the head of the agency; and

(B) hold an appropriate security clearance granted or recognized under the standard procedures and eligibility criteria of the agency, including any special access approval required for access to such records or materials.

(3) The members of the Board, the Executive Secretary of the Board, and the members of the staff of the Board may not use any information acquired in the course of their official activities on the Board for nonofficial purposes.

(4) For purposes of any law or regulation governing access to classified information that pertains to the national security of the United States, and subject to any limitations on access arising under section 706(b), and to facilitate the advisory functions of the Board under this title, a member of the Board seeking access to a record or material under this title shall be deemed for purposes of this subsection to have a need to know the contents of the record or material.

(h) Compensation.—(1) Each member of the Board shall receive compensation at a rate not to exceed the daily equivalent of the annual rate of basic pay payable for positions at ES-1 of the Senior Executive Service under section 5302 of title 5, United States Code, for each day such member is engaged in the actual performance of duties of the Board.

(2) Members of the Board shall be allowed travel expenses, including per diem in lieu of subsistence at rates authorized for employees of agencies under subchapter I of chapter 57 of title 5, United States Code, while away from their homes or regular places of business in the performance of the duties of the Board.

(1) GUIDANCE; ANNUAL BUDGET.—(1) On behalf of the President, the Assistant to the President for National Security Affairs shall provide guidance on policy to the Board.

(2) The Executive Secretary of the Board, under the direction of the Chairperson of the Board and the Board, and acting in consultation with the Archivist of the United States, the Assistant to the President for National Security Affairs, and the Director of the Office of Management and Budget, shall prepare the annual budget of the Board.

(2) SUPPORT.—The Information Security Oversight Office may support the activities of the Board under this title. Such support shall be provided on a reimbursable basis.

(k) PUBLIC AVAILABILITY OF RECORDS AND REPORTS.—(1) The Board shall make available for public inspection records of its proceedings and reports prepared in the course of its activities under this title to the extent such records and reports are not classified and would not be exempt from release under the provisions of section 552 of title 5, United States Code.

(2) In making records and reports available under paragraph (1), the Board shall coordinate the release of such records and reports with the appropriate officials from agencies with expertise in classified information in order to ensure that such records and reports do not inadvertently contain classified information.

(l) APPLICABILITY OF CERTAIN ADMINISTRATIVE LAWS.—The provisions of the Federal Advisory Committee Act (5 U.S.C. App.) shall not apply to the activities of the Board under this title. However, the records of the Board shall be governed by the provisions of the Federal Records Act of 1950 (see References in Text note under section 5324 of Title 25, Indians).
"SEC. 704. IDENTIFICATION, COLLECTION, AND REVIEW FOR DECLASSIFICATION OF INFORMATION OF ARCHIVAL VALUE OR EXTRAORDINARY PUBLIC INTEREST.

(a) Briefings on Agency Declassification Programs.—(1) As requested by the Board, or by the Select Committee on Intelligence of the Senate or the Permanent Select Committee on Intelligence of the House of Representatives, the head of any agency with the authority, in an Executive order to classify information, shall be notified of the Board, the Select Committee on Intelligence of the Senate, or the Permanent Select Committee on Intelligence of the House of Representatives, on an annual basis, a summary briefing and report on such agency's progress and plans in the declassification of national security information. Such briefing and report shall cover the declassification goals set by statute, regulation, or policy, the agency's progress with respect to such goals, and the agency's plan and priorities for its declassification activities over the next 2 fiscal years. Agency briefings and reports shall give particular attention to progress on the declassification of records and materials that are of archival value or extraordinary public interest to the people of the United States.

(2) The annual briefing and report under paragraph (1) for agencies within the Department of Defense, including the military departments and the elements of the intelligence community, shall be provided on a consolidated basis.

(b) Recommendations on Agency Declassification Programs.—(1) Upon reviewing and discussing declassification plans and progress with an agency, the Board shall provide to the head of the agency the written recommendations of the Board as to how the agency's declassification program could be improved. A copy of each recommendation shall also be submitted to the Director's responsibility to protect intelligence as the head of the intelligence community, in accordance with section 3024 of the National Security Act of 1947 (50 U.S.C. 403–3(c)(6)) [see 50 U.S.C. 3024(a)].

(2) In making recommendations under paragraph (1), the Board shall consider the following:

(A) The opinions and requests of Members of Congress, including opinions and requests expressed or embodied in letters or legislative proposals, and also including specific requests for the declassification of certain records or for the reconsideration of declassification of specific records.

(B) The opinions and requests of the National Security Council, the Director of National Intelligence, and the heads of other agencies.

(C) The opinions of United States citizens.

(D) The opinions of members of the Board.

(E) The impact of special searches on systematic and all other on-going declassification programs.

(F) The costs (including budgetary costs) and the impact that complying with the recommendations would have on agency budgets, programs, and operations.

(G) The benefits of the recommendations.

(H) The impact of compliance with the recommendations on the national security of the United States.

(d) President's Declassification Priorities.—(1) Concurrent with the submission to Congress of the budget of the President each fiscal year under section 1105 of title 31, United States Code, the Director of the Office of Management and Budget shall publish a description of the President's declassification program and priorities, together with a listing of the funds requested to implement that program.

(2) Nothing in this title shall be construed to subrogate or supersede, or establish a funding process for, any declassification program that has been established or may be established by the President by Executive order.

(e) Declassification Reviews.—(1) In general.—If requested by the President, the Board shall review in a timely manner certain records or declinations to declassify specific records, the declasification of which has been the subject of specific congressional request described in section 703(b)(5).

(2) Authority of Board.—Upon receiving a congressional request described in section 703(b)(5), the Board may conduct the review and make the recommendations described in that section, regardless of whether such a review is requested by the President.

(f) Reporting.—Any recommendations submitted to the President by the Board under section 703(b)(5), [sic] shall be submitted to the chair and ranking minority member of the committee that made the request relating to such recommendations.

"SEC. 705. PROTECTION OF NATIONAL SECURITY INFORMATION AND OTHER INFORMATION.

(a) In general.—Nothing in this title shall be construed to limit the authority of the head of an agency to classify information or to continue the classification of information previously classified by that agency.

(b) Special Access Programs.—Nothing in this title shall be construed to limit the authority of the head of an agency to grant or deny access to a special access program.

(c) Authorities of Director of National Intelligence.—Nothing in this title shall be construed to limit the authorities of the Director of National Intelligence as the head of the intelligence community, including the Director's responsibility to protect intelligence sources and methods from unauthorized disclosure as required by section 103c(6) of the National Security Act of 1947 ([former] 50 U.S.C. 403–3(c)(6)) [see 50 U.S.C. 3226(1)].

(d) Exemptions to Release of Information.—Nothing in this title shall be construed to limit any exemption or exception to the release to the public under this title of information that is protected under subsection (b) of section 552 of title 5, United States Code (commonly referred to as the 'Freedom of Information Act'), or section 552a of title 5, United States Code (commonly referred to as the 'Privacy Act').

(e) Withholding Information from Congress.—Nothing in this title shall be construed to authorize the withholding of information from Congress.

"SEC. 706. STANDARDS AND PROCEDURES.

(a) Liaison.—(1) The head of each agency with the authority under an Executive order to classify information and the head of each Federal Presidential library shall designate an employee of such agency or library to act as liaison to the Board for purposes of this title.

(2) The Board may establish liaison and otherwise consult with such other historical and advisory committees as the Board considers appropriate for purposes of this title.

(b) Limitations on Access.—(1)(A) Exception as provided in paragraph (2), if the head of an agency or the Head of a Federal Presidential library determines it necessary to deny or restrict access of the Board, of the agency or library liaison to the Board, to information contained in a record or material, in whole or in part, the head of the agency or the head of the library shall promptly notify the Board in writing of such determination.

(B) Each notice to the Board under subparagraph (A) shall include a description of the nature of the records or materials, and a justification for the determination, covered by such notice.
"(2) In the case of a determination referred to in paragraph (1) with respect to a special access program created by the Secretary of Defense, the Director of National Intelligence, or the head of any other agency, the notification of denial of access under paragraph (1), including a description of the nature of the Board’s request for access, shall be submitted to the Assistant to the President for National Security Affairs rather than to the Board.

"(c) DISCRETION TO DISCLOSE.—At the conclusion of a declassification review, the head of an agency may, in the discretion of the head of the agency, determine that the public’s interest in the disclosure of records or materials of the agency covered by such review, and still properly classified, outweighs the Government’s need to protect such records or materials, and may release such records or materials in accordance with the provisions of Executive Order No. 12958 [formerly set out below] or any successor order to such Executive order.

"(d) DISCRETION TO PROTECT.—At the conclusion of a declassification review, the head of an agency may, in the discretion of the head of the agency, determine that the interest of the agency in the protection of records or materials of the agency covered by such review, and still properly classified, outweighs the Government’s need to protect such records or materials, and may deny release of such records or materials in accordance with the provisions of Executive Order No. 12958 or any successor order to such Executive order.

"(e) REPORTS.—(1)(A) Except as provided in paragraph (2), the Board shall annually submit to the appropriate congressional committees a report on the activities of the Board under this title, including summary information regarding any denials to the Board by the head of an agency or the head of a Federal Presidential library of access to records or materials under this title.

"(B) In this paragraph, the term ‘appropriate congressional committees’ means the Select Committee on Intelligence and the Committee on Governmental Affairs [now Committee on Homeland Security and Governmental Affairs] of the Senate and the Permanent Select Committee on Intelligence and the Committee on Government Reform [now Committee on Oversight and Government Reform] of the House of Representatives.

"(2) Notwithstanding paragraph (1), notice that the Board has been denied access to records and materials, and a justification for the determination in support of the denial, shall be submitted by the agency denying the access as follows:

"(A) In the case of the denial of access to a special access program created by the Secretary of Defense, to the Committees on Armed Services and Appropriations of the Senate and to the Committees on Armed Services and Appropriations of the House of Representatives.

"(B) In the case of the denial of access to a special access program created by the Director of National Intelligence, or by the head of any other agency (including the Department of Defense) if the special access program pertains to intelligence activities, or of access to any information and materials relating to intelligence sources and methods, to the Select Committee on Intelligence of the Senate and the Permanent Select Committee on Intelligence of the House of Representatives.

"(C) In the case of the denial of access to a special access program created by the Secretary of Energy or the Administrator for Nuclear Security, to the Committees on Armed Services and Appropriations and the Select Committee on Intelligence of the Senate and to the Committees on Armed Services and Appropriations and the Permanent Select Committee on Intelligence of the House of Representatives.

"(f) NOTIFICATION OF REVIEW.—In response to a specific congressional request for declassification review described in section 706(b)(3), the Board shall advise the originators of the request in a timely manner whether the Board intends to conduct such review.
“(B) will provide a significantly different perspective in general from records and materials publicly available in other historical sources; and

(B) would properly be addressed through ad hoc record searches outside any systematic declassification program established under Executive order.

(8) RECORDS OF ARCHIVAL VALUE.—The term ‘records of archival value’ means records that have been determined by the Archivist of the United States to have sufficient historical or other value to warrant their continued preservation by the Federal Government.

SEC. 710. EFFECTIVE DATE; SUNSET.

“(a) EFFECTIVE DATE.—This title shall take effect on the date that is 120 days after the date of the enactment of this Act [Dec. 27, 2000].

“(b) SUNSET.—The provisions of this title shall expire on December 31, 2018.”

CERTIFICATION AND REPORT RELATED TO AUTOMATIC DECLASSIFICATION OF DEPARTMENT OF DEFENSE RECORDS

Pub. L. 106–65, div. A, title X, § 1011(c), (d), Oct. 5, 1999, 113 Stat. 758, provided that:

“(c) CERTIFICATION REQUIRED WITH RESPECT TO AUTOMATIC DECLASSIFICATION OF RECORDS.—No records of the Department of Defense that have not been reviewed for declassification shall be subject to automatic declassification unless the Secretary of Defense certifies to Congress that such declassification would not harm the national security.

“(d) REPORT ON AUTOMATIC DECLASSIFICATION OF DEPARTMENT OF DEFENSE RECORDS.—Not later than February 1, 2001, the Secretary of Defense shall submit to the Committee on Armed Services of the Senate a report on the efforts of the Department of Defense relating to the declassification of classified records under the control of the Department of Defense. Such report shall include the following:

“(1) An assessment of whether the Department will be able to review all relevant records for declassification before any date established for automatic declassification.

“(2) An estimate of the cost of reviewing records to meet any requirement to review all relevant records for declassification by a date established for automatic declassification.

“(3) An estimate of the number of records, if any, that the Department will be unable to review for declassification before any such date and the effect [sic] on national security of the automatic declassification of those records.

“(4) An estimate of the length of time by which any such date would need to be extended to avoid the automatic declassification of records that have not yet been reviewed as of such date.”

SUPPLEMENT TO PLAN FOR DECLASSIFICATION OF RESTRICTED DATA AND FORMERLY RESTRICTED DATA


“(a) Public Availability of Information.—(1) Except as provided in subsection (b), the Secretary of Defense shall, with respect to any information referred to in paragraph (2), place the information in a suitable library-like location within a facility within the National Capital region for public review and photocopying.

“(2) Paragraph (1) applies to any record, live-sighting report, or other information in the custody of the official custodian referred to in subsection (d)(3) that may pertain to the location, treatment, or condition of (A) United States personnel who remain not accounted for as a result of service in the Armed Forces or other Federal Government service during the Korean conflict, the Vietnam era, or the Cold War, or (B) their remains.

“(b) Exceptions.—(1) The Secretary of Defense may not make a record or other information available to the public pursuant to subsection (a) if—

“(A) the record or other information is exempt from the disclosure requirements of section 552 of title 5, United States Code, by reason of subsection (b) of that section; or

“(B) the record or other information is in a system of records exempt from the requirements of subsection (d) of section 552a of such title pursuant to subsection (1) or (2) of the section.”

“(2) The Secretary of Defense may not make a record or other information available to the public pursuant
to subsection (a) if the record or other information specifically mentions a person by name unless—

(A) in the case of a person who is alive (and not incapacitated) and whose whereabouts are known, that person expressly consents in writing to the disclosure of the record or other information; or

(B) in the case of a person who is dead or incapacitated or whose whereabouts are unknown, a family member or family members of that person determined by the Secretary of Defense to be appropriate for such purpose expressly consent in writing to the disclosure of the record or other information.

“(3)(A) The limitation on disclosure in paragraph (2) does not apply in the case of a person who is dead or incapacitated or whose whereabouts are unknown if the family member or members of that person determined pursuant to subparagraph (B) of that paragraph cannot be located by the Secretary of Defense—

“(i) in the case of a person missing from the Vietnam era, after a reasonable effort; and

“(ii) in the case of a person missing from the Korean Conflict or Cold War, after a period of 90 days from the date on which any record or other information referred to in paragraph (2) is received by the Department of Defense for disclosure purposes from the Archivist of the United States, the Library of Congress, or the Joint United States-Russian Commission on POW/MIA.

“(B) Paragraph (2) does not apply to the access of an adult member of the family of a person to any record or other information to the extent that the record or other information relates to that person.

“(C) The authority of a person to consent to disclosure of a record or other information for the purposes of paragraph (2) may be delegated to another person or an organization only by means of an express legal power of attorney granted by the person authorized by that paragraph to consent to the disclosure.

“(D) Deadlines.—(1) In the case of records or other information originated by the Department of Defense, the official custodian shall make such records and other information available to the public pursuant to this section not later than January 2, 1996. Such records or other information shall be made available as soon as a review carried out for the purposes of subsection (b) is completed.

“(2) Whenever a department or agency of the Federal Government receives any record or other information referred to in subsection (a) that is required by this section to be made available to the public, the head of that department or agency shall report to the Archivist of the United States, the Library of Congress, or the Joint United States-Russian Commission on POW/MIA that such record or other information is provided to the Secretary of Defense, and the Secretary shall make such record or other information available in accordance with subsection (a) as soon as possible and, in any event, not later than one year after the date on which the record or information is received by the department or agency of the Federal Government.

“(3) If the Secretary of Defense determines that the disclosure of any record or other information referred to in subsection (a) by the date required by paragraph (1) or (2) may compromise the safety of any United States personnel referred to in subsection (a)(2) who remain not accounted for but who may still be alive in captivity, then the Secretary may withhold that record or other information from the disclosure otherwise required by this section. Whenever the Secretary makes a determination under the preceding sentence, the Secretary shall immediately notify the President and the Congress of that determination.

“(E) Definitions.—For purposes of this section:

“(1) The terms ‘Korean conflict’ and ‘Vietnam era’ have the meanings given those terms in section 101 of title 38, United States Code.

“(2) The term ‘Cold War’ means the period from the end of World War II to the beginning of the Korean conflict and the period from the end of the Korean conflict to the beginning of the Vietnam era.

“(3) The term ‘official custodian’ means—

“(A) in the case of records, reports, and information relating to the Korean conflict or the Cold War, the Archivist of the United States; and

“(B) in the case of records, reports, and information relating to the Vietnam era, the Secretary of Defense.”

DISCLOSURE OF INFORMATION CONCERNING AMERICAN PERSONNEL LISTED AS PRISONER, MISSING, OR UNACCOUNTED FOR IN SOUTHEAST ASIA

Pub. L. 100-453, title IV, § 404, Sept. 29, 1988, 102 Stat. 1908, provided that:

“(a) This section is enacted to ensure that current disclosure policy is incorporated into law.

“(b) Except as provided in subsection (c), the head of each department or agency—

“(1) with respect to which funds are authorized under this Act [see Tables for classification], and

“(2) which holds or receives live sighting reports of any United States citizen reported missing in action, prisoner of war, or unaccounted for from the Vietnam Conflict,

shall make available to the next-of-kin of that United States citizen all reports, or portions thereof, held by that department or agency which have been correlated or possibly correlated to that citizen.

“(c) Subsection (b) does not apply with respect to—

“(1) information that would reveal or compromise sources and methods of intelligence collection; or

“(2) specific information that previously has been made available to the next-of-kin.

“(d) The head of each department or agency covered by subsection (a) shall make information available under this section in a timely manner.”

EXECUTIVE ORDER NO. 10501


Ex. Ord. No. 10865, Safeguarding Classified Information Within Industry


WHEREAS it is mandatory that the United States protect itself against hostile or destructive activities by preventing unauthorized disclosures of classified information relating to the national defense; and

WHEREAS it is a fundamental principle of our Government to protect the interests of individuals against unreasonable or unwarranted encroachments; and

WHEREAS I find that the provisions and procedures prescribed by this order are necessary to assure the preservation of the integrity of classified defense information and to protect the national interest; and

WHEREAS I find that those provisions and procedures recognize the interest of individuals affected thereby and provide maximum possible safeguards to protect such interests.

NOW, THEREFORE, under and by virtue of the authority vested in me by the Constitution and statutes of the United States, and as President of the United States and as Commander in Chief of the armed forces of the United States, it is hereby ordered as follows:

SECTION 1. When used in this order, the term ‘head of a department’ means the Secretary of State, the Secretary of Defense, the Secretary of Transportation, the Secretary of Energy, the Secretary of Homeland Security, the Nuclear Regulatory Commission, the Administrator of the National Aeronautics and Space Administration, and, in section 4, the Attorney General. The term ‘head of a department’ also means the head of any department or agency, including but not limited to

[No further text is visible in the image.]
those referenced above with whom the Department of Defense makes an agreement to extend regulations prescribed by the Secretary of Defense concerning authorizations for access to classified information pursuant to Executive Order No. 12829 [set out below].

Sic. 2. An authorization for access to classified information pursuant to Executive Order No. 12829 [set out below] may be granted by the head of a department or his designee, including, but not limited to, those officials named in section 8 of this order, to an individual, having been termed an ‘applicant’, for a specific classification category only upon a finding that it is clearly consistent with the national interest to do so.

Sic. 3. Except as provided in section 9 of this order, an authorization for access to a specific classification category may not be finally denied or revoked pursuant to Executive Order No. 12829 [set out below] by the head of a department or his designee, including, but not limited to, those officials named in section 8 of this order, unless the applicant has been given the following:

1. A written statement of the reasons why his access authorization may be denied or revoked, which shall be as comprehensive and detailed as the national security permits.

2. A reasonable opportunity to reply in writing under oath or affirmation to the statement of reasons.

3. After he has filed under oath or affirmation a written reply to the statement of reasons, the form and substance of which may be prescribed by regulations issued by the head of the department concerned, an opportunity to appear personally before the head of the department concerned or his designee, including, but not limited to, those officials named in section 8 of this order, for the purpose of supporting his eligibility for access authorization and to present evidence on his behalf.

4. A reasonable time to prepare for that appearance.

5. An opportunity to be represented by counsel.

6. An opportunity to cross-examine persons either orally or through written interrogatories in accordance with section 4 on matters not relating to the characterization in the statement of reasons of any organization or individual other than the applicant.

7. A written notice of the final decision in his case which, if adverse, shall specify whether the head of the department or his designee, including, but not limited to, those officials named in section 8 of this order, found for or against him with respect to each allegation in the statement of reasons.

Sic. 4. (a) An applicant shall be afforded an opportunity to cross-examine persons who have made oral or written statements adverse to the applicant relating to a controverted issue except that any such statement may be received and considered without affording such opportunity in the circumstances described in either of the foregoing paragraphs:

1. The head of the department supplying the statement certifies that the person who furnished the information is a confidential informant who has been engaged in obtaining intelligence information for the Government and that disclosure of his identity would be substantially harmful to the national interest.

2. The head of the department concerned or his special designee for that particular purpose has preliminarily determined, after considering information furnished by the investigative agency involved as to the reliability of the person and the accuracy of the statement concerned, that the statement concerned appears to be reliable and material, and the head of the department or such special designee has determined that failure to receive and consider such statement would, in view of the level of access sought, be substantially harmful to the national security and that the person who furnished the information cannot appear to testify (A) due to death, severe illness, or similar cause, in which case the identity of the person and the information to be considered shall be made available to the applicant, or (B) due to some other cause determined by the head of the department concerned, in subsection (a) of this section are used (1) the applicant shall be given a summary of the information which shall be as comprehensive and detailed as the national security permits, (2) appropriate consideration shall be given to the fact that the investigator did not have an opportunity to cross-examine such person or persons, and (3) a final determination adverse to the applicant shall be made only by the head of the department based upon his personal review of the case.

Sic. 5. (a) Records compiled in the regular course of business, or other physical evidence other than investigative reports, may be received and considered consistent with the national interest to do so.

(b) Records compiled in the regular course of business, or other physical evidence other than investigative reports, relating to a controverted issue which, because of their reliability and materiality, are not otherwise subject to rebuttal without authenticating witnesses, provided that such information has been furnished to the department concerned by an investigative agency pursuant to its responsibilities in connection with assisting the head of the department concerned to safeguard classified information within industry pursuant to this order.

(b) Records compiled in the regular course of business, or other physical evidence other than investigative reports, relating to a controverted issue which, because of their reliability and materiality, are not otherwise subject to rebuttal without authenticating witnesses, provided that such information has been furnished to the department concerned by an investigative agency pursuant to its responsibilities in connection with assisting the head of the department concerned to safeguard classified information within industry pursuant to this order.
SIC. 8. Except as otherwise specified in the preceding provisions of this order, any authority vested in the head of a department by this order may be delegated to the (sic) deputy of that department, or the principal assistant to the head of that department, as the case may be.

SIC. 9. Nothing contained in this order shall be deemed to limit or affect the responsibility and powers of the head of a department to deny or revoke access to a specific classification category if the security of the nation so requires. Such authority may not be delegated and may be exercised only when the head of a department determines that the procedures prescribed in sections 3, 4, and 5 cannot be invoked consistently with the national security and such determination shall be conclusive.

MODIFICATION OF EXECUTIVE ORDER No. 10865

EXECUTIVE ORDER No. 10865
Ex. Ord. No. 10865, Jan. 12, 1962, 27 F.R. 339, which amended Executive Order No. 10501, which related to safeguarding official information, was superseded by Ex. Ord. No. 11652, Mar. 8, 1972, 37 F.R. 5209, formerly set out below.

EXECUTIVE ORDER No. 11097
Ex. Ord. No. 11097, Feb. 28, 1963, 28 F.R. 2225, which amended Executive Order No. 10501, which related to safeguarding official information, was superseded by Ex. Ord. No. 11652, Mar. 8, 1972, 37 F.R. 5209, formerly set out below.

EXECUTIVE ORDER No. 11652

EX. ORD. No. 11932. CLASSIFICATION OF CERTAIN INFORMATION AND MATERIAL OBTAINED FROM ADVISORY BODIES CREATED TO IMPLEMENT THE INTERNATIONAL ENERGY PROGRAM
Ex. Ord. No. 11932, Aug. 4, 1976, 41 F.R. 32691, provided: The United States has entered into the Agreement on an International Energy Program of November 18, 1974, which created the International Energy Agency. This program is a substantial factor in the conduct of our foreign relations and an important element of our national security. The effectiveness of the Agreement depends significantly upon the provision and exchange of information and material by participants in advisory bodies created by the International Energy Agency. Confidentiality is essential to assure the free and open discussion necessary to accomplish the tasks assigned to those bodies. I have consulted with the Secretary of State, the Attorney General and the Administrator of the Federal Energy Administration concerning the handling and safeguarding of information and material in the possession of the United States which has been obtained pursuant to the program, and I find that some of such information and material requires protection as provided in Executive Order No. 11652 of March 8, 1972, as amended (formerly set out above).

NOW, THEREFORE, by virtue of the authority vested in me by the Constitution and statutes of the United States, and as President of the United States, it is hereby ordered as follows:

SECTION 1. Information and material obtained pursuant to the International Energy Program and which requires protection against unauthorized disclosure in the interest of the national defense or foreign relations of the United States shall be classified pursuant to Executive Order No. 11652 of March 8, 1972, as amended (formerly set out above). The Secretary of State shall have the responsibility for the classification, declassification and safeguarding of information and material in the possession of the United States Government which has been obtained pursuant to:

(a) Section 252(c)(3), (d)(2), or (e)(3) of the Energy Policy and Conservation Act (89 Stat. 871; 42 U.S.C. 6722(c)(3), (d)(2), (e)(3)), or

(b) The Voluntary Agreement and Program relating to the International Energy Program (40 F.R. 16041, April 8, 1975), or

(c) Any similar Voluntary Agreement and Program entered into under the Energy Policy and Conservation Act (42 U.S.C. 6201 et seq.) after the date of this Order.

SEC. 2. Information or material classified pursuant to Section 1 of this Order may be exempted from the General Declassification Schedule established by Section 5 of Executive Order No. 11652 (formerly set out above) if it was obtained by the United States on the understanding that it be kept in confidence, or if it might otherwise be exempted under Section 5(b) of such Order.

SEC. 3. (a) Within 60 days of the date of this Order, the Secretary of State shall promulgate regulations which implement his responsibilities under this Order.

(b) The directives issued under Section 6 of Executive Order No. 11652 (formerly set out above) shall not apply to information and material classified under this Order. However, the regulations promulgated by the Secretary of State shall:

(1) conform, to the extent practicable, to the policies set forth in Section 6 of Executive Order No. 11652 (formerly set out above), and

(2) provide that he may take such measures as he deems necessary and appropriate to ensure the confidentiality of any information and material classified under this Order that may remain in the custody or control of any person outside the United States Government.

GERALD R. FORD.

EXECUTIVE ORDER No. 12065

EXECUTIVE ORDER No. 12356
Ex. Ord. No. 12356, Apr. 2, 1982, 47 F.R. 14874, 15557, which prescribed a uniform system for classifying, declassifying, and safeguarding national security information, was revoked by Ex. Ord. No. 12356, § 41(d), Apr. 17, 1995, 60 F.R. 19843, formerly set out below.

EX. ORD. No. 12812. DECLASSIFICATION AND RELEASE OF MATERIALS PERTAINING TO PRISONERS OF WAR AND MISSING IN ACTION
Ex. Ord. No. 12812, July 22, 1992, 57 F.R. 32879, provided:

WHEREAS, the Senate, by S. Res. 324 of July 2, 1992, has asked that I "expeditiously issue an Executive order requiring all executive branch departments and agencies to declassify and publicly release without compromising United States national security all documents, files, and other materials pertaining to POWs and MIAs;" and

WHEREAS, indiscriminate release of classified material could jeopardize continuing United States Government efforts to achieve the fullest possible accounting of Vietnam-era POWs and MIAs; and
WHEREAS, I have concluded that the public interest would be served by the declassification and public release of materials pertaining to Vietnam-era POWs and MIAs lost in Southeast Asia for the purposes of declassification in accordance with the standards and procedures of Executive Order No. 12356 (formerly set out above).

SEC. 2. All executive departments and agencies shall make publicly available documents, files, and other materials declassified pursuant to section 1, except for those the disclosure of which would constitute a clearly unwarranted invasion of personal privacy of returnees, family members of POWs and MIAs, or other persons, or would impair the deliberative processes of the executive branch.

This order is not intended to create any right or benefit, substantive or procedural, enforceable by a party against the United States, its agencies or instrumentalities, its officers or employees, or any other person.

GEORGE W. BUSH

EX. ORD. NO. 12829, NATIONAL INDUSTRIAL SECURITY PROGRAM


This order establishes a National Industrial Security Program to safeguard Federal Government classified information that is released to contractors, licensees, and grantees of the United States Government. To promote our national interests, the United States Government issues contracts, licenses, and grants to non-government organizations. When these arrangements require access to classified information, the national security requires that this information be safeguarded in a manner equivalent to its protection within the executive branch of Government. The national security also requires that our industrial security program promote the economic and technological interests of the United States. Redundant, overlapping, or unnecessary requirements impede those interests. Therefore, the National Industrial Security Program shall serve as a single, integrated, cohesive industrial security program to protect classified information and to preserve our Nation’s economic and technological interests.

Therefore, by the authority vested in me as President by the Constitution and the laws of the United States of America, including the Atomic Energy Act of 1954, as amended, the National Security Act of 1947, as amended (codified as amended in scattered sections of the United States Code) [50 U.S.C. 2001 et seq.], the Intelligence Reform and Terrorism Prevention Act of 2004 [Pub. L. 108–458, see Tables for classification], and the Federal Advisory Committee Act, as amended (5 U.S.C. App. 2) [5 U.S.C. App.], it is hereby ordered as follows:

PART 1. ESTABLISHMENT AND POLICY

SECTION 101. Establishment. (a) There is established a National Industrial Security Program. The purpose of the Program is to safeguard classified information that may be released or has been released to current, prospective, or former contractors, licensees, or grantees of United States agencies. For the purposes of this order, the terms “contractor, licensee, or grantee” means current, prospective, or former contractors, licensees, or grantees of United States agencies. The National Industrial Security Program shall be applicable to all executive departments and agencies.

(b) The National Industrial Security Program shall provide for the protection of information classified pursuant to Executive Order 13326 of December 29, 2009 [set out below], or any predecessor or successor order, and the Atomic Energy Act of 1954, as amended (42 U.S.C. 2111 et seq.).

(c) For the purposes of this order, the term “contractor” does not include individuals engaged under personal services contracts.


(b) In consultation with the National Security Advisor, the Director of the Information Security Oversight Office, in accordance with Executive Order 13326 of December 29, 2009, shall be responsible for implementing and monitoring the National Industrial Security Program and shall:

(1) develop, in consultation with the agencies, and promulgate subject to the approval of the National Security Council, directives for the implementation of this order, which shall be binding on the agencies;

(2) oversee agency, contractor, licensee, and grantee actions to ensure compliance with this order and implementing directives;

(3) review all agency implementing regulations, internal rules, or guidelines. The Director shall require any regulation, rule, or guideline to be changed if it is not consistent with this order or implementing directives. Any such decision by the Director may be appealed to the National Security Council. The agency regulation, rule, or guideline shall remain in effect pending a prompt decision on the appeal;

(4) have the authority, pursuant to terms of applicable contracts, licenses, grants, or regulations, to conduct on-site reviews of the implementation of the National Industrial Security Program by each agency, contractor, licensee, and grantee that has access to or stores classified information and to require of each agency, contractor, licensee, and grantee those reports, information, and other cooperation that may be necessary to fulfill the Director’s responsibilities. If these reports, inspections, or access to specific classified information, or other forms of cooperation, would pose an exceptional national security risk, the affected agency head or the senior official designated under section 203(a) of this order may request the National Security Council to deny access to the Director. The Director shall not have access pending a prompt decision by the National Security Council;

(5) report any violations of this order or its implementing directives to the head of the agency or to the senior official designated under section 203(a) of this order so that corrective action, if appropriate, may be taken. Any such report pertaining to the implementation of the National Industrial Security Program by a contractor, licensee, or grantee shall be directed to the agency that is exercising operational oversight over the contractor, licensee, or grantee under section 202 of this order;

(6) consider and take action on complaints and suggestions from persons within or outside the Government with respect to the administration of the National Industrial Security Program;

(7) consider, in consultation with the advisory committee established by this order, affected agencies, contractors, licensees, and grantees, and recommend to the President through the National Security Council changes to this order; and

(8) report at least annually to the President through the National Security Council on the implementation of the National Industrial Security Program.

(c) Nothing in this order shall be construed to supersede the authority of the Secretary of Energy or the Nuclear Regulatory Commission under the Atomic Energy Act of 1954, as amended (42 U.S.C. 2011 et seq.), or the authority of the Director of National Intelligence (or any Intelligence Community element) under the Intelligence Reform and Terrorism Prevention Act of 2004 (Pub. L. 108–458, see Tables for classification), the National Security Act of 1947, as amended [50 U.S.C. 3001 et seq.], or Executive Order 12333 of December 8, 1981 [50
U.S.C. 3001 note], as amended, or the authority of the Secretary of Homeland Security, as the Executive Agent for the Classified National Security Information Program established under Executive Order 13526 of August 18, 2010 ( Classified National Security Information Program for State, Local, Tribal, and Private Sector Entities ] set out below). The National Industrial Security Program Policy Advisory Committee. (a) Establishment. There is established the National Industrial Security Program Policy Advisory Committee ("Committee"), the Director of the Information Security Oversight Office shall serve as Chairman of the Committee and appoint the members of the Committee. The members of the Committee shall be the representatives of those departments and agencies most affected by the National Industrial Security Program and nongovernment representatives of contractors, licensees, or grantees involved with classified contracts, licenses, or grants, as determined by the Committee.

(b) Functions. (1) The Committee members shall advise the Chairman of the Committee on all matters concerning the policies of the National Industrial Security Program, including recommended changes to those policies as reflected in this order, its implementing directives, or the operating manual established under this order, and serve as a forum to discuss policy issues in dispute.

(2) The Committee shall meet at the request of the Chairman, but at least twice during the calendar year. Members of the Committee shall serve without compensation for their work on the Committee. However, nongovernment members may be allowed travel expenses, including per diem in lieu of subsistence, as authorized by law for persons serving intermittently in the Government service (5 U.S.C. 5701–5707).

(3) To the extent permitted by law and subject to the availability of funds, the National Archives and Records Administration shall provide the Committee with administrative services, facilities, staff, and other support services necessary for the performance of its functions.

(d) General. Notwithstanding any other Executive order, the functions of the President under the Federal Advisory Committee Act, as amended [5 U.S.C. App.], except that of reporting to the Congress, which are applicable to the Committee, shall be performed by the Archivist of the United States in accordance with the guidelines and procedures established by the General Services Administration.

PART 2. OPERATIONS

SEC. 201. National Industrial Security Program Operating Manual. (a) The Secretary of Defense, in consultation with all affected agencies and with the concurrence of the Secretary of Energy, the Nuclear Regulatory Commission, the Director of National Intelligence, and the Secretary of Homeland Security, shall issue and maintain a National Industrial Security Program Operating Manual (Manual). The Secretary of Energy and the Nuclear Regulatory Commission shall prescribe and issue a part of the Manual that pertains to information classified under the Atomic Energy Act of 1954, as amended [42 U.S.C. 2011 et seq.]. The Director of National Intelligence shall prescribe and issue that portion of the Manual that pertains to intelligence sources and methods, including Sensitive Compartmented Information.

(b) The Director of National Intelligence may inspect and monitor contractor, licensee, and grantee programs and facilities that involve access to such information or may enter into written agreements with the Secretary of Defense, as Executive Agent, or with the Director of the Central Intelligence Agency to inspect and monitor these programs or facilities, in whole or in part, on behalf of these agency heads.

(c) The Secretary of Energy and the Nuclear Regulatory Commission retain authority over access to intelligence sources and methods, including Sensitive Compartmented Information.

(d) The Secretary of Homeland Security may determine the eligibility for access to Classified National Security Information of contractors, licensees, and grantees involved with classified contracts, licenses, or grants, as determined by the Committee.

award, performance, and termination of contracts, the licensing process, or the grant process, with or under the control of departments or agencies.

(c) The Manual shall also prescribe requirements, restrictions, and other safeguards that are necessary to protect special classes of classified information, including Restricted Data, Formerly Restricted Data, intelligence sources and methods information, Compartmented Information, and Special Access Program information.

(d) The Manual shall also prescribe arrangements necessary to permit and enable secure sharing of classified information under a designated critical infrastructure protection program to such authorized individuals and organizations as determined by the Secretary of Homeland Security.

(e) In establishing particular requirements, restrictions, and other safeguards within the Manual, the Secretary of Defense, the Secretary of Energy, the Nuclear Regulatory Commission, the Director of National Intelligence, and the Secretary of Homeland Security shall take into account these factors: (i) the damage to the national security that reasonably could be expected to result from an unauthorized disclosure; (ii) the existing or anticipated threat to the disclosure of information; and (iii) the short- and long-term costs of the requirements, restrictions, and other safeguards.

(f) To the extent that is practicable and reasonable, the requirements, restrictions, and safeguards that the Manual establishes for the protection of classified information by contractors, licensees, and grantees shall be consistent with the requirements, restrictions, and safeguards that directives implementing Executive Order 13526 of December 29, 2009 [set out below], or any successor order, or the Atomic Energy Act of 1954, as amended, establish for the protection of classified information by agencies. Upon request by the Chairman of the Committee, the Secretary of Defense shall provide an explanation and justification for any requirement, restriction, or safeguard that results in a standard for the protection of classified information by contractors, licensees, and grantees that differs from the standard that applies to agencies.
grantees and their respective employees under a designated critical infrastructure protection program, including parties to agreements with such program; the Secretary of Homeland Security may inspect and monitor contractor, licensee, and grantee programs and facilities or may enter into written agreements with the Secretary of Defense, as Executive Agent, or with the Director of the Central Intelligence Agency, to inspect and monitor these programs or facilities in whole or in part, on behalf of the Secretary of Homeland Security. The Executive Agent shall have the authority to issue, after consultation with affected agencies, standard forms or other standardization that will promote the implementation of the National Industrial Security Program.

S 323. Implementation. (a) The head of each agency that enters into classified contracts, licenses, or grants shall designate a senior agency official to direct and administer corrective action with respect to classified information for operation under the National Industrial Security Program.

(b) Agency implementing regulations, internal rules, or guidelines shall be consistent with this order, its implementing directives, and the Manual. Agencies shall issue these regulations, rules, or guidelines no later than 180 days from the issuance of the Manual. They may incorporate all or portions of the Manual by reference.

(c) Each agency head or the senior official designated under paragraph (a) above shall take appropriate and prompt corrective action whenever a violation of this order, its implementing directives, or the Manual occurs.

(d) The senior agency official designated under paragraph (a) above shall account each year for the costs of contractors, licensees, or grantees specified by this order, its implementing directives, and the Manual.

(e) The Secretary of Defense, with the concurrence of the Administrator of General Services, the Administrator of the National Aeronautics and Space Administration, and such other agency heads or officials who may be responsible, shall amend the Federal Acquisition Regulation to be consistent with the implementation of the National Industrial Security Program.

(f) All contracts, licenses, or grants that involve access to classified information and that are advertised or proposed following the issuance of agency regulations, rules, or guidelines described in paragraph (b) above shall comply with the National Industrial Security Program. To the extent that is feasible, economical, and permitted by law, agencies shall amend, modify, or convert preexisting contracts, licenses, or grants, or previously advertised or proposed contracts, licenses, or grants, that involve access to classified information for operation under the National Industrial Security Program. Any direct inspection or monitoring of contractors, licensees, or grantees specified by this order shall be carried out pursuant to the terms of a contract, license, grant, or regulation.

(g) [Amended Ex. Ord. No. 10665, set out above.]

(h) All delegations, rules, regulations, orders, directives, agreements, contracts, licenses, and grants issued under preexisting authorities, including section 1(a) and (b) of Executive Order No. 10665 of February 20, 1969, as amended, by Executive Order No. 10969 of January 17, 1961, and Executive Order No. 11382 of November 27, 1967, shall remain in full force and effect until amended, modified, or terminated pursuant to authority of this order.

(1) This order shall be effective immediately.

EXTENSION OF TERM OF NATIONAL INDUSTRIAL SECURITY PROGRAM POLICY ADVISORY COMMITTEE


Previous extensions of term of National Industrial Security Program Policy Advisory Committee were contained in the following prior Executive Orders:

(i) This order shall be effective immediately.

A. RG 18, Army Air Forces
B. RG 65, Federal Bureau of Investigation
C. RG 127, United States Marine Corps
D. RG 216, Office of Censorship
E. RG 226, Office of Strategic Services
F. RG 66, United States Occupation Headquarters
G. RG 331, Allied Operational and Occupation Headquarters, World War II (including 350 reels of Allied Force Headquarters)
H. RG 332, United States Theaters of War, World War II
I. RG 338, Mediterranean Theater of Operations and European Command
J. RG 339, General Correspondence, Pre-1950
K. RG 51, Bureau of the Budget, 52.12 Budget Preparation Branch
L. RG 72, Bureau of Aeronautics
M. RG 186, Foreign Agricultural Service, Narrative Reports, 1955-61

Records in the following record groups ("RG") in the National Archives of the United States shall be declassified. Page numbers are approximate. A complete list of the selected records is available from the Archivist of the United States.

1. All unreviewed World War II and earlier records, including:

A. RG 18, Army Air Forces
B. RG 65, Federal Bureau of Investigation
C. RG 127, United States Marine Corps
D. RG 216, Office of Censorship
E. RG 226, Office of Strategic Services
F. RG 66, United States Occupation Headquarters
G. RG 331, Allied Operational and Occupation Headquarters, World War II (including 350 reels of Allied Force Headquarters)
H. RG 332, United States Theaters of War, World War II
I. RG 338, Mediterranean Theater of Operations and European Command
J. RG 339, General Correspondence, Pre-1950
K. RG 51, Bureau of the Budget, 52.12 Budget Preparation Branch
L. RG 72, Bureau of Aeronautics
M. RG 186, Foreign Agricultural Service, Narrative Reports, 1955-61

Subtotal for World War II and earlier

9,500,000 pp.

II. Post-1945 Collections (Military and Civil)

A. RG 19, Bureau of Ships, Pre-1950 General Correspondence (selected records)
B. RG 51, Bureau of the Budget, 52.12 Budget Preparation Branch, 1952-69
C. RG 72, Bureau of Aeronautics (Navy) (selected records)
D. RG 186, Foreign Agricultural Service, Narrative Reports, 1955-61

Subtotal for World War II and earlier

21.0 million pp.

II. Post-1945 Collections (Military and Civil)
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E. RG 313, Naval Operating Forces (selected records) 407,500 pp.
F. RG 319, Office of the Chief of Military History Manuscripts and Background Papers (selected records) 933,000 pp.
G. RG 337, Headquarters, Army Ground Forces (selected records) 1,269,700 pp.
H. RG 341, Headquarters, United States Air Force (selected records) 4,870,000 pp.
I. RG 389, Office of the Provost Marshal General (selected records) 448,000 pp.
J. RG 391, United States Army Regular Army Mobil Units 240,000 pp.
K. RG 428, General Records of the Department of the Navy (selected records) 31,250 pp.
L. RG 472, Army Vietnam Collection (selected records) 5,864,000 pp.
Subtotal for Other 22.9 million pp.
TOTAL 45.9 million pp.

EX. ORD. NO. 12958, RELEASE OF IMAGERY ACQUIRED BY SPACE-BASED NATIONAL INTELLIGENCE RECONNAISSANCE SYSTEMS

Ex. Ord. No. 12958, Feb. 22, 1995, 60 F.R. 10789, provided:

By the authority vested in me as President by the Constitution and the laws of the United States of America and in order to release certain scientifically or environmentally useful imagery acquired by space-based national intelligence reconnaissance systems, consistent with the national security, it is hereby ordered as follows:

SECTION 1. Public Release of Historical Intelligence Imagery. Imagery acquired by the space-based national intelligence reconnaissance systems known as the Corona, Argon, and Lanyard missions shall, within 18 months of the date of this order, be declassified and transferred to the National Archives and Records Administration with a copy sent to the United States Geological Survey of the Department of the Interior consistent with procedures approved by the Director of Central Intelligence and the Archivist of the United States. Upon transfer, such imagery shall be deemed declassified and shall be made available to the public.

(b) Applicant—means a person other than an employee who has received an authorized conditional offer of employment for a position that requires access to classified information.

(c) Authorized investigative agency—means an agency authorized by law or regulation to conduct a counterintelligence investigation or investigation of persons who are proposed for access to classified information to ascertain whether such persons satisfy the criteria for obtaining and retaining access to such information.

(d) Classified information—means information that has been determined pursuant to Executive Order No. 12988 (formerly set out above), or any successor order.
Executive Order No. 12951 (set out above), or any successor order, or the Atomic Energy Act of 1954 (42 U.S.C. 2111 (et seq.)), to require protection against unauthorized disclosure.

(e) “Employee” means a person, other than the President and Vice President, employed by, detailed to, or assigned to, an agency, including members of the Armed Forces; an expert or consultant to an agency; an industrial or commercial contractor, licensee, certificate holder, or grantee of an agency, including all subcontractors; a personal services contractor; or any other category of person who has access to classified information, regardless of whether the employee or former employee has, or has had, a need-to-know.

(f) “Foreign power” and “agent of a foreign power” have the meaning provided in 50 U.S.C. 1801.

(g) “Need for access” means a determination that an employee requires access to classified information, including information with the same level of protection prescribed by the President in accordance with this order and to possess a need-to-know.

(h) “Need-to-know” means a determination made by an authorized holder of classified information that a prospective recipient requires access to specific classified information in order to perform or assist in a lawful and authorized governmental function.

(i) “Overseas Security Executive Agent” means the Board established by the President to consider, coordinate, and recommend policy directives for U.S. security policies, procedures, and practices.

(j) “Security Executive Agent” means the Security Executive Agent established by the President to consider, coordinate, and recommend policy directives for U.S. intelligence Identities Protection Act of 1982 (50 U.S.C. 3401(6)).

(k) “Special access program” has the meaning provided in section 4.1 of Executive Order No. 12958 (formerly set out above), or any successor order.

SIC 1.2. Access to Classified Information. (a) No employee shall be granted access to classified information unless that employee has been determined to be eligible in accordance with this order and to possess a need-to-know.

(b) Agency heads shall be responsible for establishing and maintaining an effective program to ensure that access to classified information by each employee is clearly consistent with the interests of the national security.

(c) Employees shall not be granted access to classified information unless they:

(1) have been determined to be eligible for access under section 3.1 of this order by agency heads or designated officials based upon a favorable adjudication of an appropriate investigation of the employee’s background;

(2) have a demonstrated need-to-know; and

(3) have signed an approved nondisclosure agreement.

(d) All employees shall be subject to investigation by an appropriate investigative agency before being granted access to classified information and at any time during the period of access to ascertain whether they continue to meet the requirements for access.

(e)(1) All employees granted access to classified information shall be required as a condition of such access to provide the employing agency written consent permitting access by an authorized investigative agency, for such time as access to classified information is maintained and for a period of 3 years thereafter, to:

(A) relevant financial records that are maintained by a financial institution as defined in 31 U.S.C. 5312(a) or by a holding company as defined in section 1101(6) of the Right to Financial Privacy Act of 1978 (12 U.S.C 3401(6));

(B) consumer reports pertaining to the employee under the Fair Credit Reporting Act (15 U.S.C. 1861a (1861 et seq.)); and

(C) records maintained by commercial entities within the United States pertaining to any travel by the employee outside the United States.

(2) Information may be requested pursuant to employee consent under this section where:

(A) there are reasonable grounds to believe, based on credible information, that the employee or former employee is, or may be, disclosing classified information in an unauthorized manner to a foreign power or agent of a foreign power;

(B) information the employing agency deems credible indicates the employee or former employee has incurred excessive indebtedness or has acquired a level of affluence that cannot be explained by other information; or

(C) circumstances indicate the employee or former employee had the capability and opportunity to disclose classified information that is known to have been lost or compromised to a foreign power or an agent of a foreign power.

(3) Nothing in this section shall be construed to affect the authority of an investigating agency to obtain information pursuant to the Right to Financial Privacy Act [of 1978, 12 U.S.C. 9401 et seq.], the Fair Credit Reporting Act [15 U.S.C. 1681 et seq.], or any other applicable law.

SIC 1.3. Financial Disclosure. (a) Not later than 180 days after the effective date of this order, the head of each agency that originates, handles, transmits, or possesses classified information shall designate each employee, by position or category where possible, who has access to classified information and to possess a need-to-know, that, in the discretion of the agency head, would reveal:

(1) the identity of covert agents as defined in the Intelligence Identities Protection Act of 1962 (30 U.S.C. 421 sic.[et seq.]) [now 50 U.S.C. 3121 et seq.];

(2) technical or specialized national intelligence collection and processing systems that, if disclosed in an unauthorized manner, would substantially negate or impair the effectiveness of the system;

(3) the details of:

(A) the nature, contents, algorithm, preparation, or use of any code, cipher, or cryptographic system or device;

(B) the design, construction, functioning, maintenance, or repair of any cryptographic equipment; but not including information concerning the use of cryptographic equipment and services;

(4) particularly sensitive special access programs, the disclosure of which would substantially negate or impair the effectiveness of the information or activity involved; or

(5) especially sensitive nuclear weapons design information (but only for those positions that have been certified as being of a high degree of importance or sensitivity, as described in section 3.1 of the Atomic Energy Act of 1954, as amended (42 U.S.C. 2150(c))).

(b) An employee may not be granted access, or hold a position designated as requiring access, to information described in subsection (a) unless, as a condition of access to such information, the employee:

(1) files with the head of the agency a financial disclosure report, including information with respect to the spouse and dependent children of the employee, as part of all background investigations or reinvestigations;

(2) is subject to annual financial disclosure requirements, if selected by the agency head, and

(3) files relevant information concerning foreign travel, as determined by the Security Executive Agent.

(c) Not later than 180 days after the effective date of this order, the Security Executive Agent shall develop procedures for the implementation of this section, including a standard financial disclosure form for use by employees under subsection (b) of this section, and agency heads shall identify certain employees, by position or category, who are subject to annual financial disclosure.

SIC 1.4. Use of Automated Financial Record Data Bases. As part of all investigations and reinvestigations described in subsection (d) of this order, agencies may request the Department of the Treasury, under terms and conditions prescribed by the Secretary of the Treasury, to search automated data bases consisting of reports of currency transactions by financial institutions, international transportation of currency or monetary in-
PART 2—ACCESS ELIGIBILITY POLICY AND PROCEDURE

Ssc. 2.1. Eligibility Determinations. (a) Determinations of eligibility for access to classified information shall be based on criteria established under this order. Such determinations are separate from suitability determinations with respect to the hiring or retention of persons for employment by the government or any other personnel actions.

(b) The number of employees that each agency determines to be eligible for access to classified information shall be kept to the minimum required for the conduct of agency functions.

(1) Eligibility for access to classified information shall not be granted solely to permit entry to, or ease of movement within, controlled areas when the employee has no need for access and access to classified information may reasonably be prevented. Where circumstances indicate employees may be inadvertently exposed to classified information in the course of their duties, agencies are authorized to grant or deny, in their discretion, facility access approvals to such employees based on an appropriate level of investigation as determined by each agency.

(2) Except in agencies where eligibility for access is a mandatory condition of employment, eligibility for access to classified information shall only be requested or granted based on a demonstrated, foreseeable need for access. Requesting or approving eligibility in excess of actual requirements is prohibited.

(c) Access to classified information may be granted where there is a temporary need for access, such as one-time participation in a classified project, provided the investigative standards established under this order have been satisfied. In such cases, a fixed date or event for expiration shall be identified and access to classified information shall be limited to information related to the particular project or assignment.

(d) Access to classified information shall be terminated when an employee no longer has a need for access.

Ssc. 2.2. Level of Access Approval. (a) The level at which an access approval is granted for an employee shall be limited, and relate directly, to the level of classified information for which there is a need for access. Eligibility for access to a higher level of classified information includes eligibility for access to information classified at a lower level.

(b) Access to classified information relating to a special access program shall be granted in accordance with procedures established by the head of the agency that created the program or, for programs pertaining to intelligence activities (including special activities but not including military operational, strategic, and tactical programs) or intelligence sources and methods, by the Director of Central Intelligence. To the extent possible and consistent with national security interests of the United States, such procedures shall be consistent with the standards and procedures established by and under this order.

Ssc. 2.3. Temporary Access to Higher Levels. (a) An employee who has been determined to be eligible for access to classified information based on favorable adjudication of a completed investigation may be granted temporary access to a higher level where security personnel authorized by the agency head to make access eligibility determinations find that such access is:

(1) is necessary to meet operational or contractual exigencies not expected to be of a recurring nature;

(2) will not exceed 180 days; and

(3) is limited to specific identifiable information that is the subject of a written access record.

(b) Where the access granted under subsection (a) of this section involves another agency's classified information, that agency must concur before access to its information is granted.

Ssc. 2.4. Reciprocal Acceptance of Access Eligibility Determinations. (a) Except when an agency has substantial information indicating that an employee may not satisfy the standards in section 3.1 of this order, background investigations and eligibility determinations conducted under this order shall be mutually and reciprocally accepted by all agencies.

(b) Except where there is substantial information indicating that the employee may not satisfy the standards in section 3.1 of this order, an employee with existing access to a special access program shall not be denied eligibility for access to another special access program at the same sensitivity level as determined personally by the agency head or deputy agency head, or have an existing access eligibility rejudicatod, so long as the employee has a need for access to the information involved.

(c) This section shall not preclude agency heads from establishing additional, but not duplicative, investigative or adjudicative procedures for a special access program or for candidates for detail or assignment to their agencies, where such procedures are required in exceptional circumstances to protect the national security.

(d) Where temporary eligibility for access is granted under sections 2.3 or 3.3 of this order or where the determination of eligibility for access is conditional, the fact of such temporary or conditional access shall be conveyed to any other agency that considers affording the employee access to its information.

Ssc. 2.5. Specific Access Requirement. (a) Employees who have been determined to be eligible for access to classified information shall be given access to classified information only where there is a need-to-know that information.

(b) It is the responsibility of employees who are authorized holders of classified information to verify that a prospective recipient’s eligibility for access has been granted by an authorized agency official and to ensure that a need-to-know exists prior to allowing such access, and to challenge requests for access that do not appear well-founded.

Ssc. 2.6. Access by Non-United States Citizens. (a) Where there are compelling reasons in furtherance of an agency mission, immigrant alien and foreign national employees who possess a special expertise may, in the discretion of the agency, be granted limited access to classified information for specific programs, projects, contracts, licensees, certificates, or grants for which there is a need for access. Such individuals shall not be eligible for access to any greater level of classified information than the United States Government has determined may be releasable to the country of which the subject is currently a citizen, and such limited access may be approved only if the prior 10 years of the subject’s life can be appropriately investigated. If there are any doubts concerning granting access, additional special investigative procedures shall be fully pursued.

(b) Exceptions to these requirements may be permitted only by the agency head or the senior agency official designated under section 6.1 of this order to further substantial national security interests.

PART 3—ACCESS ELIGIBILITY STANDARDS

Ssc. 3.1. Standards. (a) No employee shall be deemed to be eligible for access to classified information merely by reason of Federal service or contracting, licensees,
certificate holder, or grantee status, or as a matter of right or privilege, or as a result of any particular title, rank, position, or affiliation.

(b) Except as provided in sections 2.6 and 3.3 of this order, eligibility for access to classified information shall be granted only to employees who are United States citizens for whom an appropriate investigation has been completed and whose personal and professional history affirmatively indicates loyalty to the United States, strength of character, trustworthiness, honesty, reliability, discretion, and sound judgment, as well as freedom from conflicting allegiances and potential for coercion, and willingness and ability to abide by regulations governing the use, handling, and protection of classified information.

(c) The United States Government does not discriminate on the basis of race, color, religion, sex, national origin, disability, or sexual orientation in granting access to classified information. These standards may vary for the various levels of access. These standards may be raised solely on the basis of mental health counseling. Such counseling can be a positive factor in eligibility determinations. However, mental health counseling, where relevant to the adjudication of an individual’s or employee’s eligibility for access to classified information, may justify an adverse inference to determine whether the standards of subsection (b) of this section are satisfied, and mental health may be considered where it directly relates to the standards.

(f) Not later than 180 days after the effective date of this order, the Security Executive Agent shall develop a common set of investigative standards for determining eligibility for access to classified information, including access to special access programs.

§ 3.2. Basis for Eligibility Approval. (a) Eligibility determinations for access to classified information shall be based on information concerning the applicant or employee that is acquired through the investigation conducted pursuant to this order or otherwise available to security officials and shall be made part of the applicant’s or employee’s security record. Applicants or employees shall be required to provide relevant information pertaining to their background and character for use in investigating and adjudicating their eligibility for access.

(b) Not later than 180 days after the effective date of this order, the Security Executive Agent shall develop a common set of investigative standards for background investigations for access to classified information. These standards may vary for the various levels of access.

(c) Nothing in this order shall prohibit an agency from utilizing any lawful investigative procedure in addition to the investigative requirements set forth in this order and its implementing regulations to resolve issues that may arise during the course of a background investigation or reinvestigation.

§ 3.3. Special Circumstances. (a) In exceptional circumstances where official functions must be performed prior to the completion of the investigative and adjudication process, temporary eligibility for access to classified information may be granted to an employee who has been under investigation but where it is determined that eligibility is granted, the initial investigation shall be expedited.

(b) Nothing in subsection (a) shall be construed as altering the authority of an agency head to waive requirements for granting access to classified information pursuant to statutory authority.

(c) Where access has been terminated under section 2.1(b)(4) of this order and a new need for access arises, access to the same level shall be reapproved without further investigation as to employees who were determined to be eligible based on a favorable adjudication of an investigation completed within the prior 5 years provided they have remained employed by the same employer during the period in question, the employee certifies in writing that there has been no change in the relevant information provided by the employee for the last background investigation, and there is no information that would tend to indicate the employee may no longer satisfy the standards established by this order for access to classified information.

(d) Access eligibility shall be reapproved for individuals who were determined to be eligible based on a favorable adjudication of an investigation completed within the prior 5 years and who have otherwise separated from United States Government employment for not more than 2 years; provided there is no indication the individual may no longer satisfy the standards of this order, the individual certifies in writing that there has been no change in the relevant information provided by the individual for the last background investigation, and an appropriate record check reveals no unfavorable information.

§ 3.4. Reinvestigation Requirements. (a) Because circumstances and characteristics may change dramatically over time and thereby alter the eligibility for classified information, employees for continued access to classified information, reinvestigations shall be conducted with the same priority and care as initial investigations.

(b) Employees who are eligible for access to classified information shall be the subject of periodic reinvestigations and may also be reinvestigated if, at any time, there is reason to believe that they may no longer meet the standards of access established in this order.

(c) Not later than 180 days after the effective date of this order, the Security Executive Agent shall develop a common set of investigative standards, including the frequency of reinvestigations.

§ 3.5. Continuous Evaluation. An individual who has been determined to be eligible for or who currently has access to classified information shall be subject to continuous evaluation as further defined by and under standards (including, but not limited to, the frequency of such evaluation) as determined by the Director of National Intelligence.

PART 4—INVESTIGATIONS FOR FOREIGN GOVERNMENTS

§ 4. Authority. Agencies that conduct background investigations, including the Federal Bureau of Investigation and the Department of State, are authorized to conduct personnel security investigations in the United States when requested by a foreign government as part of its own personnel security program and with the consent of the individual.
PART 5—REVIEW OF ACCESS DETERMINATIONS

Sect. 5.1. Determinations of Need for Access. A determination under section 2.1(b)(4) of this order that an employee does not have, or no longer has, a need for access is a discretionary determination and shall be conclusive.

Sect. 5.2. Review Proceedings for Denials or Revocations of Eligibility for Access. (a) Applicants and employees who are determined to not meet the standards for access to classified information established in section 3.1 of this order shall be:

1. provided as comprehensive and detailed a written explanation of the basis for that conclusion as the national security interests of the United States and other applicable law permit;
2. provided within 30 days, upon request and to the extent the documents would be provided if requested under the Freedom of Information Act (5 U.S.C. 552) or the Privacy Act (5 U.S.C. 552a), as applicable, any documents, records, and reports upon which a denial or revocation is based;
3. informed of their right to be represented by counsel or other representative at their own expense; to request any documents, records, and reports as described in paragraph (2) provided within 30 days, upon which a denial or revocation is based; and to request the entire investigative file, as permitted by the national security and other applicable law, which, if requested, shall be promptly provided in the time set for a written reply;
4. provided a reasonable opportunity to reply in writing to, and to request a review of, the determination;
5. provided written notice of and reasons for the results of the review, the identity of the deciding authority, and written notice of the right to appeal;
6. provided an opportunity to appeal in writing to a high level panel, appointed by the agency head, which shall be comprised of at least three members, two of whom shall be selected from outside the security field. Decisions of the panel shall be in writing, and final except as provided in subsection (b) of this section; and
7. provided an opportunity to appear personally and to present relevant documents, materials, and information at some point in the process before an adjudicative or other authority, other than the investigating entity, as determined by the agency head. A written summary or recording of such appearance shall be made part of the applicant’s or employee’s security record, unless such appearance occurs in the presence of the appeals panel described in subsection (a)(6) of this section.

(b) Nothing in this section shall prohibit an agency head from personally exercising the appeal authority in subsection (a) of this section based upon recommendations from an appeals panel. In such case, the decision of the agency head shall be final.

(c) Agency heads shall promulgate regulations to implement this section and, at their sole discretion and as resources and national security considerations permit, may provide additional review proceedings beyond those required by subsection (a) of this section. This section does not require additional proceedings, however, and creates no procedural or substantive rights.

(d) When the head of an agency or principal deputy personally certifies that a procedure set forth in this section cannot be made available in a particular case without damaging the national security interests of the United States by revealing classified information, the particular procedure shall not be made available.

(e) This section shall not be deemed to limit or affect the responsibility and power of an agency head pursuant to any law or other Executive order to deny or terminate access to classified information in the interests of national security. The power and responsibility to deny or terminate access to classified information pursuant to any law or other Executive order may be exercised only where the agency head determines that the procedures prescribed in subsection (a) of this section cannot be invoked in a manner that is consistent with national security. This determination shall be conclusive.

(f)(1) This section shall not be deemed to limit or affect the responsibility and power of an agency head to make determinations of suitability for employment.

(2) Nothing in this section shall require that an agency provide the procedures prescribed in subsection (a) of this section to an applicant where a conditional offer of employment is withdrawn for reasons of suitability or any other reason other than denial of eligibility for access to classified information.

3. A suitability determination shall not be used for the purpose of denying an applicant or employee the review proceedings of this section where there has been a denial or revocation of eligibility for access to classified information.

PART 6—IMPLEMENTATION

Sect. 6.1. Agency Implementing Responsibilities. Heads of agencies that grant employees access to classified information shall:

(a) designate a senior agency official to direct and administer the agency’s personnel security program established by this order. All such programs shall include active oversight and continuing security education and awareness programs to ensure effective implementation of this order;

(b) cooperate, under the guidance of the Security Executive Agent, with other agencies to achieve practical, consistent, and effective adjudicative training and guidelines; and

(c) conduct periodic evaluations of the agency’s implementation and administration of this order, including the implementation of section 1.3(a) of this order. Copies of each report shall be provided to the Security Executive Agent.

Sect. 6.2. Employee Responsibilities. (a) Employees who are granted eligibility for access to classified information shall:

1. protect classified information in their custody from unauthorized disclosure;

2. report all contacts with persons, including foreign nationals, who seek in any way to obtain unauthorized access to classified information;

3. report all violations of security regulations to the appropriate security officials; and

4. comply with all other security requirements set forth in this order and its implementing regulations.

(b) Employees are encouraged and expected to report any information that raises doubts as to whether another employee’s continued eligibility for access to classified information is clearly consistent with the national security.

Sect. 6.3. Security Executive Agent Responsibilities and Implementation. (a) With respect to actions taken by the Security Executive Agent pursuant to sections 1.3(c), 3.1(f), 3.2(b), 3.3(a)(2), and 3.4(c) of this order, the Director of National Intelligence shall serve as the final authority for implementation.

(b) Any guidelines, standards, or procedures developed by the Security Executive Agent pursuant to this order shall be consistent with those guidelines issued by the Federal Bureau of Investigation in March 1994 on Background Investigations Policy/Guidelines Regarding Sexual Orientation.

(c) In carrying out its responsibilities under this order, the Security Executive Agent shall consult where appropriate with the Overseas Security Executive Agent. In carrying out its responsibilities under section 1.3(c) of this order, the Security Executive Agent shall obtain the concurrence of the Director of the Office of Management and Budget.

Sect. 6.4. Sanctions. Employees shall be subject to appropriate sanctions if they knowingly and willfully grant eligibility for, or allow access to, classified information in violation of this order or its implementing regulations. Sanctions may include reprimand, suspension without pay, removal, and other actions in accordance with applicable law and agency regulations.

PART 7—GENERAL PROVISIONS

Sect. 7.1. Classified Information Procedures Act. Nothing in this order is intended to alter the procedures estab-
lished under the Classified Information Procedures Act (18 U.S.C. App.).

Sect. 72. General. (a) Information obtained by an agency, under sections 1.2(e) or 1.3 of this order may not be disseminated outside the agency, except to:

(1) the agency employing the employee who is the subject of the records or information;

(2) the Department of Justice for law enforcement or counterintelligence purposes; or

(3) any agency if such information is clearly relevant to the authorized responsibilities of such agency.

(b) The Attorney General, at the request of the head of an agency, shall render an interpretation of this order with respect to any question arising in the course of its administration.

(c) No prior Executive orders are repealed by this order. To the extent that this order is inconsistent with any provision of any prior Executive order, this order shall control, except that this order shall not diminish or otherwise affect the requirements of Executive Order No. 10450 [5 U.S.C. 7311 note], the denial and revocation procedures provided to individuals covered by Executive Order No. 10865, as amended [set out above], or access by historical researchers and former presidential appointees under Executive Order No. 12958 (formerly set out above) or any successor order.

(d) If any provision of this order or the application of such provision is held to be invalid, the remainder of this order shall not be affected.

(e) This Executive order is intended only to improve the internal management of the executive branch and is not intended to, and does not, create any right to administrative or judicial review, or any other right or benefit to any person.

(f) This order is effective immediately.


By the authority vested in me as President by the Constitution and the laws of the United States of America, including sections 3301, 7103(b), and 7301 of title 5, United States Code, and in order to strengthen and ensure a secure, efficient, timely, reciprocal, and aligned system for investigating and determining suitability or fitness for Government employment, fitness to work as a contractor or a nonappropriated fund employee, eligibility for access to classified information or to hold a sensitive position, and authorization to be issued a Federal credential, while providing fair, impartial, and equitable treatment, and protecting individual rights under the Constitution and laws of the United States, and taking appropriate account of title III of Public Law 108-458, it is hereby ordered as follows:

PART 1—POLICY, APPLICABILITY, AND DEFINITIONS

Section 1.1. Policy. (a) Executive branch vetting policies and procedures relating to suitability, contractor or Federal employee fitness, eligibility to hold a sensitive position, authorization to be issued a Federal credential for access to federally controlled facilities and information systems, and eligibility for access to classified information shall be aligned using consistent standards to the extent possible, shall provide for reciprocal recognition, and shall ensure cost-effective, timely, and efficient protection of the national interest, while providing fair treatment to those upon whom the Federal Government relies to conduct our Nation’s business and protect national security.

(b) The Government’s tools, systems, and processes for conducting these background investigations and managing sensitive investigative information should keep pace with technological advancements, regularly integrating current best practices to better anticipate, detect, and counter malicious activities, and threats posed by external or internal actors who may seek to do harm to the Government’s personnel, property, and critical information. To help fulfill these responsibilities, there shall be a primary executive branch investigative service provider whose mission is to provide effective, efficient, and secure background investigations for the Federal Government.

(c) Executive branch vetting policies and procedures shall be sustained by an enhanced risk-management approach that facilitates early detection of issues by an informed, aware, and responsible Federal workforce; results in quality decisions enabled by improved vetting capabilities; and advances Government-wide capabilities through enterprise approaches.

(d) The appointment or retention of each covered individual shall be subject to an investigation. Federal investigative standards established pursuant to this order shall be designed to develop information as to whether the employment or retention in employment in the Federal service of the person being investigated is clearly consistent with the interests of the national security, and the scope of the investigation shall be determined in the first instance according to the degree of material adverse affect the occupant of the position sought to be filled could bring about, by virtue of the nature of the position, on the national security.“ (sic)

(e) Investigative agencies shall control the reports, information, and other investigative materials that are developed during the vetting process. Recipient departments and agencies may retain and use the received reports, information, and other investigative material within that recipient for authorized purposes (including, but not limited to, adjudications, hearings and appeals, continuous evaluation, inspector general functions, counterintelligence, research, and insider threat programs), in compliance with the Privacy Act of 1974, as amended (section 552a of title 5, United States Code). Investigative agencies shall ensure that their applicable System of Records Notices include, at a minimum, the authorized uses of the recipient departments and agencies such as those set forth above. Recipient departments and agencies shall not make any external releases of received information, other than to an investigative subject for the purpose of providing procedural rights or administrative due process; and shall direct any other requests for external releases of copies of the reports, information, and other investigative materials to the investigative agency. In the event releases by the recipient agency are required by compulsory legal process, the recipient agency shall consult with the investigating agency. The investigative agency shall maintain the reports, information, and other investigative material in a system of records subject to the Privacy Act and ensure that any re-disclosure does not violate statutory restrictions or result in the unauthorized disclosure of: classified information, information subject to a claim of privilege, or information that is otherwise lawfully exempt from disclosure. Subject to Security Executive Agent authorizations consistent with section 384(i)(5) of title 50, United States Code, the investigative agencies shall make reports, information, and other investigative material available, as necessary, to carry out the responsibilities set forth in this order, including but not limited to, authorized executive branch-sponsored research and initiatives for enterprise-wide continuous performance improvement of vetting policy and procedures, as permitted by law.

Sect. 1.2. Applicability. (a) This order applies to all covered individuals (as defined in section 1.3(h)), except that:

(i) the provisions regarding eligibility for physical access to federally controlled facilities and logical access to federally controlled information systems do not apply to individuals exempted in accordance with guid-
pace pursuant to the Federal Information Security Management Act (title III of Public Law 107–347) and Homeland Security Presidential Directive 12 of August 27, 2004; and
(ii) the qualification standards for enlistment, appointment, and induction into the Armed Forces pursuant to title 10, United States Code, are unaffected by this order.
(b) This order also applies to vetting for employees of agencies working in or for the legislative or judicial branches when the vetting is conducted by the executive branch.
Sec. 1.3. Definitions. For the purpose of this order: (a) “Adjudication” means the evaluation of pertinent data in a background investigation, as well as any other available information that is relevant and reliable, to determine whether a covered individual is:
(i) suitable for Government employment;
(ii) eligible for logical and physical access;
(iii) eligible for access to classified information;
(iv) eligible to hold a sensitive position; or
(v) fit to perform work for or on behalf of the Government as a Federal employee, contractor, or nonappropriated fund employee.
(b) “Agency” means any “Executive agency” as defined in section 106 of title 5, United States Code, including the “military departments,” as defined in section 102 of title 5, United States Code, and any other entity within the executive branch that comes into possession of classified information or has designated positions as sensitive, except such an entity headed by an officer who is not a covered individual.
(c) “Classified information” means information that has been determined pursuant to Executive Order 13526 of December 29, 2009, or a successor or predecessor order, or the Atomic Energy Act of 1954 (42 U.S.C. 2101 et seq.) to require protection against unauthorized disclosure.
(d) “Continuous evaluation (CE)” means a vetting process to review the background of an individual who has been determined to be eligible for access to classified information or to hold a sensitive position at any time during the period of eligibility. CE leverages a set of automated record checks and business rules to assist in the on-going assessment of an individual’s continued eligibility. CE is intended to complement continuous vetting efforts.
(e) “Continuous performance improvement” means assessing national policy and operations, adverse events, and emerging trends and technology throughout the Government’s end-to-end vetting program. It relies on research to generate data-driven decisions and uses outcome-based measurements to adjust policy and operations.
(f) “Continuous vetting” means reviewing the background of a covered individual at any time to determine whether that individual continues to meet applicable requirements.
(g) “Contractor” means an expert or consultant (not appointed under section 3109 of title 5, United States Code) to an agency; an industrial or commercial contractor, license, certificate holder, or grantee of any agency, including all subcontractors; a personal services contractor; or any other category of person who performs work for or on behalf of an agency (but not a Federal employee).
(h) “Covered individual” means a person who performs, or who seeks to perform, work for or on behalf of the executive branch (e.g., Federal employee, military member, or contractor) or otherwise interacts with the executive branch such that the individual must undergo vetting, but does not include:
(i) the President or (except to the extent otherwise directed by the President) employees of the President under section 105 or 107 of title 3, United States Code;
(ii) the Vice President or (except to the extent otherwise directed by the Vice President) employees of the Vice President under section 106 of title 3, United States Code, or annual legislative branch appropriations acts; or
(iii) with respect to background investigations only, [the] duly elected or appointed governor of a State or territory, or an official who has succeeded to that office under applicable law in accordance with Executive Order 13549 of August 18, 2010, and its implementing directive.
(i) “End-to-end automation” means an executive branch-wide federated system that uses automation to manage and monitor cases and maintain relevant documentation of the application (but not an employment application), investigation, adjudication, and continuous evaluation processes.
(j) “Federally controlled facilities” and “federally controlled information systems” have the meanings prescribed in guidance pursuant to the Federal Information Security Management Act (title III of Public Law 107–347) and Homeland Security Presidential Directive 12.
(k) “Fitness” means the level of character and conduct determined necessary for an individual to perform work for or on behalf of a Federal agency as an employee in the excepted service (other than a position subject to suitability), or as a “contractor employee” or a “nonappropriated fund employee” as those terms are defined in Executive Order 13488 of January 16, 2009, as amended.
(l) “Investigation” means the collection and analysis of pertinent facts and data to support a determination of whether a covered individual is, and continues to be:
(i) eligible for access to classified information;
(ii) eligible to hold a sensitive position;
(iii) suitable or fit for Federal employment;
(iv) fit to perform work for or on behalf of the Federal Government as a contractor or nonappropriated fund employee; or
(v) authorized to be issued a Federal credential.
(m) “Logical and physical access” means access other than occasional or intermittent access to federally controlled facilities or information systems.
(n) “National Background Investigations Bureau (NBIB) means the National Background Investigations Bureau, established within the Office of Personnel Management under section 1103(a)(3) of title 5, United States Code, or a successor entity, with responsibility for conducting effective, efficient, and secure personnel background investigations pursuant to law, rule, regulation, or Executive Order.
(o) “Sensitive Position” means any position within or in support of a department or agency, the occupant of which could bring about, by virtue of the nature of the position, a material adverse effect on the national security, regardless of whether the occupant has access to classified information, and regardless of whether the occupant is an employee, a military service member, or a contractor.
(p) “Suitability” has the meaning and coverage provided in 5 CFR Part 731.
(q) “Vetting” is the process by which covered individuals undergo investigation, evaluation, and adjudication of whether they are, and remain over time, suitable or fit for Federal employment, eligible to occupy a sensitive position, eligible for access to classified information, eligible to serve as a nonappropriated fund employee or a contractor, eligible to serve in the military, or authorized to be issued a Federal credential. Vetting includes all steps in the end-to-end process, including determining need (appropriate position designation), validating need (existence of a current investigation or adjudication), collecting background information via standard forms, investigative activity, adjudication, providing administrative due process or other procedural rights, and ongoing assessments to ensure that individuals continue to meet the applicable standards for the position for which they were favorably adjudicated.

PART 2—VETTING ENTERPRISE, RECIPROCITY, CONTINUOUS PERFORMANCE IMPROVEMENT, AND GOVERNANCE
Sec. 2.1. Vetting Enterprise. (a) The executive branch-wide vetting enterprise shall use, to the greatest extent
Chair shall have authority to designate officials from additional agencies who shall serve as members of the Council. Council membership shall be limited to Federal Government employees in leadership positions.

d. The Council shall:
   (i) ensure enterprise-wide alignment of suitability, security, credentialing, and as appropriate, fitness processes;
   (ii) hold agencies accountable for the implementation of suitability, security, fitness, and credentialing processes and procedures;
   (iii) define requirements for enterprise-wide reciprocity and compatibility management information technology, and develop standards for enterprise-wide information technology;
   (iv) work with agencies to implement continuous performance improvement programs, policies, and procedures; establish annual goals and progress metrics; and prepare annual reports on results;
   (v) ensure and oversee the development of tools and techniques for enhancing background investigations and adjudications;
   (vi) enable discussion and consensus resolution of differences in processes, policies, and procedures among the Council Principals, and other agencies as appropriate;
   (vii) share best practices;
   (viii) advise the Executive Agents on policies affecting the alignment of investigations and adjudications;
   (ix) work with agencies to develop agency policies and procedures to enable sharing of vetting information consistent with the law and the protection of privacy and civil liberties and to the extent necessary for enterprise-wide efficiency, effectiveness, and security;
   (x) monitor performance to identify and drive enterprise-level process enhancements, and make recommendations for changes to executive branch-wide guidance and authorities to resolve overlaps or close policy gaps where they may exist;
   (xi) promote data-driven, transparent, and expeditious policy-making processes; and
   (xii) develop and continuously reevaluate and revise outcome-based metrics that measure the quality, efficiency and effectiveness of the vetting enterprise.

The Chair shall, to the extent consistent with law, establish subordinate entities, mechanisms, and policies to support and assist in exercising the Council’s authorities and responsibilities, and facilitate, consistent with the executive branch’s enterprise strategy, adoption of enterprise-wide standards and solutions to ensure security, quality, reciprocity, efficiency, effectiveness, and timeliness. The Chair may assign, in whole or in part, to the head of any agency (solely or jointly) any function within the Council’s authority or responsibilities pursuant to this order.

Scc. 2.5. Establishment, Designation, and Functions of Executive Agents. (a) There are hereby established a Suitability and Credentialing Executive Agent and a Security Executive Agent.

(b) The Director of the Office of Personnel Management shall serve as the Suitability and Credentialing Executive Agent, with respect to the Suitability Executive Agent functions, as directed.
ity standards; making suitability determinations; and taking suitability actions; (ii) shall issue regulations, guidance, and standards to fulfill the Director's responsibilities related to suitability and fitness under Executive Order 13488 of January 16, 2009, as amended; (iii) may develop, promulgate, and implement uniform and consistent policies and procedures relating to determinations of eligibility for a PIV credential, including procedures for denying and revoking the eligibility for a PIV credential, for reconsideration of unfavorable determinations, and for rendering the PIV credential inoperable; (iv) shall develop standards and procedures for suspending eligibility for a PIV credential when there is a reasonable basis to believe there may be an unacceptable risk pending an inquiry or investigation, including special standards and procedures for imminent risk; (v) shall develop guidelines on reporting and record-keeping related to investigations, adjudications, and reviews for classification for access to classified information or eligibility to hold a sensitive position; (vi) shall direct the oversight of investigations, adjudications, and reviews for classification for access to classified information or eligibility to hold a sensitive position; (vii) may, if consistent with the national security, authorize exceptions to or waivers of national security investigative requirements, and may issue implementing or clarifying guidance as necessary; (viii) shall monitor and make a continuing review of agency programs for determining eligibility for a PIV credential to determine whether they are being implemented according to this order; (ix) may issue guidelines and instructions to the heads of agencies to ensure appropriate uniformity, centralization, efficiency, effectiveness, reciprocity, timeliness, and fitness in processes relating to determination of eligibility for a PIV credential; (x) shall make a continuing review of the Director's responsibilities related to suitability and fitness under Executive Order 13488 of January 16, 2009, as amended;
hold a sensitive position among the agencies, including acting as the final authority to arbitrate and resolve disputes among the agencies involving the reciprocity of determinations and adjudications of eligibility; and
(ix) may assign, in whole or in part, to the head of any agency (solely or jointly) any of the functions detailed in (i) through (viii) of this subsection, with the approval of the appropriate identifiers of investigative authority in place on the date of establishment of the National Background Investigations Bureau shall remain in effect until amended or revoked. The National Background Investigations Bureau, through the Director of the Office of Personnel Management, shall be subject to the oversight of the Security Executive Agent in the conduct of investigations for eligibility for access to classified information or to hold a sensitive position; and to the oversight of the Suitability and Credentialing Executive Agent in the conduct of investigations of suitability or fitness and logical and physical access, as provided in section 2.5 of this order. The Council shall hold the National Background Investigations Bureau accountable for the fulfillment of the responsibilities set forth in section 2.6(a) of this order.
### 2.6. Roles and Responsibilities of the National Background Investigations Bureau and the Department of Defense
(a) The National Background Investigations Bureau shall:
1. serve as the primary executive branch service provider for background investigations for eligibility for access to classified information; eligibility to hold a sensitive position; suitability or, for employees in positions not subject to suitability, fitness for Government employment; fitness to perform work for or on behalf of the Government as a contractor; fitness to work as a nonappropriated fund employee, as defined in Executive Order 13488 of January 16, 2009, as amended; and authorization to be issued a Federal credential for logical and physical access to federally controlled facilities or information systems;
2. provide effective, efficient, and secure personnel background investigations for the Federal Government;
3. provide the Council, to the extent permitted by law, on matters of performance, timeliness, capacity, information technology modernization, continuous performance improvement, and other relevant aspects of NIB; operations;
4. be headquartered in or near Washington, District of Columbia;
5. have dedicated resources, including but not limited to a senior privacy and civil liberties official;
6. institutionalize interagency collaboration and leverage expertise across the executive branch;
7. continuously improve investigative operations, emphasizing information accuracy and protection, and regularly integrate best practices, including those identified by subject matter experts from industry, academia, or other relevant sources;
8. conduct personnel background investigations in accordance with uniform and consistent policies, procedures, standards, and requirements established by the Security Executive Agent and the Suitability and Credentialing Executive Agent exercising its Suitability Executive Agent functions; and
9. conduct other personnel background investigations as authorized by law, rule, regulation, or Executive Order;" [sic]
(b) The Secretary of Defense shall design, develop, deploy, operate, secure, defend, and continuously update and modernize, as necessary, vetting information technology systems that support all background investigations processes conducted by the National Background Investigations Bureau. Design and operation of the information technology systems for the National Background Investigations Bureau shall comply with applicable information security standards and, to the extent practicable, ensure security and interoperability with other background investigation information technology systems. The Secretary of Defense shall operate the database in the information technology systems containing appropriate data relevant to the granting, denial, or revocation of eligibility for access to classified information or eligibility for a sensitive position pertaining to military, civilian, and contractor personnel, see section 3341(e) of title 50, United States Code, consistent with and following an explicit delegation from the Director of the Office of Personnel Management pursuant to section 1104 of title 5, United States Code.
(c) Delegations and designations of investigative authority in place on the date of establishment of the National Background Investigations Bureau shall remain in effect until amended or revoked. The National Background Investigations Bureau, through the Director of the Office of Personnel Management, shall be subject to the oversight of the Security Executive Agent in the conduct of investigations for eligibility for access to classified information or to hold a sensitive position; and to the oversight of the Suitability and Credentialing Executive Agent in the conduct of investigations of suitability or fitness and logical and physical access, as provided in section 2.5 of this order. The Council shall hold the National Background Investigations Bureau accountable for the fulfillment of the responsibilities set forth in section 2.6(a) of this order.
### 2.7. Additional Functions.
(a) The duties assigned to the Security Policy Board by Executive Order 12968 of August 2, 1996, to consider, coordinate, and recommend policy directives for executive branch security policies, procedures, and practices are reassigned to the Security Executive Agent.
(b) Heads of agencies shall:
(i) designate, or cause to be designated, as a “sensitive position,” any position occupied by a covered individual in which the occupant could bring about by virtue of the nature of the position, a material adverse effect on the national security;
(ii) establish and maintain within their respective agencies, an effective program to ensure that employment and retention of any covered individual within the agency is clearly consistent with the interests of national security and, as applicable, meets standards for eligibility for access to classified information or to hold a sensitive position, suitability, fitness, or credentialing, established by the respective Executive Agent;
(iii) carry out any function assigned to the agency head by the Chair, and shall assist the Chair, the Council, the Executive Agents, the National Background Investigations Bureau, and the Department of Defense in carrying out any function under sections 2.4, 2.5, and 2.6 of this order;
(iv) implement any policy or procedure established pursuant to this order;
(v) to the extent permitted by law, make available to the Council, the Executive Agents, the National Background Investigations Bureau, and the Department of Defense such information as may be requested to implement this order, including information necessary to implement enterprise-wide vetting policies and procedures;
(vi) except as authorized by section 3341(e)(5) of title 50, United States Code, promptly furnish, or cause to be promptly furnished, to the Office of Personnel Management the information deemed by the Executive Agents to be necessary for purposes of record keeping and reciprocity including, but not limited to, the date on which a background investigation is initiated, the date on which the background investigation is closed, and the specific adjudicative or access decision made. The Executive Agents shall determine the appropriate time line pursuant to which this information must be reported to the Office of Personnel Management. The Executive Agents shall maintain discretion to determine the scope of information needed for record keeping and reciprocity purposes. The Office of Personnel Management shall regularly provide this information to the Director of National Intelligence for national security purposes.
(vii) ensure that all actions taken under this order take account of the counterintelligence interests of the United States, as appropriate; and
(viii) ensure that actions taken under this order are consistent with the President’s constitutional authority to:
(A) conduct the foreign affairs of the United States;
(B) withhold information the disclosure of which could impair the foreign relations, the national security, the deliberative processes of the Executive, or the performance of the Executive's constitutional duties;
(C) recommend for congressional consideration such measures as the President may judge necessary or expedient; and
(D) supervise the unitary executive branch.
(c) All investigations being conducted by agencies that develop information indicating that an individual may have been subjected to coercion, influence, or pressure to act contrary to the interests of the national security, or information that the individual may pose a counterintelligence or terrorist threat, or as otherwise provided by law, shall be referred to the Federal Bureau of Investigation for potential investigation, and may also be referred to other agencies where appropriate.

PART 3—MISCELLANEOUS

Sect. 3. General Provisions. (a) Executive Order 13381 of June 27, 2005 [amending Ex. Ord. No. 12171, set out as a note under section 7106 of Title 5, Government Organization and Employees], as amended, and Executive Order 10450 of April 27, 1953 [formerly set out as a note under section 7211 of Title 5], as amended, are revoked. By revoking Executive Order 10450 of April 27, 1953, as amended, there is no intent to alter the requirement for an investigation for national security purposes or the "clearly consistent with the interest of national security'' standard prescribed by that Executive Order for making the determinations referenced in section 2.7(b)(ii). Further, suitability, fitness, credentialing, and national security eligibility regulations, standards and guidance issued by, or interagency agreements entered into by, the Council, the Executive Agents, or any agency pursuant to Executive Order 10450 of April 27, 1953, as amended, shall remain valid until superseded. Nothing in this order shall:
(1) supersede, impede, or otherwise affect:
(A) Executive Order 10577 of November 23, 1954, as amended;
(B) Executive Order 12333 of December 4, 1981, as amended;
(C) Executive Order 12829 of January 6, 1993, as amended;
(D) Executive Order 13526 of December 29, 2009; or
(ii) diminish or otherwise affect the denial and revocation procedures provided to individuals covered by Executive Order 10577 of February 20, 1963, as amended; or
(iii) be applied in such a way as to affect any administrative proceeding pending on the date of this order.
(b) [Amended Ex. Ord. No. 12968, set out as a note above.]
(c) Provisions of Executive Order 12968 of August 2, 1995, as amended, that apply eligibility for access to classified information shall apply to eligibility to hold any sensitive position regardless of whether that sensitive position requires access to classified information, subject to the Security Executive Agent issuing implementing or clarifying guidance regarding requirements for sensitive positions. Nothing in this order shall supersede, impede, or otherwise affect the remainder of Executive Order 12968 of August 2, 1995, as amended.
(d) Nothing in this order shall be construed to impair or otherwise affect the:
(i) authority granted by law to a department or agency, or the head thereof; or
(ii) functions of the Director of the Office of Management and Budget relating to budgetary, administrative, or legislative proposals.
(e) This order shall be implemented consistent with applicable law and subject to the availability of appropriations.
(f) Existing delegations of authority made pursuant to Executive Order 13381 of June 27, 2005, as amended, to any agency relating to granting eligibility for access to classified information shall remain in effect, subject to the exercise of authorities pursuant to this order to revise or revoke such delegation.
(g) Existing delegations of authority made by the Office of Personnel Management to any agency relating to suitability or fitness shall remain in effect, subject to the exercise of authorities to revise or revoke such delegations.

(h) If any provision of this order or the application of such provision is held to be invalid, the remainder of this order shall not be affected.
(i) This order is not intended to, and does not, create any right or benefit, substantive or procedural, enforceable at law or in equity by any party against the United States, its departments, agencies, or entities, its officers, employees, or agents, or any other person.

Ex. Ord. No. 13326, Classified National Security Information

Ex. Ord. No. 13326, Dec. 29, 2009, 75 F.R. 7077, 1013, provided:
This order prescribes a uniform system for classifying, safeguarding, and declassifying national security information, including information relating to defense against transnational terrorism. Our democratic principles require that the American people be informed of the activities of their Government. Also, our Nation's progress depends on the free flow of information both within the Government and to the American people. Nevertheless, throughout our history, the national defense has required that certain information be maintained in confidence in order to protect our citizens, our democratic institutions, our homeland security, and our interactions with foreign nations. Protecting information critical to our Nation's security and demonstrating our commitment to open Government through accurate and accountable application of classification standards and routine, secure, and effective declassification are equally important priorities.
NOW, THEREFORE, I, BARACK OBAMA, by the authority vested in me as President by the Constitution and the laws of the United States of America, it is hereby ordered as follows:

PART 1—ORIGINAL CLASSIFICATION

SECTION 1.1. Classification Standards. (a) Information may be originally classified under the terms of this order only if all of the following conditions are met:

1. an original classification authority is classifying the information;
2. the information is owned by, produced by or for, or is under the control of the United States Government;
3. the information falls within one or more of the categories of information listed in section 1.4 of this order; and
4. the original classification authority determines that the unauthorized disclosure of the information reasonably could be expected to result in damage to the national security, which includes defense against transnational terrorism, and the original classification authority is able to identify or describe the damage.

(b) If there is significant doubt about the need to classify information, it shall not be classified. This provision does not:

1. amplify or modify the substantive criteria or procedures for classification; or
2. create any substantive or procedural rights subject to judicial review.

(c) Classified information shall not be declassified automatically as a result of any unauthorized disclosure of identical or similar information.

(d) The unauthorized disclosure of foreign government information is presumed to cause damage to the national security.

Sect. 1.2. Classification Levels. (a) Information may be classified at one of the following three levels:

1. "Top Secret'' shall be applied to information, the unauthorized disclosure of which reasonably could be...
expected to cause exceptionally grave damage to the national security that the original classification authority is able to identify or describe.

(b) Except as otherwise provided by statute, no other term shall be used to identify United States classified information except as follows:

(1) The President and the Vice President;
(2) Agency heads and officials designated by the President;
(3) United States Government officials delegated this authority pursuant to paragraph (c) of this section.

(b) Officials authorized to classify information at a specified level are also authorized to classify information at a lower level.

(c) Delegation of original classification authority.

(1) Delegations of original classification authority shall be limited to the minimum required to administer this order. Agency heads are responsible for ensuring that designated subordinate officials have a demonstrable and continuing need to exercise this authority.

(2) "Top Secret" original classification authority may be delegated only by the President, the Vice President, or an agency head or official designated pursuant to paragraph (a)(2) of this section.

(3) "Secret" or "Confidential" original classification authority may be delegated only by the President, the Vice President, an agency head or official designated pursuant to paragraph (a)(2) of this section, or the senior agency official designated under section 5.4(d) of this order, provided that official has been delegated "Top Secret" original classification authority by the agency head.

(4) Each delegation of original classification authority shall be in writing and the authority shall not be redelegated except as provided in this order. Each delegation shall identify the official by name or position.

(d) No information may remain classified indefinitely. Information marked for declassification, or reclassified specific information only when the standards and procedures for classifying information under this order are followed.

(3) An original classification authority may not extend the duration of classification beyond the date or event for which it was established. Information that is not classified shall be removed from any list or index of classified information. The code shall be removed from any list or index of classified information. The code shall be removed from any list or index of classified information. The code shall be removed from any list or index of classified information.

(e) The President may provide protection for information that may reasonably be expected to cause identifiable or describable damage to the national security in accordance with section 1.2 of this order, and it pertains to one or more of the following:

(a) Military plans, weapons systems, or operations;
(b) Foreign government information;
(c) Intelligence activities (including covert action), intelligence sources or methods, or cryptography;
(d) Foreign relations or foreign activities of the United States, including confidential sources;
(e) Scientific, technological, or economic matters relating to the national security;
(f) United States Government programs for safeguarding nuclear materials or facilities;
(g) Vulnerabilities or capabilities of systems, installations, infrastructures, projects, plans, or protection services relating to the national security; or (h) The development, production, or use of weapons of mass destruction.

(f) If the original classification authority cannot determine an earlier specific date or event for declas-sification, information shall be marked for declassification 10 years from the date of the original decision, unless the original classification authority otherwise determines that the sensitivity of the information requires that it be marked for declassification for up to 25 years from the date of the original decision.

(g) An original classification authority may extend the duration of classification up to 25 years from the date of origin of the document, change the level of classification, or reclassify specific information only when the standards and procedures for classifying information under this order are followed.

(h) No information may remain classified indefinitely. Information marked for an indefinite duration of classification under predecessor orders, for example, marked as "Originating Agency's Determination Required," or classified information that contains incomplete declassification instructions or lacks declassification instructions shall be declassified in accordance with part 3 of this order.

(i) Identification and Markings. (a) At the time of original classification, the following shall be indicated in a manner that is immediately apparent:

(1) One of the three classification levels defined in section 1.2 of this order;
(2) The identity, by name and position, or by personal identifier, of the original classification authority;
(3) The agency and office of origin, if not otherwise evident;
(4) Declassification instructions, which shall indicate one of the following:

(A) The date or event for declassification, as prescribed in section 1.5(a);
(B) The date that is 10 years from the date of original classification, as prescribed in section 1.5(b);
(C) the date that is up to 25 years from the date of original classification, as prescribed in section 1.5(b); or

(D) in the case of information that should clearly and demonstrably be expected to reveal the identity of a confidential human source or a human intelligence source or key design concepts of weapons of mass destruction, the marking prescribed in implementing directives issued pursuant to this order; and

(5) a concise reason for classification that, at a minimum, cites the applicable classification categories in section 1.4 of this order.

(b) Specific information required in paragraph (a) of this section may be excluded if it would reveal additional classified information.

(c) With respect to each classified document, the agency originating the document shall, by marking or other means, indicate which portions are classified, with the applicable classification level, and which portions are unclassified. In accordance with standards prescribed in directives issued under this order, the Director of the Information Security Oversight Office may grant and revoke temporary waivers of this requirement. The Director shall revoke any waiver upon a finding of abuse.

(d) Markings or other indicia implementing the provisions of this order, including abbreviations and requirements to safeguard classified working papers, shall conform to the standards prescribed in implementing directives issued pursuant to this order.

(e) Foreign government information shall retain its original classification markings or shall be assigned a U.S. classification that provides a degree of protection at least equivalent to that required by the entity that furnished the information. Foreign government information retaining its original classification markings need not be assigned a U.S. classification marking provided that the responsible agency determines that the foreign government markings are adequate to meet the purposes served by U.S. classification markings.

(f) Information assigned a level of classification under this or predecessor orders shall be considered as classified at that level of classification despite the omission of other required markings. Whenever such information is used in the derivative classification process or is reviewed for possible declassification, holders of such information shall coordinate with an appropriate classification authority for the application of omitted markings.

(g) The classification authority shall, whenever practical, use a classified addendum whenever classified information constitutes a small portion of an otherwise unclassified document or prepare a product to allow for dissemination at the lowest level of classification possible in unclassified form.

(h) Prior to public release, all declassified records shall be appropriately marked to reflect their declassification.

Sic. 1.7. Classification Prohibitions and Limitations. (a) In no case shall information be classified, continue to be maintained as classified, or fail to be declassified in order to:

(1) conceal violations of law, ineffectiveness, or administrative error;
(2) prevent embarrassment to a person, organization, or agency;
(3) restrain competition; or
(4) prevent or delay the release of information that does not require protection in the interest of the national security.

(b) Basic scientific research information not clearly related to the national security shall not be classified.

(c) Information may not be declassified after declassification and release to the public under proper authority unless:

(1) the reclassification is personally approved in writing by the agency head based on a document-by-document determination by the agency that reclassification is required to prevent significant and demonstrable damage to the national security;

(2) the information may be reasonably recovered without bringing undue attention to the information;

(3) the reclassification action is reported promptly to the Assistant to the President for National Security Affairs (National Security Advisor) and the Director of the Information Security Oversight Office; and

(4) for documents in the physical and legal custody of the National Archives and Records Administration (National Archives) that have been available for public use, the agency head has, after making the determinations required by this paragraph, notified the Archivist of the United States (Archivist), who shall suspend public access pending approval of the reclassification action by the Director of the Information Security Oversight Office. Any such decision by the Director may be appealed by the agency head to the President through the National Security Advisor. Public access shall remain suspended pending a prompt decision on the appeal.

(d) Information that has not previously been disclosed to the public under proper authority may be classified or reclassified after an agency has received a request for it under the Freedom of Information Act (5 U.S.C. 552), the Presidential Records Act, 44 U.S.C. 2204(c)(1), the Privacy Act of 1974 (5 U.S.C. 552a), or the mandatory review provisions of section 3.5 of this order only if such classification meets the requirements of this order and is accomplished on a document-by-document basis with the personal participation or under the direction of the agency head, the deputy agency head, or the senior agency official designated under section 5.4 of this order. The requirements in this paragraph also apply to those situations in which information has been declassified in accordance with a specific date or event determined by an original classification authority in accordance with section 1.5 of this order.

(e) Compilations of items of information that are individually unclassified may be classified if the compiled information reveals an additional association or relationship that:

(1) meets the standards for classification under this order; and

(2) is not otherwise revealed in the individual items of information.

Sic. 1.8. Fundamental Classification Guidance Review. (a) Agency heads shall complete on a periodic basis a comprehensive review of the agency’s classification guidance, particularly classification guides, to ensure that the guidance reflects current circumstances and to identify classified information that no longer requires protection and can be declassified. The initial fundamental classification guidance review shall be completed within 2 years of the effective date of this order.

(b) The classification guidance review shall include an evaluation of classified information to determine if
it meets the standards for classification under section 1.4 of this order, taking into account an up-to-date assessment of likely damage as described under section 1.4 of this order.

(c) The classification guidance review shall include original classification authorities and agency subject matter experts to ensure a broad range of perspectives. The Intelligence Community shall provide a report summarizing the results of the classification guidance review to the Director of the Information Security Oversight Office and shall release an unclassified version of this report to the public.

PART 2—DERIVATIVE CLASSIFICATION

SEC. 2.1. Use of Derivative Classification. (a) Persons who reproduce, extract, or summarize classified information, or who apply classification markings derived from source material or as directed by a classification guide, need not possess original classification authority.

(b) Persons who apply derivative classification markings shall:

(1) be identified by name and position, or by personal identifier, in a manner that is immediately apparent for each derivative classification action;

(2) observe and respect original classification decisions; and

(3) carry forward to any newly created documents the pertinent classification markings. For information derivatively classified based on multiple sources, the derivative classifier shall carry forward:

(A) the date or event for declassification that corresponds to the longest period of classification among the sources, or the marking established pursuant to section 1.6(a)(4)(D) of this order; and

(B) a listing of the source materials.

(c) Derivative classifiers shall, whenever practicable, use a classified addendum whenever classified information constitutes a small portion of an otherwise unclassified document or prepare a product to allow for dissemination at the lowest level of classification possible or in unclassified form.

(d) Persons who apply derivative classification markings shall receive training in the proper application of the derivative classification principles of the order, with an emphasis on avoiding over-classification, at least once every 2 years. Derivative classifiers who do not receive such training at least once every 2 years shall have their authority to apply derivative classification markings suspended until they have received such training. A waiver may be granted by the agency head, the deputy agency head, or the senior agency official if an individual is unable to receive such training due to unavoidable circumstances. Whenever a waiver is granted, the individual shall receive such training as soon as practicable.

SEC. 2.2. Classification Guides. (a) Agencies with original classification authority shall prepare classification guides to facilitate the proper and uniform derivative classification of information. These guides shall conform to standards contained in directives issued under this order.

(b) Each guide shall be approved personally and in writing by an official who:

(1) has program or supervisory responsibility over the information or is the senior agency official; and

(2) is authorized to classify information originally at the highest level of classification prescribed in the guide.

(c) Agencies shall establish procedures to ensure that classification guides are reviewed and updated as provided in directives issued under this order.

(d) Agencies shall incorporate original classification decisions into classification guides on a timely basis and in accordance with directives issued under this order.

(e) Agencies may incorporate exemptions from automatic declassification approved pursuant to section 3.3(j) of this order into classification guides, provided that the Panel is notified of the intent to take such action for specific information in advance of approval and the information remains in active use.

(f) The duration of classification of a document classified by a derivative classifier using a classification guide shall not exceed 25 years from the date of the origination of the document, except for:

(i) information that should clearly and demonstrably be expected to reveal the identity of a confidential human source or a human intelligence source or key design concepts of weapons of mass destruction; and

(ii) specific information incorporated into classification guides in accordance with section 2.2(e) of this order.

PART 3—DECLASSIFICATION AND DOWNGRADING

SEC. 3.1. Authority for Declassification. (a) Information shall be declassified as soon as it no longer meets the standards for classification under this order.

(b) Information shall be declassified or downgraded by:

(1) the official who authorized the original classification, if that official is still serving in the same position and has original classification authority;

(2) the originator’s current successor in function, if that individual has original classification authority;

(3) a supervisory official of either the originator or his or her successor in function, if the supervisory official has original classification authority; or (4) officials delegated declassification authority in writing by the agency head or the senior agency official of the originating agency.

(c) The Director of National Intelligence (or, if delegated by the Director of National Intelligence, the Principal Deputy Director of National Intelligence) may, with respect to the Intelligence Community, after consultation with the head of the originating Intelligence Community element or department, declassify, downgrade, or direct the declassification or downgrading of information or intelligence relating to intelligence sources, methods, or activities.

(d) It is presumed that information that continues to meet the classification requirements under this order requires continued protection. In some exceptional cases, however, the need to protect such information may be outweighed by the public interest in disclosure of the information, and in these cases the information should be declassified. When such questions arise, they shall be referred to the agency head or the senior agency official. That official will determine, as an exercise of discretion, whether the public interest in disclosure outweighs the damage to the national security that might reasonably be expected from disclosure. This provision does not:

(1) amplify or modify the substantive criteria or procedures for classification; or

(2) create any substantive or procedural rights subject to judicial review.

(e) If the Director of the Information Security Oversight Office determines that information is classified in violation of this order, the Director may require the information to be declassified by the agency that originated the classification. Any such decision by the Director may be appealed to the President through the National Security Advisor. The information shall remain classified pending a prompt decision on the appeal.

(f) The provisions of this section shall also apply to agencies that, under the terms of this order, do not have original classification authority, but had such authority under predecessor orders.

(g) No information may be excluded from declassification under section 3.3 of this order based solely on the type of document or record in which it is found. Rather, the classified information must be considered on the basis of its content.

(h) Classified nonrecord materials, including artifacts, shall be declassified as soon as they no longer meet the standards for classification under this order.

(i) When making decisions under sections 3.3, 3.4, and 3.5 of this order, agencies shall consider the final decisions of the Panel.
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3.2 Transferred Records.

(a) In the case of classified records transferred in conjunction with a transfer of functions, and not merely for transfer purposes, the receiving agency shall be deemed to be the originating agency for purposes of this order.

(b) In the case of classified records that are not officially transferred as described in paragraph (a) of this section, but that originated in an agency that has ceased to exist and for which there is no successor agency, each agency in possession of such records shall be deemed to be the originating agency for purposes of this order. Such records may be declassified or downgraded by the agency in possession of the records after consultation with any other agency that has an interest in the subject matter of the records.

(c) Classified records accessioned into the National Archives shall be declassified or downgraded by the Archivist in accordance with this order, the directives issued pursuant to this order, agency declassification guides, and any existing procedural agreement between the Archivist and the relevant agency head.

(d) The originating agency shall take all reasonable steps to declassify classified information contained in records determined to have permanent historical value before they are accessioned into the National Archives. However, the Archivist may require that classified records be accessioned into the National Archives when necessary to comply with the provisions of the Federal Records Act. This provision does not apply to records transferred to the Archivist pursuant to section 2203 of title 44, United States Code, or records for which the National Archives serves as the custodian of the records of an agency or organization that has gone out of existence.

(e) To the extent practicable, agencies shall adopt a system of records management that will facilitate the public release of documents at the time such documents are declassified pursuant to the provisions for automatic declassification in section 3.3 of this order. Such a system of automatic declassification:

(A) Subject to paragraphs (b)–(d) and (g)–(j) of this section, all classified records that (1) are more than 25 years old and (2) have been determined to have permanent historical value before they are accessioned into the National Archives shall be automatically declassified whether or not the records have been reviewed. All classified records shall be automatically declassified on December 31 of the year that is 25 years from the date of origin, except as provided in paragraphs (b)–(d) and (g)–(j) of this section. If the date of origin of an individual record cannot be readily determined, the date of original classification shall be used instead.

(B) An agency head may exempt from automatic declassification under paragraph (a) of this section specific information, the release of which should clearly and demonstrably be expected to:

(1) Reveal the identity of a confidential human source, a human intelligence source, or key design concepts of weapons of mass destruction, a specific date or event for declassification of the information, not to exceed December 31 of the year that is 50 years from the date of origin of the records.

(2) Reveal information that would cause serious harm to relationships between the United States and a foreign government or international organization, or a nonhuman intelligence source; or impair the effectiveness of an intelligence method currently in use, available for use, or under development.

(3) Reveal information that would assist in the development, production, or use of weapons of mass destruction.

(4) Reveal information that would impair the operation of state-of-the-art technology within a U.S. weapons system.

(5) Reveal formally named or numbered U.S. military war plans that remain in effect, or reveal operational or tactical elements of prior plans that are contained in such active plans.

(6) Reveal information, including foreign government information, that would cause serious harm to relations between the United States and a foreign government, or to ongoing diplomatic activities of the United States.

(7) Reveal information that would impair the current ability of United States Government officials to protect the President, Vice President, and other protectees for whom protection services, in the interest of the national security, are authorized.

(8) Reveal information that would seriously impair current national security emergency preparedness plans or reveal current vulnerabilities of systems, installations, or infrastructures relating to the national security.

(9) Reveal information that would impair the current national security emergency preparedness plans or reveal current vulnerabilities of systems, installations, or infrastructures relating to the national security.

(C) Except when the information within the file series almost invariably identifies a confidential human source or a human intelligence source or key design concepts of weapons of mass destruction, a specific date or event for declassification of the information, not to exceed December 31 of the year that is 50 years from the date of origin of the records.

(3) The Panel may direct the agency not to exempt a designated file series or to declassify the information within that series at an earlier date than recommended. The agency head may appeal such a decision to the President through the National Security Advisor.

(4) File series exemptions approved by the President prior to December 31, 2008, shall remain valid without any additional agency action pending Panel review by the later of December 31, 2010, or December 31 of the year that is 10 years from the date of previous approval.

(d) The following provisions shall apply to the onset of automatic declassification:

(1) Classified records within an integral file block, as defined in this order, that are otherwise subject to automatic declassification under this section shall not be automatically declassified until December 31 of the year that is 25 years from the date of the most recent record within the file block.

(2) After consultation with the Director of the National Declassification Center (the Center) established by section 3.7 of this order and before the records are subject to automatic declassification, an agency head or senior agency official may delay automatic declassification for up to five additional years for classified information contained in media that make a review for possible declassification exemptions more difficult or costly.

(3) Other than for records that are properly exempted from automatic declassification, records containing classified information that originated with other agencies or the disclosure of which would affect the interests or activities of other agencies with respect to the classified information and could reasonably be expected to fall under one or more of the exemptions in paragraph (b) of this section shall be identified prior to the onset of automatic declassification for later referral to those agencies.

(A) The information of concern shall be referred by the Center established by section 3.7 of this order, or by the centralized facilities referred to in section 3.7(e) of this order, in a prioritized and scheduled manner determined by the Center.

(B) If an agency fails to provide a final determination on a referral made by the Center within 1 year of referral, or by the centralized facilities referred to
in section 3.7(e) of this order within 3 years of referral, its equities in the referred records shall be automatically declassified.

(8) If any disagreement arises between affected agencies and the Center regarding the referral review period, the Director of the Information Security Oversight Office shall determine the appropriate period for review of referred records.

(D) Referrals identified prior to the establishment of the Center by section 3.7 of this order shall be subject to automatic declassification only in accordance with subparagraphs (d)(3)(A)- (C) of this section.

(4) After consultation with the Director of the Information Security Oversight Office, an agency head may delay automatic declassification for up to 3 years from the date of discovery of classified records that were inadvertently not reviewed prior to the effective date of this section.

(5) The notification shall include:

(A) a detailed description of the information, either by reference to information in specific records or in the form of a declassification guide;

(B) an explanation of why the information should be exempt from automatic declassification and must remain classified for a longer period of time;

(C) a specific date or a specific and independently verifiable event for automatic declassification of specific records that contain the information proposed for exemption.

(2) The Panel may direct the agency not to exempt the information or to declassify it at an earlier date than recommended. An agency head may appeal such a decision to the President through the National Security Advisor. The information will remain classified while such an appeal is pending.

(3) For information a file of records determined not to have permanent historical value, the duration of classification beyond 25 years shall be the same as the disposition (destruction) date of those records in each Agency Records Control Schedule or General Records Schedule, although the duration of classification shall be extended if the record has been retained for business reasons beyond the scheduled disposition date.

SNC. 3.4. Systematic Declassification Review.

(a) Each agency that has originated classified information under this order or its predecessors shall establish and conduct a program for systematic declassification review for records of permanent historical value exempted from automatic declassification under section 3.3 of this order. Agencies shall prioritize their review of such records in accordance with priorities established by the Center.

(b) The Archivist shall conduct a systematic declassification review program for classified records:

(1) accessioned into the National Archives; (2) transferred to the Archivist pursuant to 44 U.S.C. 2203; and (3) for which the National Archives serves as the custodian for an agency or organization that has gone out of existence.

SNC. 3.5. Mandatory Declassification Review.

(a) Except as provided in paragraph (b) of this section, all information classified under this order or predecessor orders shall be subject to a review for declassification by the originating agency if:

(1) the request for a review describes the document or material containing the information with sufficient specificity to enable the agency to locate it with a reasonable amount of effort;

(2) the document or material containing the information responsive to the request is not contained within an operational file exempted from search and review, publication, and disclosure under 5 U.S.C. 552 in accordance with law; and

(3) the information is not the subject of pending litigation.

(b) Information originated by the incumbent President or the incumbent Vice President; the incumbent President’s White House Staff or the incumbent Vice President’s Staff; committees, commissions, or boards appointed by the incumbent President; or other entities within the Executive Office of the President that solely advise and assist the incumbent President is exempted from the provisions of paragraph (a) of this section. However, the Archivist shall have the authority to review, downgrade, and declassify papers or records of former Presidents and Vice Presidents under the control of the Archivist pursuant to 44 U.S.C. 2107, 2111, 2111 note, or 2203. Review procedures developed by the Archivist shall provide for consultation with agencies having primary subject matter interest and shall be consistent with the provisions of applicable laws or lawful agreements that pertain to the respective Presidential papers or records. Agencies with primary subject matter interest shall be notified promptly of the Archivist’s decision. Any final decision by the Archivist may be appealed by the requester or an agency to the Panel. The information shall remain classified pending a prompt decision on the appeal.
(c) Agencies conducting a mandatory review for declassification shall declassify information that no longer meets the standards for classification under this order; they shall release the information unless withholding is otherwise authorized and warranted under applicable law.

(d) If an agency has reviewed the requested information for declassification within the past 2 years, the agency need not conduct another review and may instead inform the requester of this fact and the prior review decision and advise the requester of appeal rights prescribed under subsection (e) of this section.

(e) In accordance with directives issued pursuant to this order, agency heads shall develop procedures to process requests for the mandatory review of classified information. These procedures shall apply to information classified under this or predecessor orders. They shall also provide a means for administratively appealing a denial of a mandatory review request, and for notifying the requester of the right to appeal a final agency decision to the Panel.

(f) After consultation with affected agencies, the Secretary of Defense shall develop special procedures for the review of cryotrophic information; the Director of National Intelligence shall develop special procedures for the review of cryptologic information; the Director of National Intelligence shall develop special procedures for the review of information pertaining to intelligence source methods, and activities; and the Archivist shall develop special procedures for the review of information accessioned into the National Archives.

(g) Documents required to be submitted for prepublication review or other administrative process pursuant to an approved nondisclosure agreement are not covered by this section.

(h) This section shall not apply to any request for a review made to an element of the Intelligence Community that is made by a person other than an individual as that term is defined by 5 U.S.C. 552a(a)(2), or by a foreign government entity or any representative thereof.

§ 3.6. Processing Requests and Reviews. Notwithstanding section 4.1(i) of this order, in response to a request for information under the Freedom of Information Act, the Presidential Records Act, the Privacy Act of 1974, or the mandatory review provisions of this order:

(a) An agency may refuse to confirm or deny the existence or nonexistence of requested records whenever the fact of their existence or nonexistence is itself classified under this order or its predecessors.

(b) When an agency receives any request for documents in its custody that contain classified information that originated with other agencies or the disclosure of which would affect the interests or activities of other agencies with respect to the classified information, or identifies such documents in the process of implementing sections 3.3 or 3.4 of this order, it shall refer copies of any request and the pertinent documents to the originating agency for processing and may, after consultation with the originating agency, inform any requester of the referral unless such association is itself classified under this order or its predecessors. In cases in which the originating agency determines in writing that a response under paragraph (a) of this section is required, the referring agency shall respond to the requester in accordance with that paragraph.

(c) Agencies may extend the classification of information in records determined not to have permanent historical value or nonrecord materials, including artifacts, beyond the time frames established in sections 1.5(b) and 2.2(f) of this order, provided:

1. The specific information has been approved pursuant to section 3.3(j) of this order for exemption from automatic declassification; and
2. The extension does not exceed the date established in section 3.3(j) of this order.

§ 3.7. National Declassification Center. (a) There is established within the National Archives a National Declassification Center to streamline declassification processes, facilitate quality-assurance measures, and implement standardized training regarding the declassification of records determined to have permanent historical value. There shall be a Director of the Center who shall be appointed or removed by the Archivist in consultation with the Secretaries of State, Defense, Energy, and Homeland Security, the Attorney General, and the Director of National Intelligence.

(b) Under the administration of the Director, the Center shall coordinate:

1. Timely and appropriate processing of referrals in accordance with section 3.3(d)(3) of this order for accessioned Federal records and transferred presidential records;
2. General interagency declassification activities necessary to fulfill the requirements of sections 3.3 and 3.4 of this order;
3. The exchange among agencies of detailed declassification guidance to enable the referral of records in accordance with section 3.3(d)(3) of this order;
4. The development of effective, transparent, and standard declassification work processes, training, and quality assurance measures;
5. The development of solutions to declassification challenges posed by electronic records, special media, and emerging technologies;
6. The linkage and effective utilization of existing agency databases and the use of new technologies of record and make public declassification review decisions and support declassification activities under the purview of the Center; and
7. Storage and related services, on a reimbursable basis, for Federal records containing classified national security information.

(c) Agency heads shall fully cooperate with the Archivist in the activities of the Center and shall:

1. Provide the Director with adequate and current declassification guidance to enable the referral of records in accordance with section 3.3(d)(3) of this order; and
2. Upon request of the Archivist, assign agency personnel to the Center who shall be delegated authority by the agency head to review and exempt or declassify information originated by their agency contained in records accessioned into the National Archives, after consultation with subject-matter experts as necessary.

(d) The Archivist, in consultation with representative of the participants in the Center and after input from the general public, shall develop priorities for declassification activities under the purview of the Center that take into account the degree of researcher interest and the likelihood of declassification.

(e) Agency heads may establish such centralized facilities and internal operations to conduct internal declassification reviews as appropriate to achieve optimized records management and declassification business processes. Once established, all referral processing of accessioned records shall take place at the Center, and such agency facilities and operations shall be coordinated with the Center to ensure the maximum degree of consistency in policies and procedures that relate to records determined to have permanent historical value.

(f) Agency heads may exempt from automatic declassification or continue the classification of their own originally classified information under section 3.3(a) of this order except that in the case of the Director of National Intelligence, the Director shall also retain such authority with respect to the Intelligence Community.

(g) The Archivist shall, in consultation with the Secretaries of State, Defense, Energy, and Homeland Security, the Attorney General, the Director of National Intelligence, the Director of the Central Intelligence Agency, and the Director of the Information Security Oversight Office, provide the National Security Advisor with a detailed concept of operations for the Center and a proposed implementing directive under section 5.1 of this order that reflects the coordinated views of the aforementioned agencies.

PART 4—SAFEGUARDING


(a) A person may have access to classified information provided that:
(1) a favorable determination of eligibility for access has been made by an agency head or the agency head's designee;
(2) the person has signed an approved nondisclosure agreement; and
(3) the person has a need-to-know the information.
(b) Every person who has met the standards for access to classified information in paragraph (a) of this section shall receive contemporaneous training on the proper safeguarding of classified information and on the criminal, civil, and administrative sanctions that may be imposed on an individual who fails to protect classified information from unauthorized disclosure.
(c) An official or employee leaving agency service may not remove classified information from the agency's control or direct that information be declassified in order to remove it from agency control.
(d) Classified information may not be removed from official premises without proper authorization.
(e) Persons authorized to disseminate classified information outside the executive branch shall ensure the protection of the information in a manner equivalent to that provided within the executive branch.
(f) Consistent with law, executive orders, directives, and regulations, an agency head or senior agency official or, with respect to the Intelligence Community, the Director of National Intelligence, shall establish uniform procedures to ensure that automated information systems, including networks and telecommunications systems, that collect, create, communicate, compute, disseminate, process, or store classified information:
(1) prevent access by unauthorized persons;
(2) ensure the integrity of the information; and
(3) to the maximum extent practicable, use:
(A) common information technology standards, protocols, and interfaces that maximize the availability of, and access to, the information in a form and manner that facilitates its authorized use; and
(B) standardized electronic formats to maximize the accessibility of information to persons who meet the criteria set forth in section 4.1(a) of this order.
(g) Consistent with law, executive orders, directives, and regulations, each agency head or senior agency official, or with respect to the Intelligence Community, the Director of National Intelligence, shall establish controls to ensure that classified information is used, processed, stored, reproduced, transmitted, and destroyed under conditions that provide adequate protection and prevent access by unauthorized persons.
(h) Consistent with directives issued pursuant to this order, an agency shall safeguard foreign government information under standards that provide a degree of protection at least equivalent to that required by the government or international organization of governments that furnished the information. When adequate to achieve equivalency, these standards may be less restrictive than the safeguarding standards that ordinarily apply to U.S. "Confidential" information, including modified handling and transmission and allowing access to individuals with a need-to-know who have not otherwise been cleared for access to classified information or executed an approved nondisclosure agreement.
(i)(1) Classified information originating in one agency may be disseminated to another agency or U.S. entity by any agency to which it has been made available without the consent of the originating agency, as long as the criteria for access under section 4.1(a) of this order are met, unless the originating agency has determined that prior authorization is required for such dissemination and has marked or indicated such requirement on the medium containing the classified information in accordance with implementing directives issued pursuant to this order.
(2) Classified information originating in one agency may be disseminated by any other agency to which it has been made available in accordance with statute, this order, directives implementing this order, direction of the President, or with the consent of the originating agency. For the purposes of this section, "foreign government" includes any element of a foreign government, or an international organization of governments, or any element thereof.
(3) Documents created prior to the effective date of this order shall not be disseminated outside any other agency to which they have been made available without the consent of the originating agency. An agency head or senior agency official may waive this requirement for specific information that originated within that agency.
(4) For purposes of this section, the Department of Defense shall be considered one agency, except that any dissemination of information regarding intelligence sources, methods, or activities that is or may affect intelligence sources, methods, or activities, is disseminated pursuant to section 6.2(b) of this order.
(5) Prior consent of the originating agency is not required when referring records for declassification review that contain information originating in more than one agency.
Sec. 4.2 Distribution Controls.
(a) The head of each agency shall establish procedures in accordance with applicable law and consistent with directives issued pursuant to this order to ensure that classified information is accessible to the maximum extent possible by individuals who meet the criteria set forth in section 4.1(a) of this order.
(b) In an emergency, when necessary to respond to an imminent threat to life or in defense of the homeland, the agency head or any designee may authorize the disclosure of classified information (including information marked pursuant to section 4.1(i)(1) of this order) to an individual or individuals who are otherwise not eligible for access. Such actions shall be taken only in accordance with directives implementing this order and any procedure issued by agencies governing the classified information, which shall be designed to minimize the classified information that is disclosed under these circumstances and the number of individuals who receive it. Information disclosed under this subsection in accordance with directives and procedures shall not be deemed declassified as a result of such disclosure or subsequent use by a recipient. Such disclosures shall be reported promptly to the originator of the classified information. For purposes of this section, the Director of National Intelligence may issue an implementing directive governing the emergency disclosure of classified intelligence information.
(c) Each agency shall update, at least annually, the automatic, routine, or recurring distribution mechanism for classified information. Recipients shall cooperate fully with distributors who are updating distribution lists and shall notify distributors whenever a relevant change in status occurs.
Sec. 4.3. Special Access Programs. (a) Establishment of special access programs. Unless otherwise authorized by the President, only the Secretaries of State, Defense, Energy, and Homeland Security, the Attorney General, and the Director of National Intelligence, or the principal deputy of each, may create a special access program. For special access programs pertaining to intelligence sources, methods, and activities (but not including military operational, strategic, and tactical programs), this function shall be exercised by the Director of National Intelligence. These officials shall keep the number of these programs at an absolute minimum, and shall establish them only when the program is required by statute or upon a specific finding that:
(1) the vulnerability of, or threat to, specific information is exceptional; and
(2) the normal criteria for determining eligibility for access applicable to information classified at the same level are not deemed sufficient to protect the information from unauthorized disclosure.
(b) Requirements and limitations.
(1) Special access programs shall be limited to programs in which the number of persons who ordinarily will have access will be reasonably small and commensurate with the objective of providing enhanced protection for the information involved.
(2) Each agency head shall establish and maintain a system of accounting for special access programs consistent with directives issued pursuant to this order.

(3) Special access programs shall be subject to the oversight program established under section 5.4(d) of this order. In addition, the Director of the Information Security Oversight Office shall be afforded access to these programs, in accordance with the security requirements of each program, in order to perform the functions assigned to the Information Security Oversight Office under this order. An agency head may limit access to a special access program to the Director of the Information Security Oversight Office and no more than one other employee of the Information Security Oversight Office or, for special access programs that are extraordinarily sensitive and vulnerable, to the Director only.

(4) The agency head or principal deputy shall review annually each special access program to determine whether it continues to meet the requirements of this order.

(5) Upon request, an agency head shall brief the National Security Advisor, or a designee, on any or all of the agency's special access programs.

(6) For the purposes of this section, the term “agency head” refers only to the Secretary of State, Defense, Energy, and Homeland Security, the Attorney General, and the Director of National Intelligence, or the principal deputy of each.

(7) Nothing in this order shall supersede any requirement made by or under title 10 U.S.C. 119.

5.1. Program Direction. (a) The Director of the Information Security Oversight Office, in consultation with the National Security Advisor, shall issue such directives as are necessary to implement this order. These directives shall be binding on the agencies. Directives issued by the Director of the Information Security Oversight Office shall establish standards for:

(1) classification, declassification, and marking principles;

(2) safeguarding classified information, which shall pertain to the handling, storage, distribution, transmission, and destruction of and accounting for classified information;

(3) agency security education and training programs;

(4) agency self-inspection programs; and

(5) classification and declassification guides.

(b) The Archivist shall delegate the implementation and monitoring functions of this program to the Director of the Information Security Oversight Office.

(c) The Director of National Intelligence, after consultation with the heads of affected agencies and the Director of the Information Security Oversight Office, may issue directives to implement this order with respect to the protection of intelligence sources, methods, and activities. Such directives shall be consistent with this order and directives issued under paragraph (a) of this section.

SIC. 5.2. Information Security Oversight Office. (a) There is established within the National Archives an Information Security Oversight Office. The Archivist shall appoint the Director of the Information Security Oversight Office, subject to the approval of the President.

(b) Under the direction of the Archivist, acting in consultation with the National Security Advisor, the Director of the Information Security Oversight Office shall:

(1) develop directives for the implementation of this order;

(2) oversee agency actions to ensure compliance with this order and its implementing directives;

(3) review and approve agency implementing regulations prior to their issuance to ensure their consistency with this order and directives issued under section 5.1(a) of this order;

(4) have the authority to conduct on-site reviews of each agency's program established under this order, and to require of each agency security education and other cooperation that may be necessary to fulfill its responsibilities. If granting access to specific categories of classified information would pose an exceptional national security risk, the affected agency head or the senior agency official shall submit a written justification recommending the denial of access to the President through the National Security Advisor within 60 days of the request for access. Access shall be denied pending the response;

(5) review requests for original classification authority from agencies or officials not granted original classification authority and, if deemed appropriate, recommend Presidential approval through the National Security Advisor;

(6) consider and take action on complaints and suggestions from persons within or outside the Government with respect to the administration of the program established under this order;

(7) have the authority to prescribe, after consultation with affected agencies, standardization of forms or procedures that will promote the implementation of the program established under this order;

(8) report at least annually to the President on the implementation of this order; and

(9) convene and chair interagency meetings to discuss matters pertaining to the program established by this order.

SIC. 5.3. Interagency Security Classification Appeals Panel.

(a) Establishment and administration.

(1) There is established an Interagency Security Classification Appeals Panel. The Departments of State, Defense, and Justice, the National Archives, the Office of the Director of National Intelligence, and the National Security Advisor shall each be represented by a senior-level representative who is a full-time or permanent part-time Federal officer or employee designated to serve as a member of the Panel by the respective agency head. The President shall designate a Chair from among the members of the Panel.

(2) Additionally, the Director of the Central Intelligence Agency may appoint a temporary representative to participate as a voting member in all Panel deliberations and associated support activities concerning classified information originated by the Central Intelligence Agency.

(3) A vacancy on the Panel may be filled as quickly as possible as provided in paragraph (a)(1) of this section.

(4) The Director of the Information Security Oversight Office shall serve as the Executive Secretary of the Panel. The staff of the Information Security Over-
The Information Security Oversight Office shall provide program and administrative support for the Panel. The members and staff of the Panel shall be required to meet eligibility standards for access to classified information in order to fulfill the Panel's functions.

The Panel shall meet at the call of the Chair. The Chair shall schedule meetings as necessary for the Panel to fulfill its functions. The Panel shall include in its reports to the President a summary of the Panel's activities.

Functions of the Panel shall include:
1. Decide on appeals by persons who have filed classification challenges under section 1.8 of this order;
2. Promulgate implementing regulations, which shall be published in the Federal Register to the extent applicable, and maintained to optimize the appropriate sharing of classified information.
3. Develop special contingency plans for the safeguarding of classified information used in or near hostile or potentially hostile areas;
4. Establishing and maintaining an ongoing self-inspection program, which shall include the regular reviews of representative samples of the agency's original and derivative classification actions, and shall authorize appropriate agency officials to correct misclassification actions not covered by sections 1.7(c) and 1.7(d) of this order; and reporting annually to the Director of the Information Security Oversight Office on the agency's self-inspection program;
5. Establishing procedures consistent with directives issued pursuant to this order to prevent unnecessary access to classified information, including procedures that:
   A. Require that a need for access to classified information be established before initiating administrative clearance procedures;
   B. Ensure that the number of persons granted access to classified information meets the mission needs of the agency while also satisfying operational and security requirements and needs;
6. Developing special contingency plans for the safeguarding of classified information used in or near hostile or potentially hostile areas;
7. Ensuring that the performance contract or order system used to rate civilian or military personnel performance includes the designation and management of classified information as a critical element or item to be evaluated in the rating of:
   A. Original classification authorities;
   B. Security managers or security specialists; and
   C. All other personnel whose duties significantly involve the creation or handling of classified information, including personnel who regularly apply derivative classification markings;
8. Accounting for the costs associated with the implementation of this order, which shall be reported to the Director of the Information Security Oversight Office for publication;
9. Assigning in a prompt manner agency personnel to respond to any request, appeal, challenge, complaint, or suggestion arising out of this order that pertains to classified information that originated in a component of the agency that no longer exists and for which there is no clear successor in function; and
10. Establishing a secure capability to receive information, allegations, or complaints regarding over-classification or incorrect classification within the agency and to provide guidance to personnel on proper classification as needed.

Sic. 5.5. Sanctions. (a) If the Director of the Information Security Oversight Office finds that a violation of this order or its implementing directives has occurred, the Director shall make a report to the head of the agency or to the senior agency official so that corrective steps, if appropriate, may be taken.

(b) Officers and employees of the United States Government, and its contractors, licensees, certificate holders, and grantees shall be subject to appropriate sanctions if they knowingly, willfully, or negligently:
1. Disclose to unauthorized persons information properly classified under this order or predecessor orders;
2. Classify or continue the classification of information in violation of this order or any implementing directive;
3. Create or continue a special access program contrary to the requirements of this order or its implementing directives;
4. Contravene any other provision of this order or its implementing directives.

Sanctions may include reprimand, suspension without pay, removal, termination of classification authority, loss or denial of access to classified information, or other sanctions in accordance with applicable law and agency regulation.

(d) The agency head, senior agency official, or other supervisory official shall, at a minimum, promptly remove the classification authority of any individual who demonstrates reckless disregard, negligence, or a pattern of error in applying the classification standards of this order.

(e) The agency head or senior agency official shall:
1. Take appropriate and prompt corrective action when a violation or infraction under paragraph (b) of this section occurs; and
PART 6—GENERAL PROVISIONS

SEC. 6.1. Definitions. For purposes of this order:

(a) “Access” means the ability or opportunity to gain knowledge of classified information.

(b) “Agency” means any “Executive agency,” as defined in 5 U.S.C. 105; any “Military department” as defined in 5 U.S.C. 102; and any other entity within the executive branch that comes into the possession of classified information.

(c) “Authorized holder” of classified information means anyone who satisfies the conditions for access stated in section 4.1(a) of this order.

(d) “Automated information system” means an assembly of computer hardware, software, or firmware configured to collect, create, communicate, compute, disseminate, process, store, or control data or information.

(e) “Automatic declassification” means the declassification of information based solely upon:

(1) the occurrence of a specific date or event as determined by the original classification authority; or

(2) the expiration of a maximum time frame for duration of classification established under this order.

(f) “Classification” means the act or process by which information is determined to be classified information.

(g) “Classification guidance” means any instruction or source that prescribes the classification of specific information.

(h) “Classification guide” means a documentary form of classification guidance issued by an original classification authority that identifies the elements of information regarding a specific subject that must be classified and establishes the level and duration of classification for each such subject.

(i) “Classified national security information” or “classified information” means information that has been determined pursuant to this order or any predecessor order to require protection against unauthorized disclosure and is marked to indicate its classified status when in documentary form.

(j) “Compilation” means an aggregation of preexisting unclassified items of information.

(k) “Confidential source” means any individual or organization that has provided, or that may reasonably be expected to provide, information to the United States on matters pertaining to the national security with the expectation that the information or relationship, or both, are to be held in confidence.

(l) “Damage to the national security” means harm to the national defense or foreign relations of the United States from the unauthorized disclosure of information, taking into consideration such aspects of the information as the sensitivity, value, utility, and provenance of that information.

(m) “Declassification” means the authorized change in the status of information from classified information to unclassified information.

(n) “Declassification guide” means written instructions issued by a declassification authority that describes the elements of information regarding a specific subject that may be declassified and the elements that must remain classified.

(o) “Derivative classification” means the incorporating, paraphrasing, restating, or generating in new form information that is already classified, and marking the newly developed material consistent with the classification markings that apply to the source information. Derivative classification includes the classification of information based on classification guidance. The duplication or reproduction of existing classified information is not derivative classification.

(p) “Document” means any recorded information, regardless of the nature of the medium or the method or circumstances of recording.

(q) “Downgrading” means a determination by a declassification authority that information classified and safeguarded at a specified level shall be classified and safeguarded at a lower level.

(r) “File series” means file units or documents arranged according to a filing system or kept together because they relate to a particular subject or function, result from the same activity, document a specific kind of transaction, take a particular physical form, or have some other relationship arising out of their creation, receipt, or use, such as restrictions on access or use.

(s) “Foreign government information” means:

(1) information provided to the United States Government by a foreign government or governments, an international organization of governments, or any element thereof, with the expectation that the information, the source of the information, or both, are to be held in confidence;

(2) information produced by the United States Government pursuant to or as a result of a joint arrangement with a foreign government or governments, or an international organization of governments, or any element thereof, requiring that the information, the arrangement, or both, are to be held in confidence; or

(3) information received and treated as “foreign government information” under the terms of a predecessor order.

(t) “Information” means any knowledge that can be communicated or documentary material, regardless of its physical form or characteristics, that is owned by, is produced by or for, or is under the control of the United States Government.

(u) “Infraction” means any knowing, willful, or negligent action contrary to the requirements of this order or its implementing directives that does not constitute a “violation,” as defined below.

(v) “Integral file block” means a distinct component of a file series, as defined in this section, that should be maintained as a separate unit in order to ensure the integrity of the records. An integral file block may consist of a set of records covering either a specific topic or a range of time, such as a Presidential administration or a 5-year retirement schedule within a specific file series that is retired from active use as a group. For purposes of automatic declassification, integral file blocks shall contain only records dated within 10 years of the oldest record in the file block.

(w) “Integrity” means the state that exists when information is unchanged from its source and has not been accidentally or intentionally modified, altered, or destroyed.

(x) “Intelligence” includes foreign intelligence and counterintelligence as defined by Executive Order 12333 of December 4, 1981, as amended, or by a successor order.

(y) “Intelligence activities” means all activities that elements of the Intelligence Community are authorized to conduct pursuant to law or Executive Order 12333, as amended, or a successor order.

(z) “Intelligence Community” means an element or agency of the U.S. Government identified in or designated pursuant to section 3(4) of the National Security Act of 1947, as amended, or section 3.5(b) of Executive Order 12333, as amended.

(aa) “Mandatory declassification review” means the review for declassification of classified information in response to a request for declassification that meets the requirements under section 3.5 of this order.

(bb) “Multiple sources” means two or more source documents, classification guides, or a combination of both.

(cc) “National security” means the national defense or foreign relations of the United States.

(dd) “Need-to-know” means a determination within the executive branch in accordance with directives issued pursuant to this order that a prospective recipient requires access to specific classified information in order to perform or assist in a lawful and authorized governmental function.

(ee) “Network” means a system of two or more computers that can exchange data or information.

(ff) “Original classification” means an initial determination that information requires, in the interest of
the national security, protection against unauthorized disclosure.

(gg) “Original classification authority” means an individual or entity authorized in writing, or by law, by the President, the Vice President, or by agency heads or other officials designated by the President, to classify information in the first instance.

(hh) “Records” means the records of an agency and Presidential papers or Presidential records, as those terms are defined in title 44, United States Code, including those created or maintained by a government contractor, licensee, certificate holder, or grantee that are subject to the sponsoring agency’s control under the terms of the contract, license, certificate, or grant.

(ii) “Records management” means the planning, controlling, directing, organizing, training, promoting, and other managerial activities involved with respect to records creation, records maintenance and use, and records disposition in order to achieve adequate and proper documentation of the policies and transactions of the Federal Government and effective and economic management of agency operations.

(jj) “Safeguarding” means measures and controls that are prescribed to protect classified information.

(kk) “Self-inspection” means the internal review and evaluation of individual agency activities and the agency as a whole with respect to the implementation of the program established under this order and its implementing directives.

(mm) “Senior agency official” means the official designated by the agency head under section 5.4(d) of this order to direct and administer the agency’s program under which information is classified, safeguarded, and declassified.

(nn) “Source document” means an existing document that contains classified information that is incorporated, paraphrased, restated, or generated in new form into a new document.

(oo) “Special access program” means a program established for a specific class of classified information that imposes safeguarding and access requirements that exceed those normally required for information at the same classification level.

(pp) “Systematic declassification review” means the review for declassification of classified information contained in records that have been determined by the Archivist to have permanent historical value in accordance with title 44, United States Code.

(qq) “Telecommunications” means the preparation, transmission, or communication of information by electronic means.

(rr) “Unauthorized disclosure” means a communication or physical transfer of classified information to an unauthorized recipient.

(ss) “U.S. entity” includes:

(1) State, local, or tribal governments;

(2) State, local, and tribal law enforcement and firefighting entities;

(3) public health and medical entities;

(4) regional, state, local, and tribal emergency management entities, including State Adjutants General and other appropriate public safety entities; or

(5) private sector entities serving as part of the nation’s Critical Infrastructure/Key Resources.

(tt) “Violation” means:

(1) any knowing, willful, or negligent action that could reasonably be expected to result in an unauthorized disclosure of classified information;

(2) any knowing, willful, or negligent action to classify or continue the classification of information contrary to the requirements of this order or its implementing directives; or

(3) any knowing, willful, or negligent action to create or continue a special access program contrary to the requirements of this order.
The purpose of this order is to ensure that security standards governing access to and safeguarding of classified material are applied in accordance with Executive Order 13526 of December 25, 2009 ("Classified National Security Information"); Executive Order 12968 of August 2, 1995, as amended ("Access to Classified Information"); Executive Order 13467 of June 30, 2008 ("Reforming Processes Related to Suitability for Government Employment, Fitness for Contractor Employees, and Eligibility for Access to Classified National Security Information"); and Executive Order 12839 of January 6, 1993, as amended ("National Industrial Security Program"). Procedures for uniform implementation of these standards by SLTPS entities shall be set forth in an implementing directive to be issued by the Secretary of Homeland Security within 180 days of the date of this order, in consultation with affected executive departments and agencies, and with the concurrence of the Secretary of Defense, the Attorney General, the Director of National Intelligence, and the Director of the Information Security Oversight Office.

Additional policy provisions for access to and safeguarding of classified information shared with SLTPS personnel include the following:

(a) Eligibility for access to classified information by SLTPS personnel shall be determined by a sponsoring agency. The level of access granted shall not exceed the Secret level, unless the sponsoring agency determines on a case-by-case basis that the applicant has a demonstrated and foreseeable need for access to Top Secret, Special Access Program, or Sensitive Compartmented Information.

(b) Upon the execution of a non-disclosure agreement prescribed by the Information Security Oversight Office or the Director of National Intelligence, and absent disqualifying conduct as determined by the clearance granting official, a duly elected or appointed Governor of a State or territory, or an official who has succeeded to that office under applicable law, may be granted access to classified information without a background investigation in accordance with the implementing directive for this order. This authorization of access may not be further delegated by the Governor to any other person.

(c) All clearances granted to SLTPS personnel, as well as accreditations granted to SLTPS facilities without a waiver, shall be accepted reciprocally by all agencies and SLTPS entities.

(d) Physical custody of classified information by State, local, and tribal (SLT) entities shall be limited to Secret information unless the location housing the information is under the full-time management, control, and operation of the Department of Homeland Security or another agency. A standard security agreement, established by the Department of Homeland Security in consultation with the SLTPS Advisory Committee, shall be executed between the head of the SLT entity and the U.S. Government for those locations where the SLT entity will maintain physical custody of classified information.

(e) State, local, and tribal facilities where classified information is or will be used or stored shall be inspected, accredited, and monitored for compliance with established standards, in accordance with Executive Order 13526 and the implementing directive for this order, by the Department of Homeland Security or another agency that has entered into an agreement with the Department of Homeland Security to perform such inspection, accreditation, and monitoring.

(f) Private sector facilities where classified information is or will be used or stored shall be inspected, accredited, and monitored for compliance with standards established pursuant to Executive Order 12839, as amended, by the Department of Homeland Security or another agency.

(g) Access to information systems that store, process, or transmit classified information shall be enforced by the rules established by the agency that controls the system and consistent with approved dissemination and handling markings applied by originators, separate from and in addition to criteria for determining eligibility for access to classified information. Access to information systems within restricted portals shall be based on criteria applied by the agency that controls the portal and consistent with approved dissemination and handling markings applied by originators.

(i) Pursuant to section 4.1(i)(3) of Executive Order 13526, documents created prior to the effective date of Executive Order 13526 shall not be re-disseminated to other entities without the consent of the originating agency. An agency head or senior agency official may determine that access, in accordance with the implementing directive for this order, any functions of the President under that title, except that of reporting to the Congress, which are designated in Executive Order 12829, as amended, by the Department of Defense or the cognizant security agency under Executive Order 12829, as amended, may apply to this order, any functions of the President under that Act, except that of reporting to the Congress, which are applicable to the Committee, shall be performed by the Administrator of General Services in accordance with guidelines and procedures established by the General Services Administration.

(j) The National Industrial Security Program established in Executive Order 12829, as amended, shall govern the access to and safeguarding of classified information that is released to contractors, licensees, and grantees of SLT entities.

The purpose of this order is to ensure that security standards governing access to and safeguarding of classified material are applied in accordance with Executive Order 13526 of December 25, 2009 ("Classified National Security Information"); Executive Order 12968 of August 2, 1995, as amended ("Access to Classified Information"); Executive Order 13467 of June 30, 2008 ("Reforming Processes Related to Suitability for Government Employment, Fitness for Contractor Employees, and Eligibility for Access to Classified National Security Information"); and Executive Order 12839 of January 6, 1993, as amended ("National Industrial Security Program"). Procedures for uniform implementation of these standards by SLTPS entities shall be set forth in an implementing directive to be issued by the Secretary of Homeland Security within 180 days of the date of this order, in consultation with affected executive departments and agencies, and with the concurrence of the Secretary of Defense, the Attorney General, the Director of National Intelligence, and the Director of the Information Security Oversight Office.

Additional policy provisions for access to and safeguarding of classified information shared with SLTPS personnel include the following:

(a) Eligibility for access to classified information by SLTPS personnel shall be determined by a sponsoring agency. The level of access granted shall not exceed the Secret level, unless the sponsoring agency determines on a case-by-case basis that the applicant has a demonstrated and foreseeable need for access to Top Secret, Special Access Program, or Sensitive Compartmented Information.

(b) Upon the execution of a non-disclosure agreement prescribed by the Information Security Oversight Office or the Director of National Intelligence, and absent disqualifying conduct as determined by the clearance granting official, a duly elected or appointed Governor of a State or territory, or an official who has succeeded to that office under applicable law, may be granted access to classified information without a background investigation in accordance with the implementing directive for this order. This authorization of access may not be further delegated by the Governor to any other person.

(c) All clearances granted to SLTPS personnel, as well as accreditations granted to SLTPS facilities without a waiver, shall be accepted reciprocally by all agencies and SLTPS entities.

(d) Physical custody of classified information by State, local, and tribal (SLT) entities shall be limited to Secret information unless the location housing the information is under the full-time management, control, and operation of the Department of Homeland Security or another agency. A standard security agreement, established by the Department of Homeland Security in consultation with the SLTPS Advisory Committee, shall be executed between the head of the SLT entity and the U.S. Government for those locations where the SLT entity will maintain physical custody of classified information.

(e) State, local, and tribal facilities where classified information is or will be used or stored shall be inspected, accredited, and monitored for compliance with established standards, in accordance with Executive Order 13526 and the implementing directive for this order, by the Department of Homeland Security or another agency that has entered into an agreement with the Department of Homeland Security to perform such inspection, accreditation, and monitoring.

(f) Private sector facilities where classified information is or will be used or stored shall be inspected, accredited, and monitored for compliance with standards established pursuant to Executive Order 12839, as amended, by the Department of Homeland Security or another agency.

(g) Access to information systems that store, process, or transmit classified information shall be enforced by the rules established by the agency that controls the system and consistent with approved dissemination and handling markings applied by originators, separate from and in addition to criteria for determining eligibility for access to classified information. Access to information systems within restricted portals shall be based on criteria applied by the agency that controls the portal and consistent with approved dissemination and handling markings applied by originators.

(i) Pursuant to section 4.1(i)(3) of Executive Order 13526, documents created prior to the effective date of Executive Order 13526 shall not be re-disseminated to other entities without the consent of the originating agency. An agency head or senior agency official may determine that access, in accordance with the implementing directive for this order, any functions of the President under that title, except that of reporting to the Congress, which are designated in Executive Order 12829, as amended, by the Department of Defense or the cognizant security agency under Executive Order 12829, as amended, may apply to this order, any functions of the President under that Act, except that of reporting to the Congress, which are applicable to the Committee, shall be performed by the Administrator of General Services in accordance with guidelines and procedures established by the General Services Administration.

(j) The National Industrial Security Program established in Executive Order 12829, as amended, shall govern the access to and safeguarding of classified information that is released to contractors, licensees, and grantees of SLT entities.
(1) overall program management and oversight;
(2) accreditation, periodic inspection, and monitoring of all facilities owned or operated by SLT entities that have access to classified information, except when another agency has entered into an agreement with the Department of Homeland Security to perform some or all of these functions;
(3) processing of security clearance applications by SLTPS personnel, when requested by a sponsoring agency, on a reimbursable basis unless otherwise determined by the Department of Homeland Security and the sponsoring agency;
(4) documenting and tracking the final status of security clearances for all SLTPS personnel in consultation with the Office of Personnel Management, the Department of Defense, and the Office of the Director of National Intelligence;
(5) developing and maintaining a security profile of SLT facilities that have access to classified information; and
(6) developing training, in consultation with the Committee, for all SLTPS personnel who have been determined eligible for access to classified information, which shall cover the proper safeguarding of classified information and sanctions for unauthorized disclosure of classified information.

(b) The Secretary of Defense, or the cognizant security agency under Executive Order 12329, as amended, shall provide program management, oversight, accreditation, and monitoring of all private sector facilities that have access to classified information, which shall cover the proper safeguarding of classified information and sanctions for unauthorized disclosure of classified information.

(c) The Director of National Intelligence may inspect and monitor SLTPS programs and facilities that involve access to information regarding intelligence sources, methods, and activities.

(d) Heads of agencies that sponsor SLTPS personnel and facilities for access to and storage of classified information under section 1.3(a) of this order shall:
(1) ensure on a periodic basis that there is a demonstrated, foreseeable need for such access; and
(2) provide the Secretary of Homeland Security with information, as requested by the Secretary, about SLTPS personnel sponsored for security clearances and SLT facilities approved for use of classified information prior to and after the date of this order, except when the disclosure of the association of a specific individual with an intelligence or law enforcement agency must be protected in the interest of national security, as determined by the intelligence or law enforcement agency.

§5. Definitions. For purposes of this order:

(a) “Access” means the ability or opportunity to gain knowledge of classified information.

(b) “Agency” means any “Executive agency” as defined in 5 U.S.C. 105; any military department as defined in 5 U.S.C. 102; and any other entity within the executive branch that comes into possession of classified information, except when the disclosure of the association of a specific individual with an intelligence or law enforcement agency must be protected in the interest of national security, as determined by the intelligence or law enforcement agency.

(c) “Classified National Security Information” or “classified information” means information that has been determined pursuant to Executive Order 13526, or any predecessor or successor order, to require protection against unauthorized disclosure, and is marked to indicate its classified status when in documentary form.

(d) “Information” means any knowledge that can be communicated or documented material, regardless of its physical form or characteristics, that is owned by, produced by or for, or is under the control of the United States Government.

(e) “Intelligence activities” means all activities that elements of the Intelligence Community are authorized to conduct pursuant to law or Executive Order 12333, as amended, or a successor order.

(f) “Local” entities refers to “(A) a county, municipality, city, town, township, local public authority, school district, special district, intrastate district, or community the council of governments is incorporated as a nonprofit corporation under State law), regional or interstate government entity, or agency or instrumentality of a local government; and (B) a rural community, unincorporated town or village, or other public entity” as defined in section 2 of the Intelligence National Security Act of 2002 (6 U.S.C. 101(11) [now 101(13)].

(g) “Private sector” means persons outside government who are critically involved in ensuring that public and private preparedness and response efforts are integrated as part of the Nation’s Critical Infrastructure or Key Resources (CIKR), including:
(1) corporate owners and operators determined by the Secretary of Homeland Security to be part of the CIKR;
(2) subject matter experts selected to assist the Federal or State CIKR;
(3) personnel serving in specific leadership positions of CIKR coordination, operations, and oversight;
(4) employees of corporate entities relating to the protection of CIKR; or
(5) other persons not otherwise eligible for the granting of a personnel security clearance pursuant to Executive Order 12329, as amended, who are determined by the Secretary of Homeland Security to require a personnel security clearance.

(h) “Restricted portal” means a protected community of interest or similar area housed within an information system and to which access is controlled by an host agency different from the agency that controls the information system.

(i) “Sponsoring Agency” means an agency that recommends access to or possession of classified information by SLTPS personnel.

(j) “State” means any State of the United States, the District of Columbia, the Commonwealth of Puerto Rico, the Virgin Islands, Guam, American Samoa, the Commonwealth of the Northern Mariana Islands, and any possession of the United States, as defined in section 2 of the Homeland Security Act of 2002 (6 U.S.C. 101(15) [now 101(17)].

(k) “State, local, and tribal personnel” means any of the following persons:
(1) Governors, mayors, tribal leaders, and other elected or appointed officials of a State, local government, or tribe;
(2) State, local, and tribal law enforcement personnel and firefighters;
(3) public health, radiological health, and medical professionals of a State, local government, or tribe; and
(4) regional, State, local, and tribal emergency management agency personnel, including State Adjutants General and other appropriate public safety personnel and those personnel providing support to a Federal CIKR mission.

(l) “Tribe” means any Indian or Alaska Native tribe, band, nation, pueblo, village, or community the Secretary of the Interior acknowledges to exist as an Indian tribe as defined in the Federally Recognized [Indian] Tribe List Act of 1994 (25 U.S.C. 479a) [now 25 U.S.C. 5130(b)].

(m) “‘United States’ when used in a geographic sense, means any State of the United States, the District of Columbia, the Commonwealth of Puerto Rico, the Virgin Islands, Guam, American Samoa, the Commonwealth of the Northern Mariana Islands, any possession of the United States and any waters within the territorial jurisdiction of the United States.

§6. General Provisions. (a) This order does not change the requirements of Executive Orders 13526, 12968, 13467, or 12329, as amended, and their successor orders and directives.


(c) Nothing in this order shall limit the authority of an agency head, or the agency head’s designee, to authorize in an emergency and when necessary to respond to an imminent threat to life or in defense of the homeland, in accordance with section 4.2(b) of Executive Order 13526, the disclosure of classified information to an individual or individuals who are otherwise not eligible for access in accordance with the provisions of Executive Order 12968.

(d) Consistent with section 892(a)(4) of the Homeland Security Act of 2002 (6 U.S.C. 482(a)(4)), nothing in this order shall be interpreted as changing the requirements and authorities to protect sources and methods.

(e) Nothing in this order shall supersede measures established under the authority of law or Executive Order to protect the security and integrity of specific activities and associations that are in direct support of intelligence operations.

(f) Pursuant to section 892(e) of the Homeland Security Act of 2002 (6 U.S.C. 482(e)), all information provided to an SLTEPS entity from an agency shall remain under the control of the Federal Government, and any State or local law authorizing or requiring disclosure shall not apply to such information.

(g) Nothing in this order limits the protection afforded any classified information by other provisions of law. This order is not intended to, and does not, create any right or benefit, substantive or procedural, enforceable at law or in equity by any party against the United States, its departments, agencies, or entities, its officers, employees, or agents, or any other person.

(h) Nothing in this order shall be construed to obligate action or otherwise affect functions by the Director of the Office of Management and Budget relating to budgetary, administrative, or legislative proposals.

(i) This order shall be implemented subject to the availability of appropriations and consistent with procedures approved by the Attorney General pursuant to Executive Order 12333, as amended.

§ 3161 TITLE 50—WAR AND NATIONAL DEFENSE Page 628

SECTION 1. Policy. Our Nation’s security requires classified information to be shared immediately with authorized users around the world but also requires sophisticated and vigilant means to ensure it is shared securely. Computer networks have individual and common vulnerabilities that require coordinated decisions on risk management.

This order directs structural reforms to ensure responsible sharing and safeguarding of classified information on computer networks that shall be consistent with appropriate protections for privacy and civil liberties. Agencies bear the primary responsibility for meeting these twin goals. These structural reforms will ensure coordinated interagency development and reliable implementation of policies and minimum standards regarding information security, personnel security, and systems security; address both internal and external security threats and vulnerabilities; and provide policies and minimum standards for sharing classified information both within and outside the Federal Government. These policies and minimum standards will address all agencies that operate or access classified computer networks, all users of classified computer networks (including contractors and others who operate or access classified computer networks controlled by the Federal Government), and all classified information on those networks.

SIC. 2. General Responsibilities of Agencies.

SIC. 2.1. The heads of agencies that operate or access classified computer networks shall have responsibility for appropriately sharing and safeguarding classified information on computer networks. As part of this responsibility, they shall:

(a) designate a senior official to be charged with overseeing classified information sharing and safeguarding efforts for the agency;

(b) implement an insider threat detection and prevention program consistent with guidance and standards developed by the Insider Threat Task Force established in section 6 of this order;

(c) perform self-assessments of compliance with policies and standards issued pursuant to sections 3.3, 5.2, and 6.3 of this order, as well as other applicable policies and standards, the results of which shall be reported annually to the Senior Information Sharing and Safeguarding Steering Committee established in section 3 of this order;

(d) provide information and access, as warranted and consistent with law and section 7(d) of this order, to enable independent assessments by the Executive Agent for Safeguarding Classified Information on Computer Networks and the Insider Threat Task Force on an ongoing basis.

SIC. 3. Senior Information Sharing and Safeguarding Steering Committee.

SIC. 3.1. There is established a Senior Information Sharing and Safeguarding Steering Committee (Steering Committee) to exercise overall responsibility and ensure senior-level accountability for the coordinated interagency development and implementation of policies and standards regarding the sharing and safeguarding of classified information on computer networks.

SIC. 3.2. The Steering Committee shall be co-chaired by senior representatives of the Office of Management and Budget and the National Security Staff. Members of the committee shall be officers of the United States as designated by the heads of the Departments of Defense, Justice, Energy, and Homeland Security, the Office of the Director of National Intelligence, the Central Intelligence Agency, and the Information Security Oversight Office within the National Archives and Records Administration (ISOO), as well as such additional agencies as the co-chairs of the Steering Committee may designate.

SIC. 3.3. The responsibilities of the Steering Committee shall include:

Barack Obama.

EXTENSION OF TERM OF STATE, LOCAL, TRIBAL, AND PRIVATE SECTOR POLICY ADVISORY COMMITTEE


Previous extensions of term of State, Local, Tribal, and Private Sector Policy Advisory Committee were contained in the following prior Executive Orders:


Ex. Ord. No. 13587, STRUCTURAL REFORMS TO IMPROVE THE SECURITY OF CLASSIFIED NETWORKS AND THE RESPONSIBLE SHARING AND SAFEGUARDING OF CLASSIFIED INFORMATION

Ex. Ord. No. 13587, Oct. 7, 2011, 76 F.R. 63811, provided:

By the authority vested in me as President by the Constitution and the laws of the United States of America and in order to ensure the responsible sharing and safeguarding of classified information (classified information) on computer networks, it is hereby ordered as follows:

BARACK OBAMA.

EXTENSION OF TERM OF STATE, LOCAL, TRIBAL, AND PRIVATE SECTOR POLICY ADVISORY COMMITTEE


Previous extensions of term of State, Local, Tribal, and Private Sector Policy Advisory Committee were contained in the following prior Executive Orders:


Ex. Ord. No. 13587, STRUCTURAL REFORMS TO IMPROVE THE SECURITY OF CLASSIFIED NETWORKS AND THE RESPONSIBLE SHARING AND SAFEGUARDING OF CLASSIFIED INFORMATION

Ex. Ord. No. 13587, Oct. 7, 2011, 76 F.R. 63811, provided:

By the authority vested in me as President by the Constitution and the laws of the United States of America and in order to ensure the responsible sharing and safeguarding of classified information (classified information) on computer networks, it is hereby ordered as follows:
(a) establishing Government-wide classified information sharing and safeguarding goals and annually reviewing executive branch successes and shortcomings in achieving those goals;

(b) preparing within 90 days of the date of this order and at least annually thereafter, a report for the President assessing the executive branch’s successes and shortcomings in sharing and safeguarding classified information on computer networks and discussing potential future vulnerabilities;

(c) developing program and budget recommendations to achieve Government-wide classified information sharing and safeguarding goals;

(d) coordinating the interagency development and implementation of priorities, policies, and standards for sharing and safeguarding classified information on computer networks;

(e) recommending overarching policies, when appropriate, for promulgation by the Office of Management and Budget or the ISOO;

(f) coordinating efforts by agencies, the Executive Agent, and the Task Force to assess compliance with established policies and standards and recommending corrective actions needed to ensure compliance;

(g) providing overall mission guidance for the Program Manager-Information Sharing Environment (PM-ISE), with respect to the functions to be performed by the Classified Information Sharing and Safeguarding Office established in section 4 of this order; and

(h) referring policy and compliance issues that cannot be resolved by the Steering Committee to the Deputies Committee of the National Security Council in accordance with Presidential Policy Directive/PPD–1 of February 13, 2009 (Organization of the National Security Council System).

§ 3161. Classified Information Sharing and Safeguarding Office.

§ 3161.1. There shall be established a Classified Information Sharing and Safeguarding Office (CISSO) within and subordinate to the office of the PM-ISE to provide expert, full-time, sustained focus on responsible sharing and safeguarding of classified information on computer networks. Staff of the CISSO shall include detailers, as needed and appropriate, from agencies represented on the Steering Committee.

§ 3161.2. The responsibilities of CISSO shall include:

(a) providing staff support for the Steering Committee;

(b) advising the Executive Agent for Safeguarding Classified Information on Computer Networks and the Insider Threat Task Force on the development of an effective program to monitor compliance with established policies and standards needed to achieve classified information sharing and safeguarding goals; and

(c) consulting with the Departments of State, Defense, and Homeland Security, the ISOO, the Office of the Director of National Intelligence, and others, as appropriate, to ensure consistency with policies and standards under Executive Order 13526 of December 29, 2009; Executive Order 13292 of June 1, 1999, as amended; Executive Order 13549 of August 18, 2010; and Executive Order 13556 of November 4, 2010.

§ 3161.5. Executive Agent for Safeguarding Classified Information on Computer Networks.

§ 3161.5.1. The Secretary of Defense and the Director, National Security Agency, shall jointly act as the Executive Agent for Safeguarding Classified Information on Computer Networks (the “Executive Agent”), exercising the existing authorities of the Executive Agent and National Manager for national security systems, respectively, under National Security Directive/NSD–42 of July 5, 1996, as supplemented by and subject to this order.

§ 3161.5.2. The Executive Agent’s responsibilities, in addition to those specified by NSD–42, shall include the following:

(a) developing effective technical safeguarding policies and standards in coordination with the Committee on National Security Systems (CNSS), as re-designated by Executive Orders 13286 of February 28, 2003, and 13231 of October 16, 2001, that address the safeguarding of classified information within national security systems, as well as the safeguarding of national security systems themselves;

(b) referring to the Steering Committee for resolution any unresolved issues delaying the Executive Agent’s timely development and issuance of technical policies and standards;

(c) reporting at least annually to the Steering Committee on the work of CNSS, including recommendations for any changes needed to improve the timeliness and effectiveness of that work; and

(d) conducting independent assessments of agency compliance with established safeguarding policies and standards, and reporting the results of such assessments to the Steering Committee.

§ 3161.6. Insider Threat Task Force.

§ 3161.6.1. There is established an interagency Insider Threat Task Force that shall develop a Government-wide program (insider threat program) for deterring, detecting, and mitigating insider threats, including the safeguarding of classified information from exploitation, compromise, or other unauthorized disclosure, taking into account risk levels, as well as the distinct needs, missions, and systems of individual agencies.

This program shall include development of policies, objectives, and priorities for establishing and integrating security, counterintelligence, user audits and monitoring, and other safeguarding capabilities and practices within agencies.

§ 3161.6.2. The Task Force shall be co-chaired by the Attorney General and the Director of National Intelligence, or their designees. Membership on the Task Force shall be composed of officers of the United States from, and designated by the heads of, the Departments of State, Defense, Justice, Energy, and Homeland Security, the Office of the Director of National Intelligence, the Central Intelligence Agency, and the ISOO, as well as such additional agencies as the co-chairs of the Task Force may designate. It shall be staffed by personnel from the Federal Bureau of Investigation and the Office of the National Counterintelligence Executive (ONCIX), and other agencies, as determined by the co-chairs for their respective agencies and to the extent permitted by law. Such personnel must be officers or full-time or permanent part-time employees of the United States.

To the extent permitted by law, ONCIX shall provide an appropriate work site and administrative support for the Task Force.

§ 3161.6.3. The Task Force’s responsibilities shall include the following:

(a) developing, in coordination with the Executive Agent, a Government-wide policy for the deterrence, detection, and mitigation of insider threats, which shall be submitted to the Steering Committee for appropriate review;

(b) in coordination with appropriate agencies, developing minimum standards and guidance for implementation of the insider threat program’s Government-wide policy and, within 1 year of the date of this order, issuing those minimum standards and guidance, which shall be binding on the executive branch;

(c) if sufficient appropriations or authorizations are obtained, continuing in coordination with appropriate agencies after 1 year from the date of this order to add to or modify those minimum standards and guidance, as appropriate;

(d) if sufficient appropriations or authorizations are not obtained, recommending for promulgation by the Office of Management and Budget or the ISOO any additional or modified minimum standards and guidance developed more than 1 year after the date of this order;

(e) referring to the Steering Committee for resolution any unresolved issues delaying the timely development and issuance of minimum standards;

(f) conducting, in accordance with procedures to be developed by the Task Force, independent assessments of the adequacy of agency programs to implement established policies and minimum standards, and reporting the results of such assessments to the Steering Committee;
(g) providing assistance to agencies, as requested, including through the dissemination of best practices; and
(b) providing analysis of new and continuing insider threat challenges facing the United States Government.

SEC. 7. General Provisions. (a) For the purposes of this order, the word ‘‘agencies’’ shall have the meaning set forth in section 6.1(b) of Executive Order 13526 of December 29, 2009.


(c) Nothing in this order shall be construed to supersede or change the authorities of the Secretary of Energy or the Nuclear Regulatory Commission under the Atomic Energy Act of 1954, as amended; the Secretary of Defense under Executive Order 12333, as amended; the Secretary of Homeland Security under Executive Order 13549; the Secretary of State under title 22, United States Code, and the Omnibus Diplomatic Security and Antiterrorism Act of 1986; the Director of ISOO under Executive Orders 13526 and 13528, as amended; the PM-ISE under Executive Order 13388 or the Intelligence Reform and Terrorism Prevention Act of 2004, as amended; the Director, Central Intelligence Agency, under NSD–42 and Executive Order 13286, as amended; the National Counterintelligence Executive, under the Counterintelligence Enhancement Act of 2002; or the Director of National Intelligence under the National Security Act of 1947, as amended, the Intelligence Reform and Terrorism Prevention Act of 2004, as amended, NSD–42, and Executive Orders 12333, as amended, 12968, as amended, 13388, as amended, 13467, and 13526.

(d) Nothing in this order shall be construed to authorize the Chief Information Security Officer of the National institutes of Health (NIH) to issue regulations implementing the requirements of the order. The Director of ISOO shall provide ISOO with updates concerning the department or agency regulations implementing the requirements of the order. Such regulations shall be issued in final form within 180 days of ISOO’s publication of its implementing directive for the order. The Director of ISOO shall consider agency actions to implement the requirements of section 5.4 of the order as a key element in planning oversight of agencies. Each senior agency official designated under section 5.4 of the order shall provide ISOO with updates concerning agency plans and other actions to implement the requirements of the order. The Director of ISOO shall publish a periodic status report on agency implementation.

(e) The entities created and the activities directed by this order shall not seek to deter, detect, or mitigate disclosures of information by Government employees or contractors that are lawful under and protected by the Intelligence Community Whistleblower Protection Act of 1998, Whistleblower Protection Act of 1989, Inspector General Act of 1978, or similar statutes, regulations, or policies.

(f) With respect to the Intelligence Community, the Director of National Intelligence, after consultation with the heads of affected agencies, may issue such policy directives and guidance as the Director of National Intelligence deems necessary to implement this order.

(g) Nothing in this order shall be construed to impair or otherwise affect:

(1) the authority granted by law to an agency, or the head thereof; or

(2) the functions of the Director of the Office of Management and Budget relating to budgetary, administrative, or legislative proposals.

(h) This order shall be implemented consistent with applicable law and appropriate protections for privacy and civil liberties, and subject to the availability of appropriations.

(i) This order is not intended to, and does not, create any right or benefit, substantive or procedural, enforceable at law or in equity by any party against the United States, its departments, agencies, or entities, its officers, employees, or agents, or any other person.

BARACK OBAMA,

[Reference to the National Security Staff deemed to be a reference to the National Security Council staff, see Ex. Ord. No. 13657, set out as a note under section 3021 of this title.]
view to ensure that all delegations of original classification authority are so limited and otherwise in accordance with section 1.3(c) of the order. Each department and agency shall submit a report on the results of this review to the Director of ISOO within 120 days of the date of this memorandum.


Striking the critical balance between openness and secrecy is a difficult but necessary part of our democratic form of government. Striking this balance becomes more difficult as the volume and complexity of the information increases. Improving the capability of departments and agencies to identify still-sensitive information and to make declassified information available to the public are integral parts of the classification system.

Therefore, I am directing that the Secretary of Defense and the Director of National Intelligence each support research to assist the NDC in addressing the cross-agency challenges associated with declassification.

5. Publication. The Archivist of the United States is authorized and directed to publish this memorandum in the Federal Register.

BARACK OBAMA.

ORIGINAL CLASSIFICATION AUTHORITY

Order of President of the United States, dated Dec. 29, 2009, 75 F.R. 735, provided:

Pursuant to the provisions of section 1.3 of the Executive Order issued today (Ex. Ord. No. 13526, set out above), entitled “Classified National Security Information” (Executive Order), I hereby designate the following officials to classify information originally as “Top Secret” or “Secret”:

TOP SECRET

Executive Office of the President:
The Assistant to the President for National Security Affairs (National Security Advisor)
The Assistant to the President for Homeland Security and Counterterrorism
The Director of National Drug Control Policy
The Director, Office of Science and Technology Policy
The Chair or Co-Chairs, President’s Intelligence Advisory Board

Departments and Agencies:
The Secretary of State
The Secretary of the Treasury
The Secretary of Defense
The Attorney General
The Secretary of Energy
The Secretary of Homeland Security
The Director of National Intelligence
The Secretary of the Army
The Secretary of the Navy
The Secretary of the Air Force
The Chairman, Nuclear Regulatory Commission
The Director of the Central Intelligence Agency
The Administrator of the National Aeronautics and Space Administration
The Director, Information Security Oversight Office

SECRET

Executive Office of the President:
The United States Trade Representative
The Secretary of Agriculture
The Secretary of Commerce
The Secretary of Health and Human Services
The Secretary of Transportation
The Administrator of the United States Agency for International Development
The Administrator of the Environmental Protection Agency

Any delegation of this authority shall be in accordance with section 1.3(c) of the Executive Order, except that the Director of the Information Security Oversight Office, the Secretary of Agriculture, and the Administrator of the Environmental Protection Agency may not delegate the authority granted in this order. If an agency head without original classification authority under this order, or otherwise delegated in accordance with section 1.3(c) of the Executive Order, has an exceptional need to classify information originated by their agency, the matter shall be referred to the agency head with appropriate subject matter interest and classification authority in accordance with section 1.3(e) of the Executive Order. If the agency with appropriate subject matter interest and classification authority cannot readily be determined, the matter shall be referred to the Director of the Information Security Oversight Office.

Presidential designations ordered prior to the issuance of the Executive Order are revoked as of the date of this order. However, delegations of authority to classify information originally that were made in accordance with the provisions of section 1.4 of Executive Order 12958 of April 17, 1995 (formerly set out above), as amended, by officials designated under this order shall continue in effect, provided that the authority of such officials is delegable under this order.

This order shall be published in the Federal Register.

BARACK OBAMA.

PRIOR PRESIDENTIAL DESIGNATIONS TO CLASSIFY NATIONAL SECURITY INFORMATION WERE CONTAINED IN THE FOLLOWING:


Order of President of the United States, dated Oct. 13, 1995, 60 F.R. 33845, formerly set out as a note under this section.

Order of President of the United States, dated Feb. 27, 1996, 61 F.R. 7977, formerly set out as a note under this section.

Order of President of the United States, dated Feb. 26, 1997, 62 F.R. 9349, formerly set out as a note under this section.

Order of President of the United States, dated Dec. 10, 2001, 66 F.R. 64347, formerly set out as a note under this section.

Order of President of the United States, dated May 6, 2002, 67 F.R. 31109, formerly set out as a note under this section.

Order of President of the United States, dated Sept. 26, 2002, 67 F.R. 61465, formerly set out as a note under this section.

Order of President of the United States, dated Sept. 17, 2003, 68 F.R. 55297, formerly set out as a note under this section.

Order of President of the United States, dated Apr. 21, 2005, 70 F.R. 21909, formerly set out as a note under this section.

§ 3162. Requests by authorized investigative agencies

(a) Generally

(1) Any authorized investigative agency may request from any financial agency, financial institution, or holding company, or from any consumer reporting agency, such financial records, other financial information, and consumer reports as may be necessary in order to conduct any authorized law enforcement investigation, counterintelligence inquiry, or security determination. Any authorized investigative agency may also request records maintained by any commercial entity within the United States pertaining to travel by an employee in the executive branch of Government outside the United States.
§ 3162

(2) Requests may be made under this section where—

(A) the records sought pertain to a person who is or was an employee in the executive branch of Government required by the President in an Executive order or regulation, as a condition of access to classified information, to provide consent, during a background investigation and for such time as access to the information is maintained, and for a period of not more than three years thereafter, permitting access to financial records, other financial information, consumer reports, and travel records; and

(B) (i) there are reasonable grounds to believe, based on credible information, that the person is, or may be, disclosing classified information in an unauthorized manner to a foreign power or agent of a foreign power;

(ii) information the employing agency deems credible indicates the person has incurred excessive indebtedness or has acquired a level of affluence which cannot be explained by other information known to the agency; or

(iii) circumstances indicate the person had the capability and opportunity to disclose classified information which is known to have been lost or compromised to a foreign power or an agent of a foreign power.

(3) Each such request—

(A) shall be accompanied by a written certification signed by the department or agency head or deputy department or agency head concerned, or by a senior official designated for this purpose by the department or agency head concerned (whose rank shall be no lower than Assistant Secretary or Assistant Director), and shall certify that—

(i) the person concerned is or was an employee within the meaning of paragraph (2)(A);

(ii) the request is being made pursuant to an authorized inquiry or investigation and is authorized under this section; and

(iii) the records or information to be reviewed are records or information which the employee has previously agreed to make available to the authorized investigative agency for review;

(B) shall contain a copy of the agreement referred to in subparagraph (A)(iii);

(C) shall identify specifically or by category the records or information to be reviewed; and

(D) shall inform the recipient of the request of the prohibition described in subsection (b).

(b) Prohibition of certain disclosure

(1) Prohibition

(A) In general

If a certification is issued under subparagraph (B) and notice of the right to judicial review under subsection (c) is provided, no governmental or private entity that receives a request under subsection (a), or officer, employee, or agent thereof, shall disclose to any person that an authorized investigative agency described in subsection (a) has sought or obtained access to information under subsection (a).

(B) Certification

The requirements of subparagraph (A) shall apply if the head of an authorized investigative agency described in subsection (a), or a designee, certifies that the absence of a prohibition of disclosure under this subsection may result in—

(i) a danger to the national security of the United States;

(ii) interference with a criminal, counterterrorism, or counterintelligence investigation;

(iii) interference with diplomatic relations; or

(iv) danger to the life or physical safety of any person.

(2) Exception

(A) In general

A governmental or private entity that receives a request under subsection (a), or officer, employee, or agent thereof, may disclose information otherwise subject to any applicable nondisclosure requirement to—

(i) those persons to whom disclosure is necessary in order to comply with the request;

(ii) an attorney in order to obtain legal advice or assistance regarding the request; or

(iii) other persons as permitted by the head of the authorized investigative agency described in subsection (a) or a designee.

(B) Application

A person to whom disclosure is made under subparagraph (A) shall be subject to the nondisclosure requirements applicable to a person to whom a request is issued under subsection (a) in the same manner as the person to whom the request is issued.

(C) Notice

Any recipient that discloses to a person described in subparagraph (A) information otherwise subject to a nondisclosure requirement shall inform the person of the applicable nondisclosure requirement.

(D) Identification of disclosure recipients

At the request of the head of an authorized investigative agency described in subsection (a), or a designee, any person making or intending to make a disclosure under clause (i) or (ii) of subparagraph (A) shall identify to the head of the authorized investigative agency or such designee the person to whom such disclosure will be made or to whom such disclosure was made prior to the request.

(e) Judicial review

(1) In general

A request under subsection (a) or a nondisclosure requirement imposed in connection with such request under subsection (b) shall be subject to judicial review under section 3511 of title 18.

(2) Notice

A request under subsection (a) shall include notice of the availability of judicial review described in paragraph (1).
(d) Records or information; inspection or copying

(1) Notwithstanding any other provision of law (other than section 6103 of title 26), an entity receiving a request for records or information under subsection (a) shall, if the request satisfies the requirements of this section, make available such records or information within 30 days for inspection or copying, as may be appropriate, by the agency requesting such records or information.

(2) Any entity (including any officer, employee, or agent thereof) that discloses records or information for inspection or copying pursuant to this section in good faith reliance upon the certifications made by an agency pursuant to this section shall not be liable for any such disclosure to any person under this subchapter, the constitution of any State, or any law or regulation of any State or any political subdivision of any State.

(e) Reimbursement of costs

Any agency requesting records or information under this section may, subject to the availability of appropriations, reimburse a private entity for any cost reasonably incurred by such entity in responding to such request, including the cost of identifying, reproducing, or transporting records or other data.

(f) Dissemination of records or information received

An agency receiving records or information pursuant to a request under this section may disseminate the records or information obtained pursuant to such request outside the agency only—

(1) to the agency employing the employee who is the subject of the records or information;

(2) to the Department of Justice for law enforcement or counterintelligence purposes; or

(3) with respect to dissemination to an agency of the United States, if such information is clearly relevant to the authorized responsibilities of such agency.

(g) Construction of section

Nothing in this section may be construed to affect the authority of an investigative agency to obtain information pursuant to the Right to Financial Privacy Act (12 U.S.C. 3401 et seq.) or the Fair Credit Reporting Act (15 U.S.C. 1681 et seq.).

The Fair Credit Reporting Act, referred to in subsec. (g), is title VI of Pub. L. 90–321, as added by Pub. L. 91–508, title VI, §601, Oct. 26, 1970, 84 Stat. 1127, as amended, which is classified generally to subchapter III (§1681 et seq.) of chapter 41 of Title 15, Commerce and Trade. For complete classification of this Act to the Code, see Short Title of 1970 Amendment note set out under section 1601 of Title 15 and Tables.

 Codification

Section was formerly classified to section 436 of this title prior to editorial reclassification and renumbering as this section.

 Amendments

2015—Subsec. (b). Pub. L. 114–23, §502(e), added subsec. (b) and struck out former subsec. (b) which related to prohibition of certain disclosure.

Subsecs. (c) to (g). Pub. L. 109–178 amended subsec. (c) and redesignated former subsecs. (c) to (f) as (d) to (g), respectively.

2006—Subsec. (b). Pub. L. 109–177 amended subsec. (b) generally. Prior to amendment, text read as follows: ‘‘Notwithstanding any other provision of law, no governmental or private entity, or officer, employee, or agent of such entity, may disclose to any person, other than those officers, employees, or agents of such entity necessary to satisfy a request made under this section, that such entity has received or satisfied a request made by an authorized investigative agency under this section.’’

Subsec. (b)(4). Pub. L. 109–178 amended par. (4) generally. Prior to amendment, par. (4) read as follows: ‘‘At the request of the authorized investigative agency, any person making or intending to make a disclosure under this section shall identify to the requesting official of the authorized investigative agency the person to whom such disclosure will be made or to whom such disclosure was made prior to the request, but in no circumstance shall a person be required to inform such officials of the criteria for obtaining and retaining access to classified information that the person intends to consult an attorney to obtain legal advice or legal assistance.’’

§ 3163. Exceptions

Except as otherwise specifically provided, the provisions of this subchapter shall not apply to the President and Vice President, Members of the Congress, Justices of the Supreme Court, and Federal judges appointed by the President.


 Codification

Section was formerly classified to section 437 of this title prior to editorial reclassification and renumbering as this section.

§ 3164. Definitions

For purposes of this subchapter—

(1) the term ‘‘authorized investigative agency’’ means an agency authorized by law or regulation to conduct a counterintelligence investigation or investigations of persons who are proposed for access to classified information to ascertain whether such persons satisfy the criteria for obtaining and retaining access to such information;

(2) the term ‘‘classified information’’ means any information that has been determined pursuant to Executive Order No. 12356 of April 2, 1982, or successor orders, or the Atomic Energy Act of 1954 [42 U.S.C. 2101 et seq.], to require protection against unauthorized disclosure and that is so designated;

References in Text

The Right to Financial Privacy Act, referred to in subsec. (g), probably means the Right to Financial Privacy Act of 1978, which is title XI of Pub. L. 95–630, Nov. 10, 1978, 92 Stat. 3697, as amended, and is classified generally to chapter 33 (§3401 et seq.) of Title 12, Banks and Banking. For complete classification of this Act to the Code, see Short Title note set out under section 3401 of Title 12 and Tables.
(3) the term "consumer reporting agency" has the meaning given such term in section 1681a of title 15;

(4) the term "employee" includes any person who receives salary or compensation of any kind from the United States Government, is a contractor of the United States Government or an employee thereof, is an unpaid consultant of the United States Government, or otherwise acts for or on behalf of the United States Government, except as otherwise determined by the President;

(5) the terms "financial agency" and "financial institution" have the meanings given to such terms in section 5312(a) of title 31 and the term "holding company" has the meaning given to such term in section 3401(b) of title 12;

(6) the terms "foreign power" and "agent of a foreign power" have the same meanings as set forth in sections 1801(a) and (b), respectively, of this title;

(7) the term "State" means each of the several States of the United States, the District of Columbia, the Commonwealth of Puerto Rico, the Commonwealth of the Northern Mariana Islands, the United States Virgin Islands, Guam, American Samoa, the Republic of the Marshall Islands, the Federated States of Micronesia, and the Republic of Palau, and any other possession of the United States; and

(8) the term "computer" means any electronic, magnetic, optical, electrochemical, or other high speed data processing device performing logical, arithmetic, or storage functions, and includes any data storage facility or communications facility directly related to or operating in conjunction with such device and any data or other information stored or contained in such device.


REPEALS
Section was formerly classified to section 438 of this title prior to editorial reclassification and renumbering as this section.

§ 3172. Extension of stay

Whenever the President determines and reports to Congress in accordance with section 3173 of this title that a stay of sanctions or related actions pursuant to section 3171 of this title has not afforded sufficient time to obviate the risk to an ongoing criminal investigation or to an intelligence source or method that gave rise to the stay, he may extend such stay for a period of time specified by the President, which period may not exceed 120 days. The authority of the President to extend the period of a stay pursuant to section 3171 of this title for successive periods of not more than 120 days each.


CODIFICATION
Section was formerly classified to section 441a of this title prior to editorial reclassification and renumbering as this section.

§ 3173. Reports

Reports to Congress pursuant to sections 3171 and 3172 of this title shall be submitted promptly upon determinations under this subchapter. Such reports shall be submitted to the Committee on International Relations of the House of Representatives and the Committee on Foreign Relations of the Senate. With respect to determinations relating to intelligence sources and methods, reports shall also be submitted to the congressional intelligence committees. With respect to determinations relating to ongoing criminal investigations, reports shall also be submitted to the Committees on the Judiciary of the House of Representatives and the Senate.

§ 3174. Laws subject to stay


REFERENCES IN TEXT

The Chemical and Biological Weapons Control and Warfare Elimination Act of 1991, referred to in text, is title III of Pub. L. 102–182, Dec. 4, 1991, 105 Stat. 1245, as amended, which is classified principally to chapter 65 (§5601 et seq.) of Title 22, Foreign Relations and Inter- course. For complete classification of this Act to the Code, see Short Title note set out under section 5601 of Title 22 and Tables.


CODIFICATION

Section was formerly classified as section 441b of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS

2002—Pub. L. 107–306 substituted “congressional intelligence committees” for “Permanent Select Committee on Intelligence of the House of Representatives and the Select Committee on Intelligence of the Senate”.

CHANGE OF NAME

Committee on International Relations of House of Representatives changed to Committee on Foreign Affairs of House of Representatives by House Resolution No. 6, One Hundred Tenth Congress, Jan. 5, 2007.


CODIFICATION

Section was formerly classified to section 441d of this title prior to editorial reclassification and renumbering as this section.

SUBCHAPTER VIII—EDUCATION IN SUPPORT OF NATIONAL INTELLIGENCE

PART A—SCIENCE AND TECHNOLOGY

§ 3191. Scholarships and work-study for pursuit of graduate degrees in science and technology

(a) Program authorized

The Director of National Intelligence may carry out a program to provide scholarships and work-study for individuals who are pursuing graduate degrees in fields of study in science and technology that are identified by the Director as appropriate to meet the future needs of the intelligence community for qualified scientists and engineers.

(b) Administration

If the Director of National Intelligence carries out the program under subsection (a), the Director of National Intelligence shall administer the program through the Office of the Director of National Intelligence.

(c) Identification of fields of study

If the Director of National Intelligence carries out the program under subsection (a), the Director shall identify fields of study under subsection (a) in consultation with the other heads of the elements of the intelligence community.

(d) Eligibility for participation

An individual eligible to participate in the program is any individual who—

(1) either—

(A) is an employee of the intelligence community; or

(B) meets criteria for eligibility for employment in the intelligence community.
§ 3192. Program on advancement of foreign languages critical to the intelligence community

(a) In general

The Secretary of Defense and the Director of National Intelligence may jointly carry out a program to advance skills in foreign languages that are critical to the capability of the intelligence community to carry out the national security activities of the United States (herein-

submit reports to Congress not later than 120 days after Dec. 13, 2003, and not later than one year after the commencement of the program, was repealed by Pub. L. 111–259, title III, §313(b)(2)(A), Oct. 7, 2010, 124 Stat. 2666.

§ 3192. Framework for cross-disciplinary education and training

The Director of National Intelligence shall establish an integrated framework that brings together the educational components of the intelligence community in order to promote a more effective and productive intelligence community through cross-disciplinary education and joint training.


CODIFICATION

Section was formerly classified to section 441g of this title prior to editorial reclassification and renumbering as this section.

PRIORITY PROVISIONS

A prior section 1001 of act July 26, 1947, ch. 343, was renumbered section 1101 and is classified to section 3231 of this title.

AMENDMENTS


Subsec. (b). Pub. L. 108–458, §1072(a)(8), substituted “Office of the Director of National Intelligence” for “Assistant Director of Central Intelligence for Administration”.

Pub. L. 108–458, §1071(a)(3)(C), which directed amendment of subsec. (b) by substituting “Director of National Intelligence” for “Director” each place it appeared, was executed by making the substitution the first two places it appeared to reflect the probable intent of Congress.

Subsec. (c). Pub. L. 108–458, §1071(a)(3)(D), substituted “If the Director of National Intelligence” for “If the Director”.


Subsec. (e). Pub. L. 108–458, §1071(a)(3)(F), substituted “If the Director of National Intelligence” for “If the Director”.

EFFECTIVE DATE OF 2004 AMENDMENT

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Amendment by Pub. L. 108–458 effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

Pilot Program on Recruitment and Training of Intelligence Analysts

after in this part referred to as the “Foreign Languages Program”.

(b) Identification of requisite actions

In order to carry out the Foreign Languages Program, the Secretary of Defense and the Director of National Intelligence shall jointly identify actions required to improve the education of personnel in the intelligence community in foreign languages that are critical to the capability of the intelligence community to carry out the national security activities of the United States and to meet the long-term intelligence needs of the United States.


CODIFICATION

Section was formerly classified to section 441j of this title prior to editorial reclassification and renumbering as this section.

Pilot Program for Intensive Language Instruction in African Languages


(a) Establishment.—The Director of National Intelligence, in consultation with the National Security Education Board established under section 803(a) of the David L. Boren National Security Education Act of 1991 (50 U.S.C. 1903(a)), may establish a pilot program for intensive language instruction in African languages.

(b) Program.—A pilot program established under subsection (a) shall provide scholarships for programs that provide intensive language instruction—

(1) in any of the five highest priority African languages for which scholarships are not offered under the David L. Boren National Security Education Act of 1991 (50 U.S.C. 1901 et seq.), as determined by the Director of National Intelligence; and

(2) both in the United States and in a country in which the language is the native language of a significant portion of the population, as determined by the Director of National Intelligence.

(c) Termination.—A pilot program established under subsection (a) shall terminate on the date that is five years after the date on which such pilot program is established.

(d) Authorization of Appropriations.—

(1) In general.—There is authorized to be appropriated to carry out this section $2,000,000.

(2) Availability.—Funds authorized to be appropriated under paragraph (1) shall remain available until the termination of the pilot program in accordance with subsection (c).

§ 3202. Education partnerships

(a) In general

In carrying out the Foreign Languages Program, the head of a covered element of the intelligence community may enter into one or more education partnership agreements with educational institutions in the United States in order to encourage and enhance the study in such educational institutions of foreign languages that are critical to the capability of the intelligence community to carry out the national security activities of the United States.

(b) Assistance provided under educational partnership agreements

Under an educational partnership agreement entered into with an educational institution pursuant to this section, the head of a covered element of the intelligence community may provide the following assistance to the educational institution:

(1) The loan of equipment and instructional materials of the element of the intelligence community to the educational institution for any purpose and duration that the head of the element considers appropriate.

(2) Notwithstanding any other provision of law relating to the transfer of surplus property, the transfer to the educational institution of any computer equipment, or other equipment, that is—

(A) commonly used by educational institutions;

(B) surplus to the needs of the element of the intelligence community; and

(C) determined by the head of the element to be appropriate for support of such agreement.

(3) The provision of dedicated personnel to the educational institution—

(A) to teach courses in foreign languages that are critical to the capability of the intelligence community to carry out the national security activities of the United States;

(B) to assist in the development for the educational institution of courses and materials on such languages.

(4) The involvement of faculty and students of the educational institution in research projects of the element of the intelligence community.

(5) Cooperation with the educational institution in developing a program under which students receive academic credit at the educational institution for work on research projects of the element of the intelligence community.

(6) The provision of academic and career advice and assistance to students of the educational institution.

(7) The provision of cash awards and other items that the head of the element of the intelligence community considers appropriate.
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§ 3203. Voluntary services

(a) Authority to accept services

Notwithstanding section 1342 of title 31 and subject to subsection (b), the Foreign Languages Program under section 3201 of this title shall include authority for the head of a covered element of the intelligence community to accept from any dedicated personnel voluntary services in support of the activities authorized by this part.

(b) Requirements and limitations

(1) In accepting voluntary services from an individual under subsection (a), the head of a cov-
The head of a covered element of the intelligence community may recruit and train individuals to provide voluntary services under subsection (a). The head of a covered element of the intelligence community may pay the charges incurred for the use of equipment installed under paragraph (1) for authorized purposes.

(3) Notwithstanding section 1348 of title 31, the head of a covered element of the intelligence community may use appropriated funds or nonappropriated funds of the element in carrying out this subsection.


REFERENCES IN TEXT
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§ 3204. Regulations

(a) In general

The Secretary of Defense and the Director of National Intelligence shall jointly prescribe regulations to carry out the Foreign Languages Program.

(b) Elements of the intelligence community

The head of each covered element of the intelligence community shall prescribe regulations to carry out sections 3202 and 3203 of this title with respect to that element including the following:

(1) Procedures to be utilized for the acceptance of voluntary services under section 3203 of this title.

(2) Procedures and requirements relating to the installation of equipment under section 3203(f) of this title.
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§ 3205. Definitions

In this part:

(1) The term “covered element of the intelligence community” means an agency, office, bureau, or element referred to in subparagraphs (B) through (L) of section 3003(4) of this title.

(2) The term “educational institution” means—

(A) a local educational agency (as that term is defined in section 7801 of title 20);

(B) an institution of higher education (as defined in section 1002 of title 20, other than
institutions referred to in subsection (a)(1)(C) of such section); or
(C) any other nonprofit institution that provides instruction of foreign languages in languages that are critical to the capability of the intelligence community to carry out national security activities of the United States.

(3) The term “dedicated personnel” means employees of the intelligence community and private citizens (including former civilian employees of the Federal Government who have been voluntarily separated, and members of the United States Armed Forces who have been honorably discharged, honorably separated, or generally discharged under honorable circumstances and rehired on a voluntary basis specifically to perform the activities authorized under this part).


CODIFICATION
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AMENDMENTS
2015—Par. (2)(A). Pub. L. 114–95, §9215(tt), (hhh), made similar amendments, resulting in the substitution of “section 7801 of title 20” for “section 7801(26) of title 20”.

EFFECTIVE DATE OF 2015 AMENDMENT
Amendment by Pub. L. 114–95 effective Dec. 10, 2015, except with respect to certain noncompetitive programs and competitive programs, see section 5 of Pub. L. 114–95, set out as a note under section 6883 of Title 20, Education.

PART C—ADDITIONAL EDUCATION PROVISIONS

§3221. Assignment of intelligence community personnel as language students

(a) In general

The Director of National Intelligence, acting through the heads of the elements of the intelligence community, may assign employees of such elements in analyst positions requiring foreign language expertise as students at accredited professional, technical, or other institutions of higher education for training at the graduate or undergraduate level in foreign languages required for the conduct of duties and responsibilities of such positions.

(b) Authority for reimbursement of costs of tuition and training

(1) The Director of National Intelligence may reimburse an employee assigned under subsection (a) for the total cost of the training described in that subsection, including costs of educational and supplementary reading materials.

(2) The authority under paragraph (1) shall apply to employees who are assigned on a full-time or part-time basis.

(3) Reimbursement under paragraph (1) may be made from appropriated or nonappropriated funds.

(c) Relationship to compensation as an analyst

Reimbursement under this section to an employee who is an analyst is in addition to any benefits, allowances, travel expenses, or other compensation the employee is entitled to by reason of serving in such an analyst position.
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§3222. Program on recruitment and training

(a) Program

(1) The Director of National Intelligence shall carry out a program to ensure that selected students or former students are provided funds to continue academic training, or are reimbursed for academic training previously obtained, in areas of specialization that the Director, in consultation with the other heads of the elements of the intelligence community, identifies as areas in which the current capabilities of the intelligence community are deficient or in which future capabilities of the intelligence community are likely to be deficient.

(2) A student or former student selected for participation in the program shall commit to employment with an element of the intelligence community, following completion of appropriate academic training, under such terms and conditions as the Director considers appropriate.

(3) The program shall be known as the Pat Roberts Intelligence Scholars Program.

(b) Elements

In carrying out the program under subsection (a), the Director shall—

(1) establish such requirements relating to the academic training of participants as the Director considers appropriate to ensure that participants are prepared for employment as intelligence professionals; and

(2) periodically review the areas of specialization of the elements of the intelligence community to determine the areas in which such elements are, or are likely to be, deficient in capabilities.

(c) Use of funds

Funds made available for the program under subsection (a) shall be used—

(1) to provide a monthly stipend for each month that a student is pursuing a course of study;

(2) to pay the full tuition of a student or former student for the completion of such course of study;

(3) to pay for books and materials that the student or former student requires or required to complete such course of study;

(4) to pay the expenses of the student or former student for travel requested by an element of the intelligence community in relation to such program; or

(5) for such other purposes the Director considers reasonably appropriate to carry out such program.
§ 3223. Educational scholarship program

The head of a department or agency containing an element of the intelligence community may establish an undergraduate or graduate training program with respect to civilian employees and prospective civilian employees of such element similar in purpose, conditions, content, and administration to the program that the Secretary of Defense is authorized to establish under section 3614 of this title.
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§ 3224. Intelligence officer training program

(a) Programs

(1) The Director of National Intelligence may carry out grant programs in accordance with subsections (b) and (c) to enhance the recruitment and retention of an ethnically and culturally diverse intelligence community workforce with capabilities critical to the national security interests of the United States.

(2) In carrying out paragraph (1), the Director shall identify the skills necessary to meet current or emergent needs of the intelligence community and the educational disciplines that will provide individuals with such skills.

(b) Institutional grant program

(1) The Director may provide grants to institutions of higher education to support the establishment or continued development of programs of study in educational disciplines identified under subsection (a)(2).

(2) A grant provided under paragraph (1) may, with respect to the educational disciplines identified under subsection (a)(2), be used for the following purposes:

(A) Curriculum or program development.

(B) Faculty development.

(C) Laboratory equipment or improvements.

(D) Faculty research.

(c) Grant program for certain minority-serving colleges and universities

(1) The Director may provide grants to historically black colleges and universities, Predominantly Black Institutions, Hispanic-serving institutions, and Asian American and Native American Pacific Islander-serving institutions to provide programs of study in educational disciplines identified under subsection (a)(2) or described in paragraph (2).

(2) A grant provided under paragraph (1) may be used to provide programs of study in the following educational disciplines:

(A) Intermediate and advanced foreign languages deemed in the immediate interest of the intelligence community, including Farsi, Pashto, Middle Eastern, African, and South Asian dialects.

(B) Study abroad programs and cultural immersion programs.

(d) Application

An institution of higher education seeking a grant under this section shall submit an application describing the proposed use of the grant at such time and in such manner as the Director may require.

(e) Reports

An institution of higher education that receives a grant under this section shall submit to the Director regular reports regarding the use of such grant; and

(1) a description of the benefits to students who participate in the course of study funded by such grant;

(2) a description of the results and accomplishments related to such course of study; and

(3) any other information that the Director may require.

(f) Regulations

The Director shall prescribe such regulations as may be necessary to carry out this section.

(g) Definitions

In this section:

(1) The term “Director” means the Director of National Intelligence.

(2) HISTORICALLY BLACK COLLEGE AND UNIVERSITY.—The term “historically black college and university” has the meaning given the term “part B institution” in section 1061 of title 20.

(3) The term “institution of higher education” has the meaning given the term in section 1001 of title 20.

(4) PREDOMINANTLY BLACK INSTITUTION.—The term “Predominantly Black Institution” has the meaning given the term in section 1059e of title 20.

(5) HISPANIC-SERVING INSTITUTION.—The term “Hispanic-serving institution” has the meaning given that term in section 1101a(a)(5) of title 20.

(6) ASIAN AMERICAN AND NATIVE AMERICAN PACIFIC ISLANDER-SERVING INSTITUTION.—The term “Asian American and Native American Pacific Islander-serving institution” has the meaning given that term in section 1059g(b)(2) of title 20.

(7) STUDY ABROAD PROGRAM.—The term “study abroad program” means a program of study that—

(A) takes place outside the geographical boundaries of the United States;

(B) focuses on areas of the world that are critical to the national security interests of the United States and are generally underrepresented in study abroad programs at institutions of higher education, including Africa, Asia, Central and Eastern Europe, Eur-

1 So in original. Probably should be “takes place.”
asias, Latin America, and the Middle East; and
(C) is a credit or noncredit program.
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AMENDMENTS


Subsec. (c)(1), Pub. L. 114–113, §712(1)(A), substituted “historically black colleges and universities, Predominantly Black Institutions, Hispanic-serving institutions, and Asian American and Native American Pacific Islander-serving institutions” for “historically black colleges and universities and Predominantly Black Institutions”.

Subsec. (g)(5) to (7), Pub. L. 114–113, §712(2), added pars. (5) and (6) and redesignated former par. (5) as (7).

2014—Subsec. (c)(1), Pub. L. 113–263, §306(1), inserted “and Predominantly Black Institutions” after “universit-
ies”.

Subsec. (g)(5), (4), (5). Pub. L. 113–263, §306(2), added par. (4) and redesignated former par. (4) as (5).

2011—Subsec. (a)(1). Pub. L. 112–18, §304(1), substituted “subsections (b) and (c)” for “subsection (c)”.

Subsecs. (c) to (f), Pub. L. 112–18, §304(2), (3), added subsec. (c) and redesignated former subsecs. (c) to (e) as (d) to (f), respectively. Former subsec. (f) redesignated (g).

Subsec. (g), Pub. L. 112–18, §304(2), redesignated sub-
sec. (f) as (g).

Subsec. (g)(2) to (4). Pub. L. 112–18, §304(4), added pars. (2) and (4) and redesignated former par. (2) as (3).

FINDINGS REGARDING IMPROVEMENT OF EQUALITY OF EMPLOYMENT OPPORTUNITIES IN THE INTELLIGENCE COMMUNITY


“(1) It is the recommendation of the Joint Inquiry of the Senate Select Committee on Intelligence and the House Permanent Select Committee on Intelligence into Intelligence Community Activities Before and After the Terrorist Attacks of September 11, 2001, that the Intelligence Community should enhance recruitment of a more ethnically and culturally diverse workforce and devise a strategy to capitalize upon the unique cultural and linguistic capabilities of first generation Americans.

“(2) The Intelligence Community could greatly benefit from an increased number of employees who are proficient in foreign languages and knowledgeable of world cultures, especially in foreign languages that are critical to the national security interests of the United States. Particular emphasis should be given to the recruitment of United States citizens whose linguistic capabilities are acutely required for the improvement of the overall intelligence collection and analysis effort of the United States Government.

“(3) The Intelligence Community has a significantly lower percentage of women and minorities than the total workforce of the Federal government and the total civilian labor force.

“(4) Women and minorities continue to be under-
represented in senior grade levels, and in core mission areas, of the intelligence community.”

SUBCHAPTER IX—ADDITIONAL MISCELLANEOUS PROVISIONS

§3231. Applicability to United States intelligence activities of Federal laws implementing international treaties and agreements

(a) In general

No Federal law enacted on or after December 27, 2000, that implements a treaty or other international agreement shall be construed as making unlawful an otherwise lawful and authorized intelligence activity of the United States Government or its employees, or any other person to the extent such other person is carrying out such activity on behalf of, and at the direction of, the United States, unless such Federal law specifically addresses such intelligence activity.

(b) Authorized intelligence activities

An intelligence activity shall be treated as authorized for purposes of subsection (a) if the intelligence activity is authorized by an appropriate official of the United States Government, acting within the scope of the official duties of that official and in compliance with Federal law and any applicable Presidential directive.
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§3232. Counterintelligence initiatives

(a) Inspection process

In order to protect intelligence sources and methods from unauthorized disclosure, the Director of National Intelligence shall establish and implement an inspection process for all agencies and departments of the United States that handle classified information relating to the national security of the United States intended to assure that those agencies and departments maintain effective operational security practices and programs directed against counterintelligence activities.

(b) Annual review of dissemination lists

The Director of National Intelligence shall establish and implement a process for all elements of the intelligence community to review, on an annual basis, individuals included on distribution lists for access to classified information. Such process shall ensure that only individuals who have a particularized “need to know” (as determined by the Director) are continued on such distribution lists.

(c) Completion of financial disclosure statements

The Director of National Intelligence shall establish and implement a process by which each
head of an element of the intelligence community directs that all employees of that element, in order to be granted access to classified information referred to in subsection (a) of section 1.3 of Executive Order No. 12968 (August 2, 1995; 60 Fed. Reg. 40245; former 50 U.S.C. 435 note (now 50 U.S.C. 3161 note)), submit financial disclosure forms as required under subsection (b) of such section.

(d) Arrangements to handle sensitive information

The Director of National Intelligence shall establish, for all elements of the intelligence community, programs and procedures by which sensitive classified information relating to human intelligence is safeguarded against unauthorized disclosure by employees of those elements.

(2) In section 3233—

(a) Definitions

§ 3233. Misuse of the Office of the Director of National Intelligence name, initials, or seal

(a) Prohibited acts

No person may, except with the written permission of the Director of National Intelligence, or a designee of the Director, knowingly use the words “Office of the Director of National Intelligence”, the initials “ODNI”, the seal of the Office of the Director of National Intelligence, or any colorable imitation of such words, initials, or seal in connection with any merchandise, impersonation, solicitation, or commercial activity in a manner reasonably calculated to convey the impression that such use is approved, endorsed, or authorized by the Director of National Intelligence.

(b) Injunction

Whenever it appears to the Attorney General that any person is engaged in or is about to engage in an act or practice which constitutes or will constitute conduct prohibited by subsection (a), the Attorney General may initiate a civil proceeding in a district court of the United States to enjoin such act or practice. Such court shall proceed as soon as practicable to the hearing and determination of such action and may, at any time before final determination, enter such restraining orders or prohibitions, or take such other action as is warranted, to prevent injury to the United States or to any person or class of persons for whose protection the action is brought.

(2) Covered intelligence community

The term “covered intelligence community element”—

(A) means—

(i) the Central Intelligence Agency, the Defense Intelligence Agency, the National Geospatial-Intelligence Agency, the National Security Agency, the Office of the Director of National Intelligence, and the National Reconnaissance Office; and

(ii) any executive agency or unit thereof determined by the President under section 2302(a)(2)(C)(ii) of title 5 to have as its principal function the conduct of foreign intelligence or counterintelligence activities; and

AFFECTIVE DATE OF 2004 AMENDMENT

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

(B) does not include the Federal Bureau of Investigation.

(3) Personnel action

The term “personnel action” means, with respect to an employee in a position in a covered intelligence community element (other than a position excepted from the competitive service due to its confidential, policy-determining, policymaking, or policy-advocating character)—

(A) an appointment;
(B) a promotion;
(C) a disciplinary or corrective action;
(D) a detail, transfer, or reassignment;
(E) a demotion, suspension, or termination;
(F) a reinstatement or restoration;
(G) a performance evaluation;
(H) a decision concerning pay, benefits, or awards;
(I) a decision concerning education or training if such education or training may reasonably be expected to lead to an appointment, promotion, or performance evaluation; or
(J) any other significant change in duties, responsibilities, or working conditions.

(b) in general

Any employee of an agency who has authority to take, direct others to take, recommend, or approve any personnel action, shall not, with respect to such authority, take or fail to take a personnel action with respect to any employee of a covered intelligence community element as a reprisal for a lawful disclosure of information described in subsection (a), except as provided in subsection (c).

(c) Enforcement

The President shall provide for the enforcement of this section.

(d) Existing rights preserved

Nothing in this section shall be construed to—

(1) preempt or preclude any employee, or applicant for employment, at the Federal Bureau of Investigation from exercising rights provided under any other law, rule, or regulation, including section 2303 of title 5; or
(2) repeal section 2303 of title 5.


Policies and Procedures; Nonapplicability to Certain Terminations

Pub. L. 113–126, title VI, §604, July 7, 2014, 128 Stat. 1421, provided that:

“(a) Covered Intelligence Community Element Defined.—In this section, the term ‘covered intelligence community element’—

“(1) means—

“(A) the Central Intelligence Agency, the Defense Intelligence Agency, the National Geospatial-Intelligence Agency, the National Security Agency, the Office of the Director of National Intelligence, and the National Reconnaissance Office; and

“(B) any executive agency or unit thereof determined by the President under section 2302(a)(2)(C)(ii) of title 5, United States Code, to have as its principal function the conduct of foreign intelligence or counterintelligence activities; and

“(2) does not include the Federal Bureau of Investigation.

“(b) Regulations.—In consultation with the Secretary of Defense, the Director of National Intelligence shall develop policies and procedures to ensure that a personnel action shall not be taken against an employee of a covered intelligence community element as a reprisal for any disclosure of information described in [section] 1104 of the National Security Act of 1947 [50 U.S.C. 3234], as added by section 601 of this Act.

“(c) Report on the Status of Implementation of Regulations.—Not later than 2 years after the date of the enactment of this Act [July 7, 2014], the Director of National Intelligence shall submit a report on the status of the implementation of the regulations promulgated under subsection (b) to the congressional intelligence committees.

“(d) Nonapplicability to Certain Terminations.—

Section 1104 of the National Security Act of 1947, as added by section 601 of this Act, and section 3001 of the Intelligence Reform and Terrorism Prevention Act of 2004 (50 U.S.C. 3341), as amended by section 602 of this Act, shall not apply if—

“(1) the affected employee is concurrently terminated under—

“(A) section 1609 of title 10, United States Code;

“(B) the authority of the Director of National Intelligence under section 102A(m) of the National Security Act of 1947 (50 U.S.C. 3024(m)), if the Director determines that the termination is in the interest of the United States; or

“(C) the authority of the Director of the Central Intelligence Agency under section 104A(e) of the National Security Act of 1947 (50 U.S.C. 3035(e)), if the Director determines that the termination is in the interest of the United States; or

“(D) section 7532 of title 5, United States Code, if the head of the agency determines that the termination is in the interest of the United States; or

“(2) not later than 30 days after such termination, the head of the agency that employed the affected employee notifies the congressional intelligence committees of the termination.

[For definition of “congressional intelligence committees” as used in section 604 of Pub. L. 113–126, set out above, see section 2 of Pub. L. 113–126, set out as a note under section 3005 of this title.]”

CHAPTER 45—MISCELLANEOUS INTELLIGENCE COMMUNITY AUTHORITIES

SUBCHAPTER I—BUDGET AND OVERSIGHT

§3234. Multiyear national intelligence program

§3201. Identification of constituent components of base intelligence budget.

§3203. Construction of intelligence community facilities; Presidential authorization.

§3204. Limitation on construction of facilities to be used primarily by intelligence community.

§3205. Exhibits for inclusion with budget justification books.

§3206. Availability to public of certain intelligence funding information.

§3207. Communications with the Committees on Armed Services of the Senate and the House of Representatives.