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110–53, which enacted this chapter, amended section 

3021 of this title and sections 5952 and 5963 of Title 22, 

Foreign Relations and Intercourse, and amended provi-

sions set out as notes under sections 2551 and 5952 of 

Title 22. For complete classification of title XVIII to 

the Code, see Tables. 

CODIFICATION 

Section is comprised of section 1841 of Pub. L. 110–53. 

Subsec. (g) of section 1841 of Pub. L. 110–53 amended 

section 3021 of this title. 

§ 2932. Sense of Congress on United States-Russia 
cooperation and coordination on the preven-
tion of weapons of mass destruction pro-
liferation and terrorism 

It is the sense of the Congress that, as soon as 
practical, the President should engage the Presi-
dent of the Russian Federation in a discussion of 
the purposes and goals for the establishment of 
the Office of the United States Coordinator for 
the Prevention of Weapons of Mass Destruction 
Proliferation and Terrorism (in this section re-
ferred to as the ‘‘Office’’), the authorities and 
responsibilities of the United States Coordinator 
for the Prevention of Weapons of Mass Destruc-
tion Proliferation and Terrorism (in this section 
referred to as the ‘‘United States Coordinator’’), 
and the importance of strong cooperation be-
tween the United States Coordinator and a sen-
ior official of the Russian Federation having au-
thorities and responsibilities for preventing 
weapons of mass destruction proliferation and 
terrorism commensurate with those of the 
United States Coordinator, and with whom the 
United States Coordinator should coordinate 
planning and implementation of activities with-
in and outside of the Russian Federation having 
the purpose of preventing weapons of mass de-
struction proliferation and terrorism. 

(Pub. L. 110–53, title XVIII, § 1842, Aug. 3, 2007, 
121 Stat. 500.) 
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CODIFICATION 

Chapter is comprised of act July 26, 1947, ch. 343, 61 

Stat. 495, the National Security Act of 1947, which was 

formerly classified principally as part of chapter 15 of 

this title, prior to editorial reclassification and renum-

bering as chapter 44 of this title. For complete classi-

fication of the National Security Act of 1947, see 

Tables. 

§ 3001. Short title 

This chapter may be cited as the ‘‘National 
Security Act of 1947’’. 

(July 26, 1947, ch. 343, § 1, 61 Stat. 495.) 

REFERENCES IN TEXT 

This chapter, referred to in text, was in the original 

‘‘this Act’’, meaning act July 26, 1947, ch. 343, 61 Stat. 

495, known as the National Security Act of 1947, which 

is classified principally to this chapter. For complete 

classification of this Act to the Code, see Tables. 

CODIFICATION 

Section was formerly classified as a note under sec-

tion 401 of this title prior to editorial reclassification 

as this section. 

CHANGE OF NAME 

Pub. L. 108–458, title I, § 1081, Dec. 17, 2004, 118 Stat. 

3696, provided that: 
‘‘(a) DIRECTOR OF CENTRAL INTELLIGENCE AS HEAD OF 

INTELLIGENCE COMMUNITY.—Any reference to the Direc-

tor of Central Intelligence or the Director of the Cen-

tral Intelligence Agency in the Director’s capacity as 

the head of the intelligence community in any law, reg-

ulation, document, paper, or other record of the United 

States shall be deemed to be a reference to the Director 

of National Intelligence. 
‘‘(b) DIRECTOR OF CENTRAL INTELLIGENCE AS HEAD OF 

CIA.—Any reference to the Director of Central Intel-

ligence or the Director of the Central Intelligence 

Agency in the Director’s capacity as the head of the 

Central Intelligence Agency in any law, regulation, 

document, paper, or other record of the United States 

shall be deemed to be a reference to the Director of the 

Central Intelligence Agency. 
‘‘(c) COMMUNITY MANAGEMENT STAFF.—Any reference 

to the Community Management Staff in any law, regu-

lation, document, paper, or other record of the United 

States shall be deemed to be a reference to the staff of 

the Office of the Director of National Intelligence.’’ 

EFFECTIVE DATE OF 2004 AMENDMENT; TRANSITION 

PROVISIONS 

Pub. L. 108–458, title I, subtitle H, Dec. 17, 2004, 118 

Stat. 3697, as amended by Pub. L. 109–13, div. A, title I, 

§ 1009, May 11, 2005, 119 Stat. 244, provided that: 
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‘‘SEC. 1091. TRANSFER OF COMMUNITY MANAGE-

MENT STAFF. 

‘‘(a) TRANSFER.—There shall be transferred to the Of-

fice of the Director of National Intelligence such staff 

of the Community Management Staff as of the date of 

the enactment of this Act [Dec. 17, 2004] as the Director 

of National Intelligence determines to be appropriate, 

including all functions and activities discharged by the 

Community Management Staff as of that date. 

‘‘(b) ADMINISTRATION.—The Director of National In-

telligence shall administer the Community Manage-

ment Staff after the date of the enactment of this Act 

[Dec. 17, 2004] as a component of the Office of the Direc-

tor of National Intelligence under section 103 of the Na-

tional Security Act of 1947 [50 U.S.C. 3025], as amended 

by section 1011(a) of this Act. 

‘‘SEC. 1092. TRANSFER OF TERRORIST THREAT IN-

TEGRATION CENTER. 

‘‘(a) TRANSFER.—There shall be transferred to the Na-

tional Counterterrorism Center the Terrorist Threat 

Integration Center (TTIC) or its successor entity, in-

cluding all functions and activities discharged by the 

Terrorist Threat Integration Center or its successor en-

tity as of the date of the enactment of this Act [Dec. 

17, 2004]. 

‘‘(b) ADMINISTRATION.—The Director of the National 

Counterterrorism Center shall administer the Terrorist 

Threat Integration Center after the date of the enact-

ment of this Act [Dec. 17, 2004] as a component of the 

Directorate of Intelligence of the National Counter-

terrorism Center under section 119(i) of the National 

Security Act of 1947 [50 U.S.C. 3056(i)], as added by sec-

tion 1021(a) [1021] of this Act. 

‘‘SEC. 1093. TERMINATION OF POSITIONS OF AS-

SISTANT DIRECTORS OF CENTRAL INTEL-

LIGENCE. 

‘‘(a) TERMINATION.—The positions referred to in sub-

section (b) are hereby abolished. 

‘‘(b) COVERED POSITIONS.—The positions referred to in 

this subsection are as follows: 

‘‘(1) The Assistant Director of Central Intelligence 

for Collection. 

‘‘(2) The Assistant Director of Central Intelligence 

for Analysis and Production. 

‘‘(3) The Assistant Director of Central Intelligence 

for Administration. 

‘‘SEC. 1094. IMPLEMENTATION PLAN. 

‘‘The President shall transmit to Congress a plan for 

the implementation of this title [see Tables for classi-

fication] and the amendments made by this title. The 

plan shall address, at a minimum, the following: 

‘‘(1) The transfer of personnel, assets, and obliga-

tions to the Director of National Intelligence pursu-

ant to this title. 

‘‘(2) Any consolidation, reorganization, or stream-

lining of activities transferred to the Director of Na-

tional Intelligence pursuant to this title. 

‘‘(3) The establishment of offices within the Office 

of the Director of National Intelligence to implement 

the duties and responsibilities of the Director of Na-

tional Intelligence as described in this title. 

‘‘(4) Specification of any proposed disposition of 

property, facilities, contracts, records, and other as-

sets and obligations to be transferred to the Director 

of National Intelligence. 

‘‘(5) Recommendations for additional legislative or 

administrative action as the President considers ap-

propriate. 

‘‘SEC. 1095. DIRECTOR OF NATIONAL INTEL-

LIGENCE REPORT ON IMPLEMENTATION OF IN-

TELLIGENCE COMMUNITY REFORM. 

‘‘(a) REPORT.—Not later than one year after the effec-

tive date of this Act [probably means the effective date 

of title I of Pub. L. 108–458, see below], the Director of 

National Intelligence shall submit to the congressional 

intelligence committees a report on the progress made 

in the implementation of this title [see Tables for clas-

sification], including the amendments made by this 

title. The report shall include a comprehensive descrip-

tion of the progress made, and may include such recom-

mendations for additional legislative or administrative 

action as the Director considers appropriate. 
‘‘(b) CONGRESSIONAL INTELLIGENCE COMMITTEES DE-

FINED.—In this section, the term ‘congressional intel-

ligence committees’ means— 
‘‘(1) the Select Committee on Intelligence of the 

Senate; and 
‘‘(2) the Permanent Select Committee on Intel-

ligence of the House of Representatives. 

‘‘SEC. 1096. TRANSITIONAL AUTHORITIES. 

‘‘(a) IN GENERAL.—Upon the request of the Director of 

National Intelligence, the head of any executive agency 

may, on a reimbursable basis, provide services or detail 

personnel to the Director of National Intelligence. 
‘‘(b) TRANSFER OF PERSONNEL.—In addition to any 

other authorities available under law for such purposes, 

in the fiscal years 2005 and 2006, the Director of Na-

tional Intelligence— 
‘‘(1) is authorized within the Office of the Director 

of National Intelligence the total of 500 new person-

nel positions; and 
‘‘(2) with the approval of the Director of the Office 

of Management and Budget, may detail not more 

than 150 personnel funded within the National Intel-

ligence Program to the Office of the Director of Na-

tional Intelligence for a period of not more than 2 

years. 

‘‘SEC. 1097. EFFECTIVE DATES. 

‘‘(a) IN GENERAL.—Except as otherwise expressly pro-

vided in this Act [see Tables for classification], this 

title [see Tables for classification] and the amendments 

made by this title shall take effect not later than six 

months after the date of the enactment of this Act 

[Dec. 17, 2004] [For determination by the President that 

certain sections of title I of Pub. L. 108–458 take effect 

earlier than six months after the date of enactment, 

see Memorandum of President of the United States, 

Apr. 21, 2005, 70 F.R. 23925, set out as a note below.]. 
‘‘(b) SPECIFIC EFFECTIVE DATES.—(1)(A) Not later 

than 60 days after the date of the appointment of the 

first Director of National Intelligence, the Director of 

National Intelligence shall first appoint individuals to 

positions within the Office of the Director of National 

Intelligence. 
‘‘(B) Subparagraph (A) shall not apply with respect to 

the Principal Deputy Director of National Intelligence. 
‘‘(2) Not later than 180 days after the effective date of 

this Act [probably means the effective date of title I of 

Pub. L. 108–458, see above], the President shall transmit 

to Congress the implementation plan required by sec-

tion 1094. 
‘‘(3) Not later than one year after the date of the en-

actment of this Act [Dec. 17, 2004], the Director of Na-

tional Intelligence shall prescribe regulations, policies, 

procedures, standards, and guidelines required under 

section 102A of the National Security Act of 1947 [50 

U.S.C. 3024], as amended by section 1011(a) of this Act.’’ 
[Functions of President under section 1094 of Pub. L. 

108–458, set out in a note above, assigned to the Direc-

tor of National Intelligence by section 3 of Memoran-

dum of President of the United States, Apr. 21, 2005, 70 

F.R. 48633, set out as a note under section 301 of Title 

3, The President.] 

SHORT TITLE OF 2012 AMENDMENT 

Pub. L. 112–235, § 1, Dec. 28, 2012, 126 Stat. 1626, pro-

vided that: ‘‘This Act [amending provisions set out as 

a note under section 3161 of this title] may be cited as 

the ‘Public Interest Declassification Board Reauthor-

ization Act of 2012’.’’ 

SHORT TITLE OF 2004 AMENDMENT 

Pub. L. 108–458, § 1(a), Dec. 17, 2004, 118 Stat. 3638, pro-

vided that: ‘‘This Act [see Tables for classification] 

may be cited as the ‘Intelligence Reform and Terrorism 

Prevention Act of 2004’.’’ 
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Pub. L. 108–458, title I, § 1001, Dec. 17, 2004, 118 Stat. 

3643, provided that: ‘‘This title [see Tables for classi-

fication] may be cited as the ‘National Security Intel-

ligence Reform Act of 2004’.’’ 

SHORT TITLE OF 1996 AMENDMENT 

Pub. L. 104–293, title VIII, § 801, Oct. 11, 1996, 110 Stat. 

3474, provided that: ‘‘This title [see Tables for classi-

fication] may be cited as the ‘Intelligence Renewal and 

Reform Act of 1996’.’’ 

SHORT TITLE OF 1994 AMENDMENT 

Pub. L. 103–359, title VIII, § 801, Oct. 14, 1994, 108 Stat. 

3434, provided that: ‘‘This title [see Tables for classi-

fication] may be cited as the ‘Counterintelligence and 

Security Enhancements Act of 1994’.’’ 

SHORT TITLE OF 1992 AMENDMENT 

Pub. L. 102–496, title VII, § 701, Oct. 24, 1992, 106 Stat. 

3188, provided that: ‘‘This title [see Tables for classi-

fication] may be cited as the ‘Intelligence Organization 

Act of 1992’.’’ 

SHORT TITLE OF 1984 AMENDMENT 

Pub. L. 98–477, § 1, Oct. 15, 1984, 98 Stat. 2209, provided: 

‘‘That this Act [see Tables for classification] may be 

cited as the ‘Central Intelligence Agency Information 

Act’.’’ 

SHORT TITLE OF 1982 AMENDMENT 

Pub. L. 97–200, § 1, June 23, 1982, 96 Stat. 122, provided: 

‘‘That this Act [see Tables for classification] may be 

cited as the ‘Intelligence Identities Protection Act of 

1982’.’’ 

SHORT TITLE OF 1949 AMENDMENT 

Act Aug. 10, 1949, ch. 412, § 1, 63 Stat. 578, provided 

that: ‘‘This Act [see Tables for classification] may be 

cited as the ‘National Security Act Amendments of 

1949’.’’ 

Sections of National Security Act of 1947, which were 

classified to former Title 5, were repealed and restated 

in Title 10, Armed Forces, except as noted, as follows: 

Section of former 
Title 5 

Section of Title 10 

171 ............................ 131, 133. 

171a(a), (b) ................ 133. 

171a(c) ...................... 125, 136, 141, 3010, 3012, 5011, 5031, 

8010, 8012. 

171a(d) ...................... 133. 

171a(e) ...................... 132. 

171a(f) ...................... 133. 

171a(g)–(i) ................. [Omitted]. 

171a(j) ...................... 124. 

171c .......................... 134, 135, 136, 718, 2358. 

171c–1, 171c–2 ............ [Repealed]. 

171d .......................... 1580. 

171e .......................... 171. 

171f ........................... 141, 142. 

171g .......................... 143. 

171h .......................... 2201. 

171i ........................... 2351. 

171j ........................... 173. 

172 ............................ 136. 

172a .......................... 3014, 5061, 8014. 

172b .......................... 2203. 

172c .......................... 2204. 

172d .......................... 2208. 

172e .......................... 2209. 

172f ........................... 126. 

172g .......................... 2205. 

172h .......................... 2206. 

172i ........................... 2701. 

181–1 ......................... 101, 3011, 3012, 3062, T. 50 § 409. 

181–2 ......................... 3012. 

411a(a) ...................... 101; T. 50 § 409. 

411a(b) ...................... 5012. 

Section of former 
Title 5 

Section of Title 10 

411a(c) ...................... 5013, 5402. 

626(a) ........................ 8012. 

626(b) ........................ [Repealed]. 

626(c) ........................ 101; T. 50 § 409. 

626(d) ........................ 8013. 

626(e) ........................ 8012. 

626(f) ........................ 8033. 

626(g) ........................ 8011. 

626a .......................... 8012. 

626b .......................... 8013. 

626c .......................... 743, 8062. 

SAVINGS PROVISIONS 

Pub. L. 108–487, title VIII, § 803, Dec. 23, 2004, 118 Stat. 

3962, provided that: 
‘‘(a) HEAD OF INTELLIGENCE COMMUNITY.—(1) During 

the period beginning on the date of the enactment of 

this Act [Dec. 23, 2004] and ending on the date of the ap-

pointment of the Director of National Intelligence 

[Apr. 21, 2005] under section 102 of the National Secu-

rity Act of 1947, as amended by section 1011(a) of the 

National Security Intelligence Reform Act of 2004 [50 

U.S.C. 3023], the Director of Central Intelligence may, 

acting as the head of the intelligence community, dis-

charge the functions and authorities provided in this 

Act, and the amendments made by this Act [see Effec-

tive Date of 2004 Amendments note set out under sec-

tion 2656f of Title 22, Foreign Relations and Inter-

course], to the Director of National Intelligence. 
‘‘(2) During the period referred to in paragraph (1) 

any reference in this Act or the amendments made by 

this Act to the Director of National Intelligence shall 

be considered to be a reference to the Director of Cen-

tral Intelligence, as the head of the intelligence com-

munity. 
‘‘(3) Upon the appointment of an individual as Direc-

tor of National Intelligence under section 102 of the Na-

tional Security Act of 1947, as so amended, any ref-

erence in this Act, or in the classified annex to accom-

pany this Act, to the Director of Central Intelligence as 

head of the intelligence community shall be deemed to 

be a reference to the Director of National Intelligence. 
‘‘(b) HEAD OF CENTRAL INTELLIGENCE AGENCY.—(1) 

During the period beginning on the date of the enact-

ment of this Act [Dec. 23, 2004] and ending on the date 

of the appointment of the Director of the Central Intel-

ligence Agency under section 104A of the National Se-

curity Act of 1947, as amended by section 1011(a) of the 

National Security Intelligence Reform Act of 2004 [50 

U.S.C. 3036], the Director of Central Intelligence may, 

acting as the head of the Central Intelligence Agency, 

discharge the functions and authorities provided in this 

Act, and the amendments made by this Act, to the Di-

rector of the Central Intelligence Agency. 
‘‘(2) Upon the appointment of an individual as Direc-

tor of the Central Intelligence Agency under section 

104A of the National Security Act of 1947, as so amend-

ed, any reference in this Act, or in the classified annex 

to accompany this Act, to the Director of Central Intel-

ligence as head of the Central Intelligence Agency shall 

be deemed to be a reference to the Director of the Cen-

tral Intelligence Agency.’’ 
Act Aug. 10, 1949, ch. 412, § 12(g), 63 Stat. 591, provided: 

‘‘All laws, orders, regulations, and other actions relat-

ing to the National Military Establishment, the De-

partments of the Army, the Navy, or the Air Force, or 

to any officer or activity of such establishment or such 

departments, shall, except to the extent inconsistent 

with the provisions of this Act [see Tables for classi-

fication], have the same effect as if this Act had not 

been enacted; but, after the effective date of this Act 

[Aug. 10, 1949], any such law, order, regulation, or other 

action which vested functions in or otherwise related 

to any officer, department, or establishment, shall be 

deemed to have vested such function in or relate to the 

officer or department, executive or military, succeed-

ing the officer, department, or establishment in which 
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such function was vested. For purposes of this sub-

section the Department of Defense shall be deemed the 

department succeeding the National Military Estab-

lishment, and the military departments of Army, Navy, 

and Air Force shall be deemed the departments suc-

ceeding the Executive Departments of Army, Navy, and 

Air Force.’’ 

SEPARABILITY 

Pub. L. 108–458, title I, § 1103, Dec. 17, 2004, 118 Stat. 

3700, provided that: ‘‘If any provision of this Act [see 

Tables for classification], or an amendment made by 

this Act, or the application of such provision to any 

person or circumstance is held invalid, the remainder 

of this Act, or the application of such provision to per-

sons or circumstances other those to which such provi-

sion is held invalid shall not be affected thereby.’’ 

CONSTRUCTION OF REFERENCES TO DIRECTOR OF 

CENTRAL INTELLIGENCE 

Pub. L. 108–487, title VIII, § 802, Dec. 23, 2004, 118 Stat. 

3962, provided that: ‘‘Except as otherwise specifically 

provided or otherwise provided by context, any ref-

erence in this Act [see Effective Date of 2004 Amend-

ments note set out under section 2656f of Title 22, For-

eign Relations and Intercourse], or in the classified 

annex to accompany this Act, to the Director of Cen-

tral Intelligence shall be deemed to be a reference to 

the Director of Central Intelligence as head of the in-

telligence community.’’ 

COMMITTEE TO COUNTER ACTIVE MEASURES BY THE 

RUSSIAN FEDERATION TO EXERT COVERT INFLUENCE 

OVER PEOPLES AND GOVERNMENTS 

Pub. L. 115–31, div. N, title V, § 501, May 5, 2017, 131 

Stat. 823, provided that: 
‘‘(a) DEFINITIONS.—In this section: 

‘‘(1) ACTIVE MEASURES BY RUSSIA TO EXERT COVERT 

INFLUENCE.—The term ‘active measures by Russia to 

exert covert influence’ means activities intended to 

influence a person or government that are carried out 

in coordination with, or at the behest of, political 

leaders or the security services of the Russian Fed-

eration and the role of the Russian Federation has 

been hidden or not acknowledged publicly, including 

the following: 
‘‘(A) Establishment or funding of a front group. 
‘‘(B) Covert broadcasting. 
‘‘(C) Media manipulation. 
‘‘(D) Disinformation and forgeries. 
‘‘(E) Funding agents of influence. 
‘‘(F) Incitement and offensive counter-

intelligence. 
‘‘(G) Assassinations. 
‘‘(H) Terrorist acts. 

‘‘(2) APPROPRIATE COMMITTEES OF CONGRESS.—The 

term ‘appropriate committees of Congress’ means— 
‘‘(A) the congressional intelligence committees 

[Select Committee on Intelligence of the Senate 

and Permanent Select Committee on Intelligence of 

the House of Representatives]; 
‘‘(B) the Committee on Armed Services and the 

Committee on Foreign Relations of the Senate; and 
‘‘(C) the Committee on Armed Services and the 

Committee on Foreign Affairs of the House of Rep-

resentatives. 
‘‘(b) ESTABLISHMENT.—There is established within the 

executive branch an interagency committee to counter 

active measures by the Russian Federation to exert co-

vert influence. 
‘‘(c) MEMBERSHIP.— 

‘‘(1) IN GENERAL.— 
‘‘(A) APPOINTMENT.—Each head of an agency or 

department of the Government set out under sub-

paragraph (B) shall appoint one member of the com-

mittee established by subsection (b) from among of-

ficials of such agency or department who occupy a 

position that is required to be appointed by the 

President, with the advice and consent of the Sen-

ate. 

‘‘(B) HEAD OF AN AGENCY OR DEPARTMENT.—The 

head of an agency or department of the Govern-

ment set out under this subparagraph are the fol-

lowing: 
‘‘(i) The Director of National Intelligence. 
‘‘(ii) The Secretary of State. 
‘‘(iii) The Secretary of Defense. 
‘‘(iv) The Secretary of the Treasury. 
‘‘(v) The Attorney General. 
‘‘(vi) The Secretary of Energy. 
‘‘(vii) The Director of the Federal Bureau of In-

vestigation. 
‘‘(viii) The head of any other agency or depart-

ment of the United States Government des-

ignated by the President for purposes of this sec-

tion. 
‘‘(d) MEETINGS.—The committee shall meet on a regu-

lar basis. 
‘‘(e) DUTIES.—The duties of the committee estab-

lished by subsection (b) shall be as follows: 
‘‘(1) To counter active measures by Russia to exert 

covert influence, including by exposing falsehoods, 

agents of influence, corruption, human rights abuses, 

terrorism, and assassinations carried out by the secu-

rity services or political elites of the Russian Federa-

tion or their proxies. 
‘‘(2) Such other duties as the President may des-

ignate for purposes of this section. 
‘‘(f) STAFF.—The committee established by sub-

section (b) may employ such staff as the members of 

such committee consider appropriate. 
‘‘(g) BUDGET REQUEST.—A request for funds required 

for the functioning of the committee established by 

subsection (b) may be included in each budget for a fis-

cal year submitted by the President pursuant to sec-

tion 1105(a) of title 31, United States Code. 
‘‘(h) ANNUAL REPORT.— 

‘‘(1) REQUIREMENT.—Not later than 180 days after 

the date of the enactment of this Act [May 5, 2017], 

and annually thereafter, and consistent with the pro-

tection of intelligence sources and methods, the com-

mittee established by subsection (b) shall submit to 

the appropriate committees of Congress a report de-

scribing steps being taken by the committee to 

counter active measures by Russia to exert covert in-

fluence. 
‘‘(2) CONTENT.—Each report required by paragraph 

(1) shall include the following: 
‘‘(A) A summary of the active measures by the 

Russian Federation to exert covert influence during 

the previous year, including significant incidents 

and notable trends. 
‘‘(B) A description of the key initiatives of the 

committee. 
‘‘(C) A description of the implementation of the 

committee’s initiatives by the head of an agency or 

department of the Government set out under sub-

section (c)(1)(B). 
‘‘(D) An analysis of the impact of the committee’s 

initiatives. 
‘‘(E) Recommendations for changes to the com-

mittee’s initiatives from the previous year. 
‘‘(3) SEPARATE REPORTING REQUIREMENT.—The re-

quirement to submit an annual report under para-

graph (1) is in addition to any other reporting re-

quirements with respect to Russia.’’ 

CHARTER FOR THE NATIONAL RECONNAISSANCE OFFICE 

Pub. L. 111–84, div. A, title X, § 1035, Oct. 28, 2009, 123 

Stat. 2450, provided that: ‘‘Not later than February 1, 

2010, the Director of National Intelligence and the Sec-

retary of Defense shall jointly submit to the congres-

sional defense committees [Committees on Armed 

Services and Appropriations of the Senate and the 

House of Representatives], the Permanent Select Com-

mittee on Intelligence of the House of Representatives, 

and the Select Committee on Intelligence of the Senate 

a revised charter for the National Reconnaissance Of-

fice (in this section referred to as the ‘NRO’). The char-

ter shall include the following: 
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‘‘(1) The organizational and governance structure of 

the NRO. 
‘‘(2) The role of the NRO in the development and 

generation of requirements and acquisition. 
‘‘(3) The scope of the capabilities of the NRO. 
‘‘(4) The roles and responsibilities of the NRO and 

the relationship of the NRO to other organizations 

and agencies in the intelligence and defense commu-

nities.’’ 

INCORPORATION OF REPORTING REQUIREMENTS 

Pub. L. 108–177, title I, § 106, Dec. 13, 2003, 117 Stat. 

2604, provided that: 
‘‘(a) IN GENERAL.—Each requirement to submit a re-

port to the congressional intelligence committees that 

is included in the joint explanatory statement to ac-

company the conference report on the bill H.R. 2417 of 

the One Hundred Eighth Congress [enacted as Pub. L. 

108–177], or in the classified annex to this Act, is hereby 

incorporated into this Act, and is hereby made a re-

quirement in law. 
‘‘(b) CONGRESSIONAL INTELLIGENCE COMMITTEES DE-

FINED.—In this section, the term ‘congressional intel-

ligence committees’ means— 
‘‘(1) the Select Committee on Intelligence of the 

Senate; and 
‘‘(2) the Permanent Select Committee on Intel-

ligence of the House of Representatives.’’ 
Similar provisions were contained in Pub. L. 107–306, 

title I, § 108, Nov. 27, 2002, 116 Stat. 2388. 

NATIONAL COMMISSION FOR REVIEW OF RESEARCH AND 

DEVELOPMENT PROGRAMS OF THE UNITED STATES IN-

TELLIGENCE COMMUNITY 

Pub. L. 111–259, title VII, § 701(a)(3), Oct. 7, 2010, 124 

Stat. 2745, provided that membership of the National 

Commission for the Review of the Research and Devel-

opment Programs of the United States Intelligence 

Community established by section 1002(a) of Pub. L. 

107–306 [formerly set out in a note below] should be con-

sidered vacant and new members should be appointed in 

accordance with such section 1002. 
Pub. L. 107–306, title X, Nov. 27, 2002, 116 Stat. 2437, as 

amended by Pub. L. 108–177, title III, § 315(a), Dec. 13, 

2003, 117 Stat. 2610; Pub. L. 111–259, title VII, § 701(a)(1), 

(4), (b)(3), (c), Oct. 7, 2010, 124 Stat. 2744, 2745; Pub. L. 

112–277, title V, § 502, Jan. 14, 2013, 126 Stat. 2476, estab-

lished the National Commission for the Review of the 

Research and Development Programs of the United 

States Intelligence Community to review the status of 

research and development programs and activities 

within the intelligence community, including advanced 

research and development programs and activities, re-

quired the Commission to submit a final report of its 

review to the congressional intelligence committees, 

the Director of National Intelligence, and the Sec-

retary of Defense not later than Mar. 31, 2013, and pro-

vided that the Commission would terminate at the end 

of the 120-day period beginning on the date that the 

final report was transmitted to the congressional intel-

ligence committees. 

NATIONAL COMMISSION FOR THE REVIEW OF THE 

NATIONAL RECONNAISSANCE OFFICE 

Pub. L. 106–120, title VII, Dec. 3, 1999, 113 Stat. 1620, 

established the National Commission for the Review of 

the National Reconnaissance Office to review the cur-

rent organization, practices, and authorities of the Na-

tional Reconnaissance Office, directed the Commission 

to submit to the congressional intelligence commit-

tees, the Director of Central Intelligence, and the Sec-

retary of Defense a final report on such review not 

later than Nov. 1, 2000, provided that the Commission 

would terminate at the end of the 120-day period begin-

ning on the date on which the final report was trans-

mitted to the congressional intelligence committees, 

and directed the Director of Central Intelligence and 

the Secretary of Defense to each submit to the congres-

sional intelligence committees an assessment of the 

final report not later than 60 days after receipt. 

COMMISSION ON ROLES AND CAPABILITIES OF UNITED 

STATES INTELLIGENCE COMMUNITY 

Pub. L. 103–359, title IX, Oct. 14, 1994, 108 Stat. 3456, 

related to establishment, composition, duties, reports, 

powers, payment of expenses, and termination, not 

later than Mar. 1, 1996, of the Commission on the Roles 

and Capabilities of the United States Intelligence Com-

munity. 

NATIONAL COMMISSION ON DEFENSE AND NATIONAL 

SECURITY 

Pub. L. 101–511, title VIII, § 8104, Nov. 5, 1990, 104 Stat. 

1898, as amended by Pub. L. 102–172, title VIII, § 8078, 

Nov. 26, 1991, 105 Stat. 1189, provided that: 
‘‘SECTION 1. This section establishes the National 

Commission on Defense and National Security. 

‘‘SEC. 2. FINDINGS. 

‘‘The Congress makes the following findings: 
‘‘(1) Recent revolutionary world events require a 

fundamental reassessment of the defense and na-

tional security policies of the United States. 
‘‘(2) Emerging democracies around the world will 

require political, technical, and economic assistance, 

as well as military assistance, from the developed 

free nations in order to thrive and to become produc-

tive members of the world community. 
‘‘(3) Real and potential military threats to the 

United States and its allies will continue to exist for 

the foreseeable future from not just the Soviet Union 

but also from terrorism and from Third World na-

tions. 
‘‘(4) Proliferation of both sophisticated conven-

tional weapons and of nuclear weapons could produce 

a world more dangerous than we have faced in the 

past. 
‘‘(5) Ethnic rivalries as well as economic inequal-

ities may produce instabilities that could spark seri-

ous conflict. 
‘‘(6) In order to formulate coherent national poli-

cies to meet these challenges of a new world environ-

ment, it is essential for the United States to achieve 

a bipartisan consensus such as that which emerged 

following World War II. 
‘‘(7) Such a consensus can be fostered by the devel-

opment of policy recommendations from a highly re-

spected group of individuals who do not bear a par-

tisan label and who possess critical expertise and ex-

perience. 

‘‘SEC. 3. ESTABLISHMENT. 

‘‘There is established a commission to be known as 

[the] National Commission on Defense and National Se-

curity (hereinafter in this Act referred to as the ‘Com-

mission’). The Commission is established until 30 days 

following submission of the final report required by 

section 6 of this section. 

‘‘SEC. 4. DUTIES OF COMMISSION. 

‘‘(a) IN GENERAL.—The Commission shall analyze and 

make recommendations to the President and Congress 

concerning the national security and national defense 

policies of the United States. 
‘‘(b) MATTERS TO BE ANALYZED.—Matters to be ana-

lyzed by the Commission shall include the following: 
‘‘(1) The world-wide interests, goals, and objectives 

of the United States that are vital to the national se-

curity of the United States. 

‘‘(2) The political, economic, and military develop-

ments around the world and the implications of those 

developments for United States national security in-

terests, including— 

‘‘(A) the developments in Eastern Europe and the 

Soviet Union; 

‘‘(B) the question of German unification; 

‘‘(C) the future of NATO and European economic 

integration; 

‘‘(D) the future of the Pacific Basin; and 

‘‘(E) potential instability resulting from regional 

conflicts or economic problems in the developing 

world. 
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‘‘(3) The foreign policy, world-wide commitments, 

and national defense capabilities of the United States 

necessary to deter aggression and implement the na-

tional security strategy of the United States, includ-

ing the contribution that can be made by bilateral 

and multilateral political and economic associations 

in promoting interests that the United States shares 

with other members of the world community. 
‘‘(4) The proposed short-term uses of the political, 

economic, military, and other elements of national 

power for the United States to protect or promote the 

interests and to achieve the goals and objectives re-

ferred to in paragraph (1). 
‘‘(5) Long-term options that should be considered 

further for a number of potential courses of world 

events over the remainder of the century and into the 

next century. 

‘‘SEC. 5. MEMBERSHIP. 

‘‘(a) NUMBER AND APPOINTMENT.—The Commission 

shall be composed of 10 members, as follows: 
‘‘(1) Three appointed by the President. 
‘‘(2) Three appointed by the Speaker of the House of 

Representatives. 
‘‘(3) One appointed by the minority leader of the 

House of Representatives. 
‘‘(4) Two appointed by the majority leader of the 

Senate. 
‘‘(5) One appointed by the minority leader of the 

Senate. 
‘‘(b) QUALIFICATIONS.—Persons appointed to the Com-

mission shall be persons who are not officers or em-

ployees of the Federal Government (including Members 

of Congress) and who are specially qualified to serve on 

the Commission by virtue of their education, training, 

or experience. 
‘‘(c) TERMS.—Members shall be appointed for the life 

of the Commission. A vacancy in the Commission shall 

be filled in the manner in which the original appoint-

ment was made. 
‘‘(d) BASIC PAY.—Members of the Commission shall 

serve without pay. 
‘‘(e) QUORUM.—A majority of the members of the 

Commission shall constitute a quorum, but a lesser 

number may hold hearings. 
‘‘(f) CHAIRMAN AND VICE CHAIRMAN.—The Chairman of 

the Commission shall be designated by the President 

from among the members appointed by the President. 

The Vice Chairman of the Commission shall be des-

ignated by the Speaker of the House of Representatives 

from among the members appointed by the Speaker. 
‘‘(g) MEETINGS.—The Commission shall meet at the 

call of the Chairman or a majority of its members. 
‘‘(h) DEADLINE FOR APPOINTMENTS.—Members of the 

Commission shall be appointed not later than the end 

of the 30-day period beginning on the date of the enact-

ment of this Act [Nov. 5, 1990]. 

‘‘SEC. 6. REPORTS. 

‘‘(a) INITIAL REPORT.—The Commission shall transmit 

to the President and to Congress an initial report not 

later than six months after the date on which the Com-

mission is first constituted with a quorum. 
‘‘(b) FINAL REPORT.—The Commission shall transmit 

to the President and to Congress a final report one year 

following submission of the initial report under sub-

section (a). 
‘‘(c) CONTENTS OF REPORTS.—The report under sub-

section (b) shall contain a detailed statement of the 

findings and conclusions of the Commission concerning 

the matters to be studied by the Commission under sec-

tion 4, together with its recommendations for such leg-

islation and administrative actions as it considers ap-

propriate. Such report shall include a comprehensive 

description and discussion of the matters set forth in 

section 4. 
‘‘(d) REPORTS TO BE UNCLASSIFIED.—Each such report 

shall be submitted in unclassified form. 
‘‘(e) ADDITIONAL AND MINORITY VIEWS.—Each report 

may include such additional and minority views as in-

dividual members of the Commission may request be 

included. 

‘‘SEC. 7. DIRECTOR AND STAFF OF COMMISSION; 

EXPERTS AND CONSULTANTS. 

‘‘(a) DIRECTOR.—The Commission shall, without re-

gard to section 5311(b) of title 5, United States Code, 

have a Director who shall be appointed by the Chair-

man and who shall be paid at a rate not to exceed the 

maximum rate of basic pay payable for GS–18 of the 

General Schedule. 
‘‘(b) STAFF.—The Chairman may appoint and fix the 

pay of such additional personnel as the Chairman con-

siders appropriate. 
‘‘(c) APPLICABILITY OF CERTAIN CIVIL SERVICE LAWS.— 

The Director and staff of the Commission may be ap-

pointed without regard to the provisions of title 5, 

United States Code, governing appointments in the 

competitive service, and may be paid without regard to 

the provisions of chapter 51 and subchapter III of chap-

ter 53 of such title relating to classification and Gen-

eral Schedule pay rates, except that no individual so 

appointed may receive pay in excess of the annual rate 

of basic pay payable for GS–18 of the General Schedule. 
‘‘(d) EXPERTS AND CONSULTANTS.—Subject to such 

rules as may be prescribed by the Commission, the 

Chairman may procure temporary and intermittent 

services under section 3109(b) of title 5 of the United 

States Code, but at rates for individuals not to exceed 

the daily equivalent of the maximum annual rate of 

basic pay payable for GS–18 of the General Schedule. 
‘‘(e) STAFF OF FEDERAL AGENCIES.—Upon request of 

the Commission, the head of any Federal agency may 

detail, on a reimbursable basis, any of the personnel of 

such agency to the Commission to assist the Commis-

sion in carrying out its duties under this Act. 

‘‘SEC. 8. POWERS OF COMMISSION 

‘‘(a) HEARINGS AND SESSIONS.—The Commission may, 

for the purpose of carrying out this Act, hold such 

hearings, sit and act at such times and places, take 

such testimony, and receive such evidence, as the Com-

mission considers appropriate. 
‘‘(b) POWERS OF MEMBERS AND AGENTS.—Any member 

or agent of the Commission may, if so authorized by 

the Commission, take any action which the Commis-

sion is authorized to take by this section. 
‘‘(c) OBTAINING OFFICIAL DATA.—The Chairman or a 

designee on behalf of the Chairman may request infor-

mation necessary to enable the Commission to carry 

out this Act directly from any department or agency of 

the United States. 
‘‘(d) GIFTS.—The Commission may accept, use, and 

dispose of gifts or donations of services or property. 
‘‘(e) MAILS.—The Commission may use the United 

States mails in the same manner and under the same 

conditions as other departments and agencies of the 

United States. 
‘‘(f) ADMINISTRATIVE SUPPORT SERVICES.—The Admin-

istrator of General Services shall provide to the Com-

mission on a reimbursable basis such administrative 

support services as the Commission may request. 

‘‘SEC. 9. INITIAL FUNDING OF COMMISSION. 

‘‘If funds are not otherwise available for the nec-

essary expenses of the Commission for fiscal year 1991, 

the Secretary of Defense shall make available to the 

Commission, from funds available to the Secretary for 

the fiscal year concerned, such funds as the Commis-

sion requires. When funds are specifically appropriated 

for the expenses of the Commission, the Commission 

shall reimburse the Secretary from such funds for any 

funds provided to it under the preceding sentence.’’ 
[References in laws to the rates of pay for GS–16, 17, 

or 18, or to maximum rates of pay under the General 

Schedule, to be considered references to rates payable 

under specified sections of Title 5, Government Organi-

zation and Employees, see section 529 [title I, § 101(c)(1)] 

of Pub. L. 101–509, set out in a note under section 5376 

of Title 5.] 

INTELLIGENCE PRIORITIES AND REORGANIZATION 

Pub. L. 101–510, div. A, title IX, § 907, Nov. 5, 1990, 104 

Stat. 1622, required the Secretary of Defense and Direc-
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tor of Central Intelligence to conduct a joint review of 

all intelligence and intelligence-related activities in 

the Tactical Intelligence and Related Activities pro-

grams and the National Foreign Intelligence Program 

and reduce by not less than 5 percent the number of 

personnel detailed to such programs during each of fis-

cal years 1992 through 1996. 

CHANGE OF TITLES OF SECRETARY OF DEFENSE, ET AL.; 

REAPPOINTMENT 

Act Aug. 10, 1949, ch. 412, § 12(f), 63 Stat. 591, provided 

in part that: ‘‘The titles of the Secretary of Defense, 

the Secretary of the Army, the Secretary of the Navy, 

the Secretary of the Air Force, the Under Secretaries 

and the Assistant Secretaries of the Departments of 

the Army, Navy, and Air Force, the Chairman of the 

Munitions Board, and the Chairman of the Research 

and Development Board, shall not be changed by virtue 

of this Act [see Tables for classification] and the re-

appointment of the officials holding such titles on the 

effective date of this Act [Aug. 10, 1949] shall not be re-

quired.’’ 

REORGANIZATION PLAN NO. 8 OF 1949 

Act Aug. 10, 1949, ch. 412, § 12(i), 63 Stat. 592, provided 

that: ‘‘Reorganization Plan Numbered 8 of 1949, which 

was transmitted to the Congress by the President on 

July 18, 1949 [set out in Appendix to Title 5, Govern-

ment Organization and Employees] pursuant to the 

provisions of the Reorganization Act of 1949, shall not 

take effect, notwithstanding the provisions of section 6 

of such Reorganization Act of 1949.’’ 

EX. ORD. NO. 10431. NATIONAL SECURITY MEDAL 

Ex. Ord. No. 10431, Jan. 19, 1953, 18 F.R. 437, as amend-

ed by Ex. Ord. No. 13709, § 1, Oct. 2, 2015, 80 F.R. 60793, 

provided: 

1. There is hereby established a medal to be known as 

the National Security Medal with accompanying rib-

bons and appurtenances. The medal and its appur-

tenances shall be of appropriate design, approved by 

the Executive Secretary of the National Security Coun-

cil. 

2. The National Security Medal may be awarded to 

any person, without regard to nationality, including 

members of the Armed Forces of the United States, for 

distinguished achievement or outstanding contribution 

made on or after July 26, 1947, in the field of national 

security through either exceptionally meritorious serv-

ice performed in a position of high responsibility or 

through an act of heroism requiring personal courage 

of a high degree and complete disregard of personal 

safety. 

3. The decoration established by this order shall be 

awarded by the President of the United States or, 

under regulations approved by him, by such person or 

persons as he may designate. 

4. No more than one National Security Medal shall be 

awarded to any one person, but for subsequent services 

justifying an award, a suitable device may be awarded 

to be worn with the Medal. 

5. Members of the armed forces of the United States 

who are awarded the decoration established by this 

order are authorized to wear the medal and the ribbon 

symbolic of the award, as may be authorized by uni-

form regulations approved by the Secretary of Defense. 

6. The decoration established by this order may be 

awarded posthumously. 

7. Any individual having personal knowledge of the 

facts of a potential recipient’s exceptionally meritori-

ous service or act of heroism, either as an eyewitness 

or from the testimony of others who have personal 

knowledge or were eyewitnesses, may recommend the 

potential recipient as a candidate for the award to the 

Executive Secretary of the National Security Council. 

Any recommendations shall be made with the concur-

rence of the department or agency employing the pro-

posed recipient, if appropriate, and be accompanied by 

complete documentation, including, where necessary, 

certificates, affidavits, or sworn transcripts of testi-

mony. Each recommendation for an award shall show 

the exact status, at the time of the rendition of the 

service on which the recommendation is based, with re-

spect to citizenship, employment, and all other mate-

rial factors of the person who is being recommended for 

the National Security Medal. Each recommendation 

shall contain a draft of an appropriate citation to ac-

company the award of the National Security Medal. 

8. Upon a determination by the Executive Secretary 

of the National Security Council that the National Se-

curity Medal is warranted, and following approval by 

the President, the Executive Secretary shall notify the 

Office of the Director of National Intelligence, which 

will then process the award recommendation, prepare 

the National Security Medal, with any appropriate de-

vices, and deliver the National Security Medal to the 

National Security Council for presentation to the re-

cipient. 

REGULATIONS GOVERNING THE AWARD OF THE NATIONAL 

SECURITY MEDAL 

Ex. Ord. No. 13709, § 2, Oct. 2, 2015, 80 F.R. 60793, pro-

vided that the regulations governing the award of the 

National Security Medal that were issued pursuant to 

par. 2 of Ex. Ord. No. 10431 (prior to amendment by Ex. 

Ord. No. 13709) and published with that order were su-

perseded by Ex. Ord. No. 13709. 

EXECUTIVE ORDER NO. 11905 

Ex. Ord. No. 11905, Feb. 18, 1976, 41 F.R. 7703, as 

amended by Ex. Ord. No. 11985, May 13, 1977, 42 F.R. 

25487; Ex. Ord. No. 11994, June 1, 1977, 42 F.R. 28869, 

which related to United States foreign intelligence ac-

tivities, was superseded by Ex. Ord. No. 12036, Jan. 24, 

1978, 43 F.R. 3674, formerly set out below. 

EXECUTIVE ORDER NO. 12036 

Ex. Ord. No. 12036, Jan. 24, 1978, 43 F.R. 3674, as 

amended by Ex. Ord. No. 12139, May 23, 1979, 44 F.R. 

30311, which related to United States foreign intel-

ligence activities, was revoked by Ex. Ord. No. 12333, 

§ 3.6, Dec. 4, 1981, 46 F.R. 59954, prior to Ex. Ord. No. 

12333 being amended by Ex. Ord. No. 13470, § 4(j), July 30, 

2008, 73 F.R. 45341. 

FOREIGN INTELLIGENCE ELECTRONIC SURVEILLANCE 

For provisions relating to the exercise of certain au-

thority respecting foreign intelligence electronic sur-

veillance, see Ex. Ord. No. 12139, May 23, 1979, 44 F.R. 

30311, set out under section 1802 of this title. 

EX. ORD. NO. 12333. UNITED STATES INTELLIGENCE 

ACTIVITIES 

Ex. Ord. No. 12333, Dec. 4, 1981, 46 F.R. 59941, as 

amended by Ex. Ord. No. 13284, § 18, Jan. 23, 2003, 68 F.R. 

4077; Ex. Ord. No. 13355, §§ 2, 3, 6, Aug. 27, 2004, 69 F.R. 

53593; Ex. Ord. No. 13470, §§ 1–4, July 30, 2008, 73 F.R. 

45325, provided: 

TABLE OF CONTENTS [Omitted.] 

Timely, accurate, and insightful information about 

the activities, capabilities, plans, and intentions of for-

eign powers, organizations, and persons, and their 

agents, is essential to the national security of the 

United States. All reasonable and lawful means must 

be used to ensure that the United States will receive 

the best intelligence available. For that purpose, by 

virtue of the authority vested in me by the Constitu-

tion and the laws of the United States of America, in-

cluding the National Security Act of 1947, as amended 

(Act) [50 U.S.C. 3001 et seq.], and as President of the 

United States of America, in order to provide for the ef-

fective conduct of United States intelligence activities 
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and the protection of constitutional rights, it is hereby 

ordered as follows: 

PART 1—GOALS, DIRECTIONS, DUTIES, AND RE-

SPONSIBILITIES WITH RESPECT TO UNITED 

STATES INTELLIGENCE EFFORTS 

1.1 GOALS 

The United States intelligence effort shall provide 

the President, the National Security Council, and the 

Homeland Security Council with the necessary infor-

mation on which to base decisions concerning the de-

velopment and conduct of foreign, defense, and eco-

nomic policies, and the protection of United States na-

tional interests from foreign security threats. All de-

partments and agencies shall cooperate fully to fulfill 

this goal. 

(a) All means, consistent with applicable Federal law 

and this order, and with full consideration of the rights 

of United States persons, shall be used to obtain reli-

able intelligence information to protect the United 

States and its interests. 

(b) The United States Government has a solemn obli-

gation, and shall continue in the conduct of intel-

ligence activities under this order, to protect fully the 

legal rights of all United States persons, including free-

doms, civil liberties, and privacy rights guaranteed by 

Federal law. 

(c) Intelligence collection under this order should be 

guided by the need for information to respond to intel-

ligence priorities set by the President. 

(d) Special emphasis should be given to detecting and 

countering: 

(1) Espionage and other threats and activities di-

rected by foreign powers or their intelligence services 

against the United States and its interests; 

(2) Threats to the United States and its interests 

from terrorism; and 

(3) Threats to the United States and its interests 

from the development, possession, proliferation, or use 

of weapons of mass destruction. 

(e) Special emphasis shall be given to the production 

of timely, accurate, and insightful reports, responsive 

to decisionmakers in the executive branch, that draw 

on all appropriate sources of information, including 

open source information, meet rigorous analytic stand-

ards, consider diverse analytic viewpoints, and accu-

rately represent appropriate alternative views. 

(f) State, local, and tribal governments are critical 

partners in securing and defending the United States 

from terrorism and other threats to the United States 

and its interests. Our national intelligence effort 

should take into account the responsibilities and re-

quirements of State, local, and tribal governments and, 

as appropriate, private sector entities, when under-

taking the collection and dissemination of information 

and intelligence to protect the United States. 

(g) All departments and agencies have a responsibil-

ity to prepare and to provide intelligence in a manner 

that allows the full and free exchange of information, 

consistent with applicable law and presidential guid-

ance. 

1.2 THE NATIONAL SECURITY COUNCIL 

(a) Purpose. The National Security Council (NSC) 

shall act as the highest ranking executive branch en-

tity that provides support to the President for review 

of, guidance for, and direction to the conduct of all for-

eign intelligence, counterintelligence, and covert ac-

tion, and attendant policies and programs. 

(b) Covert Action and Other Sensitive Intelligence Oper-

ations. The NSC shall consider and submit to the Presi-

dent a policy recommendation, including all dissents, 

on each proposed covert action and conduct a periodic 

review of ongoing covert action activities, including an 

evaluation of the effectiveness and consistency with 

current national policy of such activities and consist-

ency with applicable legal requirements. The NSC shall 

perform such other functions related to covert action 

as the President may direct, but shall not undertake 

the conduct of covert actions. The NSC shall also re-

view proposals for other sensitive intelligence oper-

ations. 

1.3 DIRECTOR OF NATIONAL INTELLIGENCE 

Subject to the authority, direction, and control of 

the President, the Director of National Intelligence 

(Director) shall serve as the head of the Intelligence 

Community, act as the principal adviser to the Presi-

dent, to the NSC, and to the Homeland Security Coun-

cil for intelligence matters related to national secu-

rity, and shall oversee and direct the implementation 

of the National Intelligence Program and execution of 

the National Intelligence Program budget. The Direc-

tor will lead a unified, coordinated, and effective intel-

ligence effort. In addition, the Director shall, in carry-

ing out the duties and responsibilities under this sec-

tion, take into account the views of the heads of de-

partments containing an element of the Intelligence 

Community and of the Director of the Central Intel-

ligence Agency. 
(a) Except as otherwise directed by the President or 

prohibited by law, the Director shall have access to all 

information and intelligence described in section 1.5(a) 

of this order. For the purpose of access to and sharing 

of information and intelligence, the Director: 
(1) Is hereby assigned the function under section 3(5) 

of the Act, to determine that intelligence, regardless of 

the source from which derived and including informa-

tion gathered within or outside the United States, per-

tains to more than one United States Government 

agency; and 
(2) Shall develop guidelines for how information or 

intelligence is provided to or accessed by the Intel-

ligence Community in accordance with section 1.5(a) of 

this order, and for how the information or intelligence 

may be used and shared by the Intelligence Commu-

nity. All guidelines developed in accordance with this 

section shall be approved by the Attorney General and, 

where applicable, shall be consistent with guidelines is-

sued pursuant to section 1016 of the Intelligence Re-

form and Terrorism Protection Act of 2004 (Public Law 

108–458) (IRTPA). 
(b) In addition to fulfilling the obligations and re-

sponsibilities prescribed by the Act, the Director: 
(1) Shall establish objectives, priorities, and guidance 

for the Intelligence Community to ensure timely and 

effective collection, processing, analysis, and dissemi-

nation of intelligence, of whatever nature and from 

whatever source derived; 
(2) May designate, in consultation with affected 

heads of departments or Intelligence Community ele-

ments, one or more Intelligence Community elements 

to develop and to maintain services of common concern 

on behalf of the Intelligence Community if the Director 

determines such services can be more efficiently or ef-

fectively accomplished in a consolidated manner; 
(3) Shall oversee and provide advice to the President 

and the NSC with respect to all ongoing and proposed 

covert action programs; 
(4) In regard to the establishment and conduct of in-

telligence arrangements and agreements with foreign 

governments and international organizations: 
(A) May enter into intelligence and counter-

intelligence arrangements and agreements with for-

eign governments and international organizations; 
(B) Shall formulate policies concerning intelligence 

and counterintelligence arrangements and agree-

ments with foreign governments and international 

organizations; and 
(C) Shall align and synchronize intelligence and 

counterintelligence foreign relationships among the 

elements of the Intelligence Community to further 

United States national security, policy, and intel-

ligence objectives; 
(5) Shall participate in the development of procedures 

approved by the Attorney General governing criminal 

drug intelligence activities abroad to ensure that these 

activities are consistent with foreign intelligence pro-

grams; 
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(6) Shall establish common security and access stand-

ards for managing and handling intelligence systems, 

information, and products, with special emphasis on fa-

cilitating: 
(A) The fullest and most prompt access to and dis-

semination of information and intelligence prac-

ticable, assigning the highest priority to detecting, 

preventing, preempting, and disrupting terrorist 

threats and activities against the United States, its 

interests, and allies; and 
(B) The establishment of standards for an inter-

operable information sharing enterprise that facili-

tates the sharing of intelligence information among 

elements of the Intelligence Community; 
(7) Shall ensure that appropriate departments and 

agencies have access to intelligence and receive the 

support needed to perform independent analysis; 
(8) Shall protect, and ensure that programs are devel-

oped to protect, intelligence sources, methods, and ac-

tivities from unauthorized disclosure; 
(9) Shall, after consultation with the heads of af-

fected departments and agencies, establish guidelines 

for Intelligence Community elements for: 
(A) Classification and declassification of all intel-

ligence and intelligence-related information classi-

fied under the authority of the Director or the au-

thority of the head of a department or Intelligence 

Community element; and 
(B) Access to and dissemination of all intelligence 

and intelligence-related information, both in its final 

form and in the form when initially gathered, to in-

clude intelligence originally classified by the head of 

a department or Intelligence Community element, 

except that access to and dissemination of informa-

tion concerning United States persons shall be gov-

erned by procedures developed in accordance with 

Part 2 of this order; 
(10) May, only with respect to Intelligence Commu-

nity elements, and after consultation with thehead 

[sic] of the originating Intelligence Community ele-

ment or the head of the originating department, declas-

sify, or direct the declassification of, information or in-

telligence relating to intelligence sources, methods, 

and activities. The Director may only delegate this au-

thority to the Principal Deputy Director of National 

Intelligence; 
(11) May establish, operate, and direct one or more 

national intelligence centers to address intelligence 

priorities; 
(12) May establish Functional Managers and Mission 

Managers, and designate officers or employees of the 

United States to serve in these positions. 
(A) Functional Managers shall report to the Direc-

tor concerning the execution of their duties as Func-

tional Managers, and may be charged with developing 

and implementing strategic guidance, policies, and 

procedures for activities related to a specific intel-

ligence discipline or set of intelligence activities; set 

training and tradecraft standards; and ensure coordi-

nation within and across intelligence disciplines and 

Intelligence Community elements and with related 

non-intelligence activities. Functional Managers may 

also advise the Director on: the management of re-

sources; policies and procedures; collection capabili-

ties and gaps; processing and dissemination of intel-

ligence; technical architectures; and other issues or 

activities determined by the Director. 
(i) The Director of the National Security Agency 

is designated the Functional Manager for signals 

intelligence; 
(ii) The Director of the Central Intelligence Agen-

cy is designated the Functional Manager for human 

intelligence; and 
(iii) The Director of the National Geospatial-In-

telligence Agency is designated the Functional 

Manager for geospatial intelligence. 
(B) Mission Managers shall serve as principal sub-

stantive advisors on all or specified aspects of intel-

ligence related to designated countries, regions, top-

ics, or functional issues; 

(13) Shall establish uniform criteria for the deter-

mination of relative priorities for the transmission of 

critical foreign intelligence, and advise the Secretary 

of Defense concerning the communications require-

ments of the Intelligence Community for the trans-

mission of such communications; 
(14) Shall have ultimate responsibility for production 

and dissemination of intelligence produced by the In-

telligence Community and authority to levy analytic 

tasks on intelligence production organizations within 

the Intelligence Community, in consultation with the 

heads of the Intelligence Community elements con-

cerned; 
(15) May establish advisory groups for the purpose of 

obtaining advice from within the Intelligence Commu-

nity to carry out the Director’s responsibilities, to in-

clude Intelligence Community executive management 

committees composed of senior Intelligence Commu-

nity leaders. Advisory groups shall consist of represent-

atives from elements of the Intelligence Community, as 

designated by the Director, or other executive branch 

departments, agencies, and offices, as appropriate; 
(16) Shall ensure the timely exploitation and dissemi-

nation of data gathered by national intelligence collec-

tion means, and ensure that the resulting intelligence 

is disseminated immediately to appropriate govern-

ment elements, including military commands; 
(17) Shall determine requirements and priorities for, 

and manage and direct the tasking, collection, analy-

sis, production, and dissemination of, national intel-

ligence by elements of the Intelligence Community, in-

cluding approving requirements for collection and 

analysis and resolving conflicts in collection require-

ments and in the tasking of national collection assets 

of Intelligence Community elements (except when 

otherwise directed by the President or when the Sec-

retary of Defense exercises collection tasking author-

ity under plans and arrangements approved by the Sec-

retary of Defense and the Director); 
(18) May provide advisory tasking concerning collec-

tion and analysis of information or intelligence rel-

evant to national intelligence or national security to 

departments, agencies, and establishments of the 

United States Government that are not elements of the 

Intelligence Community; and shall establish proce-

dures, in consultation with affected heads of depart-

ments or agencies and subject to approval by the Attor-

ney General, to implement this authority and to mon-

itor or evaluate the responsiveness of United States 

Government departments, agencies, and other estab-

lishments; 
(19) Shall fulfill the responsibilities in section 

1.3(b)(17) and (18) of this order, consistent with applica-

ble law and with full consideration of the rights of 

United States persons, whether information is to be 

collected inside or outside the United States; 
(20) Shall ensure, through appropriate policies and 

procedures, the deconfliction, coordination, and inte-

gration of all intelligence activities conducted by an 

Intelligence Community element or funded by the Na-

tional Intelligence Program. In accordance with these 

policies and procedures: 
(A) The Director of the Federal Bureau of Inves-

tigation shall coordinate the clandestine collection of 

foreign intelligence collected through human sources 

or through human-enabled means and counter-

intelligence activities inside the United States; 
(B) The Director of the Central Intelligence Agency 

shall coordinate the clandestine collection of foreign 

intelligence collected through human sources or 

through human-enabled means and counter-

intelligence activities outside the United States; 
(C) All policies and procedures for the coordination 

of counterintelligence activities and the clandestine 

collection of foreign intelligence inside the United 

States shall be subject to the approval of the Attor-

ney General; and 
(D) All policies and procedures developed under this 

section shall be coordinated with the heads of af-

fected departments and Intelligence Community ele-

ments; 
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(21) Shall, with the concurrence of the heads of af-

fected departments and agencies, establish joint proce-

dures to deconflict, coordinate, and synchronize intel-

ligence activities conducted by an Intelligence Commu-

nity element or funded by the National Intelligence 

Program, with intelligence activities, activities that 

involve foreign intelligence and security services, or 

activities that involve the use of clandestine methods, 

conducted by other United States Government depart-

ments, agencies, and establishments; 
(22) Shall, in coordination with the heads of depart-

ments containing elements of the Intelligence Commu-

nity, develop procedures to govern major system acqui-

sitions funded in whole or in majority part by the Na-

tional Intelligence Program; 
(23) Shall seek advice from the Secretary of State to 

ensure that the foreign policy implications of proposed 

intelligence activities are considered, and shall ensure, 

through appropriate policies and procedures, that intel-

ligence activities are conducted in a manner consistent 

with the responsibilities pursuant to law and presi-

dential direction of Chiefs of United States Missions; 

and 
(24) Shall facilitate the use of Intelligence Commu-

nity products by the Congress in a secure manner. 
(c) The Director’s exercise of authorities in the Act 

and this order shall not abrogate the statutory or other 

responsibilities of the heads of departments of the 

United States Government or the Director of the Cen-

tral Intelligence Agency. Directives issued and actions 

taken by the Director in the exercise of the Director’s 

authorities and responsibilities to integrate, coordi-

nate, and make the Intelligence Community more ef-

fective in providing intelligence related to national se-

curity shall be implemented by the elements of the In-

telligence Community, provided that any department 

head whose department contains an element of the In-

telligence Community and who believes that a direc-

tive or action of the Director violates the requirements 

of section 1018 of the IRTPA or this subsection shall 

bring the issue to the attention of the Director, the 

NSC, or the President for resolution in a manner that 

respects and does not abrogate the statutory respon-

sibilities of the heads of the departments. 
(d) Appointments to certain positions. 
(1) The relevant department or bureau head shall pro-

vide recommendations and obtain the concurrence of 

the Director for the selection of: the Director of the 

National Security Agency, the Director of the National 

Reconnaissance Office, the Director of the National 

Geospatial-Intelligence Agency, the Under Secretary of 

Homeland Security for Intelligence and Analysis, the 

Assistant Secretary of State for Intelligence and Re-

search, the Director of the Office of Intelligence and 

Counterintelligence of the Department of Energy, the 

Assistant Secretary for Intelligence and Analysis of the 

Department of the Treasury, and the Executive Assist-

ant Director for the National Security Branch of the 

Federal Bureau of Investigation. If the Director does 

not concur in the recommendation, the department 

head may not fill the vacancy or make the recom-

mendation to the President, as the case may be. If the 

department head and the Director do not reach an 

agreement on the selection or recommendation, the Di-

rector and the department head concerned may advise 

the President directly of the Director’s intention to 

withhold concurrence. 
(2) The relevant department head shall consult with 

the Director before appointing an individual to fill a 

vacancy or recommending to the President an individ-

ual be nominated to fill a vacancy in any of the follow-

ing positions: the Under Secretary of Defense for Intel-

ligence; the Director of the Defense Intelligence Agen-

cy; uniformed heads of the intelligence elements of the 

Army, the Navy, the Air Force, and the Marine Corps 

above the rank of Major General or Rear Admiral; the 

Assistant Commandant of the Coast Guard for Intel-

ligence; and the Assistant Attorney General for Na-

tional Security. 
(e) Removal from certain positions. 

(1) Except for the Director of the Central Intelligence 

Agency, whose removal the Director may recommend 

to the President, the Director and the relevant depart-

ment head shall consult on the removal, or recom-

mendation to the President for removal, as the case 

may be, of: the Director of the National Security Agen-

cy, the Director of the National Geospatial-Intelligence 

Agency, the Director of the Defense Intelligence Agen-

cy, the Under Secretary of Homeland Security for In-

telligence and Analysis, the Assistant Secretary of 

State for Intelligence and Research, and the Assistant 

Secretary for Intelligence and Analysis of the Depart-

ment of the Treasury. If the Director and the depart-

ment head do not agree on removal, or recommenda-

tion for removal, either may make a recommendation 

to the President for the removal of the individual. 
(2) The Director and the relevant department or bu-

reau head shall consult on the removal of: the Execu-

tive Assistant Director for the National Security 

Branch of the Federal Bureau of Investigation, the Di-

rector of the Office of Intelligence and Counter-

intelligence of the Department of Energy, the Director 

of the National Reconnaissance Office, the Assistant 

Commandant of the Coast Guard for Intelligence, and 

the Under Secretary of Defense for Intelligence. With 

respect to an individual appointed by a department 

head, the department head may remove the individual 

upon the request of the Director; if the department 

head chooses not to remove the individual, either the 

Director or the department head may advise the Presi-

dent of the department head’s intention to retain the 

individual. In the case of the Under Secretary of De-

fense for Intelligence, the Secretary of Defense may 

recommend to the President either the removal or the 

retention of the individual. For uniformed heads of the 

intelligence elements of the Army, the Navy, the Air 

Force, and the Marine Corps, the Director may make a 

recommendation for removal to the Secretary of De-

fense. 
(3) Nothing in this subsection shall be construed to 

limit or otherwise affect the authority of the President 

to nominate, appoint, assign, or terminate the appoint-

ment or assignment of any individual, with or without 

a consultation, recommendation, or concurrence. 

1.4 THE INTELLIGENCE COMMUNITY 

Consistent with applicable Federal law and with the 

other provisions of this order, and under the leadership 

of the Director, as specified in such law and this order, 

the Intelligence Community shall: 
(a) Collect and provide information needed by the 

President and, in the performance of executive func-

tions, the Vice President, the NSC, the Homeland Secu-

rity Council, the Chairman of the Joint Chiefs of Staff, 

senior military commanders, and other executive 

branch officials and, as appropriate, the Congress of the 

United States; 
(b) In accordance with priorities set by the President, 

collect information concerning, and conduct activities 

to protect against, international terrorism, prolifera-

tion of weapons of mass destruction, intelligence ac-

tivities directed against the United States, inter-

national criminal drug activities, and other hostile ac-

tivities directed against the United States by foreign 

powers, organizations, persons, and their agents; 
(c) Analyze, produce, and disseminate intelligence; 
(d) Conduct administrative, technical, and other sup-

port activities within the United States and abroad 

necessary for the performance of authorized activities, 

to include providing services of common concern for 

the Intelligence Community as designated by the Di-

rector in accordance with this order; 
(e) Conduct research, development, and procurement 

of technical systems and devices relating to authorized 

functions and missions or the provision of services of 

common concern for the Intelligence Community; 
(f) Protect the security of intelligence related activi-

ties, information, installations, property, and employ-

ees by appropriate means, including such investiga-

tions of applicants, employees, contractors, and other 
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persons with similar associations with the Intelligence 

Community elements as are necessary; 

(g) Take into account State, local, and tribal govern-

ments’ and, as appropriate, private sector entities’ in-

formation needs relating to national and homeland se-

curity; 

(h) Deconflict, coordinate, and integrate all intel-

ligence activities and other information gathering in 

accordance with section 1.3(b)(20) of this order; and 

(i) Perform such other functions and duties related to 

intelligence activities as the President may direct. 

1.5 DUTIES AND RESPONSIBILITIES OF THE HEADS OF 

EXECUTIVE BRANCH DEPARTMENTS AND AGENCIES 

The heads of all departments and agencies shall: 

(a) Provide the Director access to all information and 

intelligence relevant to the national security or that 

otherwise is required for the performance of the Direc-

tor’s duties, to include administrative and other appro-

priate management information, except such informa-

tion excluded by law, by the President, or by the Attor-

ney General acting under this order at the direction of 

the President; 

(b) Provide all programmatic and budgetary informa-

tion necessary to support the Director in developing 

the National Intelligence Program; 

(c) Coordinate development and implementation of 

intelligence systems and architectures and, as appro-

priate, operational systems and architectures of their 

departments, agencies, and other elements with the Di-

rector to respond to national intelligence requirements 

and all applicable information sharing and security 

guidelines, information privacy, and other legal re-

quirements; 

(d) Provide, to the maximum extent permitted by 

law, subject to the availability of appropriations and 

not inconsistent with the mission of the department or 

agency, such further support to the Director as the Di-

rector may request, after consultation with the head of 

the department or agency, for the performance of the 

Director’s functions; 

(e) Respond to advisory tasking from the Director 

under section 1.3(b)(18) of this order to the greatest ex-

tent possible, in accordance with applicable policies es-

tablished by the head of the responding department or 

agency; 

(f) Ensure that all elements within the department or 

agency comply with the provisions of Part 2 of this 

order, regardless of Intelligence Community affiliation, 

when performing foreign intelligence and counter-

intelligence functions; 

(g) Deconflict, coordinate, and integrate all intel-

ligence activities in accordance with section 1.3(b)(20), 

and intelligence and other activities in accordance 

with section 1.3(b)(21) of this order; 

(h) Inform the Attorney General, either directly or 

through the Federal Bureau of Investigation, and the 

Director of clandestine collection of foreign intel-

ligence and counterintelligence activities inside the 

United States not coordinated with the Federal Bureau 

of Investigation; 

(i) Pursuant to arrangements developed by the head 

of the department or agency and the Director of the 

Central Intelligence Agency and approved by the Direc-

tor, inform the Director and the Director of the Central 

Intelligence Agency, either directly or through his des-

ignee serving outside the United States, as appropriate, 

of clandestine collection of foreign intelligence col-

lected through human sources or through human-en-

abled means outside the United States that has not 

been coordinated with the Central Intelligence Agency; 

and 

(j) Inform the Secretary of Defense, either directly or 

through his designee, as appropriate, of clandestine col-

lection of foreign intelligence outside the United 

States in a region of combat or contingency military 

operations designated by the Secretary of Defense, for 

purposes of this paragraph, after consultation with the 

Director of National Intelligence. 

1.6 HEADS OF ELEMENTS OF THE INTELLIGENCE 

COMMUNITY 

The heads of elements of the Intelligence Community 

shall: 

(a) Provide the Director access to all information and 

intelligence relevant to the national security or that 

otherwise is required for the performance of the Direc-

tor’s duties, to include administrative and other appro-

priate management information, except such informa-

tion excluded by law, by the President, or by the Attor-

ney General acting under this order at the direction of 

the President; 

(b) Report to the Attorney General possible viola-

tions of Federal criminal laws by employees and of 

specified Federal criminal laws by any other person as 

provided in procedures agreed upon by the Attorney 

General and the head of the department, agency, or es-

tablishment concerned, in a manner consistent with 

the protection of intelligence sources and methods, as 

specified in those procedures; 

(c) Report to the Intelligence Oversight Board, con-

sistent with Executive Order 13462 of February 29, 2008, 

and provide copies of all such reports to the Director, 

concerning any intelligence activities of their elements 

that they have reason to believe may be unlawful or 

contrary to executive order or presidential directive; 

(d) Protect intelligence and intelligence sources, 

methods, and activities from unauthorized disclosure 

in accordance with guidance from the Director; 

(e) Facilitate, as appropriate, the sharing of informa-

tion or intelligence, as directed by law or the Presi-

dent, to State, local, tribal, and private sector entities; 

(f) Disseminate information or intelligence to foreign 

governments and international organizations under in-

telligence or counterintelligence arrangements or 

agreements established in accordance with section 

1.3(b)(4) of this order; 

(g) Participate in the development of procedures ap-

proved by the Attorney General governing production 

and dissemination of information or intelligence re-

sulting from criminal drug intelligence activities 

abroad if they have intelligence responsibilities for for-

eign or domestic criminal drug production and traffick-

ing; and 

(h) Ensure that the inspectors general, general coun-

sels, and agency officials responsible for privacy or 

civil liberties protection for their respective organiza-

tions have access to any information or intelligence 

necessary to perform their official duties. 

1.7 INTELLIGENCE COMMUNITY ELEMENTS 

Each element of the Intelligence Community shall 

have the duties and responsibilities specified below, in 

addition to those specified by law or elsewhere in this 

order. Intelligence Community elements within execu-

tive departments shall serve the information and intel-

ligence needs of their respective heads of departments 

and also shall operate as part of an integrated Intel-

ligence Community, as provided in law or this order. 

(a) THE CENTRAL INTELLIGENCE AGENCY. The 

Director of the Central Intelligence Agency shall: 

(1) Collect (including through clandestine means), 

analyze, produce, and disseminate foreign intelligence 

and counterintelligence; 

(2) Conduct counterintelligence activities without as-

suming or performing any internal security functions 

within the United States; 

(3) Conduct administrative and technical support ac-

tivities within and outside the United States as nec-

essary for cover and proprietary arrangements; 

(4) Conduct covert action activities approved by the 

President. No agency except the Central Intelligence 

Agency (or the Armed Forces of the United States in 

time of war declared by the Congress or during any pe-

riod covered by a report from the President to the Con-

gress consistent with the War Powers Resolution, Pub-

lic Law 93–148) may conduct any covert action activity 

unless the President determines that another agency is 

more likely to achieve a particular objective; 
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(5) Conduct foreign intelligence liaison relationships 

with intelligence or security services of foreign govern-

ments or international organizations consistent with 

section 1.3(b)(4) of this order; 
(6) Under the direction and guidance of the Director, 

and in accordance with section 1.3(b)(4) of this order, 

coordinate the implementation of intelligence and 

counterintelligence relationships between elements of 

the Intelligence Community and the intelligence or se-

curity services of foreign governments or international 

organizations; and 
(7) Perform such other functions and duties related to 

intelligence as the Director may direct. 
(b) THE DEFENSE INTELLIGENCE AGENCY. The 

Director of the Defense Intelligence Agency shall: 
(1) Collect (including through clandestine means), 

analyze, produce, and disseminate foreign intelligence 

and counterintelligence to support national and depart-

mental missions; 
(2) Collect, analyze, produce, or, through tasking and 

coordination, provide defense and defense-related intel-

ligence for the Secretary of Defense, the Chairman of 

the Joint Chiefs of Staff, combatant commanders, 

other Defense components, and non-Defense agencies; 
(3) Conduct counterintelligence activities; 
(4) Conduct administrative and technical support ac-

tivities within and outside the United States as nec-

essary for cover and proprietary arrangements; 
(5) Conduct foreign defense intelligence liaison rela-

tionships and defense intelligence exchange programs 

with foreign defense establishments, intelligence or se-

curity services of foreign governments, and inter-

national organizations in accordance with sections 

1.3(b)(4), 1.7(a)(6), and 1.10(i) of this order; 
(6) Manage and coordinate all matters related to the 

Defense Attaché system; and 
(7) Provide foreign intelligence and counter-

intelligence staff support as directed by the Secretary 

of Defense. 
(c) THE NATIONAL SECURITY AGENCY. The Direc-

tor of the National Security Agency shall: 
(1) Collect (including through clandestine means), 

process, analyze, produce, and disseminate signals in-

telligence information and data for foreign intelligence 

and counterintelligence purposes to support national 

and departmental missions; 
(2) Establish and operate an effective unified organi-

zation for signals intelligence activities, except for the 

delegation of operational control over certain oper-

ations that are conducted through other elements of 

the Intelligence Community. No other department or 

agency may engage in signals intelligence activities ex-

cept pursuant to a delegation by the Secretary of De-

fense, after coordination with the Director; 
(3) Control signals intelligence collection and proc-

essing activities, including assignment of resources to 

an appropriate agent for such periods and tasks as re-

quired for the direct support of military commanders; 
(4) Conduct administrative and technical support ac-

tivities within and outside the United States as nec-

essary for cover arrangements; 
(5) Provide signals intelligence support for national 

and departmental requirements and for the conduct of 

military operations; 
(6) Act as the National Manager for National Secu-

rity Systems as established in law and policy, and in 

this capacity be responsible to the Secretary of Defense 

and to the Director; 
(7) Prescribe, consistent with section 102A(g) of the 

Act, within its field of authorized operations, security 

regulations covering operating practices, including the 

transmission, handling, and distribution of signals in-

telligence and communications security material with-

in and among the elements under control of the Direc-

tor of the National Security Agency, and exercise the 

necessary supervisory control to ensure compliance 

with the regulations; and 
(8) Conduct foreign cryptologic liaison relationships 

in accordance with sections 1.3(b)(4), 1.7(a)(6), and 

1.10(i) of this order. 

(d) THE NATIONAL RECONNAISSANCE OFFICE. 

The Director of the National Reconnaissance Office 

shall: 
(1) Be responsible for research and development, ac-

quisition, launch, deployment, and operation of over-

head systems and related data processing facilities to 

collect intelligence and information to support na-

tional and departmental missions and other United 

States Government needs; and 
(2) Conduct foreign liaison relationships relating to 

the above missions, in accordance with sections 

1.3(b)(4), 1.7(a)(6), and 1.10(i) of this order. 
(e) THE NATIONAL GEOSPATIAL-INTELLIGENCE 

AGENCY. The Director of the National Geospatial-In-

telligence Agency shall: 
(1) Collect, process, analyze, produce, and dissemi-

nate geospatial intelligence information and data for 

foreign intelligence and counterintelligence purposes 

to support national and departmental missions; 
(2) Provide geospatial intelligence support for na-

tional and departmental requirements and for the con-

duct of military operations; 
(3) Conduct administrative and technical support ac-

tivities within and outside the United States as nec-

essary for cover arrangements; and 
(4) Conduct foreign geospatial intelligence liaison re-

lationships, in accordance with sections 1.3(b)(4), 

1.7(a)(6), and 1.10(i) of this order. 
(f) THE INTELLIGENCE AND COUNTER-

INTELLIGENCE ELEMENTS OF THE ARMY, NAVY, 

AIR FORCE, AND MARINE CORPS. The Commanders 

and heads of the intelligence and counterintelligence 

elements of the Army, Navy, Air Force, and Marine 

Corps shall: 
(1) Collect (including through clandestine means), 

produce, analyze, and disseminate defense and defense- 

related intelligence and counterintelligence to support 

departmental requirements, and, as appropriate, na-

tional requirements; 
(2) Conduct counterintelligence activities; 
(3) Monitor the development, procurement, and man-

agement of tactical intelligence systems and equip-

ment and conduct related research, development, and 

test and evaluation activities; and 
(4) Conduct military intelligence liaison relationships 

and military intelligence exchange programs with se-

lected cooperative foreign defense establishments and 

international organizations in accordance with sec-

tions 1.3(b)(4), 1.7(a)(6), and 1.10(i) of this order. 
(g) INTELLIGENCE ELEMENTS OF THE FEDERAL 

BUREAU OF INVESTIGATION. Under the supervision 

of the Attorney General and pursuant to such regula-

tions as the Attorney General may establish, the intel-

ligence elements of the Federal Bureau of Investigation 

shall: 
(1) Collect (including through clandestine means), 

analyze, produce, and disseminate foreign intelligence 

and counterintelligence to support national and depart-

mental missions, in accordance with procedural guide-

lines approved by the Attorney General, after consulta-

tion with the Director; 
(2) Conduct counterintelligence activities; and 
(3) Conduct foreign intelligence and counter-

intelligence liaison relationships with intelligence, se-

curity, and law enforcement services of foreign govern-

ments or international organizations in accordance 

with sections 1.3(b)(4) and 1.7(a)(6) of this order. 
(h) THE INTELLIGENCE AND COUNTER-

INTELLIGENCE ELEMENTS OF THE COAST GUARD. 

The Commandant of the Coast Guard shall: 
(1) Collect (including through clandestine means), 

analyze, produce, and disseminate foreign intelligence 

and counterintelligence including defense and defense- 

related information and intelligence to support na-

tional and departmental missions; 
(2) Conduct counterintelligence activities; 
(3) Monitor the development, procurement, and man-

agement of tactical intelligence systems and equip-

ment and conduct related research, development, and 

test and evaluation activities; and 
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(4) Conduct foreign intelligence liaison relationships 

and intelligence exchange programs with foreign intel-

ligence services, security services or international or-

ganizations in accordance with sections 1.3(b)(4), 

1.7(a)(6), and, when operating as part of the Department 

of Defense, 1.10(i) of this order. 

(i) THE BUREAU OF INTELLIGENCE AND RE-

SEARCH, DEPARTMENT OF STATE; THE OFFICE OF 

INTELLIGENCE AND ANALYSIS, DEPARTMENT OF 

THE TREASURY; THE OFFICE OF NATIONAL SECU-

RITY INTELLIGENCE, DRUG ENFORCEMENT AD-

MINISTRATION; THE OFFICE OF INTELLIGENCE 

AND ANALYSIS, DEPARTMENT OF HOMELAND SE-

CURITY; AND THE OFFICE OF INTELLIGENCE AND 

COUNTERINTELLIGENCE, DEPARTMENT OF EN-

ERGY. The heads of the Bureau of Intelligence and Re-

search, Department of State; the Office of Intelligence 

and Analysis, Department of the Treasury; the Office of 

National Security Intelligence, Drug Enforcement Ad-

ministration; the Office of Intelligence and Analysis, 

Department of Homeland Security; and the Office of In-

telligence and Counterintelligence, Department of En-

ergy shall: 

(1) Collect (overtly or through publicly available 

sources), analyze, produce, and disseminate informa-

tion, intelligence, and counterintelligence to support 

national and departmental missions; and 

(2) Conduct and participate in analytic or informa-

tion exchanges with foreign partners and international 

organizations in accordance with sections 1.3(b)(4) and 

1.7(a)(6) of this order. 

(j) THE OFFICE OF THE DIRECTOR OF NATIONAL 

INTELLIGENCE. The Director shall collect (overtly or 

through publicly available sources), analyze, produce, 

and disseminate information, intelligence, and counter-

intelligence to support the missions of the Office of the 

Director of National Intelligence, including the Na-

tional Counterterrorism Center, and to support other 

national missions. 

1.8 THE DEPARTMENT OF STATE 

In addition to the authorities exercised by the Bu-

reau of Intelligence and Research under sections 1.4 and 

1.7(i) of this order, the Secretary of State shall: 

(a) Collect (overtly or through publicly available 

sources) information relevant to United States foreign 

policy and national security concerns; 

(b) Disseminate, to the maximum extent possible, re-

ports received from United States diplomatic and con-

sular posts; 

(c) Transmit reporting requirements and advisory 

taskings of the Intelligence Community to the Chiefs 

of United States Missions abroad; and 

(d) Support Chiefs of United States Missions in dis-

charging their responsibilities pursuant to law and 

presidential direction. 

1.9 THE DEPARTMENT OF THE TREASURY 

In addition to the authorities exercised by the Office 

of Intelligence and Analysis of the Department of the 

Treasury under sections 1.4 and 1.7(i) of this order the 

Secretary of the Treasury shall collect (overtly or 

through publicly available sources) foreign financial in-

formation and, in consultation with the Department of 

State, foreign economic information. 

1.10 THE DEPARTMENT OF DEFENSE 

The Secretary of Defense shall: 

(a) Collect (including through clandestine means), 

analyze, produce, and disseminate information and in-

telligence and be responsive to collection tasking and 

advisory tasking by the Director; 

(b) Collect (including through clandestine means), 

analyze, produce, and disseminate defense and defense- 

related intelligence and counterintelligence, as re-

quired for execution of the Secretary’s responsibilities; 

(c) Conduct programs and missions necessary to ful-

fill national, departmental, and tactical intelligence 

requirements; 

(d) Conduct counterintelligence activities in support 

of Department of Defense components and coordinate 

counterintelligence activities in accordance with sec-

tion 1.3(b)(20) and (21) of this order; 
(e) Act, in coordination with the Director, as the ex-

ecutive agent of the United States Government for sig-

nals intelligence activities; 
(f) Provide for the timely transmission of critical in-

telligence, as defined by the Director, within the 

United States Government; 
(g) Carry out or contract for research, development, 

and procurement of technical systems and devices re-

lating to authorized intelligence functions; 
(h) Protect the security of Department of Defense in-

stallations, activities, information, property, and em-

ployees by appropriate means, including such inves-

tigations of applicants, employees, contractors, and 

other persons with similar associations with the De-

partment of Defense as are necessary; 
(i) Establish and maintain defense intelligence rela-

tionships and defense intelligence exchange programs 

with selected cooperative foreign defense establish-

ments, intelligence or security services of foreign gov-

ernments, and international organizations, and ensure 

that such relationships and programs are in accordance 

with sections 1.3(b)(4), 1.3(b)(21) and 1.7(a)(6) of this 

order; 
(j) Conduct such administrative and technical sup-

port activities within and outside the United States as 

are necessary to provide for cover and proprietary ar-

rangements, to perform the functions described in 

[sub]sections (a) though [sic] (i) above, and to support 

the Intelligence Community elements of the Depart-

ment of Defense; and 
(k) Use the Intelligence Community elements within 

the Department of Defense identified in section 1.7(b) 

through (f) and, when the Coast Guard is operating as 

part of the Department of Defense, (h) above to carry 

out the Secretary of Defense’s responsibilities assigned 

in this section or other departments, agencies, or of-

fices within the Department of Defense, as appropriate, 

to conduct the intelligence missions and responsibil-

ities assigned to the Secretary of Defense. 

1.11 THE DEPARTMENT OF HOMELAND SECURITY 

In addition to the authorities exercised by the Office 

of Intelligence and Analysis of the Department of 

Homeland Security under sections 1.4 and 1.7(i) of this 

order, the Secretary of Homeland Security shall con-

duct, through the United States Secret Service, activi-

ties to determine the existence and capability of sur-

veillance equipment being used against the President 

or the Vice President of the United States, the Execu-

tive Office of the President, and, as authorized by the 

Secretary of Homeland Security or the President, other 

Secret Service protectees and United States officials. 

No information shall be acquired intentionally through 

such activities except to protect against use of such 

surveillance equipment, and those activities shall be 

conducted pursuant to procedures agreed upon by the 

Secretary of Homeland Security and the Attorney Gen-

eral. 

1.12 THE DEPARTMENT OF ENERGY 

In addition to the authorities exercised by the Office 

of Intelligence and Counterintelligence of the Depart-

ment of Energy under sections 1.4 and 1.7(i) of this 

order, the Secretary of Energy shall: 
(a) Provide expert scientific, technical, analytic, and 

research capabilities to other agencies within the Intel-

ligence Community, as appropriate; 
(b) Participate in formulating intelligence collection 

and analysis requirements where the special expert ca-

pability of the Department can contribute; and 
(c) Participate with the Department of State in 

overtly collecting information with respect to foreign 

energy matters. 

1.13 THE FEDERAL BUREAU OF INVESTIGATION 

In addition to the authorities exercised by the intel-

ligence elements of the Federal Bureau of Investigation 
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of the Department of Justice under sections 1.4 and 

1.7(g) of this order and under the supervision of the At-

torney General and pursuant to such regulations as the 

Attorney General may establish, the Director of the 

Federal Bureau of Investigation shall provide technical 

assistance, within or outside the United States, to for-

eign intelligence and law enforcement services, consist-

ent with section 1.3(b)(20) and (21) of this order, as may 

be necessary to support national or departmental mis-

sions. 

PART 2—CONDUCT OF INTELLIGENCE ACTIVITIES 

2.1 NEED 

Timely, accurate, and insightful information about 

the activities, capabilities, plans, and intentions of for-

eign powers, organizations, and persons, and their 

agents, is essential to informed decisionmaking in the 

areas of national security, national defense, and foreign 

relations. Collection of such information is a priority 

objective and will be pursued in a vigorous, innovative, 

and responsible manner that is consistent with the 

Constitution and applicable law and respectful of the 

principles upon which the United States was founded. 

2.2 PURPOSE 

This Order is intended to enhance human and tech-

nical collection techniques, especially those under-

taken abroad, and the acquisition of significant foreign 

intelligence, as well as the detection and countering of 

international terrorist activities, the spread of weapons 

of mass destruction, and espionage conducted by for-

eign powers. Set forth below are certain general prin-

ciples that, in addition to and consistent with applica-

ble laws, are intended to achieve the proper balance be-

tween the acquisition of essential information and pro-

tection of individual interests. Nothing in this Order 

shall be construed to apply to or interfere with any au-

thorized civil or criminal law enforcement responsibil-

ity of any department or agency. 

2.3 COLLECTION OF INFORMATION 

Elements of the Intelligence Community are author-

ized to collect, retain, or disseminate information con-

cerning United States persons only in accordance with 

procedures established by the head of the Intelligence 

Community element concerned or by the head of a de-

partment containing such element and approved by the 

Attorney General, consistent with the authorities pro-

vided by Part 1 of this Order, after consultation with 

the Director. Those procedures shall permit collection, 

retention, and dissemination of the following types of 

information: 

(a) Information that is publicly available or collected 

with the consent of the person concerned; 

(b) Information constituting foreign intelligence or 

counterintelligence, including such information con-

cerning corporations or other commercial organiza-

tions. Collection within the United States of foreign in-

telligence not otherwise obtainable shall be undertaken 

by the Federal Bureau of Investigation (FBI) or, when 

significant foreign intelligence is sought, by other au-

thorized elements of the Intelligence Community, pro-

vided that no foreign intelligence collection by such 

elements may be undertaken for the purpose of acquir-

ing information concerning the domestic activities of 

United States persons; 

(c) Information obtained in the course of a lawful for-

eign intelligence, counterintelligence, international 

drug, or international terrorism investigation; 

(d) Information needed to protect the safety of any 

persons or organizations, including those who are tar-

gets, victims, or hostages of international terrorist or-

ganizations; 

(e) Information needed to protect foreign intelligence 

or counterintelligence sources, methods, and activities 

from unauthorized disclosure. Collection within the 

United States shall be undertaken by the FBI except 

that other elements of the Intelligence Community 

may also collect such information concerning present 

or former employees, present or former intelligence 

element contractors or their present or former employ-

ees, or applicants for any such employment or con-

tracting; 
(f) Information concerning persons who are reason-

ably believed to be potential sources or contacts for the 

purpose of determining their suitability or credibility; 
(g) Information arising out of a lawful personnel, 

physical, or communications security investigation; 
(h) Information acquired by overhead reconnaissance 

not directed at specific United States persons; 
(i) Incidentally obtained information that may indi-

cate involvement in activities that may violate Fed-

eral, state, local, or foreign laws; and 
(j) Information necessary for administrative pur-

poses. 
In addition, elements of the Intelligence Community 

may disseminate information to each appropriate ele-

ment within the Intelligence Community for purposes 

of allowing the recipient element to determine whether 

the information is relevant to its responsibilities and 

can be retained by it, except that information derived 

from signals intelligence may only be disseminated or 

made available to Intelligence Community elements in 

accordance with procedures established by the Director 

in coordination with the Secretary of Defense and ap-

proved by the Attorney General. 

2.4 COLLECTION TECHNIQUES 

Elements of the Intelligence Community shall use 

the least intrusive collection techniques feasible within 

the United States or directed against United States 

persons abroad. Elements of the Intelligence Commu-

nity are not authorized to use such techniques as elec-

tronic surveillance, unconsented physical search, mail 

surveillance, physical surveillance, or monitoring de-

vices unless they are in accordance with procedures es-

tablished by the head of the Intelligence Community 

element concerned or the head of a department con-

taining such element concerned and approved by the 

Attorney General, after consultation with the Director. 

Such procedures shall protect constitutional and other 

legal rights and limit use of such information to lawful 

governmental purposes. These procedures shall not au-

thorize: 
(a) The Central Intelligence Agency (CIA) to engage 

in electronic surveillance within the United States ex-

cept for the purpose of training, testing, or conducting 

countermeasures to hostile electronic surveillance; 
(b) Unconsented physical searches in the United 

States by elements of the Intelligence Community 

other than the FBI, except for: 
(1) Searches by counterintelligence elements of the 

military services directed against military personnel 

within the United States or abroad for intelligence pur-

poses, when authorized by a military commander em-

powered to approve physical searches for law enforce-

ment purposes, based upon a finding of probable cause 

to believe that such persons are acting as agents of for-

eign powers; and 
(2) Searches by CIA of personal property of non- 

United States persons lawfully in its possession; 
(c) Physical surveillance of a United States person in 

the United States by elements of the Intelligence Com-

munity other than the FBI, except for: 
(1) Physical surveillance of present or former employ-

ees, present or former intelligence element contractors 

or their present or former employees, or applicants for 

any such employment or contracting; and 
(2) Physical surveillance of a military person em-

ployed by a nonintelligence element of a military serv-

ice; and 
(d) Physical surveillance of a United States person 

abroad to collect foreign intelligence, except to obtain 

significant information that cannot reasonably be ac-

quired by other means. 

2.5 ATTORNEY GENERAL APPROVAL 

The Attorney General hereby is delegated the power 

to approve the use for intelligence purposes, within the 
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United States or against a United States person 

abroad, of any technique for which a warrant would be 

required if undertaken for law enforcement purposes, 

provided that such techniques shall not be undertaken 

unless the Attorney General has determined in each 

case that there is probable cause to believe that the 

technique is directed against a foreign power or an 

agent of a foreign power. The authority delegated pur-

suant to this paragraph, including the authority to ap-

prove the use of electronic surveillance as defined in 

the Foreign Intelligence Surveillance Act of 1978, as 

amended, shall be exercised in accordance with that 

Act. 

2.6 ASSISTANCE TO LAW ENFORCEMENT AND OTHER 

CIVIL AUTHORITIES 

Elements of the Intelligence Community are author-

ized to: 

(a) Cooperate with appropriate law enforcement agen-

cies for the purpose of protecting the employees, infor-

mation, property, and facilities of any element within 

the Intelligence Community; 

(b) Unless otherwise precluded by law or this Order, 

participate in law enforcement activities to investigate 

or prevent clandestine intelligence activities by foreign 

powers, or international terrorist or narcotics activi-

ties; 

(c) Provide specialized equipment, technical knowl-

edge, or assistance of expert personnel for use by any 

department or agency, or, when lives are endangered, 

to support local law enforcement agencies. Provision of 

assistance by expert personnel shall be approved in 

each case by the general counsel of the providing ele-

ment or department; and 

(d) Render any other assistance and cooperation to 

law enforcement or other civil authorities not pre-

cluded by applicable law. 

2.7 CONTRACTING 

Elements of the Intelligence Community are author-

ized to enter into contracts or arrangements for the 

provision of goods or services with private companies 

or institutions in the United States and need not reveal 

the sponsorship of such contracts or arrangements for 

authorized intelligence purposes. Contracts or arrange-

ments with academic institutions may be undertaken 

only with the consent of appropriate officials of the in-

stitution. 

2.8 CONSISTENCY WITH OTHER LAWS 

Nothing in this Order shall be construed to authorize 

any activity in violation of the Constitution or stat-

utes of the United States. 

2.9 UNDISCLOSED PARTICIPATION IN ORGANIZATIONS 

WITHIN THE UNITED STATES 

No one acting on behalf of elements of the Intel-

ligence Community may join or otherwise participate 

in any organization in the United States on behalf of 

any element of the Intelligence Community without 

disclosing such person’s intelligence affiliation to ap-

propriate officials of the organization, except in ac-

cordance with procedures established by the head of the 

Intelligence Community element concerned or the head 

of a department containing such element and approved 

by the Attorney General, after consultation with the 

Director. Such participation shall be authorized only if 

it is essential to achieving lawful purposes as deter-

mined by the Intelligence Community element head or 

designee. No such participation may be undertaken for 

the purpose of influencing the activity of the organiza-

tion or its members except in cases where: 

(a) The participation is undertaken on behalf of the 

FBI in the course of a lawful investigation; or 

(b) The organization concerned is composed primarily 

of individuals who are not United States persons and is 

reasonably believed to be acting on behalf of a foreign 

power. 

2.10 HUMAN EXPERIMENTATION 

No element of the Intelligence Community shall 

sponsor, contract for, or conduct research on human 

subjects except in accordance with guidelines issued by 

the Department of Health and Human Services. The 

subject’s informed consent shall be documented as re-

quired by those guidelines. 

2.11 PROHIBITION ON ASSASSINATION 

No person employed by or acting on behalf of the 

United States Government shall engage in, or conspire 

to engage in, assassination. 

2.12 INDIRECT PARTICIPATION 

No element of the Intelligence Community shall par-

ticipate in or request any person to undertake activi-

ties forbidden by this Order. 

2.13 LIMITATION ON COVERT ACTION 

No covert action may be conducted which is intended 

to influence United States political processes, public 

opinion, policies, or media. 

PART 3—GENERAL PROVISIONS 

3.1 CONGRESSIONAL OVERSIGHT 

The duties and responsibilities of the Director and 

the heads of other departments, agencies, elements, 

and entities engaged in intelligence activities to co-

operate with the Congress in the conduct of its respon-

sibilities for oversight of intelligence activities shall be 

implemented in accordance with applicable law, includ-

ing title V of the Act [50 U.S.C. 3091 et seq.]. The re-

quirements of applicable law, including title V of the 

Act, shall apply to all covert action activities as de-

fined in this Order. 

3.2 IMPLEMENTATION 

The President, supported by the NSC, and the Direc-

tor shall issue such appropriate directives, procedures, 

and guidance as are necessary to implement this order. 

Heads of elements within the Intelligence Community 

shall issue appropriate procedures and supplementary 

directives consistent with this order. No procedures to 

implement Part 2 of this order shall be issued without 

the Attorney General’s approval, after consultation 

with the Director. The Attorney General shall provide 

a statement of reasons for not approving any proce-

dures established by the head of an element in the In-

telligence Community (or the head of the department 

containing such element) other than the FBI. In in-

stances where the element head or department head 

and the Attorney General are unable to reach agree-

ments on other than constitutional or other legal 

grounds, the Attorney General, the head of department 

concerned, or the Director shall refer the matter to the 

NSC. 

3.3 PROCEDURES 

The activities herein authorized that require proce-

dures shall be conducted in accordance with existing 

procedures or requirements established under Execu-

tive Order 12333. New procedures, as required by Execu-

tive Order 12333, as further amended, shall be estab-

lished as expeditiously as possible. All new procedures 

promulgated pursuant to Executive Order 12333, as 

amended, shall be made available to the Select Com-

mittee on Intelligence of the Senate and the Perma-

nent Select Committee on Intelligence of the House of 

Representatives. 

3.4 REFERENCES AND TRANSITION 

References to ‘‘Senior Officials of the Intelligence 

Community’’ or ‘‘SOICs’’ in executive orders or other 

Presidential guidance, shall be deemed references to 

the heads of elements in the Intelligence Community, 

unless the President otherwise directs; references in In-

telligence Community or Intelligence Community ele-
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ment policies or guidance, shall be deemed to be ref-

erences to the heads of elements of the Intelligence 

Community, unless the President or the Director other-

wise directs. 

3.5 DEFINITIONS 

For the purposes of this Order, the following terms 

shall have these meanings: 
(a) Counterintelligence means information gathered 

and activities conducted to identify, deceive, exploit, 

disrupt, or protect against espionage, other intel-

ligence activities, sabotage, or assassinations con-

ducted for or on behalf of foreign powers, organizations 

or persons, or their agents, or international terrorist 

organizations or activities. 
(b) Covert action means an activity or activities of the 

United States Government to influence political, eco-

nomic, or military conditions abroad, where it is in-

tended that the role of the United States Government 

will not be apparent or acknowledged publicly, but does 

not include: 
(1) Activities the primary purpose of which is to ac-

quire intelligence, traditional counterintelligence ac-

tivities, traditional activities to improve or maintain 

the operational security of United States Government 

programs, or administrative activities; 
(2) Traditional diplomatic or military activities or 

routine support to such activities; 
(3) Traditional law enforcement activities conducted 

by United States Government law enforcement agen-

cies or routine support to such activities; or 
(4) Activities to provide routine support to the overt 

activities (other than activities described in paragraph 

(1), (2), or (3)) of other United States Government agen-

cies abroad. 
(c) Electronic surveillance means acquisition of a non-

public communication by electronic means without the 

consent of a person who is a party to an electronic 

communication or, in the case of a nonelectronic com-

munication, without the consent of a person who is 

visibly present at the place of communication, but not 

including the use of radio direction-finding equipment 

solely to determine the location of a transmitter. 
(d) Employee means a person employed by, assigned or 

detailed to, or acting for an element within the Intel-

ligence Community. 
(e) Foreign intelligence means information relating to 

the capabilities, intentions, or activities of foreign gov-

ernments or elements thereof, foreign organizations, 

foreign persons, or international terrorists. 
(f) Intelligence includes foreign intelligence and 

counterintelligence. 
(g) Intelligence activities means all activities that ele-

ments of the Intelligence Community are authorized to 

conduct pursuant to this order. 
(h) Intelligence Community and elements of the Intel-

ligence Community refers to: 
(1) The Office of the Director of National Intelligence; 
(2) The Central Intelligence Agency; 
(3) The National Security Agency; 
(4) The Defense Intelligence Agency; 
(5) The National Geospatial-Intelligence Agency; 
(6) The National Reconnaissance Office; 
(7) The other offices within the Department of De-

fense for the collection of specialized national foreign 

intelligence through reconnaissance programs; 
(8) The intelligence and counterintelligence elements 

of the Army, the Navy, the Air Force, and the Marine 

Corps; 
(9) The intelligence elements of the Federal Bureau of 

Investigation; 
(10) The Office of National Security Intelligence of 

the Drug Enforcement Administration; 
(11) The Office of Intelligence and Counter-

intelligence of the Department of Energy; 
(12) The Bureau of Intelligence and Research of the 

Department of State; 
(13) The Office of Intelligence and Analysis of the De-

partment of the Treasury; 
(14) The Office of Intelligence and Analysis of the De-

partment of Homeland Security; 

(15) The intelligence and counterintelligence ele-

ments of the Coast Guard; and 

(16) Such other elements of any department or agency 

as may be designated by the President, or designated 

jointly by the Director and the head of the department 

or agency concerned, as an element of the Intelligence 

Community. 

(i) National Intelligence and Intelligence Related to Na-

tional Security means all intelligence, regardless of the 

source from which derived and including information 

gathered within or outside the United States, that per-

tains, as determined consistent with any guidance is-

sued by the President, or that is determined for the 

purpose of access to information by the Director in ac-

cordance with section 1.3(a)(1) of this order, to pertain 

to more than one United States Government agency; 

and that involves threats to the United States, its peo-

ple, property, or interests; the development, prolifera-

tion, or use of weapons of mass destruction; or any 

other matter bearing on United States national or 

homeland security. 

(j) The National Intelligence Program means all pro-

grams, projects, and activities of the Intelligence Com-

munity, as well as any other programs of the Intel-

ligence Community designated jointly by the Director 

and the head of a United States department or agency 

or by the President. Such term does not include pro-

grams, projects, or activities of the military depart-

ments to acquire intelligence solely for the planning 

and conduct of tactical military operations by United 

States Armed Forces. 

(k) United States person means a United States citizen, 

an alien known by the intelligence element concerned 

to be a permanent resident alien, an unincorporated as-

sociation substantially composed of United States citi-

zens or permanent resident aliens, or a corporation in-

corporated in the United States, except for a corpora-

tion directed and controlled by a foreign government or 

governments. 

3.6 REVOCATION 

Executive Orders 13354 and 13355 of August 27, 2004, 

are revoked; and paragraphs 1.3(b)(9) and (10) of Part 1 

supersede provisions within Executive Order 12958, as 

amended, to the extent such provisions in Executive 

Order 12958, as amended, are inconsistent with this 

Order. 

3.7 GENERAL PROVISIONS 

(a) Consistent with section 1.3(c) of this order, noth-

ing in this order shall be construed to impair or other-

wise affect: 

(1) Authority granted by law to a department or 

agency, or the head thereof; or 

(2) Functions of the Director of the Office of Manage-

ment and Budget relating to budget, administrative, or 

legislative proposals. 

(b) This order shall be implemented consistent with 

applicable law and subject to the availability of appro-

priations. 

(c) This order is intended only to improve the inter-

nal management of the executive branch and is not in-

tended to, and does not, create any right or benefit, 

substantive or procedural, enforceable at law or in eq-

uity, by any party against the United States, its de-

partments, agencies or entities, its officers, employees, 

or agents, or any other person. 

[For provisions relating to consideration of Com-

mandant and Assistant Commandant for Intelligence of 

the Coast Guard as a ‘‘Senior Official of the Intel-

ligence Community’’ for purposes of Ex. Ord. No. 12333, 

set out above, and all other relevant authorities, see 

Ex. Ord. No. 13286, § 87, Feb. 28, 2003, 68 F.R. 10632, set 

out as a note under section 111 of Title 6, Domestic Se-

curity.] 

EXECUTIVE ORDER NO. 12334 

Ex. Ord. No. 12334, Dec. 4, 1981, 46 F.R. 59955, as 

amended by Ex. Ord. No. 12701, Feb. 14, 1990, 55 F.R. 
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5953, which established the President’s Intelligence 

Oversight Board, was revoked by Ex. Ord. No. 12863, 

§ 3.3, Sept. 13, 1993, 58 F.R. 48441, formerly set out below. 

EXECUTIVE ORDER NO. 12863 

Ex. Ord. No. 12863, Sept. 13, 1993, 58 F.R. 48441, as 

amended by Ex. Ord. No. 13070, Dec. 15, 1997, 62 F.R. 

66493; Ex. Ord. No. 13301, May 14, 2003, 68 F.R. 26981; Ex. 

Ord. No. 13376, Apr. 13, 2005, 70 F.R. 20261, which estab-

lished the President’s Foreign Intelligence Advisory 

Board, was revoked by Ex. Ord. No. 13462, § 10, Feb. 29, 

2008, 73 F.R. 11808, set out below. 

EX. ORD. NO. 13434. NATIONAL SECURITY PROFESSIONAL 

DEVELOPMENT 

Ex. Ord. No. 13434, May 17, 2007, 72 F.R. 28583, pro-

vided: 

By the authority vested in me as President by the 

Constitution and the laws of the United States of 

America, and in order to enhance the national security, 

it is hereby ordered as follows: 

SECTION 1. Policy. In order to enhance the national se-

curity of the United States, including preventing, pro-

tecting against, responding to, and recovering from 

natural and manmade disasters, such as acts of terror-

ism, it is the policy of the United States to promote 

the education, training, and experience of current and 

future professionals in national security positions (se-

curity professionals) in executive departments and 

agencies (agencies). 

SEC. 2. National Strategy for Professional Development. 

Not later than 60 days after the date of this order, the 

Assistant to the President for Homeland Security and 

Counterterrorism (APHS/CT), in coordination with the 

Assistant to the President for National Security Af-

fairs (APNSA), shall submit to the President for ap-

proval a National Strategy for the Development of Se-

curity Professionals (National Strategy). The National 

Strategy shall set forth a framework that will provide 

to security professionals access to integrated edu-

cation, training, and professional experience opportuni-

ties for the purpose of enhancing their mission-related 

knowledge, skills, and experience and thereby improve 

their capability to safeguard the security of the Na-

tion. Such opportunities shall be provided across orga-

nizations, levels of government, and incident manage-

ment disciplines, as appropriate. 

SEC. 3. Executive Steering Committee. (a) There is estab-

lished the Security Professional Development Execu-

tive Steering Committee (Steering Committee), which 

shall facilitate the implementation of the National 

Strategy. Not later than 120 days after the approval of 

the National Strategy by the President, the Steering 

Committee shall submit to the APHS/CT and the 

APNSA an implementation plan (plan) for the National 

Strategy, and annually thereafter shall submit to the 

APHS/CT and the APNSA a status report on the imple-

mentation of the plan and any recommendations for 

changes to the National Strategy. 

(b) The Steering Committee shall consist exclusively 

of the following members (or their designees who shall 

be full-time officers or employees of the members’ re-

spective agencies): 

(i) the Director of the Office of Personnel Manage-

ment, who shall serve as Chair; 

(ii) the Secretary of State; 

(iii) the Secretary of the Treasury; 

(iv) the Secretary of Defense; 

(v) the Attorney General; 

(vi) the Secretary of Agriculture; 

(vii) the Secretary of Labor; 

(viii) the Secretary of Health and Human Services; 

(ix) the Secretary of Housing and Urban Develop-

ment; 

(x) the Secretary of Transportation; 

(xi) the Secretary of Energy; 

(xii) the Secretary of Education; 

(xiii) the Secretary of Homeland Security; 

(xiv) the Director of National Intelligence; 

(xv) the Director of the Office of Management and 

Budget; and 
(xvi) such other officers of the United States as the 

Chair of the Steering Committee may designate from 

time to time. 
(c) The Steering Committee shall coordinate, to the 

maximum extent practicable, national security profes-

sional development programs and guidance issued by 

the heads of agencies in order to ensure an integrated 

approach to such programs. 
(d) The Chair of the Steering Committee shall con-

vene and preside at the meetings of the Steering Com-

mittee, set its agenda, coordinate its work, and, as ap-

propriate to deal with particular subject matters, es-

tablish subcommittees of the Steering Committee that 

shall consist exclusively of members of the Steering 

Committee (or their designees under subsection (b) of 

this section), and such other full-time or permanent 

part-time officers or employees of the Federal Govern-

ment as the Chair may designate. 
SEC. 4. Responsibilities. The head of each agency with 

national security functions shall: 
(a) identify and enhance existing national security 

professional development programs and infrastructure, 

and establish new programs as necessary, in order to 

fulfill their respective missions to educate, train, and 

employ security professionals consistent with the Na-

tional Strategy and, to the maximum extent prac-

ticable, the plan and related guidance from the Steer-

ing Committee; and 
(b) cooperate with the Steering Committee and pro-

vide such information, support, and assistance as the 

Chair of the Steering Committee may request from 

time to time. 
SEC. 5. Additional Responsibilities. (a) Except for em-

ployees excluded by law, and subject to subsections (b), 

(c), and (d) of this section, the Director of the Office of 

Personnel Management, after consultation with the 

Steering Committee, shall: 
(i) consistent with applicable merit-based hiring and 

advancement principles, lead the establishment of a na-

tional security professional development program in 

accordance with the National Strategy and the plan 

that provides for interagency and intergovernmental 

assignments and fellowship opportunities and provides 

for professional development guidelines for career ad-

vancement; and 
(ii) issue to agencies rules and guidance or apply ex-

isting rules and guidance relating to the establishment 

of national security professional development programs 

to implement the National Strategy and the plan; 
(b) The Secretary of Defense shall issue rules or guid-

ance on professional development programs for Depart-

ment of Defense military personnel, including inter-

agency and intergovernmental assignments and fellow-

ship opportunities, to implement the National Strategy 

and the plan, as appropriate, and shall coordinate such 

programs, to the maximum extent practicable, with the 

Steering Committee; 
(c) The Secretary of State shall issue rules or guid-

ance on national security professional development 

programs for the Foreign Service, including inter-

agency and intergovernmental exchanges and fellow-

ship opportunities, to implement the National Strategy 

and the plan, as appropriate, and shall coordinate such 

programs, to the maximum extent practicable, with the 

Steering Committee; 
(d) The Director of National Intelligence, in coordina-

tion with the heads of agencies of which elements of 

the intelligence community are a part, shall issue rules 

or guidance on national security professional develop-

ment programs for the intelligence community, includ-

ing interagency and intergovernmental assignments 

and fellowship opportunities, to implement the Na-

tional Strategy and the plan, as appropriate, and shall 

coordinate such programs, to the maximum extent 

practicable, with the Steering Committee; and 
(e) The Secretary of Homeland Security shall develop 

a program to provide to Federal, State, local, and trib-

al government officials education in disaster prepared-
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ness, response, and recovery plans and authorities, and 

training in crisis decision-making skills, consistent 

with applicable presidential guidance. 

SEC. 6. General Provisions. This order: 

(a) shall be implemented consistent with applicable 

law and authorities of agencies, or heads of agencies, 

vested by law, and subject to the availability of appro-

priations; 

(b) shall not be construed to impair or otherwise af-

fect the authorities of any agency, instrumentality, of-

ficer, or employee of the United States under applica-

ble law, including the functions of the Director of the 

Office of Management and Budget relating to budget, 

administrative, or legislative proposals, or the func-

tions assigned by the President to the Director of the 

Office of Personnel Management; and 

(c) is not intended to, and does not, create any right, 

benefit, or privilege, substantive or procedural, en-

forceable at law or in equity, by any party against the 

United States, its departments, agencies, instrumental-

ities, or entities, its officers or employees, or any other 

person. 

GEORGE W. BUSH. 

EX. ORD. NO. 13462. PRESIDENT’S INTELLIGENCE ADVISORY 

BOARD AND INTELLIGENCE OVERSIGHT BOARD 

Ex. Ord. No. 13462, Feb. 29, 2008, 73 F.R. 11805, as 

amended by Ex. Ord. No. 13516, § 1, Oct. 28, 2009, 74 F.R. 

56521, 57241, provided: 

By the authority vested in me as President by the 

Constitution and the laws of the United States of 

America, it is hereby ordered as follows: 

SECTION 1. Policy. It is the policy of the United States 

to ensure that the President and other officers of the 

United States with responsibility for the security of 

the Nation and the advancement of its interests have 

access to accurate, insightful, objective, and timely in-

formation concerning the capabilities, intentions, and 

activities of foreign powers. 

SEC. 2. Definitions. As used in this order: 

(a) ‘‘department concerned’’ means an executive de-

partment listed in section 101 of title 5, United States 

Code, that contains an organization listed in or des-

ignated pursuant to section 3(4) of the National Secu-

rity Act of 1947, as amended ([former] 50 U.S.C. 401a(4)) 

[now 50 U.S.C. 3003(4)]; 

(b) ‘‘intelligence activities’’ has the meaning speci-

fied in section 3.5 of Executive Order 12333 of December 

4, 1981, as amended; and 

(c) ‘‘intelligence community’’ means the organiza-

tions listed in or designated pursuant to section 3(4) of 

the National Security Act of 1947, as amended. 

SEC. 3. Establishment of the President’s Intelligence Ad-

visory Board. (a) There is hereby established, within the 

Executive Office of the President and exclusively to ad-

vise and assist the President as set forth in this order, 

the President’s Intelligence Advisory Board (PIAB). 

(b) The PIAB shall consist of not more than 16 mem-

bers appointed by the President from among individ-

uals who are not full-time employees of the Federal 

Government. 

(c) The President shall designate a Chair or Co-Chairs 

from among the members of the PIAB, who shall con-

vene and preside at meetings of the PIAB, determine 

its agenda, and direct its work. 

(d) Members of the PIAB and the Intelligence Over-

sight Board (IOB) established in section 5 of this order: 

(i) shall serve without any compensation for their 

work on the PIAB or the IOB; and 

(ii) while engaged in the work of the PIAB or the IOB, 

may be allowed travel expenses, including per diem in 

lieu of subsistence, as authorized by law for persons 

serving intermittently in the Government (5 U.S.C. 

5701–5707). 

(e) The PIAB shall utilize such full-time professional 

and administrative staff as authorized by the Chair and 

approved by the President or the President’s designee. 

Such staff shall be supervised by an Executive Director 

of the PIAB, appointed by the President, whom the 

President may designate to serve also as the Executive 

Director of the IOB. 
SEC. 4. Functions of the PIAB. Consistent with the pol-

icy set forth in section 1 of this order, the PIAB shall 

have the authority to, as the PIAB determines appro-

priate, or shall, when directed by the President: 
(a) assess the quality, quantity, and adequacy of in-

telligence collection, of analysis and estimates, and of 

counterintelligence and other intelligence activities, 

assess the adequacy of management, personnel and or-

ganization in the intelligence community, and review 

the performance of all agencies of the Federal Govern-

ment that are engaged in the collection, evaluation, or 

production of intelligence or the execution of intel-

ligence policy and report the results of such assess-

ments or reviews: 
(i) to the President, as necessary but not less than 

twice each year; and 
(ii) to the Director of National Intelligence (DNI) and 

the heads of departments concerned when the PIAB de-

termines appropriate; and 
(b) consider and make appropriate recommendations 

to the President, the DNI, or the head of the depart-

ment concerned with respect to matters identified to 

the PIAB by the DNI or the head of a department con-

cerned. 
SEC. 5. Establishment of Intelligence Oversight Board. 

(a) There is hereby established a committee of the 

PIAB to be known as the Intelligence Oversight Board. 
(b) The IOB shall consist of not more than five mem-

bers of the PIAB who are designated by the President 

from among members of the PIAB to serve on the IOB. 

The IOB shall utilize such full-time professional and 

administrative staff as authorized by the Chair and ap-

proved by the President or the President’s designee. 

Such staff shall be supervised by an Executive Director 

of the IOB, appointed by the President, whom the 

President may designate to serve also as the Executive 

Director of the PIAB. 
(c) The President shall designate a Chair from among 

the members of the IOB, who shall convene and preside 

at meetings of the IOB, determine its agenda, and di-

rect its work. 
SEC. 6. Functions of the IOB. Consistent with the pol-

icy set forth in section 1 of this order, the IOB shall: 
(a) issue criteria on the thresholds for reporting mat-

ters to the IOB, to the extent consistent with section 

1.6(c) of Executive Order 12333, as amended[,] or the cor-

responding provision of any successor order; 
(b) inform the President of intelligence activities 

that the IOB believes: 
(i)(A) may be unlawful or contrary to Executive 

Order or presidential directive; and 
(B) are not being adequately addressed by the Attor-

ney General, the DNI, or the head of the department 

concerned; or 
(ii) should be immediately reported to the Presi-

dent.[;] 
(c) forward to the Attorney General information con-

cerning intelligence activities that involve possible 

violations of Federal criminal laws or otherwise impli-

cate the authority of the Attorney General; 
(d) review and assess the effectiveness, efficiency, and 

sufficiency of the processes by which the DNI and the 

heads of departments concerned perform their respec-

tive functions under this order and report thereon as 

necessary, together with any recommendations, to the 

President and, as appropriate, the DNI and the head of 

the department concerned; 
(e) receive and review information submitted by the 

DNI under subsection 7(c) of this order and make rec-

ommendations thereon, including for any needed cor-

rective action, with respect to such information, and 

the intelligence activities to which the information re-

lates, as necessary, but not less than twice each year, 

to the President, the DNI, and the head of the depart-

ment concerned; and 
(f) conduct, or request that the DNI or the head of the 

department concerned, as appropriate, carry out and 

report to the IOB the results of, investigations of intel-
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ligence activities that the IOB determines are nec-

essary to enable the IOB to carry out its functions 

under this order. 
SEC. 7. Functions of the Director of National Intelligence. 

Consistent with the policy set forth in section 1 of this 

order, the DNI shall: 
(a) with respect to guidelines applicable to organiza-

tions within the intelligence community that concern 

reporting of intelligence activities described in sub-

section 6(b)(i)(A) of this order: 
(i) review and ensure that such guidelines are consist-

ent with section 1.6(c) of Executive Order 12333, as 

amended, or a corresponding provision of any successor 

order, and this order; and 
(ii) issue for incorporation in such guidelines instruc-

tions relating to the format and schedule of such re-

porting as necessary to implement this order; 
(b) with respect to intelligence activities described in 

subsection 6(b)(i)(A) of this order: 
(i) receive reports submitted to the IOB pursuant to 

section 1.6(c) of Executive Order 12333, as amended, or 

a corresponding provision of any successor order; 
(ii) forward to the Attorney General information in 

such reports relating to such intelligence activities to 

the extent that such activities involve possible viola-

tions of Federal criminal laws or implicate the author-

ity of the Attorney General unless the DNI or the head 

of the department concerned has previously provided 

such information to the Attorney General; and 
(iii) monitor the intelligence community to ensure 

that the head of the department concerned has directed 

needed corrective actions and that such actions have 

been taken and report to the IOB and the head of the 

department concerned, and as appropriate the Presi-

dent, when such actions have not been timely taken; 

and 
(c) submit to the IOB as necessary and no less than 

twice each year: 
(i) an analysis of the reports received under sub-

section (b)(i) of this section, including an assessment of 

the gravity, frequency, trends, and patterns of occur-

rences of intelligence activities described in subsection 

6(b)(i)(A) of this order; 
(ii) a summary of direction under subsection (b)(iii) 

of this section and any related recommendations; and 
(iii) an assessment of the effectiveness of corrective 

action taken by the DNI or the head of the department 

concerned with respect to intelligence activities de-

scribed in subsection 6(b)(i)(A) of this order. 
SEC. 8. Functions of Heads of Departments Concerned 

and Additional Functions of the Director of National Intel-

ligence. 

(a) To the extent permitted by law, the DNI and the 

heads of departments concerned shall provide such in-

formation and assistance as the PIAB and the IOB de-

termine is needed to perform their functions under this 

order. 
(b) The heads of departments concerned shall: 
(i) ensure that the DNI receives: 
(A) copies of reports submitted to the IOB pursuant 

to section 1.6(c) of Executive Order 12333, as amended, 

or a corresponding provision of any successor order; 

and 
(B) such information and assistance as the DNI may 

need to perform functions under this order; and 
(ii) designate the offices within their respective orga-

nizations that shall submit reports to the IOB required 

by Executive Order and inform the DNI and the IOB of 

such designations; and 
(iii) ensure that departments concerned comply with 

instructions issued by the DNI under subsection 7(a)(ii) 

of this order. 
(c) The head of a department concerned who does not 

implement a recommendation to that head of depart-

ment from the PIAB under subsection 4(b) of this order 

or from the IOB under subsections 6(c) or 6(d) of this 

order shall promptly report through the DNI to the 

Board that made the recommendation, or to the Presi-

dent, the reasons for not implementing the recom-

mendation. 

(d) The DNI shall ensure that the Director of the Cen-

tral Intelligence Agency performs the functions with 

respect to the Central Intelligence Agency under this 

order that a head of a department concerned performs 

with respect to organizations within the intelligence 

community that are part of that department. 

SEC. 9. References and Transition. (a) References in Ex-

ecutive Orders other than this order, or in any other 

presidential guidance, to the ‘‘President’s Foreign In-

telligence Advisory Board’’ shall be deemed to be ref-

erences to the President’s Intelligence Advisory Board 

established by this order. 

(b) Individuals who are members of the President’s 

Foreign Intelligence Advisory Board under Executive 

Order 12863 of September 13, 1993, as amended, imme-

diately prior to the signing of this order shall be mem-

bers of the President’s Intelligence Advisory Board im-

mediately upon the signing of this order, to serve as 

such consistent with this order until the date that is 15 

months following the date of this order. 

(c) Individuals who are members of the Intelligence 

Oversight Board under Executive Order 12863 imme-

diately prior to the signing of this order shall be mem-

bers of the Intelligence Oversight Board under this 

order, to serve as such consistent with this order until 

the date that is 15 months following the date of this 

order. 

(d) The individual serving as Executive Director of 

the President’s Foreign Intelligence Advisory Board 

immediately prior to the signing of this order shall 

serve as the Executive Director of the PIAB until such 

person resigns, dies, or is removed, or upon appoint-

ment of a successor under this order and shall serve as 

the Executive Director of the IOB until an Executive 

Director of the IOB is appointed or designated under 

this order. 

SEC. 10. Revocation. Executive Order 12863 is revoked. 

SEC. 11. General Provisions. 

(a) Nothing in this order shall be construed to impair 

or otherwise affect: 

(i) authority granted by law to a department or agen-

cy, or the head thereof; or 

(ii) functions of the Director of the Office of Manage-

ment and Budget relating to budget, administrative, or 

legislative proposals. 

(b) Any person who is a member of the PIAB or the 

IOB, or who is granted access to classified national se-

curity information in relation to the activities of the 

PIAB or the IOB, as a condition of access to such infor-

mation, shall sign and comply with appropriate agree-

ments to protect such information from unauthorized 

disclosure. This order shall be implemented in a man-

ner consistent with Executive Order 12958 of April 17, 

1995, as amended, and Executive Order 12968 of August 

2, 1995, as amended. 

(c) This order shall be implemented consistent with 

applicable law and subject to the availability of appro-

priations. 

(d) This order is intended only to improve the inter-

nal management of the executive branch and is not in-

tended to, and does not, create any right or benefit, 

substantive or procedural, enforceable at law or in eq-

uity, by any party against the United States, its de-

partments, agencies or entities, its officers, employees, 

or agents, or any other person. 

GEORGE W. BUSH. 

EX. ORD. NO. 13732. UNITED STATES POLICY ON PRE- AND 

POST-STRIKE MEASURES TO ADDRESS CIVILIAN CASUAL-

TIES IN U.S. OPERATIONS INVOLVING THE USE OF FORCE 

Ex. Ord. No. 13732, July 1, 2016, 81 F.R. 44485, provided: 

By the authority vested in me as President by the 

Constitution and the laws of the United States of 

America, I hereby direct as follows: 

SECTION 1. Purpose. United States policy on civilian 

casualties resulting from U.S. operations involving the 

use of force in armed conflict or in the exercise of the 

Nation’s inherent right of self-defense is based on our 

national interests, our values, and our legal obliga-
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tions. As a Nation, we are steadfastly committed to 

complying with our obligations under the law of armed 

conflict, including those that address the protection of 

civilians, such as the fundamental principles of neces-

sity, humanity, distinction, and proportionality. 
The protection of civilians is fundamentally consist-

ent with the effective, efficient, and decisive use of 

force in pursuit of U.S. national interests. Minimizing 

civilian casualties can further mission objectives; help 

maintain the support of partner governments and vul-

nerable populations, especially in the conduct of 

counterterrorism and counterinsurgency operations; 

and enhance the legitimacy and sustainability of U.S. 

operations critical to our national security. As a mat-

ter of policy, the United States therefore routinely im-

poses certain heightened policy standards that are 

more protective than the requirements of the law of 

armed conflict that relate to the protection of civil-

ians. 
Civilian casualties are a tragic and at times unavoid-

able consequence of the use of force in situations of 

armed conflict or in the exercise of a state’s inherent 

right of self-defense. The U.S. Government shall main-

tain and promote best practices that reduce the likeli-

hood of civilian casualties, take appropriate steps when 

such casualties occur, and draw lessons from our oper-

ations to further enhance the protection of civilians. 
SEC. 2. Policy. In furtherance of U.S. Government ef-

forts to protect civilians in U.S. operations involving 

the use of force in armed conflict or in the exercise of 

the Nation’s inherent right of self-defense, and with a 

view toward enhancing such efforts, relevant depart-

ments and agencies (agencies) shall continue to take 

certain measures in present and future operations. 
(a) In particular, relevant agencies shall, consistent 

with mission objectives and applicable law, including 

the law of armed conflict: 
(i) train personnel, commensurate with their respon-

sibilities, on compliance with legal obligations and pol-

icy guidance that address the protection of civilians 

and on implementation of best practices that reduce 

the likelihood of civilian casualties, including through 

exercises, pre-deployment training, and simulations of 

complex operational environments that include civil-

ians; 
(ii) develop, acquire, and field intelligence, surveil-

lance, and reconnaissance systems that, by enabling 

more accurate battlespace awareness, contribute to the 

protection of civilians; 
(iii) develop, acquire, and field weapon systems and 

other technological capabilities that further enable the 

discriminate use of force in different operational con-

texts; 
(iv) take feasible precautions in conducting attacks 

to reduce the likelihood of civilian casualties, such as 

providing warnings to the civilian population (unless 

the circumstances do not permit), adjusting the timing 

of attacks, taking steps to ensure military objectives 

and civilians are clearly distinguished, and taking 

other measures appropriate to the circumstances; and 
(v) conduct assessments that assist in the reduction 

of civilian casualties by identifying risks to civilians 

and evaluating efforts to reduce risks to civilians. 
(b) In addition to the responsibilities above, relevant 

agencies shall also, as appropriate and consistent with 

mission objectives and applicable law, including the 

law of armed conflict: 
(i) review or investigate incidents involving civilian 

casualties, including by considering relevant and credi-

ble information from all available sources, such as 

other agencies, partner governments, and nongovern-

mental organizations, and take measures to mitigate 

the likelihood of future incidents of civilian casualties; 
(ii) acknowledge U.S. Government responsibility for 

civilian casualties and offer condolences, including ex 

gratia payments, to civilians who are injured or to the 

families of civilians who are killed; 
(iii) engage with foreign partners to share and learn 

best practices for reducing the likelihood of and re-

sponding to civilian casualties, including through ap-

propriate training and assistance; and 

(iv) maintain channels for engagement with the 

International Committee of the Red Cross and other 

nongovernmental organizations that operate in conflict 

zones and encourage such organizations to assist in ef-

forts to distinguish between military objectives and ci-

vilians, including by appropriately marking protected 

facilities, vehicles, and personnel, and by providing up-

dated information on the locations of such facilities 

and personnel. 
SEC. 3. Report on Strikes Undertaken by the U.S. Govern-

ment Against Terrorist Targets Outside Areas of Active 

Hostilities. (a) The Director of National Intelligence 

(DNI), or such other official as the President may des-

ignate, shall obtain from relevant agencies information 

about the number of strikes undertaken by the U.S. 

Government against terrorist targets outside areas of 

active hostilities from January 1, 2016, through Decem-

ber 31, 2016, as well as assessments of combatant and 

non-combatant deaths resulting from those strikes, and 

publicly release an unclassified summary of such infor-

mation no later than May 1, 2017. By May 1 of each sub-

sequent year, as consistent with the need to protect 

sources and methods, the DNI shall publicly release a 

report with the same information for the preceding cal-

endar year. 
(b) The annual report shall also include information 

obtained from relevant agencies regarding the general 

sources of information and methodology used to con-

duct these assessments and, as feasible and appro-

priate, shall address the general reasons for discrep-

ancies between post-strike assessments from the U.S. 

Government and credible reporting from nongovern-

mental organizations regarding non-combatant deaths 

resulting from strikes undertaken by the U.S. Govern-

ment against terrorist targets outside areas of active 

hostilities. 
(c) In preparing a report under this section, the DNI 

shall review relevant and credible post-strike all-source 

reporting, including such information from nongovern-

mental sources, for the purpose of ensuring that this 

reporting is available to and considered by relevant 

agencies in their assessment of deaths. 
(d) The Assistant to the President for National Secu-

rity Affairs may, as appropriate, request that the head 

of any relevant agency conduct additional reviews re-

lated to the intelligence assessments of deaths from 

strikes against terrorist targets outside areas of active 

hostilities. 
SEC. 4. Periodic Consultation. In furtherance of the 

policies and practices set forth in this order, the Assist-

ant to the President for National Security Affairs, 

through the National Security Council staff, will con-

vene agencies with relevant defense, counterterrorism, 

intelligence, legal, civilian protection, and technology 

expertise to consult on civilian casualty trends, con-

sider potential improvements to U.S. Government ci-

vilian casualty mitigation efforts, and, as appropriate, 

report to the Deputies and Principals Committees, con-

sistent with Presidential Policy Directive 1 or its suc-

cessor. Specific incidents will not be considered in this 

context, and will continue to be examined within rel-

evant chains of command. 
SEC. 5. General Provisions. (a) The policies and prac-

tices set forth above are not intended to alter, and 

shall be implemented consistent with, the authority 

and responsibility of commanders and other U.S. per-

sonnel to execute their mission as directed by the 

President or other appropriate authorities, which nec-

essarily includes the inherent right of self-defense and 

the maintenance of good order and discipline among 

U.S. personnel. No part of this order modifies the chain 

of command of the U.S. Armed Forces or the authority 

of U.S. commanders. 
(b) No part of this order modifies priorities in the col-

lection of intelligence or the development, acquisition, 

or fielding of weapon systems and other technological 

capabilities. 
(c) No part of this order shall prejudice or supplant 

established procedures pertaining to administrative or 

criminal investigative or judicial processes in the con-
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text of the military justice system or other applicable 
law and regulation. 

(d) The policies set forth in this order are consistent 
with existing U.S. obligations under international law 
and are not intended to create new international legal 
obligations; nor shall anything in this order be con-
strued to derogate from obligations under applicable 
law, including the law of armed conflict. 

(e) This order is not intended to, and does not, create 
any right or benefit, substantive or procedural, enforce-
able at law or in equity by any party against the 
United States, its departments, agencies, or entities, 
its officers, employees, or agents, or any other person. 

BARACK OBAMA. 

EFFECTIVE DATES OF PROVISIONS IN TITLE I OF THE IN-
TELLIGENCE REFORM AND TERRORISM PREVENTION ACT 
OF 2004 

Memorandum of President of the United States, Apr. 
21, 2005, 70 F.R. 23925, provided: 

Memorandum for the Secretary of State[,] the Sec-
retary of the Treasury[,] the Secretary of Defense[,] the 
Attorney General[,] the Secretary of Energy[,] the Sec-
retary of Homeland Security[,] the Director of the Of-
fice of Management and Budget[, and] the Director of 
National Intelligence 

Subsection 1097(a) of the Intelligence Reform and 
Terrorism Prevention Act of 2004 (Public Law 108–458, 
December 17, 2004) (the Act) [set out in a note above] 
provides: 

(a) IN GENERAL- Except as otherwise expressly pro-
vided in this Act, this title and the amendments 
made by this title shall take effect not later than 6 
months after the date of the enactment of this Act. 
Subsection 1097(a) clearly contemplates that one or 

more of the provisions in Title I of the Act may take 
effect earlier than the date that is 6 months after the 
date of enactment of the Act, but does not state explic-
itly the mechanism for determining when such earlier 
effect shall occur, leaving it to the President in the 
execution of the Act. Moreover, given that section 
1097(a) evinces a legislative intent to afford the Presi-
dent flexibility, and such flexibility is constitutionally 
appropriate with respect to intelligence matters (see 

United States v. Curtiss-Wright Export Corporation, 299 

U.S. 304 (1936)), the executive branch shall construe sec-

tion 1097(a) to authorize the President to select dif-

ferent effective dates that precede the 6-month dead-

line for different provisions in Title I. 
Therefore, pursuant to the Constitution and the laws 

of the United States of America, including subsection 

1097(a) of the Act, I hereby determine and direct: 
1. Sections 1097(a) and 1103 of the Act [set out in notes 

above], relating respectively to effective dates of provi-

sions and to severability, shall take effect immediately 

upon the signing of this memorandum to any extent 

that they have not already taken effect. 
2. Provisions in Title I of the Act other than those ad-

dressed in numbered paragraph 1 of this memorandum 

shall take effect immediately upon the signing of this 

memorandum, except: 
(a) any provision in Title I of the Act for which the 

Act expressly provides the date on which the provision 

shall take effect; and 
(b) sections 1021 and 1092 of the Act [enacting section 

3056 of this title and provisions set out in a note above, 

respectively], relating to the National Counter-

terrorism Center. 
The taking of effect of a provision pursuant to sec-

tion 1097(a) of the Act and this memorandum shall not 

affect the construction of such provision by the execu-

tive branch as set forth in my Statement of December 

17, 2004, upon signing the Act into law. 
The Director of the Office of Management and Budget 

is authorized and directed to publish this memorandum 

in the Federal Register. 

GEORGE W. BUSH. 

§ 3002. Congressional declaration of purpose 

In enacting this chapter, it is the intent of 
Congress to provide a comprehensive program 

for the future security of the United States; to 
provide for the establishment of integrated poli-
cies and procedures for the departments, agen-
cies, and functions of the Government relating 
to the national security; to provide a Depart-
ment of Defense, including the three military 
Departments of the Army, the Navy (including 
naval aviation and the United States Marine 
Corps), and the Air Force under the direction, 
authority, and control of the Secretary of De-
fense; to provide that each military department 
shall be separately organized under its own Sec-
retary and shall function under the direction, 
authority, and control of the Secretary of De-
fense; to provide for their unified direction 
under civilian control of the Secretary of De-
fense but not to merge these departments or 
services; to provide for the establishment of uni-
fied or specified combatant commands, and a 
clear and direct line of command to such com-
mands; to eliminate unnecessary duplication in 
the Department of Defense, and particularly in 
the field of research and engineering by vesting 
its overall direction and control in the Sec-
retary of Defense; to provide more effective, effi-
cient, and economical administration in the De-
partment of Defense; to provide for the unified 
strategic direction of the combatant forces, for 
their operation under unified command, and for 
their integration into an efficient team of land, 
naval, and air forces but not to establish a sin-
gle Chief of Staff over the armed forces nor an 
overall armed forces general staff. 

(July 26, 1947, ch. 343, § 2, 61 Stat. 496; Aug. 10, 
1949, ch. 412, § 2, 63 Stat. 579; Pub. L. 85–599, § 2, 
Aug. 6, 1958, 72 Stat. 514.) 

REFERENCES IN TEXT 

This chapter, referred to in text, was in the original 

‘‘this legislation’’, meaning act July 26, 1947, ch. 343, 61 

Stat. 495, known as the National Security Act of 1947, 

which is classified principally to this chapter. For com-

plete classification of this Act to the Code, see Tables. 

CODIFICATION 

Section was formerly classified to section 401 of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

1958—Pub. L. 85–599 amended section generally, and, 

among other changes, provided that each military de-

partment shall be separately organized, instead of sepa-

rately administered, under its own Secretary and shall 

function under the direction, authority, and control of 

the Secretary of Defense, and inserted provisions relat-

ing to establishment of unified or specified combatant 

commands and for elimination of unnecessary duplica-

tion. 

1949—Act Aug. 10, 1949, provided that the military de-

partments shall be separately administered but be 

under the direction of the Secretary of Defense, and 

that there shall not be a single Chief of Staff over the 

armed forces nor an armed forces general staff. 

§ 3003. Definitions 

As used in this chapter: 
(1) The term ‘‘intelligence’’ includes foreign 

intelligence and counterintelligence. 
(2) The term ‘‘foreign intelligence’’ means 

information relating to the capabilities, inten-
tions, or activities of foreign governments or 
elements thereof, foreign organizations, or for-
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eign persons, or international terrorist activi-
ties. 

(3) The term ‘‘counterintelligence’’ means 
information gathered, and activities con-
ducted, to protect against espionage, other in-
telligence activities, sabotage, or assassina-
tions conducted by or on behalf of foreign gov-
ernments or elements thereof, foreign organi-
zations, or foreign persons, or international 
terrorist activities. 

(4) The term ‘‘intelligence community’’ in-
cludes the following: 

(A) The Office of the Director of National 
Intelligence. 

(B) The Central Intelligence Agency. 
(C) The National Security Agency. 
(D) The Defense Intelligence Agency. 
(E) The National Geospatial-Intelligence 

Agency. 
(F) The National Reconnaissance Office. 
(G) Other offices within the Department of 

Defense for the collection of specialized na-
tional intelligence through reconnaissance 
programs. 

(H) The intelligence elements of the Army, 
the Navy, the Air Force, the Marine Corps, 
the Coast Guard, the Federal Bureau of In-
vestigation, the Drug Enforcement Adminis-
tration, and the Department of Energy. 

(I) The Bureau of Intelligence and Re-
search of the Department of State. 

(J) The Office of Intelligence and Analysis 
of the Department of the Treasury. 

(K) The Office of Intelligence and Analysis 
of the Department of Homeland Security. 

(L) Such other elements of any depart-
ment or agency as may be designated by the 
President, or designated jointly by the Di-
rector of National Intelligence and the head 
of the department or agency concerned, as 
an element of the intelligence community. 

(5) The terms ‘‘national intelligence’’ and 
‘‘intelligence related to national security’’ 
refer to all intelligence, regardless of the 
source from which derived and including infor-
mation gathered within or outside the United 
States, that— 

(A) pertains, as determined consistent 
with any guidance issued by the President, 
to more than one United States Government 
agency; and 

(B) that involves— 
(i) threats to the United States, its peo-

ple, property, or interests; 
(ii) the development, proliferation, or 

use of weapons of mass destruction; or 
(iii) any other matter bearing on United 

States national or homeland security. 

(6) The term ‘‘National Intelligence Pro-
gram’’ refers to all programs, projects, and ac-
tivities of the intelligence community, as well 
as any other programs of the intelligence com-
munity designated jointly by the Director of 
National Intelligence and the head of a United 
States department or agency or by the Presi-
dent. Such term does not include programs, 
projects, or activities of the military depart-
ments to acquire intelligence solely for the 
planning and conduct of tactical military op-
erations by United States Armed Forces. 

(7) The term ‘‘congressional intelligence 
committees’’ means— 

(A) the Select Committee on Intelligence 
of the Senate; and 

(B) the Permanent Select Committee on 
Intelligence of the House of Representatives. 

(July 26, 1947, ch. 343, § 3, as added Pub. L. 
102–496, title VII, § 702, Oct. 24, 1992, 106 Stat. 
3188; amended Pub. L. 103–359, title V, § 501(a)(1), 
Oct. 14, 1994, 108 Stat. 3428; Pub. L. 104–201, div. 
A, title XI, § 1122(b)(1), Sept. 23, 1996, 110 Stat. 
2687; Pub. L. 107–56, title IX, § 902, Oct. 26, 2001, 
115 Stat. 387; Pub. L. 107–108, title I, § 105, Dec. 28, 
2001, 115 Stat. 1397; Pub. L. 107–296, title II, 
§ 201(h), Nov. 25, 2002, 116 Stat. 2149; Pub. L. 
107–306, title III, § 353(a), Nov. 27, 2002, 116 Stat. 
2401; Pub. L. 108–136, div. A, title IX, § 921(e)(1), 
Nov. 24, 2003, 117 Stat. 1569; Pub. L. 108–177, title 
I, § 105(d)(1), Dec. 13, 2003, 117 Stat. 2603; Pub. L. 
108–458, title I, §§ 1012, 1073, 1074(a), Dec. 17, 2004, 
118 Stat. 3662, 3693, 3694; Pub. L. 111–259, title IV, 
§ 441, title VIII, § 804(1), Oct. 7, 2010, 124 Stat. 2732, 
2747; Pub. L. 112–87, title IV, § 431, title V, § 505(1), 
Jan. 3, 2012, 125 Stat. 1894, 1897.) 

REFERENCES IN TEXT 

This chapter, referred to in text, was in the original 

‘‘this Act’’, meaning act July 26, 1947, ch. 343, 61 Stat. 

495, known as the National Security Act of 1947, which 

is classified principally to this chapter. For complete 

classification of this Act to the Code, see Tables. 

CODIFICATION 

Section was formerly classified to section 401a of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2012—Par. (4)(K). Pub. L. 112–87, § 431, amended subpar. 

(K) generally. Prior to amendment, subpar. (K) read as 

follows: ‘‘The elements of the Department of Homeland 

Security concerned with the analysis of intelligence in-

formation.’’ 
Par. (6). Pub. L. 112–87, § 505(1), substituted ‘‘Director 

of National Intelligence’’ for ‘‘Director of Central Intel-

ligence’’. 
2010—Par. (4)(H). Pub. L. 111–259, § 441(1), inserted ‘‘the 

Coast Guard,’’ after ‘‘the Marine Corps,’’ and ‘‘the Drug 

Enforcement Administration,’’ after ‘‘the Federal Bu-

reau of Investigation,’’. 
Par. (4)(K). Pub. L. 111–259, § 441(2), struck out 

‘‘, including the Office of Intelligence of the Coast 

Guard’’ after ‘‘information’’. 
Par. (4)(L). Pub. L. 111–259, § 804(1), struck out ‘‘other’’ 

after ‘‘elements of any’’. 
2004—Par. (4). Pub. L. 108–458, § 1073, amended par. (4) 

generally, substituting provisions defining ‘‘intel-

ligence community’’ as including the Office of the Di-

rector of National Intelligence and other entities for 

provisions defining ‘‘intelligence community’’ as in-

cluding the Office of the Director of Central Intel-

ligence and other entities. 
Par. (5). Pub. L. 108–458, § 1012, amended par. (5) gener-

ally. Prior to amendment, par. (5) read as follows: ‘‘The 

terms ‘national intelligence’ and ‘intelligence related 

to the national security’— 
‘‘(A) each refer to intelligence which pertains to the 

interests of more than one department or agency of 

the Government; and 
‘‘(B) do not refer to counterintelligence or law en-

forcement activities conducted by the Federal Bu-

reau of Investigation except to the extent provided 

for in procedures agreed to by the Director of Central 

Intelligence and the Attorney General, or otherwise 

as expressly provided for in this title.’’ 
Par. (6). Pub. L. 108–458, § 1074(a), struck out ‘‘For-

eign’’ before ‘‘Intelligence Program’’. 
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2003—Par. (4)(E). Pub. L. 108–136 substituted ‘‘Na-

tional Geospatial-Intelligence Agency’’ for ‘‘National 

Imagery and Mapping Agency’’. 

Par. (4)(H). Pub. L. 108–177, § 105(d)(1)(A), struck out 

‘‘the Department of the Treasury,’’ after ‘‘the Federal 

Bureau of Investigation,’’. 

Par. (4)(J) to (L). Pub. L. 108–177, § 105(d)(1)(B), (C), 

added subpar. (J) and redesignated former subpars. (J) 

and (K) as (K) and (L), respectively. 

2002—Par. (4)(J), (K). Pub. L. 107–296 added subpar. (J) 

and redesignated former subpar. (J) as (K). 

Par. (7). Pub. L. 107–306 added par. (7). 

2001—Par. (2). Pub. L. 107–56, § 902(1), inserted ‘‘, or 

international terrorist activities’’ before period at end. 

Par. (3). Pub. L. 107–56, § 902(2), substituted ‘‘, and ac-

tivities conducted,’’ for ‘‘and activities conducted’’. 

Par. (4)(H). Pub. L. 107–108 struck out ‘‘and’’ before 

‘‘the Department of Energy’’ and inserted ‘‘, and the 

Coast Guard’’ before semicolon. 

1996—Par. (4)(E). Pub. L. 104–201 substituted ‘‘Na-

tional Imagery and Mapping Agency’’ for ‘‘Central Im-

agery Office’’. 

1994—Par. (4)(E). Pub. L. 103–359 substituted ‘‘the Cen-

tral Imagery Office’’ for ‘‘the central imagery author-

ity within the Department of Defense’’. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

EFFECTIVE DATE OF 2002 AMENDMENT 

Amendment by Pub. L. 107–296 effective 60 days after 

Nov. 25, 2002, see section 4 of Pub. L. 107–296, set out as 

an Effective Date note under section 101 of Title 6, Do-

mestic Security. 

EFFECTIVE DATE OF 1996 AMENDMENT 

Amendment by Pub. L. 104–201 effective Oct. 1, 1996, 

see section 1124 of Pub. L. 104–201, set out as a note 

under section 193 of Title 10, Armed Forces. 

DELEGATION OF FUNCTIONS 

For assignment of function of President under par. 

(5)(A) of this section to Director of National Intel-

ligence, see Ex. Ord. No. 12333, § 1.3(a)(1), Dec. 4, 1981, 46 

F.R. 59941, as amended, set out as a note under section 

3001 of this title. 

AUTHORITY OF SECRETARY OF STATE 

Except as otherwise provided, Secretary of State to 

have and exercise any authority vested by law in any 

official or office of Department of State and references 

to such officials or offices deemed to refer to Secretary 

of State or Department of State, as appropriate, see 

section 2651a of Title 22, Foreign Relations and Inter-

course, and section 161(d) of Pub. L. 103–236, set out as 

a note under section 2651a of Title 22. 

DEFINITIONS APPLICABLE TO SPECIFIC ACTS 

Pub. L. 115–31, div. N, § 2, May 5, 2017, 131 Stat. 807, 

provided that: ‘‘In this division [see Tables for classi-

fication]: 

‘‘(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.— 

The term ‘congressional intelligence committees’ 

means— 

‘‘(A) the Select Committee on Intelligence of the 

Senate; and 

‘‘(B) the Permanent Select Committee on Intel-

ligence of the House of Representatives. 

‘‘(2) INTELLIGENCE COMMUNITY.—The term ‘intel-

ligence community’ has the meaning given that term 

in section 3(4) of the National Security Act of 1947 (50 

U.S.C. 3003(4)).’’ 
Pub. L. 114–113, div. M, § 2, Dec. 18, 2015, 129 Stat. 2910, 

provided that: ‘‘In this division [see Tables for classi-

fication]: 
‘‘(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.— 

The term ‘congressional intelligence committees’ 

means— 
‘‘(A) the Select Committee on Intelligence of the 

Senate; and 
‘‘(B) the Permanent Select Committee on Intel-

ligence of the House of Representatives. 
‘‘(2) INTELLIGENCE COMMUNITY.—The term ‘intel-

ligence community’ has the meaning given that term 

in section 3(4) of the National Security Act of 1947 (50 

U.S.C. 3003(4)).’’ 
Pub. L. 113–293, § 2, Dec. 19, 2014, 128 Stat. 3991, pro-

vided that: ‘‘In this Act [see Tables for classification]: 
‘‘(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.— 

The term ‘congressional intelligence committees’ 

means— 
‘‘(A) the Select Committee on Intelligence of the 

Senate; and 
‘‘(B) the Permanent Select Committee on Intel-

ligence of the House of Representatives. 
‘‘(2) INTELLIGENCE COMMUNITY.—The term ‘intel-

ligence community’ has the meaning given that term 

in section 3(4) of the National Security Act of 1947 (50 

U.S.C. 3003(4)).’’ 
Pub. L. 113–126, § 2, July 7, 2014, 128 Stat. 1391, pro-

vided that: ‘‘In this Act [see Tables for classification]: 
‘‘(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.— 

The term ‘congressional intelligence committees’ 

means— 
‘‘(A) the Select Committee on Intelligence of the 

Senate; and 
‘‘(B) the Permanent Select Committee on Intel-

ligence of the House of Representatives. 
‘‘(2) INTELLIGENCE COMMUNITY.—The term ‘intel-

ligence community’ has the meaning given that term 

in section 3(4) of the National Security Act of 1947 (50 

U.S.C. 3003(4)).’’ 
Pub. L. 112–87, § 2, Jan. 3, 2012, 125 Stat. 1877, provided 

that: ‘‘In this Act [see Tables for classification]: 
‘‘(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.— 

The term ‘congressional intelligence committees’ 

means— 
‘‘(A) the Select Committee on Intelligence of the 

Senate; and 
‘‘(B) the Permanent Select Committee on Intel-

ligence of the House of Representatives. 
‘‘(2) INTELLIGENCE COMMUNITY.—The term ‘intel-

ligence community’ has the meaning given that term 

in section 3(4) of the National Security Act of 1947 (50 

U.S.C. 401a(4)) [now 50 U.S.C. 3003(4)].’’ 
Pub. L. 111–259, § 2, Oct. 7, 2010, 124 Stat. 2656, provided 

that: ‘‘In this Act [see Tables for classification]: 
‘‘(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.— 

The term ‘congressional intelligence committees’ 

means— 
‘‘(A) the Select Committee on Intelligence of the 

Senate; and 
‘‘(B) the Permanent Select Committee on Intel-

ligence of the House of Representatives. 
‘‘(2) INTELLIGENCE COMMUNITY.—The term ‘intel-

ligence community’ has the meaning given that term 

in section 3(4) of the National Security Act of 1947 (50 

U.S.C. 401a(4)) [now 50 U.S.C. 3003(4)].’’ 

§ 3004. Definitions of military departments 

(a) The term ‘‘Department of the Army’’ as 
used in this chapter shall be construed to mean 
the Department of the Army at the seat of the 
government and all field headquarters, forces, 
reserve components, installations, activities, 
and functions under the control or supervision 
of the Department of the Army. 
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1 See References in Text note below. 

(b) The term ‘‘Department of the Navy’’ as 
used in this chapter shall be construed to mean 
the Department of the Navy at the seat of the 
government; the headquarters, United States 
Marine Corps; the entire operating forces of the 
United States Navy, including naval aviation, 
and of the United States Marine Corps, includ-
ing the reserve components of such forces; all 
field activities, headquarters, forces, bases, in-
stallations, activities, and functions under the 
control or supervision of the Department of the 
Navy; and the United States Coast Guard when 
operating as a part of the Navy pursuant to law. 

(c) The term ‘‘Department of the Air Force’’ 
as used in this chapter shall be construed to 
mean the Department of the Air Force at the 
seat of the government and all field head-
quarters, forces, reserve components, installa-
tions, activities, and functions under the control 
or supervision of the Department of the Air 
Force. 

(July 26, 1947, ch. 343, title II, §§ 205(c), 206(a), 
207(c), 61 Stat. 501, 502.) 

REFERENCES IN TEXT 

This chapter, referred to in text, was in the original 

‘‘this Act’’, meaning act July 26, 1947, ch. 343, 61 Stat. 

495, known as the National Security Act of 1947, which 

is classified principally to this chapter. For complete 

classification of this Act to the Code, see Tables. 

CODIFICATION 

Section was formerly classified to section 409 of this 

title prior to editorial reclassification and renumbering 

as this section, and to section 171–2 of Title 5 prior to 

the general revision and enactment of Title 5, Govern-

ment Organization and Employees, by Pub. L. 89–554, 

§ 1, Sept. 6, 1966, 80 Stat. 378. 

Prior to the enactment of Title 10, Armed Forces, by 

act Aug. 10, 1956, subsecs. (a), (b), and (c) of this section 

were classified to sections 181–1(c), 411a(a), and 626(c), 

respectively, of former Title 5. 

TRANSFER OF FUNCTIONS 

For transfer of authorities, functions, personnel, and 

assets of the Coast Guard, including the authorities 

and functions of the Secretary of Transportation relat-

ing thereto, to the Department of Homeland Security, 

and for treatment of related references, see sections 

468(b), 551(d), 552(d), and 557 of Title 6, Domestic Secu-

rity, and the Department of Homeland Security Reor-

ganization Plan of November 25, 2002, as modified, set 

out as a note under section 542 of Title 6. 

§ 3005. Applicable laws 

Except to the extent inconsistent with the 
provisions of this chapter, the provisions of title 
4 of the Revised Statutes as now or hereafter 
amended shall be applicable to the Department 
of Defense. 

(July 26, 1947, ch. 343, title II, § 201(d), as added 
Aug. 10, 1949, ch. 412, § 4, 63 Stat. 579.) 

REFERENCES IN TEXT 

This chapter, referred to in text, was in the original 

‘‘this Act’’, meaning act July 26, 1947, ch. 343, 61 Stat. 

495, known as the National Security Act of 1947, which 

is classified principally to this chapter. For complete 

classification of this Act to the Code, see Tables. 

Title 4 of the Revised Statutes, referred to in text, 

was entitled ‘‘Provisions Applicable to All Executive 

Departments’’, and consisted of R.S. §§ 158 to 198. For 

provisions of the Code derived from such title 4, see sec-

tions 101, 301, 303, 304, 503, 2952, 3101, 3106, 3341, 3345 to 

3349, 5535, and 5536 of Title 5, Government Organization 

and Employees; section 207 of Title 18, Crimes and 

Criminal Procedure; sections 514 and 520 of Title 28, Ju-

diciary and Judicial Procedure; section 3321 of Title 31, 

Money and Finance. 

CODIFICATION 

Section was formerly classified to section 408 of this 

title prior to editorial reclassification and renumbering 

as this section, and to section 171–1 of former Title 5 

prior to the general revision and enactment of Title 5, 

Government Organization and Employees, by Pub. L. 

89–554, § 1, Sept. 6, 1966, 80 Stat. 378. 

§ 3006. Repealing and savings provisions 

All laws, orders, and regulations inconsistent 
with the provisions of this title 1 are repealed in-
sofar as they are inconsistent with the powers, 
duties, and responsibilities enacted hereby: Pro-

vided, That the powers, duties, and responsibil-
ities of the Secretary of Defense under this 
title 1 shall be administered in conformance with 
the policy and requirements for administration 
of budgetary and fiscal matters in the Govern-
ment generally, including accounting and finan-
cial reporting, and that nothing in this title 1 
shall be construed as eliminating or modifying 
the powers, duties, and responsibilities of any 
other department, agency, or officer of the Gov-
ernment in connection with such matters, but 
no such department, agency, or officer shall ex-
ercise any such powers, duties, or responsibil-
ities in a manner that will render ineffective the 
provisions of this title.1 

(July 26, 1947, ch. 343, title IV, § 411, as added 
Aug. 10, 1949, ch. 412, § 11, 63 Stat. 590.) 

REFERENCES IN TEXT 

This title, referred to in text, means title IV of act 

July 26, 1947, ch. 343, as added Aug. 10, 1949, ch. 412, § 11, 

63 Stat. 585, which enacted this section and enacted and 

amended various sections in former Title 5, Executive 

Departments and Government Officers and Employees, 

and former Title 31, Money and Finance. For complete 

classification of title IV to the Code, see Tables. 

CODIFICATION 

Section was formerly classified to section 412 of this 

title prior to editorial reclassification and renumbering 

as this section, and to section 172j of former Title 5 

prior to the general revision and enactment of Title 5, 

Government Organization and Employees, by Pub. L. 

89–554, § 1, Sept. 6, 1966, 80 Stat. 378. 

SUBCHAPTER I—COORDINATION FOR 
NATIONAL SECURITY 

§ 3021. National Security Council 

(a) National Security Council 

There is a council known as the National Se-
curity Council (in this section referred to as the 
‘‘Council’’). 

(b) Functions 

Consistent with the direction of the President, 
the functions of the Council shall be to— 

(1) advise the President with respect to the 
integration of domestic, foreign, and military 
policies relating to the national security so as 
to enable the Armed Forces and the other de-
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partments and agencies of the United States 
Government to cooperate more effectively in 
matters involving the national security; 

(2) assess and appraise the objectives, com-
mitments, and risks of the United States in re-
lation to the actual and potential military 
power of the United States, and make recom-
mendations thereon to the President; and 

(3) make recommendations to the President 
concerning policies on matters of common in-
terest to the departments and agencies of the 
United States Government concerned with the 
national security. 

(c) Membership 

(1) In general 

The Council consists of the President, the 
Vice President, the Secretary of State, the 
Secretary of Defense, the Secretary of Energy, 
the Secretary of the Treasury, and such other 
officers of the United States Government as 
the President may designate. 

(2) Attendance and participation in meetings 

The President may designate such other offi-
cers of the United States Government as the 
President considers appropriate, including the 
Director of National Intelligence, the Director 
of National Drug Control Policy, and the 
Chairman of the Joint Chiefs of Staff, to at-
tend and participate in meetings of the Coun-
cil. 

(d) Presiding officers 

At meetings of the Council, the President 
shall preside or, in the absence of the President, 
a member of the Council designated by the 
President shall preside. 

(e) Staff 

(1) In general 

The Council shall have a staff headed by a 
civilian executive secretary appointed by the 
President. 

(2) Staff 

Consistent with the direction of the Presi-
dent and subject to paragraph (3), the execu-
tive secretary may, subject to the civil service 
laws and chapter 51 and subchapter III of chap-
ter 53 of title 5, appoint and fix the compensa-
tion of such personnel as may be necessary to 
perform such duties as may be prescribed by 
the President in connection with performance 
of the functions of the Council. 

(3) Number of professional staff 

The professional staff for which this sub-
section provides shall not exceed 200 persons, 
including persons employed by, assigned to, 
detailed to, under contract to serve on, or 
otherwise serving or affiliated with the staff. 
The limitation in this paragraph does not 
apply to personnel serving substantially in 
support or administrative positions. 

(f) Special Advisor to the President on Inter-
national Religious Freedom 

It is the sense of Congress that there should be 
within the staff of the Council a Special Adviser 
to the President on International Religious 
Freedom, whose position should be comparable 
to that of a director within the Executive Office 

of the President. The Special Adviser should 
serve as a resource for executive branch offi-
cials, compiling and maintaining information on 
the facts and circumstances of violations of reli-
gious freedom (as defined in section 6402 of title 
22), and making policy recommendations. The 
Special Adviser should serve as liaison with the 
Ambassador at Large for International Reli-
gious Freedom, the United States Commission 
on International Religious Freedom, Congress 
and, as advisable, religious nongovernmental or-
ganizations. 

(July 26, 1947, ch. 343, title I, § 101, 61 Stat. 496; 
Aug. 10, 1949, ch. 412, § 3, 63 Stat. 579; Oct. 28, 
1949, ch. 782, title XI, § 1106(a), 63 Stat. 972; Oct. 
10, 1951, ch. 479, title V, § 501(e)(1), 65 Stat. 378; 
Pub. L. 99–433, title II, § 203, Oct. 1, 1986, 100 Stat. 
1011; Pub. L. 99–500, § 101(c) [title IX, § 9115(f)], 
Oct. 18, 1986, 100 Stat. 1783–82, 1783–125, and Pub. 
L. 99–591, § 101(c) [title IX, § 9115(f)], Oct. 30, 1986, 
100 Stat. 3341–82, 3341–125; Pub. L. 99–661, div. A, 
title XIII, § 1311(f), Nov. 14, 1986, 100 Stat. 3986; 
Pub. L. 100–690, title I, § 1003(a)(3), Nov. 18, 1988, 
102 Stat. 4182; Pub. L. 102–496, title VII, § 703, Oct. 
24, 1992, 106 Stat. 3189; Pub. L. 104–293, title VIII, 
§§ 802, 804, Oct. 11, 1996, 110 Stat. 3474, 3476; Pub. 
L. 105–277, div. C, title VII, § 713(b), Oct. 21, 1998, 
112 Stat. 2681–693; Pub. L. 105–292, title III, § 301, 
Oct. 27, 1998, 112 Stat. 2800; Pub. L. 108–458, title 
I, §§ 1071(a)(1)(A)–(D), 1072(a)(1), Dec. 17, 2004, 118 
Stat. 3689, 3692; Pub. L. 110–53, title XVIII, 
§ 1841(g), Aug. 3, 2007, 121 Stat. 500; Pub. L. 
110–140, title IX, § 932, Dec. 19, 2007, 121 Stat. 1740; 
Pub. L. 113–126, title VII, § 702, July 7, 2014, 128 
Stat. 1422; Pub. L. 114–328, div. A, title X, 
§ 1085(a), Dec. 23, 2016, 130 Stat. 2422; Pub. L. 
115–44, title II, § 274(a), Aug. 2, 2017, 131 Stat. 938.) 

CODIFICATION 

Section was formerly classified to section 402 of this 

title prior to editorial reclassification and renumbering 

as this section. 
Pub. L. 99–591 is a corrected version of Pub. L. 99–500. 

AMENDMENTS 

2017—Subsec. (c)(1). Pub. L. 115–44 inserted ‘‘the Sec-

retary of the Treasury,’’ before ‘‘and such other offi-

cers’’. 
2016—Pub. L. 114–328 amended section generally. Prior 

to amendment, section related to the National Security 

Council. 
2014—Subsec. (a)(5) to (8). Pub. L. 113–126 substituted 

‘‘; and’’ for semicolon at end of par. (5), redesignated 

par. (8) as (6) and struck out ‘‘the Chairman of the Mu-

nitions Board, and the Chairman of the Research and 

Development Board,’’ after ‘‘military departments,’’, 

and struck out former pars. (6) and (7) which read as 

follows: 
‘‘(6) the Director for Mutual Security; 
‘‘(7) the Chairman of the National Security Resources 

Board; and’’. 
2007—Subsec. (a)(5) to (8). Pub. L. 110–140 added par. 

(5) and redesignated former pars. (5) to (7) as (6) to (8), 

respectively. 
Subsecs. (i), (k). Pub. L. 110–53, § 1841(g)(1), redesig-

nated subsec. (i), relating to Special Adviser to the 

President on International Religious Freedom, as (k). 
Subsec. (l). Pub. L. 110–53, § 1841(g)(2), added subsec. 

(l). 
2004—Subsec. (h)(2)(A). Pub. L. 108–458, § 1071(a)(1)(A), 

substituted ‘‘Director of National Intelligence’’ for ‘‘Di-

rector of Central Intelligence’’. 
Subsec. (h)(5). Pub. L. 108–458, § 1071(a)(1)(B), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 
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Subsec. (i)(2)(A). Pub. L. 108–458, § 1071(a)(1)(C), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 

Subsec. (j). Pub. L. 108–458, § 1072(a)(1), substituted 

‘‘Principal Deputy Director of National Intelligence’’ 

for ‘‘Deputy Director of Central Intelligence’’. 

Pub. L. 108–458, § 1071(a)(1)(D), substituted ‘‘Director 

of National Intelligence’’ for ‘‘Director of Central Intel-

ligence’’. 

1998—Subsecs. (f), (g). Pub. L. 105–277 added subsec. (f) 

and redesignated former subsec. (f) as (g). 

Subsec. (i). Pub. L. 105–292 added subsec. (i) relating 

to Special Adviser to the President on International 

Religious Freedom. 

1996—Subsec. (h). Pub. L. 104–293, § 802(2), added sub-

sec. (h). Former subsec. (h) redesignated (j). 

Subsec. (i). Pub. L. 104–293, § 804, added subsec. (i). 

Subsec. (j). Pub. L. 104–293, § 802(1), redesignated sub-

sec. (h) as (j). 

1992—Subsec. (h). Pub. L. 102–496 added subsec. (h). 

1988—Subsecs. (f), (g). Pub. L. 100–690, §§ 1003(a)(3), 

1009, temporarily added subsec. (f), relating to partici-

pation by Director of National Drug Control Policy in 

meetings of National Security Council, and redesig-

nated former subsec. (f) as (g). See Effective and Termi-

nation Dates of 1988 Amendment note below. 

1986—Subsec. (e). Pub. L. 99–433 added subsec. (e). 

Subsec. (f). Pub. L. 99–500, Pub. L. 99–591, and Pub. L. 

99–661 amended section identically adding subsec. (f). 

1951—Subsec. (a). Act Oct. 10, 1951, inserted cl. (5) re-

lating to Director for Mutual Security, in fourth para-

graph, and renumbered former cls. (5) and (6) thereof as 

cls. (6) and (7), respectively. 

1949—Subsec. (a). Act Aug. 10, 1949, added the Vice 

President to the Council, removed the Secretaries of 

the military departments, to authorize the President to 

add, with the consent of the Senate, Secretaries and 

Under Secretaries of other executive departments and 

of the military department, and the Chairmen of the 

Munitions Board and the Research and Development 

Board. 

Subsec. (c). Act Oct. 28, 1949, substituted ‘‘Classifica-

tion Act of 1949’’ for ‘‘Classification Act of 1923, as 

amended’’. 

EFFECTIVE DATE OF 2016 AMENDMENT 

Pub. L. 114–328, div. A, title X, § 1085(b), Dec. 23, 2016, 

130 Stat. 2423, provided that: ‘‘The limitation on the 

number of professional staff of the National Security 

Council specified in subsection (e)(3) of section 101 of 

the National Security Act of 1947 [50 U.S.C. 3021(e)(3)], 

as amended by subsection (a) of this section, shall take 

effect on the date that is 18 months after the date of 

the enactment of this Act [Dec. 23, 2016].’’ 

EFFECTIVE DATE OF 2007 AMENDMENT 

Amendment by Pub. L. 110–140 effective on the date 

that is 1 day after Dec. 19, 2007, see section 1601 of Pub. 

L. 110–140, set out as an Effective Date note under sec-

tion 1824 of Title 2, The Congress. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

EFFECTIVE AND TERMINATION DATES OF 1988 

AMENDMENT 

Amendment by Pub. L. 100–690 effective Jan. 21, 1989, 

and repealed on Sept. 30, 1997, see sections 1012 and 1009, 

respectively, of Pub. L. 100–690. 

REPEALS 

Act Oct. 28, 1949, ch. 782, cited as a credit to this sec-

tion, was repealed (subject to a savings clause) by Pub. 

L. 89–554, Sept. 6, 1966, § 8, 80 Stat. 632, 655. 

CONSTRUCTION OF 2017 AMENDMENT 

Pub. L. 115–44, title II, § 274(b), Aug. 2, 2017, 131 Stat. 

938, provided that: ‘‘The amendment made by sub-

section (a) [amending this section] may not be con-

strued to authorize the National Security Council to 

have a professional staff level that exceeds the limita-

tion set forth under section 101(e)(3) of the National Se-

curity Act of 1947 (50 U.S.C. 3021(e)(3)).’’ 

TRANSFER OF FUNCTIONS 

Office of Director for Mutual Security abolished and 

functions of Director, including those as a member of 

National Security Council, transferred to Director of 

Foreign Operations Administration by Reorg. Plan No. 

7 of 1953, eff. Aug. 1, 1953, 18 F.R. 4541, set out in the Ap-

pendix to Title 5, Government Organization and Em-

ployees. Foreign Operations Administration abolished 

by Ex. Ord. No. 10610, May 9, 1955, 20 F.R. 3179, and its 

functions and offices transferred to Department of 

State to be administered by International Cooperation 

Administration. For later transfer, see section 2381 of 

Title 22, Foreign Relations and Intercourse, and notes 

set out under that section. 

National Security Resources Board, together with Of-

fice of Chairman, abolished by section 6 of Reorg. Plan 

No. 3 of 1953, eff. June 12, 1953, 18 F.R. 3375, 67 Stat. 634, 

set out under section 3042 of this title. Functions of 

Chairman with limited exception, including his func-

tions as a member of National Security Council trans-

ferred to Office of Defense Mobilization by section 2(a) 

of Reorg. Plan No. 3 of 1953. Functions of Director of Of-

fice of Defense Mobilization with respect to being a 

member of National Security Council transferred to Di-

rector of Office of Civil and Defense Mobilization by 

Reorg. Plan No. 1 of 1958, § 4, eff. July 1, 1958, 23 F.R. 

4991, 72 Stat. 1799, as amended by Pub. L. 85–763, Aug. 

26, 1958, 72 Stat. 861, set out as a note under section 5195 

of Title 42, The Public Health and Welfare. For subse-

quent transfers or delegations to Office of Emergency 

Planning, Office of Emergency Preparedness, President, 

Federal Preparedness Agency, and Secretary of Home-

land Security, see Transfer of Functions notes set out 

under section 3042 of this title. 

Munitions Board, together with office of Chairman, 

abolished by section 2 of Reorg. Plan No. 6 of 1953, eff. 

June 30, 1953, 18 F.R. 3743, 67 Stat. 638, set out in the 

Appendix to Title 5, Government Organization and Em-

ployees. All functions vested in Munitions Board trans-

ferred to Secretary of Defense by section 1(a) of Reorg. 

Plan No. 6 of 1953. 

Research and Development Board, together with of-

fice of Chairman, abolished by section 2 of Reorg. Plan 

No. 6 of 1953, eff. June 30, 1953, 18 F.R. 3743, 67 Stat. 638, 

set out in the Appendix to Title 5, Government Organi-

zation and Employees. Functions vested in Board 

transferred to Secretary of Defense by section 1(a) of 

Reorg. Plan No. 6 of 1953. 

National Security Council, together with its func-

tions, records, property, personnel, and unexpended bal-

ances of appropriations, allocations, and other funds 

(available or to be made available) transferred to Exec-

utive Office of President by Reorg. Plan No. 4 of 1949, 

eff. Aug. 20, 1949, 14 F.R. 5227, 63 Stat. 1067, set out in 

the Appendix to Title 5, Government Organization and 

Employees. 

RULE OF CONSTRUCTION FOR DUPLICATE AUTHORIZATION 

AND APPROPRIATION PROVISIONS OF PUBLIC LAWS 

99–500, 99–591, AND 99–661 

For rule of construction for certain duplicate provi-

sions of Public Laws 99–500, 99–591, and 99–661, see sec-

tion 6 of Pub. L. 100–26, set out as a note under section 

2302 of Title 10, Armed Forces. 
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SECTION AS UNAFFECTED BY REPEALS 

Repeals by section 542(a) of Mutual Security Act of 

1954 did not repeal amendment to this section by act 

Oct. 10, 1951. 

PILOT PROGRAM ON CRYPTOLOGIC SERVICE TRAINING 

Pub. L. 108–375, div. A, title IX, § 922, Oct. 28, 2004, 118 

Stat. 2029, which authorized the Director of the Na-

tional Security Agency to carry out a pilot program on 

cryptologic service training for the intelligence com-

munity, was repealed by Pub. L. 111–259, title III, 

§ 313(b)(1)(C), Oct. 7, 2010, 124 Stat. 2666. 

EXECUTIVE ORDER NO. 10483 

Ex. Ord. No. 10483, Sept. 2, 1953, 18 F.R. 5379, as 

amended by Ex. Ord. No. 10598, Feb. 28, 1955, 20 F.R. 

1237, which provided for an Operations Coordinating 

Board, was superseded by Ex. Ord. No. 10700, Feb. 25, 

1957, formerly set out below. 

EXECUTIVE ORDER NO. 10700 

Ex. Ord. No. 10700, Feb. 25, 1957, 22 F.R. 1111, as 

amended by Ex. Ord. No. 10773, July 1, 1958, 23 F.R. 5061; 

Ex. Ord. No. 10782, Sept. 6, 1958, 23 F.R. 6971; Ex. Ord. 

10838, Sept. 16, 1959, 24 F.R. 7519, which provided for the 

Operations Coordinating Board, was revoked by Ex. 

Ord. No. 10920, Feb. 18, 1961, 26 F.R. 1463. 

EX. ORD. NO. 13228. ESTABLISHING THE OFFICE OF HOME-

LAND SECURITY AND THE HOMELAND SECURITY COUNCIL 

Ex. Ord. No. 13228, Oct. 8, 2001, 66 F.R. 51812, as 

amended by Ex. Ord. No. 13284, § 3, Jan. 23, 2003, 68 F.R. 

4075; Ex. Ord. No. 13286, § 8, Feb. 28, 2003, 68 F.R. 10622, 

provided: 

By the authority vested in me as President by the 

Constitution and the laws of the United States of 

America, it is hereby ordered as follows: 

SECTION 1. Establishment. I hereby establish within the 

Executive Office of the President an Office of Homeland 

Security (the ‘‘Office’’) to be headed by the Assistant to 

the President for Homeland Security. 

SEC. 2. Mission. The mission of the Office shall be to 

develop and coordinate the implementation of a com-

prehensive national strategy to secure the United 

States from terrorist threats or attacks. The Office 

shall perform the functions necessary to carry out this 

mission, including the functions specified in section 3 

of this order. 

SEC. 3. Functions. The functions of the Office shall be 

to coordinate the executive branch’s efforts to detect, 

prepare for, prevent, protect against, respond to, and 

recover from terrorist attacks within the United 

States. 

(a) National Strategy. The Office shall work with exec-

utive departments and agencies, State and local gov-

ernments, and private entities to ensure the adequacy 

of the national strategy for detecting, preparing for, 

preventing, protecting against, responding to, and re-

covering from terrorist threats or attacks within the 

United States and shall periodically review and coordi-

nate revisions to that strategy as necessary. 

(b) Detection. The Office shall identify priorities and 

coordinate efforts for collection and analysis of infor-

mation within the United States regarding threats of 

terrorism against the United States and activities of 

terrorists or terrorist groups within the United States. 

The Office also shall identify, in coordination with the 

Assistant to the President for National Security Af-

fairs, priorities for collection of intelligence outside 

the United States regarding threats of terrorism within 

the United States. 

(i) In performing these functions, the Office shall 

work with Federal, State, and local agencies, as ap-

propriate, to: 

(A) facilitate collection from State and local gov-

ernments and private entities of information per-

taining to terrorist threats or activities within the 

United States; 

(B) coordinate and prioritize the requirements for 

foreign intelligence relating to terrorism within 

the United States of executive departments and 

agencies responsible for homeland security and pro-

vide these requirements and priorities to the Direc-

tor of Central Intelligence and other agencies re-

sponsible for collection of foreign intelligence; 
(C) coordinate efforts to ensure that all executive 

departments and agencies that have intelligence 

collection responsibilities have sufficient techno-

logical capabilities and resources to collect intel-

ligence and data relating to terrorist activities or 

possible terrorist acts within the United States, 

working with the Assistant to the President for Na-

tional Security Affairs, as appropriate; 
(D) coordinate development of monitoring proto-

cols and equipment for use in detecting the release 

of biological, chemical, and radiological hazards; 

and 
(E) ensure that, to the extent permitted by law, 

all appropriate and necessary intelligence and law 

enforcement information relating to homeland se-

curity is disseminated to and exchanged among ap-

propriate executive departments and agencies re-

sponsible for homeland security and, where appro-

priate for reasons of homeland security, promote 

exchange of such information with and among 

State and local governments and private entities. 
(ii) Executive departments and agencies shall, to 

the extent permitted by law, make available to the 

Office all information relating to terrorist threats 

and activities within the United States. 
(c) Preparedness. The Office of Homeland Security 

shall coordinate national efforts to prepare for and 

mitigate the consequences of terrorist threats or at-

tacks within the United States. In performing this 

function, the Office shall work with Federal, State, and 

local agencies, and private entities, as appropriate, to: 
(i) review and assess the adequacy of the portions of 

all Federal emergency response plans that pertain to 

terrorist threats or attacks within the United States; 
(ii) coordinate domestic exercises and simulations 

designed to assess and practice systems that would be 

called upon to respond to a terrorist threat or attack 

within the United States and coordinate programs 

and activities for training Federal, State, and local 

employees who would be called upon to respond to 

such a threat or attack; 
(iii) coordinate national efforts to ensure public 

health preparedness for a terrorist attack, including 

reviewing vaccination policies and reviewing the ade-

quacy of and, if necessary, increasing vaccine and 

pharmaceutical stockpiles and hospital capacity; 
(iv) coordinate Federal assistance to State and 

local authorities and nongovernmental organizations 

to prepare for and respond to terrorist threats or at-

tacks within the United States; 
(v) ensure that national preparedness programs and 

activities for terrorist threats or attacks are devel-

oped and are regularly evaluated under appropriate 

standards and that resources are allocated to improv-

ing and sustaining preparedness based on such eval-

uations; and 
(vi) ensure the readiness and coordinated deploy-

ment of Federal response teams to respond to terror-

ist threats or attacks, working with the Assistant to 

the President for National Security Affairs, when ap-

propriate. 
(d) Prevention. The Office shall coordinate efforts to 

prevent terrorist attacks within the United States. In 

performing this function, the Office shall work with 

Federal, State, and local agencies, and private entities, 

as appropriate, to: 
(i) facilitate the exchange of information among 

such agencies relating to immigration and visa mat-

ters and shipments of cargo; and, working with the 

Assistant to the President for National Security Af-

fairs, ensure coordination among such agencies to 

prevent the entry of terrorists and terrorist mate-

rials and supplies into the United States and facili-
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tate removal of such terrorists from the United 

States, when appropriate; 
(ii) coordinate efforts to investigate terrorist 

threats and attacks within the United States; and 
(iii) coordinate efforts to improve the security of 

United States borders, territorial waters, and air-

space in order to prevent acts of terrorism within the 

United States, working with the Assistant to the 

President for National Security Affairs, when appro-

priate. 
(e) Protection. The Office shall coordinate efforts to 

protect the United States and its critical infrastruc-

ture from the consequences of terrorist attacks. In per-

forming this function, the Office shall work with Fed-

eral, State, and local agencies, and private entities, as 

appropriate, to: 
(i) strengthen measures for protecting energy pro-

duction, transmission, and distribution services and 

critical facilities; other utilities; telecommunica-

tions; facilities that produce, use, store, or dispose of 

nuclear material; and other critical infrastructure 

services and critical facilities within the United 

States from terrorist attack; 
(ii) coordinate efforts to protect critical public and 

privately owned information systems within the 

United States from terrorist attack; 
(iii) develop criteria for reviewing whether appro-

priate security measures are in place at major public 

and privately owned facilities within the United 

States; 
(iv) coordinate domestic efforts to ensure that spe-

cial events determined by appropriate senior officials 

to have national significance are protected from ter-

rorist attack; 
(v) coordinate efforts to protect transportation sys-

tems within the United States, including railways, 

highways, shipping, ports and waterways, and air-

ports and civilian aircraft, from terrorist attack; 
(vi) coordinate efforts to protect United States live-

stock, agriculture, and systems for the provision of 

water and food for human use and consumption from 

terrorist attack; and 
(vii) coordinate efforts to prevent unauthorized ac-

cess to, development of, and unlawful importation 

into the United States of, chemical, biological, radio-

logical, nuclear, explosive, or other related materials 

that have the potential to be used in terrorist at-

tacks. 
(f) Response and Recovery. The Office shall coordinate 

efforts to respond to and promote recovery from terror-

ist threats or attacks within the United States. In per-

forming this function, the Office shall work with Fed-

eral, State, and local agencies, and private entities, as 

appropriate, to: 
(i) coordinate efforts to ensure rapid restoration of 

transportation systems, energy production, trans-

mission, and distribution systems; telecommunica-

tions; other utilities; and other critical infrastruc-

ture facilities after disruption by a terrorist threat or 

attack; 
(ii) coordinate efforts to ensure rapid restoration of 

public and private critical information systems after 

disruption by a terrorist threat or attack; 
(iii) work with the National Economic Council to 

coordinate efforts to stabilize United States financial 

markets after a terrorist threat or attack and man-

age the immediate economic and financial conse-

quences of the incident; 
(iv) coordinate Federal plans and programs to pro-

vide medical, financial, and other assistance to vic-

tims of terrorist attacks and their families; and 
(v) coordinate containment and removal of biologi-

cal, chemical, radiological, explosive, or other haz-

ardous materials in the event of a terrorist threat or 

attack involving such hazards and coordinate efforts 

to mitigate the effects of such an attack. 
(g) Incident Management. Consistent with applicable 

law, including the statutory functions of the Secretary 

of Homeland Security, the Assistant to the President 

for Homeland Security shall be the official primarily 

responsible for advising and assisting the President in 

the coordination of domestic incident management ac-

tivities of all departments and agencies in the event of 

a terrorist threat, and during and in the aftermath of 

terrorist attacks, major disasters, or other emer-

gencies, within the United States. Generally, the As-

sistant to the President for Homeland Security shall 

serve as the principal point of contact for and to the 

President with respect to the coordination of such ac-

tivities. The Assistant to the President for Homeland 

Security shall coordinate with the Assistant to the 

President for National Security Affairs, as appropriate. 
(h) Continuity of Government. The Assistant to the 

President for Homeland Security, in coordination with 

the Assistant to the President for National Security 

Affairs, shall review plans and preparations for ensur-

ing the continuity of the Federal Government in the 

event of a terrorist attack that threatens the safety 

and security of the United States Government or its 

leadership. 
(i) Public Affairs. The Office, subject to the direction 

of the White House Office of Communications, shall 

coordinate the strategy of the executive branch for 

communicating with the public in the event of a terror-

ist threat or attack within the United States. The Of-

fice also shall coordinate the development of programs 

for educating the public about the nature of terrorist 

threats and appropriate precautions and responses. 
(j) Cooperation with State and Local Governments and 

Private Entities. The Office shall encourage and invite 

the participation of State and local governments and 

private entities, as appropriate, in carrying out the Of-

fice’s functions. 
(k) Review of Legal Authorities and Development of Leg-

islative Proposals. The Office shall coordinate a periodic 

review and assessment of the legal authorities avail-

able to executive departments and agencies to permit 

them to perform the functions described in this order. 

When the Office determines that such legal authorities 

are inadequate, the Office shall develop, in consulta-

tion with executive departments and agencies, propos-

als for presidential action and legislative proposals for 

submission to the Office of Management and Budget to 

enhance the ability of executive departments and agen-

cies to perform those functions. The Office shall work 

with State and local governments in assessing the ade-

quacy of their legal authorities to permit them to de-

tect, prepare for, prevent, protect against, and recover 

from terrorist threats and attacks. 
(l) Budget Review. The Assistant to the President for 

Homeland Security, in consultation with the Director 

of the Office of Management and Budget (the ‘‘Direc-

tor’’) and the heads of executive departments and agen-

cies, shall identify programs that contribute to the Ad-

ministration’s strategy for homeland security and, in 

the development of the President’s annual budget sub-

mission, shall review and provide advice to the heads of 

departments and agencies for such programs. The As-

sistant to the President for Homeland Security shall 

provide advice to the Director on the level and use of 

funding in departments and agencies for homeland se-

curity-related activities and, prior to the Director’s 

forwarding of the proposed annual budget submission 

to the President for transmittal to the Congress, shall 

certify to the Director the funding levels that the As-

sistant to the President for Homeland Security believes 

are necessary and appropriate for the homeland secu-

rity-related activities of the executive branch. 
SEC. 4. Administration. 
(a) The Office of Homeland Security shall be directed 

by the Assistant to the President for Homeland Secu-

rity. 
(b) The Office of Administration within the Executive 

Office of the President shall provide the Office of 

Homeland Security with such personnel, funding, and 

administrative support, to the extent permitted by law 

and subject to the availability of appropriations, as di-

rected by the Chief of Staff to carry out the provisions 

of this order. 
(c) Heads of executive departments and agencies are 

authorized, to the extent permitted by law, to detail or 
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assign personnel of such departments and agencies to 

the Office of Homeland Security upon request of the 

Assistant to the President for Homeland Security, sub-

ject to the approval of the Chief of Staff. 
SEC. 5. Establishment of Homeland Security Council. 
(a) I hereby establish a Homeland Security Council 

(the ‘‘Council’’), which shall be responsible for advising 

and assisting the President with respect to all aspects 

of homeland security. The Council shall serve as the 

mechanism for ensuring coordination of homeland se-

curity-related activities of executive departments and 

agencies and effective development and implementa-

tion of homeland security policies. 
(b) The Council shall have as its members the Presi-

dent, the Vice President, the Secretary of the Treas-

ury, the Secretary of Defense, the Attorney General, 

the Secretary of Health and Human Services, the Sec-

retary of Transportation, the Secretary of Homeland 

Security, the Director of the Federal Emergency Man-

agement Agency, the Director of the Federal Bureau of 

Investigation, the Director of Central Intelligence, the 

Assistant to the President for Homeland Security, and 

such other officers of the executive branch as the Presi-

dent may from time to time designate. The Chief of 

Staff, the Chief of Staff to the Vice President, the As-

sistant to the President for National Security Affairs, 

the Counsel to the President, and the Director of the 

Office of Management and Budget also are invited to 

attend any Council meeting. The Secretary of State, 

the Secretary of Agriculture, the Secretary of the Inte-

rior, the Secretary of Energy, the Secretary of Labor, 

the Secretary of Commerce, the Secretary of Veterans 

Affairs, the Administrator of the Environmental Pro-

tection Agency, the Assistant to the President for Eco-

nomic Policy, and the Assistant to the President for 

Domestic Policy shall be invited to attend meetings 

pertaining to their responsibilities. The heads of other 

executive departments and agencies and other senior 

officials shall be invited to attend Council meetings 

when appropriate. 
(c) The Council shall meet at the President’s direc-

tion. When the President is absent from a meeting of 

the Council, at the President’s direction the Vice Presi-

dent may preside. The Assistant to the President for 

Homeland Security shall be responsible, at the Presi-

dent’s direction, for determining the agenda, ensuring 

that necessary papers are prepared, and recording 

Council actions and Presidential decisions. 
SEC. 6. Original Classification Authority. I hereby dele-

gate the authority to classify information originally as 

Top Secret, in accordance with Executive Order 12958 

[former 50 U.S.C. 3161 note] or any successor Executive 

Order, to the Assistant to the President for Homeland 

Security. 
SEC. 7. Continuing Authorities. This order does not 

alter the existing authorities of United States Govern-

ment departments and agencies, including the Depart-

ment of Homeland Security. All executive departments 

and agencies are directed to assist the Council and the 

Assistant to the President for Homeland Security in 

carrying out the purposes of this order. 
SEC. 8. General Provisions. 
(a) This order does not create any right or benefit, 

substantive or procedural, enforceable at law or equity 

by a party against the United States, its departments, 

agencies or instrumentalities, its officers or employees, 

or any other person. 
(b) References in this order to State and local govern-

ments shall be construed to include tribal governments 

and United States territories and other possessions. 
(c) References to the ‘‘United States’’ shall be con-

strued to include United States territories and posses-

sions. 
SEC. 9. [Amended Ex. Ord. No. 12656, set out as a note 

under section 5195 of Title 42, The Public Health and 

Welfare.] 

GEORGE W. BUSH. 

EXECUTIVE ORDER NO. 13260 

Ex. Ord. No. 13260, Mar. 19, 2002, 67 F.R. 13241, as 

amended by Ex. Ord. No. 13286, § 4, Feb. 28, 2003, 68 F.R. 

10619, which established the President’s Homeland Se-

curity Advisory Council and Senior Advisory Commit-

tees for Homeland Security, was revoked by Ex. Ord. 

No. 13286, § 4, Feb. 28, 2003, 68 F.R. 10619, eff. Mar. 31, 

2003. 

EX. ORD. NO. 13657. CHANGING THE NAME OF THE NA-

TIONAL SECURITY STAFF TO THE NATIONAL SECURITY 

COUNCIL STAFF 

Ex. Ord. No. 13657, Feb. 10, 2014, 79 F.R. 8823, provided: 

By the authority vested in me as President by the 

Constitution and the laws of the United States of 

America, and in order to reflect my decision to change 

the name of the National Security Staff to the Na-

tional Security Council staff, it is hereby ordered as 

follows: 

SECTION 1. Name Change. All references to the Na-

tional Security Staff or Homeland Security Council 

Staff in any Executive Order or Presidential directive 

shall be understood to refer to the staff of the National 

Security Council. 

SEC. 2. General Provisions. (a) Nothing in this order 

shall be construed to impair or otherwise affect: 

(i) the authority granted by law to an executive de-

partment, agency, or the head thereof; or 

(ii) the functions of the Director of the Office of Man-

agement and Budget relating to budgetary, administra-

tive, or legislative proposals. 

(b) This order is not intended to, and does not, create 

any right or benefit, substantive or procedural, enforce-

able at law or in equity by any party against the 

United States, its departments, agencies, or entities, 

its officers, employees, or agents, or any other person. 

BARACK OBAMA. 

EX. ORD. NO. 13729. A COMPREHENSIVE APPROACH TO 

ATROCITY PREVENTION AND RESPONSE 

Ex. Ord. No. 13729, May 18, 2016, 81 F.R. 32611, pro-

vided: 

By the authority vested in me as President by the 

Constitution and the laws of the United States of 

America, it is hereby ordered as follows: 

SECTION 1. Policy. As articulated in Presidential 

Study Directive-10 (PSD–10), preventing mass atroc-

ities and genocide is a core national security interest 

and a core moral responsibility of the United States. 

Noting that governmental engagement on mass atroc-

ities and genocide too often arrives too late, when op-

portunities for prevention or low-cost, low-risk action 

have been missed, PSD–10 directed the establishment of 

an interagency Atrocities Prevention Board (Board), 

with the primary purpose of coordinating a whole-of- 

government approach to prevent mass atrocities and 

genocide. PSD–10 also directed an interagency study to 

develop and recommend the membership, mandate, 

structure, operational protocols, authorities, and sup-

port necessary for the Board to coordinate and develop 

atrocity prevention and response policy. This order 

continues in place the Board established in 2012 as I di-

rected in PSD–10, sets out the support to be afforded by 

executive departments, agencies, and offices, and up-

dates and memorializes the terms on which the Board 

will continue to operate in the service of its important 

mission. 

SEC. 2. Definition. For purposes of this order, the term 

‘‘mass atrocities’’ or ‘‘atrocities,’’ neither of which is 

defined under international law, refers to large scale 

and deliberate attacks on civilians, and includes acts 

falling within the definition ‘‘genocide’’ as defined in 

international law and under U.S. domestic statute. 

SEC. 3. Responsibilities. The Board shall seek to ensure 

that mass atrocities and the risk thereof are effectively 

considered and appropriately addressed by the U.S. 

Government, and shall coordinate the development and 

execution of policies and tools to enhance our capacity 

to prevent and respond to mass atrocities. 

(a) In order to ensure that emerging mass atrocity 

risks and mass atrocity situations are considered and 

addressed, the Board shall monitor developments 
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around the world that heighten the risk of mass atroc-

ities, and analyze and closely review specific mass 

atrocity threats or situations of heightened concern. 
(b) The Board shall also identify any gaps related to 

the prevention of and response to mass atrocities in the 

current policies and ongoing interagency processes con-

cerning particular regions or countries and shall make 

recommendations to strengthen policies, programs, re-

sources, and tools related to mass atrocity prevention 

and response to relevant executive departments and 

agencies (agencies), including through the Board’s 

function as an interagency policy committee, as de-

tailed in section 4 of this order. In these efforts, the 

Board shall focus in particular on ways for the U.S. 

Government to develop, strengthen, and enhance its ca-

pabilities to: 
(i) monitor, receive early warning of, and coordinate 

responses to potential mass atrocities; 
(ii) deter and isolate perpetrators of mass atrocities 

through all available and appropriate authorities; 
(iii) promote accountability of and deny impunity for 

perpetrators of mass atrocities, including by denying 

safe haven for perpetrators found in the United States; 
(iv) engage allies and partners, including the United 

Nations and other multilateral and regional institu-

tions, to build capacity and mobilize action for pre-

venting and responding to mass atrocities; 
(v) deploy civilian personnel with expertise in con-

flict prevention, civilian protection, mediation, and 

other relevant skills, including on a rapid response 

basis, to assist in mass atrocity prevention and re-

sponse efforts; 
(vi) increase capacity for our diplomats, armed serv-

ices, development professionals, and other actors to en-

gage in mass atrocity prevention and response activi-

ties; 
(vii) develop and implement tailored foreign assist-

ance programs as well as doctrine for our armed serv-

ices to address and mitigate the risks of mass atroc-

ities; 
(viii) ensure intelligence collection, analysis, and 

sharing of information, as appropriate, relating to mass 

atrocity threats and situations; and 
(ix) address any other issue regarding mass atrocity 

prevention and response that the Board determines is 

appropriate. 
SEC. 4. Structure and Protocols of the Atrocities Preven-

tion Board. The Board shall continue to operate and 

will have the following structure and protocols: 
(a) The Board shall function as an interagency policy 

committee, or body of equivalent standing, chaired by 

a member of the National Security Council staff at the 

Senior Director level or higher who shall be designated 

by the President (Chair). 
(b) The Chair shall convene the Board on a monthly 

basis to perform the responsibilities set forth in section 

3 of this order. The Board shall also meet as needed on 

an ad hoc and time-sensitive basis to consider and ad-

dress emerging mass atrocity threats or situations. 
(c) The Deputies Committee of the National Security 

Council (Deputies) shall meet at least twice per year, 

and the Principals Committee of the National Security 

Council (Principals) shall meet at least once per year, 

to review and direct the work of the Board. 
(d) The Board shall be composed of individuals at the 

Assistant Secretary-level or higher who shall be des-

ignated by the leadership of their respective depart-

ments or agencies. Within 60 days of a vacancy on the 

Board, the relevant department or agency or office 

head shall designate a replacement representative and 

notify the National Security Advisor. In addition to 

the Chair, the Board shall consist of the designated rep-

resentatives from the following: 
(i) the Office of the Vice President; 
(ii) the Department of State; 
(iii) the Department of the Treasury; 
(iv) the Department of Defense; 
(v) the Department of Justice; 
(vi) the Department of Homeland Security; 
(vii) the U.S. Mission to the United Nations; 

(viii) the Office of the Director of National Intel-

ligence; 
(ix) the Central Intelligence Agency; 
(x) the U.S. Agency for International Development; 
(xi) the Joint Chiefs of Staff; and 
(xii) such other agencies or offices as may request to 

participate in coordination with the Chair. 
(e) The Chair shall report, through the National Se-

curity Advisor, to the President by April 30 each year 

on the work of the U.S. Government in mass atrocity 

prevention and response, including the work of the 

Board. 
(f) The Chair shall prepare written updates for the 

public, on an annual basis, on the work of the U.S. Gov-

ernment in mass atrocity prevention and response, in-

cluding the work of the Board. 
(g) Consistent with the objectives set out in this 

order and in accordance with applicable law, the Board 

shall conduct outreach, including regular consulta-

tions, with representatives of nongovernmental organi-

zations with expertise in mass atrocity prevention and 

response and other appropriate parties. Such outreach 

shall be for the purpose of assisting the Board with its 

work on considering and addressing emerging mass 

atrocity threats or situations and on developing new or 

improved policies and tools, as well as for the purpose 

of providing transparency on the work of the Board. 
(h) In order to conduct the work set forth in this 

order effectively, the Board may: 
(i) request information or analysis from the Intel-

ligence Community (IC), Chiefs of Mission, agencies, 

and offices; 
(ii) develop policy recommendations and pro-

grammatic recommendations for agencies, offices, and 

existing interagency processes; 
(iii) in conjunction with existing interagency proc-

esses, formulate policy recommendations and pro-

grammatic recommendations; 
(iv) coordinate with the Office of Management and 

Budget (OMB) to develop guidance on mass atrocity 

prevention resource priorities for agencies and offices; 

and 
(v) bring urgent or significant matters to the atten-

tion of the Deputies and, as appropriate, request that 

the Deputies convene to address a situation of concern, 

consistent with Presidential Policy Directive-1 or its 

successor. 
SEC. 5. Enhancing Capabilities and Tools. Agencies 

shall take the following actions in support of the 

United States Government’s policy of working to pre-

vent and respond to mass atrocities: 
(a) Agencies, in coordination with the Board, shall 

ensure that mass atrocity prevention and response 

staffing, training, funding, and activities are addressed 

in their strategic planning and budget processes, in-

cluding Department Quadrennial Reviews, Mission Re-

source Requests, State Department Integrated Country 

Strategies, U.S. Agency for International Development 

(USAID) Joint Strategic Plans, State Department Bu-

reau Strategic Resource Plans, and related strategic 

planning and budget processes and documents. The 

Chair shall make recommendations to the National Se-

curity Advisor on the inclusion of material in the 

President’s National Security Strategy that addresses 

mass atrocity prevention and response. 
(b) The Department of State and USAID shall work 

with OMB to support the maintenance of civilian as-

sistance accounts and authorities that enable swift ci-

vilian responses to mass atrocity threats and situa-

tions. 
(c) The Department of State and USAID shall offer 

mass atrocity prevention and response training courses 

to all officers deployed or planning deployment to 

countries deemed by the IC to be at high or substantial 

risk for mass atrocities. 
(d) The Department of State and USAID shall con-

tinue to build and use civilian capacity (i.e., the ability 

to deploy personnel with expertise in conflict preven-

tion, civilian protection, mediation, and other relevant 

skills) effectively for mass atrocity prevention and re-
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sponse, and shall develop mechanisms for enhanced 

partnerships with non-U.S. Government actors that 

could provide surge capacity, such as the United Na-

tions and other multilateral and regional organiza-

tions, foreign governments, and nongovernmental orga-

nizations. 

(e) The IC shall continue to monitor developments 

worldwide and, as changing conditions warrant, prepare 

an IC-coordinated assessment updating IC judgments in 

its National Intelligence Estimate on the global risk of 

mass atrocities and genocide at regular intervals to in-

form the work of the Board. 

(f) Recognizing mass atrocity prevention as a core na-

tional security interest of the United States, the IC 

shall allocate resources so as to permit a collection 

surge for countries where the Board determines, and 

the Deputies concur, that there are ongoing or acute 

risks of mass atrocities that merit increased attention, 

in accordance with the National Intelligence Priority 

Framework and available resources. 

(g) The IC shall work with partner governments to 

encourage the collection and analysis of mass atrocity- 

related intelligence and the sharing of this intelligence 

with the U.S. Government and its partners in mass 

atrocity prevention and response. 

(h) The Department of Homeland Security (DHS) and 

the Department of Justice, in coordination with the 

Department of State, shall continue to develop propos-

als for legislative, regulatory, or administrative 

amendments or changes that would permit the more ef-

fective use and enforcement of immigration and other 

laws to deny impunity to perpetrators of mass atroc-

ities and that would enhance our ability to prosecute 

such perpetrators subject to the jurisdiction of the 

United States and remove those who are not citizens. 

(i) The Department of Defense (DOD) shall continue 

to develop joint doctrine and training that support 

mass atrocity prevention and response operations and 

shall address mass atrocity prevention and response as 

part of its general planning guidance to combatant 

commands and services. 

(j) The Department of State, the Department of the 

Treasury, DHS, the U.S. Mission to the United Nations 

(USUN), and other agencies as appropriate, shall coor-

dinate with bilateral and multilateral partners on the 

deployment of mass atrocity prevention and response 

tools, including isolating and deterring perpetrators of 

mass atrocities through all available authorities (in-

cluding administrative actions, visa authorities, and 

capacity-building support), as appropriate. 

(k) The Department of State, in coordination with 

USUN, DOD, and other agencies as appropriate, shall 

work bilaterally, multilaterally, and with regionally 

based organizations to enhance effectiveness in the 

fields of early warning, analysis, prevention, response, 

and accountability, and shall work with international 

partners to build or encourage building the capacity of 

our allies and partners to prevent and respond to mass 

atrocities. 

SEC. 6. General Provisions. (a) Members of the Board 

shall serve without any additional compensation for 

their work on the Board. 

(b) Nothing in this order shall be construed to impair 

or otherwise affect: 

(i) the authority granted by law to an executive de-

partment, agency, or the head thereof, or the status of 

that department or agency within the Federal Govern-

ment; or 

(ii) the functions of the Director of OMB relating to 

budgetary, administrative, or legislative proposals. 

(c) This order shall be implemented consistent with 

applicable law, and subject to the availability of appro-

priations. 

(d) This order is not intended to, and does not, create 

any right or benefit, substantive or procedural, enforce-

able at law or in equity by any party against the 

United States, its departments, agencies, or entities, 

its officers, employees, or agents, or any other person. 

BARACK OBAMA. 

EX. ORD. NO. 13747. ADVANCING THE GLOBAL HEALTH SE-

CURITY AGENDA TO ACHIEVE A WORLD SAFE AND SE-

CURE FROM INFECTIOUS DISEASE THREATS 

Ex. Ord. No. 13747, Nov. 4, 2016, 81 F.R. 78701, provided: 

By the authority vested in me as President by the 

Constitution and the laws of the United States of 

America, it is hereby ordered as follows: 

SECTION 1. Policy. As articulated in the National 

Strategy for Countering Biological Threats and imple-

mented in Presidential Policy Directive 2 (PPD–2), pro-

moting global health security is a core tenet of our na-

tional strategy for countering biological threats. No 

single nation can be prepared if other nations remain 

unprepared to counter biological threats; therefore, it 

is the policy of the United States to advance the Global 

Health Security Agenda (GHSA), which is a multi-fac-

eted, multi-country initiative intended to accelerate 

partner countries’ measurable capabilities to achieve 

specific targets to prevent, detect, and respond to in-

fectious disease threats (GHSA targets), whether natu-

rally occurring, deliberate, or accidental. The roles, re-

sponsibilities, and activities described in this order will 

support the goals of the International Health Regula-

tions (IHR) and will be conducted, as appropriate, in co-

ordination with the World Health Organization (WHO), 

Food and Agriculture Organization of the United Na-

tions (FAO), World Organisation for Animal Health 

(OIE), Global Partnership Against the Spread of Weap-

ons and Materials of Mass Destruction, the Inter-

national Criminal Police Organization (INTERPOL), 

and other relevant organizations and stakeholders. To 

advance the achievement of the GHSA targets and to 

support the implementation of the IHR within partner 

countries, each executive department, agency, and of-

fice (agency) shall, as appropriate, partner, consult, 

and coordinate with other governments, international 

financial institutions, international organizations, re-

gional organizations, economic communities, and non-

governmental stakeholders, including the private sec-

tor. 

SEC. 2. GHSA Interagency Review Council. 

(a) GHSA Coordination and Policy Development. In fur-

therance of the policy described in section 1 of this 

order, I hereby direct the National Security Council 

staff, in accordance with the procedures and require-

ments in Presidential Policy Directive 1 (or any succes-

sor directive), to convene a GHSA Interagency Review 

Council (Council) to perform the responsibilities de-

scribed in this order. The Assistant to the President for 

National Security Affairs, in coordination with the As-

sistant to the President for Homeland Security and 

Counterterrorism, shall designate a member of the Na-

tional Security Council staff to serve as Chair for the 

Council. The Council shall meet not less than four 

times per year to advance its mission and fulfill its re-

sponsibilities. 

(b) GHSA Interagency Review Council Responsibilities. 

(i) The Council shall be responsible for the following 

activities: 

(A) Provide, by consensus, policy-level guidance to 

participating agencies on GHSA goals, objectives, and 

implementation. 

(B) Facilitate interagency, multi-sectoral engage-

ment to carry out GHSA implementation. 

(C) Provide a forum for raising and working to re-

solve interagency disagreements concerning the 

GHSA. 

(D) Review the progress toward and work to resolve 

challenges in achieving U.S. commitments under the 

GHSA, including commitments to assist other coun-

tries in achieving the GHSA targets. The Council 

shall consider, among other issues, the status of U.S. 

financial commitments to the GHSA in the context of 

commitments by other donors, and the contributions 

of partner countries to achieve the GHSA targets; 

progress toward the milestones outlined in GHSA na-

tional plans for those countries where the United 

States Government has committed to assist in imple-

menting the GHSA and in annual work-plans outlin-
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ing agency priorities for implementing the GHSA; 

and external evaluations of United States and part-

ner country capabilities to address infectious disease 

threats, including the ability to achieve the targets 

outlined within the WHO Joint External Evaluation 

(JEE) tool, as well as gaps identified by such external 

evaluations. 
(E) Provide, by consensus, within 30 days of the 

date of this order, initial policy-level guidance on 

GHSA implementation. 
(F) Develop a report on an annual basis regarding 

the progress achieved and challenges concerning the 

United States Government’s ability to advance the 

GHSA across priority countries. The report shall in-

clude recommendations to resolve, mitigate, or 

otherwise address the challenges identified therein. 

The report shall be transmitted to the President and, 

to the extent possible, made publicly available. 
(G) Conduct an overall review of the GHSA for sub-

mission to the President by September 2019. The re-

view should include an evaluation of the progress 

achieved during the 5 years of this initiative, as well 

as any challenges faced. The report should also pro-

vide recommendations on the future direction of the 

initiative. 
(ii) The Council shall not perform any activities or 

functions that interfere with the foreign affairs respon-

sibilities of the Secretary of State, including the re-

sponsibility to oversee the implementation of programs 

and policies that advance the GHSA within foreign 

countries. 
(c) Participation. The Council shall consist of rep-

resentatives, serving at the Assistant Secretary level 

or higher, from the following agencies: 
(i) the Department of State; 
(ii) the Department of Defense; 
(iii) the Department of Justice; 
(iv) the Department of Agriculture; 
(v) the Department of Health and Human Services; 
(vi) the Department of Homeland Security; 
(vii) the Office of Management and Budget; 
(viii) the United States Agency for International De-

velopment; 
(ix) the Environmental Protection Agency; 
(x) the Centers for Disease Control and Prevention; 
(xi) the Federal Bureau of Investigation; 
(xii) the Office of Science and Technology Policy; and 
(xiii) such other agencies as the agencies set forth 

above, by consensus, deem appropriate. 
SEC. 3. Agency Roles and Responsibilities. In further-

ance of the policy described in section 1 of this order, 

I hereby direct agencies to perform the following: 
(a) The heads of agencies described in section 2(c) of 

this order shall: 
(i) make the GHSA and its implementation a high 

priority within their respective agencies, and include 

GHSA-related activities within their respective agen-

cies’ strategic planning and budget processes; 

(ii) designate a senior-level official to be responsible 

for the implementation of this order; 

(iii) designate, in accordance with section 2(c) of this 

order, an appropriate representative at the Assistant 

Secretary level or higher to participate on the Council; 

(iv) keep the Council apprised of GHSA-related ac-

tivities undertaken within their respective agencies; 

(v) maintain responsibility for agency-related pro-

grammatic functions in coordination with host govern-

ments, country teams, and GHSA in-country teams, 

and in conjunction with other relevant agencies; 

(vi) coordinate with other agencies that are identified 

in this order to satisfy programmatic goals, and further 

facilitate coordination of country teams, implemen-

ters, and donors in host countries; and 

(vii) coordinate across GHSA national plans and with 

GHSA partners to which the United States is providing 

assistance. 

(b) The Secretary of State shall: 

(i) engage Chiefs of Mission, country teams, and re-

gional and functional bureaus within the Department 

of State to promote the GHSA with international part-

ners and to facilitate country-level implementation of 

U.S. programmatic activities; 
(ii) monitor and evaluate progress toward achieving 

GHSA targets, determine where more work is needed, 

and work with agencies and international partners to 

identify the partners best placed to improve perform-

ance and to achieve the GHSA targets for countries the 

United States has made a commitment to assist; 
(iii) facilitate implementation and coordination of 

Department of State programs to further the GHSA, as 

well as provide technical expertise to measure and 

evaluate progress in countries the United States has 

made a commitment to assist; 
(iv) coordinate planning, implementation, and eval-

uation of GHSA activities with the U.S. Global Malaria 

Coordinator at the United States Agency for Inter-

national Development and the U.S. Global AIDS Co-

ordinator at the Department of State in countries the 

United States has made a commitment to assist; 
(v) lead diplomatic outreach, including at senior lev-

els, in conjunction with other relevant agencies, to 

build international support for the GHSA with its 

members, other countries, and regional and multi-

lateral bodies, including the Group of 7 (G7), the Group 

of 20 (G20), the African Union, the WHO, the OIE, the 

FAO, INTERPOL, the Global Partnership Against the 

Spread of Weapons and Materials of Mass Destruction, 

the European Union, the Asia-Pacific Economic Co-

operation, the Association of Southeast Asian Nations, 

the Economic Community of West African States, the 

Organization of Islamic Cooperation, development 

banks, and other relevant partners; 
(vi) work, in conjunction with other relevant agen-

cies, with other donors and nongovernmental imple-

menters in partner countries in order to leverage com-

mitments to advance the GHSA with partners; and 
(vii) coordinate, in conjunction with other relevant 

agencies, the United States Government relationship 

with foreign and domestic GHSA nongovernmental 

stakeholders, including the private sector, nongovern-

mental organizations, and foundations, and develop, 

with consensus from the Council, an annual GHSA non-

governmental outreach strategy. 
(c) The Secretary of Defense shall: 
(i) facilitate implementation and coordination of De-

partment of Defense programs to further the GHSA, as 

well as provide technical expertise to measure and 

evaluate progress in countries the United States has 

made a commitment to assist; 
(ii) work, in conjunction with interagency partners 

and the in-country GHSA team, with other donors and 

nongovernmental implementers in partner countries in 

which Department of Defense programs are active in 

order to coordinate and leverage commitments to ad-

vance the GHSA with partners; and 
(iii) coordinate and communicate, in conjunction 

with other relevant agencies, with defense ministries 

with regard to the GHSA, including at the GHSA Min-

isterial and Steering Group. 
(d) The Attorney General, generally acting through 

the Director of the Federal Bureau of Investigation 

(FBI), shall: 
(i) serve, in conjunction with other relevant agencies, 

as the United States Government lead for GHSA tar-

gets relating to linking public health and law enforce-

ment, and coordinate with INTERPOL on the GHSA 

and its successful implementation; 
(ii) facilitate implementation and coordination of 

FBI programs to further the GHSA, as well as provide 

technical expertise to measure and evaluate progress in 

countries the United States has made a commitment to 

assist; and 
(iii) work, in conjunction with interagency partners 

and the in-country GHSA team, with other donors and 

nongovernmental implementers in partner countries in 

which FBI programs are active in order to coordinate 

and leverage commitments to advance the GHSA with 

partners. 
(e) The Secretary of Agriculture shall: 
(i) represent, in conjunction with other relevant 

agencies, the United States in coordination and com-
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munication with the FAO and OIE with regard to the 

GHSA; 
(ii) facilitate implementation and coordination of De-

partment of Agriculture programs to further the 

GHSA, as well as provide technical expertise to meas-

ure and evaluate progress in countries the United 

States has made a commitment to assist; and 
(iii) work, in conjunction with interagency partners 

and the in-country GHSA team, with other donors, con-

tributing international organizations, and nongovern-

mental implementers in partner countries in which De-

partment of Agriculture programs are active in order 

to coordinate and leverage commitments to advance 

the GHSA with partners. 
(f) The Secretary of Health and Human Services 

shall: 
(i) represent, in conjunction with other relevant 

agencies, the United States at GHSA Ministerial and 

Steering Group meetings and in working with G7 and 

G20 Health Ministers on the GHSA, and coordinate 

United States Government support for those activities; 
(ii) provide overall leadership and coordination for 

the GHSA Action Packages (Action Packages), which 

consist of country commitments to advance and share 

best practices toward specific GHSA targets, including 

serving as the primary point of contact for the Action 

Packages, providing support to Action Package lead-

ers, and tracking overall progress on the Action Pack-

ages; 
(iii) coordinate United States Government support 

for and participation in external evaluations, including 

the WHO JEE tool and the Alliance for Country Assess-

ments for Global Health Security and IHR Implementa-

tion; 
(iv) represent, in conjunction with other relevant 

agencies, the United States in coordination and com-

munication with the WHO regarding the GHSA; 
(v) facilitate, no less than every 4 years, the request 

for an external assessment, such as the process out-

lined within the WHO JEE tool, of United States Gov-

ernment domestic efforts to implement the IHR and 

the GHSA and work to publish the assessment to the 

general public; and 
(vi) consolidate and publish to the general public an 

external assessment of United States domestic capabil-

ity to address infectious disease threats and implement 

the IHR, including the ability to achieve the targets 

outlined within the WHO JEE tool and including the 

gaps identified by such external assessment. 
(g) The Secretary of Homeland Security shall: 
(i) assess the impacts of global health threats on 

homeland security operations; and 
(ii) lead, in conjunction with the Secretary of Health 

and Human Services, the Secretary of State, and the 

Secretary of Agriculture, United States Government 

GHSA activities related to global health threats at 

U.S. borders and ports of entry. 
(h) The Administrator for the United States Agency 

for International Development shall: 
(i) facilitate implementation and coordination of 

United States Agency for International Development 

programs to further the GHSA, as well as provide tech-

nical expertise to measure and evaluate progress in 

countries the United States has made a commitment to 

assist; 
(ii) provide, in conjunction with other agencies, stra-

tegic technical guidance for achieving GHSA targets; 

and 
(iii) work, in conjunction with interagency partners 

and the in-country GHSA teams, with other donors and 

nongovernmental GHSA implementers in partner coun-

tries in which United States Agency for International 

Development programs are active in order to coordi-

nate and leverage commitments to advance the GHSA 

with partners. 
(i) The Director of the U.S. Centers for Disease Con-

trol and Prevention, in coordination with the Secretary 

of Health and Human Services, shall: 
(i) facilitate implementation and coordination of U.S. 

Centers for Disease Control and Prevention programs 

to further the GHSA, as well as provide technical ex-

pertise to measure and evaluate progress in countries 

the United States has made a commitment to assist; 

(ii) provide, in conjunction with other agencies, stra-

tegic technical guidance for achieving GHSA targets; 

(iii) provide, in coordination with the Department of 

Health and Human Services, strategic technical sup-

port for and participate in external assessments, in-

cluding the WHO JEE tool, and the Alliance for Coun-

try Assessments for Global Health Security and IHR 

implementation; and 

(iv) work, in conjunction with interagency partners 

and the in-country GHSA team, with other donors and 

nongovernmental implementers in partner countries in 

which the U.S. Centers for Disease Control and Preven-

tion programs are active in order to coordinate and le-

verage commitments to advance the GHSA with part-

ners. 

SEC. 4. General Provisions. (a) Nothing in this order 

shall be construed to impair, or otherwise affect: 

(i) the authority granted by law to an executive de-

partment, agency, or the head thereof; 

(ii) the functions of the Director of the Office of Man-

agement and Budget relating to budgetary, administra-

tive, or legislative proposals; or 

(iii) the coordination or implementation of emer-

gency response operations during a health emergency. 

(b) This order shall be implemented consistent with 

applicable law, and subject to the availability of appro-

priations. 

(c) This order is not intended to, and does not, create 

any right or benefit, substantive or procedural, enforce-

able at law or in equity by any party against the 

United States, its departments, agencies, or entities, 

its officers, employees, or agents, or any other person. 

BARACK OBAMA. 

EX. ORD. NO. 13773. ENFORCING FEDERAL LAW WITH RE-

SPECT TO TRANSNATIONAL CRIMINAL ORGANIZATIONS 

AND PREVENTING INTERNATIONAL TRAFFICKING 

Ex. Ord. No. 13773, Feb. 9, 2017, 82 F.R. 10691, provided: 

By the authority vested in me as President by the 

Constitution and the laws of the United States of 

America, it is hereby ordered as follows: 

SECTION 1. Purpose. Transnational criminal organiza-

tions and subsidiary organizations, including trans-

national drug cartels, have spread throughout the Na-

tion, threatening the safety of the United States and 

its citizens. These organizations derive revenue 

through widespread illegal conduct, including acts of 

violence and abuse that exhibit a wanton disregard for 

human life. They, for example, have been known to 

commit brutal murders, rapes, and other barbaric acts. 

These groups are drivers of crime, corruption, vio-

lence, and misery. In particular, the trafficking by car-

tels of controlled substances has triggered a resurgence 

in deadly drug abuse and a corresponding rise in violent 

crime related to drugs. Likewise, the trafficking and 

smuggling of human beings by transnational criminal 

groups risks creating a humanitarian crisis. These 

crimes, along with many others, are enriching and em-

powering these organizations to the detriment of the 

American people. 

A comprehensive and decisive approach is required to 

dismantle these organized crime syndicates and restore 

safety for the American people. 

SEC. 2. Policy. It shall be the policy of the executive 

branch to: 

(a) strengthen enforcement of Federal law in order to 

thwart transnational criminal organizations and sub-

sidiary organizations, including criminal gangs, car-

tels, racketeering organizations, and other groups en-

gaged in illicit activities that present a threat to pub-

lic safety and national security and that are related to, 

for example: 

(i) the illegal smuggling and trafficking of humans, 

drugs or other substances, wildlife, and weapons; 

(ii) corruption, cybercrime, fraud, financial crimes, 

and intellectual-property theft; or 
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(iii) the illegal concealment or transfer of proceeds 

derived from such illicit activities. 
(b) ensure that Federal law enforcement agencies 

give a high priority and devote sufficient resources to 

efforts to identify, interdict, disrupt, and dismantle 

transnational criminal organizations and subsidiary or-

ganizations, including through the investigation, ap-

prehension, and prosecution of members of such organi-

zations, the extradition of members of such organiza-

tions to face justice in the United States and, where ap-

propriate and to the extent permitted by law, the swift 

removal from the United States of foreign nationals 

who are members of such organizations; 
(c) maximize the extent to which all Federal agencies 

share information and coordinate with Federal law en-

forcement agencies, as permitted by law, in order to 

identify, interdict, and dismantle transnational crimi-

nal organizations and subsidiary organizations; 
(d) enhance cooperation with foreign counterparts 

against transnational criminal organizations and sub-

sidiary organizations, including, where appropriate and 

permitted by law, through sharing of intelligence and 

law enforcement information and through increased se-

curity sector assistance to foreign partners by the At-

torney General and the Secretary of Homeland Secu-

rity; 
(e) develop strategies, under the guidance of the Sec-

retary of State, the Attorney General, and the Sec-

retary of Homeland Security, to maximize coordination 

among agencies—such as through the Organized Crime 

Drug Enforcement Task Forces (OCDETF), Special Op-

erations Division, the OCDETF Fusion Center, and the 

International Organized Crime Intelligence and Oper-

ations Center—to counter the crimes described in sub-

section (a) of this section, consistent with applicable 

Federal law; and 
(f) pursue and support additional efforts to prevent 

the operational success of transnational criminal orga-

nizations and subsidiary organizations within and be-

yond the United States, to include prosecution of ancil-

lary criminal offenses, such as immigration fraud and 

visa fraud, and the seizure of the implements of such 

organizations and forfeiture of the proceeds of their 

criminal activity. 
SEC. 3. Implementation. In furtherance of the policy 

set forth in section 2 of this order, the Secretary of 

State, the Attorney General, the Secretary of Home-

land Security, and the Director of National Intel-

ligence, or their designees, shall co-chair and direct the 

existing interagency Threat Mitigation Working Group 

(TMWG), which shall: 
(a) work to support and improve the coordination of 

Federal agencies’ efforts to identify, interdict, inves-

tigate, prosecute, and dismantle transnational criminal 

organizations and subsidiary organizations within and 

beyond the United States; 
(b) work to improve Federal agencies’ provision, col-

lection, reporting, and sharing of, and access to, data 

relevant to Federal efforts against transnational crimi-

nal organizations and subsidiary organizations; 
(c) work to increase intelligence and law enforcement 

information sharing with foreign partners battling 

transnational criminal organizations and subsidiary or-

ganizations, and to enhance international operational 

capabilities and cooperation; 
(d) assess Federal agencies’ allocation of monetary 

and personnel resources for identifying, interdicting, 

and dismantling transnational criminal organizations 

and subsidiary organizations, as well as any resources 

that should be redirected toward these efforts; 
(e) identify Federal agencies’ practices, any absence 

of practices, and funding needs that might hinder Fed-

eral efforts to effectively combat transnational crimi-

nal organizations and subsidiary organizations; 
(f) review relevant Federal laws to determine existing 

ways in which to identify, interdict, and disrupt the ac-

tivity of transnational criminal organizations and sub-

sidiary organizations, and ascertain which statutory 

authorities, including provisions under the Immigra-

tion and Nationality Act, could be better enforced or 

amended to prevent foreign members of these organiza-

tions or their associates from obtaining entry into the 

United States and from exploiting the United States 

immigration system; 
(g) in the interest of transparency and public safety, 

and in compliance with all applicable law, including 

the Privacy Act, issue reports at least once per quarter 

detailing convictions in the United States relating to 

transnational criminal organizations and their subsidi-

aries; 
(h) to the extent deemed useful by the Co-Chairs, and 

in their discretion, identify methods for Federal agen-

cies to coordinate, as permitted by law, with State, 

tribal, and local governments and law enforcement 

agencies, foreign law enforcement partners, public- 

health organizations, and non-governmental organiza-

tions in order to aid in the identification, interdiction, 

and dismantling of transnational criminal organiza-

tions and subsidiary organizations; 
(i) to the extent deemed useful by the Co-Chairs, and 

in their discretion, consult with the Office of National 

Drug Control Policy in implementing this order; and 
(j) within 120 days of the date of this order, submit to 

the President a report on transnational criminal orga-

nizations and subsidiary organizations, including the 

extent of penetration of such organizations into the 

United States, and issue additional reports annually 

thereafter to describe the progress made in combating 

these criminal organizations, along with any rec-

ommended actions for dismantling them. 
SEC. 4. General Provisions. (a) Nothing in this order 

shall be construed to impair or otherwise affect: 
(i) the authority granted by law to an executive de-

partment or agency, or the head thereof; or 
(ii) the functions of the Director of the Office of Man-

agement and Budget relating to budgetary, administra-

tive, or legislative proposals. 
(b) This order shall be implemented consistent with 

applicable law and subject to the availability of appro-

priations. 
(c) This order is not intended to, and does not, create 

any right or benefit, substantive or procedural, enforce-

able at law or in equity by any party against the 

United States, its departments, agencies, or entities, 

its officers, employees, or agents, or any other person. 

DONALD J. TRUMP. 

STEPS FOR INCREASED LEGAL AND POLICY TRANSPARENCY 

CONCERNING THE UNITED STATES USE OF MILITARY 

FORCE AND RELATED NATIONAL SECURITY OPERATIONS 

Memorandum of President of the United States, Dec. 

5, 2016, 81 F.R. 94213, provided: 
Memorandum for the Heads of Executive Depart-

ments and Agencies 
Since my earliest days in office, I have emphasized 

the importance of transparency and my commitment to 

making as much information as possible available to 

the Congress and the public about the United States 

use of military force and related national security op-

erations. Doing so, I believe, not only supports the 

process of democratic decision making, but also dem-

onstrates the legitimacy and strengthens the sustain-

ability of our operations while promoting mutual un-

derstanding with our allies and partners. 
The United States has used military force and con-

ducted related national security operations within 

legal and policy frameworks that are designed to en-

sure that such operations are lawful and effective and 

that they serve our interests and values. Consistent 

with my commitment to transparency, my Administra-

tion has provided to the public an unprecedented 

amount of information regarding these frameworks 

through speeches, public statements, reports, and other 

materials. We have attempted to explain, consistent 

with our national security and the proper functioning 

of the executive branch, when and why the United 

States conducts such operations, the legal basis and 

policy parameters for such operations, and how such 

operations have unfolded, so that the American people 

can better understand them. 
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In addition to the efforts we have made to date, there 

is still more work that can be done to inform the pub-

lic. Thus, consistent with my Administration’s pre-

vious efforts, by this memorandum I am directing na-

tional security departments and agencies to take addi-

tional steps to share with the public further informa-

tion relating to the legal and policy frameworks within 

which the United States uses military force and con-

ducts related national security operations. Accord-

ingly, I hereby direct as follows: 

SECTION 1. Report. National security departments and 

agencies shall prepare for the President a formal report 

that describes key legal and policy frameworks that 

currently guide the United States use of military force 

and related national security operations, with a view 

toward the report being released to the public. 

SEC. 2. Keeping the Public Informed. On no less than an 

annual basis, the National Security Council staff shall 

be asked to, as appropriate, coordinate a review and up-

date of the report described in section 1 of this memo-

randum, provide any updated report to the President, 

and arrange for the report to be released to the public. 

SEC. 3. Definitions. For the purposes of this memoran-

dum: 

‘‘National security departments and agencies’’ in-

clude the Departments of State, the Treasury, Defense, 

Justice, and Homeland Security, the Office of the Di-

rector of National Intelligence, the Central Intelligence 

Agency, and such other agencies as the President may 

designate. 

‘‘Related national security operations’’ include oper-

ations deemed relevant and appropriate by national se-

curity departments and agencies for inclusion in the re-

port described in section 1 of this memorandum, such 

as detention, transfer, and interrogation operations. 

SEC. 4. Publication. The Secretary of State is hereby 

authorized and directed to publish this memorandum in 

the Federal Register. 

BARACK OBAMA. 

NATIONAL SECURITY PRESIDENTIAL MEMORANDUM–2. OR-

GANIZATION OF THE NATIONAL SECURITY COUNCIL AND 

THE HOMELAND SECURITY COUNCIL 

National Security Presidential Memorandum–2, Jan. 

28, 2017, 82 F.R. 9119, which related to the organization 

and functions of the National Security Council, the 

Homeland Security Council, National Security Council 

staff, Principals Committee, Deputies Committee, and 

Policy Coordination Committees, was revoked by 

Memorandum of President of the United States, part E, 

Apr. 4, 2017, 82 F.R. 16884, set out below. 

NATIONAL SECURITY PRESIDENTIAL MEMORANDUM–4. OR-

GANIZATION OF THE NATIONAL SECURITY COUNCIL, THE 

HOMELAND SECURITY COUNCIL, AND SUBCOMMITTEES 

National Security Presidential Memorandum–4, Apr. 

4, 2017, 82 F.R. 16881, provided: 

Memorandum for the Vice President[,] the Secretary 

of State[,] the Secretary of the Treasury[,] the Sec-

retary of Defense[,] the Attorney General[,] the Sec-

retary of Agriculture[,] the Secretary of Health and 

Human Services[,] the Secretary of Transportation[,] 

the Secretary of Commerce[,] the Secretary of 

Energy[,] the Secretary of Homeland Security[,] the 

Assistant to the President and Chief of Staff[,] the Di-

rector of the Office of Management and Budget[,] the 

Representative of the United States to the United 

Nations[,] the United States Trade Representative[,] 

the Chairman of the Council of Economic Advisers[,] 

the Chairman of the Board of Governors of the Federal 

Reserve System[,] the Director of National 

Intelligence[,] the Director of the Central Intelligence 

Agency[,] the Chairman of the Joint Chiefs of Staff[,] 

the Assistant to the President for National Security 

Affairs[,] the Assistant to the President for Homeland 

Security and Counterterrorism[,] the Assistant to the 

President for Economic Policy[,] the Assistant to the 

President for Trade and Manufacturing Policy[,] the 

Assistant to the President for Intragovernmental and 

Technology Initiatives[,] the Counsel to the 
President[,] the Deputy Assistant to the President and 

National Security Advisor to the Vice President[,] the 

Administrator of the United States Agency for Inter-

national Development[,] the Administrator of the Na-

tional Aeronautics and Space Administration[,] the 

Chairman of the Nuclear Regulatory Commission[,] the 

Director of the Federal Bureau of Investigation[,] the 

Director of the Office of Science and Technology 

Policy[,] the Director of National Drug Control 

Policy[,] the Chairman of the President’s Intelligence 

Advisory Board[,] the Administrator of the Federal 

Emergency Management Agency[, and] the Archivist of 

the United States 
As President, my highest priority is to ensure the 

safety and security of the American people. In order to 

advise and assist me in executing this solemn respon-

sibility, as well as to protect and advance the national 

interests of the United States at home and abroad, I 

hereby direct that my system for national security pol-

icy development and decision making shall be orga-

nized as follows: 
A. The National Security Council, the Homeland Security 

Council, and Supporting Staff 
The National Security Act of 1947, as amended, estab-

lished the National Security Council (NSC) to advise 

the President with respect to the integration of domes-

tic, foreign, and military policies relating to the na-

tional security. There is also a Homeland Security 

Council (HSC)—established through Executive Order 

13228 of October 8, 2001, and subsequently codified in the 

Homeland Security Act of 2002—that has the purpose of 

advising the President on matters pertaining to home-

land security. Each Council is also responsible for the 

effective coordination of the security-related activities 

and functions of the executive departments and agen-

cies. 
The security threats facing the United States in the 

21st century transcend international boundaries. Ac-

cordingly, the United States Government’s decision- 

making structures and processes to address these chal-

lenges must remain equally adaptive and trans-

formative. Both Councils are statutory bodies that the 

President will continue to chair. Invitations to partici-

pate in specific Council meetings shall be extended to 

those heads of executive departments and agencies, and 

other senior officials, who are needed to address the 

issue or issues under consideration. When the President 

is absent from a meeting of either Council, the Vice 

President may preside at the President’s direction. 
The Assistant to the President for National Security 

Affairs (National Security Advisor) shall be respon-

sible, as appropriate and at the President’s direction, 

for determining the agenda for the NSC or HSC, respec-

tively, ensuring that the necessary papers are prepared 

and recording Council actions and Presidential deci-

sions in a timely manner. The Assistant to the Presi-

dent for Homeland Security and Counterterrorism 

(Homeland Security Advisor) may, at the sole discre-

tion of the National Security Advisor, perform those 

functions. When international economic issues are on 

the agenda of the NSC, the Assistant to the President 

for Economic Policy may, at the sole discretion of the 

National Security Advisor, perform those functions. 
The NSC and HSC shall have as their regular 

attendees (both statutory and non-statutory) the Presi-

dent, the Vice President, the Secretary of State, the 

Secretary of the Treasury, the Secretary of Defense, 

the Attorney General, the Secretary of Energy, the 

Secretary of Homeland Security, the National Security 

Advisor, the Homeland Security Advisor, and the Rep-

resentative of the United States to the United Nations. 

The Director of National Intelligence and the Chair-

man of the Joint Chiefs of Staff, as statutory advisors 

to the NSC, shall also be regular attendees, as will the 

Director of the Central Intelligence Agency. 
When international economic issues are on the agen-

da of the NSC, the NSC’s regular attendees will include 

the Secretary of Commerce, the United States Trade 

Representative, and the Assistant to the President for 

Economic Policy. 
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The Assistant to the President and Chief of Staff 

(Chief of Staff to the President), the Counsel to the 

President, the Deputy Counsel to the President for Na-

tional Security Affairs, and the Director of the Office 

of Management and Budget are invited as attendees to 

any NSC meeting. 
In addition to the NSC and HSC, there is also a single 

NSC staff within the Executive Office of the President 

that serves both the NSC and HSC. The staff is com-

posed of regional, issue-focused, and functional direc-

torates and headed by a single civilian Executive Sec-

retary, pursuant to 50 U.S.C. 3021, who is also the Chief 

of Staff. All policy and staff activity decisions will be 

transmitted to the Executive Secretary for appropriate 

distribution and awareness. The purpose of the staff is 

to advise the President, the National Security Advisor, 

the Homeland Security Advisor, the NSC members, the 

HSC members, and others in the White House; to facili-

tate the implementation of Administration policy; and 

to help coordinate the national-security-related activi-

ties of the executive departments and agencies. 
B. The Principals Committee 
The Principals Committee (PC) shall continue to 

serve as the Cabinet-level senior interagency forum for 

considering policy issues that affect the national secu-

rity interests of the United States. The PC shall be 

convened and chaired by the National Security Advi-

sor. The Homeland Security Advisor may, at the sole 

discretion of the National Security Advisor, also con-

vene and chair the PC. The Chair shall determine the 

agenda in consultation with the appropriate committee 

members, and the Executive Secretary shall ensure 

that necessary papers are prepared, and that conclu-

sions and decisions are communicated in a timely man-

ner. Invitations to participate in or attend a specific 

PC shall be extended at the discretion of the Chair, and 

may include those Cabinet-level heads of executive de-

partments and agencies, and other senior officials, who 

are needed to address any issue under consideration. 
The PC shall have as its regular attendees the Sec-

retary of State, the Secretary of the Treasury, the Sec-

retary of Defense, the Attorney General, the Secretary 

of Energy, the Secretary of Homeland Security, the 

Chief of Staff to the President, the Director of National 

Intelligence, the Chairman of the Joint Chiefs of Staff, 

the Director of the Central Intelligence Agency, the 

National Security Advisor, the Homeland Security Ad-

visor, and the Representative of the United States to 

the United Nations. The Counsel to the President, the 

Deputy Counsel to the President for National Security 

Affairs, and the Director of the Office of Management 

and Budget may attend all PC meetings. 
The Assistant to the President and Deputy National 

Security Advisor (Deputy National Security Advisor), 

the Deputy National Security Advisor for Strategy, the 

Deputy Assistant to the President and National Secu-

rity Advisor to the Vice President, and the Executive 

Secretary (who shall serve as the Executive Secretary 

of the PC) shall attend all of the meetings of the PC, 

and the Assistant to the President for 

Intragovernmental and Technology Initiatives may at-

tend as appropriate. 
When international economic issues are on the agen-

da of the PC, the Committee’s regular attendees will 

include the Secretary of Commerce, the United States 

Trade Representative, and the Assistant to the Presi-

dent for Economic Policy (who shall serve as Chair for 

agenda items that principally pertain to international 

economics). 
C. The Deputies Committee 
The Deputies Committee (DC) shall continue to serve 

as the senior sub-Cabinet interagency forum for consid-

eration of, and where appropriate, decision making on, 

policy issues that affect the national security interests 

of the United States. The DC shall be convened and 

chaired by the Deputy National Security Advisor. The 

Deputy Homeland Security Advisor may, at the sole 

discretion of the National Security Advisor, also con-

vene and Chair the DC. The Chair shall determine the 

agenda in consultation with the regular DC attendees, 

and the Executive Secretary shall ensure that nec-

essary papers are prepared and that conclusions and de-

cisions are communicated in a timely manner. Invita-

tions to participate in or attend a specific DC meeting 

shall be extended by the Chair to those at the Deputy 

Secretary or Under Secretary level of executive depart-

ments and agencies, and to other senior officials, who 

are needed to address any issue under consideration. 
The DC shall have as its regular attendees the Dep-

uty Secretary of State, the Deputy Secretary of the 

Treasury, the Deputy Secretary of Defense, the Deputy 

Attorney General, the Deputy Secretary of Energy, the 

Deputy Secretary of Homeland Security, the Deputy 

Director of the Office of Management and Budget, the 

Deputy Director of National Intelligence, the Vice 

Chairman of the Joint Chiefs of Staff, the Deputy Di-

rector of the Central Intelligence Agency, the Deputy 

National Security Advisor, the Deputy National Secu-

rity Advisor for Strategy, the Deputy Homeland Secu-

rity Advisor, the Deputy Assistant to the President and 

National Security Advisor to the Vice President, and 

the Administrator of the United States Agency for 

International Development. 
The Executive Secretary shall attend the DC meet-

ings. The Deputy Counsel to the President for National 

Security Affairs may attend all DC meetings. Other 

senior officials, including the Deputy Representative of 

the United States to the United Nations, may be in-

vited when appropriate. 
The DC shall review and monitor the work of the 

interagency national security process, including the 

interagency groups established pursuant to section D 

below. The DC shall help to ensure that issues brought 

before the NSC, HSC, and PC have been properly ana-

lyzed and prepared for decision. The DC shall also focus 

significant attention on monitoring the implementa-

tion of policies and decisions and shall conduct periodic 

reviews of the Administration’s major national secu-

rity and foreign policy initiatives. The DC is respon-

sible for establishing Policy Coordination Committees 

(PCCs) and for providing objectives and clear guidance. 
D. Policy Coordination Committees 
Management of the development and implementation 

of national security policies by multiple executive de-

partments and agencies typically shall be accomplished 

by the PCCs, with participation primarily occurring at 

the Assistant Secretary level. As the main day-to-day 

fora for interagency coordination of national security 

policies, the PCCs shall provide policy analysis for con-

sideration by the more senior committees of the na-

tional security system and ensure timely responses to 

the President’s decisions. 
Regional and issue-related PCCs shall be established 

at the direction of the DC. Members of the NSC staff 

(or National Economic Council staff, as appropriate) 

will chair the PCCs; the DC, at its discretion, may add 

co-chairs to any PCC. The PCCs shall review and coor-

dinate the implementation of Presidential decisions in 

their respective policy areas. The Chair of each PCC, in 

consultation with the Executive Secretary, shall invite 

representatives of other executive departments and 

agencies to attend meetings of the PCC where appro-

priate. The Chair of each PCC, with the agreement of 

the Executive Secretary, may establish subordinate 

working groups to assist that PCC in the performance 

of its duties. 
E. General 
The President and the Vice President may attend any 

and all meetings of any entity established by or under 

this memorandum. 
This document is part of a series of National Security 

Presidential Memoranda, which have replaced both 

Presidential Policy Directives and Presidential Study 

Directives as the instrument for communicating rel-

evant Presidential decisions. This memorandum shall 

supersede all other existing Presidential directives and 

guidance on the organization or support of the NSC and 

the HSC, including National Security Presidential 

Memorandum–2 (January 28, 2017), which is hereby re-

voked. With regard to its application to economic mat-
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ters, this document shall be interpreted in concert with 

any Executive Order governing the National Economic 

Council and with Presidential Memoranda signed here-

after that implement it or those Executive Orders. 

The Secretary of Defense is hereby authorized and di-

rected to publish this memorandum in the Federal Reg-

ister. 

DONALD J. TRUMP. 

§ 3022. Joint Intelligence Community Council 

(a) Joint Intelligence Community Council 

There is a Joint Intelligence Community 
Council. 

(b) Membership 

The Joint Intelligence Community Council 
shall consist of the following: 

(1) The Director of National Intelligence, 
who shall chair the Council. 

(2) The Secretary of State. 
(3) The Secretary of the Treasury. 
(4) The Secretary of Defense. 
(5) The Attorney General. 
(6) The Secretary of Energy. 
(7) The Secretary of Homeland Security. 
(8) Such other officers of the United States 

Government as the President may designate 
from time to time. 

(c) Functions 

The Joint Intelligence Community Council 
shall assist the Director of National Intelligence 
in developing and implementing a joint, unified 
national intelligence effort to protect national 
security by— 

(1) advising the Director on establishing re-
quirements, developing budgets, financial 
management, and monitoring and evaluating 
the performance of the intelligence commu-
nity, and on such other matters as the Direc-
tor may request; and 

(2) ensuring the timely execution of pro-
grams, policies, and directives established or 
developed by the Director. 

(d) Meetings 

The Director of National Intelligence shall 
convene regular meetings of the Joint Intel-
ligence Community Council. 

(e) Advice and opinions of members other than 
Chairman 

(1) A member of the Joint Intelligence Com-
munity Council (other than the Chairman) may 
submit to the Chairman advice or an opinion in 
disagreement with, or advice or an opinion in 
addition to, the advice presented by the Director 
of National Intelligence to the President or the 
National Security Council, in the role of the 
Chairman as Chairman of the Joint Intelligence 
Community Council. If a member submits such 
advice or opinion, the Chairman shall present 
the advice or opinion of such member at the 
same time the Chairman presents the advice of 
the Chairman to the President or the National 
Security Council, as the case may be. 

(2) The Chairman shall establish procedures to 
ensure that the presentation of the advice of the 
Chairman to the President or the National Secu-
rity Council is not unduly delayed by reason of 
the submission of the individual advice or opin-
ion of another member of the Council. 

(f) Recommendations to Congress 

Any member of the Joint Intelligence Commu-
nity Council may make such recommendations 
to Congress relating to the intelligence commu-
nity as such member considers appropriate. 

(July 26, 1947, ch. 343, title I, § 101A, as added 
Pub. L. 108–458, title I, § 1031, Dec. 17, 2004, 118 
Stat. 3677.) 

CODIFICATION 

Section was formerly classified to section 402–1 of 

this title prior to editorial reclassification and renum-

bering as this section. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

§ 3023. Director of National Intelligence 

(a) Director of National Intelligence 

(1) There is a Director of National Intelligence 
who shall be appointed by the President, by and 
with the advice and consent of the Senate. Any 
individual nominated for appointment as Direc-
tor of National Intelligence shall have extensive 
national security expertise. 

(2) The Director of National Intelligence shall 
not be located within the Executive Office of the 
President. 

(b) Principal responsibility 

Subject to the authority, direction, and con-
trol of the President, the Director of National 
Intelligence shall— 

(1) serve as head of the intelligence commu-
nity; 

(2) act as the principal adviser to the Presi-
dent, to the National Security Council, and 
the Homeland Security Council for intel-
ligence matters related to the national secu-
rity; and 

(3) consistent with section 1018 of the Na-
tional Security Intelligence Reform Act of 
2004, oversee and direct the implementation of 
the National Intelligence Program. 

(c) Prohibition on dual service 

The individual serving in the position of Di-
rector of National Intelligence shall not, while 
so serving, also serve as the Director of the Cen-
tral Intelligence Agency or as the head of any 
other element of the intelligence community. 

(July 26, 1947, ch. 343, title I, § 102, as added Pub. 
L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 Stat. 
3644.) 

REFERENCES IN TEXT 

Section 1018 of the National Security Intelligence Re-

form Act of 2004, referred to in subsec. (b)(3), is section 

1018 of Pub. L. 108–458, which is set out as a note below. 

CODIFICATION 

Section was formerly classified to section 403 of this 

title prior to editorial reclassification and renumbering 

as this section. 
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PRIOR PROVISIONS 

A prior section 102 of act July 26, 1947, ch. 343, title 
I, as added and amended Pub. L. 104–293, title VIII, 
§§ 805(a), 809(a), 810, 811, Oct. 11, 1996, 110 Stat. 3477, 3481, 
3482; Pub. L. 105–107, title IV, § 405, Nov. 20, 1997, 111 
Stat. 2261; Pub. L. 105–272, title III, § 306, Oct. 20, 1998, 
112 Stat. 2401, related to Office of the Director of Cen-
tral Intelligence prior to repeal by Pub. L. 108–458, title 
I, §§ 1011(a), 1097(a), Dec. 17, 2004, 118 Stat. 3643, 3698, ef-
fective not later than six months after Dec. 17, 2004, ex-
cept as otherwise expressly provided. See section 3036 of 
this title. 

Another prior section 102 of act July 26, 1947, ch. 343, 
title I, 61 Stat. 497; act Apr. 4, 1953, ch. 16, 67 Stat. 19; 
Pub. L. 102–496, title VII, § 704, Oct. 24, 1992, 106 Stat. 
3189; Pub. L. 104–93, title VII, § 701, Jan. 6, 1996, 109 Stat. 

977; Pub. L. 104–106, div. A, title V, § 570, Feb. 10, 1996, 

110 Stat. 353, related to establishment of Central Intel-

ligence Agency and appointment and functions of its 

Director and Deputy Director prior to repeal by Pub. L. 

104–293, title VIII, § 805(a), Oct. 11, 1996, 110 Stat. 3477. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 
Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

MERGER OF THE FOREIGN COUNTERINTELLIGENCE PRO-

GRAM AND THE GENERAL DEFENSE INTELLIGENCE PRO-

GRAM 

Pub. L. 113–126, title III, § 314, July 7, 2014, 128 Stat. 

1399, provided that: ‘‘Notwithstanding any other provi-

sion of law, the Director of National Intelligence shall 

carry out the merger of the Foreign Counter-

intelligence Program into the General Defense Intel-

ligence Program as directed in the classified annex to 

this Act [see Tables for classification]. The merger 

shall go into effect no earlier than 30 days after written 

notification of the merger is provided to the congres-

sional intelligence committees.’’ 
[For definition of ‘‘congressional intelligence com-

mittees’’ as used in section 314 of Pub. L. 113–126, set 

out above, see section 2 of Pub. L. 113–126, set out as a 

note under section 3003 of this title.] 

PRESIDENTIAL GUIDELINES ON IMPLEMENTATION AND 

PRESERVATION OF AUTHORITIES 

Pub. L. 108–458, title I, § 1018, Dec. 17, 2004, 118 Stat. 

3670, provided that: ‘‘The President shall issue guide-

lines to ensure the effective implementation and execu-

tion within the executive branch of the authorities 

granted to the Director of National Intelligence by this 

title [see Tables for classification] and the amendments 

made by this title, in a manner that respects and does 

not abrogate the statutory responsibilities of the heads 

of the departments of the United States Government 

concerning such departments, including, but not lim-

ited to: 
‘‘(1) the authority of the Director of the Office of 

Management and Budget; and 
‘‘(2) the authority of the principal officers of the ex-

ecutive departments as heads of their respective de-

partments, including, but not limited to, under— 
‘‘(A) section 199 of the Revised Statutes (22 U.S.C. 

2651); 
‘‘(B) title II of the Department of Energy Organi-

zation Act (42 U.S.C. 7131 et seq.); 
‘‘(C) the State Department Basic Authorities Act 

of 1956 [Act Aug. 1, 1956, ch. 841, see Tables for clas-

sification]; 
‘‘(D) section 102(a) of the Homeland Security Act 

of 2002 (6 U.S.C. 112(a)); and 
‘‘(E) sections 301 of title 5, 113(b) and 162(b) of 

title 10, 503 of title 28, and 301(b) of title 31, United 

States Code.’’ 

REPORT ON LESSONS LEARNED FROM MILITARY 

OPERATIONS IN IRAQ 

Pub. L. 108–177, title III, § 357, Dec. 13, 2003, 117 Stat. 

2621, as amended by Pub. L. 108–458, title I, 

§ 1071(g)(3)(A)(vi), Dec. 17, 2004, 118 Stat. 3692, required 

Director of National Intelligence to submit report to 

Congress, not later than one year after Dec. 13, 2003, on 

intelligence lessons learned as a result of Operation 

Iraqi Freedom. 

CENTRAL INTELLIGENCE AGENCY RETIREMENT AND 

DISABILITY SYSTEM 

Pub. L. 88–643, Oct. 13, 1964, 78 Stat. 1043, as amended 

by Pub. L. 90–539, Sept. 30, 1968, 82 Stat. 902; Pub. L. 

91–185, Dec. 30, 1969, 83 Stat. 847; Pub. L. 91–626, §§ 1–6, 

Dec. 31, 1970, 84 Stat. 1872–1874; Pub. L. 93–31, May 8, 

1973, 87 Stat. 65; Pub. L. 93–210, § 1(a), Dec. 28, 1973, 87 

Stat. 908; Pub. L. 94–361, title VIII, § 801(b), July 14, 1976, 

90 Stat. 929; Pub. L. 94–522, title I, §§ 101, 102, title II, 

§§ 201–213, Oct. 17, 1976, 90 Stat. 2467–2471; Ex. Ord. No. 

12273, Jan. 16, 1981, 46 F.R. 5854; Ex. Ord. No. 12326, Sept. 

30, 1981, 46 F.R. 48889; Pub. L. 97–269, title VI, §§ 602–611, 

Sept. 27, 1982, 96 Stat. 1145–1148, 1152–1153; Ex. Ord. No. 

12443, Sept. 27, 1983, 48 F.R. 44751; Ex. Ord. No. 12485, 

July 13, 1984, 49 F.R. 28827; Pub. L. 98–618, title III, § 302, 

Nov. 8, 1984, 98 Stat. 3300; Pub. L. 99–169, title VII, § 702, 

Dec. 4, 1985, 99 Stat. 1008; Pub. L. 99–335, title V, 

§§ 501–506, June 6, 1986, 100 Stat. 622–624; Pub. L. 99–514, 

§ 2, Oct. 22, 1986, 100 Stat. 2095; Pub. L. 99–569, title III, 

§ 302(a), Oct. 27, 1986, 100 Stat. 3192; Pub. L. 100–178, title 

IV, §§ 401(a), 402(a), (b)(1), (2), Dec. 2, 1987, 101 Stat. 

1012–1014; Pub. L. 100–453, title III, § 302(a), (b)(1), (c)(1), 

(d)(1), (2), title V, § 502, Sept. 29, 1988, 102 Stat. 1906, 1907, 

1909; Pub. L. 101–193, title III, §§ 302–304(a), 307(b), Nov. 

30, 1989, 103 Stat. 1703, 1707; Pub. L. 102–83, § 5(c)(2), Aug. 

6, 1991, 105 Stat. 406; Pub. L. 102–88, title III, 

§§ 302–305(a), 306–307(b), Aug. 14, 1991, 105 Stat. 431–433; 

Pub. L. 102–183, title III, §§ 302(a)–(c), 303(a), 304–306(b), 

307, 309(a), 310(a), Dec. 4, 1991, 105 Stat. 1262–1266; Pub. 

L. 102–496, title III, § 304(b), Oct. 24, 1992, 106 Stat. 3183, 

known as the Central Intelligence Agency Retirement 

Act of 1964 for Certain Employees, was revised gener-

ally by Pub. L. 102–496, title VIII, § 802, Oct. 24, 1992, 106 

Stat. 3196. As so revised, Pub. L. 88–643, now known as 

the Central Intelligence Agency Retirement Act, has 

been transferred to chapter 38 (§ 2001 et seq.) of this 

title. All notes, Executive orders, and other provisions 

relating to this Act have been transferred to section 

2001 of this title. 

EXECUTIVE ORDER NO. 10656 

Ex. Ord. No. 10656, Feb. 6, 1956, 21 F.R. 859, which es-

tablished the President’s Board of Consultants on For-

eign Intelligence Activities, was revoked by Ex. Ord. 

No. 10938, May 4, 1961, 26 F.R. 3951, formerly set out 

below. 

EXECUTIVE ORDER NO. 10938 

Ex. Ord. No. 10938, May 4, 1961, 26 F.R. 3951, which es-

tablished the President’s Foreign Intelligence Advisory 

Board, was revoked by Ex. Ord. No. 11460, Mar. 20, 1969, 

34 F.R. 5535, formerly set out below. 

EXECUTIVE ORDER NO. 11460 

Ex. Ord. No. 11460, Mar. 20, 1969, 34 F.R. 5535, which es-

tablished the President’s Foreign Intelligence Advisory 

Board, was revoked by Ex. Ord. No. 11984, May 4, 1977, 

42 F.R. 23129, set out below. 

EX. ORD. NO. 11984. ABOLITION OF PRESIDENT’S FOREIGN 

INTELLIGENCE ADVISORY BOARD 

Ex. Ord. No. 11984, May 4, 1977, 42 F.R. 23129, provided: 
By virtue of the authority vested in me by the Con-

stitution and statutes of the United States of America, 

and as President of the United States of America, in 

order to abolish the President’s Foreign Intelligence 

Advisory Board, Executive Order No. 11460 of March 20, 

1969, is hereby revoked. 

JIMMY CARTER. 
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EXECUTIVE ORDER NO. 12331 

Ex. Ord. No. 12331, Oct. 20, 1981, 46 F.R. 51705, which 

established the President’s Foreign Intelligence Advi-

sory Board, was revoked by Ex. Ord. No. 12537, Oct. 28, 

1985, 50 F.R. 45083, formerly set out below. 

EXECUTIVE ORDER NO. 12537 

Ex. Ord. No. 12537, Oct. 28, 1985, 50 F.R. 45083, as 

amended by Ex. Ord. No. 12624, Jan. 6, 1988, 53 F.R. 489, 

which established the President’s Foreign Intelligence 

Advisory Board, was revoked by Ex. Ord. No. 12863, § 3.3, 

Sept. 13, 1993, 58 F.R. 48441, formerly set out as a note 

under section 3001 of this title. 

§ 3024. Responsibilities and authorities of the Di-
rector of National Intelligence 

(a) Provision of intelligence 

(1) The Director of National Intelligence shall 
be responsible for ensuring that national intel-
ligence is provided— 

(A) to the President; 
(B) to the heads of departments and agencies 

of the executive branch; 
(C) to the Chairman of the Joint Chiefs of 

Staff and senior military commanders; 
(D) to the Senate and House of Representa-

tives and the committees thereof; and 
(E) to such other persons as the Director of 

National Intelligence determines to be appro-
priate. 

(2) Such national intelligence should be time-
ly, objective, independent of political consider-
ations, and based upon all sources available to 
the intelligence community and other appro-
priate entities. 

(b) Access to intelligence 

Unless otherwise directed by the President, 
the Director of National Intelligence shall have 
access to all national intelligence and intel-
ligence related to the national security which is 
collected by any Federal department, agency, or 
other entity, except as otherwise provided by 
law or, as appropriate, under guidelines agreed 
upon by the Attorney General and the Director 
of National Intelligence. 

(c) Budget authorities 

(1) With respect to budget requests and appro-
priations for the National Intelligence Program, 
the Director of National Intelligence shall— 

(A) based on intelligence priorities set by 
the President, provide to the heads of depart-
ments containing agencies or organizations 
within the intelligence community, and to the 
heads of such agencies and organizations, 
guidance for developing the National Intel-
ligence Program budget pertaining to such 
agencies and organizations; 

(B) based on budget proposals provided to 
the Director of National Intelligence by the 
heads of agencies and organizations within the 
intelligence community and the heads of their 
respective departments and, as appropriate, 
after obtaining the advice of the Joint Intel-
ligence Community Council, develop and de-
termine an annual consolidated National In-
telligence Program budget; and 

(C) present such consolidated National Intel-
ligence Program budget, together with any 
comments from the heads of departments con-

taining agencies or organizations within the 
intelligence community, to the President for 
approval. 

(2) In addition to the information provided 
under paragraph (1)(B), the heads of agencies 
and organizations within the intelligence com-
munity shall provide the Director of National 
Intelligence such other information as the Di-
rector shall request for the purpose of determin-
ing the annual consolidated National Intel-
ligence Program budget under that paragraph. 

(3)(A) The Director of National Intelligence 
shall participate in the development by the Sec-
retary of Defense of the annual budget for the 
Military Intelligence Program or any successor 
program or programs. 

(B) The Director of National Intelligence shall 
provide guidance for the development of the an-
nual budget for each element of the intelligence 
community that is not within the National In-
telligence Program. 

(4) The Director of National Intelligence shall 
ensure the effective execution of the annual 
budget for intelligence and intelligence-related 
activities. 

(5)(A) The Director of National Intelligence 
shall be responsible for managing appropriations 
for the National Intelligence Program by direct-
ing the allotment or allocation of such appro-
priations through the heads of the departments 
containing agencies or organizations within the 
intelligence community and the Director of the 
Central Intelligence Agency, with prior notice 
(including the provision of appropriate support-
ing information) to the head of the department 
containing an agency or organization receiving 
any such allocation or allotment or the Director 
of the Central Intelligence Agency. 

(B) Notwithstanding any other provision of 
law, pursuant to relevant appropriations Acts 
for the National Intelligence Program, the Di-
rector of the Office of Management and Budget 
shall exercise the authority of the Director of 
the Office of Management and Budget to appor-
tion funds, at the exclusive direction of the Di-
rector of National Intelligence, for allocation to 
the elements of the intelligence community 
through the relevant host executive depart-
ments and the Central Intelligence Agency. De-
partment comptrollers or appropriate budget 
execution officers shall allot, allocate, repro-
gram, or transfer funds appropriated for the Na-
tional Intelligence Program in an expeditious 
manner. 

(C) The Director of National Intelligence shall 
monitor the implementation and execution of 
the National Intelligence Program by the heads 
of the elements of the intelligence community 
that manage programs and activities that are 
part of the National Intelligence Program, 
which may include audits and evaluations. 

(6) Apportionment and allotment of funds 
under this subsection shall be subject to chapter 
13 and section 1517 of title 31 and the Congres-
sional Budget and Impoundment Control Act of 
1974 (2 U.S.C. 621 et seq.). 

(7)(A) The Director of National Intelligence 
shall provide a semi-annual report, beginning 
April 1, 2005, and ending April 1, 2007, to the 
President and the Congress regarding implemen-
tation of this section. 



Page 503 TITLE 50—WAR AND NATIONAL DEFENSE § 3024 

(B) The Director of National Intelligence shall 
report to the President and the Congress not 
later than 15 days after learning of any instance 
in which a departmental comptroller acts in a 
manner inconsistent with the law (including 
permanent statutes, authorization Acts, and ap-
propriations Acts), or the direction of the Direc-
tor of National Intelligence, in carrying out the 
National Intelligence Program. 

(d) Role of Director of National Intelligence in 
transfer and reprogramming of funds 

(1)(A) No funds made available under the Na-
tional Intelligence Program may be transferred 
or reprogrammed without the prior approval of 
the Director of National Intelligence, except in 
accordance with procedures prescribed by the 
Director of National Intelligence. 

(B) The Secretary of Defense shall consult 
with the Director of National Intelligence before 
transferring or reprogramming funds made 
available under the Military Intelligence Pro-
gram or any successor program or programs. 

(2) Subject to the succeeding provisions of this 
subsection, the Director of National Intelligence 
may transfer or reprogram funds appropriated 
for a program within the National Intelligence 
Program— 

(A) to another such program; 
(B) to other departments or agencies of the 

United States Government for the develop-
ment and fielding of systems of common con-
cern related to the collection, processing, 
analysis, exploitation, and dissemination of 
intelligence information; or 

(C) to a program funded by appropriations 
not within the National Intelligence Program 
to address critical gaps in intelligence infor-
mation sharing or access capabilities. 

(3) The Director of National Intelligence may 
only transfer or reprogram funds referred to in 
paragraph (1)(A)— 

(A) with the approval of the Director of the 
Office of Management and Budget; and 

(B) after consultation with the heads of de-
partments containing agencies or organiza-
tions within the intelligence community to 
the extent such agencies or organizations are 
affected, and, in the case of the Central Intel-
ligence Agency, after consultation with the 
Director of the Central Intelligence Agency. 

(4) The amounts available for transfer or re-
programming in the National Intelligence Pro-
gram in any given fiscal year, and the terms and 
conditions governing such transfers and 
reprogrammings, are subject to the provisions of 
annual appropriations Acts and this subsection. 

(5)(A) A transfer or reprogramming of funds 
may be made under this subsection only if— 

(i) the funds are being transferred to an ac-
tivity that is a higher priority intelligence ac-
tivity; 

(ii) the transfer or reprogramming supports 
an emergent need, improves program effec-
tiveness, or increases efficiency; 

(iii) the transfer or reprogramming does not 
involve a transfer or reprogramming of funds 
to a Reserve for Contingencies of the Director 
of National Intelligence or the Reserve for 
Contingencies of the Central Intelligence 
Agency; 

(iv) the transfer or reprogramming results in 
a cumulative transfer or reprogramming of 
funds out of any department or agency, as ap-
propriate, funded in the National Intelligence 
Program in a single fiscal year— 

(I) that is less than $150,000,000, and 
(II) that is less than 5 percent of amounts 

available to a department or agency under 
the National Intelligence Program; and 

(v) the transfer or reprogramming does not 
terminate an acquisition program. 

(B) A transfer or reprogramming may be made 
without regard to a limitation set forth in 
clause (iv) or (v) of subparagraph (A) if the 
transfer has the concurrence of the head of the 
department involved or the Director of the Cen-
tral Intelligence Agency (in the case of the Cen-
tral Intelligence Agency). The authority to pro-
vide such concurrence may only be delegated by 
the head of the department involved or the Di-
rector of the Central Intelligence Agency (in the 
case of the Central Intelligence Agency) to the 
deputy of such officer. 

(6) Funds transferred or reprogrammed under 
this subsection shall remain available for the 
same period as the appropriations account to 
which transferred or reprogrammed. 

(7) Any transfer or reprogramming of funds 
under this subsection shall be carried out in ac-
cordance with existing procedures applicable to 
reprogramming notifications for the appropriate 
congressional committees. Any proposed trans-
fer or reprogramming for which notice is given 
to the appropriate congressional committees 
shall be accompanied by a report explaining the 
nature of the proposed transfer or reprogram-
ming and how it satisfies the requirements of 
this subsection. In addition, the congressional 
intelligence committees shall be promptly noti-
fied of any transfer or reprogramming of funds 
made pursuant to this subsection in any case in 
which the transfer or reprogramming would not 
have otherwise required reprogramming notifi-
cation under procedures in effect as of December 
17, 2004. 

(e) Transfer of personnel 

(1)(A) In addition to any other authorities 
available under law for such purposes, in the 
first twelve months after establishment of a new 
national intelligence center, the Director of Na-
tional Intelligence, with the approval of the Di-
rector of the Office of Management and Budget 
and in consultation with the congressional com-
mittees of jurisdiction referred to in subpara-
graph (B), may transfer not more than 100 per-
sonnel authorized for elements of the intel-
ligence community to such center. 

(B) The Director of National Intelligence shall 
promptly provide notice of any transfer of per-
sonnel made pursuant to this paragraph to— 

(i) the congressional intelligence commit-
tees; 

(ii) the Committees on Appropriations of the 
Senate and the House of Representatives; 

(iii) in the case of the transfer of personnel 
to or from the Department of Defense, the 
Committees on Armed Services of the Senate 
and the House of Representatives; and 

(iv) in the case of the transfer of personnel 
to or from the Department of Justice, to the 
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Committees on the Judiciary of the Senate 
and the House of Representatives. 

(C) The Director shall include in any notice 
under subparagraph (B) an explanation of the 
nature of the transfer and how it satisfies the 
requirements of this subsection. 

(2)(A) The Director of National Intelligence, 
with the approval of the Director of the Office of 
Management and Budget and in accordance with 
procedures to be developed by the Director of 
National Intelligence and the heads of the de-
partments and agencies concerned, may transfer 
personnel authorized for an element of the intel-
ligence community to another such element for 
a period of not more than 2 years. 

(B) A transfer of personnel may be made under 
this paragraph only if— 

(i) the personnel are being transferred to an 
activity that is a higher priority intelligence 
activity; and 

(ii) the transfer supports an emergent need, 
improves program effectiveness, or increases 
efficiency. 

(C) The Director of National Intelligence shall 
promptly provide notice of any transfer of per-
sonnel made pursuant to this paragraph to— 

(i) the congressional intelligence commit-
tees; 

(ii) in the case of the transfer of personnel to 
or from the Department of Defense, the Com-
mittees on Armed Services of the Senate and 
the House of Representatives; and 

(iii) in the case of the transfer of personnel 
to or from the Department of Justice, to the 
Committees on the Judiciary of the Senate 
and the House of Representatives. 

(D) The Director shall include in any notice 
under subparagraph (C) an explanation of the 
nature of the transfer and how it satisfies the 
requirements of this paragraph. 

(3)(A) In addition to the number of full-time 
equivalent positions authorized for the Office of 
the Director of National Intelligence for a fiscal 
year, there is authorized for such Office for each 
fiscal year an additional 100 full-time equivalent 
positions that may be used only for the purposes 
described in subparagraph (B). 

(B) Except as provided in subparagraph (C), 
the Director of National Intelligence may use a 
full-time equivalent position authorized under 
subparagraph (A) only for the purpose of provid-
ing a temporary transfer of personnel made in 
accordance with paragraph (2) to an element of 
the intelligence community to enable such ele-
ment to increase the total number of personnel 
authorized for such element, on a temporary 
basis— 

(i) during a period in which a permanent em-
ployee of such element is absent to participate 
in critical language training; or 

(ii) to accept a permanent employee of an-
other element of the intelligence community 
to provide language-capable services. 

(C) Paragraph (2)(B) shall not apply with re-
spect to a transfer of personnel made under sub-
paragraph (B). 

(D) For each of the fiscal years 2010, 2011, and 
2012, the Director of National Intelligence shall 
submit to the congressional intelligence com-

mittees an annual report on the use of authori-
ties under this paragraph. Each such report 
shall include a description of— 

(i) the number of transfers of personnel 
made by the Director pursuant to subpara-
graph (B), disaggregated by each element of 
the intelligence community; 

(ii) the critical language needs that were ful-
filled or partially fulfilled through the use of 
such transfers; and 

(iii) the cost to carry out subparagraph (B). 

(4) It is the sense of Congress that— 
(A) the nature of the national security 

threats facing the United States will continue 
to challenge the intelligence community to re-
spond rapidly and flexibly to bring analytic re-
sources to bear against emerging and unfore-
seen requirements; 

(B) both the Office of the Director of Na-
tional Intelligence and any analytic centers 
determined to be necessary should be fully and 
properly supported with appropriate levels of 
personnel resources and that the President’s 
yearly budget requests adequately support 
those needs; and 

(C) the President should utilize all legal and 
administrative discretion to ensure that the 
Director of National Intelligence and all other 
elements of the intelligence community have 
the necessary resources and procedures to re-
spond promptly and effectively to emerging 
and unforeseen national security challenges. 

(f) Tasking and other authorities 

(1)(A) The Director of National Intelligence 
shall— 

(i) establish objectives, priorities, and guid-
ance for the intelligence community to ensure 
timely and effective collection, processing, 
analysis, and dissemination (including access 
by users to collected data consistent with ap-
plicable law and, as appropriate, the guide-
lines referred to in subsection (b) and analytic 
products generated by or within the intel-
ligence community) of national intelligence; 

(ii) determine requirements and priorities 
for, and manage and direct the tasking of, col-
lection, analysis, production, and dissemina-
tion of national intelligence by elements of 
the intelligence community, including— 

(I) approving requirements (including 
those requirements responding to needs pro-
vided by consumers) for collection and 
analysis; and 

(II) resolving conflicts in collection re-
quirements and in the tasking of national 
collection assets of the elements of the in-
telligence community; and 

(iii) provide advisory tasking to intelligence 
elements of those agencies and departments 
not within the National Intelligence Program. 

(B) The authority of the Director of National 
Intelligence under subparagraph (A) shall not 
apply— 

(i) insofar as the President so directs; 
(ii) with respect to clause (ii) of subpara-

graph (A), insofar as the Secretary of Defense 
exercises tasking authority under plans or ar-
rangements agreed upon by the Secretary of 
Defense and the Director of National Intel-
ligence; or 
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(iii) to the direct dissemination of informa-
tion to State government and local govern-
ment officials and private sector entities pur-
suant to sections 121 and 482 of title 6. 

(2) The Director of National Intelligence shall 
oversee the National Counterterrorism Center, 
the National Counterproliferation Center, and 
the National Counterintelligence and Security 
Center and may establish such other national 
intelligence centers as the Director determines 
necessary. 

(3)(A) The Director of National Intelligence 
shall prescribe, in consultation with the heads 
of other agencies or elements of the intelligence 
community, and the heads of their respective 
departments, personnel policies and programs 
applicable to the intelligence community that— 

(i) encourage and facilitate assignments and 
details of personnel to national intelligence 
centers, and between elements of the intel-
ligence community; 

(ii) set standards for education, training, and 
career development of personnel of the intel-
ligence community; 

(iii) encourage and facilitate the recruit-
ment and retention by the intelligence com-
munity of highly qualified individuals for the 
effective conduct of intelligence activities; 

(iv) ensure that the personnel of the intel-
ligence community are sufficiently diverse for 
purposes of the collection and analysis of in-
telligence through the recruitment and train-
ing of women, minorities, and individuals with 
diverse ethnic, cultural, and linguistic back-
grounds; 

(v) make service in more than one element 
of the intelligence community a condition of 
promotion to such positions within the intel-
ligence community as the Director shall speci-
fy; and 

(vi) ensure the effective management of in-
telligence community personnel who are re-
sponsible for intelligence community-wide 
matters. 

(B) Policies prescribed under subparagraph (A) 
shall not be inconsistent with the personnel 
policies otherwise applicable to members of the 
uniformed services. 

(4) The Director of National Intelligence shall 
ensure compliance with the Constitution and 
laws of the United States by the Central Intel-
ligence Agency and shall ensure such compli-
ance by other elements of the intelligence com-
munity through the host executive departments 
that manage the programs and activities that 
are part of the National Intelligence Program. 

(5) The Director of National Intelligence shall 
ensure the elimination of waste and unnecessary 
duplication within the intelligence community. 

(6) The Director of National Intelligence shall 
establish requirements and priorities for foreign 
intelligence information to be collected under 
the Foreign Intelligence Surveillance Act of 1978 
(50 U.S.C. 1801 et seq.), and provide assistance to 
the Attorney General to ensure that informa-
tion derived from electronic surveillance or 
physical searches under that Act is dissemi-
nated so it may be used efficiently and effec-
tively for national intelligence purposes, except 
that the Director shall have no authority to di-

rect or undertake electronic surveillance or 
physical search operations pursuant to that Act 
unless authorized by statute or Executive order. 

(7)(A) The Director of National Intelligence 
shall, if the Director determines it is necessary, 
or may, if requested by a congressional intel-
ligence committee, conduct an accountability 
review of an element of the intelligence commu-
nity or the personnel of such element in relation 
to a failure or deficiency within the intelligence 
community. 

(B) The Director of National Intelligence, in 
consultation with the Attorney General, shall 
establish guidelines and procedures for conduct-
ing an accountability review under subpara-
graph (A). 

(C)(i) The Director of National Intelligence 
shall provide the findings of an accountability 
review conducted under subparagraph (A) and 
the Director’s recommendations for corrective 
or punitive action, if any, to the head of the ap-
plicable element of the intelligence community. 
Such recommendations may include a recom-
mendation for dismissal of personnel. 

(ii) If the head of such element does not imple-
ment a recommendation made by the Director 
under clause (i), the head of such element shall 
submit to the congressional intelligence com-
mittees a notice of the determination not to im-
plement the recommendation, including the rea-
sons for the determination. 

(D) The requirements of this paragraph shall 
not be construed to limit any authority of the 
Director of National Intelligence under sub-
section (m) or with respect to supervision of the 
Central Intelligence Agency. 

(8) The Director of National Intelligence shall 
perform such other functions as the President 
may direct. 

(9) Nothing in this subchapter shall be con-
strued as affecting the role of the Department of 
Justice or the Attorney General under the For-
eign Intelligence Surveillance Act of 1978. 

(g) Intelligence information sharing 

(1) The Director of National Intelligence shall 
have principal authority to ensure maximum 
availability of and access to intelligence infor-
mation within the intelligence community con-
sistent with national security requirements. 
The Director of National Intelligence shall— 

(A) establish uniform security standards and 
procedures; 

(B) establish common information tech-
nology standards, protocols, and interfaces; 

(C) ensure development of information tech-
nology systems that include multi-level secu-
rity and intelligence integration capabilities; 

(D) establish policies and procedures to re-
solve conflicts between the need to share in-
telligence information and the need to protect 
intelligence sources and methods; 

(E) develop an enterprise architecture for 
the intelligence community and ensure that 
elements of the intelligence community com-
ply with such architecture; 

(F) have procurement approval authority 
over all enterprise architecture-related infor-
mation technology items funded in the Na-
tional Intelligence Program; and 

(G) in accordance with Executive Order No. 
13526 (75 Fed. Reg. 707; relating to classified 
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national security information) (or any subse-
quent corresponding executive order), and part 
2001 of title 32, Code of Federal Regulations (or 
any subsequent corresponding regulation), es-
tablish— 

(i) guidance to standardize, in appropriate 
cases, the formats for classified and unclas-
sified intelligence products created by ele-
ments of the intelligence community for 
purposes of promoting the sharing of intel-
ligence products; and 

(ii) policies and procedures requiring the 
increased use, in appropriate cases, and in-
cluding portion markings, of the classifica-
tion of portions of information within one 
intelligence product. 

(2) The President shall ensure that the Direc-
tor of National Intelligence has all necessary 
support and authorities to fully and effectively 
implement paragraph (1). 

(3) Except as otherwise directed by the Presi-
dent or with the specific written agreement of 
the head of the department or agency in ques-
tion, a Federal agency or official shall not be 
considered to have met any obligation to pro-
vide any information, report, assessment, or 
other material (including unevaluated intel-
ligence information) to that department or 
agency solely by virtue of having provided that 
information, report, assessment, or other mate-
rial to the Director of National Intelligence or 
the National Counterterrorism Center. 

(4) The Director of National Intelligence shall, 
in a timely manner, report to Congress any stat-
ute, regulation, policy, or practice that the Di-
rector believes impedes the ability of the Direc-
tor to fully and effectively ensure maximum 
availability of access to intelligence informa-
tion within the intelligence community consist-
ent with the protection of the national security 
of the United States. 

(h) Analysis 

To ensure the most accurate analysis of intel-
ligence is derived from all sources to support na-
tional security needs, the Director of National 
Intelligence shall— 

(1) implement policies and procedures— 
(A) to encourage sound analytic methods 

and tradecraft throughout the elements of 
the intelligence community; 

(B) to ensure that analysis is based upon 
all sources available; and 

(C) to ensure that the elements of the in-
telligence community regularly conduct 
competitive analysis of analytic products, 
whether such products are produced by or 
disseminated to such elements; 

(2) ensure that resource allocation for intel-
ligence analysis is appropriately proportional 
to resource allocation for intelligence collec-
tion systems and operations in order to maxi-
mize analysis of all collected data; 

(3) ensure that differences in analytic judg-
ment are fully considered and brought to the 
attention of policymakers; and 

(4) ensure that sufficient relationships are 
established between intelligence collectors 
and analysts to facilitate greater understand-
ing of the needs of analysts. 

(i) Protection of intelligence sources and meth-
ods 

(1) The Director of National Intelligence shall 
protect intelligence sources and methods from 
unauthorized disclosure. 

(2) Consistent with paragraph (1), in order to 
maximize the dissemination of intelligence, the 
Director of National Intelligence shall establish 
and implement guidelines for the intelligence 
community for the following purposes: 

(A) Classification of information under ap-
plicable law, Executive orders, or other Presi-
dential directives. 

(B) Access to and dissemination of intel-
ligence, both in final form and in the form 
when initially gathered. 

(C) Preparation of intelligence products in 
such a way that source information is removed 
to allow for dissemination at the lowest level 
of classification possible or in unclassified 
form to the extent practicable. 

(3) The Director may only delegate a duty or 
authority given the Director under this sub-
section to the Principal Deputy Director of Na-
tional Intelligence. 

(j) Uniform procedures for classified information 

The Director of National Intelligence, subject 
to the direction of the President, shall— 

(1) establish uniform standards and proce-
dures for the grant of access to sensitive com-
partmented information to any officer or em-
ployee of any agency or department of the 
United States and to employees of contractors 
of those agencies or departments; 

(2) ensure the consistent implementation of 
those standards and procedures throughout 
such agencies and departments; 

(3) ensure that security clearances granted 
by individual elements of the intelligence 
community are recognized by all elements of 
the intelligence community, and under con-
tracts entered into by those agencies; 

(4) ensure that the process for investigation 
and adjudication of an application for access 
to sensitive compartmented information is 
performed in the most expeditious manner 
possible consistent with applicable standards 
for national security; 

(5) ensure that the background of each em-
ployee or officer of an element of the intel-
ligence community, each contractor to an ele-
ment of the intelligence community, and each 
individual employee of such a contractor who 
has been determined to be eligible for access 
to classified information is monitored on a 
continual basis under standards developed by 
the Director, including with respect to the fre-
quency of evaluation, during the period of eli-
gibility of such employee or officer of an ele-
ment of the intelligence community, such con-
tractor, or such individual employee to such a 
contractor to determine whether such em-
ployee or officer of an element of the intel-
ligence community, such contractor, and such 
individual employee of such a contractor con-
tinues to meet the requirements for eligibility 
for access to classified information; and 

(6) develop procedures to require informa-
tion sharing between elements of the intel-
ligence community concerning potentially de-
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rogatory security information regarding an 
employee or officer of an element of the intel-
ligence community, a contractor to an ele-
ment of the intelligence community, or an in-
dividual employee of such a contractor that 
may impact the eligibility of such employee or 
officer of an element of the intelligence com-
munity, such contractor, or such individual 
employee of such a contractor for a security 
clearance. 

(k) Coordination with foreign governments 

Under the direction of the President and in a 
manner consistent with section 3927 of title 22, 
the Director of National Intelligence shall over-
see the coordination of the relationships be-
tween elements of the intelligence community 
and the intelligence or security services of for-
eign governments or international organizations 
on all matters involving intelligence related to 
the national security or involving intelligence 
acquired through clandestine means. 

(l) Enhanced personnel management 

(1)(A) The Director of National Intelligence 
shall, under regulations prescribed by the Direc-
tor, provide incentives for personnel of elements 
of the intelligence community to serve— 

(i) on the staff of the Director of National 
Intelligence; 

(ii) on the staff of the national intelligence 
centers; 

(iii) on the staff of the National Counter-
terrorism Center; and 

(iv) in other positions in support of the in-
telligence community management functions 
of the Director. 

(B) Incentives under subparagraph (A) may in-
clude financial incentives, bonuses, and such 
other awards and incentives as the Director con-
siders appropriate. 

(2)(A) Notwithstanding any other provision of 
law, the personnel of an element of the intel-
ligence community who are assigned or detailed 
under paragraph (1)(A) to service under the Di-
rector of National Intelligence shall be pro-
moted at rates equivalent to or better than per-
sonnel of such element who are not so assigned 
or detailed. 

(B) The Director may prescribe regulations to 
carry out this paragraph. 

(3)(A) The Director of National Intelligence 
shall prescribe mechanisms to facilitate the ro-
tation of personnel of the intelligence commu-
nity through various elements of the intel-
ligence community in the course of their careers 
in order to facilitate the widest possible under-
standing by such personnel of the variety of in-
telligence requirements, methods, users, and ca-
pabilities. 

(B) The mechanisms prescribed under subpara-
graph (A) may include the following: 

(i) The establishment of special occupational 
categories involving service, over the course of 
a career, in more than one element of the in-
telligence community. 

(ii) The provision of rewards for service in 
positions undertaking analysis and planning 
of operations involving two or more elements 
of the intelligence community. 

(iii) The establishment of requirements for 
education, training, service, and evaluation 

for service involving more than one element of 
the intelligence community. 

(C) It is the sense of Congress that the mecha-
nisms prescribed under this subsection should, 
to the extent practical, seek to duplicate for ci-
vilian personnel within the intelligence commu-
nity the joint officer management policies es-
tablished by chapter 38 of title 10 and the other 
amendments made by title IV of the Goldwater- 
Nichols Department of Defense Reorganization 
Act of 1986 (Public Law 99–433). 

(D) The mechanisms prescribed under subpara-
graph (A) and any other policies of the Direc-
tor— 

(i) may not require an employee of an office 
of inspector general for an element of the in-
telligence community, including the Office of 
the Inspector General of the Intelligence Com-
munity, to rotate to a position in an office or 
organization of such an element over which 
such office of inspector general exercises juris-
diction; and 

(ii) shall be implemented in a manner that 
exempts employees of an office of inspector 
general from a rotation that may impact the 
independence of such office. 

(4)(A) Except as provided in subparagraph (B) 
and subparagraph (D), this subsection shall not 
apply with respect to personnel of the elements 
of the intelligence community who are members 
of the uniformed services. 

(B) Mechanisms that establish requirements 
for education and training pursuant to para-
graph (3)(B)(iii) may apply with respect to mem-
bers of the uniformed services who are assigned 
to an element of the intelligence community 
funded through the National Intelligence Pro-
gram, but such mechanisms shall not be incon-
sistent with personnel policies and education 
and training requirements otherwise applicable 
to members of the uniformed services. 

(C) The personnel policies and programs devel-
oped and implemented under this subsection 
with respect to law enforcement officers (as that 
term is defined in section 5541(3) of title 5) shall 
not affect the ability of law enforcement enti-
ties to conduct operations or, through the appli-
cable chain of command, to control the activi-
ties of such law enforcement officers. 

(D) Assignment to the Office of the Director of 
National Intelligence of commissioned officers 
of the Armed Forces shall be considered a joint- 
duty assignment for purposes of the joint officer 
management policies prescribed by chapter 38 of 
title 10 and other provisions of that title. 

(m) Additional authority with respect to person-
nel 

(1) In addition to the authorities under sub-
section (f)(3), the Director of National Intel-
ligence may exercise with respect to the person-
nel of the Office of the Director of National In-
telligence any authority of the Director of the 
Central Intelligence Agency with respect to the 
personnel of the Central Intelligence Agency 
under the Central Intelligence Agency Act of 
1949 [50 U.S.C. 3501 et seq.], and other applicable 
provisions of law, as of December 17, 2004, to the 
same extent, and subject to the same conditions 
and limitations, that the Director of the Central 
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Intelligence Agency may exercise such author-
ity with respect to personnel of the Central In-
telligence Agency. 

(2) Employees and applicants for employment 
of the Office of the Director of National Intel-
ligence shall have the same rights and protec-
tions under the Office of the Director of Na-
tional Intelligence as employees of the Central 
Intelligence Agency have under the Central In-
telligence Agency Act of 1949 [50 U.S.C. 3501 et 
seq.], and other applicable provisions of law, as 
of December 17, 2004. 

(n) Acquisition and other authorities 

(1) In carrying out the responsibilities and au-
thorities under this section, the Director of Na-
tional Intelligence may exercise the acquisition 
and appropriations authorities referred to in the 
Central Intelligence Agency Act of 1949 [50 
U.S.C. 3501 et seq.] other than the authorities re-
ferred to in section 8(b) of that Act [50 U.S.C. 
3510(b)]. 

(2) For the purpose of the exercise of any au-
thority referred to in paragraph (1), a reference 
to the head of an agency shall be deemed to be 
a reference to the Director of National Intel-
ligence or the Principal Deputy Director of Na-
tional Intelligence. 

(3)(A) Any determination or decision to be 
made under an authority referred to in para-
graph (1) by the head of an agency may be made 
with respect to individual purchases and con-
tracts or with respect to classes of purchases or 
contracts, and shall be final. 

(B) Except as provided in subparagraph (C), 
the Director of National Intelligence or the 
Principal Deputy Director of National Intel-
ligence may, in such official’s discretion, dele-
gate to any officer or other official of the Office 
of the Director of National Intelligence any au-
thority to make a determination or decision as 
the head of the agency under an authority re-
ferred to in paragraph (1). 

(C) The limitations and conditions set forth in 
section 3(d) of the Central Intelligence Agency 
Act of 1949 [50 U.S.C. 3503(d)] shall apply to the 
exercise by the Director of National Intelligence 
of an authority referred to in paragraph (1). 

(D) Each determination or decision required 
by an authority referred to in the second sen-
tence of section 3(d) of the Central Intelligence 
Agency Act of 1949 [50 U.S.C. 3503(d)] shall be 
based upon written findings made by the official 
making such determination or decision, which 
findings shall be final and shall be available 
within the Office of the Director of National In-
telligence for a period of at least six years fol-
lowing the date of such determination or deci-
sion. 

(4)(A) In addition to the authority referred to 
in paragraph (1), the Director of National Intel-
ligence may authorize the head of an element of 
the intelligence community to exercise an ac-
quisition authority referred to in section 3 or 
8(a) of the Central Intelligence Agency Act of 
1949 [50 U.S.C. 3503, 3510(a)] for an acquisition by 
such element that is more than 50 percent fund-
ed under the National Intelligence Program. 

(B) The head of an element of the intelligence 
community may not exercise an authority re-
ferred to in subparagraph (A) until— 

(i) the head of such element (without delega-
tion) submits to the Director of National In-
telligence a written request that includes— 

(I) a description of such authority re-
quested to be exercised; 

(II) an explanation of the need for such au-
thority, including an explanation of the rea-
sons that other authorities are insufficient; 
and 

(III) a certification that the mission of 
such element would be— 

(aa) impaired if such authority is not ex-
ercised; or 

(bb) significantly and measurably en-
hanced if such authority is exercised; and 

(ii) the Director of National Intelligence is-
sues a written authorization that includes— 

(I) a description of the authority referred 
to in subparagraph (A) that is authorized to 
be exercised; and 

(II) a justification to support the exercise 
of such authority. 

(C) A request and authorization to exercise an 
authority referred to in subparagraph (A) may 
be made with respect to an individual acquisi-
tion or with respect to a specific class of acqui-
sitions described in the request and authoriza-
tion referred to in subparagraph (B). 

(D)(i) A request from a head of an element of 
the intelligence community located within one 
of the departments described in clause (ii) to ex-
ercise an authority referred to in subparagraph 
(A) shall be submitted to the Director of Na-
tional Intelligence in accordance with any pro-
cedures established by the head of such depart-
ment. 

(ii) The departments described in this clause 
are the Department of Defense, the Department 
of Energy, the Department of Homeland Secu-
rity, the Department of Justice, the Department 
of State, and the Department of the Treasury. 

(E)(i) The head of an element of the intel-
ligence community may not be authorized to 
utilize an authority referred to in subparagraph 
(A) for a class of acquisitions for a period of 
more than 3 years, except that the Director of 
National Intelligence (without delegation) may 
authorize the use of such an authority for not 
more than 6 years. 

(ii) Each authorization to utilize an authority 
referred to in subparagraph (A) may be extended 
in accordance with the requirements of subpara-
graph (B) for successive periods of not more 
than 3 years, except that the Director of Na-
tional Intelligence (without delegation) may au-
thorize an extension period of not more than 6 
years. 

(F) Subject to clauses (i) and (ii) of subpara-
graph (E), the Director of National Intelligence 
may only delegate the authority of the Director 
under subparagraphs (A) through (E) to the 
Principal Deputy Director of National Intel-
ligence or a Deputy Director of National Intel-
ligence. 

(G) The Director of National Intelligence shall 
submit— 

(i) to the congressional intelligence commit-
tees a notification of an authorization to exer-
cise an authority referred to in subparagraph 
(A) or an extension of such authorization that 
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includes the written authorization referred to 
in subparagraph (B)(ii); and 

(ii) to the Director of the Office of Manage-
ment and Budget a notification of an author-
ization to exercise an authority referred to in 
subparagraph (A) for an acquisition or class of 
acquisitions that will exceed $50,000,000 annu-
ally. 

(H) Requests and authorizations to exercise an 
authority referred to in subparagraph (A) shall 
remain available within the Office of the Direc-
tor of National Intelligence for a period of at 
least 6 years following the date of such request 
or authorization. 

(I) Nothing in this paragraph may be con-
strued to alter or otherwise limit the authority 
of the Central Intelligence Agency to independ-
ently exercise an authority under section 3 or 
8(a) of the Central Intelligence Agency Act of 
1949 [50 U.S.C. 3503, 3510(a)]. 

(o) Consideration of views of elements of intel-
ligence community 

In carrying out the duties and responsibilities 
under this section, the Director of National In-
telligence shall take into account the views of a 
head of a department containing an element of 
the intelligence community and of the Director 
of the Central Intelligence Agency. 

(p) Responsibility of Director of National Intel-
ligence regarding National Intelligence Pro-
gram budget concerning the Department of 
Defense 

Subject to the direction of the President, the 
Director of National Intelligence shall, after 
consultation with the Secretary of Defense, en-
sure that the National Intelligence Program 
budgets for the elements of the intelligence 
community that are within the Department of 
Defense are adequate to satisfy the national in-
telligence needs of the Department of Defense, 
including the needs of the Chairman of the Joint 
Chiefs of Staff and the commanders of the uni-
fied and specified commands, and wherever such 
elements are performing Government-wide func-
tions, the needs of other Federal departments 
and agencies. 

(q) Acquisitions of major systems 

(1) For each intelligence program within the 
National Intelligence Program for the acquisi-
tion of a major system, the Director of National 
Intelligence shall— 

(A) require the development and implemen-
tation of a program management plan that in-
cludes cost, schedule, and performance goals 
and program milestone criteria, except that 
with respect to Department of Defense pro-
grams the Director shall consult with the Sec-
retary of Defense; 

(B) serve as exclusive milestone decision au-
thority, except that with respect to Depart-
ment of Defense programs the Director shall 
serve as milestone decision authority jointly 
with the Secretary of Defense or the designee 
of the Secretary; and 

(C) periodically— 
(i) review and assess the progress made to-

ward the achievement of the goals and mile-
stones established in such plan; and 

(ii) submit to Congress a report on the re-
sults of such review and assessment. 

(2) If the Director of National Intelligence and 
the Secretary of Defense are unable to reach an 
agreement on a milestone decision under para-
graph (1)(B), the President shall resolve the con-
flict. 

(3) Nothing in this subsection may be con-
strued to limit the authority of the Director of 
National Intelligence to delegate to any other 
official any authority to perform the respon-
sibilities of the Director under this subsection. 

(4) In this subsection: 
(A) The term ‘‘intelligence program’’, with 

respect to the acquisition of a major system, 
means a program that— 

(i) is carried out to acquire such major 
system for an element of the intelligence 
community; and 

(ii) is funded in whole out of amounts 
available for the National Intelligence Pro-
gram. 

(B) The term ‘‘major system’’ has the mean-
ing given such term in section 109 of title 41. 

(r) Performance of common services 

The Director of National Intelligence shall, in 
consultation with the heads of departments and 
agencies of the United States Government con-
taining elements within the intelligence com-
munity and with the Director of the Central In-
telligence Agency, coordinate the performance 
by the elements of the intelligence community 
within the National Intelligence Program of 
such services as are of common concern to the 
intelligence community, which services the Di-
rector of National Intelligence determines can 
be more efficiently accomplished in a consoli-
dated manner. 

(s) Pay authority for critical positions 

(1) Notwithstanding any pay limitation estab-
lished under any other provision of law applica-
ble to employees in elements of the intelligence 
community, the Director of National Intel-
ligence may, in coordination with the Director 
of the Office of Personnel Management and the 
Director of the Office of Management and Budg-
et, grant authority to the head of a department 
or agency to fix the rate of basic pay for one or 
more positions within the intelligence commu-
nity at a rate in excess of any applicable limita-
tion, subject to the provisions of this subsection. 
The exercise of authority so granted is at the 
discretion of the head of the department or 
agency employing the individual in a position 
covered by such authority, subject to the provi-
sions of this subsection and any conditions es-
tablished by the Director of National Intel-
ligence when granting such authority. 

(2) Authority under this subsection may be 
granted or exercised only— 

(A) with respect to a position that requires 
an extremely high level of expertise and is 
critical to successful accomplishment of an 
important mission; and 

(B) to the extent necessary to recruit or re-
tain an individual exceptionally well qualified 
for the position. 

(3) The head of a department or agency may 
not fix a rate of basic pay under this subsection 
at a rate greater than the rate payable for level 
II of the Executive Schedule under section 5313 
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1 See References in Text note below. 

of title 5, except upon written approval of the 
Director of National Intelligence or as otherwise 
authorized by law. 

(4) The head of a department or agency may 
not fix a rate of basic pay under this subsection 
at a rate greater than the rate payable for level 
I of the Executive Schedule under section 5312 of 
title 5, except upon written approval of the 
President in response to a request by the Direc-
tor of National Intelligence or as otherwise au-
thorized by law. 

(5) Any grant of authority under this sub-
section for a position shall terminate at the dis-
cretion of the Director of National Intelligence. 

(6)(A) The Director of National Intelligence 
shall notify the congressional intelligence com-
mittees not later than 30 days after the date on 
which the Director grants authority to the head 
of a department or agency under this sub-
section. 

(B) The head of a department or agency to 
which the Director of National Intelligence 
grants authority under this subsection shall no-
tify the congressional intelligence committees 
and the Director of the exercise of such author-
ity not later than 30 days after the date on 
which such head exercises such authority. 

(t) Award of rank to members of the Senior Na-
tional Intelligence Service 

(1) The President, based on the recommenda-
tion of the Director of National Intelligence, 
may award a rank to a member of the Senior 
National Intelligence Service or other intel-
ligence community senior civilian officer not al-
ready covered by such a rank award program in 
the same manner in which a career appointee of 
an agency may be awarded a rank under section 
4507 of title 5. 

(2) The President may establish procedures to 
award a rank under paragraph (1) to a member 
of the Senior National Intelligence Service or a 
senior civilian officer of the intelligence com-
munity whose identity as such a member or offi-
cer is classified information (as defined in sec-
tion 3126(1) 1 of this title). 

(u) Conflict of interest regulations 

The Director of National Intelligence, in con-
sultation with the Director of the Office of Gov-
ernment Ethics, shall issue regulations prohibit-
ing an officer or employee of an element of the 
intelligence community from engaging in out-
side employment if such employment creates a 
conflict of interest or appearance thereof. 

(v) Authority to establish positions in excepted 
service 

(1) The Director of National Intelligence, with 
the concurrence of the head of the covered de-
partment concerned and in consultation with 
the Director of the Office of Personnel Manage-
ment, may— 

(A) convert competitive service positions, 
and the incumbents of such positions, within 
an element of the intelligence community in 
such department, to excepted service positions 
as the Director of National Intelligence deter-
mines necessary to carry out the intelligence 
functions of such element; and 

(B) establish new positions in the excepted 
service within an element of the intelligence 
community in such department, if the Direc-
tor of National Intelligence determines such 
positions are necessary to carry out the intel-
ligence functions of such element. 

(2) An incumbent occupying a position on Jan-
uary 3, 2012, selected to be converted to the ex-
cepted service under this section shall have the 
right to refuse such conversion. Once such indi-
vidual no longer occupies the position, the posi-
tion may be converted to the excepted service. 

(3) A covered department may appoint an indi-
vidual to a position converted or established 
pursuant to this subsection without regard to 
the civil-service laws, including parts II and III 
of title 5. 

(4) In this subsection, the term ‘‘covered de-
partment’’ means the Department of Energy, 
the Department of Homeland Security, the De-
partment of State, or the Department of the 
Treasury. 

(w) Nuclear Proliferation Assessment Statements 
intelligence community addendum 

The Director of National Intelligence, in con-
sultation with the heads of the appropriate ele-
ments of the intelligence community and the 
Secretary of State, shall provide to the Presi-
dent, the congressional intelligence committees, 
the Committee on Foreign Affairs of the House 
of Representatives, and the Committee on For-
eign Relations of the Senate an addendum to 
each Nuclear Proliferation Assessment State-
ment accompanying a civilian nuclear coopera-
tion agreement, containing a comprehensive 
analysis of the country’s export control system 
with respect to nuclear-related matters, includ-
ing interactions with other countries of pro-
liferation concern and the actual or suspected 
nuclear, dual-use, or missile-related transfers to 
such countries. 

(x) Requirements for intelligence community 
contractors 

The Director of National Intelligence, in con-
sultation with the head of each department of 
the Federal Government that contains an ele-
ment of the intelligence community and the Di-
rector of the Central Intelligence Agency, 
shall— 

(1) ensure that— 
(A) any contractor to an element of the in-

telligence community with access to a clas-
sified network or classified information de-
velops and operates a security plan that is 
consistent with standards established by the 
Director of National Intelligence for intel-
ligence community networks; and 

(B) each contract awarded by an element 
of the intelligence community includes pro-
visions requiring the contractor comply 
with such plan and such standards; 

(2) conduct periodic assessments of each se-
curity plan required under paragraph (1)(A) to 
ensure such security plan complies with the 
requirements of such paragraph; and 

(3) ensure that the insider threat detection 
capabilities and insider threat policies of the 
intelligence community apply to facilities of 
contractors with access to a classified net-
work. 



Page 511 TITLE 50—WAR AND NATIONAL DEFENSE § 3024 

(y) Fundraising 

(1) The Director of National Intelligence may 
engage in fundraising in an official capacity for 
the benefit of nonprofit organizations that— 

(A) provide support to surviving family 
members of a deceased employee of an element 
of the intelligence community; or 

(B) otherwise provide support for the wel-
fare, education, or recreation of employees of 
an element of the intelligence community, 
former employees of an element of the intel-
ligence community, or family members of 
such employees. 

(2) In this subsection, the term ‘‘fundraising’’ 
means the raising of funds through the active 
participation in the promotion, production, or 
presentation of an event designed to raise funds 
and does not include the direct solicitation of 
money by any other means. 

(3) Not later than 7 days after the date the Di-
rector engages in fundraising authorized by this 
subsection or at the time the decision is made to 
participate in such fundraising, the Director 
shall notify the congressional intelligence com-
mittees of such fundraising. 

(4) The Director, in consultation with the Di-
rector of the Office of Government Ethics, shall 
issue regulations to carry out the authority pro-
vided in this subsection. Such regulations shall 
ensure that such authority is exercised in a 
manner that is consistent with all relevant ethi-
cal constraints and principles, including the 
avoidance of any prohibited conflict of interest 
or appearance of impropriety. 

(z) Analyses and impact statements regarding 
proposed investment into the United States 

(1) Not later than 20 days after the completion 
of a review or an investigation of any proposed 
investment into the United States for which the 
Director has prepared analytic materials, the 
Director shall submit to the Select Committee 
on Intelligence of the Senate and the Permanent 
Select Committee on Intelligence of the House 
of Representative copies of such analytic mate-
rials, including any supplements or amendments 
to such analysis made by the Director. 

(2) Not later than 60 days after the completion 
of consideration by the United States Govern-
ment of any investment described in paragraph 
(1), the Director shall determine whether such 
investment will have an operational impact on 
the intelligence community, and, if so, shall 
submit a report on such impact to the Select 
Committee on Intelligence of the Senate and the 
Permanent Select Committee on Intelligence of 
the House of Representatives. Each such report 
shall— 

(A) describe the operational impact of the 
investment on the intelligence community; 
and 

(B) describe any actions that have been or 
will be taken to mitigate such impact. 

(July 26, 1947, ch. 343, title I, § 102A, as added 
Pub. L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 
Stat. 3644; amended Pub. L. 111–258, § 5(a), Oct. 7, 
2010, 124 Stat. 2650; Pub. L. 111–259, title III, 
§§ 303, 304, 306, 307, 326, title IV, §§ 401, 402(a), title 
VIII, § 804(2), Oct. 7, 2010, 124 Stat. 2658, 2659, 2661, 
2662, 2683, 2708, 2747; Pub. L. 112–87, title III, 

§§ 304, 305, 311(d), Jan. 3, 2012, 125 Stat. 1880, 1881, 
1886; Pub. L. 113–126, title III, § 329(b)(2), title V, 
§§ 501, 502(a), July 7, 2014, 128 Stat. 1406, 1411, 1412; 
Pub. L. 114–113, div. M, title I, § 105(a), title VII, 
§ 701(c)(1), Dec. 18, 2015, 129 Stat. 2912, 2929; Pub. 
L. 115–31, div. N, title III, §§ 303(a), 309(b), title 
IV, §§ 401(c), 402, May 5, 2017, 131 Stat. 810, 815, 
818, 820.) 

REFERENCES IN TEXT 

The Congressional Budget and Impoundment Control 

Act of 1974, referred to in subsec. (c)(6), is Pub. L. 

93–344, July 12, 1974, 88 Stat. 297. For complete classi-

fication of this Act to the Code, see Short Title note 

set out under section 621 of Title 2, The Congress, and 

Tables. 
The Foreign Intelligence Surveillance Act of 1978, re-

ferred to in subsec. (f)(6), (9), is Pub. L. 95–511, Oct. 25, 

1978, 92 Stat. 1783, which is classified principally to 

chapter 36 (§ 1801 et seq.) of this title. For complete 

classification of this Act to the Code, see Short Title 

note set out under section 1801 of this title and Tables. 
Executive Order No. 13526, referred to in subsec. 

(g)(1)(G), is set out as a note under section 3161 of this 

title. 
The Goldwater-Nichols Department of Defense Reor-

ganization Act of 1986, referred to in subsec. (l)(3)(C), is 

Pub. L. 99–433, Oct. 1, 1986, 100 Stat. 992. For complete 

classification of this Act to the Code, see Short Title of 

1986 Amendment note set out under section 111 of Title 

10, Armed Forces, and Tables. 
The Central Intelligence Agency Act of 1949, referred 

to in subsecs. (m) and (n)(1), is act June 20, 1949, ch. 227, 

63 Stat. 208, which was formerly classified generally to 

section 403a et seq. of this title prior to editorial reclas-

sification in this title and is now classified generally to 

chapter 46 (§ 3501 et seq.) of this title. For complete 

classification of this Act to the Code, see Tables. 
Section 3126(1) of this title, referred to in subsec. 

(t)(2), was in the original ‘‘section 606(1)’’, meaning sec-

tion 606(1) of act July 26, 1947, which was translated as 

reading ‘‘section 605(1)’’, to reflect the probable intent 

of Congress and the renumbering of section 606 as 605 by 

section 310(a)(4)(B) of Pub. L. 112–277. 

CODIFICATION 

Section was formerly classified to section 403–1 of 

this title prior to editorial reclassification and renum-

bering as this section. 
In subsec. (q)(4)(B), ‘‘section 109 of title 41’’ sub-

stituted for ‘‘section 4(9) of the Federal Property and 

Administrative Services Act of 1949 (41 U.S.C. 403(9))’’ 

on authority of Pub. L. 111–350, § 6(c), Jan. 4, 2011, 124 

Stat. 3854, which Act enacted Title 41, Public Con-

tracts. 

PRIOR PROVISIONS 

A prior section 102A of act July 26, 1947, ch. 343, title 

I, as added Pub. L. 104–293, title VIII, § 805(b), Oct. 11, 

1996, 110 Stat. 3479, provided there is a Central Intel-

ligence Agency and described its function prior to re-

peal by Pub. L. 108–458, title I, §§ 1011(a), 1097(a), Dec. 17, 

2004, 118 Stat. 3643, 3698, effective not later than six 

months after Dec. 17, 2004, except as otherwise ex-

pressly provided. See section 3035 of this title. 
Another prior section 102a of act July 26, 1947, ch. 343, 

title I, as added Pub. L. 98–215, title IV, § 403, Dec. 9, 

1983, 97 Stat. 1477, related to appointment of Director of 

the Intelligence Community Staff prior to repeal by 

Pub. L. 102–496, title VII, § 705(a)(1), Oct. 24, 1992, 106 

Stat. 3190. 

AMENDMENTS 

2017—Subsec. (f)(2). Pub. L. 115–31, § 401(c), inserted 

‘‘, the National Counterproliferation Center, and the 

National Counterintelligence and Security Center’’ 

after ‘‘National Counterterrorism Center’’. 
Subsec. (l)(3)(D). Pub. L. 115–31, § 309(b), added subpar. 

(D). 
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Subsec. (y). Pub. L. 115–31, § 303(a), added subsec. (y). 
Subsec. (z). Pub. L. 115–31, § 402, added subsec. (z). 
2015—Subsec. (u). Pub. L. 114–113, § 701(c)(1), struck 

out par. (1) designation before ‘‘The Director of Na-

tional Intelligence’’ and struck out par. (2) which read 

as follows: ‘‘The Director of National Intelligence shall 

annually submit to the congressional intelligence com-

mittees a report describing all outside employment for 

officers and employees of elements of the intelligence 

community that was authorized by the head of an ele-

ment of the intelligence community during the preced-

ing calendar year. Such report shall be submitted each 

year on the date provided in section 3106 of this title.’’ 
Subsec. (v)(3), (4). Pub. L. 114–113, § 105(a), added par. 

(3) and redesignated former par. (3) as (4). 
2014—Subsec. (g)(4). Pub. L. 113–126, § 329(b)(2), amend-

ed par. (4) generally. Prior to amendment, par. (4) read 

as follows: ‘‘Not later than February 1 of each year, the 

Director of National Intelligence shall submit to the 

President and to the Congress an annual report that 

identifies any statute, regulation, policy, or practice 

that the Director believes impedes the ability of the 

Director to fully and effectively implement paragraph 

(1).’’ 
Subsec. (j). Pub. L. 113–126, § 501(1), substituted ‘‘clas-

sified information’’ for ‘‘sensitive compartmented in-

formation’’ in heading. 
Subsec. (j)(5), (6). Pub. L. 113–126, § 501(2)–(4), added 

pars. (5) and (6). 
Subsec. (x). Pub. L. 113–126, § 502(a), added subsec. (x). 
2012—Subsec. (e)(3)(D). Pub. L. 112–87, § 311(d), sub-

stituted ‘‘For each of the fiscal years 2010, 2011, and 

2012, the’’ for ‘‘The’’ in introductory provisions. 
Subsec. (v). Pub. L. 112–87, § 304, added subsec. (v). 
Subsec. (w). Pub. L. 112–87, § 305, added subsec. (w). 
2010—Subsec. (c)(3)(A). Pub. L. 111–259, § 804(2)(A), sub-

stituted ‘‘annual budget for the Military Intelligence 

Program or any successor program or programs’’ for 

‘‘annual budgets for the Joint Military Intelligence 

Program and for Tactical Intelligence and Related Ac-

tivities’’. 
Subsec. (d)(1)(B). Pub. L. 111–259, § 804(2)(B)(i), sub-

stituted ‘‘Military Intelligence Program or any succes-

sor program or programs’’ for ‘‘Joint Military Intel-

ligence Program’’. 
Subsec. (d)(2). Pub. L. 111–259, § 402(a), substituted 

‘‘Program—’’ for ‘‘Program to another such program.’’ 

and added subpars. (A) to (C). 
Subsec. (d)(3). Pub. L. 111–259, § 804(2)(B)(ii), sub-

stituted ‘‘paragraph (1)(A)’’ for ‘‘subparagraph (A)’’ in 

introductory provisions. 
Subsec. (d)(5)(A). Pub. L. 111–259, § 804(2)(B)(iii)(I), 

struck out ‘‘or personnel’’ after ‘‘funds’’ in introduc-

tory provisions. 
Subsec. (d)(5)(B). Pub. L. 111–259, § 804(2)(B)(iii)(II), 

substituted ‘‘delegated by the head of the department 

involved or the Director of the Central Intelligence 

Agency (in the case of the Central Intelligence Agen-

cy)’’ for ‘‘delegated by the head of the department or 

agency involved’’. 
Subsec. (e)(3), (4). Pub. L. 111–259, § 306, added par. (3) 

and redesignated former par. (3) as (4). 
Subsec. (f)(7) to (9). Pub. L. 111–259, § 401, added par. 

(7) and redesignated former pars. (7) and (8) as (8) and 

(9), respectively. 
Subsec. (g)(1)(G). Pub. L. 111–258 added subpar. (G). 
Subsec. (l)(2)(B). Pub. L. 111–259, § 804(2)(C), sub-

stituted ‘‘paragraph’’ for ‘‘section’’. 
Subsec. (n). Pub. L. 111–259, § 804(2)(D), inserted ‘‘and 

other’’ after ‘‘Acquisition’’ in the heading. 
Subsec. (n)(4). Pub. L. 111–259, § 326, added par. (4). 
Subsecs. (s) to (u). Pub. L. 111–259, §§ 303, 304, 307, 

added subsecs. (s) to (u). 

EFFECTIVE DATE OF 2015 AMENDMENT 

Pub. L. 114–113, div. M, title I, § 105(b), Dec. 18, 2015, 

129 Stat. 2912, provided that: ‘‘The amendments made 

by subsection (a) [amending this section] shall apply 

with respect to an appointment under section 102A(v) of 

the National Security Act of 1947 (50 U.S.C. 3024(v)) 

made on or after the date of the enactment of the Intel-
ligence Authorization Act for Fiscal Year 2012 (Public 

Law 112–87) [Jan. 3, 2012] and to any proceeding pending 

on or filed after the date of the enactment of this sec-

tion [Dec. 18, 2015] that relates to such an appoint-

ment.’’ 

EFFECTIVE DATE OF 2014 AMENDMENT 

Pub. L. 113–126, title V, § 502(b), July 7, 2014, 128 Stat. 

1412, provided that: ‘‘The amendment made by sub-

section (a) [amending this section] shall apply with re-

spect to contracts entered into or renewed after the 

date of the enactment of this Act [July 7, 2014].’’ 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 
Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

LIMITATION ON ACTIVITIES OF EMPLOYEES OF AN 

OFFICE OF INSPECTOR GENERAL 

Pub. L. 115–31, div. N, title III, § 309(a), May 5, 2017, 131 

Stat. 814, provided that: 
‘‘(1) LIMITATIONS.—Not later than 180 days after the 

date of the enactment of this Act [May 5, 2017], the Di-

rector of National Intelligence shall develop and imple-

ment a uniform policy for each covered office of an in-

spector general to better ensure the independence of 

each such office. Such policy shall include— 
‘‘(A) provisions to prevent any conflict of interest 

related to a matter any employee of a covered office 

of an inspector general personally and substantially 

participated in during previous employment; 
‘‘(B) standards to ensure personnel of a covered of-

fice of an inspector general are free both in fact and 

in appearance from personal, external, and organiza-

tional impairments to independence; 
‘‘(C) provisions to permit the head of each covered 

office of an inspector general to waive the application 

of the policy with respect to an individual if such 

head— 
‘‘(i) prepares a written and signed justification for 

such waiver that sets out, in detail, the need for 

such waiver, provided that waivers shall not be is-

sued for in fact impairments to independence; and 
‘‘(ii) submits to the congressional intelligence 

committees [Select Committee on Intelligence of 

the Senate and Permanent Select Committee on In-

telligence of the House of Representatives] each 

such justification; and 
‘‘(D) any other protections the Director determines 

appropriate. 
‘‘(2) COVERED OFFICE OF AN INSPECTOR GENERAL DE-

FINED.—The term ‘covered office of an inspector gen-

eral’ means— 
‘‘(A) the Office of the Inspector General of the In-

telligence Community; and 
‘‘(B) the office of an inspector general for— 

‘‘(i) the Office of the Director of National Intel-

ligence; 
‘‘(ii) the Central Intelligence Agency; 
‘‘(iii) the National Security Agency; 
‘‘(iv) the Defense Intelligence Agency; 
‘‘(v) the National Geospatial-Intelligence Agency; 

and 
‘‘(vi) the National Reconnaissance Office. 

‘‘(3) BRIEFING TO THE CONGRESSIONAL INTELLIGENCE 

COMMITTEES.—Prior to the date that the policy required 

by paragraph (1) takes effect, the Director of National 

Intelligence shall provide the congressional intel-

ligence committees a briefing on such policy.’’ 

DESIGNATION OF LEAD INTELLIGENCE OFFICER FOR 

TUNNELS 

Pub. L. 114–113, div. M, title III, § 309, Dec. 18, 2015, 129 

Stat. 2918, provided that: 
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‘‘(a) IN GENERAL.—The Director of National Intel-

ligence shall designate an official to manage the collec-

tion and analysis of intelligence regarding the tactical 

use of tunnels by state and nonstate actors. 

‘‘(b) ANNUAL REPORT.—Not later than the date that is 

10 months after the date of the enactment of this Act 

[Dec. 18, 2015], and biennially thereafter until the date 

that is 4 years after the date of the enactment of this 

Act, the Director of National Intelligence shall submit 

to the congressional intelligence committees [Select 

Committee on Intelligence of the Senate and Perma-

nent Select Committee on Intelligence of the House of 

Representatives] and the congressional defense com-

mittees (as such term is defined in section 101(a)(16) of 

title 10, United States Code) a report describing— 

‘‘(1) trends in the use of tunnels by foreign state 

and nonstate actors; and 

‘‘(2) collaboration efforts between the United States 

and partner countries to address the use of tunnels by 

adversaries.’’ 

REPORTING PROCESS REQUIRED FOR TRACKING CERTAIN 

REQUESTS FOR COUNTRY CLEARANCE 

Pub. L. 114–113, div. M, title III, § 310, Dec. 18, 2015, 129 

Stat. 2918, provided that: 

‘‘(a) IN GENERAL.—By not later than September 30, 

2016, the Director of National Intelligence shall estab-

lish a formal internal reporting process for tracking re-

quests for country clearance submitted to overseas Di-

rector of National Intelligence representatives by de-

partments and agencies of the United States. Such re-

porting process shall include a mechanism for tracking 

the department or agency that submits each such re-

quest and the date on which each such request is sub-

mitted. 

‘‘(b) CONGRESSIONAL BRIEFING.—By not later than De-

cember 31, 2016, the Director of National Intelligence 

shall brief the congressional intelligence committees 

[Select Committee on Intelligence of the Senate and 

Permanent Select Committee on Intelligence of the 

House of Representatives] on the progress of the Direc-

tor in establishing the process required under sub-

section (a).’’ 

INSIDER THREAT DETECTION PROGRAM 

Pub. L. 112–18, title IV, § 402, June 8, 2011, 125 Stat. 

227, as amended by Pub. L. 112–277, title III, § 304, Jan. 

14, 2013, 126 Stat. 2471, provided that: 

‘‘(a) INITIAL OPERATING CAPABILITY.—Not later than 

October 1, 2013, the Director of National Intelligence 

shall establish an initial operating capability for an ef-

fective automated insider threat detection program for 

the information resources in each element of the intel-

ligence community in order to detect unauthorized ac-

cess to, or use or transmission of, classified intel-

ligence. 

‘‘(b) FULL OPERATING CAPABILITY.—Not later than Oc-

tober 1, 2014, the Director of National Intelligence shall 

ensure the program described in subsection (a) has 

reached full operating capability. 

‘‘(c) REPORT.—Not later than December 1, 2011, the 

Director of National Intelligence shall submit to the 

congressional intelligence committees a report on the 

resources required to implement the insider threat de-

tection program referred to in subsection (a) and any 

other issues related to such implementation the Direc-

tor considers appropriate to include in the report. 

‘‘(d) INFORMATION RESOURCES DEFINED.—In this sec-

tion, the term ‘information resources’ means networks, 

systems, workstations, servers, routers, applications, 

databases, websites, online collaboration environ-

ments, and any other information resources in an ele-

ment of the intelligence community designated by the 

Director of National Intelligence.’’ 

[For definitions of ‘‘intelligence community’’ and 

‘‘congressional intelligence committees’’ as used in sec-

tion 402 of Pub. L. 112–18, set out above, see section 2 

of Pub. L. 112–18, set out below.] 

JOINT PROCEDURES FOR OPERATIONAL COORDINATION 

BETWEEN DEPARTMENT OF DEFENSE AND CENTRAL IN-

TELLIGENCE AGENCY 

Pub. L. 108–458, title I, § 1013, Dec. 17, 2004, 118 Stat. 

3662, provided that: 
‘‘(a) DEVELOPMENT OF PROCEDURES.—The Director of 

National Intelligence, in consultation with the Sec-

retary of Defense and the Director of the Central Intel-

ligence Agency, shall develop joint procedures to be 

used by the Department of Defense and the Central In-

telligence Agency to improve the coordination and 

deconfliction of operations that involve elements of 

both the Armed Forces and the Central Intelligence 

Agency consistent with national security and the pro-

tection of human intelligence sources and methods. 

Those procedures shall, at a minimum, provide the fol-

lowing: 
‘‘(1) Methods by which the Director of the Central 

Intelligence Agency and the Secretary of Defense can 

improve communication and coordination in the 

planning, execution, and sustainment of operations, 

including, as a minimum— 
‘‘(A) information exchange between senior offi-

cials of the Central Intelligence Agency and senior 

officers and officials of the Department of Defense 

when planning for such an operation commences by 

either organization; and 
‘‘(B) exchange of information between the Sec-

retary and the Director of the Central Intelligence 

Agency to ensure that senior operational officials 

in both the Department of Defense and the Central 

Intelligence Agency have knowledge of the exist-

ence of the ongoing operations of the other. 
‘‘(2) When appropriate, in cases where the Depart-

ment of Defense and the Central Intelligence Agency 

are conducting separate missions in the same geo-

graphical area, a mutual agreement on the tactical 

and strategic objectives for the region and a clear de-

lineation of operational responsibilities to prevent 

conflict and duplication of effort. 
‘‘(b) IMPLEMENTATION REPORT.—Not later than 180 

days after the date of the enactment of the Act [Dec. 

17, 2004], the Director of National Intelligence shall 

submit to the congressional defense committees (as de-

fined in section 101 of title 10, United States Code) and 

the congressional intelligence committees (as defined 

in section 3(7) of the National Security Act of 1947 (50 

U.S.C. 401a(7)) [now 50 U.S.C. 3003(7)]) a report describ-

ing the procedures established pursuant to subsection 

(a) and the status of the implementation of those pro-

cedures.’’ 

ALTERNATIVE ANALYSIS OF INTELLIGENCE BY THE 

INTELLIGENCE COMMUNITY 

Pub. L. 108–458, title I, § 1017, Dec. 17, 2004, 118 Stat. 

3670, provided that: 
‘‘(a) IN GENERAL.—Not later than 180 days after the 

effective date of this Act [probably means the effective 

date of title I of Pub. L. 108–458, see Effective Date of 

2004 Amendment; Transition Provisions note set out 

under section 3001 of this title], the Director of Na-

tional Intelligence shall establish a process and assign 

an individual or entity the responsibility for ensuring 

that, as appropriate, elements of the intelligence com-

munity conduct alternative analysis (commonly re-

ferred to as ‘red-team analysis’) of the information and 

conclusions in intelligence products. 
‘‘(b) REPORT.—Not later than 270 days after the effec-

tive date of this Act, the Director of National Intel-

ligence shall provide a report to the Select Committee 

on Intelligence of the Senate and the Permanent Select 

Committee of the House of Representatives on the im-

plementation of subsection (a).’’ 

ENHANCING CLASSIFIED COUNTERTERRORIST TRAVEL 

EFFORTS 

Pub. L. 108–458, title VII, § 7201(e), Dec. 17, 2004, 118 

Stat. 3813, provided that: 
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‘‘(1) IN GENERAL.—The Director of National Intel-

ligence shall significantly increase resources and per-

sonnel to the small classified program that collects and 

analyzes intelligence on terrorist travel. 

‘‘(2) AUTHORIZATION OF APPROPRIATIONS.—There are 

authorized to be appropriated for each of the fiscal 

years 2005 through 2009 such sums as may be necessary 

to carry out this subsection.’’ 

INTELLIGENCE COMMUNITY USE OF NATIONAL 

INFRASTRUCTURE SIMULATION AND ANALYSIS CENTER 

Pub. L. 108–458, title VIII, § 8101, Dec. 17, 2004, 118 Stat. 

3864, provided that: 

‘‘(a) IN GENERAL.—The Director of National Intel-

ligence shall establish a formal relationship, including 

information sharing, between the elements of the intel-

ligence community and the National Infrastructure 

Simulation and Analysis Center. 

‘‘(b) PURPOSE.—The purpose of the relationship under 

subsection (a) shall be to permit the intelligence com-

munity to take full advantage of the capabilities of the 

National Infrastructure Simulation and Analysis Cen-

ter, particularly vulnerability and consequence analy-

sis, for real time response to reported threats and long 

term planning for projected threats.’’ 

PILOT PROGRAM ON ANALYSIS OF SIGNALS AND OTHER 

INTELLIGENCE BY INTELLIGENCE ANALYSTS OF VAR-

IOUS ELEMENTS OF THE INTELLIGENCE COMMUNITY 

Pub. L. 108–177, title III, § 317, Dec. 13, 2003, 117 Stat. 

2611, as amended by Pub. L. 108–458, title I, 

§§ 1071(g)(3)(A)(i), (ii), 1072(d)(2)(A), Dec. 17, 2004, 118 

Stat. 3692, 3693, required Director of National Intel-

ligence, in coordination with Secretary of Defense, to 

carry out pilot program to assess feasibility and advis-

ability of permitting intelligence analysts of various 

elements of intelligence community to access and ana-

lyze signals intelligence of the National Security Agen-

cy and other selected intelligence from databases of 

other elements of intelligence community in order to 

achieve certain objectives; pilot program was to com-

mence not later than Dec. 31, 2003, be assessed not later 

than Feb. 1, 2004, and a report on the assessment sub-

mitted to Congress. 

STANDARDIZED TRANSLITERATION OF NAMES INTO THE 

ROMAN ALPHABET 

Pub. L. 107–306, title III, § 352, Nov. 27, 2002, 116 Stat. 

2401, as amended by Pub. L. 108–458, title I, 

§ 1071(g)(2)(D), Dec. 17, 2004, 118 Stat. 3691, provided that: 

‘‘(a) METHOD OF TRANSLITERATION REQUIRED.—Not 

later than 180 days after the date of the enactment of 

this Act [Nov. 27, 2002], the Director of Central Intel-

ligence shall provide for a standardized method for 

transliterating into the Roman alphabet personal and 

place names originally rendered in any language that 

uses an alphabet other than the Roman alphabet. 

‘‘(b) USE BY INTELLIGENCE COMMUNITY.—The Director 

of National Intelligence shall ensure the use of the 

method established under subsection (a) in— 

‘‘(1) all communications among the elements of the 

intelligence community; and 

‘‘(2) all intelligence products of the intelligence 

community.’’ 

STANDARDS FOR SPELLING OF FOREIGN NAMES AND 

PLACES AND FOR USE OF GEOGRAPHIC COORDINATES 

Pub. L. 105–107, title III, § 309, Nov. 20, 1997, 111 Stat. 

2253, provided that: 

‘‘(a) SURVEY OF CURRENT STANDARDS.— 

‘‘(1) SURVEY.—The Director of Central Intelligence 

shall carry out a survey of current standards for the 

spelling of foreign names and places, and the use of 

geographic coordinates for such places, among the 

elements of the intelligence community. 

‘‘(2) REPORT.—Not later than 90 days after the date 

of enactment of this Act [Nov. 20, 1997], the Director 

shall submit to the congressional intelligence com-

mittees a report on the survey carried out under 

paragraph (1). The report shall be submitted in un-

classified form, but may include a classified annex. 

‘‘(b) GUIDELINES.— 

‘‘(1) ISSUANCE.—Not later than 180 days after the 

date of enactment of this Act, the Director shall 

issue guidelines to ensure the use of uniform spelling 

of foreign names and places and the uniform use of 

geographic coordinates for such places. The guide-

lines shall apply to all intelligence reports, intel-

ligence products, and intelligence databases prepared 

and utilized by the elements of the intelligence com-

munity. 

‘‘(2) BASIS.—The guidelines under paragraph (1) 

shall, to the maximum extent practicable, be based 

on current United States Government standards for 

the transliteration of foreign names, standards for 

foreign place names developed by the Board on Geo-

graphic Names, and a standard set of geographic co-

ordinates. 

‘‘(3) SUBMITTAL TO CONGRESS.—The Director shall 

submit a copy of the guidelines to the congressional 

intelligence committees. 

‘‘(c) CONGRESSIONAL INTELLIGENCE COMMITTEES DE-

FINED.—In this section, the term ‘congressional intel-

ligence committees’ means the following: 

‘‘(1) The Select Committee on Intelligence of the 

Senate. 

‘‘(2) The Permanent Select Committee on Intel-

ligence of the House of Representatives.’’ 

[Reference to the Director of Central Intelligence or 

the Director of the Central Intelligence Agency in the 

Director’s capacity as the head of the intelligence com-

munity deemed to be a reference to the Director of Na-

tional Intelligence. Reference to the Director of Cen-

tral Intelligence or the Director of the Central Intel-

ligence Agency in the Director’s capacity as the head of 

the Central Intelligence Agency deemed to be a ref-

erence to the Director of the Central Intelligence Agen-

cy. See section 1081(a), (b) of Pub. L. 108–458, set out as 

a note under section 3001 of this title.] 

PERIODIC REPORTS ON EXPENDITURES 

Pub. L. 104–293, § 807(c), Oct. 11, 1996, 110 Stat. 3480, 

provided that: ‘‘Not later than January 1, 1997, the Di-

rector of Central Intelligence and the Secretary of De-

fense shall prescribe guidelines to ensure prompt re-

porting to the Director and the Secretary on a periodic 

basis of budget execution data for all national, defense- 

wide, and tactical intelligence activities.’’ 

[Reference to the Director of Central Intelligence or 

the Director of the Central Intelligence Agency in the 

Director’s capacity as the head of the intelligence com-

munity deemed to be a reference to the Director of Na-

tional Intelligence. Reference to the Director of Cen-

tral Intelligence or the Director of the Central Intel-

ligence Agency in the Director’s capacity as the head of 

the Central Intelligence Agency deemed to be a ref-

erence to the Director of the Central Intelligence Agen-

cy. See section 1081(a), (b) of Pub. L. 108–458, set out as 

a note under section 3001 of this title.] 

DATABASE PROGRAM TRACKING 

Pub. L. 104–293, title VIII, § 807(d), Oct. 11, 1996, 110 

Stat. 3481, provided that: ‘‘Not later than January 1, 

1999, the Director of Central Intelligence and the Sec-

retary of Defense shall develop and implement a data-

base to provide timely and accurate information on the 

amounts, purposes, and status of the resources, includ-

ing periodic budget execution updates, for all national, 

defense-wide, and tactical intelligence activities.’’ 

[Reference to the Director of Central Intelligence or 

the Director of the Central Intelligence Agency in the 

Director’s capacity as the head of the intelligence com-

munity deemed to be a reference to the Director of Na-

tional Intelligence. Reference to the Director of Cen-

tral Intelligence or the Director of the Central Intel-

ligence Agency in the Director’s capacity as the head of 

the Central Intelligence Agency deemed to be a ref-

erence to the Director of the Central Intelligence Agen-
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cy. See section 1081(a), (b) of Pub. L. 108–458, set out as 

a note under section 3001 of this title.] 

ESTABLISHMENT OF THE CYBER THREAT INTELLIGENCE 

INTEGRATION CENTER 

Memorandum of President of the United States, Feb. 

25, 2015, 80 F.R. 11317, provided: 
Memorandum for the Secretary of State[,] the Sec-

retary of Defense[,] the Secretary of the Treasury[,] the 

Secretary of Commerce[,] the Attorney General[,] the 

Secretary of Homeland Security[,] the Director of Na-

tional Intelligence[,] the Chairman of the Joint Chiefs 

of Staff[,] the Director of the Central Intelligence 

Agency[,] the Director of the Federal Bureau of 

Investigation[, and] the Director of the National Secu-

rity Agency 
By the authority vested in me as President by the 

Constitution and the laws of the United States of 

America, I hereby direct as follows: 
SECTION 1. Establishment of the Cyber Threat Intel-

ligence Integration Center. The Director of National In-

telligence (DNI) shall establish a Cyber Threat Intel-

ligence Integration Center (CTIIC). Executive depart-

ments and agencies (agencies) shall support the DNI’s 

efforts to establish the CTIIC, including by providing, 

as appropriate, personnel and resources needed for the 

CTIIC to reach full operating capability by the end of 

fiscal year 2016. 
SEC. 2. Responsibilities of the Cyber Threat Intelligence 

Integration Center. The CTIIC shall: 
(a) provide integrated all-source analysis of intel-

ligence related to foreign cyber threats or related to 

cyber incidents affecting U.S. national interests; 
(b) support the National Cybersecurity and Commu-

nications Integration Center, the National Cyber Inves-

tigative Joint Task Force, U.S. Cyber Command, and 

other relevant United States Government entities by 

providing access to intelligence necessary to carry out 

their respective missions; 
(c) oversee the development and implementation of 

intelligence sharing capabilities (including systems, 

programs, policies, and standards) to enhance shared 

situational awareness of intelligence related to foreign 

cyber threats or related to cyber incidents affecting 

U.S. national interests among the organizations ref-

erenced in subsection (b) of this section; 
(d) ensure that indicators of malicious cyber activity 

and, as appropriate, related threat reporting contained 

in intelligence channels are downgraded to the lowest 

classification possible for distribution to both United 

States Government and U.S. private sector entities 

through the mechanism described in section 4 of Execu-

tive Order 13636 of February 12, 2013 (Improving Critical 

Infrastructure Cybersecurity); and 
(e) facilitate and support interagency efforts to de-

velop and implement coordinated plans to counter for-

eign cyber threats to U.S. national interests using all 

instruments of national power, including diplomatic, 

economic, military, intelligence, homeland security, 

and law enforcement activities. 
SEC. 3. Implementation. (a) Agencies shall provide the 

CTIIC with all intelligence related to foreign cyber 

threats or related to cyber incidents affecting U.S. na-

tional interests, subject to applicable law and policy. 

The CTIIC shall access, assess, use, retain, and dissemi-

nate such information, in a manner that protects pri-

vacy and civil liberties and is consistent with applica-

ble law, Executive Orders, Presidential directives, and 

guidelines, such as guidelines established under section 

102A(b) of the National Security Act of 1947, as amend-

ed, Executive Order 12333 of December 4, 1981 (United 

States Intelligence Activities), as amended, and Presi-

dential Policy Directive–28; and that is consistent with 

the need to protect sources and methods. 
(b) Within 90 days of the date of this memorandum, 

the DNI, in consultation with the Secretary of State, 

the Secretary of Defense, the Attorney General, the 

Secretary of Homeland Security, the Director of the 

Central Intelligence Agency, the Director of the Fed-

eral Bureau of Investigation, and the Director of the 

National Security Agency shall provide a status report 

to the Director of the Office of Management and Budget 

and the Assistant to the President for Homeland Secu-

rity and Counterterrorism on the establishment of the 

CTIIC. This report shall further refine the CTIIC’s mis-

sion, roles, and responsibilities, consistent with this 

memorandum, ensuring that those roles and respon-

sibilities are appropriately aligned with other Presi-

dential policies as well as existing policy coordination 

mechanisms. 
SEC. 4. Privacy and Civil Liberties Protections. Agencies 

providing information to the CTIIC shall ensure that 

privacy and civil liberties protections are provided in 

the course of implementing this memorandum. Such 

protections shall be based upon the Fair Information 

Practice Principles or other privacy and civil liberties 

policies, principles, and frameworks as they apply to 

each agency’s activities. 
SEC. 5. General Provisions. (a) Nothing in this memo-

randum shall be construed to impair or otherwise af-

fect: 
(i) the authority granted by law to an executive de-

partment, agency, or the head thereof; or 
(ii) the functions of the Director of the Office of Man-

agement and Budget relating to budgetary, administra-

tive, or legislative proposals. 
(b) This memorandum shall be implemented consist-

ent with applicable law and subject to the availability 

of appropriations. 
(c) This memorandum is not intended to, and does 

not, create any right or benefit, substantive or proce-

dural, enforceable at law or in equity by any party 

against the United States, its departments, agencies, or 

entities, its officers, employees, or agents, or any other 

person. 
(d) The DNI is hereby authorized and directed to pub-

lish this memorandum in the Federal Register. 

BARACK OBAMA. 

DEFINITIONS 

Pub. L. 112–18, § 2, June 8, 2011, 125 Stat. 224, provided 

that: ‘‘In this Act [see Tables for classification]: 
‘‘(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.— 

The term ‘congressional intelligence committees’ 

means— 
‘‘(A) the Select Committee on Intelligence of the 

Senate; and 
‘‘(B) the Permanent Select Committee on Intel-

ligence of the House of Representatives. 
‘‘(2) INTELLIGENCE COMMUNITY.—The term ‘intel-

ligence community’ has the meaning given that term 

in section 3(4) of the National Security Act of 1947 (50 

U.S.C. 401a(4)) [now 50 U.S.C. 3003(4)].’’ 

§ 3025. Office of the Director of National Intel-
ligence 

(a) Office of Director of National Intelligence 

There is an Office of the Director of National 
Intelligence. 

(b) Function 

The function of the Office of the Director of 
National Intelligence is to assist the Director of 
National Intelligence in carrying out the duties 
and responsibilities of the Director under this 
Act and other applicable provisions of law, and 
to carry out such other duties as may be pre-
scribed by the President or by law. 

(c) Composition 

The Office of the Director of National Intel-
ligence is composed of the following: 

(1) The Director of National Intelligence. 
(2) The Principal Deputy Director of Na-

tional Intelligence. 
(3) Any Deputy Director of National Intel-

ligence appointed under section 3026 of this 
title. 
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1 See References in Text note below. 

(4) The National Intelligence Council. 
(5) The General Counsel. 
(6) The Civil Liberties Protection Officer. 
(7) The Director of Science and Technology. 
(8) The Director of the National Counter-

intelligence and Security Center. 
(9) The Chief Information Officer of the In-

telligence Community. 
(10) The Inspector General of the Intel-

ligence Community. 
(11) The Director of the National Counter-

terrorism Center. 
(12) The Director of the National Counter 

Proliferation Center. 
(13) The Chief Financial Officer of the Intel-

ligence Community. 
(14) Such other offices and officials as may 

be established by law or the Director may es-
tablish or designate in the Office, including 
national intelligence centers. 

(d) Staff 

(1) To assist the Director of National Intel-
ligence in fulfilling the duties and responsibil-
ities of the Director, the Director shall employ 
and utilize in the Office of the Director of Na-
tional Intelligence a professional staff having an 
expertise in matters relating to such duties and 
responsibilities, and may establish permanent 
positions and appropriate rates of pay with re-
spect to that staff. 

(2) The staff of the Office of the Director of 
National Intelligence under paragraph (1) shall 
include the staff of the Office of the Deputy Di-
rector of Central Intelligence for Community 
Management that is transferred to the Office of 
the Director of National Intelligence under sec-
tion 1091 of the National Security Intelligence 
Reform Act of 2004. 

(e) Temporary filling of vacancies 

With respect to filling temporarily a vacancy 
in an office within the Office of the Director of 
National Intelligence (other than that of the Di-
rector of National Intelligence), section 
3345(a)(3) of title 5 may be applied— 

(1) in the matter preceding subparagraph 
(A), by substituting ‘‘an element of the intel-
ligence community, as that term is defined in 
section 3(4) of the National Security Act of 
1947 (50 U.S.C. 401a(4)),’’ 1 for ‘‘such Executive 
agency’’; and 

(2) in subparagraph (A), by substituting ‘‘the 
intelligence community’’ for ‘‘such agency’’. 

(f) Location of the Office of the Director of Na-
tional Intelligence 

The headquarters of the Office of the Director 
of National Intelligence may be located in the 
Washington metropolitan region, as that term is 
defined in section 8301 of title 40. 

(July 26, 1947, ch. 343, title I, § 103, as added Pub. 
L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 Stat. 
3655; amended Pub. L. 111–259, title IV, §§ 403, 
407(b), title VIII, § 804(3), Oct. 7, 2010, 124 Stat. 
2709, 2721, 2747; Pub. L. 112–87, title IV, § 405, Jan. 
3, 2012, 125 Stat. 1888; Pub. L. 115–31, div. N, title 
IV, § 401(d), May 5, 2017, 131 Stat. 818.) 

REFERENCES IN TEXT 

This Act, referred to in subsec. (b), probably means 

Pub. L. 108–458, Dec. 17, 2004, 118 Stat. 3638, known as 

the Intelligence Reform and Terrorism Prevention Act 

of 2004. For complete classification of this Act to the 

Code, see Tables. 

Section 1091 of the National Security Intelligence Re-

form Act of 2004, referred to in subsec. (d)(2), is section 

1091 of Pub. L. 108–458, which is set out as a note under 

section 3001 of this title. 

Section 3 of the National Security Act of 1947, re-

ferred to in subsec. (e)(1), was classified to section 401a 

of this title prior to editorial reclassification and re-

numbering as section 3003 of this title. 

CODIFICATION 

Section was formerly classified to section 403–3 of 

this title prior to editorial reclassification and renum-

bering as this section. Some section numbers of this 

title referenced in amendment notes below reflect the 

classification of such sections prior to their editorial 

reclassification. 

PRIOR PROVISIONS 

A prior section 103 of act July 26, 1947, ch. 343, title 

I, as added Pub. L. 102–496, title VII, § 705(a)(3), Oct. 24, 

1992, 106 Stat. 3190; amended Pub. L. 103–178, title V, 

§ 502, Dec. 3, 1993, 107 Stat. 2038; Pub. L. 104–293, title 

VIII, §§ 806, 807(a), Oct. 11, 1996, 110 Stat. 3479, 3480; Pub. 

L. 107–56, title IX, § 901, Oct. 26, 2001, 115 Stat. 387, relat-

ed to responsibilities of Director of Central Intel-

ligence, prior to repeal by Pub. L. 108–458, title I, 

§§ 1011(a), 1097(a), Dec. 17, 2004, 118 Stat. 3643, 3698, effec-

tive not later than six months after Dec. 17, 2004, except 

as otherwise expressly provided. See sections 3024 and 

3036 of this title. 

Another prior section 103 of act July 26, 1947, was re-

numbered section 107 and is classified to section 3042 of 

this title. 

AMENDMENTS 

2017—Subsec. (c)(8). Pub. L. 115–31 amended par. (8) 

generally. Prior to amendment, par. (8) read as follows: 

‘‘The National Counterintelligence Executive (includ-

ing the Office of the National Counterintelligence Ex-

ecutive).’’ 

2012—Subsecs. (e), (f). Pub. L. 112–87 added subsec. (e) 

and redesignated former subsec. (e) as (f). 

2010—Subsec. (b). Pub. L. 111–259, § 804(3), struck out 

‘‘, the National Security Act of 1947 (50 U.S.C. 401 et 

seq.),’’ after ‘‘this Act’’. 

Subsec. (c)(9) to (14). Pub. L. 111–259, § 407(b), added 

pars. (9) to (13) and redesignated former par. (9) as (14). 

Subsec. (e). Pub. L. 111–259, § 403, amended subsec. (e) 

generally. Prior to amendment, text read as follows: 

‘‘Commencing as of October 1, 2008, the Office of the Di-

rector of National Intelligence may not be co-located 

with any other element of the intelligence commu-

nity.’’ 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

§ 3026. Deputy Directors of National Intelligence 

(a) Principal Deputy Director of National Intel-
ligence 

(1) There is a Principal Deputy Director of Na-
tional Intelligence who shall be appointed by 
the President, by and with the advice and con-
sent of the Senate. 

(2) In the event of a vacancy in the position of 
Principal Deputy Director of National Intel-
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ligence, the Director of National Intelligence 
shall recommend to the President an individual 
for appointment as Principal Deputy Director of 
National Intelligence. 

(3) Any individual nominated for appointment 
as Principal Deputy Director of National Intel-
ligence shall have extensive national security 
experience and management expertise. 

(4) The individual serving as Principal Deputy 
Director of National Intelligence shall not, 
while so serving, serve in any capacity in any 
other element of the intelligence community. 

(5) The Principal Deputy Director of National 
Intelligence shall assist the Director of National 
Intelligence in carrying out the duties and re-
sponsibilities of the Director. 

(6) The Principal Deputy Director of National 
Intelligence shall act for, and exercise the pow-
ers of, the Director of National Intelligence dur-
ing the absence or disability of the Director of 
National Intelligence or during a vacancy in the 
position of Director of National Intelligence. 

(b) Deputy Directors of National Intelligence 

(1) There may be not more than four Deputy 
Directors of National Intelligence who shall be 
appointed by the Director of National Intel-
ligence. 

(2) Each Deputy Director of National Intel-
ligence appointed under this subsection shall 
have such duties, responsibilities, and authori-
ties as the Director of National Intelligence may 
assign or are specified by law. 

(c) Military status of Director of National Intel-
ligence and Principal Deputy Director of Na-
tional Intelligence 

(1) Not more than one of the individuals serv-
ing in the positions specified in paragraph (2) 
may be a commissioned officer of the Armed 
Forces in active status. 

(2) The positions referred to in this paragraph 
are the following: 

(A) The Director of National Intelligence. 
(B) The Principal Deputy Director of Na-

tional Intelligence. 

(3) It is the sense of Congress that, under ordi-
nary circumstances, it is desirable that one of 
the individuals serving in the positions specified 
in paragraph (2)— 

(A) be a commissioned officer of the Armed 
Forces, in active status; or 

(B) have, by training or experience, an ap-
preciation of military intelligence activities 
and requirements. 

(4) A commissioned officer of the Armed 
Forces, while serving in a position specified in 
paragraph (2)— 

(A) shall not be subject to supervision or 
control by the Secretary of Defense or by any 
officer or employee of the Department of De-
fense; 

(B) shall not exercise, by reason of the offi-
cer’s status as a commissioned officer, any su-
pervision or control with respect to any of the 
military or civilian personnel of the Depart-
ment of Defense except as otherwise author-
ized by law; and 

(C) shall not be counted against the numbers 
and percentages of commissioned officers of 
the rank and grade of such officer authorized 
for the military department of that officer. 

(5) Except as provided in subparagraph (A) or 
(B) of paragraph (4), the appointment of an offi-
cer of the Armed Forces to a position specified 
in paragraph (2) shall not affect the status, posi-
tion, rank, or grade of such officer in the Armed 
Forces, or any emolument, perquisite, right, 
privilege, or benefit incident to or arising out of 
such status, position, rank, or grade. 

(6) A commissioned officer of the Armed 
Forces on active duty who is appointed to a po-
sition specified in paragraph (2), while serving in 
such position and while remaining on active 
duty, shall continue to receive military pay and 
allowances and shall not receive the pay pre-
scribed for such position. Funds from which such 
pay and allowances are paid shall be reimbursed 
from funds available to the Director of National 
Intelligence. 

(July 26, 1947, ch. 343, title I, § 103A, as added 
Pub. L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 
Stat. 3656.) 

CODIFICATION 

Section was formerly classified to section 403–3a of 

this title prior to editorial reclassification and renum-

bering as this section. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

§ 3027. National Intelligence Council 

(a) National Intelligence Council 

There is a National Intelligence Council. 

(b) Composition 

(1) The National Intelligence Council shall be 
composed of senior analysts within the intel-
ligence community and substantive experts 
from the public and private sector, who shall be 
appointed by, report to, and serve at the pleas-
ure of, the Director of National Intelligence. 

(2) The Director shall prescribe appropriate se-
curity requirements for personnel appointed 
from the private sector as a condition of service 
on the Council, or as contractors of the Council 
or employees of such contractors, to ensure the 
protection of intelligence sources and methods 
while avoiding, wherever possible, unduly intru-
sive requirements which the Director considers 
to be unnecessary for this purpose. 

(c) Duties and responsibilities 

(1) The National Intelligence Council shall— 
(A) produce national intelligence estimates 

for the United States Government, including 
alternative views held by elements of the in-
telligence community and other information 
as specified in paragraph (2); 

(B) evaluate community-wide collection and 
production of intelligence by the intelligence 
community and the requirements and re-
sources of such collection and production; and 

(C) otherwise assist the Director of National 
Intelligence in carrying out the responsibil-
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ities of the Director under section 3024 of this 
title. 

(2) The Director of National Intelligence shall 
ensure that the Council satisfies the needs of 
policymakers and other consumers of intel-
ligence. 

(d) Service as senior intelligence advisers 

Within their respective areas of expertise and 
under the direction of the Director of National 
Intelligence, the members of the National Intel-
ligence Council shall constitute the senior intel-
ligence advisers of the intelligence community 
for purposes of representing the views of the in-
telligence community within the United States 
Government. 

(e) Authority to contract 

Subject to the direction and control of the Di-
rector of National Intelligence, the National In-
telligence Council may carry out its responsibil-
ities under this section by contract, including 
contracts for substantive experts necessary to 
assist the Council with particular assessments 
under this section. 

(f) Staff 

The Director of National Intelligence shall 
make available to the National Intelligence 
Council such staff as may be necessary to per-
mit the Council to carry out its responsibilities 
under this section. 

(g) Availability of Council and staff 

(1) The Director of National Intelligence shall 
take appropriate measures to ensure that the 
National Intelligence Council and its staff sat-
isfy the needs of policymaking officials and 
other consumers of intelligence. 

(2) The Council shall be readily accessible to 
policymaking officials and other appropriate in-
dividuals not otherwise associated with the in-
telligence community. 

(h) Support 

The heads of the elements of the intelligence 
community shall, as appropriate, furnish such 
support to the National Intelligence Council, in-
cluding the preparation of intelligence analyses, 
as may be required by the Director of National 
Intelligence. 

(i) National Intelligence Council product 

For purposes of this section, the term ‘‘Na-
tional Intelligence Council product’’ includes a 
National Intelligence Estimate and any other 
intelligence community assessment that sets 
forth the judgment of the intelligence commu-
nity as a whole on a matter covered by such 
product. 

(July 26, 1947, ch. 343, title I, § 103B, as added 
Pub. L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 
Stat. 3657.) 

CODIFICATION 

Section was formerly classified to section 403–3b of 

this title prior to editorial reclassification and renum-

bering as this section. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

§ 3028. General Counsel 

(a) General Counsel 

There is a General Counsel of the Office of the 
Director of National Intelligence who shall be 
appointed by the President, by and with the ad-
vice and consent of the Senate. 

(b) Prohibition on dual service as General Coun-
sel of another agency 

The individual serving in the position of Gen-
eral Counsel may not, while so serving, also 
serve as the General Counsel of any other de-
partment, agency, or element of the United 
States Government. 

(c) Scope of position 

The General Counsel is the chief legal officer 
of the Office of the Director of National Intel-
ligence. 

(d) Functions 

The General Counsel shall perform such func-
tions as the Director of National Intelligence 
may prescribe. 

(July 26, 1947, ch. 343, title I, § 103C, as added 
Pub. L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 
Stat. 3658.) 

CODIFICATION 

Section was formerly classified to section 403–3c of 

this title prior to editorial reclassification and renum-

bering as this section. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

§ 3029. Civil Liberties Protection Officer 

(a) Civil Liberties Protection Officer 

(1) Within the Office of the Director of Na-
tional Intelligence, there is a Civil Liberties 
Protection Officer who shall be appointed by the 
Director of National Intelligence. 

(2) The Civil Liberties Protection Officer shall 
report directly to the Director of National Intel-
ligence. 

(b) Duties 

The Civil Liberties Protection Officer shall— 
(1) ensure that the protection of civil lib-

erties and privacy is appropriately incor-
porated in the policies and procedures devel-
oped for and implemented by the Office of the 
Director of National Intelligence and the ele-
ments of the intelligence community within 
the National Intelligence Program; 

(2) oversee compliance by the Office and the 
Director of National Intelligence with require-
ments under the Constitution and all laws, 



Page 519 TITLE 50—WAR AND NATIONAL DEFENSE § 3031 

regulations, Executive orders, and implement-
ing guidelines relating to civil liberties and 
privacy; 

(3) review and assess complaints and other 
information indicating possible abuses of civil 
liberties and privacy in the administration of 
the programs and operations of the Office and 
the Director of National Intelligence and, as 
appropriate, investigate any such complaint 
or information; 

(4) ensure that the use of technologies sus-
tain, and do not erode, privacy protections re-
lating to the use, collection, and disclosure of 
personal information; 

(5) ensure that personal information con-
tained in a system of records subject to sec-
tion 552a of title 5 (popularly referred to as the 
‘‘Privacy Act’’), is handled in full compliance 
with fair information practices as set out in 
that section; 

(6) conduct privacy impact assessments 
when appropriate or as required by law; and 

(7) perform such other duties as may be pre-
scribed by the Director of National Intel-
ligence or specified by law. 

(c) Use of agency Inspectors General 

When appropriate, the Civil Liberties Protec-
tion Officer may refer complaints to the Office 
of Inspector General having responsibility for 
the affected element of the department or agen-
cy of the intelligence community to conduct an 
investigation under paragraph (3) of subsection 
(b). 

(July 26, 1947, ch. 343, title I, § 103D, as added 
Pub. L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 
Stat. 3658.) 

REFERENCES IN TEXT 

The Privacy Act, referred to in subsec. (b)(5), prob-

ably means the Privacy Act of 1974, Pub. L. 93–579, Dec. 

31, 1974, 88 Stat. 1896, which enacted section 552a of 

Title 5, Government Organization and Employees, and 

provisions set out as notes under section 552a of Title 

5. For complete classification of this Act to the Code, 

see Short Title of 1974 Amendment note set out under 

section 552a of Title 5 and Tables. 

CODIFICATION 

Section was formerly classified to section 403–3d of 

this title prior to editorial reclassification and renum-

bering as this section. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 
Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

§ 3030. Director of Science and Technology 

(a) Director of Science and Technology 

There is a Director of Science and Technology 
within the Office of the Director of National In-
telligence who shall be appointed by the Direc-
tor of National Intelligence. 

(b) Requirement relating to appointment 

An individual appointed as Director of Science 
and Technology shall have a professional back-

ground and experience appropriate for the duties 
of the Director of Science and Technology. 

(c) Duties 

The Director of Science and Technology 
shall— 

(1) act as the chief representative of the Di-
rector of National Intelligence for science and 
technology; 

(2) chair the Director of National Intel-
ligence Science and Technology Committee 
under subsection (d); 

(3) assist the Director in formulating a long- 
term strategy for scientific advances in the 
field of intelligence; 

(4) assist the Director on the science and 
technology elements of the budget of the Of-
fice of the Director of National Intelligence; 
and 

(5) perform other such duties as may be pre-
scribed by the Director of National Intel-
ligence or specified by law. 

(d) Director of National Intelligence Science and 
Technology Committee 

(1) There is within the Office of the Director of 
Science and Technology a Director of National 
Intelligence Science and Technology Commit-
tee. 

(2) The Committee shall be composed of the 
principal science officers of the National Intel-
ligence Program. 

(3) The Committee shall— 
(A) coordinate advances in research and de-

velopment related to intelligence; and 
(B) perform such other functions as the Di-

rector of Science and Technology shall pre-
scribe. 

(July 26, 1947, ch. 343, title I, § 103E, as added 
Pub. L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 
Stat. 3659.) 

CODIFICATION 

Section was formerly classified to section 403–3e of 

this title prior to editorial reclassification and renum-

bering as this section. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

§ 3031. Director of the National Counter-
intelligence and Security Center 

(a) Director of the National Counterintelligence 
and Security Center 

The Director of the National Counter-
intelligence and Security Center appointed 
under section 902 of the Counterintelligence En-
hancement Act of 2002 (50 U.S.C. 3382) is a com-
ponent of the Office of the Director of National 
Intelligence. 

(b) Duties 

The Director of the National Counter-
intelligence and Security Center shall perform 
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the duties provided in the Counterintelligence 
Enhancement Act of 2002 and such other duties 
as may be prescribed by the Director of National 
Intelligence or specified by law. 

(July 26, 1947, ch. 343, title I, § 103F, as added 
Pub. L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 
Stat. 3660; amended Pub. L. 115–31, div. N, title 
IV, § 401(e)(1), May 5, 2017, 131 Stat. 819.) 

REFERENCES IN TEXT 

The Counterintelligence Enhancement Act of 2002, re-

ferred to in subsec. (b), is title IX of Pub. L. 107–306, 

Nov. 27, 2002, 116 Stat. 2432. For complete classification 

of this Act to the Code, see Tables. 

CODIFICATION 

Section was formerly classified to section 403–3f of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

Pub. L. 115–31, § 401(e)(1)(A), substituted ‘‘Director of 

the National Counterintelligence and Security Center’’ 

for ‘‘National Counterintelligence Executive’’ in sec-

tion catchline. 
Subsec. (a). Pub. L. 115–31, § 401(e)(1)(B), substituted 

‘‘Director of the National Counterintelligence and Se-

curity Center’’ for ‘‘National Counterintelligence Exec-

utive’’ in heading and ‘‘Director of the National 

Counterintelligence and Security Center appointed 

under section 902 of the Counterintelligence Enhance-

ment Act of 2002 (50 U.S.C. 3382)’’ for ‘‘National 

Counterintelligence Executive under section 902 of the 

Counterintelligence Enhancement Act of 2002’’ in text. 
Subsec. (b). Pub. L. 115–31, § 401(e)(1)(C), substituted 

‘‘Director of the National Counterintelligence and Se-

curity Center’’ for ‘‘National Counterintelligence Exec-

utive’’. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 
Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

§ 3032. Chief Information Officer 

(a) Chief Information Officer 

To assist the Director of National Intelligence 
in carrying out the responsibilities of the Direc-
tor under this chapter and other applicable pro-
visions of law, there shall be within the Office of 
the Director of National Intelligence a Chief In-
formation Officer of the Intelligence Commu-
nity who shall be appointed by the President. 

(b) Duties and responsibilities 

Subject to the direction of the Director of Na-
tional Intelligence, the Chief Information Offi-
cer of the Intelligence Community shall— 

(1) manage activities relating to the infor-
mation technology infrastructure and enter-
prise architecture requirements of the intel-
ligence community; 

(2) have procurement approval authority 
over all information technology items related 
to the enterprise architectures of all intel-
ligence community components; 

(3) direct and manage all information tech-
nology-related procurement for the intel-
ligence community; and 

(4) ensure that all expenditures for informa-
tion technology and research and development 
activities are consistent with the intelligence 
community enterprise architecture and the 
strategy of the Director for such architecture. 

(c) Prohibition on simultaneous service as other 
chief information officer 

An individual serving in the position of Chief 
Information Officer of the Intelligence Commu-
nity may not, while so serving, serve as the 
chief information officer of any other depart-
ment or agency, or component thereof, of the 
United States Government. 

(July 26, 1947, ch. 343, title I, § 103G, as added 
Pub. L. 108–487, title III, § 303(a)(1), Dec. 23, 2004, 
118 Stat. 3944; amended Pub. L. 111–259, title IV, 
§ 404, Oct. 7, 2010, 124 Stat. 2709.) 

REFERENCES IN TEXT 

This chapter, referred to in subsec. (a), was in the 

original ‘‘this Act’’, meaning act July 26, 1947, ch. 343, 

61 Stat. 495, known as the National Security Act of 

1947, which is classified principally to this chapter. For 

complete classification of this Act to the Code, see 

Tables. 

CODIFICATION 

Section was formerly classified to section 403–3g of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2010—Subsec. (a). Pub. L. 111–259, § 404(1), inserted ‘‘of 

the Intelligence Community’’ after ‘‘Chief Information 

Officer’’ and substituted ‘‘President.’’ for ‘‘President, 

by and with the advice and consent of the Senate.’’ 

Subsecs. (b) to (d). Pub. L. 111–259, § 404(2)–(4), redesig-

nated subsecs. (c) and (d) as (b) and (c), respectively, in-

serted ‘‘of the Intelligence Community’’ after ‘‘Chief 

Information Officer’’ in two places, and struck out 

former subsec. (b). Text of former subsec. (b) read as 

follows: ‘‘The Chief Information Officer shall serve as 

the chief information officer of the intelligence com-

munity.’’ 

EFFECTIVE DATE 

Pub. L. 108–487, title III, § 303(b), Dec. 23, 2004, 118 

Stat. 3944, provided that: ‘‘The amendments made by 

this section [enacting this section] shall take effect on 

the effective date of the National Security Intelligence 

Reform Act of 2004 [see section 1097 of Pub. L. 108–458, 

set out in an Effective Date of 2004 Amendment; Trans-

fer, Termination, and Transition Provisions note under 

section 3001 of this title], as provided in section 801 of 

this Act [set out in an Effective Date of 2004 Amend-

ments note under section 2656f of Title 22, Foreign Re-

lations and Intercourse].’’ 

§ 3033. Inspector General of the Intelligence 
Community 

(a) Office of Inspector General of the Intelligence 
Community 

There is within the Office of the Director of 
National Intelligence an Office of the Inspector 
General of the Intelligence Community. 

(b) Purpose 

The purpose of the Office of the Inspector Gen-
eral of the Intelligence Community is— 

(1) to create an objective and effective office, 
appropriately accountable to Congress, to ini-
tiate and conduct independent investigations, 
inspections, audits, and reviews on programs 
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and activities within the responsibility and 
authority of the Director of National Intel-
ligence; 

(2) to provide leadership and coordination 
and recommend policies for activities de-
signed— 

(A) to promote economy, efficiency, and 
effectiveness in the administration and im-
plementation of such programs and activi-
ties; and 

(B) to prevent and detect fraud and abuse 
in such programs and activities; 

(3) to provide a means for keeping the Direc-
tor of National Intelligence fully and cur-
rently informed about— 

(A) problems and deficiencies relating to 
the administration of programs and activi-
ties within the responsibility and authority 
of the Director of National Intelligence; and 

(B) the necessity for, and the progress of, 
corrective actions; and 

(4) in the manner prescribed by this section, 
to ensure that the congressional intelligence 
committees are kept similarly informed of— 

(A) significant problems and deficiencies 
relating to programs and activities within 
the responsibility and authority of the Di-
rector of National Intelligence; and 

(B) the necessity for, and the progress of, 
corrective actions. 

(c) Inspector General of the Intelligence Commu-
nity 

(1) There is an Inspector General of the Intel-
ligence Community, who shall be the head of the 
Office of the Inspector General of the Intel-
ligence Community, who shall be appointed by 
the President, by and with the advice and con-
sent of the Senate. 

(2) The nomination of an individual for ap-
pointment as Inspector General shall be made— 

(A) without regard to political affiliation; 
(B) on the basis of integrity, compliance 

with security standards of the intelligence 
community, and prior experience in the field 
of intelligence or national security; and 

(C) on the basis of demonstrated ability in 
accounting, financial analysis, law, manage-
ment analysis, public administration, or in-
vestigations. 

(3) The Inspector General shall report directly 
to and be under the general supervision of the 
Director of National Intelligence. 

(4) The Inspector General may be removed 
from office only by the President. The President 
shall communicate in writing to the congres-
sional intelligence committees the reasons for 
the removal not later than 30 days prior to the 
effective date of such removal. Nothing in this 
paragraph shall be construed to prohibit a per-
sonnel action otherwise authorized by law, other 
than transfer or removal. 

(d) Assistant Inspectors General 

Subject to the policies of the Director of Na-
tional Intelligence, the Inspector General of the 
Intelligence Community shall— 

(1) appoint an Assistant Inspector General 
for Audit who shall have the responsibility for 
supervising the performance of auditing ac-

tivities relating to programs and activities 
within the responsibility and authority of the 
Director; 

(2) appoint an Assistant Inspector General 
for Investigations who shall have the respon-
sibility for supervising the performance of in-
vestigative activities relating to such pro-
grams and activities; and 

(3) appoint other Assistant Inspectors Gen-
eral that, in the judgment of the Inspector 
General, are necessary to carry out the duties 
of the Inspector General. 

(e) Duties and responsibilities 

It shall be the duty and responsibility of the 
Inspector General of the Intelligence Commu-
nity— 

(1) to provide policy direction for, and to 
plan, conduct, supervise, and coordinate inde-
pendently, the investigations, inspections, au-
dits, and reviews relating to programs and ac-
tivities within the responsibility and author-
ity of the Director of National Intelligence; 

(2) to keep the Director of National Intel-
ligence fully and currently informed concern-
ing violations of law and regulations, fraud, 
and other serious problems, abuses, and defi-
ciencies relating to the programs and activi-
ties within the responsibility and authority of 
the Director, to recommend corrective action 
concerning such problems, and to report on 
the progress made in implementing such cor-
rective action; 

(3) to take due regard for the protection of 
intelligence sources and methods in the prepa-
ration of all reports issued by the Inspector 
General, and, to the extent consistent with the 
purpose and objective of such reports, take 
such measures as may be appropriate to mini-
mize the disclosure of intelligence sources and 
methods described in such reports; and 

(4) in the execution of the duties and respon-
sibilities under this section, to comply with 
generally accepted government auditing. 

(f) Limitations on activities 

(1) The Director of National Intelligence may 
prohibit the Inspector General of the Intel-
ligence Community from initiating, carrying 
out, or completing any investigation, inspec-
tion, audit, or review if the Director determines 
that such prohibition is necessary to protect 
vital national security interests of the United 
States. 

(2) Not later than seven days after the date on 
which the Director exercises the authority 
under paragraph (1), the Director shall submit to 
the congressional intelligence committees an 
appropriately classified statement of the rea-
sons for the exercise of such authority. 

(3) The Director shall advise the Inspector 
General at the time a statement under para-
graph (2) is submitted, and, to the extent con-
sistent with the protection of intelligence 
sources and methods, provide the Inspector Gen-
eral with a copy of such statement. 

(4) The Inspector General may submit to the 
congressional intelligence committees any com-
ments on the statement of which the Inspector 
General has notice under paragraph (3) that the 
Inspector General considers appropriate. 
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(g) Authorities 

(1) The Inspector General of the Intelligence 
Community shall have direct and prompt access 
to the Director of National Intelligence when 
necessary for any purpose pertaining to the per-
formance of the duties of the Inspector General. 

(2)(A) The Inspector General shall, subject to 
the limitations in subsection (f), make such in-
vestigations and reports relating to the adminis-
tration of the programs and activities within 
the authorities and responsibilities of the Direc-
tor as are, in the judgment of the Inspector Gen-
eral, necessary or desirable. 

(B) The Inspector General shall have access to 
any employee, or any employee of a contractor, 
of any element of the intelligence community 
needed for the performance of the duties of the 
Inspector General. 

(C) The Inspector General shall have direct ac-
cess to all records, reports, audits, reviews, doc-
uments, papers, recommendations, or other ma-
terials that relate to the programs and activi-
ties with respect to which the Inspector General 
has responsibilities under this section. 

(D) The level of classification or 
compartmentation of information shall not, in 
and of itself, provide a sufficient rationale for 
denying the Inspector General access to any ma-
terials under subparagraph (C). 

(E) The Director, or on the recommendation of 
the Director, another appropriate official of the 
intelligence community, shall take appropriate 
administrative actions against an employee, or 
an employee of a contractor, of an element of 
the intelligence community that fails to cooper-
ate with the Inspector General. Such adminis-
trative action may include loss of employment 
or the termination of an existing contractual re-
lationship. 

(3) The Inspector General is authorized to re-
ceive and investigate, pursuant to subsection 
(h), complaints or information from any person 
concerning the existence of an activity within 
the authorities and responsibilities of the Direc-
tor of National Intelligence constituting a viola-
tion of laws, rules, or regulations, or mis-
management, gross waste of funds, abuse of au-
thority, or a substantial and specific danger to 
the public health and safety. Once such com-
plaint or information has been received from an 
employee of the intelligence community— 

(A) the Inspector General shall not disclose 
the identity of the employee without the con-
sent of the employee, unless the Inspector 
General determines that such disclosure is un-
avoidable during the course of the investiga-
tion or the disclosure is made to an official of 
the Department of Justice responsible for de-
termining whether a prosecution should be 
undertaken, and this provision shall qualify as 
a withholding statute pursuant to subsection 
(b)(3) of section 552 of title 5 (commonly 
known as the ‘‘Freedom of Information Act’’); 
and 

(B) no action constituting a reprisal, or 
threat of reprisal, for making such complaint 
or disclosing such information to the Inspec-
tor General may be taken by any employee in 
a position to take such actions, unless the 
complaint was made or the information was 
disclosed with the knowledge that it was false 

or with willful disregard for its truth or fal-
sity. 

(4) The Inspector General shall have the au-
thority to administer to or take from any per-
son an oath, affirmation, or affidavit, whenever 
necessary in the performance of the duties of 
the Inspector General, which oath, affirmation, 
or affidavit when administered or taken by or 
before an employee of the Office of the Inspector 
General of the Intelligence Community des-
ignated by the Inspector General shall have the 
same force and effect as if administered or taken 
by, or before, an officer having a seal. 

(5)(A) Except as provided in subparagraph (B), 
the Inspector General is authorized to require by 
subpoena the production of all information, doc-
uments, reports, answers, records, accounts, pa-
pers, and other data in any medium (including 
electronically stored information, as well as any 
tangible thing) and documentary evidence nec-
essary in the performance of the duties and re-
sponsibilities of the Inspector General. 

(B) In the case of departments, agencies, and 
other elements of the United States Govern-
ment, the Inspector General shall obtain infor-
mation, documents, reports, answers, records, 
accounts, papers, and other data and evidence 
for the purpose specified in subparagraph (A) 
using procedures other than by subpoenas. 

(C) The Inspector General may not issue a sub-
poena for, or on behalf of, any component of the 
Office of the Director of National Intelligence or 
any element of the intelligence community, in-
cluding the Office of the Director of National In-
telligence. 

(D) In the case of contumacy or refusal to 
obey a subpoena issued under this paragraph, 
the subpoena shall be enforceable by order of 
any appropriate district court of the United 
States. 

(6) The Inspector General may obtain services 
as authorized by section 3109 of title 5 at rates 
for individuals not to exceed the daily equiva-
lent of the maximum annual rate of basic pay 
payable for grade GS–15 of the General Schedule 
under section 5332 of title 5. 

(7) The Inspector General may, to the extent 
and in such amounts as may be provided in ap-
propriations, enter into contracts and other ar-
rangements for audits, studies, analyses, and 
other services with public agencies and with pri-
vate persons, and to make such payments as 
may be necessary to carry out the provisions of 
this section. 

(h) Coordination among Inspectors General 

(1)(A) In the event of a matter within the ju-
risdiction of the Inspector General of the Intel-
ligence Community that may be subject to an 
investigation, inspection, audit, or review by 
both the Inspector General of the Intelligence 
Community and an inspector general with over-
sight responsibility for an element of the intel-
ligence community, the Inspector General of the 
Intelligence Community and such other inspec-
tor general shall expeditiously resolve the ques-
tion of which inspector general shall conduct 
such investigation, inspection, audit, or review 
to avoid unnecessary duplication of the activi-
ties of the inspectors general. 

(B) In attempting to resolve a question under 
subparagraph (A), the inspectors general con-
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cerned may request the assistance of the Intel-
ligence Community Inspectors General Forum 
established under paragraph (2). In the event of 
a dispute between an inspector general within a 
department or agency of the United States Gov-
ernment and the Inspector General of the Intel-
ligence Community that has not been resolved 
with the assistance of such Forum, the inspec-
tors general shall submit the question to the Di-
rector of National Intelligence and the head of 
the affected department or agency for resolu-
tion. 

(2)(A) There is established the Intelligence 
Community Inspectors General Forum, which 
shall consist of all statutory or administrative 
inspectors general with oversight responsibility 
for an element of the intelligence community. 

(B) The Inspector General of the Intelligence 
Community shall serve as the Chair of the 
Forum established under subparagraph (A). The 
Forum shall have no administrative authority 
over any inspector general, but shall serve as a 
mechanism for informing its members of the 
work of individual members of the Forum that 
may be of common interest and discussing ques-
tions about jurisdiction or access to employees, 
employees of contract personnel, records, au-
dits, reviews, documents, recommendations, or 
other materials that may involve or be of assist-
ance to more than one of its members. 

(3) The inspector general conducting an inves-
tigation, inspection, audit, or review covered by 
paragraph (1) shall submit the results of such in-
vestigation, inspection, audit, or review to any 
other inspector general, including the Inspector 
General of the Intelligence Community, with ju-
risdiction to conduct such investigation, inspec-
tion, audit, or review who did not conduct such 
investigation, inspection, audit, or review. 

(i) Counsel to the Inspector General 

(1) The Inspector General of the Intelligence 
Community shall— 

(A) appoint a Counsel to the Inspector Gen-
eral who shall report to the Inspector General; 
or 

(B) obtain the services of a counsel ap-
pointed by and directly reporting to another 
inspector general or the Council of the Inspec-
tors General on Integrity and Efficiency on a 
reimbursable basis. 

(2) The counsel appointed or obtained under 
paragraph (1) shall perform such functions as 
the Inspector General may prescribe. 

(j) Staff and other support 

(1) The Director of National Intelligence shall 
provide the Inspector General of the Intelligence 
Community with appropriate and adequate of-
fice space at central and field office locations, 
together with such equipment, office supplies, 
maintenance services, and communications fa-
cilities and services as may be necessary for the 
operation of such offices. 

(2)(A) Subject to applicable law and the poli-
cies of the Director of National Intelligence, the 
Inspector General shall select, appoint, and em-
ploy such officers and employees as may be nec-
essary to carry out the functions, powers, and 
duties of the Inspector General. The Inspector 
General shall ensure that any officer or em-

ployee so selected, appointed, or employed has 
security clearances appropriate for the assigned 
duties of such officer or employee. 

(B) In making selections under subparagraph 
(A), the Inspector General shall ensure that such 
officers and employees have the requisite train-
ing and experience to enable the Inspector Gen-
eral to carry out the duties of the Inspector 
General effectively. 

(C) In meeting the requirements of this para-
graph, the Inspector General shall create within 
the Office of the Inspector General of the Intel-
ligence Community a career cadre of sufficient 
size to provide appropriate continuity and objec-
tivity needed for the effective performance of 
the duties of the Inspector General. 

(3) Consistent with budgetary and personnel 
resources allocated by the Director of National 
Intelligence, the Inspector General has final ap-
proval of— 

(A) the selection of internal and external 
candidates for employment with the Office of 
the Inspector General; and 

(B) all other personnel decisions concerning 
personnel permanently assigned to the Office 
of the Inspector General, including selection 
and appointment to the Senior Intelligence 
Service, but excluding all security-based de-
terminations that are not within the author-
ity of a head of a component of the Office of 
the Director of National Intelligence. 

(4)(A) Subject to the concurrence of the Direc-
tor of National Intelligence, the Inspector Gen-
eral may request such information or assistance 
as may be necessary for carrying out the duties 
and responsibilities of the Inspector General 
from any Federal, State (as defined in section 
3164 of this title), or local governmental agency 
or unit thereof. 

(B) Upon request of the Inspector General for 
information or assistance from a department, 
agency, or element of the Federal Government 
under subparagraph (A), the head of the depart-
ment, agency, or element concerned shall, inso-
far as is practicable and not in contravention of 
any existing statutory restriction or regulation 
of the department, agency, or element, furnish 
to the Inspector General, such information or 
assistance. 

(C) The Inspector General of the Intelligence 
Community may, upon reasonable notice to the 
head of any element of the intelligence commu-
nity and in coordination with that element’s in-
spector general pursuant to subsection (h), con-
duct, as authorized by this section, an investiga-
tion, inspection, audit, or review of such ele-
ment and may enter into any place occupied by 
such element for purposes of the performance of 
the duties of the Inspector General. 

(k) Reports 

(1)(A) The Inspector General of the Intel-
ligence Community shall, not later than October 
31 and April 30 of each year, prepare and submit 
to the Director of National Intelligence a classi-
fied, and, as appropriate, unclassified semi-
annual report summarizing the activities of the 
Office of the Inspector General of the Intel-
ligence Community during the immediately pre-
ceding 6-month period ending September 30 and 
March 31, respectively. The Inspector General of 
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the Intelligence Community shall provide any 
portion of the report involving a component of a 
department of the United States Government to 
the head of that department simultaneously 
with submission of the report to the Director of 
National Intelligence. 

(B) Each report under this paragraph shall in-
clude, at a minimum, the following: 

(i) A list of the title or subject of each inves-
tigation, inspection, audit, or review con-
ducted during the period covered by such re-
port. 

(ii) A description of significant problems, 
abuses, and deficiencies relating to the admin-
istration of programs and activities of the in-
telligence community within the responsibil-
ity and authority of the Director of National 
Intelligence, and in the relationships between 
elements of the intelligence community, iden-
tified by the Inspector General during the pe-
riod covered by such report. 

(iii) A description of the recommendations 
for corrective action made by the Inspector 
General during the period covered by such re-
port with respect to significant problems, 
abuses, or deficiencies identified in clause (ii). 

(iv) A statement of whether or not correc-
tive action has been completed on each signifi-
cant recommendation described in previous 
semiannual reports, and, in a case where cor-
rective action has been completed, a descrip-
tion of such corrective action. 

(v) A certification of whether or not the In-
spector General has had full and direct access 
to all information relevant to the performance 
of the functions of the Inspector General. 

(vi) A description of the exercise of the sub-
poena authority under subsection (g)(5) by the 
Inspector General during the period covered 
by such report. 

(vii) Such recommendations as the Inspector 
General considers appropriate for legislation 
to promote economy, efficiency, and effective-
ness in the administration and implementa-
tion of programs and activities within the re-
sponsibility and authority of the Director of 
National Intelligence, and to detect and elimi-
nate fraud and abuse in such programs and ac-
tivities. 

(C) Not later than 30 days after the date of re-
ceipt of a report under subparagraph (A), the Di-
rector shall transmit the report to the congres-
sional intelligence committees together with 
any comments the Director considers appro-
priate. The Director shall transmit to the com-
mittees of the Senate and of the House of Rep-
resentatives with jurisdiction over a department 
of the United States Government any portion of 
the report involving a component of such de-
partment simultaneously with submission of the 
report to the congressional intelligence commit-
tees. 

(2)(A) The Inspector General shall report im-
mediately to the Director whenever the Inspec-
tor General becomes aware of particularly seri-
ous or flagrant problems, abuses, or deficiencies 
relating to programs and activities within the 
responsibility and authority of the Director of 
National Intelligence. 

(B) The Director shall transmit to the con-
gressional intelligence committees each report 

under subparagraph (A) within 7 calendar days 
of receipt of such report, together with such 
comments as the Director considers appropriate. 
The Director shall transmit to the committees 
of the Senate and of the House of Representa-
tives with jurisdiction over a department of the 
United States Government any portion of each 
report under subparagraph (A) that involves a 
problem, abuse, or deficiency related to a com-
ponent of such department simultaneously with 
transmission of the report to the congressional 
intelligence committees. 

(3)(A) In the event that— 
(i) the Inspector General is unable to resolve 

any differences with the Director affecting the 
execution of the duties or responsibilities of 
the Inspector General; 

(ii) an investigation, inspection, audit, or re-
view carried out by the Inspector General fo-
cuses on any current or former intelligence 
community official who— 

(I) holds or held a position in an element 
of the intelligence community that is sub-
ject to appointment by the President, 
whether or not by and with the advice and 
consent of the Senate, including such a posi-
tion held on an acting basis; 

(II) holds or held a position in an element 
of the intelligence community, including a 
position held on an acting basis, that is ap-
pointed by the Director of National Intel-
ligence; or 

(III) holds or held a position as head of an 
element of the intelligence community or a 
position covered by subsection (b) or (c) of 
section 3041 of this title; 

(iii) a matter requires a report by the In-
spector General to the Department of Justice 
on possible criminal conduct by a current or 
former official described in clause (ii); 

(iv) the Inspector General receives notice 
from the Department of Justice declining or 
approving prosecution of possible criminal 
conduct of any current or former official de-
scribed in clause (ii); or 

(v) the Inspector General, after exhausting 
all possible alternatives, is unable to obtain 
significant documentary information in the 
course of an investigation, inspection, audit, 
or review, 

the Inspector General shall immediately notify, 
and submit a report to, the congressional intel-
ligence committees on such matter. 

(B) The Inspector General shall submit to the 
committees of the Senate and of the House of 
Representatives with jurisdiction over a depart-
ment of the United States Government any por-
tion of each report under subparagraph (A) that 
involves an investigation, inspection, audit, or 
review carried out by the Inspector General fo-
cused on any current or former official of a com-
ponent of such department simultaneously with 
submission of the report to the congressional in-
telligence committees. 

(4) The Director shall submit to the congres-
sional intelligence committees any report or 
findings and recommendations of an investiga-
tion, inspection, audit, or review conducted by 
the office which has been requested by the 
Chairman or Vice Chairman or ranking minor-
ity member of either committee. 
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(5)(A) An employee of an element of the intel-
ligence community, an employee assigned or de-
tailed to an element of the intelligence commu-
nity, or an employee of a contractor to the in-
telligence community who intends to report to 
Congress a complaint or information with re-
spect to an urgent concern may report such 
complaint or information to the Inspector Gen-
eral. 

(B) Not later than the end of the 14-calendar- 
day period beginning on the date of receipt from 
an employee of a complaint or information 
under subparagraph (A), the Inspector General 
shall determine whether the complaint or infor-
mation appears credible. Upon making such a 
determination, the Inspector General shall 
transmit to the Director a notice of that deter-
mination, together with the complaint or infor-
mation. 

(C) Upon receipt of a transmittal from the In-
spector General under subparagraph (B), the Di-
rector shall, within 7 calendar days of such re-
ceipt, forward such transmittal to the congres-
sional intelligence committees, together with 
any comments the Director considers appro-
priate. 

(D)(i) If the Inspector General does not find 
credible under subparagraph (B) a complaint or 
information submitted under subparagraph (A), 
or does not transmit the complaint or informa-
tion to the Director in accurate form under sub-
paragraph (B), the employee (subject to clause 
(ii)) may submit the complaint or information 
to Congress by contacting either or both of the 
congressional intelligence committees directly. 

(ii) An employee may contact the congres-
sional intelligence committees directly as de-
scribed in clause (i) only if the employee— 

(I) before making such a contact, furnishes 
to the Director, through the Inspector Gen-
eral, a statement of the employee’s complaint 
or information and notice of the employee’s 
intent to contact the congressional intel-
ligence committees directly; and 

(II) obtains and follows from the Director, 
through the Inspector General, direction on 
how to contact the congressional intelligence 
committees in accordance with appropriate se-
curity practices. 

(iii) A member or employee of one of the con-
gressional intelligence committees who receives 
a complaint or information under this subpara-
graph does so in that member or employee’s offi-
cial capacity as a member or employee of such 
committee. 

(E) The Inspector General shall notify an em-
ployee who reports a complaint or information 
to the Inspector General under this paragraph of 
each action taken under this paragraph with re-
spect to the complaint or information. Such no-
tice shall be provided not later than 3 days after 
any such action is taken. 

(F) An action taken by the Director or the In-
spector General under this paragraph shall not 
be subject to judicial review. 

(G) In this paragraph, the term ‘‘urgent con-
cern’’ means any of the following: 

(i) A serious or flagrant problem, abuse, vio-
lation of law or Executive order, or deficiency 
relating to the funding, administration, or op-
eration of an intelligence activity within the 

responsibility and authority of the Director of 
National Intelligence involving classified in-
formation, but does not include differences of 
opinions concerning public policy matters. 

(ii) A false statement to Congress, or a will-
ful withholding from Congress, on an issue of 
material fact relating to the funding, adminis-
tration, or operation of an intelligence activ-
ity. 

(iii) An action, including a personnel action 
described in section 2302(a)(2)(A) of title 5, con-
stituting reprisal or threat of reprisal prohib-
ited under subsection (g)(3)(B) of this section 
in response to an employee’s reporting an ur-
gent concern in accordance with this para-
graph. 

(H) Nothing in this section shall be construed 
to limit the protections afforded to an employee 
under section 3517(d) of this title or section 8H of 
the Inspector General Act of 1978 (5 U.S.C. App.). 

(I) An individual who has submitted a com-
plaint or information to the Inspector General 
under this section may notify any member of ei-
ther of the congressional intelligence commit-
tees, or a staff member of either of such com-
mittees, of the fact that such individual has 
made a submission to the Inspector General, and 
of the date on which such submission was made. 

(6) In accordance with section 535 of title 28, 
the Inspector General shall expeditiously report 
to the Attorney General any information, alle-
gation, or complaint received by the Inspector 
General relating to violations of Federal crimi-
nal law that involves 1 a program or operation of 
an element of the intelligence community, or in 
the relationships between the elements of the 
intelligence community, consistent with such 
guidelines as may be issued by the Attorney 
General pursuant to subsection (b)(2) of such 
section. A copy of each such report shall be fur-
nished to the Director. 

(l) Construction of duties regarding elements of 
Intelligence Community 

Except as resolved pursuant to subsection (h), 
the performance by the Inspector General of the 
Intelligence Community of any duty, respon-
sibility, or function regarding an element of the 
intelligence community shall not be construed 
to modify or affect the duties and responsibil-
ities of any other inspector general having du-
ties and responsibilities relating to such ele-
ment. 

(m) Separate budget account 

The Director of National Intelligence shall, in 
accordance with procedures issued by the Direc-
tor in consultation with the congressional intel-
ligence committees, include in the National In-
telligence Program budget a separate account 
for the Office of the Inspector General of the In-
telligence Community. 

(n) Budget 

(1) For each fiscal year, the Inspector General 
of the Intelligence Community shall transmit a 
budget estimate and request to the Director of 
National Intelligence that specifies for such fis-
cal year— 
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(A) the aggregate amount requested for the 
operations of the Inspector General; 

(B) the amount requested for all training re-
quirements of the Inspector General, including 
a certification from the Inspector General 
that the amount requested is sufficient to fund 
all training requirements for the Office of the 
Inspector General; and 

(C) the amount requested to support the 
Council of the Inspectors General on Integrity 
and Efficiency, including a justification for 
such amount. 

(2) In transmitting a proposed budget to the 
President for a fiscal year, the Director of Na-
tional Intelligence shall include for such fiscal 
year— 

(A) the aggregate amount requested for the 
Inspector General of the Intelligence Commu-
nity; 

(B) the amount requested for Inspector Gen-
eral training; 

(C) the amount requested to support the 
Council of the Inspectors General on Integrity 
and Efficiency; and 

(D) the comments of the Inspector General, 
if any, with respect to such proposed budget. 

(3) The Director of National Intelligence shall 
submit to the congressional intelligence com-
mittees, the Committee on Appropriations of 
the Senate, and the Committee on Appropria-
tions of the House of Representatives for each 
fiscal year— 

(A) a separate statement of the budget esti-
mate transmitted pursuant to paragraph (1); 

(B) the amount requested by the Director for 
the Inspector General pursuant to paragraph 
(2)(A); 

(C) the amount requested by the Director for 
the training of personnel of the Office of the 
Inspector General pursuant to paragraph 
(2)(B); 

(D) the amount requested by the Director for 
support for the Council of the Inspectors Gen-
eral on Integrity and Efficiency pursuant to 
paragraph (2)(C); and 

(E) the comments of the Inspector General 
under paragraph (2)(D), if any, on the amounts 
requested pursuant to paragraph (2), including 
whether such amounts would substantially in-
hibit the Inspector General from performing 
the duties of the Office of the Inspector Gen-
eral. 

(o) Information on website 

(1) The Director of National Intelligence shall 
establish and maintain on the homepage of the 
publicly accessible website of the Office of the 
Director of National Intelligence information 
relating to the Office of the Inspector General of 
the Intelligence Community including methods 
to contact the Inspector General. 

(2) The information referred to in paragraph 
(1) shall be obvious and facilitate accessibility 
to the information related to the Office of the 
Inspector General of the Intelligence Commu-
nity. 

(July 26, 1947, ch. 343, title I, § 103H, as added 
Pub. L. 111–259, title IV, § 405(a)(1), Oct. 7, 2010, 
124 Stat. 2709; amended Pub. L. 112–87, title IV, 
§ 403, Jan. 3, 2012, 125 Stat. 1888; Pub. L. 112–277, 

title III, § 309(a), Jan. 14, 2013, 126 Stat. 2474; Pub. 
L. 113–126, title III, § 304, title VI, § 603(c), July 7, 
2014, 128 Stat. 1395, 1421; Pub. L. 114–113, div. M, 
title III, § 303, Dec. 18, 2015, 129 Stat. 2913.) 

REFERENCES IN TEXT 

Section 8H of the Inspector General Act of 1978, re-

ferred to in subsec. (k)(5)(H), is section 8H of Pub. L. 

95–452, which is set out in the Appendix to Title 5, Gov-

ernment Organization and Employees. 

CODIFICATION 

Section was formerly classified to section 403–3h of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2015—Subsec. (j)(4)(A). Pub. L. 114–113, § 303(1), sub-

stituted ‘‘any Federal, State (as defined in section 3164 

of this title), or local governmental agency or unit 

thereof’’ for ‘‘any department, agency, or other ele-

ment of the United States Government’’. 

Subsec. (j)(4)(B). Pub. L. 114–113, § 303(2), inserted 

‘‘from a department, agency, or element of the Federal 

Government’’ before ‘‘under subparagraph (A)’’. 

2014—Subsec. (g)(3)(A). Pub. L. 113–126, § 304, sub-

stituted ‘‘undertaken, and this provision shall qualify 

as a withholding statute pursuant to subsection (b)(3) 

of section 552 of title 5 (commonly known as the ‘Free-

dom of Information Act’);’’ for ‘‘undertaken;’’. 

Subsec. (k)(5)(I). Pub. L. 113–126, § 603(c), added sub-

par. (I). 

2013—Subsec. (k)(1)(A). Pub. L. 112–277 substituted 

‘‘October 31 and April 30’’ for ‘‘January 31 and July 31’’ 

and ‘‘September 30 and March 31,’’ for ‘‘December 31 (of 

the preceding year) and June 30,’’. 

2012—Subsec. (o). Pub. L. 112–87 added subsec. (o). 

CONSTRUCTION 

Pub. L. 111–259, title IV, § 405(c), Oct. 7, 2010, 124 Stat. 

2719, provided that: ‘‘Nothing in the amendment made 

by subsection (a)(1) [enacting this section] shall be con-

strued to alter the duties and responsibilities of the 

General Counsel of the Office of the Director of Na-

tional Intelligence.’’ 

§ 3034. Chief Financial Officer of the Intelligence 
Community 

(a) Chief Financial Officer of the Intelligence 
Community 

To assist the Director of National Intelligence 
in carrying out the responsibilities of the Direc-
tor under this chapter and other applicable pro-
visions of law, there is within the Office of the 
Director of National Intelligence a Chief Finan-
cial Officer of the Intelligence Community who 
shall be appointed by the Director. 

(b) Duties and responsibilities 

Subject to the direction of the Director of Na-
tional Intelligence, the Chief Financial Officer 
of the Intelligence Community shall— 

(1) serve as the principal advisor to the Di-
rector of National Intelligence and the Prin-
cipal Deputy Director of National Intelligence 
on the management and allocation of intel-
ligence community budgetary resources; 

(2) participate in overseeing a comprehen-
sive and integrated strategic process for re-
source management within the intelligence 
community; 

(3) ensure that the strategic plan of the Di-
rector of National Intelligence— 

(A) is based on budgetary constraints as 
specified in the Future Year Intelligence 
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Plans and Long-term Budget Projections re-
quired under section 3103 of this title; and 

(B) contains specific goals and objectives 
to support a performance-based budget; 

(4) prior to the obligation or expenditure of 
funds for the acquisition of any major system 
pursuant to a Milestone A or Milestone B deci-
sion, receive verification from appropriate au-
thorities that the national requirements for 
meeting the strategic plan of the Director 
have been established, and that such require-
ments are prioritized based on budgetary con-
straints as specified in the Future Year Intel-
ligence Plans and the Long-term Budget Pro-
jections for such major system required under 
section 3103 of this title; 

(5) ensure that the collection architectures 
of the Director are based on budgetary con-
straints as specified in the Future Year Intel-
ligence Plans and the Long-term Budget Pro-
jections required under section 3103 of this 
title; 

(6) coordinate or approve representations 
made to Congress by the intelligence commu-
nity regarding National Intelligence Program 
budgetary resources; 

(7) participate in key mission requirements, 
acquisitions, or architectural boards formed 
within or by the Office of the Director of Na-
tional Intelligence; and 

(8) perform such other duties as may be pre-
scribed by the Director of National Intel-
ligence. 

(c) Other law 

The Chief Financial Officer of the Intelligence 
Community shall serve as the Chief Financial 
Officer of the intelligence community and, to 
the extent applicable, shall have the duties, re-
sponsibilities, and authorities specified in chap-
ter 9 of title 31. 

(d) Prohibition on simultaneous service as other 
Chief Financial Officer 

An individual serving in the position of Chief 
Financial Officer of the Intelligence Community 
may not, while so serving, serve as the chief fi-
nancial officer of any other department or agen-
cy, or component thereof, of the United States 
Government. 

(e) Definitions 

In this section: 
(1) The term ‘‘major system’’ has the mean-

ing given that term in section 3097(e) of this 
title. 

(2) The term ‘‘Milestone A’’ has the meaning 
given that term in section 3103(f) 1 of this title. 

(3) The term ‘‘Milestone B’’ has the meaning 
given that term in section 3099(e) of this title. 

(July 26, 1947, ch. 343, title I, § 103I, as added Pub. 
L. 111–259, title IV, § 406(a), Oct. 7, 2010, 124 Stat. 
2720.) 

REFERENCES IN TEXT 

This chapter, referred to in subsec. (a), was in the 

original ‘‘this Act’’, meaning act July 26, 1947, ch. 343, 

61 Stat. 495, known as the National Security Act of 

1947, which is classified principally to this chapter. For 

complete classification of this Act to the Code, see 

Tables. 

CODIFICATION 

Section was formerly classified to section 403–3i of 

this title prior to editorial reclassification and renum-

bering as this section. 

§ 3034a. Functional Managers for the intelligence 
community 

(a) Functional Managers authorized 

The Director of National Intelligence may es-
tablish within the intelligence community one 
or more positions of manager of an intelligence 
function. Any position so established may be 
known as the ‘‘Functional Manager’’ of the in-
telligence function concerned. 

(b) Personnel 

The Director shall designate individuals to 
serve as manager of intelligence functions estab-
lished under subsection (a) from among officers 
and employees of elements of the intelligence 
community. 

(c) Duties 

Each manager of an intelligence function es-
tablished under subsection (a) shall have the du-
ties as follows: 

(1) To act as principal advisor to the Direc-
tor on the intelligence function. 

(2) To carry out such other responsibilities 
with respect to the intelligence function as 
the Director may specify for purposes of this 
section. 

(July 26, 1947, ch. 343, title I, § 103J, as added 
Pub. L. 113–126, title III, § 305(a), July 7, 2014, 128 
Stat. 1395.) 

§ 3035. Central Intelligence Agency 

(a) Central Intelligence Agency 

There is a Central Intelligence Agency. 

(b) Function 

The function of the Central Intelligence Agen-
cy is to assist the Director of the Central Intel-
ligence Agency in carrying out the responsibil-
ities specified in section 3036(c) of this title. 

(July 26, 1947, ch. 343, title I, § 104, as added Pub. 
L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 Stat. 
3660.) 

CODIFICATION 

Section was formerly classified to section 403–4 of 

this title prior to editorial reclassification and renum-

bering as this section. 

PRIOR PROVISIONS 

A prior section 104 of act July 26, 1947, ch. 343, title 

I, as added Pub. L. 102–496, title VII, § 705(a)(3), Oct. 24, 

1992, 106 Stat. 3192; amended Pub. L. 104–106, div. A, 

title XV, § 1502(f)(5), Feb. 10, 1996, 110 Stat. 510; Pub. L. 

104–293, title VIII, § 807(b), Oct. 11, 1996, 110 Stat. 3480; 

Pub. L. 106–65, div. A, title X, § 1067(16), Oct. 5, 1999, 113 

Stat. 775; Pub. L. 106–567, title I, § 105, Dec. 27, 2000, 114 

Stat. 2834; Pub. L. 107–306, title III, §§ 321, 353(b)(1)(A), 

(4), Nov. 27, 2002, 116 Stat. 2391, 2402, related to authori-

ties of Director of Central Intelligence, prior to repeal 

by Pub. L. 108–458, title I, §§ 1011(a), 1097(a), Dec. 17, 2004, 

118 Stat. 3643, 3698, effective not later than six months 

after Dec. 17, 2004, except as otherwise expressly pro-

vided. See sections 3024 and 3036 of this title. 
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Another prior section 104 of act July 26, 1947, was re-

numbered section 108 and is classified to section 3043 of 

this title. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

COMMUNICATION OF RESTRICTED DATA 

Authorization for the communication of Restricted 

Data by the Central Intelligence Agency, see Ex. Ord. 

No. 10899, eff. Dec. 9, 1960, 25 F.R. 12729, set out as a note 

under section 2162 of Title 42, The Public Health and 

Welfare. 

§ 3036. Director of the Central Intelligence Agen-
cy 

(a) Director of Central Intelligence Agency 

There is a Director of the Central Intelligence 
Agency who shall be appointed by the President, 
by and with the advice and consent of the Sen-
ate. 

(b) Supervision 

The Director of the Central Intelligence Agen-
cy shall report to the Director of National Intel-
ligence regarding the activities of the Central 
Intelligence Agency. 

(c) Duties 

The Director of the Central Intelligence Agen-
cy shall— 

(1) serve as the head of the Central Intel-
ligence Agency; and 

(2) carry out the responsibilities specified in 
subsection (d). 

(d) Responsibilities 

The Director of the Central Intelligence Agen-
cy shall— 

(1) collect intelligence through human 
sources and by other appropriate means, ex-
cept that the Director of the Central Intel-
ligence Agency shall have no police, subpoena, 
or law enforcement powers or internal secu-
rity functions; 

(2) correlate and evaluate intelligence relat-
ed to the national security and provide appro-
priate dissemination of such intelligence; 

(3) provide overall direction for and coordi-
nation of the collection of national intel-
ligence outside the United States through 
human sources by elements of the intelligence 
community authorized to undertake such col-
lection and, in coordination with other depart-
ments, agencies, or elements of the United 
States Government which are authorized to 
undertake such collection, ensure that the 
most effective use is made of resources and 
that appropriate account is taken of the risks 
to the United States and those involved in 
such collection; and 

(4) perform such other functions and duties 
related to intelligence affecting the national 
security as the President or the Director of 
National Intelligence may direct. 

(e) Termination of employment of CIA employees 

(1) Notwithstanding the provisions of any 
other law, the Director of the Central Intel-
ligence Agency may, in the discretion of the Di-
rector, terminate the employment of any officer 
or employee of the Central Intelligence Agency 
whenever the Director deems the termination of 
employment of such officer or employee nec-
essary or advisable in the interests of the United 
States. 

(2) Any termination of employment of an offi-
cer or employee under paragraph (1) shall not af-
fect the right of the officer or employee to seek 
or accept employment in any other department, 
agency, or element of the United States Govern-
ment if declared eligible for such employment 
by the Office of Personnel Management. 

(f) Coordination with foreign governments 

Under the direction of the Director of Na-
tional Intelligence and in a manner consistent 
with section 3927 of title 22, the Director of the 
Central Intelligence Agency shall coordinate the 
relationships between elements of the intel-
ligence community and the intelligence or secu-
rity services of foreign governments or inter-
national organizations on all matters involving 
intelligence related to the national security or 
involving intelligence acquired through clandes-
tine means. 

(g) Foreign language proficiency for certain sen-
ior level positions in Central Intelligence 
Agency 

(1) Except as provided pursuant to paragraph 
(2), an individual in the Directorate of Intel-
ligence career service or the National Clandes-
tine Service career service may not be appointed 
or promoted to a position in the Senior Intel-
ligence Service in the Directorate of Intel-
ligence or the National Clandestine Service of 
the Central Intelligence Agency unless the Di-
rector of the Central Intelligence Agency deter-
mines that the individual has been certified as 
having a professional speaking and reading pro-
ficiency in a foreign language, such proficiency 
being at least level 3 on the Interagency Lan-
guage Roundtable Language Skills Level or 
commensurate proficiency level using such 
other indicator of proficiency as the Director of 
the Central Intelligence Agency considers appro-
priate. 

(2) The Director of the Central Intelligence 
Agency may, in the discretion of the Director, 
waive the application of paragraph (1) to any po-
sition, category of positions, or occupation 
otherwise covered by that paragraph if the Di-
rector determines that foreign language pro-
ficiency is not necessary for the successful per-
formance of the duties and responsibilities of 
such position, category of positions, or occupa-
tion. 

(July 26, 1947, ch. 343, title I, § 104A, as added 
Pub. L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 
Stat. 3660; amended Pub. L. 108–487, title VI, 
§ 611(a), Dec. 23, 2004, 118 Stat. 3954; Pub. L. 
111–259, title VIII, § 804(4), Oct. 7, 2010, 124 Stat. 
2747; Pub. L. 112–87, title IV, § 412(a), Jan. 3, 2012, 
125 Stat. 1890.) 
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CODIFICATION 

Section was formerly classified to section 403–4a of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2012—Subsec. (g)(1). Pub. L. 112–87, § 412(a)(1), inserted 

‘‘in the Directorate of Intelligence career service or the 

National Clandestine Service career service’’ after ‘‘an 

individual’’ and ‘‘or promoted’’ after ‘‘appointed’’, sub-

stituted ‘‘individual has been certified as having a pro-

fessional speaking and reading proficiency in a foreign 

language, such proficiency being at least level 3 on the 

Interagency Language Roundtable Language Skills 

Level or commensurate proficiency level using such 

other indicator of proficiency as the Director of the 

Central Intelligence Agency considers appropriate.’’ for 

‘‘individual—’’, and struck out subpars. (A) and (B) 

which related to required level of proficiency in a for-

eign language and ability to effectively communicate 

and exercise influence in that language, respectively. 

Subsec. (g)(2). Pub. L. 112–87, § 412(a)(2), substituted 

‘‘position, category of positions, or occupation’’ for 

‘‘position or category of positions’’ in two places. 

2010—Subsec. (g)(1). Pub. L. 111–259 substituted ‘‘Na-

tional Clandestine Service’’ for ‘‘Directorate of Oper-

ations’’ in introductory provisions. 

2004—Subsec. (g). Pub. L. 108–487 added subsec. (g). 

EFFECTIVE DATE OF 2004 AMENDMENT 

Pub. L. 108–487, title VI, § 611(b), Dec. 23, 2004, 118 Stat. 

3955, as amended by Pub. L. 112–87, title IV, § 412(b), 

Jan. 3, 2012, 125 Stat. 1890, provided that: ‘‘The amend-

ment made by subsection (a) [amending this section] 

shall apply with respect to appointments or promotions 

made on or after the date of the enactment of this Act 

[Dec. 23, 2004].’’ 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

CREATING AN OFFICIAL RECORD OF THE OSAMA BIN 

LADEN OPERATION 

Pub. L. 112–87, title IV, § 414, Jan. 3, 2012, 125 Stat. 

1891, provided that: 

‘‘(a) FINDINGS.—Congress finds the following: 

‘‘(1) On May 1, 2011, United States personnel killed 

terrorist leader Osama bin Laden during the course of 

a targeted strike against his secret compound in 

Abbottabad, Pakistan. 

‘‘(2) Osama bin Laden was the leader of the al Qaeda 

terrorist organization, the most significant terrorism 

threat to the United States and the international 

community. 

‘‘(3) Osama bin Laden was the architect of terrorist 

attacks which killed nearly 3,000 civilians on Septem-

ber 11, 2001, the most deadly terrorist attack against 

our Nation, in which al Qaeda terrorists hijacked four 

airplanes and crashed them into the World Trade 

Center in New York City, the Pentagon in Washing-

ton, D.C., and, due to heroic efforts by civilian pas-

sengers to disrupt the terrorists, near Shanksville, 

Pennsylvania. 

‘‘(4) Osama bin Laden planned or supported numer-

ous other deadly terrorist attacks against the United 

States and its allies, including the 1998 bombings of 

United States embassies in Kenya and Tanzania and 

the 2000 attack on the U.S.S. Cole in Yemen, and 

against innocent civilians in countries around the 

world, including the 2004 attack on commuter trains 

in Madrid, Spain and the 2005 bombings of the mass 
transit system in London, England. 

‘‘(5) Following the September 11, 2001, terrorist at-
tacks, the United States, under President George W. 
Bush, led an international coalition into Afghanistan 
to dismantle al Qaeda, deny them a safe haven in Af-
ghanistan and ungoverned areas along the Pakistani 
border, and bring Osama bin Laden to justice. 

‘‘(6) President Barack Obama in 2009 committed ad-
ditional forces and resources to efforts in Afghani-
stan and Pakistan as ‘the central front in our endur-
ing struggle against terrorism and extremism’. 

‘‘(7) The valiant members of the United States 
Armed Forces have courageously and vigorously pur-
sued al Qaeda and its affiliates in Afghanistan and 
around the world. 

‘‘(8) The anonymous, unsung heroes of the intel-
ligence community have pursued al Qaeda and affili-
ates in Afghanistan, Pakistan, and around the world 
with tremendous dedication, sacrifice, and profes-
sionalism. 

‘‘(9) The close collaboration between the Armed 
Forces and the intelligence community prompted the 
Director of National Intelligence, General James 
Clapper, to state, ‘Never have I seen a more remark-
able example of focused integration, seamless col-
laboration, and sheer professional magnificence as 
was demonstrated by the Intelligence Community in 
the ultimate demise of Osama bin Laden.’. 

‘‘(10) While the death of Osama bin Laden rep-
resents a significant blow to the al Qaeda organiza-
tion and its affiliates and to terrorist organizations 
around the world, terrorism remains a critical threat 

to United States national security. 
‘‘(11) President Obama said, ‘For over two decades, 

bin Laden has been al Qaeda’s leader and symbol, and 

has continued to plot attacks against our country 

and our friends and allies. The death of bin Laden 

marks the most significant achievement to date in 

our Nation’s effort to defeat al Qaeda.’. 
‘‘(b) SENSE OF CONGRESS.—It is the sense of Congress 

that— 
‘‘(1) the raid that killed Osama bin Laden dem-

onstrated the best of the intelligence community’s 

capabilities and teamwork; 
‘‘(2) for years to come, Americans will look back at 

this event as a defining point in the history of the 

United States; 
‘‘(3) it is vitally important that the United States 

memorialize all the events that led to the raid so 

that future generations will have an official record of 

the events that transpired before, during, and as a re-

sult of the operation; and 
‘‘(4) preserving this history now will allow the 

United States to have an accurate account of the 

events while those that participated in the events are 

still serving in the Government. 
‘‘(c) REPORT ON THE OPERATION THAT KILLED OSAMA 

BIN LADEN.—Not later than 90 days after the comple-

tion of the report being prepared by the Center for the 

Study of Intelligence that documents the history of 

and lessons learned from the raid that resulted in the 

death of Osama bin Laden, the Director of the Central 

Intelligence Agency shall submit such report to the 

congressional intelligence committees. 
‘‘(d) PRESERVATION OF RECORDS.—The Director of the 

Central Intelligence Agency shall preserve any records, 

including intelligence information and assessments, 

used to generate the report described in subsection 

(c).’’ 
[For definitions of ‘‘intelligence community’’ and 

‘‘congressional intelligence committees’’ as used in sec-

tion 414 of Pub. L. 112–87, set out above, see section 2 

of Pub. L. 112–87, set out as a note under section 3003 of 

this title.] 

ANNUAL REPORT ON FOREIGN COMPANIES INVOLVED IN 

THE PROLIFERATION OF WEAPONS OF MASS DESTRUC-

TION THAT RAISE FUNDS IN THE UNITED STATES CAP-

ITAL MARKETS 

Pub. L. 107–306, title VIII, § 827, Nov. 27, 2002, 116 Stat. 

2430, required Director of Central Intelligence to sub-
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1 So in original. Probably should be capitalized. 

mit annual report on foreign companies involved in the 

proliferation of weapons of mass destruction that 

raised or attempted to raise funds in the United States 

capital markets, prior to repeal by Pub. L. 108–177, title 

III, § 361(e), Dec. 13, 2003, 117 Stat. 2625. 

EXECUTIVE ORDER NO. 13355 

Ex. Ord. No. 13355, Aug. 27, 2004, 69 F.R. 53593, which 

related to strengthened management of the Intel-

ligence Community, was revoked by Ex. Ord. No. 12333, 

§ 3.6, Dec. 4, 1981, 46 F.R. 59954, as amended by Ex. Ord. 

No. 13470, § 4(j), July 30, 2008, 73 F.R. 45341, set out as a 

note under section 3001 of this title. 

§ 3037. Deputy Director of the Central Intel-
ligence Agency 

(a) Deputy Director of the Central Intelligence 
Agency 

There is a Deputy Director of the Central In-
telligence Agency who shall be appointed by the 
President. 

(b) Duties 

The Deputy Director of the Central Intel-
ligence Agency shall— 

(1) assist the Director of the Central Intel-
ligence Agency in carrying out the duties and 
responsibilities of the Director of the Central 
Intelligence Agency; and 

(2) during the absence or disability of the Di-
rector of the Central Intelligence Agency, or 
during a vacancy in the position of Director of 
the Central Intelligence Agency, act for and 
exercise the powers of the Director of the Cen-
tral Intelligence Agency. 

(July 26, 1947, ch. 343, title I, § 104B, as added 
Pub. L. 111–259, title IV, § 423(a), Oct. 7, 2010, 124 
Stat. 2727.) 

CODIFICATION 

Section was formerly classified to section 403–4c of 

this title prior to editorial reclassification and renum-

bering as this section. 

EFFECTIVE DATE 

Pub. L. 111–259, title IV, § 423(c), Oct. 7, 2010, 124 Stat. 

2728, provided that: ‘‘The amendments made by this 

section [enacting this section and amending section 

5314 of Title 5, Government Organization and Employ-

ees] shall apply on the earlier of— 
‘‘(1) the date of the appointment by the President of 

an individual to serve as Deputy Director of the Cen-

tral Intelligence Agency pursuant to section 104B of 

the National Security Act of 1947 [50 U.S.C. 3037], as 

added by subsection (a), except that the individual 

administratively performing the duties of the Deputy 

Director of the Central Intelligence Agency as of the 

date of the enactment of this Act [Oct. 7, 2010] may 

continue to perform such duties until the individual 

appointed to the position of Deputy Director of the 

Central Intelligence Agency assumes the duties of 

such position; or 
‘‘(2) the date of the cessation of the performance of 

the duties of the Deputy Director of the Central In-

telligence Agency by the individual administratively 

performing such duties as of the date of the enact-

ment of this Act.’’ 

§ 3038. Responsibilities of Secretary of Defense 
pertaining to National Intelligence Program 

(a) In general 

Consistent with sections 3023 and 3024 of this 
title, the Secretary of Defense, in consultation 
with the Director of National Intelligence, 
shall— 

(1) ensure that the budgets of the elements 
of the intelligence community within the De-
partment of Defense are adequate to satisfy 
the overall intelligence needs of the Depart-
ment of Defense, including the needs of the 
chairman 1 of the Joint Chiefs of Staff and the 
commanders of the unified and specified com-
mands and, wherever such elements are per-
forming governmentwide functions, the needs 
of other departments and agencies; 

(2) ensure appropriate implementation of the 
policies and resource decisions of the Director 
by elements of the Department of Defense 
within the National Intelligence Program; 

(3) ensure that the tactical intelligence ac-
tivities of the Department of Defense com-
plement and are compatible with intelligence 
activities under the National Intelligence Pro-
gram; 

(4) ensure that the elements of the intel-
ligence community within the Department of 
Defense are responsive and timely with re-
spect to satisfying the needs of operational 
military forces; 

(5) eliminate waste and unnecessary duplica-
tion among the intelligence activities of the 
Department of Defense; and 

(6) ensure that intelligence activities of the 
Department of Defense are conducted jointly 
where appropriate. 

(b) Responsibility for performance of specific 
functions 

Consistent with sections 3023 and 3024 of this 
title, the Secretary of Defense shall ensure— 

(1) through the National Security Agency 
(except as otherwise directed by the President 
or the National Security Council), the con-
tinued operation of an effective unified organi-
zation for the conduct of signals intelligence 
activities and shall ensure that the product is 
disseminated in a timely manner to author-
ized recipients; 

(2) through the National Geospatial-Intel-
ligence Agency (except as otherwise directed 
by the President or the National Security 
Council), with appropriate representation 
from the intelligence community, the con-
tinued operation of an effective unified organi-
zation within the Department of Defense— 

(A) for carrying out tasking of imagery 
collection; 

(B) for the coordination of imagery proc-
essing and exploitation activities; 

(C) for ensuring the dissemination of im-
agery in a timely manner to authorized re-
cipients; and 

(D) notwithstanding any other provision of 
law, for— 

(i) prescribing technical architecture and 
standards related to imagery intelligence 
and geospatial information and ensuring 
compliance with such architecture and 
standards; and 

(ii) developing and fielding systems of 
common concern related to imagery intel-
ligence and geospatial information; 

(3) through the National Reconnaissance Of-
fice (except as otherwise directed by the Presi-
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dent or the National Security Council), the 
continued operation of an effective unified or-
ganization for the research and development, 
acquisition, and operation of overhead recon-
naissance systems necessary to satisfy the re-
quirements of all elements of the intelligence 
community; 

(4) through the Defense Intelligence Agency 
(except as otherwise directed by the President 
or the National Security Council), the con-
tinued operation of an effective unified system 
within the Department of Defense for the pro-
duction of timely, objective military and mili-
tary-related intelligence, based upon all 
sources available to the intelligence commu-
nity, and shall ensure the appropriate dissemi-
nation of such intelligence to authorized re-
cipients; 

(5) through the Defense Intelligence Agency 
(except as otherwise directed by the President 
or the National Security Council), effective 
management of Department of Defense human 
intelligence and counterintelligence activi-
ties, including defense attaches; and 

(6) that the military departments maintain 
sufficient capabilities to collect and produce 
intelligence to meet— 

(A) the requirements of the Director of Na-
tional Intelligence; 

(B) the requirements of the Secretary of 
Defense or the Chairman of the Joint Chiefs 
of Staff; 

(C) the requirements of the unified and 
specified combatant commands and of joint 
operations; and 

(D) the specialized requirements of the 
military departments for intelligence nec-
essary to support tactical commanders, mili-
tary planners, the research and development 
process, the acquisition of military equip-
ment, and training and doctrine. 

(c) Expenditure of funds by the Defense Intel-
ligence Agency 

(1) Subject to paragraphs (2) and (3), the Direc-
tor of the Defense Intelligence Agency may ex-
pend amounts made available to the Director 
under the National Intelligence Program for 
human intelligence and counterintelligence ac-
tivities for objects of a confidential, extraor-
dinary, or emergency nature, without regard to 
the provisions of law or regulation relating to 
the expenditure of Government funds. 

(2) The Director of the Defense Intelligence 
Agency may not expend more than five percent 
of the amounts made available to the Director 
under the National Intelligence Program for 
human intelligence and counterintelligence ac-
tivities for a fiscal year for objects of a con-
fidential, extraordinary, or emergency nature in 
accordance with paragraph (1) during such fiscal 
year unless— 

(A) the Director notifies the congressional 
intelligence committees, the Committee on 
Armed Services of the Senate, and the Com-
mittee on Armed Services of the House of Rep-
resentatives of the intent to expend the 
amounts; and 

(B) 30 days have elapsed from the date on 
which the Director notifies the congressional 
intelligence committees, the Committee on 

Armed Services of the Senate, and the Com-
mittee on Armed Services of the House of Rep-
resentatives in accordance with subparagraph 
(A). 

(3) For each expenditure referred to in para-
graph (1), the Director shall certify that such 
expenditure was made for an object of a con-
fidential, extraordinary, or emergency nature. 

(4) Not later than December 31 of each year, 
the Director of the Defense Intelligence Agency 
shall submit to the congressional intelligence 
committees, the Committee on Armed Services 
of the Senate, and the Committee on Armed 
Services of the House of Representatives a re-
port on any expenditures made during the pre-
ceding fiscal year in accordance with paragraph 
(1). 

(d) Use of elements of Department of Defense 

The Secretary of Defense, in carrying out the 
functions described in this section, may use 
such elements of the Department of Defense as 
may be appropriate for the execution of those 
functions, in addition to, or in lieu of, the ele-
ments identified in this section. 

(July 26, 1947, ch. 343, title I, § 105, as added Pub. 
L. 102–496, title VII, § 706(a), Oct. 24, 1992, 106 
Stat. 3194; amended Pub. L. 103–359, title V, 
§ 501(a)(2), Oct. 14, 1994, 108 Stat. 3428; Pub. L. 
104–201, div. A, title XI, § 1114(a), Sept. 23, 1996, 
110 Stat. 2684; Pub. L. 104–293, title VIII, § 808, 
Oct. 11, 1996, 110 Stat. 3481; Pub. L. 107–306, title 
VIII, § 811(b)(1)(A), Nov. 27, 2002, 116 Stat. 2421; 
Pub. L. 108–136, div. A, title IX, § 921(e)(2), Nov. 
24, 2003, 117 Stat. 1569; Pub. L. 108–177, title III, 
§ 361(a), Dec. 13, 2003, 117 Stat. 2625; Pub. L. 
108–458, title I, §§ 1071(a)(1)(E), (F), (2)(A), 
1072(a)(2), (3), 1074(b)(1)(B), Dec. 17, 2004, 118 Stat. 
3689, 3690, 3692, 3694; Pub. L. 112–18, title IV, § 411, 
June 8, 2011, 125 Stat. 228; Pub. L. 114–328, div. A, 
title X, § 1066, Dec. 23, 2016, 130 Stat. 2411.) 

CODIFICATION 

Section was formerly classified to section 403–5 of 

this title prior to editorial reclassification and renum-

bering as this section. Some section numbers of this 

title referenced in amendment notes below reflect the 

classification of such sections prior to their editorial 

reclassification. 

AMENDMENTS 

2016—Subsec. (c)(2), (4). Pub. L. 114–328 inserted ‘‘, the 

Committee on Armed Services of the Senate, and the 

Committee on Armed Services of the House of Rep-

resentatives’’ after ‘‘committees’’ wherever appearing. 
2011—Subsec. (b)(5). Pub. L. 112–18, § 411(1), inserted 

‘‘and counterintelligence’’ after ‘‘human intelligence’’. 
Subsecs. (c), (d). Pub. L. 112–18, § 411(2), (3), added sub-

sec. (c) and redesignated former subsec. (c) as (d). 
2004—Pub. L. 108–458, § 1074(b)(1)(B)(ii), struck out 

‘‘Foreign’’ before ‘‘Intelligence’’ in section catchline. 
Subsec. (a). Pub. L. 108–458, § 1072(a)(2), substituted 

‘‘Consistent with sections 403 and 403–1 of this title, the 

Secretary’’ for ‘‘The Secretary’’ in introductory provi-

sions. 
Pub. L. 108–458, § 1071(a)(1)(E), substituted ‘‘Director 

of National Intelligence’’ for ‘‘Director of Central Intel-

ligence’’ in introductory provisions. 
Subsec. (a)(2). Pub. L. 108–458, § 1074(b)(1)(B)(i), sub-

stituted ‘‘National Intelligence Program’’ for ‘‘Na-

tional Foreign Intelligence Program’’. 
Pub. L. 108–458, § 1071(a)(2)(A), struck out ‘‘of Central 

Intelligence’’ after ‘‘Director’’. 
Subsec. (a)(3). Pub. L. 108–458, § 1074(b)(1)(B)(i), sub-

stituted ‘‘National Intelligence Program’’ for ‘‘Na-

tional Foreign Intelligence Program’’. 
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Subsec. (b). Pub. L. 108–458, § 1072(a)(3), substituted 

‘‘403 and 403–1’’ for ‘‘403–3 and 403–4’’ in introductory 

provisions. 
Subsec. (b)(6)(A). Pub. L. 108–458, § 1071(a)(1)(F), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 
2003—Subsec. (b)(2). Pub. L. 108–136, § 921(e)(2), sub-

stituted ‘‘National Geospatial-Intelligence Agency’’ for 

‘‘National Imagery and Mapping Agency’’. 
Subsec. (d). Pub. L. 108–177 struck out subsec. (d) 

which related to annual evaluations of performance 

and responsiveness of certain elements of the intel-

ligence community. 
Subsec. (d)(3). Pub. L. 108–136, § 921(e)(2), substituted 

‘‘National Geospatial-Intelligence Agency’’ for ‘‘Na-

tional Imagery and Mapping Agency’’. 
2002—Subsec. (d). Pub. L. 107–306 amended heading 

and text of subsec. (d) generally. Prior to amendment, 

text read as follows: ‘‘The Director of Central Intel-

ligence, in consultation with the Secretary of Defense 

and the Chairman of the Joint Chiefs of Staff, shall 

submit each year to the Committee on Foreign Intel-

ligence of the National Security Council and the appro-

priate congressional committees (as defined in section 

404d(c) of this title) an evaluation of the performance 

and the responsiveness of the National Security Agen-

cy, the National Reconnaissance Office, and the Na-

tional Imagery and Mapping Agency in meeting their 

national missions.’’ 
1996—Subsec. (a). Pub. L. 104–293, § 808(1), inserted 

‘‘, in consultation with the Director of Central Intel-

ligence,’’ after ‘‘Secretary of Defense’’ in introductory 

provisions. 
Subsec. (b)(2). Pub. L. 104–201 amended par. (2) gener-

ally. Prior to amendment, par. (2) read as follows: 

‘‘through the Central Imagery Office (except as other-

wise directed by the President or the National Security 

Council), with appropriate representation from the in-

telligence community, the continued operation of an 

effective unified organization within the Department of 

Defense for carrying out tasking of imagery collection, 

for the coordination of imagery processing and exploi-

tation activities, and for ensuring the dissemination of 

imagery in a timely manner to authorized recipients;’’. 
Subsec. (d). Pub. L. 104–293, § 808(2), added subsec. (d). 
1994—Subsec. (b)(2). Pub. L. 103–359 substituted ‘‘the 

Central Imagery Office’’ for ‘‘a central imagery author-

ity’’. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 
Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

EFFECTIVE DATE OF 2003 AMENDMENT 

Amendment by Pub. L. 108–177 effective Dec. 31, 2003, 

see section 361(n) of Pub. L. 108–177, set out as a note 

under section 1611 of Title 10, Armed Forces. 

EFFECTIVE DATE OF 1996 AMENDMENT 

Amendment by Pub. L. 104–201 effective Oct. 1, 1996, 

see section 1124 of Pub. L. 104–201, set out as a note 

under section 193 of Title 10, Armed Forces. 

DEPARTMENT OF DEFENSE STRATEGY FOR OPEN-SOURCE 

INTELLIGENCE 

Pub. L. 109–163, div. A, title IX, § 931, Jan. 6, 2006, 119 

Stat. 3411, provided that: 
‘‘(a) FINDINGS.—Congress makes the following find-

ings: 
‘‘(1) Open-source intelligence (OSINT) is intel-

ligence that is produced from publicly available in-

formation and is collected, exploited, and dissemi-

nated in a timely manner to an appropriate audience 

for the purpose of addressing a specific intelligence 

requirement. 
‘‘(2) With the Information Revolution, the amount, 

significance, and accessibility of open-source infor-

mation has expanded significantly, but the intel-

ligence community has not expanded its exploitation 

efforts and systems to produce open-source intel-

ligence. 
‘‘(3) The production of open-source intelligence is a 

valuable intelligence discipline that must be inte-

grated into intelligence tasking, collection, process-

ing, exploitation, and dissemination to ensure that 

United States policymakers are fully and completely 

informed. 
‘‘(4) The dissemination and use of validated open- 

source intelligence inherently enables information 

sharing since open-source intelligence is produced 

without the use of sensitive sources and methods. 

Open-source intelligence products can be shared with 

the American public and foreign allies because of the 

unclassified nature of open-source intelligence. 
‘‘(5) The National Commission on Terrorist Attacks 

Upon the United States (popularly referred to as the 

‘9/11 Commission’), in its final report released on July 

22, 2004, identified shortfalls in the ability of the 

United States to use all-source intelligence, a large 

component of which is open-source intelligence. 
‘‘(6) In the Intelligence Reform and Terrorism Pre-

vention Act of 2004 (Public Law 108–458) [see Tables 

for classification], Congress calls for coordination of 

the collection, analysis, production, and dissemina-

tion of open-source intelligence. 
‘‘(7) The Commission on the Intelligence Capabili-

ties of the United States Regarding Weapons of Mass 

Destruction, in its report to the President released on 

March 31, 2005, found that ‘the need for exploiting 

open-source material is greater now than ever be-

fore,’ but that ‘the Intelligence Community’s open 

source programs have not expanded commensurate 

with either the increase in available information or 

with the growing importance of open source data to 

today’s problems’. 
‘‘(b) DEPARTMENT OF DEFENSE STRATEGY FOR OPEN- 

SOURCE INTELLIGENCE.— 
‘‘(1) DEVELOPMENT OF STRATEGY.—The Secretary of 

Defense shall develop a strategy for the purpose of in-

tegrating open-source intelligence into the Defense 

intelligence process. The strategy shall be known as 

the ‘Defense Strategy for Open-Source Intelligence’. 

The strategy shall be incorporated within the larger 

Defense intelligence strategy. 
‘‘(2) SUBMISSION.—The Secretary shall submit to 

Congress a report setting forth the strategy devel-

oped under paragraph (1). The report shall be submit-

ted not later than 180 days after the date of the en-

actment of this Act [Jan. 6, 2006]. 
‘‘(c) MATTERS TO BE INCLUDED.—The strategy under 

subsection (b) shall include the following: 
‘‘(1) A plan for providing funds over the period of 

the future-years defense program for the development 

of a robust open-source intelligence capability for the 

Department of Defense, with particular emphasis on 

exploitation and dissemination. 
‘‘(2) A description of how management of the collec-

tion of open-source intelligence is currently con-

ducted within the Department of Defense and how 

that management can be improved. 
‘‘(3) A description of the tools, systems, centers, or-

ganizational entities, and procedures to be used with-

in the Department of Defense to perform open-source 

intelligence tasking, collection, processing, exploi-

tation, and dissemination. 
‘‘(4) A description of proven tradecraft for effective 

exploitation of open-source intelligence, to include 

consideration of operational security. 
‘‘(5) A detailed description on how open-source in-

telligence will be fused with all other intelligence 

sources across the Department of Defense. 
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‘‘(6) A description of— 

‘‘(A) a training plan for Department of Defense 

intelligence personnel with respect to open-source 

intelligence; and 

‘‘(B) open-source intelligence guidance for De-

partment of Defense intelligence personnel. 

‘‘(7) A plan to incorporate the function of oversight 

of open-source intelligence— 

‘‘(A) into the Office of the Undersecretary of De-

fense for Intelligence; and 

‘‘(B) into service intelligence organizations. 

‘‘(8) A plan to incorporate and identify an open- 

source intelligence specialty into personnel systems 

of the Department of Defense, including military per-

sonnel systems. 

‘‘(9) A plan for the use of intelligence personnel of 

the reserve components to augment and support the 

open-source intelligence mission. 

‘‘(10) A plan for the use of the Open-Source Informa-

tion System for the purpose of exploitation and dis-

semination of open-source intelligence.’’ 

ROLE OF DIRECTOR OF CENTRAL INTELLIGENCE IN 

EXPERIMENTAL PERSONNEL PROGRAM FOR CERTAIN 

SCIENTIFIC AND TECHNICAL PERSONNEL 

Pub. L. 106–567, title V, § 501, Dec. 27, 2000, 114 Stat. 

2850, as amended by Pub. L. 108–136, div. A, title IX, 

§ 921(g), Nov. 24, 2003, 117 Stat. 1570, provided that: ‘‘If 

the Director of Central Intelligence requests that the 

Secretary of Defense exercise any authority available 

to the Secretary under [former] section 1101(b) of the 

Strom Thurmond National Defense Authorization Act 

for Fiscal Year 1999 (Public Law 105–261; 5 U.S.C. 3104 

note) to carry out a program of special personnel man-

agement authority at the National Geospatial-Intel-

ligence Agency and the National Security Agency in 

order to facilitate recruitment of eminent experts in 

science and engineering at such agencies, the Secretary 

shall respond to such request not later than 30 days 

after the date of such request.’’ 

[Reference to the Director of Central Intelligence or 

the Director of the Central Intelligence Agency in the 

Director’s capacity as the head of the intelligence com-

munity deemed to be a reference to the Director of Na-

tional Intelligence. Reference to the Director of Cen-

tral Intelligence or the Director of the Central Intel-

ligence Agency in the Director’s capacity as the head of 

the Central Intelligence Agency deemed to be a ref-

erence to the Director of the Central Intelligence Agen-

cy. See section 1081(a), (b) of Pub. L. 108–458, set out as 

a note under section 3001 of this title.] 

§ 3039. Assistance to United States law enforce-
ment agencies 

(a) Authority to provide assistance 

Subject to subsection (b), elements of the in-
telligence community may, upon the request of 
a United States law enforcement agency, collect 
information outside the United States about in-
dividuals who are not United States persons. 
Such elements may collect such information 
notwithstanding that the law enforcement agen-
cy intends to use the information collected for 
purposes of a law enforcement investigation or 
counterintelligence investigation. 

(b) Limitation on assistance by elements of De-
partment of Defense 

(1) With respect to elements within the De-
partment of Defense, the authority in sub-
section (a) applies only to the following: 

(A) The National Security Agency. 
(B) The National Reconnaissance Office. 
(C) The National Geospatial-Intelligence 

Agency. 
(D) The Defense Intelligence Agency. 

(2) Assistance provided under this section by 
elements of the Department of Defense may not 
include the direct participation of a member of 
the Army, Navy, Air Force, or Marine Corps in 
an arrest or similar activity. 

(3) Assistance may not be provided under this 
section by an element of the Department of De-
fense if the provision of such assistance will ad-
versely affect the military preparedness of the 
United States. 

(4) The Secretary of Defense shall prescribe 
regulations governing the exercise of authority 
under this section by elements of the Depart-
ment of Defense, including regulations relating 
to the protection of sources and methods in the 
exercise of such authority. 

(c) Definitions 

For purposes of subsection (a): 
(1) The term ‘‘United States law enforce-

ment agency’’ means any department or agen-
cy of the Federal Government that the Attor-
ney General designates as law enforcement 
agency for purposes of this section. 

(2) The term ‘‘United States person’’ means 
the following: 

(A) A United States citizen. 
(B) An alien known by the intelligence 

agency concerned to be a permanent resi-
dent alien. 

(C) An unincorporated association substan-
tially composed of United States citizens or 
permanent resident aliens. 

(D) A corporation incorporated in the 
United States, except for a corporation di-
rected and controlled by a foreign govern-
ment or governments. 

(July 26, 1947, ch. 343, title I, § 105A, as added 
Pub. L. 104–293, title VIII, § 814(a), Oct. 11, 1996, 
110 Stat. 3483; amended Pub. L. 108–136, div. A, 
title IX, § 921(e)(3), Nov. 24, 2003, 117 Stat. 1569.) 

CODIFICATION 

Section was formerly classified to section 403–5a of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2003—Subsec. (b)(1)(C). Pub. L. 108–136 substituted 

‘‘National Geospatial-Intelligence Agency’’ for ‘‘Na-

tional Imagery and Mapping Agency’’. 

§ 3040. Disclosure of foreign intelligence ac-
quired in criminal investigations; notice of 
criminal investigations of foreign intel-
ligence sources 

(a) Disclosure of foreign intelligence 

(1) Except as otherwise provided by law and 
subject to paragraph (2), the Attorney General, 
or the head of any other department or agency 
of the Federal Government with law enforce-
ment responsibilities, shall expeditiously dis-
close to the Director of National Intelligence, 
pursuant to guidelines developed by the Attor-
ney General in consultation with the Director, 
foreign intelligence acquired by an element of 
the Department of Justice or an element of such 
department or agency, as the case may be, in 
the course of a criminal investigation. 

(2) The Attorney General by regulation and in 
consultation with the Director may provide for 
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exceptions to the applicability of paragraph (1) 
for one or more classes of foreign intelligence, 
or foreign intelligence with respect to one or 
more targets or matters, if the Attorney Gen-
eral determines that disclosure of such foreign 
intelligence under that paragraph would jeop-
ardize an ongoing law enforcement investigation 
or impair other significant law enforcement in-
terests. 

(b) Procedures for notice of criminal investiga-
tions 

Not later than 180 days after October 26, 2001, 
the Attorney General, in consultation with the 
Director of National Intelligence, shall develop 
guidelines to ensure that after receipt of a re-
port from an element of the intelligence com-
munity of activity of a foreign intelligence 
source or potential foreign intelligence source 
that may warrant investigation as criminal ac-
tivity, the Attorney General provides notice to 
the Director, within a reasonable period of time, 
of his intention to commence, or decline to com-
mence, a criminal investigation of such activity. 

(c) Procedures 

The Attorney General shall develop proce-
dures for the administration of this section, in-
cluding the disclosure of foreign intelligence by 
elements of the Department of Justice, and ele-
ments of other departments and agencies of the 
Federal Government, under subsection (a) and 
the provision of notice with respect to criminal 
investigations under subsection (b). 

(July 26, 1947, ch. 343, title I, § 105B, as added 
Pub. L. 107–56, title IX, § 905(a)(2), Oct. 26, 2001, 
115 Stat. 388; amended Pub. L. 108–458, title I, 
§ 1071(a)(1)(G), (H), (2)(B), (C), Dec. 17, 2004, 118 
Stat. 3689, 3690.) 

CODIFICATION 

Section was formerly classified to section 403–5b of 

this title prior to editorial reclassification and renum-

bering as this section. 

PRIOR PROVISIONS 

A prior section 105B of act July 26, 1947, ch. 343, title 

I, as added Pub. L. 106–120, title V, § 501(a)(1), Dec. 3, 

1999, 113 Stat. 1616, which related to protection of oper-

ational files of the National Imagery and Mapping 

Agency, was renumbered by subsequent acts and trans-

ferred. See section 3142 of this title. 

AMENDMENTS 

2004—Subsec. (a)(1). Pub. L. 108–458, § 1071(a)(1)(G), 

substituted ‘‘Director of National Intelligence’’ for ‘‘Di-

rector of Central Intelligence’’. 

Subsec. (a)(2). Pub. L. 108–458, § 1071(a)(2)(B), struck 

out ‘‘of Central Intelligence’’ after ‘‘Director’’. 

Subsec. (b). Pub. L. 108–458, § 1071(a)(2)(C), struck out 

‘‘of Central Intelligence’’ after ‘‘notice to the Direc-

tor’’. 

Pub. L. 108–458, § 1071(a)(1)(H), substituted ‘‘with the 

Director of National Intelligence’’ for ‘‘with the Direc-

tor of Central Intelligence’’. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

§ 3041. Appointment of officials responsible for 
intelligence-related activities 

(a) Recommendation of DNI in certain appoint-
ments 

(1) In the event of a vacancy in a position re-
ferred to in paragraph (2), the Director of Na-
tional Intelligence shall recommend to the 
President an individual for nomination to fill 
the vacancy. 

(2) Paragraph (1) applies to the following posi-
tions: 

(A) The Principal Deputy Director of Na-
tional Intelligence. 

(B) The Director of the Central Intelligence 
Agency. 

(b) Concurrence of DNI in appointments to posi-
tions in the intelligence community 

(1) In the event of a vacancy in a position re-
ferred to in paragraph (2), the head of the de-
partment or agency having jurisdiction over the 
position shall obtain the concurrence of the Di-
rector of National Intelligence before appointing 
an individual to fill the vacancy or recommend-
ing to the President an individual to be nomi-
nated to fill the vacancy. If the Director does 
not concur in the recommendation, the head of 
the department or agency concerned may not 
fill the vacancy or make the recommendation to 
the President (as the case may be). In the case 
in which the Director does not concur in such a 
recommendation, the Director and the head of 
the department or agency concerned may advise 
the President directly of the intention to with-
hold concurrence or to make a recommendation, 
as the case may be. 

(2) Paragraph (1) applies to the following posi-
tions: 

(A) The Director of the National Security 
Agency. 

(B) The Director of the National Reconnais-
sance Office. 

(C) The Director of the National Geospatial- 
Intelligence Agency. 

(D) The Assistant Secretary of State for In-
telligence and Research. 

(E) The Director of the Office of Intelligence 
of the Department of Energy. 

(F) The Director of the Office of Counter-
intelligence of the Department of Energy. 

(G) The Assistant Secretary for Intelligence 
and Analysis of the Department of the Treas-
ury. 

(H) The Executive Assistant Director for In-
telligence of the Federal Bureau of Investiga-
tion or any successor to that position. 

(I) The Under Secretary of Homeland Secu-
rity for Intelligence and Analysis. 

(c) Consultation with DNI in certain positions 

(1) In the event of a vacancy in a position re-
ferred to in paragraph (2), the head of the de-
partment or agency having jurisdiction over the 
position shall consult with the Director of Na-
tional Intelligence before appointing an individ-
ual to fill the vacancy or recommending to the 
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President an individual to be nominated to fill 
the vacancy. 

(2) Paragraph (1) applies to the following posi-
tions: 

(A) The Director of the Defense Intelligence 
Agency. 

(B) The Assistant Commandant of the Coast 
Guard for Intelligence. 

(C) The Assistant Attorney General des-
ignated as the Assistant Attorney General for 
National Security under section 507A of title 
28. 

(July 26, 1947, ch. 343, title I, § 106, as added Pub. 
L. 102–496, title VII, § 706(a), Oct. 24, 1992, 106 
Stat. 3195; amended Pub. L. 103–359, title V, 
§ 501(a)(3), Oct. 14, 1994, 108 Stat. 3428; Pub. L. 
104–293, title VIII, § 815(a), Oct. 11, 1996, 110 Stat. 
3484; Pub. L. 107–108, title III, § 308, Dec. 28, 2001, 
115 Stat. 1399; Pub. L. 108–136, div. A, title IX, 
§ 921(e)(5), Nov. 24, 2003, 117 Stat. 1569; Pub. L. 
108–177, title I, § 105(c), Dec. 13, 2003, 117 Stat. 
2603; Pub. L. 108–458, title I, § 1014, Dec. 17, 2004, 
118 Stat. 3663; Pub. L. 109–177, title V, § 506(a)(4), 
Mar. 9, 2006, 120 Stat. 247; Pub. L. 110–53, title V, 
§ 531(b)(5), Aug. 3, 2007, 121 Stat. 334.) 

CODIFICATION 

Section was formerly classified to section 403–6 of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2007—Subsec. (b)(2)(I). Pub. L. 110–53 amended subpar. 

(I) generally. Prior to amendment, subpar. (I) read as 

follows: ‘‘The Assistant Secretary of Homeland Secu-

rity for Information Analysis.’’ 

2006—Subsec. (c)(2)(C). Pub. L. 109–177 added subpar. 

(C). 

2004—Pub. L. 108–458 amended text generally, sub-

stituting provisions relating to involvement of Direc-

tor of National Intelligence in appointments, consist-

ing of subsecs. (a) to (c), for provisions relating to in-

volvement of Director of Central Intelligence in ap-

pointments, consisting of subsecs. (a) and (b). 

2003—Subsec. (a)(2)(C). Pub. L. 108–136 substituted 

‘‘National Geospatial-Intelligence Agency’’ for ‘‘Na-

tional Imagery and Mapping Agency’’. 

Subsec. (b)(2)(E). Pub. L. 108–177 added subpar. (E). 

2001—Subsec. (b)(2)(C), (D). Pub. L. 107–108 added sub-

pars. (C) and (D) and struck out former subpar. (C) 

which read as follows: ‘‘The Director of the Office of 

Nonproliferation and National Security of the Depart-

ment of Energy.’’. 

1996—Pub. L. 104–293 amended section generally, sub-

stituting provisions relating to appointment of individ-

uals responsible for intelligence-related activities for 

provisions relating to administrative provisions per-

taining to defense elements within the intelligence 

community. 

1994—Subsec. (b). Pub. L. 103–359 substituted ‘‘Central 

Imagery Office’’ for ‘‘central imagery authority’’ in 

heading and text. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out as an Effective Date of 2004 Amend-

ment; Transition Provisions note under section 3001 of 

this title. 

§ 3041a. Director of the National Reconnaissance 
Office 

(a) In general 

There is a Director of the National Reconnais-
sance Office. 

(b) Appointment 

The Director of the National Reconnaissance 
Office shall be appointed by the President, by 
and with the advice and consent of the Senate. 

(c) Functions and duties 

The Director of the National Reconnaissance 
Office shall be the head of the National Recon-
naissance Office and shall discharge such func-
tions and duties as are provided by this chapter 
or otherwise by law or executive order. 

(July 26, 1947, ch. 343, title I, § 106A, as added 
Pub. L. 113–126, title IV, § 411(a), July 7, 2014, 128 
Stat. 1409.) 

REFERENCES IN TEXT 

This chapter, referred to in subsec. (c), was in the 

original ‘‘this Act’’, meaning act July 26, 1947, ch. 343, 

61 Stat. 495, known as the National Security Act of 

1947, which is classified principally to this chapter. For 

complete classification of this Act to the Code, see 

Tables. 

EFFECTIVE DATE 

Section effective Oct. 1, 2014, and applicable upon the 

earlier of the date of the first nomination by the Presi-

dent of an individual to serve as the Director of the Na-

tional Reconnaissance Office that occurs on or after 

Oct. 1, 2014, or the date of the cessation of the perform-

ance of the duties of the Director of the National Re-

connaissance Office by the individual performing such 

duties on Oct. 1, 2014, subject to an exception for initial 

nominations, see section 413 of Pub. L. 113–126, set out 

as an Effective Date of 2014 Amendment note under sec-

tion 8G of the Inspector General Act of 1978, Pub. L. 

95–452, in the Appendix to Title 5, Government Organi-

zation and Employees. 

POSITION OF IMPORTANCE AND RESPONSIBILITY 

Pub. L. 113–126, title IV, § 411(b), July 7, 2014, 128 Stat. 

1409, provided that: 

‘‘(1) IN GENERAL.—The President may designate the 

Director of the National Reconnaissance Office as a po-

sition of importance and responsibility under section 

601 of title 10, United States Code. 

‘‘(2) EFFECTIVE DATE.—Paragraph (1) shall take effect 

on the date of the enactment of this Act [July 7, 2014].’’ 

§ 3042. Emergency preparedness 

(a) Employment of personnel 

The Director of the Office of Defense Mobiliza-
tion, subject to the direction of the President, is 
authorized, subject to the civil-service laws and 
chapter 51 and subchapter III of chapter 53 of 
title 5, to appoint and fix the compensation of 
such personnel as may be necessary to assist the 
Director in carrying out his functions. 

(b) Functions 

It shall be the function of the Director of the 
Office of Defense Mobilization to advise the 
President concerning the coordination of mili-
tary, industrial, and civilian mobilization, in-
cluding— 

(1) policies concerning industrial and civil-
ian mobilization in order to assure the most 
effective mobilization and maximum utiliza-
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tion of the Nation’s manpower in the event of 
war; 

(2) programs for the effective use in time of 
war of the Nation’s natural and industrial re-
sources for military and civilian needs, for the 
maintenance and stabilization of the civilian 
economy in time of war, and for the adjust-
ment of such economy to war needs and condi-
tions; 

(3) policies for unifying, in time of war, the 
activities of Federal agencies and departments 
engaged in or concerned with production, pro-
curement, distribution, or transportation of 
military or civilian supplies, materials, and 
products; 

(4) the relationship between potential sup-
plies of, and potential requirements for, man-
power, resources, and productive facilities in 
time of war; 

(5) policies for establishing adequate re-
serves of strategic and critical material, and 
for the conservation of these reserves; 

(6) the strategic relocation of industries, 
services, government, and economic activities, 
the continuous operation of which is essential 
to the Nation’s security. 

(c) Utilization of Government resources and fa-
cilities 

In performing his functions, the Director of 
the Office of Defense Mobilization shall utilize 
to the maximum extent the facilities and re-
sources of the departments and agencies of the 
Government. 

(July 26, 1947, ch. 343, title I, § 107, formerly § 103, 
61 Stat. 499; Sept. 3, 1954, ch. 1263, § 50, 68 Stat. 
1244; renumbered § 107, Pub. L. 102–496, title VII, 
§ 705(a)(2), Oct. 24, 1992, 106 Stat. 3190.) 

CODIFICATION 

Section was formerly classified to section 404 of this 

title prior to editorial reclassification and renumbering 

as this section. 

In subsec. (a), ‘‘chapter 51 and subchapter III of chap-

ter 53 of title 5’’ substituted for ‘‘the Classification Act 

of 1949’’ on authority of Pub. L. 89–554, § 7(b), Sept. 6, 

1966, 80 Stat. 631, the first section of which enacted 

Title 5, Government Organization and Employees. 

For subsequent history relating to the Office of De-

fense Mobilization, see Transfer of Functions notes 

below. 

AMENDMENTS 

1954—Act Sept. 3, 1954, § 50(1), (2), struck out subsec. 

(a) which related to establishment of National Security 

Resources Board and redesignated subsecs. (b) to (d) as 

(a) to (c), respectively. 

Subsec. (a). Act Sept. 3, 1954, § 50(3)–(5), substituted 

‘‘Director of the Office of Defense Mobilization’’ for 

‘‘Chairman of the Board’’, ‘‘Classification Act of 1949’’ 

for ‘‘Classification Act of 1923, as amended’’, and ‘‘Di-

rector in carrying out his’’ for ‘‘Board in carrying out 

its’’. 

Subsec. (b). Act Sept. 3, 1954, § 50(6), substituted ‘‘Di-

rector of the Office of Defense Mobilization’’ for 

‘‘Board’’ in introductory provisions. 

Subsec. (c). Act Sept. 3, 1954, § 50(7), substituted ‘‘his 

functions, the Director of the Office of Defense Mobili-

zation’’ for ‘‘its functions, the Board’’. 

TRANSFER OF FUNCTIONS 

Office of Defense Mobilization and Federal Civil De-

fense Administration consolidated to form Office of 

Emergency Preparedness, an agency within Executive 

Office of President, by section 2(a), (e) of Reorg. Plan 

No. 1 of 1958, eff. July 1, 1958, 23 F.R. 4991, 72 Stat. 1799, 

as amended by Pub. L. 85–763, Aug. 26, 1958, 72 Stat. 861; 

Pub. L. 87–296, § 1, Sept. 22, 1961, 75 Stat. 630; Pub. L. 

90–608, ch. IV, § 402, Oct. 21, 1968, 82 Stat. 1194, set out 

in the Appendix to Title 5, Government Organization 

and Employees, and functions vested by law in Office of 

Defense Mobilization and Director thereof transferred 

to President, with power to delegate, by section 1 of 

Reorg. Plan No. 1 of 1958. 

Office of Emergency Preparedness, including offices 

of Director, Deputy Director, Assistant Directors, and 

Regional Directors, abolished and functions vested by 

law, after July 1, 1958, in Office of Emergency Prepared-

ness or Director of Office of Emergency Preparedness 

transferred to President of United States by sections 1 

and 3(a)(1) of Reorg. Plan No. 1 of 1973, eff. July 1, 1973, 

38 F.R. 9579, 87 Stat. 1089, set out in the Appendix to 

Title 5, Government Organization and Employees. 

Authority vested in Director of Office of Emergency 

Preparedness as of June 30, 1973, by Executive Order, 

proclamation, or other directive issued by or on behalf 

of President or otherwise under this section and Ex. 

Ord. No. 10421, formerly set out below, with certain ex-

ceptions, transferred to Administrator of General Serv-

ices by Ex. Ord. No. 11725, § 3, June 27, 1973, 38 F.R. 

17175, formerly set out under section 2271 of the former 

Appendix to this title, to be exercised in conformance 

with such guidance as provided by National Security 

Council and, with respect to economic and disposal as-

pects of stockpiling of strategic and critical materials 

by Council on Economic Policy. Functions of Adminis-

trator of General Services under this chapter performed 

by Federal Preparedness Agency within General Serv-

ices Administration. 

Functions delegated or assigned to Federal Prepared-

ness Agency, General Services Administration, trans-

ferred or reassigned to Secretary of Homeland Secu-

rity, and Ex. Ord. No. 11725 revoked, by Ex. Ord. No. 

12148, §§ 1–103, 5–112, July 20, 1979, 44 F.R. 43239, 43243, as 

amended by Ex. Ord. No. 13286, § 52, Feb. 28, 2003, 68 F.R. 

10628, set out as a note under section 5195 of Title 42, 

The Public Health and Welfare. 

Functions vested in Director of Office of Defense Mo-

bilization by section 103 of act July 26, 1947, as amended 

by section 50 of act Sept. 3, 1954, and transferred to 

President by section 1(a) of Reorganization Plan No. 1 

of 1958, as amended, delegated to Secretary of Home-

land Security by Ex. Ord. No. 12148, § 4–102, July 20, 1979, 

44 F.R. 43239, as amended by Ex. Ord. No. 13286, § 52, Feb. 

28, 2003, 68 F.R. 10628, set out as a note under section 

5195 of Title 42, The Public Health and Welfare. 

For assignment of certain emergency preparedness 

functions to Secretary of Homeland Security, see parts 

1, 2, and 17 of Ex. Ord. No. 12656, Nov. 18, 1988, 53 F.R. 

47491, as amended, set out as a note under section 5195 

of Title 42, The Public Health and Welfare. 

EXECUTIVE ORDER NO. 9905 

Ex. Ord. No. 9905, Nov. 13, 1947, 12 F.R. 7613, as amend-

ed by Ex. Ord. No. 9931, Feb. 19, 1948, 13 F.R. 763, pro-

vided for membership of National Security Resources 

Board and defined functions, duties and authority of 

Chairman of Board. 

EXECUTIVE ORDER NO. 10169 

Ex. Ord. No. 10169, Oct. 11, 1950, 15 F.R. 6901, which 

provided for a National Advisory Committee on Mobili-

zation Policy, was revoked by Ex. Ord. No. 10480, Aug. 

14, 1953, 18 F.R. 4939, formerly set out under section 2153 

of the former Appendix to this title. 

EXECUTIVE ORDER NO. 10421 

Ex. Ord. No. 10421, Dec. 31, 1952, 18 F.R. 57, as amended 

by Ex. Ord. No. 10438, Mar. 13, 1953, 18 F.R. 1491; Ex. Ord. 

No. 10773, July 1, 1958, 23 F.R. 5061; Ex. Ord. No. 10782, 

Sept. 6, 1958, 23 F.R. 6971; Ex. Ord. No. 11051, Sept. 27, 

1962, 27 F.R. 9683; Ex. Ord. No. 12148, July 20, 1979, 44 

F.R. 43239, which related to physical security of defense 
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facilities, was revoked by Ex. Ord. No. 12656, Nov. 18, 

1988, 53 F.R. 47491, set out under section 5195 of Title 42, 

The Public Health and Welfare. 

EXECUTIVE ORDER NO. 10438 

Ex. Ord. No. 10438, Mar. 13, 1953, 18 F.R. 1491, which re-

lated to transfer of functions to Director of Defense 

Mobilization, was superseded by Ex. Ord. No. 11051, 

Sept. 27, 1962, 27 F.R. 9683, formerly set out under sec-

tion 5195 of Title 42, The Public Health and Welfare. 

§ 3043. Annual national security strategy report 

(a) Transmittal to Congress 

(1) The President shall transmit to Congress 
each year a comprehensive report on the na-
tional security strategy of the United States 
(hereinafter in this section referred to as a ‘‘na-
tional security strategy report’’). 

(2) The national security strategy report for 
any year shall be transmitted on the date on 
which the President submits to Congress the 
budget for the next fiscal year under section 1105 
of title 31. 

(3) Not later than 150 days after the date on 
which a new President takes office, the Presi-
dent shall transmit to Congress a national secu-
rity strategy report under this section. That re-
port shall be in addition to the report for that 
year transmitted at the time specified in para-
graph (2). 

(b) Contents 

Each national security strategy report shall 
set forth the national security strategy of the 
United States and shall include a comprehensive 
description and discussion of the following: 

(1) The worldwide interests, goals, and objec-
tives of the United States that are vital to the 
national security of the United States. 

(2) The foreign policy, worldwide commit-
ments, and national defense capabilities of the 
United States necessary to deter aggression 
and to implement the national security strat-
egy of the United States. 

(3) The proposed short-term and long-term 
uses of the political, economic, military, and 
other elements of the national power of the 
United States to protect or promote the inter-
ests and achieve the goals and objectives re-
ferred to in paragraph (1). 

(4) The adequacy of the capabilities of the 
United States to carry out the national secu-
rity strategy of the United States, including 
an evaluation of the balance among the capa-
bilities of all elements of the national power 
of the United States to support the implemen-
tation of the national security strategy. 

(5) Such other information as may be nec-
essary to help inform Congress on matters re-
lating to the national security strategy of the 
United States. 

(c) Classified and unclassified form 

Each national security strategy report shall 
be transmitted to Congress in classified form, 
but may include an unclassified summary. 

(July 26, 1947, ch. 343, title I, § 108, formerly § 104, 
as added Pub. L. 99–433, title VI, § 603(a)(1), Oct. 
1, 1986, 100 Stat. 1074; renumbered § 108, Pub. L. 
102–496, title VII, § 705(a)(2), Oct. 24, 1992, 106 
Stat. 3190; amended Pub. L. 106–65, div. A, title 

IX, § 901(b), Oct. 5, 1999, 113 Stat. 717; Pub. L. 
114–328, div. A, title IX, § 944, Dec. 23, 2016, 130 
Stat. 2371.) 

CODIFICATION 

Section was formerly classified to section 404a of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2016—Subsec. (c). Pub. L. 114–328, which directed sub-

stitution of ‘‘to Congress in classified form, but may in-

clude an unclassified summary’’ for ‘‘in both a classi-

fied form and an unclassified form’’ was executed by 

making the substitution for ‘‘in both a classified and 

an unclassified form’’ to reflect the probable intent of 

Congress. 
1999—Subsec. (a)(3). Pub. L. 106–65 added par. (3). 

NATIONAL SECURITY PLANNING GUIDANCE TO DENY 

SAFE HAVENS TO AL-QAEDA AND ITS VIOLENT EX-

TREMIST AFFILIATES 

Pub. L. 112–81, div. A, title X, § 1032, Dec. 31, 2011, 125 

Stat. 1571, as amended by Pub. L. 113–291, div. A, title 

XII, § 1262, Dec. 19, 2014, 128 Stat. 3580, provided that: 
‘‘(a) PURPOSE.—The purpose of this section is to im-

prove interagency strategic planning and execution to 

more effectively integrate efforts to deny safe havens 

and strengthen at-risk states to further the goals of the 

National Security Strategy related to the disruption, 

dismantlement, and defeat of al-Qaeda and its violent 

extremist affiliates. 
‘‘(b) NATIONAL SECURITY PLANNING GUIDANCE.— 

‘‘(1) GUIDANCE REQUIRED.—The President shall issue 

classified or unclassified national security planning 

guidance in support of objectives stated in the na-

tional security strategy report submitted to Congress 

by the President pursuant to section 108 of the Na-

tional Security Act of 1947 (50 U.S.C. 404a) [now 50 

U.S.C. 3043] to deny safe havens to al-Qaeda and its 

violent extremist affiliates and to strengthen at-risk 

states. Such guidance shall serve as the strategic 

plan that governs United States and coordinated 

international efforts to enhance the capacity of gov-

ernmental and nongovernmental entities to work to-

ward the goal of eliminating the ability of al-Qaeda 

and its violent extremist affiliates to establish or 

maintain safe havens. 
‘‘(2) CONTENTS OF GUIDANCE.—The guidance required 

under paragraph (1) shall include each of the follow-

ing: 
‘‘(A) A prioritized list of specified geographic 

areas that the President determines are necessary 

to address and an explicit discussion and list of the 

criteria or rationale used to prioritize the areas on 

the list, including a discussion of the conditions 

that would hamper the ability of the United States 

to strengthen at-risk states or other entities in 

such areas. 
‘‘(B) For each specified geographic area, a de-

scription, analysis, and discussion of the core prob-

lems and contributing issues that allow or could 

allow al-Qaeda and its violent extremist affiliates 

to use the area as a safe haven from which to plan 

and launch attacks, engage in propaganda, or raise 

funds and other support, including any ongoing or 

potential radicalization of the population, or to use 

the area as a key transit route for personnel, weap-

ons, funding, or other support. 
‘‘(C) For each specified geographic area, a descrip-

tion of the following: 
‘‘(i) The feasibility of conducting multilateral 

programs to train and equip the military forces of 

relevant countries in the area. 
‘‘(ii) The authority and funding that would be 

required to support such programs. 
‘‘(iii) How such programs would be imple-

mented. 
‘‘(iv) How such programs would support the na-

tional security priorities and interests of the 
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United States and complement other efforts of 

the United States Government in the area and in 

other specified geographic areas. 
‘‘(D) A list of short-term, mid-term, and long- 

term goals for each specified geographic area, prior-

itized by importance. 
‘‘(E) A description of the role and mission of each 

Federal department and agency involved in execut-

ing the guidance, including the Departments of De-

fense, Justice, Treasury, and State and the Agency 

for International Development. 
‘‘(F) A description of gaps in United States capa-

bilities to meet the goals listed pursuant to sub-

paragraph (D), and the extent to which those gaps 

can be met through coordination with nongovern-

mental, international, or private sector organiza-

tions, entities, or companies. 
‘‘(3) REVIEW AND UPDATE OF GUIDANCE.—The Presi-

dent shall review and update the guidance required 

under paragraph (1) as necessary. Any such review 

shall address each of the following: 
‘‘(A) The overall progress made toward achieving 

the goals listed pursuant to paragraph (2)(D), in-

cluding an overall assessment of the progress in de-

nying a safe haven to al-Qaeda and its violent ex-

tremist affiliates. 
‘‘(B) The performance of each Federal department 

and agency involved in executing the guidance. 
‘‘(C) The performance of the unified country team 

and appropriate combatant command, or in the 

case of a cross-border effort, country teams in the 

area and the appropriate combatant command. 
‘‘(D) Any addition to, deletion from, or change in 

the order of the prioritized list maintained pursu-

ant to paragraph (2)(A). 
‘‘(4) REPORT.— 

‘‘(A) IN GENERAL.—Not later than 180 days after 

the date of the enactment of the Carl Levin and 

Howard P. ‘Buck’ McKeon National Defense Au-

thorization Act for Fiscal Year 2015 [Dec. 19, 2014], 

the President shall submit to the appropriate con-

gressional committees a report that contains a de-

tailed summary of the national security planning 

guidance required under paragraph (1), including 

any updates thereto. 
‘‘(B) FORM.—The report may include a classified 

annex as determined to be necessary by the Presi-

dent. 
‘‘(C) DEFINITION.—In this paragraph, the term ‘ap-

propriate congressional committees’ means— 
‘‘(i) the congressional defense committees 

[Committees on Armed Services and Appropria-

tions of the Senate and the House of Representa-

tives]; and 
‘‘(ii) the Committee on Foreign Relations of the 

Senate and the Committee on Foreign Affairs of 

the House of Representatives. 
‘‘(5) SPECIFIED GEOGRAPHIC AREA DEFINED.—In this 

subsection, the term ‘specified geographic area’ 

means any country, subnational territory, or re-

gion— 
‘‘(A) that serves or may potentially serve as a 

safe haven for al-Qaeda or a violent extremist affili-

ate of al-Qaeda— 
‘‘(i) from which to plan and launch attacks, en-

gage in propaganda, or raise funds and other sup-

port; or 
‘‘(ii) for use as a key transit route for person-

nel, weapons, funding, or other support; and 
‘‘(B) over which one or more governments or enti-

ties exert insufficient governmental or security 

control to deny al-Qaeda and its violent extremist 

affiliates the ability to establish a large scale pres-

ence.’’ 

IMPLEMENTATION PLAN FOR WHOLE-OF-GOVERNMENT VI-

SION PRESCRIBED IN THE NATIONAL SECURITY STRAT-

EGY 

Pub. L. 112–81, div. A, title X, § 1072, Dec. 31, 2011, 125 

Stat. 1592, as amended by Pub. L. 114–92, div. A, title X, 

§ 1076(d), Nov. 25, 2015, 129 Stat. 998, provided that: 

‘‘(a) IMPLEMENTATION PLAN.—Not later than 270 days 

after the date of the enactment of this Act [Dec. 31, 

2011], the President shall submit to the appropriate 

congressional committees an implementation plan for 

achieving the whole-of-government integration vision 

prescribed in the President’s National Security Strat-

egy of May 2010. The implementation plan shall in-

clude— 
‘‘(1) a description of ongoing and future actions 

planned to be taken by the President and the Execu-

tive agencies to implement organizational changes, 

programs, and any other efforts to achieve each com-

ponent of the whole-of-government vision prescribed 

in the National Security Strategy; 
‘‘(2) a timeline for specific actions taken and 

planned to be taken by the President and the Execu-

tive agencies to implement each component of the 

whole-of-government vision prescribed in the Na-

tional Security Strategy; 
‘‘(3) an outline of specific actions desired or re-

quired to be taken by Congress to achieve each com-

ponent of the whole-of-government vision prescribed 

in the National Security Strategy, including sug-

gested timing and sequencing of actions proposed for 

Congress and the Executive agencies; 
‘‘(4) any progress made and challenges or obstacles 

encountered since May 2010 in implementing each 

component of the whole-of-government vision pre-

scribed in the National Security Strategy; and 
‘‘(5) such other information as the President deter-

mines is necessary to understand progress in imple-

menting each component of the whole-of-government 

vision prescribed in the National Security Strategy. 
‘‘(b) DEFINITIONS.—In this section: 

‘‘(1) The term ‘appropriate congressional commit-

tees’ means— 
‘‘(A) the congressional defense committees [Com-

mittees on Armed Services and Appropriations of 

the Senate and the House of Representatives]; 
‘‘(B) the Committee on Foreign Relations, Select 

Committee on Intelligence, Committee on Home-

land Security and Government Affairs, Committee 

on the Budget, Committee on the Judiciary, and 

Committee on Appropriations in the Senate; and 
‘‘(C) the Committee on Foreign Affairs, Perma-

nent Select Committee on Intelligence, Committee 

on Homeland Security, Committee on the Budget, 

Committee on the Judiciary, Committee on Over-

sight and Government Reform, and Committee on 

Appropriations in the House of Representatives. 
‘‘(2) The term ‘Executive agency’ has the meaning 

given that term by section 105 of title 5, United 

States Code.’’ 

NATIONAL COMMISSION ON THE FUTURE ROLE OF 

UNITED STATES NUCLEAR WEAPONS, PROBLEMS OF 

COMMAND, CONTROL, AND SAFETY OF SOVIET NU-

CLEAR WEAPONS, AND REDUCTION OF NUCLEAR WEAP-

ONS 

Pub. L. 102–172, title VIII, § 8132, Nov. 26, 1991, 105 

Stat. 1208, provided for establishment of a National 

Commission which was to submit to Congress, not later 

than May 1, 1993, a final report containing an assess-

ment and recommendations regarding role of, and re-

quirements for, nuclear weapons in security strategy of 

United States as result of significant changes in former 

Warsaw Pact, former Soviet Union, and Third World, 

including possibilities for international cooperation 

with former Soviet Union regarding such problems, and 

safeguards to protect against accidental or unauthor-

ized use of nuclear weapons, further directed Commis-

sion to obtain study from National Academy of Sci-

ences on these matters, further authorized establish-

ment of joint working group comprised of experts from 

governments of United States and former Soviet Union 

which was to meet on regular basis and provide recom-

mendations regarding these matters, and further pro-

vided for composition of Commission as well as powers, 

procedures, personnel matters, appropriations, and ter-

mination of Commission upon submission of its final 

report. 
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§ 3043a. National intelligence strategy 

(a) In general 

Beginning in 2017, and once every 4 years 
thereafter, the Director of National Intelligence 
shall develop a comprehensive national intel-
ligence strategy to meet national security ob-
jectives for the following 4-year period, or a 
longer period, if appropriate. 

(b) Requirements 

Each national intelligence strategy required 
by subsection (a) shall— 

(1) delineate a national intelligence strategy 
consistent with— 

(A) the most recent national security 
strategy report submitted pursuant to sec-
tion 3043 of this title; 

(B) the strategic plans of other relevant 
departments and agencies of the United 
States; and 

(C) other relevant national-level plans; 

(2) address matters related to national and 
military intelligence, including counter-
intelligence; 

(3) identify the major national security mis-
sions that the intelligence community is cur-
rently pursuing and will pursue in the future 
to meet the anticipated security environment; 

(4) describe how the intelligence community 
will utilize personnel, technology, partner-
ships, and other capabilities to pursue the 
major national security missions identified in 
paragraph (3); 

(5) assess current, emerging, and future 
threats to the intelligence community, includ-
ing threats from foreign intelligence and secu-
rity services and insider threats; 

(6) outline the organizational roles and mis-
sions of the elements of the intelligence com-
munity as part of an integrated enterprise to 
meet customer demands for intelligence prod-
ucts, services, and support; 

(7) identify sources of strategic, institu-
tional, programmatic, fiscal, and techno-
logical risk; and 

(8) analyze factors that may affect the intel-
ligence community’s performance in pursuing 
the major national security missions identi-
fied in paragraph (3) during the following 10- 
year period. 

(c) Submission to Congress 

The Director of National Intelligence shall 
submit to the congressional intelligence com-
mittees a report on each national intelligence 
strategy required by subsection (a) not later 
than 45 days after the date of the completion of 
such strategy. 

(July 26, 1947, ch. 343, title I, § 108A, as added 
Pub. L. 113–293, title III, § 303(a), Dec. 19, 2014, 128 
Stat. 3994.) 

§ 3044. Software licensing 

(a) Requirement for inventories of software li-
censes 

The chief information officer of each element 
of the intelligence community, in consultation 
with the Chief Information Officer of the Intel-
ligence Community, shall biennially— 

(1) conduct an inventory of all existing soft-
ware licenses of such element, including uti-
lized and unutilized licenses; 

(2) assess the actions that could be carried 
out by such element to achieve the greatest 
possible economies of scale and associated cost 
savings in software procurement and usage, 
including— 

(A) increasing the centralization of the 
management of software licenses; 

(B) increasing the regular tracking and 
maintaining of comprehensive inventories of 
software licenses using automated discovery 
and inventory tools and metrics; 

(C) analyzing software license data to in-
form investment decisions; and 

(D) providing appropriate personnel with 
sufficient software licenses management 
training; and 

(3) submit to the Chief Information Officer 
of the Intelligence Community each inventory 
required by paragraph (1) and each assessment 
required by paragraph (2). 

(b) Inventories by the Chief Information Officer 
of the Intelligence Community 

The Chief Information Officer of the Intel-
ligence Community, based on the inventories 
and assessments required by subsection (a), 
shall biennially— 

(1) compile an inventory of all existing soft-
ware licenses of the intelligence community, 
including utilized and unutilized licenses; 

(2) assess the actions that could be carried 
out by the intelligence community to achieve 
the greatest possible economies of scale and 
associated cost savings in software procure-
ment and usage, including— 

(A) increasing the centralization of the 
management of software licenses; 

(B) increasing the regular tracking and 
maintaining of comprehensive inventories of 
software licenses using automated discovery 
and inventory tools and metrics; 

(C) analyzing software license data to in-
form investment decisions; and 

(D) providing appropriate personnel with 
sufficient software licenses management 
training; and 

(3) based on the assessment required under 
paragraph (2), make such recommendations 
with respect to software procurement and 
usage to the Director of National Intelligence 
as the Chief Information Officer considers ap-
propriate. 

(c) Reports to Congress 

The Chief Information Officer of the Intel-
ligence Community shall submit to the congres-
sional intelligence committees a copy of each 
inventory compiled under subsection (b)(1). 

(d) Implementation of recommendations 

Not later than 180 days after the date on which 
the Director of National Intelligence receives 
recommendations from the Chief Information 
Officer of the Intelligence Community in accord-
ance with subsection (b)(3), the Director of Na-
tional Intelligence shall, to the extent prac-
ticable, issue guidelines for the intelligence 
community on software procurement and usage 
based on such recommendations. 
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(July 26, 1947, ch. 343, title I, § 109, as added Pub. 
L. 113–126, title III, § 307(a), July 7, 2014, 128 Stat. 
1396; amended Pub. L. 113–293, title III, § 304, Dec. 
19, 2014, 128 Stat. 3995.) 

PRIOR PROVISIONS 

A prior section 3044, act July 26, 1947, ch. 343, title I, 

§ 109, as added Pub. L. 103–178, title III, § 304(a), Dec. 3, 

1993, 107 Stat. 2034; amended Pub. L. 104–293, title VIII, 

§ 803(a), (b)(1), Oct. 11, 1996, 110 Stat. 3475, 3476; Pub. L. 

106–65, div. A, title X, § 1067(16), Oct. 5, 1999, 113 Stat. 

775; Pub. L. 107–306, title VIII, § 811(b)(1)(B), Nov. 27, 

2002, 116 Stat. 2422, related to annual report on intel-

ligence, prior to repeal by Pub. L. 111–259, title III, 

§ 347(a), Oct. 7, 2010, 124 Stat. 2698. 

AMENDMENTS 

2014—Subsec. (a)(2). Pub. L. 113–293, § 304(1), sub-

stituted ‘‘usage, including—’’ for ‘‘usage; and’’ in intro-

ductory provisions and added subpars. (A) to (D). 

Subsec. (b)(2). Pub. L. 113–293, § 304(2)(B), substituted 

‘‘usage, including—’’ for ‘‘usage.’’ in introductory pro-

visions and added subpars. (A) to (D). 

Subsec. (b)(3). Pub. L. 113–293, § 304(2)(A), (C), added 

par. (3). 

Subsec. (d). Pub. L. 113–293, § 304(3), added subsec. (d). 

INITIAL INVENTORY 

Pub. L. 113–126, title III, § 307(b), July 7, 2014, 128 Stat. 

1397, provided that: 

‘‘(1) INTELLIGENCE COMMUNITY ELEMENTS.— 

‘‘(A) DATE.—Not later than 120 days after the date 

of the enactment of this Act [July 7, 2014], the chief 

information officer of each element of the intel-

ligence community shall complete the initial inven-

tory, assessment, and submission required under sec-

tion 109(a) of the National Security Act of 1947 [50 

U.S.C. 3044(a)], as added by subsection (a) of this sec-

tion. 

‘‘(B) BASIS.—The initial inventory conducted for 

each element of the intelligence community under 

section 109(a)(1) of the National Security Act of 1947 

[50 U.S.C. 3044(a)(1)], as added by subsection (a) of this 

section, shall be based on the inventory of software 

licenses conducted pursuant to section 305 of the In-

telligence Authorization Act for Fiscal Year 2013 

(Public Law 112–277; 126 Stat. 2472) for such element. 

‘‘(2) CHIEF INFORMATION OFFICER OF THE INTELLIGENCE 

COMMUNITY.—Not later than 180 days after the date of 

the enactment of this Act [July 7, 2014], the Chief Infor-

mation Officer of the Intelligence Community shall 

complete the initial compilation and assessment re-

quired under section 109(b) of the National Security Act 

of 1947 [50 U.S.C. 3044(b)], as added by subsection (a).’’ 

[For definition of ‘‘intelligence community’’ as used 

in section 307(b) of Pub. L. 113–126, set out above, see 

section 2 of Pub. L. 113–126, set out as a note under sec-

tion 3003 of this title.] 

§ 3045. National mission of National Geospatial- 
Intelligence Agency 

(a) In general 

In addition to the Department of Defense mis-
sions set forth in section 442 of title 10, the Na-
tional Geospatial-Intelligence Agency shall sup-
port the geospatial intelligence requirements of 
the Department of State and other departments 
and agencies of the United States outside the 
Department of Defense. 

(b) Requirements and priorities 

The Director of National Intelligence shall es-
tablish requirements and priorities governing 
the collection of national intelligence by the 
National Geospatial-Intelligence Agency under 
subsection (a). 

(c) Correction of deficiencies 

The Director of National Intelligence shall de-
velop and implement such programs and policies 
as the Director and the Secretary of Defense 
jointly determine necessary to review and cor-
rect deficiencies identified in the capabilities of 
the National Geospatial-Intelligence Agency to 
accomplish assigned national missions, includ-
ing support to the all-source analysis and pro-
duction process. The Director shall consult with 
the Secretary of Defense on the development 
and implementation of such programs and poli-
cies. The Secretary shall obtain the advice of 
the Chairman of the Joint Chiefs of Staff regard-
ing the matters on which the Director and the 
Secretary are to consult under the preceding 
sentence. 

(July 26, 1947, ch. 343, title I, § 110, formerly § 120, 
as added Pub. L. 104–201, div. A, title XI, 
§ 1114(b), Sept. 23, 1996, 110 Stat. 2685; renumbered 
§ 110, Pub. L. 105–107, title III, § 303(b), Nov. 20, 
1997, 111 Stat. 2252; amended Pub. L. 108–136, div. 
A, title IX, § 921(c)(2), (e)(6), Nov. 24, 2003, 117 
Stat. 1568, 1569; Pub. L. 108–458, title I, 
§ 1071(a)(1)(I), (J), Dec. 17, 2004, 118 Stat. 3689.) 

CODIFICATION 

Section was formerly classified to section 404e of this 

title prior to editorial reclassification and renumbering 

as this section. 

PRIOR PROVISIONS 

A prior section 110 of title I of act July 26, 1947, ch. 

343, was classified to section 404g of this title prior to 

being renumbered section 112 by Pub. L. 105–107, title 

III, §303(b), Nov. 20, 1997, 111 Stat. 2252. Section 404g of 

this title was subsequently editorially reclassified and 

renumbered section 3047 of this title. 

AMENDMENTS 

2004—Subsec. (b). Pub. L. 108–458, § 1071(a)(1)(I), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 

Subsec. (c). Pub. L. 108–458, § 1071(a)(1)(J), substituted 

‘‘Director of National Intelligence’’ for ‘‘Director of 

Central Intelligence’’. 

2003—Pub. L. 108–136, § 921(e)(6)(B), substituted ‘‘Na-

tional Geospatial-Intelligence Agency’’ for ‘‘National 

Imagery and Mapping Agency’’ in section catchline. 

Subsec. (a). Pub. L. 108–136, § 921(c)(2), (e)(6)(A), sub-

stituted ‘‘National Geospatial-Intelligence Agency’’ for 

‘‘National Imagery and Mapping Agency’’ and ‘‘geo-

spatial intelligence’’ for ‘‘imagery’’. 

Subsecs. (b), (c). Pub. L. 108–136, § 921(e)(6)(A), sub-

stituted ‘‘National Geospatial-Intelligence Agency’’ for 

‘‘National Imagery and Mapping Agency’’. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

§ 3046. Repealed. Pub. L. 108–458, title I, § 1075, 
Dec. 17, 2004, 118 Stat. 3694 

Section, act July 26, 1947, ch. 343, title I, § 111, for-

merly § 121, as added Pub. L. 104–201, div. A, title XI, 
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§ 1114(c), Sept. 23, 1996, 110 Stat. 2685; renumbered § 111, 

Pub. L. 105–107, title III, § 303(b), Nov. 20, 1997, 111 Stat. 

2252, related to collection tasking authority of Director 

of Central Intelligence. 

CODIFICATION 

Section was formerly classified to section 404f of this 

title and repealed prior to editorial reclassification and 

renumbering as this section. 

EFFECTIVE DATE OF REPEAL 

For Determination by President that repeal take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Repeal effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

§ 3047. Restrictions on intelligence sharing with 
United Nations 

(a) Provision of intelligence information to 
United Nations 

(1) No United States intelligence information 
may be provided to the United Nations or any 
organization affiliated with the United Nations, 
or to any officials or employees thereof, unless 
the President certifies to the appropriate com-
mittees of Congress that the Director of Na-
tional Intelligence, in consultation with the 
Secretary of State and the Secretary of Defense, 
has established and implemented procedures, 
and has worked with the United Nations to en-
sure implementation of procedures, for protect-
ing from unauthorized disclosure United States 
intelligence sources and methods connected to 
such information. 

(2) Paragraph (1) may be waived upon written 
certification by the President to the appropriate 
committees of Congress that providing such in-
formation to the United Nations or an organiza-
tion affiliated with the United Nations, or to 
any officials or employees thereof, is in the na-
tional security interests of the United States. 

(b) Delegation of duties 

The President may not delegate or assign the 
duties of the President under this section. 

(c) Relationship to existing law 

Nothing in this section shall be construed to— 
(1) impair or otherwise affect the authority 

of the Director of National Intelligence to pro-
tect intelligence sources and methods from 
unauthorized disclosure pursuant to section 
3024(i) of this title; or 

(2) supersede or otherwise affect the provi-
sions of subchapter III of this chapter. 

(d) ‘‘Appropriate committees of Congress’’ de-
fined 

As used in this section, the term ‘‘appropriate 
committees of Congress’’ means the Committee 
on Foreign Relations and the Select Committee 
on Intelligence of the Senate and the Committee 
on Foreign Relations and the Permanent Select 
Committee on Intelligence of the House of Rep-
resentatives. 

(July 26, 1947, ch. 343, title I, § 112, formerly § 110, 
as added Pub. L. 104–293, title III, § 308(a), Oct. 11, 
1996, 110 Stat. 3466; renumbered § 112, Pub. L. 

105–107, title III, § 303(b), Nov. 20, 1997, 111 Stat. 
2252; amended Pub. L. 107–306, title VIII, 
§ 811(b)(1)(C), Nov. 27, 2002, 116 Stat. 2422; Pub. L. 
108–177, title III, §§ 361(b), 377(a), Dec. 13, 2003, 117 
Stat. 2625, 2630; Pub. L. 108–458, title I, 
§§ 1071(a)(1)(K), (L), 1072(a)(4), Dec. 17, 2004, 118 
Stat. 3689, 3692; Pub. L. 111–259, title III, § 347(b), 
Oct. 7, 2010, 124 Stat. 2698.) 

CODIFICATION 

Section was formerly classified to section 404g of this 

title prior to editorial reclassification and renumbering 

as this section, and to section 404d–1 of this title prior 

to renumbering by Pub. L. 105–107. Some section num-

bers of this title referenced in amendment notes below 

reflect the classification of such sections prior to their 

editorial reclassification. 

AMENDMENTS 

2010—Subsecs. (b) to (e). Pub. L. 111–259 redesignated 

subsecs. (c) to (e) as (b) to (d), respectively, and struck 

out former subsec. (b). Prior to amendment, text of 

subsec. (b) read as follows: 

‘‘(1) The President shall report annually to the appro-

priate committees of Congress on the types and volume 

of intelligence provided to the United Nations and the 

purposes for which it was provided during the period 

covered by the report. The President shall also report 

to the appropriate committees of Congress within 15 

days after it has become known to the United States 

Government that there has been an unauthorized dis-

closure of intelligence provided by the United States to 

the United Nations. 

‘‘(2) The requirement for periodic reports under the 

first sentence of paragraph (1) shall not apply to the 

provision of intelligence that is provided only to, and 

for the use of, appropriately cleared United States Gov-

ernment personnel serving with the United Nations. 

‘‘(3) In the case of the annual reports required to be 

submitted under the first sentence of paragraph (1) to 

the congressional intelligence committees, the submit-

tal dates for such reports shall be as provided in section 

415b of this title.’’ 

2004—Subsec. (a)(1). Pub. L. 108–458, § 1071(a)(1)(K), 

substituted ‘‘Director of National Intelligence’’ for ‘‘Di-

rector of Central Intelligence’’. 

Subsec. (d)(1). Pub. L. 108–458, § 1072(a)(4), which di-

rected amendment of par. (1) by substituting ‘‘section 

403–1(i)’’ for ‘‘section 403–3(c)(6)’’, was executed by mak-

ing the substitution for ‘‘section 403–3(c)(7)’’ to reflect 

the probable intent of Congress and the amendment by 

Pub. L. 108–177, § 377(a). See 2003 Amendment note 

below. 

Pub. L. 108–458, § 1071(a)(1)(L), substituted ‘‘Director 

of National Intelligence’’ for ‘‘Director of Central Intel-

ligence’’. 

2003—Subsec. (b). Pub. L. 108–177, § 361(b)(1), sub-

stituted ‘‘Annual’’ for ‘‘Periodic’’ in heading. 

Subsec. (b)(1). Pub. L. 108–177, § 361(b)(2), substituted 

‘‘annually’’ for ‘‘semiannually’’. 

Subsec. (b)(3). Pub. L. 108–177, § 361(b)(3), substituted 

‘‘the annual’’ for ‘‘periodic’’. 

Subsec. (d)(1). Pub. L. 108–177, § 377(a), substituted 

‘‘section 403–3(c)(7)’’ for ‘‘section 403–3(c)(6)’’. 

2002—Subsec. (b)(3). Pub. L. 107–306 added par. (3). 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 
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EFFECTIVE DATE OF 2003 AMENDMENT 

Amendment by section 361(b) of Pub. L. 108–177 effec-

tive Dec. 31, 2003, see section 361(n) of Pub. L. 108–177, 

set out as a note under section 1611 of Title 10, Armed 

Forces. 

§ 3048. Detail of intelligence community person-
nel—Intelligence Community Assignment 
Program 

(a) Detail 

(1) Notwithstanding any other provision of 
law, the head of a department with an element 
in the intelligence community or the head of an 
intelligence community agency or element may 
detail any employee within that department, 
agency, or element to serve in any position in 
the Intelligence Community Assignment Pro-
gram on a reimbursable or a nonreimbursable 
basis. 

(2) Nonreimbursable details may be for such 
periods as are agreed to between the heads of 
the parent and host agencies, up to a maximum 
of three years, except that such details may be 
extended for a period not to exceed one year 
when the heads of the parent and host agencies 
determine that such extension is in the public 
interest. 

(b) Benefits, allowances, travel, incentives 

(1) An employee detailed under subsection (a) 
may be authorized any benefit, allowance, trav-
el, or incentive otherwise provided to enhance 
staffing by the organization from which the em-
ployee is detailed. 

(2) The head of an agency of an employee de-
tailed under subsection (a) may pay a lodging al-
lowance for the employee subject to the follow-
ing conditions: 

(A) The allowance shall be the lesser of the 
cost of the lodging or a maximum amount 
payable for the lodging as established jointly 
by the Director of National Intelligence and— 

(i) with respect to detailed employees of 
the Department of Defense, the Secretary of 
Defense; and 

(ii) with respect to detailed employees of 
other agencies and departments, the head of 
such agency or department. 

(B) The detailed employee maintains a pri-
mary residence for the employee’s immediate 
family in the local commuting area of the par-
ent agency duty station from which the em-
ployee regularly commuted to such duty sta-
tion before the detail. 

(C) The lodging is within a reasonable prox-
imity of the host agency duty station. 

(D) The distance between the detailed em-
ployee’s parent agency duty station and the 
host agency duty station is greater than 20 
miles. 

(E) The distance between the detailed em-
ployee’s primary residence and the host agen-
cy duty station is 10 miles greater than the 
distance between such primary residence and 
the employees parent duty station. 

(F) The rate of pay applicable to the detailed 
employee does not exceed the rate of basic pay 
for grade GS–15 of the General Schedule. 

(July 26, 1947, ch. 343, title I, § 113, as added Pub. 
L. 105–107, title III, § 303(a), Nov. 20, 1997, 111 

Stat. 2251; amended Pub. L. 107–108, title III, 
§ 304, Dec. 28, 2001, 115 Stat. 1398; Pub. L. 107–306, 
title VIII, § 841(a), Nov. 27, 2002, 116 Stat. 2431; 
Pub. L. 108–458, title I, § 1071(a)(1)(M), Dec. 17, 
2004, 118 Stat. 3689.) 

REFERENCES IN TEXT 

GS–15 of the General Schedule, referred to in subsec. 

(b)(2)(F), is set out under section 5332 of Title 5, Gov-

ernment Organization and Employees. 

CODIFICATION 

Section was formerly classified to section 404h of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2004—Subsec. (b)(2)(A). Pub. L. 108–458 substituted 

‘‘Director of National Intelligence’’ for ‘‘Director of 

Central Intelligence’’ in introductory provisions. 

2002—Subsec. (c). Pub. L. 107–306 struck out heading 

and text of subsec. (c). Text read as follows: ‘‘Not later 

than March 1, 1999, and annually thereafter, the Direc-

tor of Central Intelligence shall submit to the Perma-

nent Select Committee on Intelligence of the House of 

Representatives and the Select Committee on Intel-

ligence of the Senate a report describing the detail of 

intelligence community personnel pursuant to sub-

section (a) during the 12-month period ending on the 

date of the report. The report shall set forth the num-

ber of personnel detailed, the identity of parent and 

host agencies or elements, and an analysis of the bene-

fits of the details.’’ 

2001—Subsec. (b). Pub. L. 107–108 designated existing 

provisions as par. (1) and added par. (2). 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

EFFECTIVE DATE 

Pub. L. 105–107, title III, § 303(d), Nov. 20, 1997, 111 

Stat. 2252, provided that: ‘‘The amendment made by 

subsection (a) [enacting this section] shall apply to an 

employee on detail on or after January 1, 1997.’’ 

§ 3049. Non-reimbursable detail of other person-
nel 

An officer or employee of the United States or 
member of the Armed Forces may be detailed to 
the staff of an element of the intelligence com-
munity funded through the National Intel-
ligence Program from another element of the in-
telligence community or from another element 
of the United States Government on a non-reim-
bursable basis, as jointly agreed to by the heads 
of the receiving and detailing elements, for a pe-
riod not to exceed three years. This section does 
not limit any other source of authority for reim-
bursable or non-reimbursable details. A non- 
reimbursable detail made under this section 
shall not be considered an augmentation of the 
appropriations of the receiving element of the 
intelligence community. 

(July 26, 1947, ch. 343, title I, § 113A, as added 
Pub. L. 111–259, title III, § 302(a), Oct. 7, 2010, 124 
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Stat. 2658; amended Pub. L. 112–18, title III, 
§ 303(a), June 8, 2011, 125 Stat. 226; Pub. L. 
112–277, title III, § 303, Jan. 14, 2013, 126 Stat. 
2471.) 

CODIFICATION 

Section was formerly classified to section 404h–1 of 

this title prior to editorial reclassification and renum-

bering as this section. Some section numbers of this 

title referenced in amendment notes below reflect the 

classification of such sections prior to their editorial 

reclassification. 

AMENDMENTS 

2013—Pub. L. 112–277 substituted ‘‘three years.’’ for 

‘‘two years.’’ and inserted at end ‘‘A non-reimbursable 

detail made under this section shall not be considered 

an augmentation of the appropriations of the receiving 

element of the intelligence community.’’ 
2011—Pub. L. 112–18 amended section generally. Prior 

to amendment, text read as follows: ‘‘Except as pro-

vided in section 402c(g)(2) of this title and section 404h 

of this title, and notwithstanding any other provision 

of law, an officer or employee of the United States or 

member of the Armed Forces may be detailed to the 

staff of an element of the intelligence community fund-

ed through the National Intelligence Program from an-

other element of the intelligence community or from 

another element of the United States Government on a 

reimbursable or nonreimbursable basis, as jointly 

agreed to by the head of the receiving element and the 

head of the detailing element, for a period not to ex-

ceed 2 years.’’ 

§ 3049a. Special pay authority for science, tech-
nology, engineering, or mathematics posi-
tions 

(a) Authority to set special rates of pay 

Notwithstanding part III of title 5, the head of 
each element of the intelligence community 
may establish higher minimum rates of pay for 
1 or more categories of positions in such ele-
ment that require expertise in science, tech-
nology, engineering, or mathematics (STEM). 

(b) Maximum special rate of pay 

A minimum rate of pay established for a cat-
egory of positions under subsection (a) may not 
exceed the maximum rate of basic pay (exclud-
ing any locality-based comparability payment 
under section 5304 of title 5 or similar provision 
of law) for the position in that category of posi-
tions without the authority of subsection (a) by 
more than 30 percent, and no rate may be estab-
lished under this section in excess of the rate of 
basic pay payable for level IV of the Executive 
Schedule under section 5315 of title 5. 

(c) Notification of removal from special rate of 
pay 

If the head of an element of the intelligence 
community removes a category of positions 
from coverage under a rate of pay authorized by 
subsection (a) after that rate of pay takes ef-
fect— 

(1) the head of such element shall provide 
notice of the loss of coverage of the special 
rate of pay to each individual in such cat-
egory; and 

(2) the loss of coverage will take effect on 
the first day of the first pay period after the 
date of the notice. 

(d) Revision of special rates of pay 

Subject to the limitations in this section, 
rates of pay established under this section by 

the head of the element of the intelligence com-
munity may be revised from time to time by the 
head of such element and the revisions have the 
force and effect of statute. 

(e) Regulations 

The head of each element of the intelligence 
community shall promulgate regulations to 
carry out this section with respect to such ele-
ment, which shall, to the extent practicable, be 
comparable to the regulations promulgated to 
carry out section 5305 of title 5. 

(f) Reports 

(1) Requirement for reports 

Not later than 90 days after May 5, 2017, the 
head of each element of the intelligence com-
munity shall submit to the congressional in-
telligence committees a report on any rates of 
pay established for such element under this 
section. 

(2) Contents 

Each report required by paragraph (1) shall 
contain for each element of the intelligence 
community— 

(A) a description of any rates of pay estab-
lished under subsection (a); and 

(B) the number of positions in such ele-
ment that will be subject to such rates of 
pay. 

(July 26, 1947, ch. 343, title I, § 113B, as added 
Pub. L. 115–31, div. N, title III, § 305(a), May 5, 
2017, 131 Stat. 811.) 

§ 3050. Annual report on hiring and retention of 
minority employees 

(a) In general 

The Director of National Intelligence shall, on 
an annual basis, submit to Congress a report on 
the employment of covered persons within each 
element of the intelligence community for the 
preceding fiscal year. 

(b) Content 

Each such report shall include disaggregated 
data by category of covered person from each 
element of the intelligence community on the 
following: 

(1) Of all individuals employed in the ele-
ment during the fiscal year involved, the ag-
gregate percentage of such individuals who are 
covered persons. 

(2) Of all individuals employed in the ele-
ment during the fiscal year involved at the 
levels referred to in subparagraphs (A) and (B), 
the percentage of covered persons employed at 
such levels: 

(A) Positions at levels 1 through 15 of the 
General Schedule. 

(B) Positions at levels above GS–15. 

(3) Of all individuals hired by the element in-
volved during the fiscal year involved, the per-
centage of such individuals who are covered 
persons. 

(c) Form 

Each such report shall be submitted in unclas-
sified form, but may contain a classified annex. 

(d) Construction 

Nothing in this section shall be construed as 
providing for the substitution of any similar re-
port required under another provision of law. 
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(e) ‘‘Covered persons’’ defined 

In this section the term ‘‘covered persons’’ 
means— 

(1) racial and ethnic minorities; 
(2) women; and 
(3) individuals with disabilities. 

(July 26, 1947, ch. 343, title I, § 114, as added Pub. 
L. 105–272, title III, § 307(a), Oct. 20, 1998, 112 Stat. 
2401; amended Pub. L. 107–306, title III, §§ 324, 
353(b)(6), title VIII, §§ 811(b)(1)(D), 821, 822, Nov. 
27, 2002, 116 Stat. 2393, 2402, 2422, 2426, 2427; Pub. 
L. 108–177, title III, § 361(c), (d), Dec. 13, 2003, 117 
Stat. 2625; Pub. L. 108–458, title I, § 1071(a)(1)(N), 
(O), (3)(A), (7), Dec. 17, 2004, 118 Stat. 3689, 3690; 
Pub. L. 112–277, title III, § 310(a)(2), Jan. 14, 2013, 
126 Stat. 2474; Pub. L. 113–126, title III, § 329(a)(1), 
(c)(2), July 7, 2014, 128 Stat. 1405, 1406.) 

REFERENCES IN TEXT 

The General Schedule, referred to in subsec. (b)(2), is 

set out under section 5332 of Title 5, Government Orga-

nization and Employees. 

CODIFICATION 

Section was formerly classified to section 404i of this 

title prior to editorial reclassification and renumbering 

as this section. Some section numbers of this title ref-

erenced in amendment notes below reflect the classi-

fication of such sections prior to their editorial reclas-

sification. 

AMENDMENTS 

2014—Pub. L. 113–126, § 329(c)(2)(A), substituted ‘‘An-

nual report on hiring and retention of minority em-

ployees’’ for ‘‘Additional annual reports from the Di-

rector of National Intelligence’’ in section catchline. 
Subsec. (a). Pub. L. 113–126, § 329(c)(2)(B), (C), struck 

out subsec. (a) designation and heading ‘‘Annual report 

on hiring and retention of minority employees’’ and re-

designated par. (1) as subsec. (a). Former pars. (2) to (5) 

redesignated subsecs. (b) to (e), respectively. 
Subsec. (b). Pub. L. 113–126, § 329(c)(2)(C), (D), redesig-

nated subsec. (a)(2) as (b), redesignated subpars. (A) to 

(C) of former subsec. (a)(2) as pars. (1) to (3), respec-

tively, of subsec. (b), and in par. (2) as redesignated, 

substituted ‘‘subparagraphs (A) and (B)’’ for ‘‘clauses (i) 

and (ii)’’ in introductory provisions and redesignated 

cls. (i) and (ii) as subpars. (A) and (B), respectively. 
Pub. L. 113–126, § 329(a)(1), struck out subsec. (b) 

which related to annual report on threat of attack on 

the United States using weapons of mass destruction. 
Subsec. (c). Pub. L. 113–126, § 329(c)(2)(C), redesignated 

subsec. (a)(3) as (c). 
Subsec. (d). Pub. L. 113–126, § 329(c)(2)(C), (E), redesig-

nated subsec. (a)(4) as (d) and substituted ‘‘section’’ for 

‘‘subsection’’. 
Subsec. (e). Pub. L. 113–126, § 329(c)(2)(C), (F), redesig-

nated subsec. (a)(5) as (e), substituted ‘‘section’’ for 

‘‘subsection,’’ in introductory provisions, and redesig-

nated subpars. (A) to (C) of former subsec. (a)(5) as pars. 

(1) to (3), respectively, of subsec. (e). 
2013—Pub. L. 112–277 redesignated subsecs. (b) and (c) 

as (a) and (b), respectively, struck out former subsec. 

(a) which required annual reports on the safety and se-

curity of Russian nuclear facilities and nuclear mili-

tary forces, and struck out subsec. (d) which defined 

the term ‘‘congressional leadership’’. 
2004—Pub. L. 108–458, § 1071(a)(7), substituted ‘‘Addi-

tional annual reports from the Director of National In-

telligence’’ for ‘‘Additional annual reports from the Di-

rector of Central Intelligence’’ in section catchline. 
Subsec. (a)(1). Pub. L. 108–458, § 1071(a)(1)(N), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 
Subsec. (b)(1). Pub. L. 108–458, § 1071(a)(1)(O), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 

Subsec. (c)(1). Pub. L. 108–458, § 1071(a)(3)(A), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor’’. 
2003—Subsec. (a). Pub. L. 108–177, § 361(c), redesignated 

subsec. (b) as (a) and struck out former subsec. (a), 

which related to annual reports on intelligence commu-

nity cooperation with Federal law enforcement agen-

cies. 
Subsecs. (b), (c). Pub. L. 108–177, § 361(c)(2), redesig-

nated subsecs. (c) and (d) as (b) and (c), respectively. 

Former subsec. (b) redesignated (a). 
Subsec. (d). Pub. L. 108–177, § 361(d), redesignated sub-

sec. (e) as (d) and struck out former subsec. (d), which 

related to annual reports on covert leases of the intel-

ligence community. 
Pub. L. 108–177, § 361(c)(2), redesignated subsec. (e) as 

(d). Former subsec. (d) redesignated (c). 
Subsec. (e). Pub. L. 108–177, § 361(d)(2), redesignated 

subsec. (e) as (d). 
Pub. L. 108–177, § 361(c)(2), redesignated subsec. (f) as 

(e). Former subsec. (e) redesignated (d). 
Subsec. (f). Pub. L. 108–177, § 361(c)(2), redesignated 

subsec. (f) as (e). 
2002—Subsec. (a)(1). Pub. L. 107–306, § 811(b)(1)(D)(i)(I), 

struck out ‘‘the congressional intelligence committees 

and’’ before ‘‘the congressional leadership’’. 
Subsec. (a)(2) to (4). Pub. L. 107–306, 

§ 811(b)(1)(D)(i)(II), (III), added par. (2) and redesignated 

former pars. (2) and (3) as (3) and (4), respectively. 
Subsec. (b)(1). Pub. L. 107–306, § 811(b)(1)(D)(ii), sub-

stituted ‘‘submit to the congressional leadership on an 

annual basis, and to the congressional intelligence 

committees on the date each year provided in section 

415b of this title,’’ for ‘‘, on an annual basis, submit to 

the congressional intelligence committees and the con-

gressional leadership’’. 
Subsec. (c). Pub. L. 107–306, § 324(2), added subsec. (c). 

Former subsec. (c) redesignated (d). 
Subsec. (d). Pub. L. 107–306, § 821(2), added subsec. (d). 

Former subsec. (d) redesignated (e). 
Pub. L. 107–306, § 353(b)(6), added subsec. (d) and 

struck out heading and text of former subsec. (d). Text 

read as follows: ‘‘In this section: 
‘‘(1) The term ‘congressional intelligence commit-

tees’ means the Permanent Select Committee on In-

telligence of the House of Representatives and the Se-

lect Committee on Intelligence of the Senate. 
‘‘(2) The term ‘congressional leadership’ means the 

Speaker and the minority leader of the House of Rep-

resentatives and the majority leader and the minor-

ity leader of the Senate.’’ 
Pub. L. 107–306, § 324(1), redesignated subsec. (c) as (d). 
Subsec (e). Pub. L. 107–306, § 822(2), added subsec. (e). 

Former subsec. (e) redesignated (f). 
Pub. L. 107–306, § 821(1), redesignated subsec. (d) as (e). 
Subsec. (f). Pub. L. 107–306, § 822(1), redesignated sub-

sec. (e) as (f). 

CHANGE OF NAME 

Committee on International Relations of House of 

Representatives changed to Committee on Foreign Af-

fairs of House of Representatives by House Resolution 

No. 6, One Hundred Tenth Congress, Jan. 5, 2007. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 
Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

EFFECTIVE DATE OF 2003 AMENDMENT 

Amendment by Pub. L. 108–177 effective Dec. 31, 2003, 

see section 361(n) of Pub. L. 108–177, set out as a note 

under section 1611 of Title 10, Armed Forces. 
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REPORT AND STRATEGIC PLAN ON BIOLOGICAL WEAPONS 

Pub. L. 111–259, title III, § 335, Oct. 7, 2010, 124 Stat. 

2688, provided that: 
‘‘(a) REQUIREMENT FOR REPORT.—Not later than 180 

days after the date of the enactment of this Act [Oct. 

7, 2010], the Director of National Intelligence shall sub-

mit to the congressional intelligence committees a re-

port on— 
‘‘(1) the intelligence collection efforts of the United 

States dedicated to assessing the threat from biologi-

cal weapons from state, nonstate, or rogue actors, ei-

ther foreign or domestic; and 
‘‘(2) efforts to protect the biodefense knowledge and 

infrastructure of the United States. 
‘‘(b) CONTENT.—The report required by subsection (a) 

shall include— 
‘‘(1) an assessment of the intelligence collection ef-

forts of the United States dedicated to detecting the 

development or use of biological weapons by state, 

nonstate, or rogue actors, either foreign or domestic; 
‘‘(2) information on fiscal, human, technical, open- 

source, and other intelligence collection resources of 

the United States dedicated for use to detect or pro-

tect against the threat of biological weapons; 
‘‘(3) an assessment of any problems that may re-

duce the overall effectiveness of United States intel-

ligence collection and analysis to identify and pro-

tect biological weapons targets, including— 
‘‘(A) intelligence collection gaps or inefficiencies; 
‘‘(B) inadequate information sharing practices; or 
‘‘(C) inadequate cooperation among departments 

or agencies of the United States; 
‘‘(4) a strategic plan prepared by the Director of Na-

tional Intelligence, in coordination with the Attor-

ney General, the Secretary of Defense, and the Sec-

retary of Homeland Security, that provides for ac-

tions for the appropriate elements of the intelligence 

community to close important intelligence gaps re-

lated to biological weapons; 
‘‘(5) a description of appropriate goals, schedules, 

milestones, or metrics to measure the long-term ef-

fectiveness of actions implemented to carry out the 

plan described in paragraph (4); and 
‘‘(6) any long-term resource and human capital is-

sues related to the collection of intelligence regard-

ing biological weapons, including any recommenda-

tions to address shortfalls of experienced and quali-

fied staff possessing relevant scientific, language, and 

technical skills. 
‘‘(c) IMPLEMENTATION OF STRATEGIC PLAN.—Not later 

than 30 days after the date on which the Director of Na-

tional Intelligence submits the report required by sub-

section (a), the Director shall begin implementation of 

the strategic plan referred to in subsection (b)(4).’’ 
[For definitions of terms used in section 335 of Pub. 

L. 111–259, set out above, see section 2 of Pub. L. 111–259, 

set out as a Definitions note under section 3003 of this 

title.] 

DATE FOR FIRST REPORT ON COOPERATION WITH 

CIVILIAN LAW ENFORCEMENT AGENCIES 

Pub. L. 105–272, title III, § 307(c), Oct. 20, 1998, 112 Stat. 

2402, provided that the first report under former subsec. 

(a) of this section was to be submitted not later than 

Dec. 31, 1999. 

§ 3051. Repealed. Pub. L. 111–259, title III, 
§ 347(c), Oct. 7, 2010, 124 Stat. 2698 

Section, act July 26, 1947, ch. 343, title I, § 114A, as 

added Pub. L. 107–306, title VIII, § 823(a), Nov. 27, 2002, 

116 Stat. 2427; amended Pub. L. 108–136, div. A, title IX, 

§ 921(g), Nov. 24, 2003, 117 Stat. 1570; Pub. L. 108–458, title 

I, § 1071(a)(4), Dec. 17, 2004, 118 Stat. 3690, related to an-

nual report on improvement of financial statements for 

auditing purposes. 

CODIFICATION 

Section was formerly classified to section 404i–1 of 

this title and repealed prior to editorial reclassification 

and renumbering as this section. 

CORRECTING LONG-STANDING MATERIAL WEAKNESSES 

Pub. L. 111–259, title III, § 368, Oct. 7, 2010, 124 Stat. 

2705, provided that: 

‘‘(a) DEFINITIONS.—In this section: 

‘‘(1) COVERED ELEMENT OF THE INTELLIGENCE COMMU-

NITY.—The term ‘covered element of the intelligence 

community’ means— 

‘‘(A) the Central Intelligence Agency; 

‘‘(B) the Defense Intelligence Agency; 

‘‘(C) the National Geospatial-Intelligence Agency; 

‘‘(D) the National Reconnaissance Office; or 

‘‘(E) the National Security Agency. 

‘‘(2) INDEPENDENT AUDITOR.—The term ‘independent 

auditor’ means an individual who— 

‘‘(A)(i) is a Federal, State, or local government 

auditor who meets the independence standards in-

cluded in generally accepted government auditing 

standards; or 

‘‘(ii) is a public accountant who meets such inde-

pendence standards; and 

‘‘(B) is designated as an auditor by the Director of 

National Intelligence or the head of a covered ele-

ment of the intelligence community, as appro-

priate. 

‘‘(3) INDEPENDENT REVIEW.—The term ‘independent 

review’ means an audit, attestation, or examination 

conducted by an independent auditor in accordance 

with generally accepted government auditing stand-

ards. 

‘‘(4) LONG-STANDING, CORRECTABLE MATERIAL WEAK-

NESS.—The term ‘long-standing, correctable material 

weakness’ means a material weakness— 

‘‘(A) that was first reported in the annual finan-

cial report of a covered element of the intelligence 

community for a fiscal year prior to fiscal year 

2007; and 

‘‘(B) the correction of which is not substantially 

dependent on a business system that was not imple-

mented prior to the end of fiscal year 2010. 

‘‘(5) MATERIAL WEAKNESS.—The term ‘material 

weakness’ has the meaning given that term under the 

Office of Management and Budget Circular A–123, en-

titled ‘Management’s Responsibility for Internal Con-

trol,’ revised December 21, 2004. 

‘‘(6) SENIOR INTELLIGENCE MANAGEMENT OFFICIAL.— 

The term ‘senior intelligence management official’ 

means an official within a covered element of the in-

telligence community who is— 

‘‘(A)(i) compensated under the Senior Intelligence 

Service pay scale; or 

‘‘(ii) the head of a covered element of the intel-

ligence community; and 

‘‘(B) compensated for employment with funds ap-

propriated pursuant to an authorization of appro-

priations in this Act [Pub. L. 111–259, see Tables for 

classification]. 

‘‘(b) IDENTIFICATION OF SENIOR INTELLIGENCE MANAGE-

MENT OFFICIALS.— 

‘‘(1) REQUIREMENT TO IDENTIFY.—Not later than 30 

days after the date of the enactment of this Act [Oct. 

7, 2010], the head of a covered element of the intel-

ligence community shall designate a senior intel-

ligence management official of such element to be re-

sponsible for correcting each long-standing, correct-

able material weakness of such element. 

‘‘(2) HEAD OF A COVERED ELEMENT OF THE INTEL-

LIGENCE COMMUNITY.—The head of a covered element 

of the intelligence community may designate himself 

or herself as the senior intelligence management offi-

cial responsible for correcting a long-standing, cor-

rectable material weakness under paragraph (1). 

‘‘(3) REQUIREMENT TO UPDATE DESIGNATION.—If the 

head of a covered element of the intelligence commu-

nity determines that a senior intelligence manage-

ment official designated under paragraph (1) is no 

longer responsible for correcting a long-standing, cor-

rectable material weakness, the head of such element 

shall designate the successor to such official not later 

than 10 days after the date of such determination. 
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‘‘(c) NOTIFICATION.—Not later than 10 days after the 

date on which the head of a covered element of the in-

telligence community has designated a senior intel-

ligence management official pursuant to paragraph (1) 

or (3) of subsection (b), the head of such element shall 

provide written notification of such designation to the 

Director of National Intelligence and to such senior in-

telligence management official. 
‘‘(d) CORRECTION OF LONG-STANDING, MATERIAL WEAK-

NESS.— 
‘‘(1) DETERMINATION OF CORRECTION OF DEFICIENCY.— 

If a long-standing, correctable material weakness is 

corrected, the senior intelligence management offi-

cial who is responsible for correcting such long-stand-

ing, correctable material weakness shall make and 

issue a determination of the correction. 
‘‘(2) BASIS FOR DETERMINATION.—The determination 

of the senior intelligence management official under 

paragraph (1) shall be based on the findings of an 

independent review. 
‘‘(3) NOTIFICATION AND SUBMISSION OF FINDINGS.—A 

senior intelligence management official who makes a 

determination under paragraph (1) shall— 
‘‘(A) notify the head of the appropriate covered 

element of the intelligence community of such de-

termination at the time the determination is made; 

and 
‘‘(B) ensure that the independent auditor whose 

findings are the basis of a determination under 

paragraph (1) submits to the head of the covered 

element of the intelligence community and the Di-

rector of National Intelligence the findings that 

such determination is based on not later than 5 

days after the date on which such determination is 

made. 
‘‘(e) CONGRESSIONAL OVERSIGHT.—The head of a cov-

ered element of the intelligence community shall no-

tify the congressional intelligence committees not 

later than 30 days after the date— 
‘‘(1) on which a senior intelligence management of-

ficial is designated under paragraph (1) or (3) of sub-

section (b) and notified under subsection (c); or 
‘‘(2) of the correction of a long-standing, correct-

able material weakness, as verified by an independent 

auditor under subsection (d)(2).’’ 
[For definition of ‘‘congressional intelligence com-

mittees’’ as used in section 368 of Pub. L. 111–259, set 

out above, see section 2 of Pub. L. 111–259, set out as a 

Definitions note under section 3003 of this title.] 

§ 3052. Limitation on establishment or operation 
of diplomatic intelligence support centers 

(a) In general 

(1) A diplomatic intelligence support center 
may not be established, operated, or maintained 
without the prior approval of the Director of Na-
tional Intelligence. 

(2) The Director may only approve the estab-
lishment, operation, or maintenance of a diplo-
matic intelligence support center if the Director 
determines that the establishment, operation, 
or maintenance of such center is required to 
provide necessary intelligence support in fur-
therance of the national security interests of 
the United States. 

(b) Prohibition of use of appropriations 

Amounts appropriated pursuant to authoriza-
tions by law for intelligence and intelligence-re-
lated activities may not be obligated or ex-
pended for the establishment, operation, or 
maintenance of a diplomatic intelligence sup-
port center that is not approved by the Director 
of National Intelligence. 

(c) Definitions 

In this section: 

(1) The term ‘‘diplomatic intelligence sup-
port center’’ means an entity to which em-
ployees of the various elements of the intel-
ligence community (as defined in section 
3003(4) of this title) are detailed for the pur-
pose of providing analytical intelligence sup-
port that— 

(A) consists of intelligence analyses on 
military or political matters and expertise 
to conduct limited assessments and dynamic 
taskings for a chief of mission; and 

(B) is not intelligence support tradition-
ally provided to a chief of mission by the Di-
rector of National Intelligence. 

(2) The term ‘‘chief of mission’’ has the 
meaning given that term by section 3902(3) of 
title 22, and includes ambassadors at large and 
ministers of diplomatic missions of the United 
States, or persons appointed to lead United 
States offices abroad designated by the Sec-
retary of State as diplomatic in nature. 

(d) Termination 

This section shall cease to be effective on Oc-
tober 1, 2000. 

(July 26, 1947, ch. 343, title I, § 115, as added Pub. 
L. 106–120, title III, § 303(a), Dec. 3, 1999, 113 Stat. 
1610; amended Pub. L. 108–458, title I, 
§ 1071(a)(1)(P)–(R), Dec. 17, 2004, 118 Stat. 3689.) 

CODIFICATION 

Section was formerly classified to section 404j of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2004—Subsec. (a)(1). Pub. L. 108–458, § 1071(a)(1)(P), 

substituted ‘‘Director of National Intelligence’’ for ‘‘Di-

rector of Central Intelligence’’. 

Subsec. (b). Pub. L. 108–458, § 1071(a)(1)(Q), substituted 

‘‘Director of National Intelligence’’ for ‘‘Director of 

Central Intelligence’’. 

Subsec. (c)(1)(B). Pub. L. 108–458, § 1071(a)(1)(R), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

§ 3053. Travel on any common carrier for certain 
intelligence collection personnel 

(a) In general 

Notwithstanding any other provision of law, 
the Director of National Intelligence may au-
thorize travel on any common carrier when such 
travel, in the discretion of the Director— 

(1) is consistent with intelligence commu-
nity mission requirements, or 

(2) is required for cover purposes, oper-
ational needs, or other exceptional circum-
stances necessary for the successful perform-
ance of an intelligence community mission. 
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1 So in original. Probably should be ‘‘an’’. 

(b) Authorized delegation of duty 

The Director of National Intelligence may 
only delegate the authority granted by this sec-
tion to the Principal Deputy Director of Na-
tional Intelligence, or with respect to employees 
of the Central Intelligence Agency, to the Direc-
tor of the Central Intelligence Agency, who may 
delegate such authority to other appropriate of-
ficials of the Central Intelligence Agency. 

(July 26, 1947, ch. 343, title I, § 116, as added Pub. 
L. 106–567, title III, § 305(a), Dec. 27, 2000, 114 
Stat. 2838; amended Pub. L. 108–458, title I, 
§§ 1071(a)(1)(S), (3)(B), 1072(a)(5), Dec. 17, 2004, 118 
Stat. 3689, 3690, 3692; Pub. L. 111–259, title IV, 
§ 424, Oct. 7, 2010, 124 Stat. 2728.) 

CODIFICATION 

Section was formerly classified to section 404k of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2010—Subsec. (b). Pub. L. 111–259 substituted ‘‘, who 

may delegate such authority to other appropriate offi-

cials of the Central Intelligence Agency.’’ for the pe-

riod. 
2004—Subsec. (a). Pub. L. 108–458, § 1071(a)(1)(S), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’ in introductory provisions. 
Subsec. (b). Pub. L. 108–458, § 1072(a)(5), which directed 

amendment of subsec. (b) by substituting ‘‘to the Prin-

cipal Deputy Director of National Intelligence, or with 

respect to employees of the Central Intelligence Agen-

cy, to the Director of the Central Intelligence Agency’’ 

for ‘‘to the Deputy Director of Central Intelligence, or 

with respect to employees of the Central Intelligence 

Agency, the Director may delegate such authority to 

the Deputy Director for Operations’’, was executed by 

making the substitution for ‘‘to the Deputy Director of 

Central Intelligence, or with respect to employees of 

the Central Intelligence Agency the Director may dele-

gate such authority to the Deputy Director for Oper-

ations’’, to reflect the probable intent of Congress. 
Pub. L. 108–458, § 1071(a)(3)(B), which directed amend-

ment of subsec. (b) by substituting ‘‘Director of Na-

tional Intelligence’’ for ‘‘Director’’ each place it ap-

peared, was executed by making the substitution the 

first place it appeared to reflect the probable intent of 

Congress. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 
Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

§ 3054. POW/MIA analytic capability 

(a) Requirement 

(1) The Director of National Intelligence shall, 
in consultation with the Secretary of Defense, 
establish and maintain in the intelligence com-
munity an analytic capability with responsibil-
ity for intelligence in support of the activities of 
the United States relating to individuals who, 
after December 31, 1990, are unaccounted for 
United States personnel. 

(2) The analytic capability maintained under 
paragraph (1) shall be known as the ‘‘POW/MIA 

analytic capability of the intelligence commu-
nity’’. 

(b) Unaccounted for United States personnel 

In this section, the term ‘‘unaccounted for 
United States personnel’’ means the following: 

(1) Any missing person (as that term is de-
fined in section 1513(1) of title 10). 

(2) Any United States national who was 
killed while engaged in activities on behalf of 
the United States and whose remains have not 
been repatriated to the United States. 

(July 26, 1947, ch. 343, title I, § 117, as added Pub. 
L. 106–567, title III, § 307(a), Dec. 27, 2000, 114 
Stat. 2839; amended Pub. L. 108–458, title I, 
§ 1071(a)(1)(T), Dec. 17, 2004, 118 Stat. 3689.) 

CODIFICATION 

Section was formerly classified to section 404l of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2004—Subsec. (a)(1). Pub. L. 108–458 substituted ‘‘Di-

rector of National Intelligence’’ for ‘‘Director of Cen-

tral Intelligence’’. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 
Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

§ 3055. Annual report on financial intelligence on 
terrorist assets 

(a) Annual report 

On a 1 annual basis, the Secretary of the Treas-
ury (acting through the head of the Office of In-
telligence Support) shall submit a report to the 
appropriate congressional committees that fully 
informs the committees concerning operations 
against terrorist financial networks. Each such 
report shall include with respect to the preced-
ing one-year period— 

(1) the total number of asset seizures, des-
ignations, and other actions against individ-
uals or entities found to have engaged in fi-
nancial support of terrorism; 

(2) the total number of physical searches of 
offices, residences, or financial records of indi-
viduals or entities suspected of having en-
gaged in financial support for terrorist activ-
ity; and 

(3) whether the financial intelligence infor-
mation seized in these cases has been shared 
on a full and timely basis with the all depart-
ments, agencies, and other entities of the 
United States Government involved in intel-
ligence activities participating in the Foreign 
Terrorist Asset Tracking Center. 

(b) Immediate notification for emergency des-
ignation 

In the case of a designation of an individual or 
entity, or the assets of an individual or entity, 
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as having been found to have engaged in terror-
ist activities, the Secretary of the Treasury 
shall report such designation within 24 hours of 
such a designation to the appropriate congres-
sional committees. 

(c) Submittal date of reports to congressional in-
telligence committees 

In the case of the reports required to be sub-
mitted under subsection (a) to the congressional 
intelligence committees, the submittal dates for 
such reports shall be as provided in section 3106 
of this title. 

(d) Appropriate congressional committees de-
fined 

In this section, the term ‘‘appropriate congres-
sional committees’’ means the following: 

(1) The Permanent Select Committee on In-
telligence, the Committee on Appropriations, 
the Committee on Armed Services, and the 
Committee on Financial Services of the House 
of Representatives. 

(2) The Select Committee on Intelligence, 
the Committee on Appropriations, the Com-
mittee on Armed Services, and the Committee 
on Banking, Housing, and Urban Affairs of the 
Senate. 

(July 26, 1947, ch. 343, title I, § 118, as added Pub. 
L. 107–306, title III, § 342(a)(1), Nov. 27, 2002, 116 
Stat. 2398; amended Pub. L. 111–259, title III, 
§ 347(d), Oct. 7, 2010, 124 Stat. 2698.) 

CODIFICATION 

Section was formerly classified to section 404m of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2010—Pub. L. 111–259, § 347(d)(1), substituted ‘‘Annual’’ 

for ‘‘Semiannual’’ in section catchline. 
Subsec. (a). Pub. L. 111–259, § 347(d)(2)(A), (B), in head-

ing, substituted ‘‘Annual’’ for ‘‘Semiannual’’ and, in in-

troductory provisions, substituted ‘‘annual basis’’ for 

‘‘semiannual basis’’ and ‘‘preceding one-year period’’ 

for ‘‘preceding six-month period’’. 
Subsec. (a)(2) to (4). Pub. L. 111–259, § 347(d)(2)(C), (D), 

redesignated pars. (3) and (4) as (2) and (3), respectively, 

and struck out former par. (2) which read as follows: 

‘‘the total number of applications for asset seizure and 

designations of individuals or entities suspected of hav-

ing engaged in financial support of terrorist activities 

that were granted, modified, or denied;’’. 
Subsec. (d)(1), (2). Pub. L. 111–259, § 347(d)(3), inserted 

‘‘the Committee on Armed Services,’’ after ‘‘the Com-

mittee on Appropriations,’’. 

§ 3056. National Counterterrorism Center 

(a) Establishment of Center 

There is within the Office of the Director of 
National Intelligence a National Counter-
terrorism Center. 

(b) Director of National Counterterrorism Center 

(1) There is a Director of the National 
Counterterrorism Center, who shall be the head 
of the National Counterterrorism Center, and 
who shall be appointed by the President, by and 
with the advice and consent of the Senate. 

(2) The Director of the National Counter-
terrorism Center may not simultaneously serve 
in any other capacity in the executive branch. 

(c) Reporting 

(1) The Director of the National Counter-
terrorism Center shall report to the Director of 

National Intelligence with respect to matters 
described in paragraph (2) and the President 
with respect to matters described in paragraph 
(3). 

(2) The matters described in this paragraph 
are as follows: 

(A) The budget and programs of the National 
Counterterrorism Center. 

(B) The activities of the Directorate of Intel-
ligence of the National Counterterrorism Cen-
ter under subsection (i). 

(C) The conduct of intelligence operations 
implemented by other elements of the intel-
ligence community; and 

(3) The matters described in this paragraph 
are the planning and progress of joint counter-
terrorism operations (other than intelligence 
operations). 

(d) Primary missions 

The primary missions of the National 
Counterterrorism Center shall be as follows: 

(1) To serve as the primary organization in 
the United States Government for analyzing 
and integrating all intelligence possessed or 
acquired by the United States Government 
pertaining to terrorism and counterterrorism, 
excepting intelligence pertaining exclusively 
to domestic terrorists and domestic counter-
terrorism. 

(2) To conduct strategic operational plan-
ning for counterterrorism activities, integrat-
ing all instruments of national power, includ-
ing diplomatic, financial, military, intel-
ligence, homeland security, and law enforce-
ment activities within and among agencies. 

(3) To assign roles and responsibilities as 
part of its strategic operational planning du-
ties to lead Departments or agencies, as appro-
priate, for counterterrorism activities that are 
consistent with applicable law and that sup-
port counterterrorism strategic operational 
plans, but shall not direct the execution of any 
resulting operations. 

(4) To ensure that agencies, as appropriate, 
have access to and receive all-source intel-
ligence support needed to execute their 
counterterrorism plans or perform independ-
ent, alternative analysis. 

(5) To ensure that such agencies have access 
to and receive intelligence needed to accom-
plish their assigned activities. 

(6) To serve as the central and shared knowl-
edge bank on known and suspected terrorists 
and international terror groups, as well as 
their goals, strategies, capabilities, and net-
works of contacts and support. 

(e) Domestic counterterrorism intelligence 

(1) The Center may, consistent with applicable 
law, the direction of the President, and the 
guidelines referred to in section 3024(b) of this 
title, receive intelligence pertaining exclusively 
to domestic counterterrorism from any Federal, 
State, or local government or other source nec-
essary to fulfill its responsibilities and retain 
and disseminate such intelligence. 

(2) Any agency authorized to conduct counter-
terrorism activities may request information 
from the Center to assist it in its responsibil-
ities, consistent with applicable law and the 
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guidelines referred to in section 3024(b) of this 
title. 

(f) Duties and responsibilities of Director 

(1) The Director of the National Counter-
terrorism Center shall— 

(A) serve as the principal adviser to the Di-
rector of National Intelligence on intelligence 
operations relating to counterterrorism; 

(B) provide strategic operational plans for 
the civilian and military counterterrorism ef-
forts of the United States Government and for 
the effective integration of counterterrorism 
intelligence and operations across agency 
boundaries, both inside and outside the United 
States; 

(C) advise the Director of National Intel-
ligence on the extent to which the counter-
terrorism program recommendations and 
budget proposals of the departments, agencies, 
and elements of the United States Govern-
ment conform to the priorities established by 
the President; 

(D) disseminate terrorism information, in-
cluding current terrorism threat analysis, to 
the President, the Vice President, the Sec-
retaries of State, Defense, and Homeland Se-
curity, the Attorney General, the Director of 
the Central Intelligence Agency, and other of-
ficials of the executive branch as appropriate, 
and to the appropriate committees of Con-
gress; 

(E) support the Department of Justice and 
the Department of Homeland Security, and 
other appropriate agencies, in fulfillment of 
their responsibilities to disseminate terrorism 
information, consistent with applicable law, 
guidelines referred to in section 3024(b) of this 
title, Executive orders and other Presidential 
guidance, to State and local government offi-
cials, and other entities, and coordinate dis-
semination of terrorism information to for-
eign governments as approved by the Director 
of National Intelligence; 

(F) develop a strategy for combining terror-
ist travel intelligence operations and law en-
forcement planning and operations into a co-
hesive effort to intercept terrorists, find ter-
rorist travel facilitators, and constrain terror-
ist mobility; 

(G) have primary responsibility within the 
United States Government for conducting net 
assessments of terrorist threats; 

(H) consistent with priorities approved by 
the President, assist the Director of National 
Intelligence in establishing requirements for 
the intelligence community for the collection 
of terrorism information; and 

(I) perform such other duties as the Director 
of National Intelligence may prescribe or are 
prescribed by law. 

(2) Nothing in paragraph (1)(G) shall limit the 
authority of the departments and agencies of 
the United States to conduct net assessments. 

(g) Limitation 

The Director of the National Counterterrorism 
Center may not direct the execution of counter-
terrorism operations. 

(h) Resolution of disputes 

The Director of National Intelligence shall re-
solve disagreements between the National 

Counterterrorism Center and the head of a de-
partment, agency, or element of the United 
States Government on designations, assign-
ments, plans, or responsibilities under this sec-
tion. The head of such a department, agency, or 
element may appeal the resolution of the dis-
agreement by the Director of National Intel-
ligence to the President. 

(i) Directorate of Intelligence 

The Director of the National Counterterrorism 
Center shall establish and maintain within the 
National Counterterrorism Center a Directorate 
of Intelligence which shall have primary respon-
sibility within the United States Government 
for analysis of terrorism and terrorist organiza-
tions (except for purely domestic terrorism and 
domestic terrorist organizations) from all 
sources of intelligence, whether collected inside 
or outside the United States. 

(j) Directorate of Strategic Operational Planning 

(1) The Director of the National Counter-
terrorism Center shall establish and maintain 
within the National Counterterrorism Center a 
Directorate of Strategic Operational Planning 
which shall provide strategic operational plans 
for counterterrorism operations conducted by 
the United States Government. 

(2) Strategic operational planning shall in-
clude the mission, objectives to be achieved, 
tasks to be performed, interagency coordination 
of operational activities, and the assignment of 
roles and responsibilities. 

(3) The Director of the National Counter-
terrorism Center shall monitor the implementa-
tion of strategic operational plans, and shall ob-
tain information from each element of the intel-
ligence community, and from each other depart-
ment, agency, or element of the United States 
Government relevant for monitoring the 
progress of such entity in implementing such 
plans. 

(July 26, 1947, ch. 343, title I, § 119, as added Pub. 
L. 108–458, title I, § 1021, Dec. 17, 2004, 118 Stat. 
3672; amended Pub. L. 111–259, title VIII, § 804(5), 
Oct. 7, 2010, 124 Stat. 2747.) 

CODIFICATION 

Section was formerly classified to section 404o of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2010—Subsec. (c)(2)(B). Pub. L. 111–259 substituted 

‘‘subsection (i)’’ for ‘‘subsection (h)’’. 

EFFECTIVE DATE 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

STRATEGY FOR COUNTERTERRORIST TRAVEL 

INTELLIGENCE 

Pub. L. 108–458, title VII, § 7201(b), Dec. 17, 2004, 118 

Stat. 3809, directed the Director of the National 

Counterterrorism Center, not later than 1 year after 

Dec. 17, 2004, to submit to Congress unclassified and 

classified versions of a strategy, to be developed in co-

ordination with all relevant Federal agencies, for com-

bining terrorist travel intelligence, operations, and law 
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enforcement into a cohesive effort to intercept terror-

ists, find terrorist travel facilitators, and constrain ter-

rorist mobility domestically and internationally. 

EXECUTIVE ORDER NO. 13354 

Ex. Ord. No. 13354, Aug. 27, 2004, 69 F.R. 53589, which 

established a National Counterterrorism Center, was 

revoked by Ex. Ord. No. 12333, § 3.6, Dec. 4, 1981, 46 F.R. 

59954, as amended by Ex. Ord. No. 13470, § 4(j), July 30, 

2008, 73 F.R. 45341, set out as a note under section 3001 

of this title. 

§ 3057. National Counter Proliferation Center 

(a) Establishment 

(1) The President shall establish a National 
Counter Proliferation Center, taking into ac-
count all appropriate government tools to pre-
vent and halt the proliferation of weapons of 
mass destruction, their delivery systems, and 
related materials and technologies. 

(2) The head of the National Counter Prolifera-
tion Center shall be the Director of the National 
Counter Proliferation Center, who shall be ap-
pointed by the Director of National Intelligence. 

(3) The National Counter Proliferation Center 
shall be located within the Office of the Director 
of National Intelligence. 

(b) Missions and objectives 

In establishing the National Counter Pro-
liferation Center, the President shall address 
the following missions and objectives to prevent 
and halt the proliferation of weapons of mass de-
struction, their delivery systems, and related 
materials and technologies: 

(1) Establishing a primary organization 
within the United States Government for ana-
lyzing and integrating all intelligence pos-
sessed or acquired by the United States per-
taining to proliferation. 

(2) Ensuring that appropriate agencies have 
full access to and receive all-source intel-
ligence support needed to execute their 
counter proliferation plans or activities, and 
perform independent, alternative analyses. 

(3) Establishing a central repository on 
known and suspected proliferation activities, 
including the goals, strategies, capabilities, 
networks, and any individuals, groups, or enti-
ties engaged in proliferation. 

(4) Disseminating proliferation information, 
including proliferation threats and analyses, 
to the President, to the appropriate depart-
ments and agencies, and to the appropriate 
committees of Congress. 

(5) Conducting net assessments and warnings 
about the proliferation of weapons of mass de-
struction, their delivery systems, and related 
materials and technologies. 

(6) Coordinating counter proliferation plans 
and activities of the various departments and 
agencies of the United States Government to 
prevent and halt the proliferation of weapons 
of mass destruction, their delivery systems, 
and related materials and technologies. 

(7) Conducting strategic operational counter 
proliferation planning for the United States 
Government to prevent and halt the prolifera-
tion of weapons of mass destruction, their de-
livery systems, and related materials and 
technologies. 

(c) National security waiver 

The President may waive the requirements of 
this section, and any parts thereof, if the Presi-
dent determines that such requirements do not 
materially improve the ability of the United 
States Government to prevent and halt the pro-
liferation of weapons of mass destruction, their 
delivery systems, and related materials and 
technologies. Such waiver shall be made in writ-
ing to Congress and shall include a description 
of how the missions and objectives in subsection 
(b) are being met. 

(d) Report to Congress 

(1) Not later than nine months after the imple-
mentation of this chapter, the President shall 
submit to Congress, in classified form if nec-
essary, the findings and recommendations of the 
President’s Commission on Weapons of Mass De-
struction established by Executive Order in Feb-
ruary 2004, together with the views of the Presi-
dent regarding the establishment of a National 
Counter Proliferation Center. 

(2) If the President decides not to exercise the 
waiver authority granted by subsection (c), the 
President shall submit to Congress from time to 
time updates and plans regarding the establish-
ment of a National Counter Proliferation Cen-
ter. 

(e) Sense of Congress 

It is the sense of Congress that a central fea-
ture of counter proliferation activities, consist-
ent with the President’s Proliferation Security 
Initiative, should include the physical interdic-
tion, by air, sea, or land, of weapons of mass de-
struction, their delivery systems, and related 
materials and technologies, and enhanced law 
enforcement activities to identify and disrupt 
proliferation networks, activities, organiza-
tions, and persons. 

(July 26, 1947, ch. 343, title I, § 119A, as added 
Pub. L. 108–458, title I, § 1022, Dec. 17, 2004, 118 
Stat. 3675; amended Pub. L. 111–259, title IV, 
§ 407(a), Oct. 7, 2010, 124 Stat. 2721.) 

REFERENCES IN TEXT 

This chapter, referred to in subsec. (d)(1), was in the 

original ‘‘this Act’’, meaning act July 26, 1947, ch. 343, 

61 Stat. 495, known as the National Security Act of 

1947, which is classified principally to this chapter. For 

complete classification of this Act to the Code, see 

Tables. 
The Executive Order in February 2004 establishing 

the President’s Commission on Weapons of Mass De-

struction, referred to in subsec. (d)(1), is Ex. Ord. No. 

13328, Feb. 6, 2004, 69 F.R. 6901, which was revoked by 

Ex. Ord. No. 13385, § 3(a), Sept. 29, 2005, 70 F.R. 57990, and 

was formerly set out as a note under section 2301 of this 

title. 

CODIFICATION 

Section was formerly classified to section 404o–1 of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2010—Subsec. (a). Pub. L. 111–259 designated existing 

provisions as par. (1), substituted ‘‘The’’ for ‘‘Not later 

than 18 months after December 17, 2004, the’’, and added 

pars. (2) and (3). 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 
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the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 
Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

DELEGATION OF FUNCTIONS 

Reporting functions of President under this section 

assigned to the Director of National Intelligence by 

section 3 of Memorandum of President of the United 

States, Apr. 21, 2005, 70 F.R. 48633, set out as a note 

under section 301 of Title 3, The President. 

§ 3058. National Intelligence Centers 

(a) Authority to establish 

The Director of National Intelligence may es-
tablish one or more national intelligence cen-
ters to address intelligence priorities, including, 
but not limited to, regional issues. 

(b) Resources of directors of centers 

(1) The Director of National Intelligence shall 
ensure that the head of each national intel-
ligence center under subsection (a) has appro-
priate authority, direction, and control of such 
center, and of the personnel assigned to such 
center, to carry out the assigned mission of such 
center. 

(2) The Director of National Intelligence shall 
ensure that each national intelligence center 
has appropriate personnel to accomplish effec-
tively the mission of such center. 

(c) Information sharing 

The Director of National Intelligence shall, to 
the extent appropriate and practicable, ensure 
that each national intelligence center under 
subsection (a) and the other elements of the in-
telligence community share information in 
order to facilitate the mission of such center. 

(d) Mission of centers 

Pursuant to the direction of the Director of 
National Intelligence, each national intelligence 
center under subsection (a) may, in the area of 
intelligence responsibility assigned to such cen-
ter— 

(1) have primary responsibility for providing 
all-source analysis of intelligence based upon 
intelligence gathered both domestically and 
abroad; 

(2) have primary responsibility for identify-
ing and proposing to the Director of National 
Intelligence intelligence collection and analy-
sis and production requirements; and 

(3) perform such other duties as the Director 
of National Intelligence shall specify. 

(e) Review and modification of centers 

The Director of National Intelligence shall de-
termine on a regular basis whether— 

(1) the area of intelligence responsibility as-
signed to each national intelligence center 
under subsection (a) continues to meet appro-
priate intelligence priorities; and 

(2) the staffing and management of such cen-
ter remains appropriate for the accomplish-
ment of the mission of such center. 

(f) Termination 

The Director of National Intelligence may ter-
minate any national intelligence center under 
subsection (a). 

(g) Separate budget account 

The Director of National Intelligence shall, as 
appropriate, include in the National Intelligence 
Program budget a separate line item for each 
national intelligence center under subsection 
(a). 

(July 26, 1947, ch. 343, title I, § 119B, as added 
Pub. L. 108–458, title I, § 1023, Dec. 17, 2004, 118 
Stat. 3676.) 

CODIFICATION 

Section was formerly classified to section 404o–2 of 

this title prior to editorial reclassification and renum-

bering as this section. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 
Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

SUBCHAPTER II—MISCELLANEOUS 
PROVISIONS 

§ 3071. National Security Agency voluntary sepa-
ration 

(a) Short title 

This section may be cited as the ‘‘National Se-
curity Agency Voluntary Separation Act’’. 

(b) Definitions 

For purposes of this section— 
(1) the term ‘‘Director’’ means the Director 

of the National Security Agency; and 
(2) the term ‘‘employee’’ means an employee 

of the National Security Agency, serving 
under an appointment without time limita-
tion, who has been currently employed by the 
National Security Agency for a continuous pe-
riod of at least 12 months prior to the effective 
date of the program established under sub-
section (c), except that such term does not in-
clude— 

(A) a reemployed annuitant under sub-
chapter III of chapter 83 or chapter 84 of title 
5 or another retirement system for employ-
ees of the Government; or 

(B) an employee having a disability on the 
basis of which such employee is or would be 
eligible for disability retirement under any 
of the retirement systems referred to in sub-
paragraph (A). 

(c) Establishment of program 

Notwithstanding any other provision of law, 
the Director, in his sole discretion, may estab-
lish a program under which employees may, 
after October 1, 2000, be eligible for early retire-
ment, offered separation pay to separate from 
service voluntarily, or both. 

(d) Early retirement 

An employee who— 
(1) is at least 50 years of age and has com-

pleted 20 years of service; or 
(2) has at least 25 years of service, 

may, pursuant to regulations promulgated under 
this section, apply and be retired from the Na-
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1 So in original. Probably should be ‘‘including’’. 

tional Security Agency and receive benefits in 
accordance with chapter 83 or 84 of title 5 if the 
employee has not less than 10 years of service 
with the National Security Agency. 

(e) Amount of separation pay and treatment for 
other purposes 

(1) Amount 

Separation pay shall be paid in a lump sum 
and shall be equal to the lesser of— 

(A) an amount equal to the amount the 
employee would be entitled to receive under 
section 5595(c) of title 5 if the employee were 
entitled to payment under such section; or 

(B) $25,000. 

(2) Treatment 

Separation pay shall not— 
(A) be a basis for payment, and shall not 

be included in the computation, of any other 
type of Government benefit; and 

(B) be taken into account for the purpose 
of determining the amount of any severance 
pay to which an individual may be entitled 
under section 5595 of title 5 based on any 
other separation. 

(f) Reemployment restrictions 

An employee who receives separation pay 
under such program may not be reemployed by 
the National Security Agency for the 12-month 
period beginning on the effective date of the em-
ployee’s separation. An employee who receives 
separation pay under this section on the basis of 
a separation occurring on or after March 30, 
1994, and accepts employment with the Govern-
ment of the United States within 5 years after 
the date of the separation on which payment of 
the separation pay is based shall be required to 
repay the entire amount of the separation pay 
to the National Security Agency. If the employ-
ment is with an Executive agency (as defined by 
section 105 of title 5), the Director of the Office 
of Personnel Management may, at the request of 
the head of the agency, waive the repayment if 
the individual involved possesses unique abili-
ties and is the only qualified applicant available 
for the position. If the employment is with an 
entity in the legislative branch, the head of the 
entity or the appointing official may waive the 
repayment if the individual involved possesses 
unique abilities and is the only qualified appli-
cant available for the position. If the employ-
ment is with the judicial branch, the Director of 
the Administrative Office of the United States 
Courts may waive the repayment if the individ-
ual involved possesses unique abilities and is the 
only qualified applicant available for the posi-
tion. 

(g) Bar on certain employment 

(1) Bar 

An employee may not be separated from 
service under this section unless the employee 
agrees that the employee will not— 

(A) act as agent or attorney for, or other-
wise represent, any other person (except the 
United States) in any formal or informal ap-
pearance before, or, with the intent to influ-
ence, make any oral or written communica-
tion on behalf of any other person (except 
the United States) to the National Security 
Agency; or 

(B) participate in any manner in the 
award, modification, or extension of any 
contract for property or services with the 
National Security Agency, 

during the 12-month period beginning on the 
effective date of the employee’s separation 
from service. 

(2) Penalty 

An employee who violates an agreement 
under this subsection shall be liable to the 
United States in the amount of the separation 
pay paid to the employee pursuant to this sec-
tion multiplied by the proportion of the 12- 
month period during which the employee was 
in violation of the agreement. 

(h) Limitations 

Under this program, early retirement and sep-
aration pay may be offered only— 

(1) with the prior approval of the Director; 
(2) for the period specified by the Director; 

and 
(3) to employees within such occupational 

groups or geographic locations, or subject to 
such other similar limitations or conditions, 
as the Director may require. 

(i) Regulations 

Before an employee may be eligible for early 
retirement, separation pay, or both, under this 
section, the Director shall prescribe such regula-
tions as may be necessary to carry out this sec-
tion. 

(j) Notification of exercise of authority 

The Director may not make an offer of early 
retirement, separation pay, or both, pursuant to 
this section until 15 days after submitting to the 
congressional intelligence committees a report 
describing the occupational groups or geo-
graphic locations, or other similar limitations 
or conditions, required by the Director under 
subsection (h), and includes 1 the proposed regu-
lations issued pursuant to subsection (i). 

(k) Remittance of funds 

In addition to any other payment that is re-
quired to be made under subchapter III of chap-
ter 83 or chapter 84 of title 5, the National Secu-
rity Agency shall remit to the Office of Person-
nel Management for deposit in the Treasury of 
the United States to the credit of the Civil Serv-
ice Retirement and Disability Fund, an amount 
equal to 15 percent of the final basic pay of each 
employee to whom a voluntary separation pay-
ment has been or is to be paid under this sec-
tion. The remittance required by this subsection 
shall be in lieu of any remittance required by 
section 4(a) of the Federal Workforce Restruc-
turing Act of 1994 (5 U.S.C. 8331 note). 

(July 26, 1947, ch. 343, title III, § 301, as added 
Pub. L. 106–567, title III, § 304(a), Dec. 27, 2000, 114 
Stat. 2836; amended Pub. L. 107–306, title III, 
§ 353(b)(2)(A), title VIII, § 841(b), Nov. 27, 2002, 116 
Stat. 2402, 2431.) 

REFERENCES IN TEXT 

Section 4(a) of the Federal Workforce Restructuring 

Act of 1994, referred to in subsec. (k), is section 4(a) of 
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Pub. L. 103–226, which is set out as a note under section 

8331 of Title 5, Government Organization and Employ-

ees. 

CODIFICATION 

Section was formerly classified to section 409a of this 

title prior to editorial reclassification and renumbering 

as this section. 

PRIOR PROVISIONS 

A prior section 301 of act July 26, 1947, ch. 343, title 

III, 61 Stat. 507; Apr. 2, 1949, ch. 47, § 2, 63 Stat. 31; Aug. 

10, 1949, ch. 412, § 10(a), 63 Stat. 585, was classified to sec-

tions 171b and 171c–1 of former Title 5, Executive De-

partments and Government Officers and Employees, 

prior to repeal by Pub. L. 89–554, § 8(a), Sept. 6, 1966, 80 

Stat. 632. 

AMENDMENTS 

2002—Subsec. (j). Pub. L. 107–306, § 841(b), substituted 

‘‘Notification of exercise of authority’’ for ‘‘Reporting 

requirements’’ in subsec. heading and struck out ‘‘(1) 

NOTIFICATION.—’’ before ‘‘The Director may’’ and par. 

(2) which read as follows: 

‘‘(2) ANNUAL REPORT.—The Director shall submit to 

the President and the Permanent Select Committee on 

Intelligence of the House of Representatives and the 

Select Committee on Intelligence of the Senate an an-

nual report on the effectiveness and costs of carrying 

out this section.’’ 

Pub. L. 107–306, § 353(b)(2)(A), substituted ‘‘congres-

sional intelligence committees’’ for ‘‘Permanent Select 

Committee on Intelligence of the House of Representa-

tives and the Select Committee on Intelligence of the 

Senate’’. 

§ 3072. Authority of Federal Bureau of Investiga-
tion to award personal services contracts 

(a) In general 

The Director of the Federal Bureau of Inves-
tigation may enter into personal services con-
tracts if the personal services to be provided 
under such contracts directly support the intel-
ligence or counterintelligence missions of the 
Federal Bureau of Investigation. 

(b) Inapplicability of certain requirements 

Contracts under subsection (a) shall not be 
subject to the annuity offset requirements of 
sections 8344 and 8468 of title 5, the requirements 
of section 3109 of title 5, or any law or regulation 
requiring competitive contracting. 

(c) Contract to be appropriate means of securing 
services 

The Chief Contracting Officer of the Federal 
Bureau of Investigation shall ensure that each 
personal services contract entered into by the 
Director under this section is the appropriate 
means of securing the services to be provided 
under such contract. 

(July 26, 1947, ch. 343, title III, § 302, as added 
Pub. L. 108–177, title III, § 311(a)(1), Dec. 13, 2003, 
117 Stat. 2605.) 

CODIFICATION 

Section was formerly classified to section 409b of this 

title prior to editorial reclassification and renumbering 

as this section. 

PRIOR PROVISIONS 

A prior section 302 of act July 26, 1947, ch. 343, title 

III, 61 Stat. 507; Aug. 10, 1949, ch. 412, § 10(b), 63 Stat. 585; 

Aug. 10, 1956, ch. 1041, § 21, 70A Stat. 629, was classified 

to section 171c–2 of former Title 5, Executive Depart-

ments and Government Officers and Employees, prior 

to repeal by Pub. L. 87–651, title III, § 307A, Sept. 7, 1962, 

76 Stat. 526. 

§ 3072a. Reports on exercise of authority 

(1) Not later than one year after December 13, 
2003, and annually thereafter, the Director of the 
Federal Bureau of Investigation shall submit to 
the appropriate committees of Congress a report 
on the exercise of the authority in section 3072 
of this title. 

(2) Each report under this section shall in-
clude, for the one-year period ending on the date 
of such report, the following: 

(A) The number of contracts entered into 
during the period. 

(B) The cost of each such contract. 
(C) The length of each such contract. 
(D) The types of services to be provided 

under each such contract. 
(E) The availability, if any, of United States 

Government personnel to perform functions 
similar to the services to be provided under 
each such contract. 

(F) The efforts of the Federal Bureau of In-
vestigation to fill available personnel vacan-
cies, or request additional personnel positions, 
in areas relating to the intelligence or 
counterintelligence mission of the Bureau. 

(3) Each report under this section shall be sub-
mitted in unclassified form, but may include a 
classified annex. 

(4) In this section— 
(A) for purposes of the submittal of the clas-

sified annex to any report under this section, 
the term ‘‘appropriate committees of Con-
gress’’ means— 

(i) the Select Committee on Intelligence of 
the Senate; and 

(ii) the Permanent Select Committee on 
Intelligence of the House of Representatives; 
and 

(B) for purposes of the submittal of the un-
classified portion of any report under this sec-
tion, the term ‘‘appropriate committees of 
Congress’’ means— 

(i) the committees specified in subpara-
graph (A); 

(ii) the Committees on Appropriations, 
Governmental Affairs, and the Judiciary of 
the Senate; and 

(iii) the Committees on Appropriations, 
Government Reform and Oversight, and the 
Judiciary of the House of Representatives. 

(Pub. L. 108–177, title III, § 311(b), Dec. 13, 2003, 
117 Stat. 2605.) 

CODIFICATION 

Section was formerly classified to section 409b–1 of 

this title prior to editorial reclassification and renum-

bering as this section. 

Section was enacted as part of the Intelligence Au-

thorization Act for Fiscal Year 2004, and not as part of 

the National Security Act of 1947 which comprises this 

chapter. 

CHANGE OF NAME 

Committee on Government Reform and Oversight of 

House of Representatives changed to Committee on 

Government Reform of House of Representatives by 
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House Resolution No. 5, One Hundred Sixth Congress, 

Jan. 6, 1999. Committee on Government Reform of 

House of Representatives changed to Committee on 

Oversight and Government Reform of House of Rep-

resentatives by House Resolution No. 6, One Hundred 

Tenth Congress, Jan. 5, 2007. 

§ 3073. Advisory committees; appointment; com-
pensation of part-time personnel; applicabil-
ity of other laws 

(a) The Director of the Office of Defense Mobi-
lization, the Director of National Intelligence, 
and the National Security Council, acting 
through its Executive Secretary, are authorized 
to appoint such advisory committees and to em-
ploy, consistent with other provisions of this 
chapter, such part-time advisory personnel as 
they may deem necessary in carrying out their 
respective functions and the functions of agen-
cies under their control. Persons holding other 
offices or positions under the United States for 
which they receive compensation, while serving 
as members of such committees, shall receive no 
additional compensation for such service. Re-
tired members of the uniformed services em-
ployed by the Director of National Intelligence 
who hold no other office or position under the 
United States for which they receive compensa-
tion, other members of such committees and 
other part-time advisory personnel so employed 
may serve without compensation or may receive 
compensation at a daily rate not to exceed the 
daily equivalent of the rate of pay in effect for 
grade GS–18 of the General Schedule established 
by section 5332 of title 5, as determined by the 
appointing authority. 

(b) Service of an individual as a member of 
any such advisory committee, or in any other 
part-time capacity for a department or agency 
hereunder, shall not be considered as service 
bringing such individual within the provisions of 
section 203, 205, or 207 of title 18, unless the act 
of such individual, which by such section is 
made unlawful when performed by an individual 
referred to in such section, is with respect to 
any particular matter which directly involves a 
department or agency which such person is ad-
vising or in which such department or agency is 
directly interested. 

(July 26, 1947, ch. 343, title III, § 303, 61 Stat. 507; 
Aug. 10, 1949, ch. 412, § 10(c), 63 Stat. 585; Sept. 3, 
1954, ch. 1263, § 8, 68 Stat. 1228; Aug. 10, 1956, ch. 
1041, § 53(b), 70A Stat. 676, 684; 1958 Reorg. Plan 
No. 1, § 2, eff. July 1, 1958, 23 F.R. 4991, 72 Stat. 
1799; Pub. L. 90–608, ch. IV, § 402, Oct. 21, 1968, 82 
Stat. 1194; Ex. Ord. No. 11725, § 3, eff. June 29, 
1973, 38 F.R. 17175; Ex. Ord. No. 12148, §§ 1–103, 
4–102, July 20, 1979, 44 F.R. 43239; Pub. L. 97–89, 
title V, § 504, Dec. 4, 1981, 95 Stat. 1153; Pub. L. 
100–453, title V, § 503, Sept. 29, 1988, 102 Stat. 1910; 
Pub. L. 108–458, title I, § 1071(a)(1)(U), Dec. 17, 
2004, 118 Stat. 3689; Pub. L. 109–295, title VI, 
§ 612(c), Oct. 4, 2006, 120 Stat. 1410.) 

REFERENCES IN TEXT 

This chapter, referred to in subsec. (a), was in the 

original ‘‘this Act’’, meaning act July 26, 1947, ch. 343, 

61 Stat. 495, known as the National Security Act of 

1947, which is classified principally to this chapter. For 

complete classification of this Act to the Code, see 

Tables. 

CODIFICATION 

Section was formerly classified to section 405 of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2004—Subsec. (a). Pub. L. 108–458 substituted ‘‘Direc-

tor of National Intelligence’’ for ‘‘Director of Central 

Intelligence’’ in two places. 

1988—Subsec. (a). Pub. L. 100–453 substituted ‘‘Retired 

members of the uniformed services employed by the Di-

rector of Central Intelligence who hold no other office 

or position under the United States for which they re-

ceive compensation, other’’ for ‘‘Other’’ in last sen-

tence. 

1981—Subsec. (a). Pub. L. 97–89, § 504(a), substituted 

‘‘at a daily rate not to exceed the daily equivalent of 

the rate of pay in effect for grade GS–18 of the General 

Schedule established by section 5332 of title 5’’ for ‘‘at 

a rate not to exceed $50 for each day of service’’. 

Subsec. (b). Pub. L. 97–89, § 504(b), substituted ‘‘sec-

tion 203, 205, or 207 of title 18’’ for ‘‘section 281, 283, or 

284 of title 18’’. 

1956—Subsec. (a). Act Aug. 10, 1956, struck out ‘‘Sec-

retary of Defense, the’’ after ‘‘The’’. 

1954—Act Sept. 3, 1954, amended section generally, 

substituting the ‘‘Director of the Office of Defense Mo-

bilization’’ for ‘‘Chairman of the National Security Re-

sources Board’’ in subsec. (a), and substituting ‘‘sec-

tions 281, 283, or 284 of title 18’’ for ‘‘sections 198 or 203 

of title 18 or section 119(e) of title 41’’. 

1949—Subsec. (a). Act Aug. 10, 1949, inserted reference 

to National Security Council, and increased per diem 

payable to consultants from $35 to $50. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

EFFECTIVE DATE OF 1981 AMENDMENT 

Amendment by Pub. L. 97–89 effective Oct. 1, 1981, see 

section 806 of Pub. L. 97–89, set out as an Effective Date 

note under section 1621 of Title 10, Armed Forces. 

TRANSFER OF FUNCTIONS 

For abolition of Office of Defense Mobilization and its 

Director and transfers and delegations of their func-

tions to Office of Emergency Planning, Office of Emer-

gency Preparedness, President, Federal Preparedness 

Agency, Federal Emergency Management Agency, and 

Secretary of Homeland Security, see Transfer of Func-

tions notes set out under section 3042 of this title. 

National Security Council transferred to Executive 

Office of President by Reorg. Plan No. 4 of 1949, eff. 

Aug. 19, 1949, 14 F.R. 5227, 63 Stat. 1067. See note set out 

under section 3021 of this title. 

TERMINATION OF ADVISORY COMMITTEES 

Advisory committees in existence on Jan. 5, 1973, to 

terminate not later than the expiration of the 2-year 

period following Jan. 5, 1973, unless, in the case of a 

committee established by the President or an officer of 

the Federal Government, such committee is renewed by 

appropriate action prior to the expiration of such 2- 

year period, or in the case of a committee established 

by the Congress, its duration is otherwise provided by 

law. Advisory committees established after Jan. 5, 1973, 

to terminate not later than the expiration of the 2-year 

period beginning on the date of their establishment, 
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unless, in the case of a committee established by the 

President or an officer of the Federal Government, such 

committee is renewed by appropriate action prior to 

the expiration of such 2-year period, or in the case of 

a committee established by the Congress, its duration 

is otherwise provided by law. See section 14 of Pub. L. 

92–463, Oct. 6, 1972, 86 Stat. 776, set out in the Appendix 

to Title 5, Government Organization and Employees. 

ADVISORY COMMITTEE MEMBERS AND PERSONNEL; PER 

DIEM COMPENSATION 

Act June 24, 1948, ch. 632, 62 Stat. 648, which related 

to authority of former Chairman of National Security 

Resources Board to appoint advisory committee mem-

bers and part-time advisory personnel at rates up to $50 

per day, was superseded by section 3073(a) of this title. 

REFERENCES IN OTHER LAWS TO GS–16, 17, OR 18 PAY 

RATES 

References in laws to the rates of pay for GS–16, 17, 

or 18, or to maximum rates of pay under the General 

Schedule, to be considered references to rates payable 

under specified sections of Title 5, Government Organi-

zation and Employees, see section 529 [title I, § 101(c)(1)] 

of Pub. L. 101–509, set out in a note under section 5376 

of Title 5. 

§ 3073a. Reporting of certain employment activi-
ties by former intelligence officers and em-
ployees 

(a) In general 

The head of each element of the intelligence 
community shall issue regulations requiring 
each employee of such element occupying a cov-
ered position to sign a written agreement re-
quiring the regular reporting of covered employ-
ment to the head of such element. 

(b) Agreement elements 

The regulations required under subsection (a) 
shall provide that an agreement contain provi-
sions requiring each employee occupying a cov-
ered position to, during the two-year period be-
ginning on the date on which such employee 
ceases to occupy such covered position— 

(1) report covered employment to the head of 
the element of the intelligence community 
that employed such employee in such covered 
position upon accepting such covered employ-
ment; and 

(2) annually (or more frequently if the head 
of such element considers it appropriate) re-
port covered employment to the head of such 
element. 

(c) Definitions 

In this section: 

(1) Covered employment 

The term ‘‘covered employment’’ means di-
rect employment by, representation of, or the 
provision of advice relating to national secu-
rity to the government of a foreign country or 
any person whose activities are directly or in-
directly supervised, directed, controlled, fi-
nanced, or subsidized, in whole or in major 
part, by any government of a foreign country. 

(2) Covered position 

The term ‘‘covered position’’ means a posi-
tion within an element of the intelligence 
community that, based on the level of access 
of a person occupying such position to infor-
mation regarding sensitive intelligence 

sources or methods or other exceptionally sen-
sitive matters, the head of such element deter-
mines should be subject to the requirements of 
this section. 

(3) Government of a foreign country 

The term ‘‘government of a foreign country’’ 
has the meaning given the term in section 
611(e) of title 22. 

(July 26, 1947, ch. 343, title III, § 304, as added 
Pub. L. 113–293, title III, § 305(a), Dec. 19, 2014, 128 
Stat. 3995.) 

PRIOR PROVISIONS 

A prior section 304 of act July 26, 1947, ch. 343, title 

III, 61 Stat. 508, was classified to section 171k of former 

Title 5, Executive Departments and Government Offi-

cers and Employees, prior to repeal by Pub. L. 89–554, 

§ 8(a), Sept. 6, 1966, 80 Stat. 632. 

REGULATIONS AND CERTIFICATION 

Pub. L. 113–293, title III, § 305(b), Dec. 19, 2014, 128 

Stat. 3996, provided that: 

‘‘(1) REGULATIONS.—Not later than 90 days after the 

date of the enactment of this Act [Dec. 19, 2014], the 

head of each element of the intelligence community 

shall issue the regulations required under section 304 of 

the National Security Act of 1947 [50 U.S.C. 3073a], as 

added by subsection (a) of this section. 

‘‘(2) CERTIFICATION.—Not later than 180 days after the 

date of the enactment of this Act, the Director of Na-

tional Intelligence shall submit to the congressional 

intelligence committees— 

‘‘(A) a certification that each head of an element of 

the intelligence community has prescribed the regu-

lations required under section 304 of the National Se-

curity Act of 1947, as added by subsection (a) of this 

section; or 

‘‘(B) if the Director is unable to submit the certifi-

cation described under subparagraph (A), an expla-

nation as to why the Director is unable to submit 

such certification, including a designation of which 

heads of an element of the intelligence community 

have prescribed the regulations required under such 

section 304 and which have not.’’ 

[For definitions of terms used in section 305(b) of Pub. 

L. 113–293, set out above, see section 2 of Pub. L. 113–293, 

set out as a note under section 3003 of this title.] 

§ 3074. Authorization of appropriations 

There are authorized to be appropriated such 
sums as may be necessary and appropriate to 
carry out the provisions and purposes of this 
chapter (other than the provisions and purposes 
of sections 3023, 3025, 3035, 3038 of this title and 
subchapters III, IV, and V). 

(July 26, 1947, ch. 343, title III, § 307, 61 Stat. 509; 
Pub. L. 103–178, title III, § 309, Dec. 3, 1993, 107 
Stat. 2036.) 

REFERENCES IN TEXT 

This chapter, referred to in text, was in the original 

‘‘this Act’’, meaning act July 26, 1947, ch. 343, 61 Stat. 

495, known as the National Security Act of 1947, which 

is classified principally to this chapter. For complete 

classification of this Act to the Code, see Tables. 

CODIFICATION 

Section was formerly classified to section 411 of this 

title prior to editorial reclassification and renumbering 

as this section, and to section 171m of Title 5 prior to 

the general revision and enactment of Title 5, Govern-

ment Organization and Employees, by Pub. L. 89–554, 

§ 1, Sept. 6, 1966, 80 Stat. 378. 
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1 See Partial Repeal of Subsection (a) note below. 1 See References in Text note below. 

AMENDMENTS 

1993—Pub. L. 103–178 inserted exception relating to 

sections 3023, 3025, 3035, and 3038 of this title and sub-

chapters III, IV, and V. 

§ 3075. ‘‘Function’’ and ‘‘Department of Defense’’ 
defined 

(a) 1 As used in this Act, the term ‘‘function’’ 
includes functions, powers, and duties. 

(b) As used in this Act, the term ‘‘Department 
of Defense’’ shall be deemed to include the mili-
tary departments of the Army, the Navy, and 
the Air Force, and all agencies created under 
title II of this Act. 

(July 26, 1947, ch. 343, title III, § 308, 61 Stat. 509; 
Aug. 10, 1949, ch. 412, § 12(e), 63 Stat. 591.) 

REFERENCES IN TEXT 

This Act, referred to in text, means act July 26, 1947, 

ch. 343, 61 Stat. 495, known as the National Security 

Act of 1947, which is classified principally to this chap-

ter. For complete classification of this Act to the Code, 

see Tables. 
Title II of this Act, referred to in subsec. (b), means 

title II of the National Security Act of 1947, act July 26, 

1947, ch. 343, 61 Stat. 499. Section 201(d) of title II was 

formerly classified to section 408 of this title prior to 

editorial reclassification and renumbering as section 

3005 of this title. Sections 205(c), 206(a), and 207(c) of 

title II were formerly classified to section 409 of this 

title prior to editorial reclassification and renumbering 

as section 3004 of this title. For complete classification 

of title II to the Code, see Tables. 

CODIFICATION 

Section was formerly classified to section 410 of this 

title prior to editorial reclassification and renumbering 

as this section, and to section 171n of Title 5 prior to 

the general revision and enactment of Title 5, Govern-

ment Organization and Employees, by Pub. L. 89–554, 

§ 1, Sept. 6, 1966, 80 Stat. 378. 

AMENDMENTS 

1949—Subsec. (b). Act Aug. 10, 1949, substituted defini-

tion of ‘‘Department of Defense’’ for definition of 

‘‘budget program’’. 

PARTIAL REPEAL OF SUBSECTION (a) 

Pub. L. 87–651, title III, § 307, Sept. 7, 1962, 76 Stat. 526, 

repealed subsection (a) of this section less its applica-

bility to sections 3002, 3021, 3023, 3042, and 3073 of this 

title. 

§ 3076. Separability 

If any provision of this chapter or the applica-
tion thereof to any person or circumstances is 
held invalid, the validity of the remainder of the 
chapter and of the application of such provision 
to other persons and circumstances shall not be 
affected thereby. 

(July 26, 1947, ch. 343, title III, § 309, 61 Stat. 509.) 

REFERENCES IN TEXT 

This chapter, referred to in text, was in the original 

‘‘this Act’’, meaning act July 26, 1947, ch. 343, 61 Stat. 

495, known as the National Security Act of 1947, which 

is classified principally to this chapter. For complete 

classification of this Act to the Code, see Tables. 

CODIFICATION 

Section was formerly classified as a note under sec-

tion 401 of this title prior to editorial reclassification 

as this section. 

§ 3077. Effective date 

(a) The first sentence of section 202(a),1 this 
section, and sections 3001, 3002, 3074, 3075, and 
3076 of this title shall take effect July 26, 1947. 

(b) Except as provided in subsection (a), the 
provisions of this chapter shall take effect on 
whichever of the following days is the earlier: 
The day after the day upon which the Secretary 
of Defense first appointed takes office, or the 
sixtieth day after July 26, 1947. 

(July 26, 1947, ch. 343, title III, § 310, 61 Stat. 509.) 

REFERENCES IN TEXT 

The first sentence of section 202(a), referred to in sub-

sec. (a), means the first sentence of section 202(a) of act 

July 26, 1947, ch. 343, which was classified to section 

171a of former Title 5, Executive Departments and Gov-

ernment Officers and Employees, prior to the enact-

ment of Title 5, Government Organization and Employ-

ees, by Pub. L. 89–554, § 1, Sept. 6, 1966, 80 Stat. 378. 

This chapter, referred to in subsec. (b), was in the 

original ‘‘this Act’’, meaning act July 26, 1947, ch. 343, 

61 Stat. 495, known as the National Security Act of 

1947, which is classified principally to this chapter. For 

complete classification of this Act to the Code, see 

Tables. 

CODIFICATION 

Section was formerly classified as a note under sec-

tion 401 of this title prior to editorial reclassification 

as this section. 

SUBCHAPTER III—ACCOUNTABILITY FOR 
INTELLIGENCE ACTIVITIES 

§ 3091. General congressional oversight provi-
sions 

(a) Reports to congressional committees of intel-
ligence activities and anticipated activities 

(1) The President shall ensure that the con-
gressional intelligence committees are kept 
fully and currently informed of the intelligence 
activities of the United States, including any 
significant anticipated intelligence activity as 
required by this subchapter. 

(2) Nothing in this subchapter shall be con-
strued as requiring the approval of the congres-
sional intelligence committees as a condition 
precedent to the initiation of any significant an-
ticipated intelligence activity. 

(b) Reports concerning illegal intelligence activi-
ties 

The President shall ensure that any illegal in-
telligence activity is reported promptly to the 
congressional intelligence committees, as well 
as any corrective action that has been taken or 
is planned in connection with such illegal activ-
ity. 

(c) Procedures for reporting information 

The President and the congressional intel-
ligence committees shall each establish such 
written procedures as may be necessary to carry 
out the provisions of this subchapter. 

(d) Procedures to protect from unauthorized dis-
closure 

The House of Representatives and the Senate 
shall each establish, by rule or resolution of 
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such House, procedures to protect from unau-
thorized disclosure all classified information, 
and all information relating to intelligence 
sources and methods, that is furnished to the 
congressional intelligence committees or to 
Members of Congress under this subchapter. 
Such procedures shall be established in con-
sultation with the Director of National Intel-
ligence. In accordance with such procedures, 
each of the congressional intelligence commit-
tees shall promptly call to the attention of its 
respective House, or to any appropriate commit-
tee or committees of its respective House, any 
matter relating to intelligence activities requir-
ing the attention of such House or such commit-
tee or committees. 

(e) Construction of authority conferred 

Nothing in this chapter shall be construed as 
authority to withhold information from the con-
gressional intelligence committees on the 
grounds that providing the information to the 
congressional intelligence committees would 
constitute the unauthorized disclosure of classi-
fied information or information relating to in-
telligence sources and methods. 

(f) ‘‘Intelligence activities’’ defined 

As used in this section, the term ‘‘intelligence 
activities’’ includes covert actions as defined in 
section 3093(e) of this title, and includes finan-
cial intelligence activities. 

(July 26, 1947, ch. 343, title V, § 501, as added Pub. 
L. 102–88, title VI, § 602(a)(2), Aug. 14, 1991, 105 
Stat. 441; amended Pub. L. 107–306, title III, 
§§ 342(b), 353(b)(3)(A), (7), Nov. 27, 2002, 116 Stat. 
2399, 2402; Pub. L. 108–458, title I, § 1071(a)(1)(V), 
Dec. 17, 2004, 118 Stat. 3689; Pub. L. 111–259, title 
III, § 331(a), Oct. 7, 2010, 124 Stat. 2685.) 

REFERENCES IN TEXT 

This chapter, referred to in subsec. (e), was in the 

original ‘‘this Act’’, meaning act July 26, 1947, ch. 343, 

61 Stat. 495, known as the National Security Act of 

1947, which is classified principally to this chapter. For 

complete classification of this Act to the Code, see 

Tables. 

CODIFICATION 

Section was formerly classified to section 413 of this 

title prior to editorial reclassification and renumbering 

as this section. 

PRIOR PROVISIONS 

A prior section 501 of act July 26, 1947, ch. 343, title 

V, as added Pub. L. 96–450, title IV, § 407(b)(1), Oct. 14, 

1980, 94 Stat. 1981, related to congressional oversight of 

intelligence activities, prior to repeal by Pub. L. 102–88, 

§ 602(a)(2). 

AMENDMENTS 

2010—Subsec. (c). Pub. L. 111–259 substituted ‘‘such 

written procedures’’ for ‘‘such procedures’’. 

2004—Subsec. (d). Pub. L. 108–458 substituted ‘‘Direc-

tor of National Intelligence’’ for ‘‘Director of Central 

Intelligence’’. 

2002—Subsec. (a). Pub. L. 107–306, § 353(b)(3)(A), sub-

stituted ‘‘congressional intelligence committees’’ for 

‘‘intelligence committees’’ wherever appearing. 

Subsec. (a)(2), (3). Pub. L. 107–306, § 353(b)(7), redesig-

nated par. (3) as (2) and struck out former par. (2) which 

read as follows: ‘‘As used in this subchapter, the term 

‘congressional intelligence committees’ means the Se-

lect Committee on Intelligence of the Senate and the 

Permanent Select Committee on Intelligence of the 

House of Representatives.’’ 
Subsecs. (b) to (e). Pub. L. 107–306, § 353(b)(3)(A), sub-

stituted ‘‘congressional intelligence committees’’ for 

‘‘intelligence committees’’ wherever appearing. 
Subsec. (f). Pub. L. 107–306, § 342(b), inserted ‘‘, and in-

cludes financial intelligence activities’’ before period 

at end. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 
Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

§ 3092. Reporting of intelligence activities other 
than covert actions 

(a) In general 

To the extent consistent with due regard for 
the protection from unauthorized disclosure of 
classified information relating to sensitive in-
telligence sources and methods or other excep-
tionally sensitive matters, the Director of Na-
tional Intelligence and the heads of all depart-
ments, agencies, and other entities of the United 
States Government involved in intelligence ac-
tivities shall— 

(1) keep the congressional intelligence com-
mittees fully and currently informed of all in-
telligence activities, other than a covert ac-
tion (as defined in section 3093(e) of this title), 
which are the responsibility of, are engaged in 
by, or are carried out for or on behalf of, any 
department, agency, or entity of the United 
States Government, including any significant 
anticipated intelligence activity and any sig-
nificant intelligence failure; and 

(2) furnish the congressional intelligence 
committees any information or material con-
cerning intelligence activities (including the 
legal basis under which the intelligence activ-
ity is being or was conducted), other than co-
vert actions, which is within their custody or 
control, and which is requested by either of 
the congressional intelligence committees in 
order to carry out its authorized responsibil-
ities. 

(b) Form and contents of certain reports 

Any report relating to a significant antici-
pated intelligence activity or a significant intel-
ligence failure that is submitted to the congres-
sional intelligence committees for purposes of 
subsection (a)(1) shall be in writing, and shall 
contain the following: 

(1) A concise statement of any facts perti-
nent to such report. 

(2) An explanation of the significance of the 
intelligence activity or intelligence failure 
covered by such report. 

(c) Standards and procedures for certain reports 

The Director of National Intelligence, in con-
sultation with the heads of the departments, 
agencies, and entities referred to in subsection 
(a), shall establish standards and procedures ap-
plicable to reports covered by subsection (b). 
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(July 26, 1947, ch. 343, title V, § 502, as added Pub. 
L. 102–88, title VI, § 602(a)(2), Aug. 14, 1991, 105 
Stat. 442; amended Pub. L. 107–108, title III, § 305, 
Dec. 28, 2001, 115 Stat. 1398; Pub. L. 107–306, title 
III, § 353(b)(3)(B), Nov. 27, 2002, 116 Stat. 2402; 
Pub. L. 108–458, title I, § 1071(a)(1)(W), (X), Dec. 
17, 2004, 118 Stat. 3689; Pub. L. 111–259, title III, 
§ 331(b), Oct. 7, 2010, 124 Stat. 2685.) 

CODIFICATION 

Section was formerly classified to section 413a of this 

title prior to editorial reclassification and renumbering 

as this section. 

PRIOR PROVISIONS 

A prior section 502 of act July 26, 1947, ch. 343, was re-

numbered section 504 and is classified to section 3094 of 

this title. 

AMENDMENTS 

2010—Subsec. (a)(2). Pub. L. 111–259 inserted ‘‘(includ-

ing the legal basis under which the intelligence activ-

ity is being or was conducted)’’ after ‘‘concerning intel-

ligence activities’’. 

2004—Subsec. (a). Pub. L. 108–458, § 1071(a)(1)(W), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’ in introductory provisions. 

Subsec. (c). Pub. L. 108–458, § 1071(a)(1)(X), substituted 

‘‘Director of National Intelligence’’ for ‘‘Director of 

Central Intelligence’’. 

2002—Subsecs. (a), (b). Pub. L. 107–306 substituted 

‘‘congressional intelligence committees’’ for ‘‘intel-

ligence committees’’ wherever appearing. 

2001—Pub. L. 107–108 designated existing provisions as 

subsec. (a), inserted heading, and added subsecs. (b) and 

(c). 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

FURNISHING OF INTELLIGENCE INFORMATION TO SENATE 

AND HOUSE SELECT COMMITTEES ON INTELLIGENCE 

Pub. L. 102–88, title IV, § 405, Aug. 14, 1991, 105 Stat. 

434, provided that: 

‘‘(a) FURNISHING OF SPECIFIC INFORMATION.—In ac-

cordance with title V of the National Security Act of 

1947 [50 U.S.C. 3091 et seq.], the head of any department 

or agency of the United States involved in any intel-

ligence activities which may pertain to United States 

military personnel listed as prisoner, missing, or unac-

counted for in military actions shall furnish any infor-

mation or documents in the possession, custody, or 

control of the department or agency, or person paid by 

such department or agency, whenever requested by the 

Permanent Select Committee on Intelligence of the 

House of Representatives or the Select Committee on 

Intelligence of the Senate. 

‘‘(b) ACCESS BY COMMITTEES AND MEMBERS OF CON-

GRESS.—In accordance with Senate Resolution 400, 

Ninety-Fourth Congress, and House Resolution 658, 

Ninety-Fifth Congress, the committees named in sub-

section (a) shall, upon request and under such regula-

tions as the committees have prescribed to protect the 

classification of such information, make any informa-

tion described in subsection (a) available to any other 

committee or any other Member of Congress and appro-

priately cleared staff.’’ 

§ 3093. Presidential approval and reporting of co-
vert actions 

(a) Presidential findings 

The President may not authorize the conduct 
of a covert action by departments, agencies, or 
entities of the United States Government unless 
the President determines such an action is nec-
essary to support identifiable foreign policy ob-
jectives of the United States and is important to 
the national security of the United States, 
which determination shall be set forth in a find-
ing that shall meet each of the following condi-
tions: 

(1) Each finding shall be in writing, unless 
immediate action by the United States is re-
quired and time does not permit the prepara-
tion of a written finding, in which case a writ-
ten record of the President’s decision shall be 
contemporaneously made and shall be reduced 
to a written finding as soon as possible but in 
no event more than 48 hours after the decision 
is made. 

(2) Except as permitted by paragraph (1), a 
finding may not authorize or sanction a covert 
action, or any aspect of any such action, 
which already has occurred. 

(3) Each finding shall specify each depart-
ment, agency, or entity of the United States 
Government authorized to fund or otherwise 
participate in any significant way in such ac-
tion. Any employee, contractor, or contract 
agent of a department, agency, or entity of the 
United States Government other than the Cen-
tral Intelligence Agency directed to partici-
pate in any way in a covert action shall be 
subject either to the policies and regulations 
of the Central Intelligence Agency, or to writ-
ten policies or regulations adopted by such de-
partment, agency, or entity, to govern such 
participation. 

(4) Each finding shall specify whether it is 
contemplated that any third party which is 
not an element of, or a contractor or contract 
agent of, the United States Government, or is 
not otherwise subject to United States Gov-
ernment policies and regulations, will be used 
to fund or otherwise participate in any signifi-
cant way in the covert action concerned, or be 
used to undertake the covert action concerned 
on behalf of the United States. 

(5) A finding may not authorize any action 
that would violate the Constitution or any 
statute of the United States. 

(b) Reports to congressional intelligence commit-
tees; production of information 

To the extent consistent with due regard for 
the protection from unauthorized disclosure of 
classified information relating to sensitive in-
telligence sources and methods or other excep-
tionally sensitive matters, the Director of Na-
tional Intelligence and the heads of all depart-
ments, agencies, and entities of the United 
States Government involved in a covert action— 

(1) shall keep the congressional intelligence 
committees fully and currently informed of all 
covert actions which are the responsibility of, 
are engaged in by, or are carried out for or on 
behalf of, any department, agency, or entity of 
the United States Government, including sig-
nificant failures; and 
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1 So in original. Probably should be ‘‘subsection,’’. 

(2) shall furnish to the congressional intel-
ligence committees any information or mate-
rial concerning covert actions (including the 
legal basis under which the covert action is 
being or was conducted) which is in the posses-
sion, custody, or control of any department, 
agency, or entity of the United States Govern-
ment and which is requested by either of the 
congressional intelligence committees in 
order to carry out its authorized responsibil-
ities. 

(c) Timing of reports; access to finding 

(1) The President shall ensure that any finding 
approved pursuant to subsection (a) shall be re-
ported in writing to the congressional intel-
ligence committees as soon as possible after 
such approval and before the initiation of the 
covert action authorized by the finding, except 
as otherwise provided in paragraph (2) and para-
graph (3). 

(2) If the President determines that it is essen-
tial to limit access to the finding to meet ex-
traordinary circumstances affecting vital inter-
ests of the United States, the finding may be re-
ported to the chairmen and ranking minority 
members of the congressional intelligence com-
mittees, the Speaker and minority leader of the 
House of Representatives, the majority and mi-
nority leaders of the Senate, and such other 
member or members of the congressional leader-
ship as may be included by the President. 

(3) Whenever a finding is not reported pursu-
ant to paragraph (1) or (2) of this section,1 the 
President shall fully inform the congressional 
intelligence committees in a timely fashion and 
shall provide a statement of the reasons for not 
giving prior notice. 

(4) In a case under paragraph (1), (2), or (3), a 
copy of the finding, signed by the President, 
shall be provided to the chairman of each con-
gressional intelligence committee. 

(5)(A) When access to a finding, or a notifica-
tion provided under subsection (d)(1), is limited 
to the Members of Congress specified in para-
graph (2), a written statement of the reasons for 
limiting such access shall also be provided. 

(B) Not later than 180 days after a statement 
of reasons is submitted in accordance with sub-
paragraph (A) or this subparagraph, the Presi-
dent shall ensure that— 

(i) all members of the congressional intel-
ligence committees are provided access to the 
finding or notification; or 

(ii) a statement of reasons that it is essen-
tial to continue to limit access to such finding 
or such notification to meet extraordinary cir-
cumstances affecting vital interests of the 
United States is submitted to the Members of 
Congress specified in paragraph (2). 

(d) Changes in previously approved actions 

(1) The President shall ensure that the con-
gressional intelligence committees, or, if appli-
cable, the Members of Congress specified in sub-
section (c)(2), are notified in writing of any sig-
nificant change in a previously approved covert 
action, or any significant undertaking pursuant 
to a previously approved finding, in the same 
manner as findings are reported pursuant to sub-
section (c). 

(2) In determining whether an activity con-
stitutes a significant undertaking for purposes 
of paragraph (1), the President shall consider 
whether the activity— 

(A) involves significant risk of loss of life; 
(B) requires an expansion of existing au-

thorities, including authorities relating to re-
search, development, or operations; 

(C) results in the expenditure of significant 
funds or other resources; 

(D) requires notification under section 3094 
of this title; 

(E) gives rise to a significant risk of disclos-
ing intelligence sources or methods; or 

(F) presents a reasonably foreseeable risk of 
serious damage to the diplomatic relations of 
the United States if such activity were dis-
closed without authorization. 

(e) ‘‘Covert action’’ defined 

As used in this subchapter, the term ‘‘covert 
action’’ means an activity or activities of the 
United States Government to influence politi-
cal, economic, or military conditions abroad, 
where it is intended that the role of the United 
States Government will not be apparent or ac-
knowledged publicly, but does not include— 

(1) activities the primary purpose of which is 
to acquire intelligence, traditional counter-
intelligence activities, traditional activities 
to improve or maintain the operational secu-
rity of United States Government programs, 
or administrative activities; 

(2) traditional diplomatic or military activi-
ties or routine support to such activities; 

(3) traditional law enforcement activities 
conducted by United States Government law 
enforcement agencies or routine support to 
such activities; or 

(4) activities to provide routine support to 
the overt activities (other than activities de-
scribed in paragraph (1), (2), or (3)) of other 
United States Government agencies abroad. 

(f) Prohibition on covert actions intended to in-
fluence United States political processes, etc. 

No covert action may be conducted which is 
intended to influence United States political 
processes, public opinion, policies, or media. 

(g) Notice and general description where access 
to finding or notification limited; mainte-
nance of records and written statements 

(1) In any case where access to a finding re-
ported under subsection (c) or notification pro-
vided under subsection (d)(1) is not made avail-
able to all members of a congressional intel-
ligence committee in accordance with sub-
section (c)(2), the President shall notify all 
members of such committee that such finding or 
such notification has been provided only to the 
members specified in subsection (c)(2). 

(2) In any case where access to a finding re-
ported under subsection (c) or notification pro-
vided under subsection (d)(1) is not made avail-
able to all members of a congressional intel-
ligence committee in accordance with sub-
section (c)(2), the President shall provide to all 
members of such committee a general descrip-
tion regarding the finding or notification, as ap-
plicable, consistent with the reasons for not yet 
fully informing all members of such committee. 
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(3) The President shall maintain— 
(A) a record of the members of Congress to 

whom a finding is reported under subsection 
(c) or notification is provided under subsection 
(d)(1) and the date on which each member of 
Congress receives such finding or notification; 
and 

(B) each written statement provided under 
subsection (c)(5). 

(h) Plan to respond to unauthorized public dis-
closure of covert action 

For each type of activity undertaken as part 
of a covert action, the President shall establish 
in writing a plan to respond to the unauthorized 
public disclosure of that type of activity. 

(July 26, 1947, ch. 343, title V, § 503, as added Pub. 
L. 102–88, title VI, § 602(a)(2), Aug. 14, 1991, 105 
Stat. 442; amended Pub. L. 107–306, title III, 
§ 353(b)(3)(C), (8), Nov. 27, 2002, 116 Stat. 2402; 
Pub. L. 108–458, title I, § 1071(a)(1)(Y), Dec. 17, 
2004, 118 Stat. 3689; Pub. L. 111–259, title III, 
§ 331(c), Oct. 7, 2010, 124 Stat. 2685; Pub. L. 
113–126, title III, § 308, July 7, 2014, 128 Stat. 1397.) 

CODIFICATION 

Section was formerly classified to section 413b of this 

title prior to editorial reclassification and renumbering 

as this section. 

PRIOR PROVISIONS 

A prior section 503 of act July 26, 1947, ch. 343, was re-

numbered section 505 and is classified to section 3095 of 

this title. 

AMENDMENTS 

2014—Subsec. (h). Pub. L. 113–126 added subsec. (h). 

2010—Subsec. (b)(2). Pub. L. 111–259, § 331(c)(1), in-

serted ‘‘(including the legal basis under which the co-

vert action is being or was conducted)’’ before ‘‘which 

is in the possession’’. 

Subsec. (c)(1). Pub. L. 111–259, § 331(c)(2)(A), inserted 

‘‘in writing’’ after ‘‘be reported’’. 

Subsec. (c)(4). Pub. L. 111–259, § 331(c)(2)(B), redesig-

nated second sentence of par. (4) as (5)(A). 

Subsec. (c)(5)(A). Pub. L. 111–259, § 331(c)(2)(C)(i), in-

serted ‘‘, or a notification provided under subsection 

(d)(1),’’ before ‘‘is limited’’ and ‘‘written’’ before ‘‘state-

ment’’. 

Pub. L. 111–259, § 331(c)(2)(B), redesignated second sen-

tence of par. (4) as (5)(A). 

Subsec. (c)(5)(B). Pub. L. 111–259, § 331(c)(2)(C)(ii), 

added subpar. (B). 

Subsec. (d). Pub. L. 111–259, § 331(c)(3), designated ex-

isting provisions as par. (1), inserted ‘‘in writing’’ after 

‘‘notified’’, and added par. (2). 

Subsec. (g). Pub. L. 111–259, § 331(c)(4), added subsec. 

(g). 

2004—Subsec. (b). Pub. L. 108–458 substituted ‘‘Direc-

tor of National Intelligence’’ for ‘‘Director of Central 

Intelligence’’ in introductory provisions. 

2002—Subsecs. (b), (c)(1) to (3). Pub. L. 107–306, 

§ 353(b)(3)(C), substituted ‘‘congressional intelligence 

committees’’ for ‘‘intelligence committees’’ wherever 

appearing. 

Subsec. (c)(4). Pub. L. 107–306, § 353(b)(8), substituted 

‘‘congressional intelligence committee’’ for ‘‘intel-

ligence committee’’. 

Subsec. (d). Pub. L. 107–306, § 353(b)(3)(C), substituted 

‘‘congressional intelligence committees’’ for ‘‘intel-

ligence committees’’. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

§ 3094. Funding of intelligence activities 

(a) Obligations and expenditures for intelligence 
or intelligence-related activity; prerequisites 

Appropriated funds available to an intel-
ligence agency may be obligated or expended for 
an intelligence or intelligence-related activity 
only if— 

(1) those funds were specifically authorized 
by the Congress for use for such activities; or 

(2) in the case of funds from the Reserve for 
Contingencies of the Central Intelligence 
Agency and consistent with the provisions of 
section 3093 of this title concerning any sig-
nificant anticipated intelligence activity, the 
Director of the Central Intelligence Agency 
has notified the appropriate congressional 
committees of the intent to make such funds 
available for such activity; or 

(3) in the case of funds specifically author-
ized by the Congress for a different activity— 

(A) the activity to be funded is a higher 
priority intelligence or intelligence-related 
activity; 

(B) the use of such funds for such activity 
supports an emergent need, improves pro-
gram effectiveness, or increases efficiency; 
and 

(C) the Director of National Intelligence, 
the Secretary of Defense, or the Attorney 
General, as appropriate, has notified the ap-
propriate congressional committees of the 
intent to make such funds available for such 
activity; 

(4) nothing in this subsection prohibits obli-
gation or expenditure of funds available to an 
intelligence agency in accordance with sec-
tions 1535 and 1536 of title 31. 

(b) Activities denied funding by Congress 

Funds available to an intelligence agency may 
not be made available for any intelligence or in-
telligence-related activity for which funds were 
denied by the Congress. 

(c) Presidential finding required for expenditure 
of funds on covert action 

No funds appropriated for, or otherwise avail-
able to, any department, agency, or entity of the 
United States Government may be expended, or 
may be directed to be expended, for any covert 
action, as defined in section 3093(e) of this title, 
unless and until a Presidential finding required 
by subsection (a) of section 3093 of this title has 
been signed or otherwise issued in accordance 
with that subsection. 

(d) Report to congressional committees required 
for expenditure of nonappropriated funds for 
intelligence activity 

(1) Except as otherwise specifically provided 
by law, funds available to an intelligence agency 
that are not appropriated funds may be obli-
gated or expended for an intelligence or intel-
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ligence-related activity only if those funds are 
used for activities reported to the appropriate 
congressional committees pursuant to proce-
dures which identify— 

(A) the types of activities for which nonap-
propriated funds may be expended; and 

(B) the circumstances under which an activ-
ity must be reported as a significant antici-
pated intelligence activity before such funds 
can be expended. 

(2) Procedures for purposes of paragraph (1) 
shall be jointly agreed upon by the congres-
sional intelligence committees and, as appro-
priate, the Director of National Intelligence or 
the Secretary of Defense. 

(e) Definitions 

As used in this section— 
(1) the term ‘‘intelligence agency’’ means 

any department, agency, or other entity of the 
United States involved in intelligence or intel-
ligence-related activities; 

(2) the term ‘‘appropriate congressional com-
mittees’’ means the Permanent Select Com-
mittee on Intelligence and the Committee on 
Appropriations of the House of Representa-
tives and the Select Committee on Intel-
ligence and the Committee on Appropriations 
of the Senate; and 

(3) the term ‘‘specifically authorized by the 
Congress’’ means that— 

(A) the activity and the amount of funds 
proposed to be used for that activity were 
identified in a formal budget request to the 
Congress, but funds shall be deemed to be 
specifically authorized for that activity only 
to the extent that the Congress both author-
ized the funds to be appropriated for that ac-
tivity and appropriated the funds for that 
activity; or 

(B) although the funds were not formally 
requested, the Congress both specifically au-
thorized the appropriation of the funds for 
the activity and appropriated the funds for 
the activity. 

(July 26, 1947, ch. 343, title V, § 504, formerly 
§ 502, as added Pub. L. 99–169, title IV, § 401(a), 
Dec. 4, 1985, 99 Stat. 1004; renumbered § 504 and 
amended Pub. L. 102–88, title VI, §§ 602(a)(1), 
(c)(1), 603, Aug. 14, 1991, 105 Stat. 441, 444; Pub. L. 
107–306, title III, § 353(b)(3)(D), Nov. 27, 2002, 116 
Stat. 2402; Pub. L. 108–458, title I, § 1071(a)(1)(Z), 
(AA), (5), Dec. 17, 2004, 118 Stat. 3689, 3690; Pub. 
L. 111–259, title III, § 362, Oct. 7, 2010, 124 Stat. 
2701.) 

CODIFICATION 

Section was formerly classified to section 414 of this 

title prior to editorial reclassification and renumbering 

as this section. Some section numbers of this title ref-

erenced in amendment notes below reflect the classi-

fication of such sections prior to their editorial reclas-

sification. 

AMENDMENTS 

2010—Subsec. (a)(3)(B). Pub. L. 111–259 amended sub-

par. (B) generally. Prior to amendment, subpar. (B) 

read as follows: ‘‘the need for funds for such activity is 

based on unforseen requirements; and’’. 

2004—Subsec. (a)(2). Pub. L. 108–458, § 1071(a)(5), sub-

stituted ‘‘Director of the Central Intelligence Agency’’ 

for ‘‘Director of Central Intelligence’’. 

Subsec. (a)(3)(C). Pub. L. 108–458, § 1071(a)(1)(Z), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 

Subsec. (d)(2). Pub. L. 108–458, § 1071(a)(1)(AA), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 

2002—Subsec. (d)(2). Pub. L. 107–306 substituted ‘‘con-

gressional intelligence committees’’ for ‘‘intelligence 

committees’’. 

1991—Subsec. (a)(2). Pub. L. 102–88, § 602(c)(1), sub-

stituted ‘‘section 413b’’ for ‘‘section 413’’. 

Subsecs. (c) to (e). Pub. L. 102–88, § 603, added subsecs. 

(c) and (d) and redesignated former subsec. (c) as (e). 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

SENSE OF CONGRESS REGARDING DISCLOSURE OF 

ANNUAL INTELLIGENCE BUDGET 

Pub. L. 102–496, title III, § 303, Oct. 24, 1992, 106 Stat. 

3183, provided that: ‘‘It is the sense of Congress that, 

beginning in 1993, and in each year thereafter, the ag-

gregate amount requested and authorized for, and spent 

on, intelligence and intelligence-related activities 

should be disclosed to the public in an appropriate 

manner.’’ Similar provisions were contained in the fol-

lowing prior appropriation act: Pub. L. 102–183, title 

VII, § 701, Dec. 4, 1991, 105 Stat. 1270. 

ENHANCED SECURITY COUNTERMEASURES CAPABILITIES; 

APPLICATION OF SECTION 

Pub. L. 99–169, title IV, § 401(c), Dec. 4, 1985, 99 Stat. 

1006, provided that the amendment made by section 

401(a) of Pub. L. 99–169, enacting this section, would not 

apply with respect to funds appropriated to the Direc-

tor of Central Intelligence under the heading ‘‘EN-

HANCED SECURITY COUNTERMEASURES CAPABILITIES’’ in 

the Supplemental Appropriations Act, 1985, Pub. L. 

99–88, Aug. 15, 1985, 99 Stat. 311. 

§ 3095. Notice to Congress of certain transfers of 
defense articles and defense services 

(a)(1) The transfer of a defense article or de-
fense service, or the anticipated transfer in any 
fiscal year of any aggregation of defense articles 
or defense services, exceeding $1,000,000 in value 
by an intelligence agency to a recipient outside 
that agency shall be considered a significant an-
ticipated intelligence activity for the purpose of 
this subchapter. 

(2) Paragraph (1) does not apply if— 
(A) the transfer is being made to a depart-

ment, agency, or other entity of the United 
States (so long as there will not be a subse-
quent retransfer of the defense articles or de-
fense services outside the United States Gov-
ernment in conjunction with an intelligence 
or intelligence-related activity); or 

(B) the transfer— 
(i) is being made pursuant to authorities 

contained in part II of the Foreign Assist-
ance Act of 1961 [22 U.S.C. 2301 et seq.], the 
Arms Export Control Act [22 U.S.C. 2751 et 
seq.], title 10 (including a law enacted pursu-
ant to section 7307(a) of that title), or chap-
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ters 1 to 11 of title 40 and division C (except 
sections 3302, 3307(e), 3501(b), 3509, 3906, 4710, 
and 4711) of subtitle I of title 41, and 

(ii) is not being made in conjunction with 
an intelligence or intelligence-related activ-
ity. 

(3) An intelligence agency may not transfer 
any defense articles or defense services outside 
the agency in conjunction with any intelligence 
or intelligence-related activity for which funds 
were denied by the Congress. 

(b) As used in this section— 
(1) the term ‘‘intelligence agency’’ means 

any department, agency, or other entity of the 
United States involved in intelligence or intel-
ligence-related activities; 

(2) the terms ‘‘defense articles’’ and ‘‘defense 
services’’ mean the items on the United States 
Munitions List pursuant to section 38 of the 
Arms Export Control Act [22 U.S.C. 2778] (22 
CFR part 121); 

(3) the term ‘‘transfer’’ means— 
(A) in the case of defense articles, the 

transfer of possession of those articles; and 
(B) in the case of defense services, the pro-

vision of those services; and 

(4) the term ‘‘value’’ means— 
(A) in the case of defense articles, the 

greater of— 
(i) the original acquisition cost to the 

United States Government, plus the cost 
of improvements or other modifications 
made by or on behalf of the Government; 
or 

(ii) the replacement cost; and 

(B) in the case of defense services, the full 
cost to the Government of providing the 
services. 

(July 26, 1947, ch. 343, title V, § 505, formerly 
§ 503, as added Pub. L. 99–569, title VI, § 602(a), 
Oct. 27, 1986, 100 Stat. 3203; renumbered § 505 and 
amended Pub. L. 102–88, title VI, §§ 602(a)(1), 
(c)(2), 604, Aug. 14, 1991, 105 Stat. 441, 444, 445; 
Pub. L. 103–160, div. A, title VIII, § 828(d)(1), Nov. 
30, 1993, 107 Stat. 1715.) 

REFERENCES IN TEXT 

The Foreign Assistance Act of 1961, referred to in sub-

sec. (a)(2)(B)(i), is Pub. L. 87–195, Sept. 4, 1961, 75 Stat. 

424. Part II of the Act is classified generally to sub-

chapter II (§ 2301 et seq.) of chapter 32 of Title 22, For-

eign Relations and Intercourse. For provisions deeming 

references to subchapter II to exclude parts IV (§ 2346 et 

seq.), VI (§ 2348 et seq.), and VIII (§ 2349aa et seq.) of sub-

chapter II, see section 202(b) of Pub. L. 92–226, set out 

as a note under section 2346 of Title 22, and sections 

2348c and 2349aa–5 of Title 22. For complete classifica-

tion of this Act to the Code, see Short Title note set 

out under section 2151 of Title 22 and Tables. 
The Arms Export Control Act, referred to in subsec. 

(a)(2)(B)(i), is Pub. L. 90–269, Oct. 22, 1968, 82 Stat. 1320, 

which is classified principally to chapter 39 (§ 2751 et 

seq.) of Title 22. For complete classification of this Act 

to the Code, see Short Title note set out under section 

2751 of Title 22 and Tables. 

CODIFICATION 

Section was formerly classified to section 415 of this 

title prior to editorial reclassification and renumbering 

as this section. Some section numbers of this title ref-

erenced in amendment notes below reflect the classi-

fication of such sections prior to their editorial reclas-

sification. 

In subsec. (a)(2)(B)(i), ‘‘chapters 1 to 11 of title 40 and 

division C (except sections 3302, 3307(e), 3501(b), 3509, 

3906, 4710, and 4711) of subtitle I of title 41’’ substituted 

for ‘‘the Federal Property and Administrative Services 

Act of 1949’’ on authority of Pub. L. 107–217, § 5(c), Aug. 

21, 2002, 116 Stat. 1303, which Act enacted Title 40, Pub-

lic Buildings, Property, and Works, and Pub. L. 111–350, 

§ 6(c), Jan. 4, 2011, 124 Stat. 3854, which Act enacted 

Title 41, Public Contracts. 

AMENDMENTS 

1993—Subsec. (a)(2)(B)(i). Pub. L. 103–160 substituted 

‘‘section 7307(a)’’ for ‘‘section 7307(b)(1)’’. 

1991—Subsec. (a)(1). Pub. L. 102–88 inserted ‘‘, or the 

anticipated transfer in any fiscal year of any aggrega-

tion of defense articles or defense services,’’ after 

‘‘service’’ and substituted ‘‘this subchapter’’ for ‘‘sec-

tion 413 of this title’’. 

§ 3096. Specificity of National Intelligence Pro-
gram budget amounts for counterterrorism, 
counterproliferation, counternarcotics, and 
counterintelligence 

(a) In general 

The budget justification materials submitted 
to Congress in support of the budget of the 
President for a fiscal year that is submitted to 
Congress under section 1105(a) of title 31 shall 
set forth separately the aggregate amount re-
quested for that fiscal year for the National In-
telligence Program for each of the following: 

(1) Counterterrorism. 
(2) Counterproliferation. 
(3) Counternarcotics. 
(4) Counterintelligence. 

(b) Election of classified or unclassified form 

Amounts set forth under subsection (a) may be 
set forth in unclassified form or classified form, 
at the election of the Director of National Intel-
ligence. 

(July 26, 1947, ch. 343, title V, § 506, as added Pub. 
L. 107–306, title III, § 311(a), Nov. 27, 2002, 116 
Stat. 2390; amended Pub. L. 108–458, title I, 
§ 1074(b)(1)(A), Dec. 17, 2004, 118 Stat. 3694; Pub. 
L. 112–87, title V, § 505(2), Jan. 3, 2012, 125 Stat. 
1897.) 

CODIFICATION 

Section was formerly classified to section 415a of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2012—Subsec. (b). Pub. L. 112–87 substituted ‘‘Director 

of National Intelligence.’’ for ‘‘Director of Central In-

telligence.’’ 

2004—Pub. L. 108–458, § 1074(b)(1)(A)(ii), struck out 

‘‘Foreign’’ before ‘‘Intelligence’’ in section catchline. 

Subsec. (a). Pub. L. 108–458, § 1074(b)(1)(A)(i), sub-

stituted ‘‘National Intelligence Program’’ for ‘‘Na-

tional Foreign Intelligence Program’’. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 
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1 See References in Text note below. 

§ 3097. Budget treatment of costs of acquisition 
of major systems by the intelligence commu-
nity 

(a) Independent cost estimates 

(1) The Director of National Intelligence shall, 
in consultation with the head of each element of 
the intelligence community concerned, prepare 
an independent cost estimate of the full life- 
cycle cost of development, procurement, and op-
eration of each major system to be acquired by 
the intelligence community. 

(2)(A) Each independent cost estimate for a 
major system shall, to the maximum extent 
practicable, specify the amount required to be 
appropriated and obligated to develop, procure, 
and operate the major system in each fiscal year 
of the proposed period of development, procure-
ment, and operation of the major system. 

(B) For major system acquisitions requiring a 
service or capability from another acquisition or 
program to deliver the end-to-end functionality 
for the intelligence community end users, inde-
pendent cost estimates shall include, to the 
maximum extent practicable, all estimated 
costs across all pertinent elements of the intel-
ligence community. For collection programs, 
such cost estimates shall include the cost of new 
analyst training, new hardware and software for 
data exploitation and analysis, and any unique 
or additional costs for data processing, storing, 
and power, space, and cooling across the life 
cycle of the program. If such costs for process-
ing, exploitation, dissemination, and storage are 
scheduled to be executed in other elements of 
the intelligence community, the independent 
cost estimate shall identify and annotate such 
costs for such other elements accordingly. 

(3)(A) In the case of a program of the intel-
ligence community that qualifies as a major 
system, an independent cost estimate shall be 
prepared before the submission to Congress of 
the budget of the President for the first fiscal 
year in which appropriated funds are anticipated 
to be obligated for the development or procure-
ment of such major system. 

(B) In the case of a program of the intelligence 
community for which an independent cost esti-
mate was not previously required to be prepared 
under this section, including a program for 
which development or procurement commenced 
before December 13, 2003, if the aggregate future 
costs of development or procurement (or any 
combination of such activities) of the program 
will exceed $500,000,000 (in current fiscal year 
dollars), the program shall qualify as a major 
system for purposes of this section, and an inde-
pendent cost estimate for such major system 
shall be prepared before the submission to Con-
gress of the budget of the President for the first 
fiscal year thereafter in which appropriated 
funds are anticipated to be obligated for such 
major system. 

(4) The independent cost estimate for a major 
system shall be updated upon— 

(A) the completion of any preliminary de-
sign review associated with the major system; 

(B) any significant modification to the an-
ticipated design of the major system; or 

(C) any change in circumstances that ren-
ders the current independent cost estimate for 
the major system inaccurate. 

(5) Any update of an independent cost esti-
mate for a major system under paragraph (4) 
shall meet all requirements for independent cost 
estimates under this section, and shall be treat-
ed as the most current independent cost esti-
mate for the major system until further updated 
under that paragraph. 

(b) Preparation of independent cost estimates 

(1) The Director shall establish within the Of-
fice of the Director of National Intelligence for 
Community Management an office which shall 
be responsible for preparing independent cost es-
timates, and any updates thereof, under sub-
section (a), unless a designation is made under 
paragraph (2). 

(2) In the case of the acquisition of a major 
system for an element of the intelligence com-
munity within the Department of Defense, the 
Director and the Secretary of Defense shall pro-
vide that the independent cost estimate, and 
any updates thereof, under subsection (a) be pre-
pared by an entity jointly designated by the Di-
rector and the Secretary in accordance with sec-
tion 2434(b)(1)(A) 1 of title 10. 

(c) Utilization in budgets of President 

(1) If the budget of the President requests ap-
propriations for any fiscal year for the develop-
ment or procurement of a major system by the 
intelligence community, the President shall, 
subject to paragraph (2), request in such budget 
an amount of appropriations for the develop-
ment or procurement, as the case may be, of the 
major system that is equivalent to the amount 
of appropriations identified in the most current 
independent cost estimate for the major system 
for obligation for each fiscal year for which ap-
propriations are requested for the major system 
in such budget. 

(2) If the amount of appropriations requested 
in the budget of the President for the develop-
ment or procurement of a major system is less 
than the amount of appropriations identified in 
the most current independent cost estimate for 
the major system for obligation for each fiscal 
year for which appropriations are requested for 
the major system in such budget, the President 
shall include in the budget justification mate-
rials submitted to Congress in support of such 
budget— 

(A) an explanation for the difference be-
tween the amount of appropriations requested 
and the amount of appropriations identified in 
the most current independent cost estimate; 

(B) a description of the importance of the 
major system to the national security; 

(C) an assessment of the consequences for 
the funding of all programs of the National In-
telligence Program in future fiscal years if the 
most current independent cost estimate for 
the major system is accurate and additional 
appropriations are required in future fiscal 
years to ensure the continued development or 
procurement of the major system, including 
the consequences of such funding shortfalls on 
the major system and all other programs of 
the National Intelligence Program; and 

(D) such other information on the funding of 
the major system as the President considers 
appropriate. 
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(d) Inclusion of estimates in budget justification 
materials 

The budget justification materials submitted 
to Congress in support of the budget of the 
President shall include the most current inde-
pendent cost estimate under this section for 
each major system for which appropriations are 
requested in such budget for any fiscal year. 

(e) Definitions 

In this section: 
(1) The term ‘‘budget of the President’’ 

means the budget of the President for a fiscal 
year as submitted to Congress under section 
1105(a) of title 31. 

(2)(A) The term ‘‘independent cost estimate’’ 
means a pragmatic and neutral analysis, as-
sessment, and quantification of all costs and 
risks associated with the development, acqui-
sition, procurement, operation, and sustain-
ment of a major system across its proposed 
life cycle, which shall be based on pro-
grammatic and technical specifications pro-
vided by the office within the element of the 
intelligence community with primary respon-
sibility for the development, procurement, or 
operation of the major system. 

(B) In accordance with subsection (a)(2)(B), 
each independent cost estimate shall include 
all costs required across elements of the intel-
ligence community to develop, acquire, pro-
cure, operate, and sustain the system to pro-
vide the end-to-end intelligence functionality 
of the system, including— 

(i) for collection programs, the cost of new 
analyst training, new hardware and software 
for data exploitation and analysis, and any 
unique or additional costs for data process-
ing, storing, and power, space, and cooling 
across the life cycle of the program; and 

(ii) costs for processing, exploitation, dis-
semination, and storage scheduled to be exe-
cuted in other elements of the intelligence 
community. 

(3) The term ‘‘major system’’ means any sig-
nificant program of an element of the intel-
ligence community with projected total devel-
opment and procurement costs exceeding 
$500,000,000 (based on fiscal year 2010 constant 
dollars), which costs shall include all end-to- 
end program costs, including costs associated 
with the development and procurement of the 
program and any other costs associated with 
the development and procurement of systems 
required to support or utilize the program. 

(July 26, 1947, ch. 343, title V, § 506A, as added 
Pub. L. 108–177, title III, § 312(b)(1), Dec. 13, 2003, 
117 Stat. 2607; amended Pub. L. 108–458, title I, 
§§ 1071(a)(1)(BB), 1072(a)(6), Dec. 17, 2004, 118 Stat. 
3689, 3692; Pub. L. 111–259, title III, § 321(b), Oct. 
7, 2010, 124 Stat. 2669; Pub. L. 112–87, title III, 
§ 306(a), title V, § 505(3), Jan. 3, 2012, 125 Stat. 
1881, 1897.) 

REFERENCES IN TEXT 

Section 2434 of title 10, referred to in subsec. (b)(2), 

was repealed by Pub. L. 114–328, div. A, title VIII, 

§ 842(c)(1), Dec. 23, 2016, 130 Stat. 2290. 

CODIFICATION 

Section was formerly classified to section 415a–1 of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2012—Subsec. (a)(2). Pub. L. 112–87, § 306(a)(1), des-

ignated existing provisions as subpar. (A) and added 

subpar. (B). 

Subsec. (c)(2)(C). Pub. L. 112–87, § 505(3), substituted 

‘‘National Intelligence Program’’ for ‘‘National Foreign 

Intelligence Program’’ in two places. 

Subsec. (e)(2). Pub. L. 112–87, § 306(a)(2), designated ex-

isting provisions as subpar. (A), substituted ‘‘associated 

with the development, acquisition, procurement, oper-

ation, and sustainment of a major system across its 

proposed life cycle,’’ for ‘‘associated with the acquisi-

tion of a major system,’’, and added subpar. (B). 

2010—Subsec. (e)(3). Pub. L. 111–259 substituted 

‘‘(based on fiscal year 2010 constant dollars)’’ for ‘‘(in 

current fiscal year dollars)’’. 

2004—Subsec. (a)(1). Pub. L. 108–458, § 1071(a)(1)(BB), 

substituted ‘‘Director of National Intelligence’’ for ‘‘Di-

rector of Central Intelligence’’. 

Subsec. (b)(1). Pub. L. 108–458, § 1072(a)(6), substituted 

‘‘Office of the Director of National Intelligence’’ for 

‘‘Office of the Deputy Director of Central Intelligence’’. 

EFFECTIVE DATE OF 2012 AMENDMENT 

Pub. L. 112–87, title III, § 306(b), Jan. 3, 2012, 125 Stat. 

1882, provided that: ‘‘The amendments made by this 

section [amending this section] shall take effect on the 

date that is 180 days after the date of the enactment of 

this Act [Jan. 3, 2012].’’ 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

EFFECTIVE DATE 

Pub. L. 108–177, title III, § 312(c), Dec. 13, 2003, 117 

Stat. 2609, provided that: ‘‘The amendments made by 

subsection (b) [enacting this section] shall take effect 

on the date of the enactment of this Act [Dec. 13, 

2003].’’ 

CONGRESSIONAL FINDINGS 

Pub. L. 108–177, title III, § 312(a), Dec. 13, 2003, 117 

Stat. 2606, provided that: ‘‘Congress makes the follow-

ing findings: 

‘‘(1) Funds within the National Foreign Intelligence 

Program often must be shifted from program to pro-

gram and from fiscal year to fiscal year to address 

funding shortfalls caused by significant increases in 

the costs of acquisition of major systems by the in-

telligence community. 

‘‘(2) While some increases in the costs of acquisi-

tion of major systems by the intelligence community 

are unavoidable, the magnitude of growth in the 

costs of acquisition of many major systems indicates 

a systemic bias within the intelligence community to 

underestimate the costs of such acquisition, particu-

larly in the preliminary stages of development and 

production. 

‘‘(3) Decisions by Congress to fund the acquisition 

of major systems by the intelligence community rely 

significantly upon initial estimates of the afford-

ability of acquiring such major systems and occur 

within a context in which funds can be allocated for 

a variety of alternative programs. Thus, substantial 

increases in costs of acquisition of major systems 

place significant burdens on the availability of funds 

for other programs and new proposals within the Na-

tional Foreign Intelligence Program. 
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‘‘(4) Independent cost estimates, prepared by inde-

pendent offices, have historically represented a more 

accurate projection of the costs of acquisition of 

major systems. 
‘‘(5) Recognizing the benefits associated with inde-

pendent cost estimates for the acquisition of major 

systems, the Secretary of Defense has built upon the 

statutory requirement in [former] section 2434 of title 

10, United States Code, to develop and consider inde-

pendent cost estimates for the acquisition of such 

systems by mandating the use of such estimates in 

budget requests of the Department of Defense. 
‘‘(6) The mandatory use throughout the intelligence 

community of independent cost estimates for the ac-

quisition of major systems will assist the President 

and Congress in the development and funding of budg-

ets which more accurately reflect the requirements 

and priorities of the United States Government for 

intelligence and intelligence-related activities.’’ 

LIMITATIONS ON MAJOR SYSTEM PROCUREMENT, 

ACQUISITION, AND DEVELOPMENT 

Pub. L. 108–177, title III, § 312(d), Dec. 13, 2003, 117 

Stat. 2609, provided that: 
‘‘(1)(A) For each major system for which funds have 

been authorized for a fiscal year before fiscal year 2005, 

or for which funds are sought in the budget of the 

President for fiscal year 2005, as submitted to Congress 

pursuant to section 1105(a) of title 31, United States 

Code, and for which no independent cost estimate has 

been provided to Congress, no contract, or option to 

contract, for the procurement or acquisition of such 

major system may be entered into, or option to con-

tract be exercised, before the date of the enactment of 

an Act to authorize appropriations for fiscal year 2005 

for intelligence and intelligence-related activities of 

the United States Government. 
‘‘(B) Subparagraph (A) shall not affect any contract 

for procurement or acquisition that was entered into 

before the date of the enactment of this Act [Dec. 13, 

2003]. 
‘‘(2) Commencing as of the date of the submittal to 

Congress of the budget of the President for fiscal year 

2006 pursuant to section 1105(a) of title 31, United 

States Code, no funds may be obligated or expended for 

the development or procurement of a major system 

until the President has complied with the requirements 

of section 506A of the National Security Act of 1947 (as 

added by subsection (b)) [50 U.S.C. 3097] with respect to 

such major system. 
‘‘(3) In this subsection, the terms ‘independent cost 

estimate’ and ‘major system’ have the meaning given 

such terms in subsection (e) of section 506A of the Na-

tional Security Act of 1947 (as so added) [50 U.S.C. 

3097(e)].’’ 

§ 3098. Annual personnel level assessments for 
the intelligence community 

(a) Requirement to provide 

The Director of National Intelligence shall, in 
consultation with the head of each element of 
the intelligence community, prepare an annual 
personnel level assessment for such element 
that assesses the personnel levels for such ele-
ment for the fiscal year following the fiscal year 
in which the assessment is submitted. 

(b) Schedule 

Each assessment required by subsection (a) 
shall be submitted to the congressional intel-
ligence committees each year at the time that 
the President submits to Congress the budget 
for a fiscal year pursuant to section 1105 of title 
31. 

(c) Contents 

Each assessment required by subsection (a) 
submitted during a fiscal year shall contain the 

following information for the element of the in-
telligence community concerned: 

(1) The budget submission for personnel 
costs for the upcoming fiscal year. 

(2) The dollar and percentage increase or de-
crease of such costs as compared to the per-
sonnel costs of the current fiscal year. 

(3) The dollar and percentage increase or de-
crease of such costs as compared to the per-
sonnel costs during the prior 5 fiscal years. 

(4) The number of full-time equivalent posi-
tions that is the basis for which personnel 
funds are requested for the upcoming fiscal 
year. 

(5) The numerical and percentage increase or 
decrease of the number referred to in para-
graph (4) as compared to the number of full- 
time equivalent positions of the current fiscal 
year. 

(6) The numerical and percentage increase or 
decrease of the number referred to in para-
graph (4) as compared to the number of full- 
time equivalent positions during the prior 5 
fiscal years. 

(7) The best estimate of the number and 
costs of core contract personnel to be funded 
by the element for the upcoming fiscal year. 

(8) The numerical and percentage increase or 
decrease of such costs of core contract person-
nel as compared to the best estimate of the 
costs of core contract personnel of the current 
fiscal year. 

(9) The numerical and percentage increase or 
decrease of such number and such costs of core 
contract personnel as compared to the number 
and cost of core contract personnel during the 
prior 5 fiscal years. 

(10) A justification for the requested person-
nel and core contract personnel levels. 

(11) The best estimate of the number of in-
telligence collectors and analysts employed by 
each element of the intelligence community. 

(12) The best estimate of the number of in-
telligence collectors and analysts contracted 
by each element of the intelligence commu-
nity and a description of the functions per-
formed by such contractors. 

(13) A statement by the Director of National 
Intelligence that, based on current and pro-
jected funding, the element concerned will 
have sufficient— 

(A) internal infrastructure to support the 
requested personnel and core contract per-
sonnel levels; 

(B) training resources to support the re-
quested personnel levels; and 

(C) funding to support the administrative 
and operational activities of the requested 
personnel levels. 

(July 26, 1947, ch. 343, title V, § 506B, as added 
Pub. L. 111–259, title III, § 305(a), Oct. 7, 2010, 124 
Stat. 2659; amended Pub. L. 113–293, title III, 
§ 327, Dec. 19, 2014, 128 Stat. 4006.) 

CODIFICATION 

Section was formerly classified to section 415a–4 of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2014—Subsec. (c)(11). Pub. L. 113–293, § 327(1), struck 

out ‘‘or contracted’’ after ‘‘employed’’. 
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Subsec. (c)(12), (13). Pub. L. 113–293, § 327(2), (3), added 

par. (12) and redesignated former par. (12) as (13). 

PERSONNEL INFORMATION NOTIFICATION POLICY BY THE 

DIRECTOR OF NATIONAL INTELLIGENCE 

Pub. L. 114–113, div. M, title III, § 308, Dec. 18, 2015, 129 

Stat. 2917, provided that: 
‘‘(a) DIRECTIVE REQUIRED.—The Director of National 

Intelligence shall issue a directive containing a written 

policy for the timely notification to the congressional 

intelligence committees of the identities of individuals 

occupying senior level positions within the intelligence 

community. 
‘‘(b) SENIOR LEVEL POSITION.—In identifying positions 

that are senior level positions in the intelligence com-

munity for purposes of the directive required under 

subsection (a), the Director of National Intelligence 

shall consider whether a position— 
‘‘(1) constitutes the head of an entity or a signifi-

cant component within an agency; 
‘‘(2) is involved in the management or oversight of 

matters of significant import to the leadership of an 

entity of the intelligence community; 
‘‘(3) provides significant responsibility on behalf of 

the intelligence community; 
‘‘(4) requires the management of a significant num-

ber of personnel or funds; 
‘‘(5) requires responsibility management or over-

sight of sensitive intelligence activities; and 
‘‘(6) is held by an individual designated as a senior 

intelligence management official as such term is de-

fined in section 368(a)(6) of the Intelligence Author-

ization Act for Fiscal Year 2010 (Public Law 111–259; 

50 U.S.C. 404i–1 [now 50 U.S.C. 3051] note). 
‘‘(c) NOTIFICATION.—The Director shall ensure that 

each notification under the directive issued under sub-

section (a) includes each of the following: 
‘‘(1) The name of the individual occupying the posi-

tion. 
‘‘(2) Any previous senior level position held by the 

individual, if applicable, or the position held by the 

individual immediately prior to the appointment. 
‘‘(3) The position to be occupied by the individual. 
‘‘(4) Any other information the Director determines 

appropriate. 
‘‘(d) RELATIONSHIP TO OTHER LAWS.—The directive is-

sued under subsection (a) and any amendment to such 

directive shall be consistent with the provisions of the 

National Security Act of 1947 (50 U.S.C. 401 [now 50 

U.S.C. 3001] et seq.). 
‘‘(e) SUBMISSION.—Not later than 90 days after the 

date of the enactment of this Act [Dec. 18, 2015], the Di-

rector shall submit to the congressional intelligence 

committees the directive issued under subsection (a).’’ 
[For definitions of ‘‘congressional intelligence com-

mittees’’ and ‘‘intelligence community’’ as used in sec-

tion 308 of div. M of Pub. L. 114–113, set out above, see 

section 2 of div. M of Pub. L. 114–113, set out as a note 

under section 3003 of this title.] 

IMPLEMENTATION 

Pub. L. 111–259, title III, § 305(b), Oct. 7, 2010, 124 Stat. 

2661, provided that: ‘‘The first assessment required to 

be submitted under section 506B(b) of the National Se-

curity Act of 1947 [50 U.S.C. 3098(b)], as added by sub-

section (a), shall be submitted to the congressional in-

telligence committees at the time that the President 

submits to Congress the budget for fiscal year 2012 pur-

suant to section 1105 of title 31, United States Code.’’ 
[For definition of ‘‘congressional intelligence com-

mittees’’ as used in section 305(b) of Pub. L. 111–259, set 

out above, see section 2 of Pub. L. 111–259, set out as a 

note under section 3003 of this title.] 

§ 3099. Vulnerability assessments of major sys-
tems 

(a) Initial vulnerability assessments 

(1)(A) Except as provided in subparagraph (B), 
the Director of National Intelligence shall con-

duct and submit to the congressional intel-
ligence committees an initial vulnerability as-
sessment for each major system and its signifi-
cant items of supply— 

(i) except as provided in clause (ii), prior to 
the completion of Milestone B or an equiva-
lent acquisition decision for the major system; 
or 

(ii) prior to the date that is 1 year after Oc-
tober 7, 2010, in the case of a major system for 
which Milestone B or an equivalent acquisi-
tion decision— 

(I) was completed prior to such date; or 
(II) is completed on a date during the 180- 

day period following such date. 

(B) The Director may submit to the congres-
sional intelligence committees an initial vulner-
ability assessment required by clause (ii) of sub-
paragraph (A) not later than 180 days after the 
date such assessment is required to be submit-
ted under such clause if the Director notifies the 
congressional intelligence committees of the ex-
tension of the submission date under this sub-
paragraph and provides a justification for such 
extension. 

(C) The initial vulnerability assessment of a 
major system and its significant items of supply 
shall include use of an analysis-based approach 
to— 

(i) identify vulnerabilities; 
(ii) define exploitation potential; 
(iii) examine the system’s potential effec-

tiveness; 
(iv) determine overall vulnerability; and 
(v) make recommendations for risk reduc-

tion. 

(2) If an initial vulnerability assessment for a 
major system is not submitted to the congres-
sional intelligence committees as required by 
paragraph (1), funds appropriated for the acqui-
sition of the major system may not be obligated 
for a major contract related to the major sys-
tem. Such prohibition on the obligation of funds 
for the acquisition of the major system shall 
cease to apply on the date on which the congres-
sional intelligence committees receive the ini-
tial vulnerability assessment. 

(b) Subsequent vulnerability assessments 

(1) The Director of National Intelligence shall, 
periodically throughout the procurement of a 
major system or if the Director determines that 
a change in circumstances warrants the issu-
ance of a subsequent vulnerability assessment, 
conduct a subsequent vulnerability assessment 
of each major system and its significant items 
of supply within the National Intelligence Pro-
gram. 

(2) Upon the request of a congressional intel-
ligence committee, the Director of National In-
telligence may, if appropriate, recertify the pre-
vious vulnerability assessment or may conduct 
a subsequent vulnerability assessment of a par-
ticular major system and its significant items of 
supply within the National Intelligence Pro-
gram. 

(3) Any subsequent vulnerability assessment 
of a major system and its significant items of 
supply shall include use of an analysis-based ap-
proach and, if applicable, a testing-based ap-
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1 See References in Text note below. 

proach, to monitor the exploitation potential of 
such system and reexamine the factors described 
in clauses (i) through (v) of subsection (a)(1)(C). 

(c) Major system management 

The Director of National Intelligence shall 
give due consideration to the vulnerability as-
sessments prepared for a given major system 
when developing and determining the National 
Intelligence Program budget. 

(d) Congressional oversight 

(1) The Director of National Intelligence shall 
provide to the congressional intelligence com-
mittees a copy of each vulnerability assessment 
conducted under subsection (a) or (b) not later 
than 10 days after the date of the completion of 
such assessment. 

(2) The Director of National Intelligence shall 
provide the congressional intelligence commit-
tees with a proposed schedule for subsequent 
periodic vulnerability assessments of a major 
system under subsection (b)(1) when providing 
such committees with the initial vulnerability 
assessment under subsection (a) of such system 
as required by paragraph (1). 

(e) Definitions 

In this section: 
(1) The term ‘‘item of supply’’ has the mean-

ing given that term in section 4(10) 1 of the Of-
fice of Federal Procurement Policy Act (41 
U.S.C. 403(10)). 

(2) The term ‘‘major contract’’ means each 
of the 6 largest prime, associate, or Govern-
ment-furnished equipment contracts under a 
major system that is in excess of $40,000,000 
and that is not a firm, fixed price contract. 

(3) The term ‘‘major system’’ has the mean-
ing given that term in section 3097(e) of this 
title. 

(4) The term ‘‘Milestone B’’ means a decision 
to enter into major system development and 
demonstration pursuant to guidance pre-
scribed by the Director of National Intel-
ligence. 

(5) The term ‘‘vulnerability assessment’’ 
means the process of identifying and quantify-
ing vulnerabilities in a major system and its 
significant items of supply. 

(July 26, 1947, ch. 343, title V, § 506C, as added 
Pub. L. 111–259, title III, § 321(a)(1), Oct. 7, 2010, 
124 Stat. 2667.) 

REFERENCES IN TEXT 

Section 4(10) of the Office of Federal Procurement 

Policy Act, referred to in subsec. (e)(1), which was clas-

sified to section 403(10) of former Title 41, Public Con-

tracts, was repealed and reenacted as sections 108 and 

115 of Title 41, Public Contracts, by Pub. L. 111–350, §§ 3, 

7(b), Jan. 4, 2011, 124 Stat. 3677, 3855. 

CODIFICATION 

Section was formerly classified to section 415a–5 of 

this title prior to editorial reclassification and renum-

bering as this section. 

§ 3100. Intelligence community business system 
transformation 

(a) Limitation on obligation of funds 

(1) Subject to paragraph (3), no funds appro-
priated to any element of the intelligence com-

munity may be obligated for an intelligence 
community business system transformation 
that will have a total cost in excess of $3,000,000 
unless— 

(A) the Director of the Office of Business 
Transformation of the Office of the Director of 
National Intelligence makes a certification 
described in paragraph (2) with respect to such 
intelligence community business system 
transformation; and 

(B) such certification is approved by the 
board established under subsection (f). 

(2) The certification described in this para-
graph for an intelligence community business 
system transformation is a certification made 
by the Director of the Office of Business Trans-
formation of the Office of the Director of Na-
tional Intelligence that the intelligence commu-
nity business system transformation— 

(A) complies with the enterprise architec-
ture under subsection (b) and such other poli-
cies and standards that the Director of Na-
tional Intelligence considers appropriate; or 

(B) is necessary— 
(i) to achieve a critical national security 

capability or address a critical requirement; 
or 

(ii) to prevent a significant adverse effect 
on a project that is needed to achieve an es-
sential capability, taking into consideration 
any alternative solutions for preventing 
such adverse effect. 

(3) With respect to a fiscal year after fiscal 
year 2010, the amount referred to in paragraph 
(1) in the matter preceding subparagraph (A) 
shall be equal to the sum of— 

(A) the amount in effect under such para-
graph (1) for the preceding fiscal year (deter-
mined after application of this paragraph), 
plus 

(B) such amount multiplied by the annual 
percentage increase in the consumer price 
index (all items; U.S. city average) as of Sep-
tember of the previous fiscal year. 

(b) Enterprise architecture for intelligence com-
munity business systems 

(1) The Director of National Intelligence shall, 
acting through the board established under sub-
section (f), develop and implement an enterprise 
architecture to cover all intelligence commu-
nity business systems, and the functions and ac-
tivities supported by such business systems. The 
enterprise architecture shall be sufficiently de-
fined to effectively guide, constrain, and permit 
implementation of interoperable intelligence 
community business system solutions, consist-
ent with applicable policies and procedures es-
tablished by the Director of the Office of Man-
agement and Budget. 

(2) The enterprise architecture under para-
graph (1) shall include the following: 

(A) An information infrastructure that will 
enable the intelligence community to— 

(i) comply with all Federal accounting, fi-
nancial management, and reporting require-
ments; 

(ii) routinely produce timely, accurate, 
and reliable financial information for man-
agement purposes; 



Page 568 TITLE 50—WAR AND NATIONAL DEFENSE § 3100 

(iii) integrate budget, accounting, and pro-
gram information and systems; and 

(iv) provide for the measurement of per-
formance, including the ability to produce 
timely, relevant, and reliable cost informa-
tion. 

(B) Policies, procedures, data standards, and 
system interface requirements that apply uni-
formly throughout the intelligence commu-
nity. 

(c) Responsibilities for intelligence community 
business system transformation 

The Director of National Intelligence shall be 
responsible for the entire life cycle of an intel-
ligence community business system trans-
formation, including review, approval, and over-
sight of the planning, design, acquisition, de-
ployment, operation, and maintenance of the 
business system transformation. 

(d) Intelligence community business system in-
vestment review 

(1) The Director of the Office of Business 
Transformation of the Office of the Director of 
National Intelligence shall establish and imple-
ment, not later than 60 days after October 7, 
2010, an investment review process for the intel-
ligence community business systems for which 
the Director of the Office of Business Trans-
formation is responsible. 

(2) The investment review process under para-
graph (1) shall— 

(A) meet the requirements of section 11312 of 
title 40; and 

(B) specifically set forth the responsibilities 
of the Director of the Office of Business Trans-
formation under such review process. 

(3) The investment review process under para-
graph (1) shall include the following elements: 

(A) Review and approval by an investment 
review board (consisting of appropriate rep-
resentatives of the intelligence community) of 
each intelligence community business system 
as an investment before the obligation of 
funds for such system. 

(B) Periodic review, but not less often than 
annually, of every intelligence community 
business system investment. 

(C) Thresholds for levels of review to ensure 
appropriate review of intelligence community 
business system investments depending on the 
scope, complexity, and cost of the system in-
volved. 

(D) Procedures for making certifications in 
accordance with the requirements of sub-
section (a)(2). 

(e) Repealed. Pub. L. 112–277, title III, § 310(a)(3), 
Jan. 14, 2013, 126 Stat. 2475 

(f) Intelligence community business system 
transformation governance board 

(1) The Director of National Intelligence shall 
establish a board within the intelligence com-
munity business system transformation govern-
ance structure (in this subsection referred to as 
the ‘‘Board’’). 

(2) The Board shall— 
(A) recommend to the Director policies and 

procedures necessary to effectively integrate 

all business activities and any transformation, 
reform, reorganization, or process improve-
ment initiatives undertaken within the intel-
ligence community; 

(B) review and approve any major update 
of— 

(i) the enterprise architecture developed 
under subsection (b); and 

(ii) any plans for an intelligence commu-
nity business systems modernization; 

(C) manage cross-domain integration con-
sistent with such enterprise architecture; 

(D) coordinate initiatives for intelligence 
community business system transformation to 
maximize benefits and minimize costs for the 
intelligence community, and periodically re-
port to the Director on the status of efforts to 
carry out an intelligence community business 
system transformation; 

(E) ensure that funds are obligated for intel-
ligence community business system trans-
formation in a manner consistent with sub-
section (a); and 

(F) carry out such other duties as the Direc-
tor shall specify. 

(g) Relation to annual registration requirements 

Nothing in this section shall be construed to 
alter the requirements of section 8083 of the De-
partment of Defense Appropriations Act, 2005 
(Public Law 108–287; 118 Stat. 989), with regard to 
information technology systems (as defined in 
subsection (d) of such section). 

(h) Relationship to defense business enterprise 
architecture 

Nothing in this section shall be construed to 
exempt funds authorized to be appropriated to 
the Department of Defense from the require-
ments of section 2222 of title 10 to the extent 
that such requirements are otherwise applica-
ble. 

(i) Relation to Clinger-Cohen Act 

(1) Executive agency responsibilities in chap-
ter 113 of title 40 for any intelligence commu-
nity business system transformation shall be ex-
ercised jointly by— 

(A) the Director of National Intelligence and 
the Chief Information Officer of the Intel-
ligence Community; and 

(B) the head of the executive agency that 
contains the element of the intelligence com-
munity involved and the chief information of-
ficer of that executive agency. 

(2) The Director of National Intelligence and 
the head of the executive agency referred to in 
paragraph (1)(B) shall enter into a Memorandum 
of Understanding to carry out the requirements 
of this section in a manner that best meets the 
needs of the intelligence community and the ex-
ecutive agency. 

(j) Reports 

Not later than March 31 of each of the years 
2011 through 2014, the Director of National Intel-
ligence shall submit to the congressional intel-
ligence committees a report on the compliance 
of the intelligence community with the require-
ments of this section. Each such report shall— 

(1) describe actions taken and proposed for 
meeting the requirements of subsection (a), in-
cluding— 
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(A) specific milestones and actual perform-
ance against specified performance meas-
ures, and any revision of such milestones 
and performance measures; and 

(B) specific actions on the intelligence 
community business system transformations 
submitted for certification under such sub-
section; 

(2) identify the number of intelligence com-
munity business system transformations that 
received a certification described in sub-
section (a)(2); and 

(3) describe specific improvements in busi-
ness operations and cost savings resulting 
from successful intelligence community busi-
ness systems transformation efforts. 

(k) Definitions 

In this section: 
(1) The term ‘‘enterprise architecture’’ has 

the meaning given that term in section 3601(4) 
of title 44. 

(2) The terms ‘‘information system’’ and ‘‘in-
formation technology’’ have the meanings 
given those terms in section 11101 of title 40. 

(3) The term ‘‘intelligence community busi-
ness system’’ means an information system, 
including a national security system, that is 
operated by, for, or on behalf of an element of 
the intelligence community, including a finan-
cial system, mixed system, financial data 
feeder system, and the business infrastructure 
capabilities shared by the systems of the busi-
ness enterprise architecture, including people, 
process, and technology, that build upon the 
core infrastructure used to support business 
activities, such as acquisition, financial man-
agement, logistics, strategic planning and 
budgeting, installations and environment, and 
human resource management. 

(4) The term ‘‘intelligence community busi-
ness system transformation’’ means— 

(A) the acquisition or development of a 
new intelligence community business sys-
tem; or 

(B) any significant modification or en-
hancement of an existing intelligence com-
munity business system (other than nec-
essary to maintain current services). 

(5) The term ‘‘national security system’’ has 
the meaning given that term in section 3542 1 
of title 44. 

(6) The term ‘‘Office of Business Trans-
formation of the Office of the Director of Na-
tional Intelligence’’ includes any successor of-
fice that assumes the functions of the Office of 
Business Transformation of the Office of the 
Director of National Intelligence as carried 
out by the Office of Business Transformation 
on October 7, 2010. 

(July 26, 1947, ch. 343, title V, § 506D, as added 
Pub. L. 111–259, title III, § 322(a)(1), Oct. 7, 2010, 
124 Stat. 2669; amended Pub. L. 112–277, title III, 
§ 310(a)(3), Jan. 14, 2013, 126 Stat. 2475; Pub. L. 
113–126, title III, § 329(b)(3), July 7, 2014, 128 Stat. 
1406.) 

REFERENCES IN TEXT 

Section 8083 of the Department of Defense Appropria-

tions Act, 2005, referred to in subsec. (g), is section 8083 

of Pub. L. 108–287, title VIII, Aug. 5, 2004, 118 Stat. 989, 

which is not classified to the Code. 

Section 3542 of title 44, referred to in subsec. (k)(5), 

was repealed by Pub. L. 113–283, § 2(a), Dec. 18, 2014, 128 

Stat. 3073. Provisions defining ‘‘national security sys-

tem’’ are now contained in section 3552 of title 44, as 

enacted by Pub. L. 113–283. 

CODIFICATION 

Section was formerly classified to section 415a–6 of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2014—Subsec. (j). Pub. L. 113–126 substituted ‘‘2014’’ 

for ‘‘2015’’ in introductory provisions. 

2013—Subsec. (e). Pub. L. 112–277 struck out subsec. 

(e) which required inclusion of certain budget informa-

tion in the budget materials submitted to Congress for 

each fiscal year after fiscal year 2011. 

IMPLEMENTATION 

Pub. L. 111–259, title III, § 322(b), Oct. 7, 2010, 124 Stat. 

2673, provided that: 

‘‘(1) CERTAIN DUTIES.—Not later than 60 days after the 

date of the enactment of this Act [Oct. 7, 2010], the Di-

rector of National Intelligence shall designate a chair 

and other members to serve on the board established 

under subsection (f) of such section 506D of the Na-

tional Security Act of 1947 [50 U.S.C. 3100(f)] (as added 

by subsection (a)). 

‘‘(2) ENTERPRISE ARCHITECTURE.— 

‘‘(A) SCHEDULE FOR DEVELOPMENT.—The Director 

shall develop the enterprise architecture required by 

subsection (b) of such section 506D [50 U.S.C. 3100(b)] 

(as so added), including the initial Business Enter-

prise Architecture for business transformation, not 

later than 60 days after the enactment of this Act. 

‘‘(B) REQUIREMENT FOR IMPLEMENTATION PLAN.—In 

developing such an enterprise architecture, the Di-

rector shall develop an implementation plan for such 

enterprise architecture that includes the following: 

‘‘(i) An acquisition strategy for new systems that 

are expected to be needed to complete such enter-

prise architecture, including specific time-phased 

milestones, performance metrics, and a statement 

of the financial and nonfinancial resource needs. 

‘‘(ii) An identification of the intelligence commu-

nity business systems in operation or planned as of 

the date that is 60 days after the enactment of this 

Act that will not be a part of such enterprise archi-

tecture, together with the schedule for the phased 

termination of the utilization of any such systems. 

‘‘(iii) An identification of the intelligence com-

munity business systems in operation or planned as 

of such date, that will be a part of such enterprise 

architecture, together with a strategy for modify-

ing such systems to ensure that such systems com-

ply with such enterprise architecture. 

‘‘(C) SUBMISSION OF ACQUISITION STRATEGY.—Based 

on the results of an enterprise process management 

review and the availability of funds, the Director 

shall submit the acquisition strategy described in 

subparagraph (B)(i) to the congressional intelligence 

committees not later than March 31, 2011.’’ 

[For definitions of terms used in section 322(b) of Pub. 

L. 111–259, set out above, see section 2 of Pub. L. 111–259, 

set out as a note under section 3003 of this title.] 

§ 3101. Reports on the acquisition of major sys-
tems 

(a) Definitions 

In this section: 
(1) The term ‘‘cost estimate’’— 

(A) means an assessment and quantifica-
tion of all costs and risks associated with 
the acquisition of a major system based 
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upon reasonably available information at 
the time the Director establishes the 2010 
adjusted total acquisition cost for such sys-
tem pursuant to subsection (h) or restruc-
tures such system pursuant to section 3102(c) 
of this title; and 

(B) does not mean an ‘‘independent cost es-
timate’’. 

(2) The term ‘‘critical cost growth thresh-
old’’ means a percentage increase in the total 
acquisition cost for a major system of at least 
25 percent over the total acquisition cost for 
the major system as shown in the current 
Baseline Estimate for the major system. 

(3)(A) The term ‘‘current Baseline Estimate’’ 
means the projected total acquisition cost of a 
major system that is— 

(i) approved by the Director, or a designee 
of the Director, at Milestone B or an equiva-
lent acquisition decision for the develop-
ment, procurement, and construction of such 
system; 

(ii) approved by the Director at the time 
such system is restructured pursuant to sec-
tion 3102(c) of this title; or 

(iii) the 2010 adjusted total acquisition 
cost determined pursuant to subsection (h). 

(B) A current Baseline Estimate may be in 
the form of an independent cost estimate. 

(4) Except as otherwise specifically provided, 
the term ‘‘Director’’ means the Director of Na-
tional Intelligence. 

(5) The term ‘‘independent cost estimate’’ 
has the meaning given that term in section 
3097(e) of this title. 

(6) The term ‘‘major contract’’ means each 
of the 6 largest prime, associate, or Govern-
ment-furnished equipment contracts under a 
major system that is in excess of $40,000,000 
and that is not a firm, fixed price contract. 

(7) The term ‘‘major system’’ has the mean-
ing given that term in section 3097(e) of this 
title. 

(8) The term ‘‘Milestone B’’ means a decision 
to enter into major system development and 
demonstration pursuant to guidance pre-
scribed by the Director. 

(9) The term ‘‘program manager’’ means— 
(A) the head of the element of the intel-

ligence community that is responsible for 
the budget, cost, schedule, and performance 
of a major system; or 

(B) in the case of a major system within 
the Office of the Director of National Intel-
ligence, the deputy who is responsible for 
the budget, cost, schedule, and performance 
of the major system. 

(10) The term ‘‘significant cost growth 
threshold’’ means the percentage increase in 
the total acquisition cost for a major system 
of at least 15 percent over the total acquisi-
tion cost for such system as shown in the cur-
rent Baseline Estimate for such system. 

(11) The term ‘‘total acquisition cost’’ means 
the amount equal to the total cost for develop-
ment and procurement of, and system-specific 
construction for, a major system. 

(b) Major system cost reports 

(1) The program manager for a major system 
shall, on a quarterly basis, submit to the Direc-

tor a major system cost report as described in 
paragraph (2). 

(2) A major system cost report shall include 
the following information (as of the last day of 
the quarter for which the report is made): 

(A) The total acquisition cost for the major 
system. 

(B) Any cost variance or schedule variance 
in a major contract for the major system since 
the contract was entered into. 

(C) Any changes from a major system sched-
ule milestones or performances that are 
known, expected, or anticipated by the pro-
gram manager. 

(D) Any significant changes in the total ac-
quisition cost for development and procure-
ment of any software component of the major 
system, schedule milestones for such software 
component of the major system, or expected 
performance of such software component of 
the major system that are known, expected, or 
anticipated by the program manager. 

(3) Each major system cost report required by 
paragraph (1) shall be submitted not more than 
30 days after the end of the reporting quarter. 

(c) Reports for breach of significant or critical 
cost growth thresholds 

If the program manager of a major system for 
which a report has previously been submitted 
under subsection (b) determines at any time 
during a quarter that there is reasonable cause 
to believe that the total acquisition cost for the 
major system has increased by a percentage 
equal to or greater than the significant cost 
growth threshold or critical cost growth thresh-
old and if a report indicating an increase of such 
percentage or more has not previously been sub-
mitted to the Director, then the program man-
ager shall immediately submit to the Director a 
major system cost report containing the infor-
mation, determined as of the date of the report, 
required under subsection (b). 

(d) Notification to Congress of cost growth 

(1) Whenever a major system cost report is 
submitted to the Director, the Director shall de-
termine whether the current acquisition cost for 
the major system has increased by a percentage 
equal to or greater than the significant cost 
growth threshold or the critical cost growth 
threshold. 

(2) If the Director determines that the current 
total acquisition cost has increased by a per-
centage equal to or greater than the significant 
cost growth threshold or critical cost growth 
threshold, the Director shall submit to Congress 
a Major System Congressional Report pursuant 
to subsection (e). 

(e) Requirement for Major System Congressional 
Report 

(1) Whenever the Director determines under 
subsection (d) that the total acquisition cost of 
a major system has increased by a percentage 
equal to or greater than the significant cost 
growth threshold for the major system, a Major 
System Congressional Report shall be submitted 
to Congress not later than 45 days after the date 
on which the Director receives the major system 
cost report for such major system. 

(2) If the total acquisition cost of a major sys-
tem (as determined by the Director under sub-
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section (d)) increases by a percentage equal to or 
greater than the critical cost growth threshold 
for the program or subprogram, the Director 
shall take actions consistent with the require-
ments of section 3102 of this title. 

(f) Major System Congressional Report elements 

(1) Except as provided in paragraph (2), each 
Major System Congressional Report shall in-
clude the following: 

(A) The name of the major system. 
(B) The date of the preparation of the report. 
(C) The program phase of the major system 

as of the date of the preparation of the report. 
(D) The estimate of the total acquisition 

cost for the major system expressed in con-
stant base-year dollars and in current dollars. 

(E) The current Baseline Estimate for the 
major system in constant base-year dollars 
and in current dollars. 

(F) A statement of the reasons for any in-
crease in total acquisition cost for the major 
system. 

(G) The completion status of the major sys-
tem— 

(i) expressed as the percentage that the 
number of years for which funds have been 
appropriated for the major system is of the 
number of years for which it is planned that 
funds will be appropriated for the major sys-
tem; and 

(ii) expressed as the percentage that the 
amount of funds that have been appropriated 
for the major system is of the total amount 
of funds which it is planned will be appro-
priated for the major system. 

(H) The fiscal year in which the major sys-
tem was first authorized and in which funds 
for such system were first appropriated by 
Congress. 

(I) The current change and the total change, 
in dollars and expressed as a percentage, in 
the total acquisition cost for the major sys-
tem, stated both in constant base-year dollars 
and in current dollars. 

(J) The quantity of end items to be acquired 
under the major system and the current 
change and total change, if any, in that quan-
tity. 

(K) The identities of the officers responsible 
for management and cost control of the major 
system. 

(L) The action taken and proposed to be 
taken to control future cost growth of the 
major system. 

(M) Any changes made in the performance or 
schedule milestones of the major system and 
the extent to which such changes have con-
tributed to the increase in total acquisition 
cost for the major system. 

(N) The following contract performance as-
sessment information with respect to each 
major contract under the major system: 

(i) The name of the contractor. 
(ii) The phase that the contract is in at the 

time of the preparation of the report. 
(iii) The percentage of work under the con-

tract that has been completed. 
(iv) Any current change and the total 

change, in dollars and expressed as a per-
centage, in the contract cost. 

(v) The percentage by which the contract 
is currently ahead of or behind schedule. 

(vi) A narrative providing a summary ex-
planation of the most significant occur-
rences, including cost and schedule vari-
ances under major contracts of the major 
system, contributing to the changes identi-
fied and a discussion of the effect these oc-
currences will have on the future costs and 
schedule of the major system. 

(O) In any case in which one or more prob-
lems with a software component of the major 
system significantly contributed to the in-
crease in costs of the major system, the action 
taken and proposed to be taken to solve such 
problems. 

(2) A Major System Congressional Report pre-
pared for a major system for which the increase 
in the total acquisition cost is due to termi-
nation or cancellation of the entire major sys-
tem shall include only— 

(A) the information described in subpara-
graphs (A) through (F) of paragraph (1); and 

(B) the total percentage change in total ac-
quisition cost for such system. 

(g) Prohibition on obligation of funds 

If a determination of an increase by a percent-
age equal to or greater than the significant cost 
growth threshold is made by the Director under 
subsection (d) and a Major System Congres-
sional Report containing the information de-
scribed in subsection (f) is not submitted to Con-
gress under subsection (e)(1), or if a determina-
tion of an increase by a percentage equal to or 
greater than the critical cost growth threshold 
is made by the Director under subsection (d) and 
the Major System Congressional Report con-
taining the information described in subsection 
(f) and section 3102(b)(3) of this title and the cer-
tification required by section 3102(b)(2) of this 
title are not submitted to Congress under sub-
section (e)(2), funds appropriated for construc-
tion, research, development, test, evaluation, 
and procurement may not be obligated for a 
major contract under the major system. The 
prohibition on the obligation of funds for a 
major system shall cease to apply at the end of 
the 45-day period that begins on the date— 

(1) on which Congress receives the Major 
System Congressional Report under sub-
section (e)(1) with respect to that major sys-
tem, in the case of a determination of an in-
crease by a percentage equal to or greater 
than the significant cost growth threshold (as 
determined in subsection (d)); or 

(2) on which Congress receives both the 
Major System Congressional Report under 
subsection (e)(2) and the certification of the 
Director under section 3102(b)(2) of this title 
with respect to that major system, in the case 
of an increase by a percentage equal to or 
greater than the critical cost growth threshold 
(as determined under subsection (d)). 

(h) Treatment of cost increases prior to October 
7, 2010 

(1) Not later than 180 days after October 7, 
2010, the Director— 

(A) shall, for each major system, determine 
if the total acquisition cost of such major sys-
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tem increased by a percentage equal to or 
greater than the significant cost growth 
threshold or the critical cost growth threshold 
prior to such date; 

(B) shall establish for each major system for 
which the total acquisition cost has increased 
by a percentage equal to or greater than the 
significant cost growth threshold or the criti-
cal cost growth threshold prior to such date a 
revised current Baseline Estimate based upon 
an updated cost estimate; 

(C) may, for a major system not described in 
subparagraph (B), establish a revised current 
Baseline Estimate based upon an updated cost 
estimate; and 

(D) shall submit to Congress a report de-
scribing— 

(i) each determination made under sub-
paragraph (A); 

(ii) each revised current Baseline Estimate 
established for a major system under sub-
paragraph (B); and 

(iii) each revised current Baseline Esti-
mate established for a major system under 
subparagraph (C), including the percentage 
increase of the total acquisition cost of such 
major system that occurred prior to October 
7, 2010. 

(2) The revised current Baseline Estimate es-
tablished for a major system under subpara-
graph (B) or (C) of paragraph (1) shall be the 2010 
adjusted total acquisition cost for the major 
system and may include the estimated cost of 
conducting any vulnerability assessments for 
such major system required under section 3099 of 
this title. 

(i) Requirements to use base year dollars 

Any determination of a percentage increase 
under this section shall be stated in terms of 
constant base year dollars. 

(j) Form of report 

Any report required to be submitted under 
this section may be submitted in a classified 
form. 

(July 26, 1947, ch. 343, title V, § 506E, as added 
Pub. L. 111–259, title III, § 323(a)(1), Oct. 7, 2010, 
124 Stat. 2674.) 

CODIFICATION 

Section was formerly classified to section 415a–7 of 

this title prior to editorial reclassification and renum-

bering as this section. 

APPLICABILITY DATE OF QUARTERLY REPORTS 

Pub. L. 111–259, title III, § 323(a)(2), Oct. 7, 2010, 124 

Stat. 2678, provided that: ‘‘The first report required to 

be submitted under subsection (b) of section 506E of the 

National security [Security] Act of 1947 [50 U.S.C. 

3101(b)], as added by paragraph (1) of this subsection, 

shall be submitted with respect to the first fiscal quar-

ter that begins on a date that is not less than 180 days 

after the date of the enactment of this Act [Oct. 7, 

2010].’’ 

MAJOR DEFENSE ACQUISITION PROGRAMS 

Pub. L. 111–259, title III, § 323(b), Oct. 7, 2010, 124 Stat. 

2678, provided that: ‘‘Nothing in this section [enacting 

this section and provisions set out as a note under this 

section], section 324 [enacting section 3102 of this title], 

or an amendment made by this section or section 324, 

shall be construed to exempt an acquisition program of 

the Department of Defense from the requirements of 

chapter 144 of title 10, United States Code[,] or Depart-

ment of Defense Directive 5000, to the extent that such 

requirements are otherwise applicable.’’ 

§ 3102. Critical cost growth in major systems 

(a) Reassessment of major system 

If the Director of National Intelligence deter-
mines under section 3101(d) of this title that the 
total acquisition cost of a major system has in-
creased by a percentage equal to or greater than 
the critical cost growth threshold for the major 
system, the Director shall— 

(1) determine the root cause or causes of the 
critical cost growth, in accordance with appli-
cable statutory requirements, policies, proce-
dures, and guidance; and 

(2) carry out an assessment of— 
(A) the projected cost of completing the 

major system if current requirements are 
not modified; 

(B) the projected cost of completing the 
major system based on reasonable modifica-
tion of such requirements; 

(C) the rough order of magnitude of the 
costs of any reasonable alternative system 
or capability; and 

(D) the need to reduce funding for other 
systems due to the growth in cost of the 
major system. 

(b) Presumption of termination 

(1) After conducting the reassessment required 
by subsection (a) with respect to a major sys-
tem, the Director shall terminate the major sys-
tem unless the Director submits to Congress a 
Major System Congressional Report containing 
a certification in accordance with paragraph (2) 
and the information described in paragraph (3). 
The Director shall submit such Major System 
Congressional Report and certification not later 
than 90 days after the date the Director receives 
the relevant major system cost report under 
subsection (b) or (c) of section 3101 of this title. 

(2) A certification described by this paragraph 
with respect to a major system is a written cer-
tification that— 

(A) the continuation of the major system is 
essential to the national security; 

(B) there are no alternatives to the major 
system that will provide acceptable capability 
to meet the intelligence requirement at less 
cost; 

(C) the new estimates of the total acquisi-
tion cost have been determined by the Direc-
tor to be reasonable; 

(D) the major system is a higher priority 
than other systems whose funding must be re-
duced to accommodate the growth in cost of 
the major system; and 

(E) the management structure for the major 
system is adequate to manage and control the 
total acquisition cost. 

(3) A Major System Congressional Report ac-
companying a written certification under para-
graph (2) shall include, in addition to the re-
quirements of section 3101(e) of this title, the 
root cause analysis and assessment carried out 
pursuant to subsection (a), the basis for each de-
termination made in accordance with subpara-
graphs (A) through (E) of paragraph (2), and a 
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description of all funding changes made as a re-
sult of the growth in the cost of the major sys-
tem, including reductions made in funding for 
other systems to accommodate such cost 
growth, together with supporting documenta-
tion. 

(c) Actions if major system not terminated 

If the Director elects not to terminate a major 
system pursuant to subsection (b), the Director 
shall— 

(1) restructure the major system in a man-
ner that addresses the root cause or causes of 
the critical cost growth, as identified pursuant 
to subsection (a), and ensures that the system 
has an appropriate management structure as 
set forth in the certification submitted pursu-
ant to subsection (b)(2)(E); 

(2) rescind the most recent Milestone ap-
proval for the major system; 

(3) require a new Milestone approval for the 
major system before taking any action to 
enter a new contract, exercise an option under 
an existing contract, or otherwise extend the 
scope of an existing contract under the sys-
tem, except to the extent determined nec-
essary by the Milestone Decision Authority, 
on a nondelegable basis, to ensure that the 
system may be restructured as intended by the 
Director without unnecessarily wasting re-
sources; 

(4) establish a revised current Baseline Esti-
mate for the major system based upon an up-
dated cost estimate; and 

(5) conduct regular reviews of the major sys-
tem. 

(d) Actions if major system terminated 

If a major system is terminated pursuant to 
subsection (b), the Director shall submit to Con-
gress a written report setting forth— 

(1) an explanation of the reasons for termi-
nating the major system; 

(2) the alternatives considered to address 
any problems in the major system; and 

(3) the course the Director plans to pursue to 
meet any intelligence requirements otherwise 
intended to be met by the major system. 

(e) Form of report 

Any report or certification required to be sub-
mitted under this section may be submitted in a 
classified form. 

(f) Waiver 

(1) The Director may waive the requirements 
of subsections (d)(2), (e), and (g) of section 3101 
of this title and subsections (a)(2), (b), (c), and 
(d) of this section with respect to a major sys-
tem if the Director determines that at least 90 
percent of the amount of the current Baseline 
Estimate for the major system has been ex-
pended. 

(2)(A) If the Director grants a waiver under 
paragraph (1) with respect to a major system, 
the Director shall submit to the congressional 
intelligence committees written notice of the 
waiver that includes— 

(i) the information described in section 
3101(f) of this title; and 

(ii) if the current total acquisition cost of 
the major system has increased by a percent-

age equal to or greater than the critical cost 
growth threshold— 

(I) a determination of the root cause or 
causes of the critical cost growth, as de-
scribed in subsection (a)(1); and 

(II) a certification that includes the ele-
ments described in subparagraphs (A), (B), 
and (E) of subsection (b)(2). 

(B) The Director shall submit the written no-
tice required by subparagraph (A) not later than 
90 days after the date that the Director receives 
a major system cost report under subsection (b) 
or (c) of section 3101 of this title that indicates 
that the total acquisition cost for the major sys-
tem has increased by a percentage equal to or 
greater than the significant cost growth thresh-
old or critical cost growth threshold. 

(g) Definitions 

In this section, the terms ‘‘cost estimate’’, 
‘‘critical cost growth threshold’’, ‘‘current Base-
line Estimate’’, ‘‘major system’’, and ‘‘total ac-
quisition cost’’ have the meaning given those 
terms in section 3101(a) of this title. 

(July 26, 1947, ch. 343, title V, § 506F, as added 
Pub. L. 111–259, title III, § 324(a), Oct. 7, 2010, 124 
Stat. 2679.) 

CODIFICATION 

Section was formerly classified to section 415a–8 of 

this title prior to editorial reclassification and renum-

bering as this section. 

§ 3103. Future budget projections 

(a) Future Year Intelligence Plans 

(1) The Director of National Intelligence, with 
the concurrence of the Director of the Office of 
Management and Budget, shall provide to the 
congressional intelligence committees a Future 
Year Intelligence Plan, as described in para-
graph (2), for— 

(A) each expenditure center in the National 
Intelligence Program; and 

(B) each major system in the National Intel-
ligence Program. 

(2)(A) A Future Year Intelligence Plan submit-
ted under this subsection shall include the year- 
by-year proposed funding for each center or sys-
tem referred to in subparagraph (A) or (B) of 
paragraph (1), for the budget year for which the 
Plan is submitted and not less than the 4 subse-
quent fiscal years. 

(B) A Future Year Intelligence Plan submitted 
under subparagraph (B) of paragraph (1) for a 
major system shall include— 

(i) the estimated total life-cycle cost of such 
major system; and 

(ii) major milestones that have significant 
resource implications for such major system. 

(b) Long-term Budget Projections 

(1) The Director of National Intelligence, with 
the concurrence of the Director of the Office of 
Management and Budget, shall provide to the 
congressional intelligence committees a Long- 
term Budget Projection for each element of the 
intelligence community funded under the Na-
tional Intelligence Program acquiring a major 
system that includes the budget for such ele-
ment for the 5-year period that begins on the 
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1 So in original. Probably should be preceded by ‘‘to’’. 

day after the end of the last fiscal year for 
which year-by-year proposed funding is included 
in a Future Year Intelligence Plan for such 
major system in accordance with subsection 
(a)(2)(A). 

(2) A Long-term Budget Projection submitted 
under paragraph (1) shall include— 

(A) projections for the appropriate element 
of the intelligence community for— 

(i) pay and benefits of officers and employ-
ees of such element; 

(ii) other operating and support costs and 
minor acquisitions of such element; 

(iii) research and technology required by 
such element; 

(iv) current and planned major system ac-
quisitions for such element; 

(v) any future major system acquisitions 
for such element; and 

(vi) any additional funding projections 
that the Director of National Intelligence 
considers appropriate; 

(B) a budget projection based on effective 
cost and schedule execution of current or 
planned major system acquisitions and appli-
cation of Office of Management and Budget in-
flation estimates to future major system ac-
quisitions; 

(C) any additional assumptions and projec-
tions that the Director of National Intel-
ligence considers appropriate; and 

(D) a description of whether, and to what ex-
tent, the total projection for each year ex-
ceeds the level that would result from apply-
ing the most recent Office of Management and 
Budget inflation estimate to the budget of 
that element of the intelligence community. 

(c) Submission to Congress 

The Director of National Intelligence, with 
the concurrence of the Director of the Office of 
Management and Budget, shall submit to the 
congressional intelligence committees each Fu-
ture Year Intelligence Plan or Long-term Budg-
et Projection required under subsection (a) or 
(b) for a fiscal year at the time that the Presi-
dent submits to Congress the budget for such fis-
cal year pursuant section 1 1105 of title 31. 

(d) Major system affordability report 

(1) The Director of National Intelligence, with 
the concurrence of the Director of the Office of 
Management and Budget, shall prepare a report 
on the acquisition of a major system funded 
under the National Intelligence Program before 
the time that the President submits to Congress 
the budget for the first fiscal year in which ap-
propriated funds are anticipated to be obligated 
for the development or procurement of such 
major system. 

(2) The report on such major system shall in-
clude an assessment of whether, and to what ex-
tent, such acquisition, if developed, procured, 
and operated, is projected to cause an increase 
in the most recent Future Year Intelligence 
Plan and Long-term Budget Projection submit-
ted under this section for an element of the in-
telligence community. 

(3) The Director of National Intelligence shall 
update the report whenever an independent cost 

estimate must be updated pursuant to section 
3097(a)(4) of this title. 

(4) The Director of National Intelligence shall 
submit each report required by this subsection 
at the time that the President submits to Con-
gress the budget for a fiscal year pursuant to 
section 1105 of title 31. 

(e) Definitions 

In this section: 

(1) Budget year 

The term ‘‘budget year’’ means the next fis-
cal year for which the President is required to 
submit to Congress a budget pursuant to sec-
tion 1105 of title 31. 

(2) Independent cost estimate; major system 

The terms ‘‘independent cost estimate’’ and 
‘‘major system’’ have the meaning given those 
terms in section 3097(e) of this title. 

(July 26, 1947, ch. 343, title V, § 506G, as added 
Pub. L. 111–259, title III, § 325(a), Oct. 7, 2010, 124 
Stat. 2681.) 

CODIFICATION 

Section was formerly classified to section 415a–9 of 

this title prior to editorial reclassification and renum-

bering as this section. 

APPLICABILITY DATE 

Pub. L. 111–259, title III, § 325(b), Oct. 7, 2010, 124 Stat. 

2683, provided that: ‘‘The first Future Year Intelligence 

Plan and Long-term Budget Projection required to be 

submitted under subsection (a) and (b) of section 506G 

of the National Security Act of 1947 [50 U.S.C. 3103(a), 

(b)], as added by subsection (a), shall be submitted to 

the congressional intelligence committees at the time 

that the President submits to Congress the budget for 

fiscal year 2012 pursuant to section 1105 of title 31, 

United States Code.’’ 
[For definition of ‘‘congressional intelligence com-

mittees’’ as used in section 325(b) of Pub. L. 111–259, set 

out above, see section 2 of Pub. L. 111–259, set out as a 

note under section 3003 of this title.] 

FUTURE-YEARS INTELLIGENCE PROGRAM 

Pub. L. 115–31, div. C, title VIII, § 8091, May 5, 2017, 131 

Stat. 268, provided that: ‘‘The Director of National In-

telligence shall submit to Congress each year, at or 

about the time that the President’s budget is submit-

ted to Congress that year under section 1105(a) of title 

31, United States Code, a future-years intelligence pro-

gram (including associated annexes) reflecting the esti-

mated expenditures and proposed appropriations in-

cluded in that budget. Any such future-years intel-

ligence program shall cover the fiscal year with respect 

to which the budget is submitted and at least the four 

succeeding fiscal years.’’ 
Similar provisions were contained in the following 

appropriation acts: 
Pub. L. 114–113, div. C, title VIII, § 8091, Dec. 18, 2015, 

129 Stat. 2373. 
Pub. L. 113–235, div. C, title VIII, § 8095, Dec. 16, 2014, 

128 Stat. 2276. 
Pub. L. 113–76, div. C, title VIII, § 8090, Jan. 17, 2014, 

128 Stat. 126. 
Pub. L. 113–6, div. C, title VIII, § 8091, Mar. 26, 2013, 127 

Stat. 318. 
Pub. L. 112–74, div. A, title VIII, § 8094, Dec. 23, 2011, 

125 Stat. 828. 
Pub. L. 112–10, div. A, title VIII, § 8094, Apr. 15, 2011, 

125 Stat. 77. 
Pub. L. 111–118, div. A, title VIII, § 8104, Dec. 19, 2009, 

123 Stat. 3451, repealed by Pub. L. 111–259, title III, 

§ 325(c)(2), Oct. 7, 2010, 124 Stat. 2683. 
Pub. L. 110–329, div. C, title VIII, § 8112, Sept. 30, 2008, 

122 Stat. 3645. 
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§ 3104. Reports on security clearances 

(a) Report on security clearance determinations 

(1) Not later than February 1 of each year, the 
President shall submit to Congress a report on 
the security clearance process. Such report shall 
include, for each security clearance level— 

(A) the number of employees of the United 
States Government who— 

(i) held a security clearance at such level 
as of October 1 of the preceding year; and 

(ii) were approved for a security clearance 
at such level during the preceding fiscal 
year; 

(B) the number of contractors to the United 
States Government who— 

(i) held a security clearance at such level 
as of October 1 of the preceding year; and 

(ii) were approved for a security clearance 
at such level during the preceding fiscal 
year; and 

(C) for each element of the intelligence com-
munity— 

(i) the total amount of time it took to 
process the security clearance determina-
tion for such level that— 

(I) was among the 80 percent of security 
clearance determinations made during the 
preceding fiscal year that took the short-
est amount of time to complete; and 

(II) took the longest amount of time to 
complete; 

(ii) the total amount of time it took to 
process the security clearance determina-
tion for such level that— 

(I) was among the 90 percent of security 
clearance determinations made during the 
preceding fiscal year that took the short-
est amount of time to complete; and 

(II) took the longest amount of time to 
complete; 

(iii) the number of pending security clear-
ance investigations for such level as of Octo-
ber 1 of the preceding year that have re-
mained pending for— 

(I) 4 months or less; 
(II) between 4 months and 8 months; 
(III) between 8 months and one year; and 
(IV) more than one year; 

(iv) the percentage of reviews during the 
preceding fiscal year that resulted in a de-
nial or revocation of a security clearance; 

(v) the percentage of investigations during 
the preceding fiscal year that resulted in in-
complete information; 

(vi) the percentage of investigations dur-
ing the preceding fiscal year that did not re-
sult in enough information to make a deci-
sion on potentially adverse information; and 

(vii) for security clearance determinations 
completed or pending during the preceding 
fiscal year that have taken longer than one 
year to complete— 

(I) the number of security clearance de-
terminations for positions as employees of 
the United States Government that re-
quired more than one year to complete; 

(II) the number of security clearance de-
terminations for contractors that required 
more than one year to complete; 

(III) the agencies that investigated and 
adjudicated such determinations; and 

(IV) the cause of significant delays in 
such determinations. 

(2) For purposes of paragraph (1), the President 
may consider— 

(A) security clearances at the level of con-
fidential and secret as one security clearance 
level; and 

(B) security clearances at the level of top se-
cret or higher as one security clearance level. 

(b) Form 

The reports required under subsection (a)(1) 
shall be submitted in unclassified form, but may 
include a classified annex. 

(July 26, 1947, ch. 343, title V, § 506H, as added 
Pub. L. 111–259, title III, § 367(a)(1)(A), Oct. 7, 
2010, 124 Stat. 2703; amended Pub. L. 114–113, div. 
M, title VII, § 701(a), Dec. 18, 2015, 129 Stat. 2929.) 

CODIFICATION 

Section was formerly classified to section 415a–10 of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2015—Subsec. (a). Pub. L. 114–113, § 701(a)(1), (2), redes-

ignated subsec. (b) as (a) and struck out former subsec. 

(a) which related to quadrennial audit of position re-

quirements. 

Subsecs. (b), (c). Pub. L. 114–113, § 701(a)(2), (3), redes-

ignated subsec. (c) as (b) and substituted ‘‘The reports 

required under subsection (a)(1)’’ for ‘‘The results re-

quired under subsection (a)(2) and the reports required 

under subsection (b)(1)’’. Former subsec. (b) redesig-

nated (a). 

INITIAL AUDIT 

Pub. L. 111–259, title III, § 367(a)(1)(B), Oct. 7, 2010, 124 

Stat. 2704, provided that: ‘‘The first audit required to 

be conducted under section 506H(a)(1) of the National 

Security Act of 1947 [50 U.S.C. 3104(a)(1)], as added by 

subparagraph (A) of this paragraph, shall be completed 

not later than February 1, 2011.’’ 

§ 3105. Summary of intelligence relating to ter-
rorist recidivism of detainees held at United 
States Naval Station, Guantanamo Bay, Cuba 

(a) In general 

The Director of National Intelligence, in con-
sultation with the Director of the Central Intel-
ligence Agency and the Director of the Defense 
Intelligence Agency, shall make publicly avail-
able an unclassified summary of— 

(1) intelligence relating to recidivism of de-
tainees currently or formerly held at the 
Naval Detention Facility at Guantanamo Bay, 
Cuba, by the Department of Defense; and 

(2) an assessment of the likelihood that such 
detainees will engage in terrorism or commu-
nicate with persons in terrorist organizations. 

(b) Updates 

Not less frequently than once every 6 months, 
the Director of National Intelligence, in con-
sultation with the Director of the Central Intel-
ligence Agency and the Secretary of Defense, 
shall update and make publicly available an un-
classified summary consisting of the informa-
tion required by subsection (a) and the number 
of individuals formerly detained at Naval Sta-
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1 So in original. Probably should be ‘‘General’’. 
2 See References in Text note below. 

tion, Guantanamo Bay, Cuba, who are confirmed 
or suspected of returning to terrorist activities 
after release or transfer from such Naval Sta-
tion. 

(July 26, 1947, ch. 343, title V, § 506I, as added 
Pub. L. 112–87, title III, § 307(a)(1), Jan. 3, 2012, 
125 Stat. 1882.) 

CODIFICATION 

Section was formerly classified to section 415a–11 of 

this title prior to editorial reclassification and renum-

bering as this section. 

INITIAL UPDATE 

Pub. L. 112–87, title III, § 307(a)(2), Jan. 3, 2012, 125 

Stat. 1883, provided that: ‘‘The initial update required 

by section 506I(b) of such Act [act July 26, 1947, ch. 343; 

50 U.S.C. 3105(b)], as added by paragraph (1) of this sub-

section, shall be made publicly available not later than 

10 days after the date the first report following the date 

of the enactment of the Intelligence Authorization Act 

for Fiscal Year 2012 [Jan. 3, 2012] is submitted to mem-

bers and committees of Congress pursuant to section 

319 of the Supplemental Appropriations Act, 2009 (Pub-

lic Law 111–32; 10 U.S.C. 801 note).’’ 

§ 3105a. Annual assessment of intelligence com-
munity performance by function 

(a) In general 

Not later than April 1, 2016, and each year 
thereafter, the Director of National Intelligence 
shall, in consultation with the Functional Man-
agers, submit to the congressional intelligence 
committees a report on covered intelligence 
functions during the preceding year. 

(b) Elements 

Each report under subsection (a) shall include 
for each covered intelligence function for the 
year covered by such report the following: 

(1) An identification of the capabilities, pro-
grams, and activities of such intelligence func-
tion, regardless of the element of the intel-
ligence community that carried out such capa-
bilities, programs, and activities. 

(2) A description of the investment and allo-
cation of resources for such intelligence func-
tion, including an analysis of the allocation of 
resources within the context of the National 
Intelligence Strategy, priorities for recipients 
of resources, and areas of risk. 

(3) A description and assessment of the per-
formance of such intelligence function. 

(4) An identification of any issues related to 
the application of technical interoperability 
standards in the capabilities, programs, and 
activities of such intelligence function. 

(5) An identification of the operational over-
lap or need for de-confliction, if any, within 
such intelligence function. 

(6) A description of any efforts to integrate 
such intelligence function with other intel-
ligence disciplines as part of an integrated in-
telligence enterprise. 

(7) A description of any efforts to establish 
consistency in tradecraft and training within 
such intelligence function. 

(8) A description and assessment of develop-
ments in technology that bear on the future of 
such intelligence function. 

(9) Such other matters relating to such in-
telligence function as the Director may speci-
fy for purposes of this section. 

(c) Definitions 

In this section: 
(1) The term ‘‘covered intelligence func-

tions’’ means each intelligence function for 
which a Functional Manager has been estab-
lished under section 3034a of this title during 
the year covered by a report under this sec-
tion. 

(2) The term ‘‘Functional Manager’’ means 
the manager of an intelligence function estab-
lished under section 3034a of this title. 

(July 26, 1947, ch. 343, title V, § 506J, as added 
Pub. L. 113–126, title III, § 306(a), July 7, 2014, 128 
Stat. 1395.) 

§ 3106. Dates for submittal of various annual and 
semiannual reports to the congressional in-
telligence committees 

(a) Annual reports 

The date for the submittal to the congres-
sional intelligence committees of the following 
annual reports shall be the date each year pro-
vided in subsection (c)(1): 

(1) The annual report of the Inspectors Gen-
erals 1 of the intelligence community on pro-
posed resources and activities of their offices 
required by section 8H(g) of the Inspector Gen-
eral Act of 1978. 

(2) The annual report on certifications for 
immunity in interdiction of aircraft engaged 
in illicit drug trafficking required by section 
2291–4(c)(2) of title 22. 

(3) The annual report on activities under the 
David L. Boren National Security Education 
Act of 1991 (title VIII of Public Law 102–183; 50 
U.S.C. 1901 et seq.) required by section 806(a) of 
that Act (50 U.S.C. 1906(a)). 

(4) The annual report on hiring and reten-
tion of minority employees in the intelligence 
community required by section 3050(a) of this 
title. 

(5) The annual report on financial intel-
ligence on terrorist assets required by section 
3055 of this title. 

(b) Semiannual reports 

The dates for the submittal to the congres-
sional intelligence committees of the following 
semiannual reports shall be the dates each year 
provided in subsection (c)(2): 

(1) The semiannual reports on decisions not 
to prosecute certain violations of law under 
the Classified Information Procedures Act (18 
U.S.C. App.) as required by section 13 of that 
Act. 

(2) The semiannual reports on the disclosure 
of information and consumer reports to the 
Federal Bureau of Investigation for counter-
intelligence purposes required by section 
1681u(h)(2) of title 15.2 

(3) The semiannual provision of information 
on requests for financial information for for-
eign counterintelligence purposes required by 
section 3414(a)(5)(C) of title 12. 

(c) Submittal dates for reports 

(1) Except as provided in subsection (d), each 
annual report listed in subsection (a) shall be 
submitted not later than February 1. 
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(2) Except as provided in subsection (d), each 
semiannual report listed in subsection (b) shall 
be submitted not later than February 1 and Au-
gust 1. 

(d) Postponement of submittal 

(1) Subject to paragraph (3), the date for the 
submittal of— 

(A) an annual report listed in subsection (a) 
may be postponed until March 1; and 

(B) a semiannual report listed in subsection 
(b) may be postponed until March 1 or Septem-
ber 1, as the case may be, 

if the official required to submit such report 
submits to the congressional intelligence com-
mittees a written notification of such postpone-
ment. 

(2)(A) Notwithstanding any other provision of 
law and subject to paragraph (3), the date for the 
submittal to the congressional intelligence com-
mittees of any report described in subparagraph 
(B) may be postponed by not more than 30 days 
from the date otherwise specified in the provi-
sion of law for the submittal of such report if 
the official required to submit such report sub-
mits to the congressional intelligence commit-
tees a written notification of such postpone-
ment. 

(B) A report described in this subparagraph is 
any report on intelligence or intelligence-relat-
ed activities of the United States Government 
that is submitted under a provision of law re-
quiring the submittal of only a single report. 

(3)(A) The date for the submittal of a report 
whose submittal is postponed under paragraph 
(1) or (2) may be postponed beyond the time pro-
vided for the submittal of such report under 
such paragraph if the official required to submit 
such report submits to the congressional intel-
ligence committees a written certification that 
preparation and submittal of such report at such 
time will impede the work of officers or employ-
ees of the intelligence community in a manner 
that will be detrimental to the national security 
of the United States. 

(B) A certification with respect to a report 
under subparagraph (A) shall include a proposed 
submittal date for such report, and such report 
shall be submitted not later than that date. 

(July 26, 1947, ch. 343, title V, § 507, as added Pub. 
L. 107–306, title VIII, § 811(a)(1), Nov. 27, 2002, 116 
Stat. 2418; amended Pub. L. 108–177, title III, 
§ 361(l), Dec. 13, 2003, 117 Stat. 2626; Pub. L. 
111–259, title III, § 349, title V, § 501(b)(3), Oct. 7, 
2010, 124 Stat. 2700, 2739; Pub. L. 112–277, title III, 
§§ 309(b)(2), 310(b)(1), Jan. 14, 2013, 126 Stat. 2474, 
2475; Pub. L. 113–126, title III, § 329(c)(3), July 7, 
2014, 128 Stat. 1407; Pub. L. 114–113, div. M, title 
VII, § 701(c)(2), (3), Dec. 18, 2015, 129 Stat. 2929.) 

REFERENCES IN TEXT 

Section 8H(g) of the Inspector General Act of 1978, re-

ferred to in subsec. (a)(1), is section 8H(g) of Pub. L. 

95–452, which is set out in the Appendix to Title 5, Gov-

ernment Organization and Employees. 
The David L. Boren National Security Education Act 

of 1991, referred to in subsec. (a)(3), is title VIII of Pub. 

L. 102–183, Dec. 4, 1991, 105 Stat. 1271, which is classified 

generally to chapter 37 (§ 1901 et seq.) of this title. For 

complete classification of this Act to the Code, see sec-

tion 1901(a) of this title and Tables. 
The Classified Information Procedures Act, referred 

to in subsec. (b)(1), is Pub. L. 96–456, Oct. 15, 1980, 94 

Stat. 2025, which is set out in the Appendix to Title 18, 

Crimes and Criminal Procedure. 
Section 1681u(h)(2) of title 15, referred to in subsec. 

(b)(2), was in the original ‘‘section 624(h)(2) of the Fair 

Credit Reporting Act’’, which was translated as reading 

‘‘section 626(h)(2) of the Fair Credit Reporting Act’’, to 

reflect the probable intent of Congress and the renum-

bering of section 624 as 626 by section 358(g)(1)(A) of 

Pub. L. 107–56 and section 214(a)(1) of Pub. L. 108–159. 

Section 1681u(h) of title 15 was subsequently redesig-

nated section 1681u(i) of title 15 by Pub. L. 114–23, title 

V, § 503(c)(1), June 2, 2015, 129 Stat. 290. 

CODIFICATION 

Section was formerly classified to section 415b of this 

title prior to editorial reclassification and renumbering 

as this section. Some section numbers of this title ref-

erenced in amendment notes below reflect the classi-

fication of such sections prior to their editorial reclas-

sification. 

AMENDMENTS 

2015—Subsec. (a)(5), (6). Pub. L. 114–113, § 701(c)(2), re-

designated par. (6) as (5) and struck out former par. (5) 

which read as follows: ‘‘The annual report on outside 

employment of employees of elements of the intel-

ligence community required by section 3024(u)(2) of this 

title.’’ 
Subsec. (c)(1). Pub. L. 114–113, § 701(c)(3), substituted 

‘‘subsection (a)’’ for ‘‘subsection (a)(1)’’. 
2014—Subsec. (a). Pub. L. 113–126, § 329(c)(3)(A), in in-

troductory provisions, struck out par. (1) designation 

before ‘‘The date’’ and substituted ‘‘subsection (c)(1)’’ 

for ‘‘subsection (c)(1)(A)’’, redesignated subpars. (A) to 

(F) of former par. (1) as pars. (1) to (6), respectively, and 

struck out former par. (2) which read as follows: ‘‘The 

date for the submittal to the congressional intelligence 

committees of the annual report on the threat of at-

tack on the United States from weapons of mass de-

struction required by section 3050(b) of this title shall 

be the date each year provided in subsection (c)(1)(B).’’ 
Subsec. (c)(1). Pub. L. 113–126, § 329(c)(3)(B), struck out 

subpar. (A) designation before ‘‘Except’’ and struck out 

subpar. (B) which read as follows: ‘‘Except as provided 

in subsection (d), the annual report listed in subsection 

(a)(2) shall be submitted not later than December 1.’’ 
Subsec. (d)(1). Pub. L. 113–126, § 329(c)(3)(C), in subpar. 

(A), substituted ‘‘subsection (a)’’ for ‘‘subsection (a)(1)’’ 

and inserted ‘‘and’’ after ‘‘March 1;’’, redesignated sub-

par. (C) as (B), and struck out former subpar. (B) which 

read as follows: ‘‘the annual report listed in subsection 

(a)(2) may be postponed until January 1; and’’. 
2013—Subsec. (a)(1). Pub. L. 112–277, § 310(b)(1)(A)(i)(I), 

(II), redesignated subpars. (B), (E), (F), (G), (H), and (I) 

as (A), (B), (C), (D), (E), and (F), respectively, and 

struck out former subpars. (A), (C), and (D) which read 

as follows: 
‘‘(A) The annual report on the protection of the iden-

tities of covert agents required by section 423 of this 

title. 
‘‘(C) The annual report on the acquisition of tech-

nology relating to weapons of mass destruction and ad-

vanced conventional munitions required by section 2366 

of this title. 
‘‘(D) The annual report on commercial activities as 

security for intelligence collection required by section 

437(c) of title 10.’’ 
Subsec. (a)(1)(D). Pub. L. 112–277, § 310(b)(1)(A)(i)(III), 

substituted ‘‘section 404i(a)’’ for ‘‘section 404i(c)’’. 
Subsec. (a)(2). Pub. L. 112–277, § 310(b)(1)(A)(ii), amend-

ed par. (2) generally. Prior to amendment, par. (2) read 

as follows: ‘‘The date for the submittal to the congres-

sional intelligence committees of the following annual 

reports shall be the date each year provided in sub-

section (c)(1)(B): 
‘‘(A) The annual report on the safety and security 

of Russian nuclear facilities and nuclear military 

forces required by section 404i(a) of this title. 
‘‘(B) The annual report on the threat of attack on 

the United States from weapons of mass destruction 

required by section 404i(c) of this title.’’ 
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Subsec. (b). Pub. L. 112–277, § 309(b)(2), redesignated 

pars. (2) to (4) as (1) to (3), respectively, and struck out 

former par. (1) which read as follows: ‘‘The semiannual 

reports on the Office of the Inspector General of the 

Central Intelligence Agency required by section 

403q(d)(1) of this title.’’ 
Subsec. (c)(1)(B). Pub. L. 112–277, § 310(b)(1)(B), sub-

stituted ‘‘the annual report’’ for ‘‘each annual report’’. 
Subsec. (d)(1)(B). Pub. L. 112–277, § 310(b)(1)(C), sub-

stituted ‘‘the annual report’’ for ‘‘an annual report’’. 
2010—Subsec. (a)(1). Pub. L. 111–259, § 349(1)(A), added 

subpars. (H) and (I), redesignated former subpars. (C) to 

(F), (H), (I), and (N) as (A) to (G), respectively, and 

struck out former subpars. (A), (B), and (G) which read 

as follows: 
‘‘(A) The annual report on intelligence required by 

section 404d of this title. 
‘‘(B) The annual report on intelligence provided to 

the United Nations required by section 404g(b)(1) of this 

title. 
‘‘(G) The annual update on foreign industrial espio-

nage required by section 2170b(b) of the Appendix to 

this title.’’ 
Subsec. (a)(2)(C), (D). Pub. L. 111–259, § 349(1)(B), 

struck out subpars. (C) and (D) which read as follows: 
‘‘(C) The annual report on improvements of the finan-

cial statements of the intelligence community for au-

diting purposes required by section 404i–1 of this title. 
‘‘(D) The annual report on counterdrug intelligence 

matters required by section 826 of the Intelligence Au-

thorization Act for Fiscal Year 2003.’’ 
Subsec. (b)(3) to (5). Pub. L. 111–259, § 501(b)(3), redes-

ignated pars. (4) and (5) as (3) and (4), respectively, and 

struck out former par. (3) which read as follows: 
‘‘(3) The semiannual reports on the activities of the 

Diplomatic Telecommunications Service Program Of-

fice (DTS–PO) required by section 7302(a)(6)(D)(ii) of 

title 22.’’ 
Subsec. (b)(6). Pub. L. 111–259, § 349(2), struck out par. 

(6) which read as follows: 
‘‘(6) The semiannual report on financial intelligence 

on terrorist assets required by section 404m of this 

title.’’ 
2003—Subsec. (a)(1)(A). Pub. L. 108–177, § 361(l)(1)(A)(i), 

(ii), redesignated subpar. (B) as (A) and struck out 

former subpar. (A) which read as follows: ‘‘The annual 

evaluation of the performance and responsiveness of 

certain elements of the intelligence community re-

quired by section 403–5(d) of this title.’’ 
Subsec. (a)(1)(B). Pub. L. 108–177, § 361(l)(1)(A)(iii), 

added subpar. (B). Former subpar. (B) redesignated (A). 
Subsec. (a)(1)(C). Pub. L. 108–177, § 361(l)(1)(A)(i), (ii), 

redesignated subpar. (D) as (C) and struck out former 

subpar. (C) which read as follows: ‘‘The annual report 

on intelligence community cooperation with Federal 

law enforcement agencies required by section 404i(a)(2) 

of this title.’’ 
Subsec. (a)(1)(D). Pub. L. 108–177, § 361(l)(1)(A)(ii), re-

designated subpar. (E) as (D). Former subpar. (D) redes-

ignated (C). 
Subsec. (a)(1)(E). Pub. L. 108–177, § 361(l)(1)(A)(iv), 

added subpar. (E). Former subpar. (E) redesignated (D). 
Subsec. (a)(1)(G). Pub. L. 108–177, § 361(l)(1)(A)(i), (ii), 

redesignated subpar. (H) as (G) and struck out former 

subpar. (G) which read as follows: ‘‘The annual report 

on expenditures for postemployment assistance for ter-

minated intelligence employees required by section 

1611(e)(2) of title 10.’’ 
Subsec. (a)(1)(H). Pub. L. 108–177, § 361(l)(1)(A)(ii), re-

designated subpar. (K) as (H). Former subpar. (H) redes-

ignated (G). 
Subsec. (a)(1)(I). Pub. L. 108–177, § 361(l)(1)(A)(i), (ii), 

redesignated subpar. (M) as (I) and struck out former 

subpar. (I) which read as follows: ‘‘The annual report on 

coordination of counterintelligence matters with the 

Federal Bureau of Investigation required by section 

402a(c)(6) of this title.’’ 
Subsec. (a)(1)(J). Pub. L. 108–177, § 361(l)(1)(A)(i), 

struck out subpar. (J) which read as follows: ‘‘The an-

nual report on foreign companies involved in the pro-

liferation of weapons of mass destruction that raise 

funds in the United States capital markets required by 

section 404n–3 of this title.’’ 

Subsec. (a)(1)(K). Pub. L. 108–177, § 361(l)(1)(A)(ii), re-

designated subpar. (K) as (H). 

Subsec. (a)(1)(L). Pub. L. 108–177, § 361(l)(1)(A)(i), 

struck out subpar. (L) which read as follows: ‘‘The an-

nual report on exceptions to consumer disclosure re-

quirements for national security investigations under 

section 1681b(b)(4)(E) of title 15.’’ 

Subsec. (a)(1)(M). Pub. L. 108–177, § 361(l)(1)(A)(ii), re-

designated subpar. (M) as (I). 

Subsec. (a)(1)(N). Pub. L. 108–177, § 361(l)(1)(A)(ii), 

which directed that subpar. (N) be redesignated, could 

not be executed because there was no corresponding 

subpar. provided for such redesignation. 

Subsec. (a)(2). Pub. L. 108–177, § 361(l)(1)(B)(iii), (iv), 

redesignated subpars. (D) and (G) as (C) and (D), respec-

tively, and struck out subpars. (C), (E), and (F) which 

read as follows: 

‘‘(C) The annual report on covert leases required by 

section 404i(e) of this title. 

‘‘(E) The annual report on activities of personnel of 

the Federal Bureau of Investigation outside the United 

States required by section 540C(c)(2) of title 28. 

‘‘(F) The annual report on intelligence activities of 

the People’s Republic of China required by section 

308(c) of the Intelligence Authorization Act for Fiscal 

Year 1998 (Public Law 105–107; 50 U.S.C. 402a note).’’ 

Subsec. (a)(2)(A). Pub. L. 108–177, § 361(l)(1)(B)(i), sub-

stituted ‘‘section 404i(a)’’ for ‘‘section 404i(b)’’. 

Subsec. (a)(2)(B). Pub. L. 108–177, § 361(l)(1)(B)(ii), sub-

stituted ‘‘section 404i(c)’’ for ‘‘section 404i(d)’’. 

Subsec. (b). Pub. L. 108–177, § 361(l)(2), redesignated 

pars. (2), (3), (5), (6), (7), and (8) as (1), (2), (3), (4), (5), 

and (6), respectively, and struck out former pars. (1) 

and (4) which read as follows: 

‘‘(1) The periodic reports on intelligence provided to 

the United Nations required by section 404g(b) of this 

title. 

‘‘(4) The semiannual reports on the acquisition of 

technology relating to weapons of mass destruction and 

advanced conventional munitions required by section 

2366(b) of this title.’’ 

EFFECTIVE DATE OF 2003 AMENDMENT 

Amendment by Pub. L. 108–177 effective Dec. 31, 2003, 

see section 361(n) of Pub. L. 108–177, set out as a note 

under section 1611 of Title 10, Armed Forces. 

PREPARATION AND SUBMITTAL OF REPORTS, REVIEWS, 

STUDIES, AND PLANS RELATING TO INTELLIGENCE AC-

TIVITIES OF DEPARTMENT OF DEFENSE OR DEPART-

MENT OF ENERGY 

Pub. L. 108–487, title I, § 107, Dec. 23, 2004, 118 Stat. 

3943, provided that: 

‘‘(a) CONSULTATION IN PREPARATION.—(1) The Director 

of National Intelligence shall ensure that any report, 

review, study, or plan required to be prepared or con-

ducted by a provision of this Act [see Tables for classi-

fication], including a provision of the classified Sched-

ule of Authorizations referred to in section 102(a) [118 

Stat. 3940] or the classified annex to this Act, that in-

volves the intelligence or intelligence-related activities 

of the Department of Defense or the Department of En-

ergy is prepared or conducted in consultation with the 

Secretary of Defense or the Secretary of Energy, as ap-

propriate. 

‘‘(2) The Secretary of Defense or the Secretary of En-

ergy may carry out any consultation required by this 

subsection through an official of the Department of De-

fense or the Department of Energy, as the case may be, 

designated by such Secretary for that purpose. 

‘‘(b) SUBMITTAL.—Any report, review, study, or plan 

referred to in subsection (a) shall be submitted, in addi-

tion to any other committee of Congress specified for 

submittal in the provision concerned, to the following 

committees or subcommittees of Congress, as appro-

priate: 
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‘‘(1) The Committee on Armed Services, the Sub-

committee on Defense of the Committee on Appro-

priations, and the Select Committee on Intelligence 

of the Senate. 
‘‘(2) The Committee on Armed Services, the Sub-

committee on Defense of the Committee on Appro-

priations, and the Permanent Select Committee on 

Intelligence of the House of Representatives.’’ 
Similar provisions were contained in the following 

prior acts: 
Pub. L. 108–177, title I, § 107, Dec. 13, 2003, 117 Stat. 

2604. 
Pub. L. 107–306, title I, § 109, Nov. 27, 2002, 116 Stat. 

2389. 
Pub. L. 107–108, title V, § 505, Dec. 28, 2001, 115 Stat. 

1406. 

DEADLINE FOR SUBMITTAL OF VARIOUS OVERDUE 

REPORTS 

Pub. L. 107–306, title VIII, § 801, Nov. 27, 2002, 116 Stat. 

2418, provided that certain overdue reports that the Di-

rector of Central Intelligence has sole or primary re-

sponsibility to present to Congress must be submitted 

to Congress no later than 180 days after Nov. 27, 2002, or 

amounts available to the Director to carry out the 

functions and duties of the Director’s Office would be 

reduced by 1⁄3. 

§ 3107. Certification of compliance with oversight 
requirements 

The head of each element of the intelligence 
community shall annually submit to the con-
gressional intelligence committees— 

(1) a certification that, to the best of the 
knowledge of the head of such element— 

(A) the head of such element is in full com-
pliance with the requirements of this sub-
chapter; and 

(B) any information required to be submit-
ted by the head of such element under this 
chapter before the date of the submission of 
such certification has been properly submit-
ted; or 

(2) if the head of such element is unable to 
submit a certification under paragraph (1), a 
statement— 

(A) of the reasons the head of such element 
is unable to submit such a certification; 

(B) describing any information required to 
be submitted by the head of such element 
under this chapter before the date of the 
submission of such statement that has not 
been properly submitted; and 

(C) that the head of such element will sub-
mit such information as soon as possible 
after the submission of such statement. 

(July 26, 1947, ch. 343, title V, § 508, as added Pub. 
L. 111–259, title III, § 332(a), Oct. 7, 2010, 124 Stat. 
2686.) 

REFERENCES IN TEXT 

This chapter, referred to in pars. (1)(B) and (2)(B), was 

in the original ‘‘this Act’’, meaning act July 26, 1947, 

ch. 343, 61 Stat. 495, known as the National Security 

Act of 1947, which is classified principally to this chap-

ter. For complete classification of this Act to the Code, 

see Tables. 

CODIFICATION 

Section was formerly classified to section 415d of this 

title prior to editorial reclassification and renumbering 

as this section. 

APPLICABILITY DATE 

Pub. L. 111–259, title III, § 332(b), Oct. 7, 2010, 124 Stat. 

2687, provided that: ‘‘The first certification or state-

ment required to be submitted by the head of each ele-

ment of the intelligence community under section 508 

of the National Security Act of 1947 [50 U.S.C. 3107], as 

added by subsection (a), shall be submitted not later 

than 90 days after the date of the enactment of this Act 

[Oct. 7, 2010].’’ 
[For definition of ‘‘intelligence community’’ as used 

in section 332(b) of Pub. L. 111–259, set out above, see 

section 2 of Pub. L. 111–259, set out as a note under sec-

tion 3003 of this title.] 

§ 3108. Auditability of certain elements of the in-
telligence community 

(a) Requirement for annual audits 

The head of each covered entity shall ensure 
that there is a full financial audit of such cov-
ered entity each year beginning with fiscal year 
2014. Such audits may be conducted by an inter-
nal or external independent accounting or audit-
ing organization. 

(b) Requirement for unqualified opinion 

Beginning as early as practicable, but in no 
event later than the audit required under sub-
section (a) for fiscal year 2016, the head of each 
covered entity shall take all reasonable steps 
necessary to ensure that each audit required 
under subsection (a) contains an unqualified 
opinion on the financial statements of such cov-
ered entity for the fiscal year covered by such 
audit. 

(c) Reports to Congress 

The chief financial officer of each covered en-
tity shall provide to the congressional intel-
ligence committees an annual audit report from 
an accounting or auditing organization on each 
audit of the covered entity conducted pursuant 
to subsection (a). 

(d) Covered entity defined 

In this section, the term ‘‘covered entity’’ 
means the Office of the Director of National In-
telligence, the Central Intelligence Agency, the 
Defense Intelligence Agency, the National Secu-
rity Agency, the National Reconnaissance Of-
fice, and the National Geospatial-Intelligence 
Agency. 

(July 26, 1947, ch. 343, title V, § 509, as added Pub. 
L. 113–126, title III, § 309(a), July 7, 2014, 128 Stat. 
1398.) 

§ 3109. Significant interpretations of law con-
cerning intelligence activities 

(a) Notification 

Except as provided in subsection (c) and to the 
extent consistent with due regard for the protec-
tion from unauthorized disclosure of classified 
information relating to sensitive intelligence 
sources and methods or other exceptionally sen-
sitive matters, the General Counsel of each ele-
ment of the intelligence community shall notify 
the congressional intelligence committees, in 
writing, of any significant legal interpretation 
of the United States Constitution or Federal law 
affecting intelligence activities conducted by 
such element by not later than 30 days after the 
date of the commencement of any intelligence 
activity pursuant to such interpretation. 

(b) Content 

Each notification under subsection (a) shall 
provide a summary of the significant legal inter-
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pretation and the intelligence activity or activi-
ties conducted pursuant to such interpretation. 

(c) Exceptions 

A notification under subsection (a) shall not 
be required for a significant legal interpretation 
if— 

(1) notice of the significant legal interpreta-
tion was previously provided to the congres-
sional intelligence committees under sub-
section (a); or 

(2) the significant legal interpretation was 
made before July 7, 2014. 

(d) Limited access for covert action 

If the President determines that it is essential 
to limit access to a covert action finding under 
section 3093(c)(2) of this title, the President may 
limit access to information concerning such 
finding that is subject to notification under this 
section to those members of Congress who have 
been granted access to the relevant finding 
under section 3093(c)(2) of this title. 

(July 26, 1947, ch. 343, title V, § 510, as added Pub. 
L. 113–126, title III, § 321(a), July 7, 2014, 128 Stat. 
1399.) 

§ 3110. Annual report on violations of law or ex-
ecutive order 

(a) Annual reports required 

The Director of National Intelligence shall an-
nually submit to the congressional intelligence 
committees a report on violations of law or ex-
ecutive order relating to intelligence activities 
by personnel of an element of the intelligence 
community that were identified during the pre-
vious calendar year. 

(b) Elements 

Each report submitted under subsection (a) 
shall, consistent with the need to preserve on-
going criminal investigations, include a descrip-
tion of, and any action taken in response to, any 
violation of law or executive order (including 
Executive Order No. 12333 (50 U.S.C. 3001 note)) 
relating to intelligence activities committed by 
personnel of an element of the intelligence com-
munity in the course of the employment of such 
personnel that, during the previous calendar 
year, was— 

(1) determined by the director, head, or gen-
eral counsel of any element of the intelligence 
community to have occurred; 

(2) referred to the Department of Justice for 
possible criminal prosecution; or 

(3) substantiated by the inspector general of 
any element of the intelligence community. 

(July 26, 1947, ch. 343, title V, § 511, as added Pub. 
L. 113–293, title III, § 323(a), Dec. 19, 2014, 128 
Stat. 4003.) 

CONSTRUCTION 

Pub. L. 113–293, title III, § 323(e), Dec. 19, 2014, 128 

Stat. 4004, provided that: ‘‘Nothing in this section [en-

acting this section and provisions set out as notes 

under this section] or the amendments made by this 

section shall be construed to alter any requirement ex-

isting on the date of the enactment of this Act [Dec. 19, 

2014] to submit a report under any provision of law.’’ 

INITIAL REPORT 

Pub. L. 113–293, title III, § 323(b), Dec. 19, 2014, 128 

Stat. 4004, provided that: ‘‘The first report required 

under section 511 of the National Security Act of 1947 

[50 U.S.C. 3110], as added by subsection (a), shall be sub-

mitted not later than one year after the date of the en-

actment of this Act [Dec. 19, 2014].’’ 

GUIDELINES 

Pub. L. 113–293, title III, § 323(c), Dec. 19, 2014, 128 

Stat. 4004, provided that: ‘‘Not later than 180 days after 

the date of the enactment of this Act [Dec. 19, 2014], the 

Director of National Intelligence, in consultation with 

the head of each element of the intelligence commu-

nity, shall— 

‘‘(1) issue guidelines to carry out section 511 of the 

National Security Act of 1947 [50 U.S.C. 3110], as 

added by subsection (a); and 

‘‘(2) submit such guidelines to the congressional in-

telligence committees.’’ 

[For definitions of terms used in section 323(c) of Pub. 

L. 113–293, set out above, see section 2 of Pub. L. 113–293, 

set out as a note under section 3003 of this title.] 

SUBCHAPTER IV—PROTECTION OF CER-
TAIN NATIONAL SECURITY INFORMATION 

§ 3121. Protection of identities of certain United 
States undercover intelligence officers, 
agents, informants, and sources 

(a) Disclosure of information by persons having 
or having had access to classified informa-
tion that identifies covert agent 

Whoever, having or having had authorized ac-
cess to classified information that identifies a 
covert agent, intentionally discloses any infor-
mation identifying such covert agent to any in-
dividual not authorized to receive classified in-
formation, knowing that the information dis-
closed so identifies such covert agent and that 
the United States is taking affirmative meas-
ures to conceal such covert agent’s intelligence 
relationship to the United States, shall be fined 
under title 18 or imprisoned not more than 15 
years, or both. 

(b) Disclosure of information by persons who 
learn identity of covert agents as result of 
having access to classified information 

Whoever, as a result of having authorized ac-
cess to classified information, learns the iden-
tity of a covert agent and intentionally dis-
closes any information identifying such covert 
agent to any individual not authorized to re-
ceive classified information, knowing that the 
information disclosed so identifies such covert 
agent and that the United States is taking af-
firmative measures to conceal such covert 
agent’s intelligence relationship to the United 
States, shall be fined under title 18 or impris-
oned not more than 10 years, or both. 

(c) Disclosure of information by persons in 
course of pattern of activities intended to 
identify and expose covert agents 

Whoever, in the course of a pattern of activi-
ties intended to identify and expose covert 
agents and with reason to believe that such ac-
tivities would impair or impede the foreign in-
telligence activities of the United States, dis-
closes any information that identifies an indi-
vidual as a covert agent to any individual not 
authorized to receive classified information, 
knowing that the information disclosed so iden-
tifies such individual and that the United States 
is taking affirmative measures to conceal such 
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individual’s classified intelligence relationship 
to the United States, shall be fined under title 
18 or imprisoned not more than three years, or 
both. 

(d) Imposition of consecutive sentences 

A term of imprisonment imposed under this 
section shall be consecutive to any other sen-
tence of imprisonment. 

(July 26, 1947, ch. 343, title VI, § 601, as added 
Pub. L. 97–200, § 2(a), June 23, 1982, 96 Stat. 122; 
amended Pub. L. 106–120, title III, § 304(b), Dec. 3, 
1999, 113 Stat. 1611; Pub. L. 111–259, title III, 
§ 363(a), Oct. 7, 2010, 124 Stat. 2701.) 

CODIFICATION 

Section was formerly classified to section 421 of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2010—Subsec. (a). Pub. L. 111–259, § 363(a)(1), sub-

stituted ‘‘15 years’’ for ‘‘ten years’’. 

Subsec. (b). Pub. L. 111–259, § 363(a)(2), substituted ‘‘10 

years’’ for ‘‘five years’’. 

1999—Subsec. (a). Pub. L. 106–120, § 304(b)(2)(A), sub-

stituted ‘‘shall be fined under title 18’’ for ‘‘shall be 

fined not more than $50,000’’. 

Subsec. (b). Pub. L. 106–120, § 304(b)(2)(B), substituted 

‘‘shall be fined under title 18’’ for ‘‘shall be fined not 

more than $25,000’’. 

Subsec. (c). Pub. L. 106–120, § 304(b)(2)(C), substituted 

‘‘shall be fined under title 18’’ for ‘‘shall be fined not 

more than $15,000’’. 

Subsec. (d). Pub. L. 106–120, § 304(b)(1), added subsec. 

(d). 

§ 3122. Defenses and exceptions 

(a) Disclosure by United States of identity of co-
vert agent 

It is a defense to a prosecution under section 
3121 of this title that before the commission of 
the offense with which the defendant is charged, 
the United States had publicly acknowledged or 
revealed the intelligence relationship to the 
United States of the individual the disclosure of 
whose intelligence relationship to the United 
States is the basis for the prosecution. 

(b) Conspiracy, misprision of felony, aiding and 
abetting, etc. 

(1) Subject to paragraph (2), no person other 
than a person committing an offense under sec-
tion 3121 of this title shall be subject to prosecu-
tion under such section by virtue of section 2 or 
4 of title 18 or shall be subject to prosecution for 
conspiracy to commit an offense under such sec-
tion. 

(2) Paragraph (1) shall not apply (A) in the 
case of a person who acted in the course of a pat-
tern of activities intended to identify and expose 
covert agents and with reason to believe that 
such activities would impair or impede the for-
eign intelligence activities of the United States, 
or (B) in the case of a person who has authorized 
access to classified information. 

(c) Disclosure to select congressional committees 
on intelligence 

It shall not be an offense under section 3121 of 
this title to transmit information described in 
such section directly to either congressional in-
telligence committee. 

(d) Disclosure by agent of own identity 

It shall not be an offense under section 3121 of 
this title for an individual to disclose informa-
tion that solely identifies himself as a covert 
agent. 

(July 26, 1947, ch. 343, title VI, § 602, as added 
Pub. L. 97–200, § 2(a), June 23, 1982, 96 Stat. 122; 
amended Pub. L. 107–306, title III, § 353(b)(9), Nov. 
27, 2002, 116 Stat. 2402.) 

CODIFICATION 

Section was formerly classified to section 422 of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2002—Subsec. (c). Pub. L. 107–306 substituted ‘‘either 

congressional intelligence committee’’ for ‘‘the Select 

Committee on Intelligence of the Senate or to the Per-

manent Select Committee on Intelligence of the House 

of Representatives’’. 

§ 3123. Repealed. Pub. L. 112–277, title III, 
§ 310(a)(4)(A), Jan. 14, 2013, 126 Stat. 2475 

Section, act July 26, 1947, ch. 343, title VI, § 603, as 

added Pub. L. 97–200, § 2(a), June 23, 1982, 96 Stat. 123; 

amended Pub. L. 107–306, title III, § 353(b)(1)(B), title 

VIII, § 811(b)(1)(E), Nov. 27, 2002, 116 Stat. 2402, 2422; Pub. 

L. 108–458, title I, § 1071(a)(1)(CC), Dec. 17, 2004, 118 Stat. 

3689; Pub. L. 111–259, title III, § 363(b), Oct. 7, 2010, 124 

Stat. 2702, required an annual report by the President 

to Congress on measures to protect identities of covert 

agents, with an exemption from disclosure. 

CODIFICATION 

Section was formerly classified to section 423 of this 

title and repealed prior to editorial reclassification and 

renumbering as this section. 

§ 3124. Extraterritorial jurisdiction 

There is jurisdiction over an offense under sec-
tion 3121 of this title committed outside the 
United States if the individual committing the 
offense is a citizen of the United States or an 
alien lawfully admitted to the United States for 
permanent residence (as defined in section 
1101(a)(20) of title 8). 

(July 26, 1947, ch. 343, title VI, § 603, formerly 
§ 604, as added Pub. L. 97–200, § 2(a), June 23, 1982, 
96 Stat. 123; renumbered § 603, Pub. L. 112–277, 
title III, § 310(a)(4)(B), Jan. 14, 2013, 126 Stat. 
2475.) 

CODIFICATION 

Section was formerly classified to section 424 of this 

title prior to editorial reclassification and renumbering 

as this section. 

PRIOR PROVISIONS 

A prior section 603 of act July 26, 1947, was classified 

to section 423 of this title, prior to repeal by Pub. L. 

112–277, title III, § 310(a)(4)(A), Jan. 14, 2013, 126 Stat. 

2475, and editorial reclassification as section 3123 of 

this title. 

§ 3125. Providing information to Congress 

Nothing in this subchapter may be construed 
as authority to withhold information from the 
Congress or from a committee of either House of 
Congress. 

(July 26, 1947, ch. 343, title VI, § 604, formerly 
§ 605, as added Pub. L. 97–200, § 2(a), June 23, 1982, 
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96 Stat. 123; renumbered § 604, Pub. L. 112–277, 
title III, § 310(a)(4)(B), Jan. 14, 2013, 126 Stat. 
2475.) 

CODIFICATION 

Section was formerly classified to section 425 of this 

title prior to editorial reclassification and renumbering 

as this section. 

PRIOR PROVISIONS 

A prior section 604 of act July 26, 1947, was renum-

bered section 603 and is classified to section 3124 of this 

title. 

§ 3126. Definitions 

For the purposes of this subchapter: 
(1) The term ‘‘classified information’’ means 

information or material designated and clear-
ly marked or clearly represented, pursuant to 
the provisions of a statute or Executive order 
(or a regulation or order issued pursuant to a 
statute or Executive order), as requiring a spe-
cific degree of protection against unauthorized 
disclosure for reasons of national security. 

(2) The term ‘‘authorized’’, when used with 
respect to access to classified information, 
means having authority, right, or permission 
pursuant to the provisions of a statute, Execu-
tive order, directive of the head of any depart-
ment or agency engaged in foreign intelligence 
or counterintelligence activities, order of any 
United States court, or provisions of any Rule 
of the House of Representatives or resolution 
of the Senate which assigns responsibility 
within the respective House of Congress for 
the oversight of intelligence activities. 

(3) The term ‘‘disclose’’ means to commu-
nicate, provide, impart, transmit, transfer, 
convey, publish, or otherwise make available. 

(4) The term ‘‘covert agent’’ means— 
(A) a present or retired officer or employee 

of an intelligence agency or a present or re-
tired member of the Armed Forces assigned 
to duty with an intelligence agency— 

(i) whose identity as such an officer, em-
ployee, or member is classified informa-
tion, and 

(ii) who is serving outside the United 
States or has within the last five years 
served outside the United States; or 

(B) a United States citizen whose intel-
ligence relationship to the United States is 
classified information, and— 

(i) who resides and acts outside the 
United States as an agent of, or informant 
or source of operational assistance to, an 
intelligence agency, or 

(ii) who is at the time of the disclosure 
acting as an agent of, or informant to, the 
foreign counterintelligence or foreign 
counterterrorism components of the Fed-
eral Bureau of Investigation; or 

(C) an individual, other than a United 
States citizen, whose past or present intel-
ligence relationship to the United States is 
classified information and who is a present 
or former agent of, or a present or former in-
formant or source of operational assistance 
to, an intelligence agency. 

(5) The term ‘‘intelligence agency’’ means 
the elements of the intelligence community, 

as that term is defined in section 3003(4) of this 
title. 

(6) The term ‘‘informant’’ means any indi-
vidual who furnishes information to an intel-
ligence agency in the course of a confidential 
relationship protecting the identity of such in-
dividual from public disclosure. 

(7) The terms ‘‘officer’’ and ‘‘employee’’ have 
the meanings given such terms by section 2104 
and 2105, respectively, of title 5. 

(8) The term ‘‘Armed Forces’’ means the 
Army, Navy, Air Force, Marine Corps, and 
Coast Guard. 

(9) The term ‘‘United States’’, when used in 
a geographic sense, means all areas under the 
territorial sovereignty of the United States 
and the Trust Territory of the Pacific Islands. 

(10) The term ‘‘pattern of activities’’ re-
quires a series of acts with a common purpose 
or objective. 

(July 26, 1947, ch. 343, title VI, § 605, formerly 
§ 606, as added Pub. L. 97–200, § 2(a), June 23, 1982, 
96 Stat. 123; amended Pub. L. 106–120, title III, 
§ 304(a), Dec. 3, 1999, 113 Stat. 1611; renumbered 
§ 605 and amended Pub. L. 112–277, title III, 
§ 310(a)(4)(B), title V, § 506, Jan. 14, 2013, 126 Stat. 
2475, 2478; Pub. L. 113–126, title VII, § 703(a), July 
7, 2014, 128 Stat. 1422.) 

CODIFICATION 

Section was formerly classified to section 426 of this 

title prior to editorial reclassification and renumbering 

as this section. 

PRIOR PROVISIONS 

A prior section 605 of act July 26, 1947, was renum-

bered section 604 and is classified to section 3125 of this 

title. 

AMENDMENTS 

2014—Pub. L. 113–126, § 703(a), made technical amend-

ments to directory language of Pub. L. 112–277, § 506. 

See 2013 Amendment note below. 

2013—Par. (5). Pub. L. 112–277, § 506, as amended by 

Pub. L. 113–126, § 703(a), amended par. (5) generally. 

Prior to amendment, par. (5) read as follows: ‘‘The term 

‘intelligence agency’ means the Central Intelligence 

Agency, a foreign intelligence component of the De-

partment of Defense, or the foreign counterintelligence 

or foreign counterterrorism components of the Federal 

Bureau of Investigation.’’ 

1999—Par. (4)(A). Pub. L. 106–120 substituted ‘‘a 

present or retired officer or employee’’ for ‘‘an officer 

or employee’’ and ‘‘a present or retired member’’ for ‘‘a 

member’’. 

EFFECTIVE DATE OF 2014 AMENDMENT 

Pub. L. 113–126, title VII, § 703(b), July 7, 2014, 128 

Stat. 1423, provided that: ‘‘The amendments made by 

subsection (a) [amending this section] shall take effect 

as if included in the enactment of the Intelligence Au-

thorization Act for Fiscal Year 2013 (Public Law 

112–277).’’ 

TRANSFER OF FUNCTIONS 

For transfer of authorities, functions, personnel, and 

assets of the Coast Guard, including the authorities 

and functions of the Secretary of Transportation relat-

ing thereto, to the Department of Homeland Security, 

and for treatment of related references, see sections 

468(b), 551(d), 552(d), and 557 of Title 6, Domestic Secu-

rity, and the Department of Homeland Security Reor-

ganization Plan of November 25, 2002, as modified, set 

out as a note under section 542 of Title 6. 
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TERMINATION OF TRUST TERRITORY OF THE PACIFIC 

ISLANDS 

For termination of Trust Territory of the Pacific Is-

lands, see note set out preceding section 1681 of Title 

48, Territories and Insular Possessions. 

SUBCHAPTER V—PROTECTION OF 
OPERATIONAL FILES 

§ 3141. Operational files of the Central Intel-
ligence Agency 

(a) Exemption by Director of Central Intelligence 
Agency 

The Director of the Central Intelligence Agen-
cy, with the coordination of the Director of Na-
tional Intelligence, may exempt operational 
files of the Central Intelligence Agency from the 
provisions of section 552 of title 5 (Freedom of 
Information Act) which require publication or 
disclosure, or search or review in connection 
therewith. 

(b) ‘‘Operational files’’ defined 

In this section, the term ‘‘operational files’’ 
means— 

(1) files of the National Clandestine Service 
which document the conduct of foreign intel-
ligence or counterintelligence operations or 
intelligence or security liaison arrangements 
or information exchanges with foreign govern-
ments or their intelligence or security serv-
ices; 

(2) files of the Directorate for Science and 
Technology which document the means by 
which foreign intelligence or counter-
intelligence is collected through scientific and 
technical systems; and 

(3) files of the Office of Personnel Security 
which document investigations conducted to 
determine the suitability of potential foreign 
intelligence or counterintelligence sources; 

except that files which are the sole repository of 
disseminated intelligence are not operational 
files. 

(c) Search and review for information 

Notwithstanding subsection (a) of this section, 
exempted operational files shall continue to be 
subject to search and review for information 
concerning— 

(1) United States citizens or aliens lawfully 
admitted for permanent residence who have 
requested information on themselves pursuant 
to the provisions of section 552 of title 5 (Free-
dom of Information Act) or section 552a of 
title 5 (Privacy Act of 1974); 

(2) any special activity the existence of 
which is not exempt from disclosure under the 
provisions of section 552 of title 5 (Freedom of 
Information Act); or 

(3) the specific subject matter of an inves-
tigation by the congressional intelligence 
committees, the Intelligence Oversight Board, 
the Department of Justice, the Office of Gen-
eral Counsel of the Central Intelligence Agen-
cy, the Office of Inspector General of the Cen-
tral Intelligence Agency, or the Office of the 
Director of National Intelligence for any im-
propriety, or violation of law, Executive order, 
or Presidential directive, in the conduct of an 
intelligence activity. 

(d) Information derived or disseminated from ex-
empted operational files 

(1) Files that are not exempted under sub-
section (a) of this section which contain infor-
mation derived or disseminated from exempted 
operational files shall be subject to search and 
review. 

(2) The inclusion of information from exempt-
ed operational files in files that are not exempt-
ed under subsection (a) of this section shall not 
affect the exemption under subsection (a) of this 
section of the originating operational files from 
search, review, publication, or disclosure. 

(3) Records from exempted operational files 
which have been disseminated to and referenced 
in files that are not exempted under subsection 
(a) of this section and which have been returned 
to exempted operational files for sole retention 
shall be subject to search and review. 

(e) Supersedure of prior law 

The provisions of subsection (a) of this section 
shall not be superseded except by a provision of 
law which is enacted after October 15, 1984, and 
which specifically cites and repeals or modifies 
its provisions. 

(f) Allegation; improper withholding of records; 
judicial review 

Whenever any person who has requested agen-
cy records under section 552 of title 5 (Freedom 
of Information Act), alleges that the Central In-
telligence Agency has improperly withheld 
records because of failure to comply with any 
provision of this section, judicial review shall be 
available under the terms set forth in section 
552(a)(4)(B) of title 5, except that— 

(1) in any case in which information specifi-
cally authorized under criteria established by 
an Executive order to be kept secret in the in-
terest of national defense or foreign relations 
which is filed with, or produced for, the court 
by the Central Intelligence Agency, such in-
formation shall be examined ex parte, in cam-
era by the court; 

(2) the court shall, to the fullest extent prac-
ticable, determine issues of fact based on 
sworn written submissions of the parties; 

(3) when a complaint alleges that requested 
records were improperly withheld because of 
improper placement solely in exempted oper-
ational files, the complainant shall support 
such allegation with a sworn written submis-
sion, based upon personal knowledge or other-
wise admissible evidence; 

(4)(A) when a complainant alleges that re-
quested records were improperly withheld be-
cause of improper exemption of operational 
files, the Central Intelligence Agency shall 
meet its burden under section 552(a)(4)(B) of 
title 5 by demonstrating to the court by sworn 
written submission that exempted operational 
files likely to contain responsive records cur-
rently perform the functions set forth in sub-
section (b) of this section; and 

(B) the court may not order the Central In-
telligence Agency to review the content of any 
exempted operational file or files in order to 
make the demonstration required under sub-
paragraph (A) of this paragraph, unless the 
complainant disputes the Central Intelligence 
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Agency’s showing with a sworn written sub-
mission based on personal knowledge or other-
wise admissible evidence; 

(5) in proceedings under paragraphs (3) and 
(4) of this subsection, the parties shall not ob-
tain discovery pursuant to rules 26 through 36 
of the Federal Rules of Civil Procedure, except 
that requests for admission may be made pur-
suant to rules 26 and 36; 

(6) if the court finds under this subsection 
that the Central Intelligence Agency has im-
properly withheld requested records because of 
failure to comply with any provision of this 
section, the court shall order the Central In-
telligence Agency to search and review the ap-
propriate exempted operational file or files for 
the requested records and make such records, 
or portions thereof, available in accordance 
with the provisions of section 552 of title 5 
(Freedom of Information Act), and such order 
shall be the exclusive remedy for failure to 
comply with this section; and 

(7) if at any time following the filing of a 
complaint pursuant to this subsection the 
Central Intelligence Agency agrees to search 
the appropriate exempted operational file or 
files for the requested records, the court shall 
dismiss the claim based upon such complaint. 

(g) Decennial review of exempted operational 
files 

(1) Not less than once every ten years, the Di-
rector of the Central Intelligence Agency and 
the Director of National Intelligence shall re-
view the exemptions in force under subsection 
(a) to determine whether such exemptions may 
be removed from any category of exempted files 
or any portion thereof. 

(2) The review required by paragraph (1) shall 
include consideration of the historical value or 
other public interest in the subject matter of 
the particular category of files or portions 
thereof and the potential for declassifying a sig-
nificant part of the information contained 
therein. 

(3) A complainant who alleges that the Central 
Intelligence Agency has improperly withheld 
records because of failure to comply with this 
subsection may seek judicial review in the dis-
trict court of the United States of the district in 
which any of the parties reside, or in the Dis-
trict of Columbia. In such a proceeding, the 
court’s review shall be limited to determining 
the following: 

(A) Whether the Central Intelligence Agency 
has conducted the review required by para-
graph (1) before October 15, 1994, or before the 
expiration of the 10-year period beginning on 
the date of the most recent review. 

(B) Whether the Central Intelligence Agen-
cy, in fact, considered the criteria set forth in 
paragraph (2) in conducting the required re-
view. 

(July 26, 1947, ch. 343, title VII, § 701, as added 
Pub. L. 98–477, § 2(a), Oct. 15, 1984, 98 Stat. 2209; 
amended Pub. L. 104–93, title VII, § 702, Jan. 6, 
1996, 109 Stat. 978; Pub. L. 107–306, title III, 
§ 353(b)(10), Nov. 27, 2002, 116 Stat. 2402; Pub. L. 
108–136, div. A, title IX, § 922(b)(1), (2)(B)–(F), 
(d)(1)(B), Nov. 24, 2003, 117 Stat. 1573, 1574; Pub. 
L. 108–458, title I, §§ 1071(a)(6), 1072(a)(7), Dec. 17, 

2004, 118 Stat. 3690, 3692; Pub. L. 111–259, title 
VIII, § 804(6), Oct. 7, 2010, 124 Stat. 2747.) 

REFERENCES IN TEXT 

The Federal Rules of Civil Procedure, referred to in 
subsec. (f)(5), are set out in the Appendix to Title 28, 
Judiciary and Judicial Procedure. 

CODIFICATION 

Section was formerly classified to section 431 of this 
title prior to editorial reclassification and renumbering 
as this section. Some section numbers of this title ref-
erenced in amendment notes below reflect the classi-
fication of such sections prior to their editorial reclas-
sification. 

The text of former section 432 of this title, which was 
transferred to this section and redesignated as subsec. 
(g) by Pub. L. 108–136, § 922(b)(2)(B), was based on act 
July 26, 1947, ch. 343, title VII, § 702, as added Pub. L. 
98–477, § 2(a), Oct. 15, 1984, 98 Stat. 2211. 

AMENDMENTS 

2010—Subsec. (b)(1). Pub. L. 111–259 substituted ‘‘Na-
tional Clandestine Service’’ for ‘‘Directorate of Oper-
ations’’. 

2004—Subsec. (a). Pub. L. 108–458, § 1071(a)(6)(A), sub-
stituted ‘‘The Director of the Central Intelligence 
Agency, with the coordination of the Director of Na-
tional Intelligence, may exempt operational files of the 
Central Intelligence Agency’’ for ‘‘Operational files of 
the Central Intelligence Agency may be exempted by 
the Director of Central Intelligence’’. 

Subsec. (c)(3). Pub. L. 108–458, § 1072(a)(7), substituted 
‘‘Office of the Director of National Intelligence’’ for 
‘‘Office of the Director of Central Intelligence’’. 

Subsec. (g)(1). Pub. L. 108–458, § 1071(a)(6)(B), sub-
stituted ‘‘Director of the Central Intelligence Agency 
and the Director of National Intelligence’’ for ‘‘Direc-
tor of Central Intelligence’’. 

2003—Pub. L. 108–136, § 922(d)(1)(B), substituted ‘‘Oper-
ational files of the Central Intelligence Agency’’ for 
‘‘Exemption of certain operational files from search, 
review, publication, or disclosure’’ in section catchline. 

Subsec. (b). Pub. L. 108–136, § 922(b)(1), which directed 
the substitution of ‘‘In this section,’’ for ‘‘For purposes 
of this title’’, was executed by making the substitution 
for ‘‘For the purposes of this title’’, to reflect the prob-
able intent of Congress. 

Subsec. (g). Pub. L. 108–136, § 922(b)(2)(C), inserted 
heading. 

Pub. L. 108–136, § 922(b)(2)(B), transferred text of sec-
tion 432 of this title to this section, redesignated it as 
subsec. (g), and redesignated subsecs. (a) to (c) of that 
text as pars. (1) to (3), respectively, of subsec. (g). 

Subsec. (g)(1). Pub. L. 108–136, § 922(b)(2)(D), struck 
out ‘‘of section 431 of this title’’ after ‘‘subsection (a)’’. 

Subsec. (g)(2). Pub. L. 108–136, § 922(b)(2)(E), which di-
rected the substitution of ‘‘paragraph (1)’’ for ‘‘of sub-
section (a) of this section’’, was executed by making 
the substitution for ‘‘subsection (a) of this section’’, to 
reflect the probable intent of Congress. 

Subsec. (g)(3). Pub. L. 108–136, § 922(b)(2)(F)(ii), sub-
stituted ‘‘to determining the following:’’ and subpars. 
(A) and (B) for ‘‘to determining (1) whether the Central 
Intelligence Agency has conducted the review required 
by subsection (a) of this section within ten years of en-
actment of this title or within ten years after the last 
review, and (2) whether the Central Intelligence Agen-

cy, in fact, considered the criteria set forth in sub-

section (b) of this section in conducting the required 

review.’’ 
Pub. L. 108–136, § 922(b)(2)(F)(i), substituted ‘‘with this 

subsection’’ for ‘‘with this section’’ in first sentence. 
2002—Subsec. (c)(3). Pub. L. 107–306 substituted ‘‘con-

gressional intelligence committees’’ for ‘‘intelligence 

committees of the Congress’’. 
1996—Subsec. (b)(3). Pub. L. 104–93 substituted ‘‘Office 

of Personnel Security’’ for ‘‘Office of Security’’. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-
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randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 
Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

EFFECTIVE DATE 

Pub. L. 98–477, § 4, Oct. 15, 1984, 98 Stat. 2212, provided 

that: ‘‘The amendments made by subsections (a) and (b) 

of section 2 [enacting this subchapter and amending 

section 552a of Title 5, Government Organization and 

Employees] shall be effective upon enactment of this 

Act [Oct. 15, 1984] and shall apply with respect to any 

requests for records, whether or not such request was 

made prior to such enactment, and shall apply to all 

civil actions not commenced prior to February 7, 1984.’’ 

§ 3142. Operational files of the National Geo-
spatial-Intelligence Agency 

(a) Exemption of certain operational files from 
search, review, publication, or disclosure 

(1) The Director of the National Geospatial-In-
telligence Agency, with the coordination of the 
Director of National Intelligence, may exempt 
operational files of the National Geospatial-In-
telligence Agency from the provisions of section 
552 of title 5 which require publication, disclo-
sure, search, or review in connection therewith. 

(2)(A) Subject to subparagraph (B), for the pur-
poses of this section, the term ‘‘operational 
files’’ means files of the National Geospatial-In-
telligence Agency (hereafter in this section re-
ferred to as ‘‘NGA’’) concerning the activities of 
NGA that before the establishment of NGA were 
performed by the National Photographic Inter-
pretation Center of the Central Intelligence 
Agency (NPIC), that document the means by 
which foreign intelligence or counter-
intelligence is collected through scientific and 
technical systems. 

(B) Files which are the sole repository of dis-
seminated intelligence are not operational files. 

(3) Notwithstanding paragraph (1), exempted 
operational files shall continue to be subject to 
search and review for information concerning— 

(A) United States citizens or aliens lawfully 
admitted for permanent residence who have 
requested information on themselves pursuant 
to the provisions of section 552 or 552a of title 
5; 

(B) any special activity the existence of 
which is not exempt from disclosure under the 
provisions of section 552 of title 5; or 

(C) the specific subject matter of an inves-
tigation by any of the following for any impro-
priety, or violation of law, Executive order, or 
Presidential directive, in the conduct of an in-
telligence activity: 

(i) The congressional intelligence commit-
tees. 

(ii) The Intelligence Oversight Board. 
(iii) The Department of Justice. 
(iv) The Office of General Counsel of NGA. 
(v) The Office of the Director of NGA. 
(vi) The Office of the Inspector General of 

the National Geospatial-Intelligence Agen-
cy. 

(4)(A) Files that are not exempted under para-
graph (1) which contain information derived or 

disseminated from exempted operational files 
shall be subject to search and review. 

(B) The inclusion of information from exempt-
ed operational files in files that are not exempt-
ed under paragraph (1) shall not affect the ex-
emption under paragraph (1) of the originating 
operational files from search, review, publica-
tion, or disclosure. 

(C) Records from exempted operational files 
which have been disseminated to and referenced 
in files that are not exempted under paragraph 
(1) and which have been returned to exempted 
operational files for sole retention shall be sub-
ject to search and review. 

(5) The provisions of paragraph (1) may not be 
superseded except by a provision of law which is 
enacted after December 3, 1999, and which spe-
cifically cites and repeals or modifies its provi-
sions. 

(6)(A) Except as provided in subparagraph (B), 
whenever any person who has requested agency 
records under section 552 of title 5 alleges that 
NGA has withheld records improperly because of 
failure to comply with any provision of this sec-
tion, judicial review shall be available under the 
terms set forth in section 552(a)(4)(B) of title 5. 

(B) Judicial review shall not be available in 
the manner provided for under subparagraph (A) 
as follows: 

(i) In any case in which information specifi-
cally authorized under criteria established by 
an Executive order to be kept secret in the in-
terests of national defense or foreign relations 
is filed with, or produced for, the court by 
NGA, such information shall be examined ex 
parte, in camera by the court. 

(ii) The court shall, to the fullest extent 
practicable, determine the issues of fact based 
on sworn written submissions of the parties. 

(iii) When a complainant alleges that re-
quested records are improperly withheld be-
cause of improper placement solely in exempt-
ed operational files, the complainant shall 
support such allegation with a sworn written 
submission based upon personal knowledge or 
otherwise admissible evidence. 

(iv)(I) When a complainant alleges that re-
quested records were improperly withheld be-
cause of improper exemption of operational 
files, NGA shall meet its burden under section 
552(a)(4)(B) of title 5 by demonstrating to the 
court by sworn written submission that ex-
empted operational files likely to contain re-
sponsive records currently perform the func-
tions set forth in paragraph (2). 

(II) The court may not order NGA to review 
the content of any exempted operational file 
or files in order to make the demonstration re-
quired under subclause (I), unless the com-
plainant disputes NGA’s showing with a sworn 
written submission based on personal knowl-
edge or otherwise admissible evidence. 

(v) In proceedings under clauses (iii) and (iv), 
the parties may not obtain discovery pursuant 
to rules 26 through 36 of the Federal Rules of 
Civil Procedure, except that requests for ad-
missions may be made pursuant to rules 26 and 
36. 

(vi) If the court finds under this paragraph 
that NGA has improperly withheld requested 
records because of failure to comply with any 
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provision of this subsection, the court shall 
order NGA to search and review the appro-
priate exempted operational file or files for 
the requested records and make such records, 
or portions thereof, available in accordance 
with the provisions of section 552 of title 5, 
and such order shall be the exclusive remedy 
for failure to comply with this subsection. 

(vii) If at any time following the filing of a 
complaint pursuant to this paragraph NGA 
agrees to search the appropriate exempted 
operational file or files for the requested 
records, the court shall dismiss the claim 
based upon such complaint. 

(viii) Any information filed with, or pro-
duced for the court pursuant to clauses (i) and 
(iv) shall be coordinated with the Director of 
National Intelligence prior to submission to 
the court. 

(b) Decennial review of exempted operational 
files 

(1) Not less than once every 10 years, the Di-
rector of the National Geospatial-Intelligence 
Agency and the Director of National Intel-
ligence shall review the exemptions in force 
under subsection (a)(1) to determine whether 
such exemptions may be removed from the cat-
egory of exempted files or any portion thereof. 
The Director of National Intelligence must ap-
prove any determination to remove such exemp-
tions. 

(2) The review required by paragraph (1) shall 
include consideration of the historical value or 
other public interest in the subject matter of 
the particular category of files or portions 
thereof and the potential for declassifying a sig-
nificant part of the information contained 
therein. 

(3) A complainant that alleges that NGA has 
improperly withheld records because of failure 
to comply with this subsection may seek judi-
cial review in the district court of the United 
States of the district in which any of the parties 
reside, or in the District of Columbia. In such a 
proceeding, the court’s review shall be limited 
to determining the following: 

(A) Whether NGA has conducted the review 
required by paragraph (1) before the expiration 
of the 10-year period beginning on December 3, 
1999, or before the expiration of the 10-year pe-
riod beginning on the date of the most recent 
review. 

(B) Whether NGA, in fact, considered the cri-
teria set forth in paragraph (2) in conducting 
the required review. 

(July 26, 1947, ch. 343, title VII, § 702, formerly 
title I, § 105B, as added Pub. L. 106–120, title V, 
§ 501(a)(1), Dec. 3, 1999, 113 Stat. 1616; renumbered 
§ 105C, Pub. L. 107–56, title IX, § 905(a)(1), Oct. 26, 
2001, 115 Stat. 388; amended Pub. L. 107–306, title 
III, § 353(b)(5), Nov. 27, 2002, 116 Stat. 2402; renum-
bered title VII, § 702, and amended Pub. L. 
108–136, div. A, title IX, §§ 921(e)(4), 922(c), 
(d)(1)(C), Nov. 24, 2003, 117 Stat. 1569, 1573, 1574; 
Pub. L. 108–375, div. A, title X, § 1084(j), Oct. 28, 
2004, 118 Stat. 2064; Pub. L. 108–458, title I, 
§ 1071(a)(1)(DD)–(FF), Dec. 17, 2004, 118 Stat. 3689; 
Pub. L. 109–163, div. A, title IX, § 933(b)(1), Jan. 6, 
2006, 119 Stat. 3416.) 

REFERENCES IN TEXT 

The Federal Rules of Civil Procedure, referred to in 

subsec. (a)(6)(B)(v), are set out in the Appendix to Title 

28, Judiciary and Judicial Procedure. 

CODIFICATION 

Section was formerly classified to section 432 of this 

title prior to editorial reclassification and renumbering 

as this section, and to section 403–5c of this title prior 

to renumbering by Pub. L. 108–136, and to section 403–5b 

of this title prior to renumbering by Pub. L. 107–56. 

PRIOR PROVISIONS 

A prior section 702 of act July 26, 1947, ch. 343, title 

VII, as added Pub. L. 98–477, § 2(a), Oct. 15, 1984, 98 Stat. 

2211; amended Pub. L. 108–136, div. A, title IX, 

§ 922(b)(2)(A), Nov. 24, 2003, 117 Stat. 1573, was trans-

ferred to section 431 of this title and redesignated as 

subsec. (g) by Pub. L. 108–136, div. A, title IX, 

§ 922(b)(2)(B), Nov. 24, 2003, 117 Stat. 1573. Section 431 of 

this title was editorially reclassified and renumbered 

as section 3141 of this title. 

AMENDMENTS 

2006—Subsec. (a)(3)(C)(vi). Pub. L. 109–163 added cl. 

(vi). 

2004—Subsec. (a)(1). Pub. L. 108–458, § 1071(a)(1)(DD), 

substituted ‘‘Director of National Intelligence’’ for ‘‘Di-

rector of Central Intelligence’’. 

Subsec. (a)(6)(B)(iv)(I). Pub. L. 108–375 substituted 

‘‘responsive records’’ for ‘‘responsible records’’. 

Subsec. (a)(6)(B)(viii). Pub. L. 108–458, § 1071(a)(1)(EE), 

substituted ‘‘Director of National Intelligence’’ for ‘‘Di-

rector of Central Intelligence’’. 

Subsec. (b)(1). Pub. L. 108–458, § 1071(a)(1)(FF), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’ in two places. 

2003—Pub. L. 108–136, § 922(d)(1)(C), amended section 

catchline generally, substituting ‘‘Operational files of 

the National Geospatial-Intelligence Agency’’ for ‘‘Pro-

tection of operational files of the National Imagery and 

Mapping Agency’’. 

Subsec. (a)(1). Pub. L. 108–136, § 921(e)(4)(A), sub-

stituted ‘‘National Geospatial-Intelligence Agency’’ for 

‘‘National Imagery and Mapping Agency’’ in two 

places. 

Subsec. (a)(2)(A). Pub. L. 108–136, § 921(e)(4)(A), (B), 

substituted ‘‘NGA’’ for ‘‘NIMA’’ wherever appearing 

and substituted ‘‘National Geospatial-Intelligence 

Agency’’ for ‘‘National Imagery and Mapping Agency’’. 

Subsec. (a)(3)(C)(iv), (v), (6)(A), (B)(i), (iv)(I). Pub. L. 

108–136, § 921(e)(4)(B), substituted ‘‘NGA’’ for ‘‘NIMA’’. 

Subsec. (a)(6)(B)(iv)(II). Pub. L. 108–136, § 921(e)(4)(B), 

(C), substituted ‘‘NGA’’ for ‘‘NIMA’’ and ‘‘NGA’s’’ for 

‘‘NIMA’s’’. 

Subsec. (a)(6)(B)(vi), (vii). Pub. L. 108–136, 

§ 921(e)(4)(B), substituted ‘‘NGA’’ for ‘‘NIMA’’ wherever 

appearing. 

Subsec. (b)(1). Pub. L. 108–136, § 921(e)(4)(A), sub-

stituted ‘‘National Geospatial-Intelligence Agency’’ for 

‘‘National Imagery and Mapping Agency’’. 

Subsec. (b)(3). Pub. L. 108–136, § 921(e)(4)(B), sub-

stituted ‘‘NGA’’ for ‘‘NIMA’’ wherever appearing. 

2002—Subsec. (a)(3)(C). Pub. L. 107–306 added cl. (i), re-

designated cls. (iii) to (vi) as (ii) to (v), respectively, 

and struck out former cls. (i) and (ii) which read as fol-

lows: 

‘‘(i) The Permanent Select Committee on Intelligence 

of the House of Representatives. 

‘‘(ii) The Select Committee on Intelligence of the 

Senate.’’ 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 



Page 587 TITLE 50—WAR AND NATIONAL DEFENSE § 3143 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

TREATMENT OF CERTAIN TRANSFERRED RECORDS 

Pub. L. 106–120, title V, § 501(b), Dec. 3, 1999, 113 Stat. 

1619, as amended by Pub. L. 108–136, div. A, title IX, 

§ 921(g), Nov. 24, 2003, 117 Stat. 1570, provided that: ‘‘Any 

record transferred to the National Geospatial-Intel-

ligence Agency from exempted operational files of the 

Central Intelligence Agency covered by section 701(a) of 

the National Security Act of 1947 (50 U.S.C. 431(a)) [now 

50 U.S.C. 3141(a)] shall be placed in the operational files 

of the National Geospatial-Intelligence Agency that 

are established pursuant to section 105B [now 702] of 

the National Security Act of 1947 [50 U.S.C. 3142], as 

added by subsection (a).’’ 

§ 3143. Operational files of the National Recon-
naissance Office 

(a) Exemption of certain operational files from 
search, review, publication, or disclosure 

(1) The Director of the National Reconnais-
sance Office, with the coordination of the Direc-
tor of National Intelligence, may exempt oper-
ational files of the National Reconnaissance Of-
fice from the provisions of section 552 of title 5 
which require publication, disclosure, search, or 
review in connection therewith. 

(2)(A) Subject to subparagraph (B), for the pur-
poses of this section, the term ‘‘operational 
files’’ means files of the National Reconnais-
sance Office (hereafter in this section referred to 
as ‘‘NRO’’) that document the means by which 
foreign intelligence or counterintelligence is 
collected through scientific and technical sys-
tems. 

(B) Files which are the sole repository of dis-
seminated intelligence are not operational files. 

(3) Notwithstanding paragraph (1), exempted 
operational files shall continue to be subject to 
search and review for information concerning— 

(A) United States citizens or aliens lawfully 
admitted for permanent residence who have 
requested information on themselves pursuant 
to the provisions of section 552 or 552a of title 
5; 

(B) any special activity the existence of 
which is not exempt from disclosure under the 
provisions of section 552 of title 5; or 

(C) the specific subject matter of an inves-
tigation by any of the following for any impro-
priety, or violation of law, Executive order, or 
Presidential directive, in the conduct of an in-
telligence activity: 

(i) The Permanent Select Committee on 
Intelligence of the House of Representatives. 

(ii) The Select Committee on Intelligence 
of the Senate. 

(iii) The Intelligence Oversight Board. 
(iv) The Department of Justice. 
(v) The Office of General Counsel of NRO. 
(vi) The Office of the Director of NRO. 
(vii) The Office of the Inspector General of 

the NRO. 

(4)(A) Files that are not exempted under para-
graph (1) which contain information derived or 
disseminated from exempted operational files 
shall be subject to search and review. 

(B) The inclusion of information from exempt-
ed operational files in files that are not exempt-
ed under paragraph (1) shall not affect the ex-
emption under paragraph (1) of the originating 
operational files from search, review, publica-
tion, or disclosure. 

(C) The declassification of some of the infor-
mation contained in exempted operational files 
shall not affect the status of the operational file 
as being exempt from search, review, publica-
tion, or disclosure. 

(D) Records from exempted operational files 
which have been disseminated to and referenced 
in files that are not exempted under paragraph 
(1) and which have been returned to exempted 
operational files for sole retention shall be sub-
ject to search and review. 

(5) The provisions of paragraph (1) may not be 
superseded except by a provision of law which is 
enacted after November 27, 2002, and which spe-
cifically cites and repeals or modifies its provi-
sions. 

(6)(A) Except as provided in subparagraph (B), 
whenever any person who has requested agency 
records under section 552 of title 5 alleges that 
NRO has withheld records improperly because of 
failure to comply with any provision of this sec-
tion, judicial review shall be available under the 
terms set forth in section 552(a)(4)(B) of title 5. 

(B) Judicial review shall not be available in 
the manner provided for under subparagraph (A) 
as follows: 

(i) In any case in which information specifi-
cally authorized under criteria established by 
an Executive order to be kept secret in the in-
terests of national defense or foreign relations 
is filed with, or produced for, the court by 
NRO, such information shall be examined ex 
parte, in camera by the court. 

(ii) The court shall, to the fullest extent 
practicable, determine the issues of fact based 
on sworn written submissions of the parties. 

(iii) When a complainant alleges that re-
quested records are improperly withheld be-
cause of improper placement solely in exempt-
ed operational files, the complainant shall 
support such allegation with a sworn written 
submission based upon personal knowledge or 
otherwise admissible evidence. 

(iv)(I) When a complainant alleges that re-
quested records were improperly withheld be-
cause of improper exemption of operational 
files, NRO shall meet its burden under section 
552(a)(4)(B) of title 5 by demonstrating to the 
court by sworn written submission that ex-
empted operational files likely to contain re-
sponsive records currently perform the func-
tions set forth in paragraph (2). 

(II) The court may not order NRO to review 
the content of any exempted operational file 
or files in order to make the demonstration re-
quired under subclause (I), unless the com-
plainant disputes NRO’s showing with a sworn 
written submission based on personal knowl-
edge or otherwise admissible evidence. 

(v) In proceedings under clauses (iii) and (iv), 
the parties may not obtain discovery pursuant 
to rules 26 through 36 of the Federal Rules of 
Civil Procedure, except that requests for ad-
missions may be made pursuant to rules 26 and 
36. 
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(vi) If the court finds under this paragraph 
that NRO has improperly withheld requested 
records because of failure to comply with any 
provision of this subsection, the court shall 
order NRO to search and review the appro-
priate exempted operational file or files for 
the requested records and make such records, 
or portions thereof, available in accordance 
with the provisions of section 552 of title 5 and 
such order shall be the exclusive remedy for 
failure to comply with this subsection. 

(vii) If at any time following the filing of a 
complaint pursuant to this paragraph NRO 
agrees to search the appropriate exempted 
operational file or files for the requested 
records, the court shall dismiss the claim 
based upon such complaint. 

(viii) Any information filed with, or pro-
duced for the court pursuant to clauses (i) and 
(iv) shall be coordinated with the Director of 
National Intelligence prior to submission to 
the court. 

(b) Decennial review of exempted operational 
files 

(1) Not less than once every 10 years, the Di-
rector of the National Reconnaissance Office 
and the Director of National Intelligence shall 
review the exemptions in force under subsection 
(a)(1) to determine whether such exemptions 
may be removed from the category of exempted 
files or any portion thereof. The Director of Na-
tional Intelligence must approve any determina-
tion to remove such exemptions. 

(2) The review required by paragraph (1) shall 
include consideration of the historical value or 
other public interest in the subject matter of 
the particular category of files or portions 
thereof and the potential for declassifying a sig-
nificant part of the information contained 
therein. 

(3) A complainant that alleges that NRO has 
improperly withheld records because of failure 
to comply with this subsection may seek judi-
cial review in the district court of the United 
States of the district in which any of the parties 
reside, or in the District of Columbia. In such a 
proceeding, the court’s review shall be limited 
to determining the following: 

(A) Whether NRO has conducted the review 
required by paragraph (1) before the expiration 
of the 10-year period beginning on November 
27, 2002, or before the expiration of the 10-year 
period beginning on the date of the most re-
cent review. 

(B) Whether NRO, in fact, considered the cri-
teria set forth in paragraph (2) in conducting 
the required review. 

(July 26, 1947, ch. 343, title VII, § 703, formerly 
title I, § 105D, as added Pub. L. 107–306, title V, 
§ 502(a), Nov. 27, 2002, 116 Stat. 2405; renumbered 
title VII, § 703, and amended Pub. L. 108–136, div. 
A, title IX, § 922(c), (d)(1)(D), Nov. 24, 2003, 117 
Stat. 1573, 1574; Pub. L. 108–375, div. A, title X, 
§ 1084(j), Oct. 28, 2004, 118 Stat. 2064; Pub. L. 
108–458, title I, § 1071(a)(1)(GG)–(II), Dec. 17, 2004, 
118 Stat. 3689; Pub. L. 109–163, div. A, title IX, 
§ 933(b)(2), Jan. 6, 2006, 119 Stat. 3416.) 

REFERENCES IN TEXT 

The Federal Rules of Civil Procedure, referred to in 

subsec. (a)(6)(B)(v), are set out in the Appendix to Title 

28, Judiciary and Judicial Procedure. 

CODIFICATION 

Section was formerly classified to section 432a of this 

title prior to editorial reclassification and renumbering 

as this section, and to section 403–5e of this title prior 

to renumbering by Pub. L. 108–136. 

AMENDMENTS 

2006—Subsec. (a)(3)(C)(vii). Pub. L. 109–163 added cl. 

(vii). 
2004—Subsec. (a)(1). Pub. L. 108–458, § 1071(a)(1)(GG), 

substituted ‘‘Director of National Intelligence’’ for ‘‘Di-

rector of Central Intelligence’’. 
Subsec. (a)(6)(B)(iv)(I). Pub. L. 108–375 substituted 

‘‘responsive records’’ for ‘‘responsible records’’. 
Subsec. (a)(6)(B)(viii). Pub. L. 108–458, § 1071(a)(1)(HH), 

substituted ‘‘Director of National Intelligence’’ for ‘‘Di-

rector of Central Intelligence’’. 
Subsec. (b)(1). Pub. L. 108–458, § 1071(a)(1)(II), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’ in two places. 
2003—Pub. L. 108–136 substituted ‘‘Operational files of 

the National Reconnaissance Office’’ for ‘‘Protection of 

operational files of the National Reconnaissance Of-

fice’’ in section catchline. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 
Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

§ 3144. Operational files of the National Security 
Agency 

(a) Exemption of certain operational files from 
search, review, publication, or disclosure 

The Director of the National Security Agency, 
in coordination with the Director of National 
Intelligence, may exempt operational files of 
the National Security Agency from the provi-
sions of section 552 of title 5 which require publi-
cation, disclosure, search, or review in connec-
tion therewith. 

(b) Operational files defined 

(1) In this section, the term ‘‘operational 
files’’ means— 

(A) files of the Signals Intelligence Direc-
torate of the National Security Agency (and 
any successor organization of that direc-
torate) that document the means by which for-
eign intelligence or counterintelligence is col-
lected through technical systems; and 

(B) files of the Research Associate Direc-
torate of the National Security Agency (and 
any successor organization of that direc-
torate) that document the means by which for-
eign intelligence or counterintelligence is col-
lected through scientific and technical sys-
tems. 

(2) Files that are the sole repository of dis-
seminated intelligence, and files that have been 
accessioned into the National Security Agency 
Archives (or any successor organization) are not 
operational files. 

(c) Search and review for information 

Notwithstanding subsection (a), exempted 
operational files shall continue to be subject to 



Page 589 TITLE 50—WAR AND NATIONAL DEFENSE § 3144 

search and review for information concerning 
any of the following: 

(1) United States citizens or aliens lawfully 
admitted for permanent residence who have 
requested information on themselves pursuant 
to the provisions of section 552 or 552a of title 
5. 

(2) Any special activity the existence of 
which is not exempt from disclosure under the 
provisions of section 552 of title 5. 

(3) The specific subject matter of an inves-
tigation by any of the following for any impro-
priety, or violation of law, Executive order, or 
Presidential directive, in the conduct of an in-
telligence activity: 

(A) The Committee on Armed Services and 
the Permanent Select Committee on Intel-
ligence of the House of Representatives. 

(B) The Committee on Armed Services and 
the Select Committee on Intelligence of the 
Senate. 

(C) The Intelligence Oversight Board. 
(D) The Department of Justice. 
(E) The Office of General Counsel of the 

National Security Agency. 
(F) The Office of the Inspector General of 

the Department of Defense. 
(G) The Office of the Director of the Na-

tional Security Agency. 
(H) The Office of the Inspector General of 

the National Security Agency. 

(d) Information derived or disseminated from ex-
empted operational files 

(1) Files that are not exempted under sub-
section (a) that contain information derived or 
disseminated from exempted operational files 
shall be subject to search and review. 

(2) The inclusion of information from exempt-
ed operational files in files that are not exempt-
ed under subsection (a) shall not affect the ex-
emption under subsection (a) of the originating 
operational files from search, review, publica-
tion, or disclosure. 

(3) The declassification of some of the infor-
mation contained in exempted operational files 
shall not affect the status of the operational file 
as being exempt from search, review, publica-
tion, or disclosure. 

(4) Records from exempted operational files 
that have been disseminated to and referenced 
in files that are not exempted under subsection 
(a) and that have been returned to exempted 
operational files for sole retention shall be sub-
ject to search and review. 

(e) Supersedure of other laws 

The provisions of subsection (a) may not be 
superseded except by a provision of law that is 
enacted after November 24, 2003, and that spe-
cifically cites and repeals or modifies such pro-
visions. 

(f) Allegation; improper withholding of records; 
judicial review 

(1) Except as provided in paragraph (2), when-
ever any person who has requested agency 
records under section 552 of title 5 alleges that 
the National Security Agency has withheld 
records improperly because of failure to comply 
with any provision of this section, judicial re-
view shall be available under the terms set forth 
in section 552(a)(4)(B) of title 5. 

(2) Judicial review shall not be available in the 
manner provided for under paragraph (1) as fol-
lows: 

(A) In any case in which information specifi-
cally authorized under criteria established by 
an Executive order to be kept secret in the in-
terests of national defense or foreign relations 
is filed with, or produced for, the court by the 
National Security Agency, such information 
shall be examined ex parte, in camera by the 
court. 

(B) The court shall determine, to the fullest 
extent practicable, the issues of fact based on 
sworn written submissions of the parties. 

(C) When a complainant alleges that re-
quested records are improperly withheld be-
cause of improper placement solely in exempt-
ed operational files, the complainant shall 
support such allegation with a sworn written 
submission based upon personal knowledge or 
otherwise admissible evidence. 

(D)(i) When a complainant alleges that re-
quested records were improperly withheld be-
cause of improper exemption of operational 
files, the National Security Agency shall meet 
its burden under section 552(a)(4)(B) of title 5 
by demonstrating to the court by sworn writ-
ten submission that exempted operational 
files likely to contain responsive records cur-
rently perform the functions set forth in sub-
section (b). 

(ii) The court may not order the National 
Security Agency to review the content of any 
exempted operational file or files in order to 
make the demonstration required under clause 
(i), unless the complainant disputes the Na-
tional Security Agency’s showing with a 
sworn written submission based on personal 
knowledge or otherwise admissible evidence. 

(E) In proceedings under subparagraphs (C) 
and (D), the parties may not obtain discovery 
pursuant to rules 26 through 36 of the Federal 
Rules of Civil Procedure, except that requests 
for admissions may be made pursuant to rules 
26 and 36. 

(F) If the court finds under this subsection 
that the National Security Agency has im-
properly withheld requested records because of 
failure to comply with any provision of this 
subsection, the court shall order the Agency 
to search and review the appropriate exempted 
operational file or files for the requested 
records and make such records, or portions 
thereof, available in accordance with the pro-
visions of section 552 of title 5, and such order 
shall be the exclusive remedy for failure to 
comply with this section (other than sub-
section (g)). 

(G) If at any time following the filing of a 
complaint pursuant to this paragraph the Na-
tional Security Agency agrees to search the 
appropriate exempted operational file or files 
for the requested records, the court shall dis-
miss the claim based upon such complaint. 

(H) Any information filed with, or produced 
for the court pursuant to subparagraphs (A) 
and (D) shall be coordinated with the Director 
of National Intelligence before submission to 
the court. 
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(g) Decennial review of exempted operational 
files 

(1) Not less than once every 10 years, the Di-
rector of the National Security Agency and the 
Director of National Intelligence shall review 
the exemptions in force under subsection (a) to 
determine whether such exemptions may be re-
moved from a category of exempted files or any 
portion thereof. The Director of National Intel-
ligence must approve any determination to re-
move such exemptions. 

(2) The review required by paragraph (1) shall 
include consideration of the historical value or 
other public interest in the subject matter of a 
particular category of files or portions thereof 
and the potential for declassifying a significant 
part of the information contained therein. 

(3) A complainant that alleges that the Na-
tional Security Agency has improperly withheld 
records because of failure to comply with this 
subsection may seek judicial review in the dis-
trict court of the United States of the district in 
which any of the parties reside, or in the Dis-
trict of Columbia. In such a proceeding, the 
court’s review shall be limited to determining 
the following: 

(A) Whether the National Security Agency 
has conducted the review required by para-
graph (1) before the expiration of the 10-year 
period beginning on November 24, 2003, or be-
fore the expiration of the 10-year period begin-
ning on the date of the most recent review. 

(B) Whether the National Security Agency, 
in fact, considered the criteria set forth in 
paragraph (2) in conducting the required re-
view. 

(July 26, 1947, ch. 343, title VII, § 704, as added 
Pub. L. 108–136, div. A, title IX, § 922(a), Nov. 24, 
2003, 117 Stat. 1570; amended Pub. L. 108–375, div. 
A, title X, § 1084(j), Oct. 28, 2004, 118 Stat. 2064; 
Pub. L. 108–458, title I, § 1071(a)(1)(JJ)–(LL), Dec. 
17, 2004, 118 Stat. 3689; Pub. L. 109–163, div. A, 
title IX, § 933(b)(3), Jan. 6, 2006, 119 Stat. 3416.) 

REFERENCES IN TEXT 

The Federal Rules of Civil Procedure, referred to in 

subsec. (f)(2)(E), are set out in the Appendix to Title 28, 

Judiciary and Judicial Procedure. 

CODIFICATION 

Section was formerly classified to section 432b of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2006—Subsec. (c)(3)(H). Pub. L. 109–163 added subpar. 

(H). 
2004—Subsec. (a). Pub. L. 108–458, § 1071(a)(1)(JJ), 

which directed amendment of par. (1) of subsec. (a) by 

substituting ‘‘Director of National Intelligence’’ for 

‘‘Director of Central Intelligence’’, was executed to 

text of subsec. (a), which does not contain any pars., to 

reflect the probable intent of Congress. 
Subsec. (f)(2)(D)(i). Pub. L. 108–375 substituted ‘‘re-

sponsive records’’ for ‘‘responsible records’’. 
Subsec. (f)(2)(H). Pub. L. 108–458, § 1071(a)(1)(KK), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 
Subsec. (g)(1). Pub. L. 108–458, § 1071(a)(1)(LL), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’ in two places. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

§ 3145. Omitted 

Section, July 26, 1947, ch. 343, title VII, § 705, as added 

Pub. L. 109–163, div. A, title IX, § 933(a)(1), Jan. 6, 2006, 

119 Stat. 3413; amended Pub. L. 111–259, title VIII, 

§ 804(7), Oct. 7, 2010, 124 Stat. 2747, which provided that 

the Director of the Defense Intelligence Agency could 

exempt operational files of the Defense Intelligence 

Agency from provisions of section 552 of title 5, defined 

‘‘operational files’’, authorized certain searches of ex-

empted files and of information from exempted files, 

provided for judicial review of withholding of records 

and for decennial review of exempted files, ceased to be 

effective on Dec. 31, 2007, pursuant to subsec. (g) of sec-

tion. 

CODIFICATION 

Section was formerly classified to section 432c of this 

title and omitted prior to editorial reclassification and 

renumbering as this section. 

§ 3146. Protection of certain files of the Office of 
the Director of National Intelligence 

(a) Inapplicability of FOIA to exempted oper-
ational files provided to ODNI 

(1) Subject to paragraph (2), the provisions of 
section 552 of title 5 that require search, review, 
publication, or disclosure of a record shall not 
apply to a record provided to the Office of the 
Director of National Intelligence by an element 
of the intelligence community from the exempt-
ed operational files of such element. 

(2) Paragraph (1) shall not apply with respect 
to a record of the Office that— 

(A) contains information derived or dissemi-
nated from an exempted operational file, un-
less such record is created by the Office for the 
sole purpose of organizing such exempted oper-
ational file for use by the Office; 

(B) is disseminated by the Office to a person 
other than an officer, employee, or contractor 
of the Office; or 

(C) is no longer designated as an exempted 
operational file in accordance with this sub-
chapter. 

(b) Effect of providing files to ODNI 

Notwithstanding any other provision of this 
subchapter, an exempted operational file that is 
provided to the Office by an element of the in-
telligence community shall not be subject to the 
provisions of section 552 of title 5 that require 
search, review, publication, or disclosure of a 
record solely because such element provides 
such exempted operational file to the Office. 

(c) Search and review for certain purposes 

Notwithstanding subsection (a) or (b), an ex-
empted operational file shall continue to be sub-
ject to search and review for information con-
cerning any of the following: 

(1) United States citizens or aliens lawfully 
admitted for permanent residence who have 
requested information on themselves pursuant 
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to the provisions of section 552 or 552a of title 
5. 

(2) Any special activity the existence of 
which is not exempt from disclosure under the 
provisions of section 552 of title 5. 

(3) The specific subject matter of an inves-
tigation for any impropriety or violation of 
law, Executive order, or Presidential directive, 
in the conduct of an intelligence activity by 
any of the following: 

(A) The Select Committee on Intelligence 
of the Senate. 

(B) The Permanent Select Committee on 
Intelligence of the House of Representatives. 

(C) The Intelligence Oversight Board. 
(D) The Department of Justice. 
(E) The Office of the Director of National 

Intelligence. 
(F) The Office of the Inspector General of 

the Intelligence Community. 

(d) Decennial review of exempted operational 
files 

(1) Not less than once every 10 years, the Di-
rector of National Intelligence shall review the 
exemptions in force under subsection (a) to de-
termine whether such exemptions may be re-
moved from any category of exempted files or 
any portion thereof. 

(2) The review required by paragraph (1) shall 
include consideration of the historical value or 
other public interest in the subject matter of 
the particular category of files or portions 
thereof and the potential for declassifying a sig-
nificant part of the information contained 
therein. 

(3) A complainant that alleges that the Direc-
tor of National Intelligence has improperly 
withheld records because of failure to comply 
with this subsection may seek judicial review in 
the district court of the United States of the 
district in which any of the parties reside, or in 
the District of Columbia. In such a proceeding, 
the court’s review shall be limited to determin-
ing the following: 

(A) Whether the Director has conducted the 
review required by paragraph (1) before the ex-
piration of the 10-year period beginning on Oc-
tober 7, 2010, or before the expiration of the 10- 
year period beginning on the date of the most 
recent review. 

(B) Whether the Director of National Intel-
ligence, in fact, considered the criteria set 
forth in paragraph (2) in conducting the re-
quired review. 

(e) Supersedure of other laws 

The provisions of this section may not be su-
perseded except by a provision of law that is en-
acted after October 7, 2010, and that specifically 
cites and repeals or modifies such provisions. 

(f) Allegation; improper withholding of records; 
judicial review 

(1) Except as provided in paragraph (2), when-
ever any person who has requested agency 
records under section 552 of title 5 alleges that 
the Office has withheld records improperly be-
cause of failure to comply with any provision of 
this section, judicial review shall be available 
under the terms set forth in section 552(a)(4)(B) 
of title 5. 

(2) Judicial review shall not be available in the 
manner provided for under paragraph (1) as fol-
lows: 

(A) In any case in which information specifi-
cally authorized under criteria established by 
an Executive order to be kept secret in the in-
terests of national defense or foreign relations 
is filed with, or produced for, the court by the 
Office, such information shall be examined ex 
parte, in camera by the court. 

(B) The court shall determine, to the fullest 
extent practicable, the issues of fact based on 
sworn written submissions of the parties. 

(C)(i) When a complainant alleges that re-
quested records were improperly withheld be-
cause of improper exemption of operational 
files, the Office may meet the burden of the 
Office under section 552(a)(4)(B) of title 5 by 
demonstrating to the court by sworn written 
submission that exempted files likely to con-
tain responsive records are records provided to 
the Office by an element of the intelligence 
community from the exempted operational 
files of such element. 

(ii) The court may not order the Office to re-
view the content of any exempted file in order 
to make the demonstration required under 
clause (i), unless the complainant disputes the 
Office’s showing with a sworn written submis-
sion based on personal knowledge or otherwise 
admissible evidence. 

(D) In proceedings under subparagraph (C), a 
party may not obtain discovery pursuant to 
rules 26 through 36 of the Federal Rules of 
Civil Procedure, except that requests for ad-
missions may be made pursuant to rules 26 and 
36 of the Federal Rules of Civil Procedure. 

(E) If the court finds under this subsection 
that the Office has improperly withheld re-
quested records because of failure to comply 
with any provision of this section, the court 
shall order the Office to search and review 
each appropriate exempted file for the re-
quested records and make such records, or por-
tions thereof, available in accordance with the 
provisions of section 552 of title 5 (commonly 
referred to as the Freedom of Information 
Act), and such order shall be the exclusive 
remedy for failure to comply with this section. 

(F) If at any time following the filing of a 
complaint pursuant to this paragraph the Of-
fice agrees to search each appropriate exempt-
ed file for the requested records, the court 
shall dismiss the claim based upon such com-
plaint. 

(g) Definitions 

In this section: 
(1) The term ‘‘exempted operational file’’ 

means a file of an element of the intelligence 
community that, in accordance with this sub-
chapter, is exempted from the provisions of 
section 552 of title 5 that require search, re-
view, publication, or disclosure of such file. 

(2) Except as otherwise specifically provided, 
the term ‘‘Office’’ means the Office of the Di-
rector of National Intelligence. 

(July 26, 1947, ch. 343, title VII, § 706, as added 
Pub. L. 111–259, title IV, § 408(a), Oct. 7, 2010, 124 
Stat. 2722.) 
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REFERENCES IN TEXT 

The Federal Rules of Civil Procedure, referred to in 

subsec. (f)(2)(D), are set out in the Appendix to Title 28, 

Judiciary and Judicial Procedure. 

CODIFICATION 

Section was formerly classified to section 432d of this 

title prior to editorial reclassification and renumbering 

as this section. 

SUBCHAPTER VI—ACCESS TO CLASSIFIED 
INFORMATION 

§ 3161. Procedures 

(a) Not later than 180 days after October 14, 
1994, the President shall, by Executive order or 
regulation, establish procedures to govern ac-
cess to classified information which shall be 
binding upon all departments, agencies, and of-
fices of the executive branch of Government. 
Such procedures shall, at a minimum— 

(1) provide that, except as may be permitted 
by the President, no employee in the executive 
branch of Government may be given access to 
classified information by any department, 
agency, or office of the executive branch of 
Government unless, based upon an appropriate 
background investigation, such access is de-
termined to be clearly consistent with the na-
tional security interests of the United States; 

(2) establish uniform minimum requirements 
governing the scope and frequency of back-
ground investigations and reinvestigations for 
all employees in the executive branch of Gov-
ernment who require access to classified infor-
mation as part of their official responsibil-
ities; 

(3) provide that all employees in the execu-
tive branch of Government who require access 
to classified information shall be required as a 
condition of such access to provide to the em-
ploying department or agency written consent 
which permits access by an authorized inves-
tigative agency to relevant financial records, 
other financial information, consumer reports, 
travel records, and computers used in the per-
formance of Government duties, as determined 
by the President, in accordance with section 
3162 of this title, during the period of access to 
classified information and for a period of three 
years thereafter; 

(4) provide that all employees in the execu-
tive branch of Government who require access 
to particularly sensitive classified informa-
tion, as determined by the President, shall be 
required, as a condition of maintaining access 
to such information, to submit to the employ-
ing department or agency, during the period of 
such access, relevant information concerning 
their financial condition and foreign travel, as 
determined by the President, as may be nec-
essary to ensure appropriate security; and 

(5) establish uniform minimum standards to 
ensure that employees in the executive branch 
of Government whose access to classified in-
formation is being denied or terminated under 
this subchapter are appropriately advised of 
the reasons for such denial or termination and 
are provided an adequate opportunity to re-
spond to all adverse information which forms 
the basis for such denial or termination before 

final action by the department or agency con-
cerned. 

(b)(1) Subsection (a) shall not be deemed to 
limit or affect the responsibility and power of an 
agency head pursuant to other law or Executive 
order to deny or terminate access to classified 
information if the national security so requires. 
Such responsibility and power may be exercised 
only when the agency head determines that the 
procedures prescribed by subsection (a) cannot 
be invoked in a manner that is consistent with 
the national security. 

(2) Upon the exercise of such responsibility, 
the agency head shall submit a report to the 
congressional intelligence committees. 

(July 26, 1947, ch. 343, title VIII, § 801, as added 
Pub. L. 103–359, title VIII, § 802(a), Oct. 14, 1994, 
108 Stat. 3435; amended Pub. L. 106–120, title III, 
§ 305(a), Dec. 3, 1999, 113 Stat. 1611; Pub. L. 
107–306, title III, § 353(b)(2)(B), Nov. 27, 2002, 116 
Stat. 2402.) 

CODIFICATION 

Section was formerly classified to section 435 of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2002—Subsec. (b)(2). Pub. L. 107–306 substituted ‘‘con-

gressional intelligence committees’’ for ‘‘Permanent 

Select Committee on Intelligence of the House of Rep-

resentatives and the Select Committee on Intelligence 

of the Senate’’. 

1999—Subsec. (a)(3). Pub. L. 106–120 substituted ‘‘trav-

el records, and computers used in the performance of 

Government duties’’ for ‘‘and travel records’’. 

EFFECTIVE DATE OF 1999 AMENDMENT 

Pub. L. 106–120, title III, § 305(c), Dec. 3, 1999, 113 Stat. 

1612, provided that: ‘‘The President shall modify the 

procedures required by section 801(a)(3) of the National 

Security Act of 1947 [50 U.S.C. 3161(a)(3)] to take into 

account the amendment to that section made by sub-

section (a) of this section not later than 90 days after 

the date of the enactment of this Act [Dec. 3, 1999].’’ 

EFFECTIVE DATE 

Pub. L. 103–359, title VIII, § 802(c), Oct. 14, 1994, 108 

Stat. 3438, provided that: ‘‘The amendments made by 

subsections (a) and (b) [enacting this subchapter] shall 

take effect 180 days after the date of enactment of this 

Act [Oct. 14, 1994].’’ 

CLASSIFICATION REVIEW OF EXECUTIVE BRANCH MATE-

RIALS IN THE POSSESSION OF THE CONGRESSIONAL IN-

TELLIGENCE COMMITTEES 

Pub. L. 111–259, title VII, § 702, Oct. 7, 2010, 124 Stat. 

2745, provided that: ‘‘The Director of National Intel-

ligence is authorized to conduct, at the request of one 

of the congressional intelligence committees and in ac-

cordance with procedures established by that commit-

tee, a classification review of materials in the posses-

sion of that committee that— 

‘‘(1) are not less than 25 years old; and 

‘‘(2) were created, or provided to that committee, 

by an entity in the executive branch.’’ 

[For definition of ‘‘congressional intelligence com-

mittees’’ as used in section 702 of Pub. L. 111–259, set 

out above, see section 2 of Pub. L. 111–259, set out as a 

note under section 3003 of this title.] 

PROMOTION OF ACCURATE CLASSIFICATION OF 

INFORMATION 

Pub. L. 111–258, § 6, Oct. 7, 2010, 124 Stat. 2651, provided 

that: 
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‘‘(a) INCENTIVES FOR ACCURATE CLASSIFICATIONS.—In 

making cash awards under chapter 45 of title 5, United 

States Code, the President or the head of an Executive 

agency with an officer or employee who is authorized 

to make original classification decisions or derivative 

classification decisions may consider such officer’s or 

employee’s consistent and proper classification of in-

formation. 
‘‘(b) INSPECTOR GENERAL EVALUATIONS.— 

‘‘(1) REQUIREMENT FOR EVALUATIONS.—Not later 

than September 30, 2016, the inspector general of each 

department or agency of the United States with an 

officer or employee who is authorized to make origi-

nal classifications, in consultation with the Informa-

tion Security Oversight Office, shall carry out no less 

than two evaluations of that department or agency or 

a component of the department or agency— 
‘‘(A) to assess whether applicable classification 

policies, procedures, rules, and regulations have 

been adopted, followed, and effectively adminis-

tered within such department, agency, or compo-

nent; and 
‘‘(B) to identify policies, procedures, rules, regu-

lations, or management practices that may be con-

tributing to persistent misclassification of material 

within such department, agency or component. 
‘‘(2) DEADLINES FOR EVALUATIONS.— 

‘‘(A) INITIAL EVALUATIONS.—Each first evaluation 

required by paragraph (1) shall be completed no 

later than September 30, 2013. 
‘‘(B) SECOND EVALUATIONS.—Each second evalua-

tion required by paragraph (1) shall review progress 

made pursuant to the results of the first evaluation 

and shall be completed no later than September 30, 

2016. 
‘‘(3) REPORTS.— 

‘‘(A) REQUIREMENT.—Each inspector general who 

is required to carry out an evaluation under para-

graph (1) shall submit to the appropriate entities a 

report on each such evaluation. 
‘‘(B) CONTENT.—Each report submitted under sub-

paragraph (A) shall include a description of— 
‘‘(i) the policies, procedures, rules, regulations, 

or management practices, if any, identified by the 

inspector general under paragraph (1)(B); and 
‘‘(ii) the recommendations, if any, of the inspec-

tor general to address any such identified poli-

cies, procedures, rules, regulations, or manage-

ment practices. 
‘‘(C) COORDINATION.—The inspectors general who 

are required to carry out evaluations under para-

graph (1) shall coordinate with each other and with 

the Information Security Oversight Office to ensure 

that evaluations follow a consistent methodology, 

as appropriate, that allows for cross-agency com-

parisons. 
‘‘(4) APPROPRIATE ENTITIES DEFINED.—In this sub-

section, the term ‘appropriate entities’ means— 
‘‘(A) the Committee on Homeland Security and 

Governmental Affairs and the Select Committee on 

Intelligence of the Senate; 
‘‘(B) the Committee on Homeland Security, the 

Committee on Oversight and Government Reform, 

and the Permanent Select Committee on Intel-

ligence of the House of Representatives; 
‘‘(C) any other committee of Congress with juris-

diction over a department or agency referred to in 

paragraph (1); 
‘‘(D) the head of a department or agency referred 

to in paragraph (1); and 
‘‘(E) the Director of the Information Security 

Oversight Office.’’ 
[For definitions of terms used in section 6 of Pub. L. 

111–258, set out above, see section 3 of Pub. L. 111–258, 

set out as a note under section 3344 of this title.] 

DECLASSIFICATION OF INFORMATION 

Pub. L. 106–567, title VII, Dec. 27, 2000, 114 Stat. 2856, 

as amended by Pub. L. 108–458, title I, § 1102, Dec. 17, 

2004, 118 Stat. 3699; Pub. L. 110–53, title VI, § 602, Aug. 3, 

2007, 121 Stat. 335; Pub. L. 111–259, title III, § 365, Oct. 7, 

2010, 124 Stat. 2702; Pub. L. 112–235, § 2, Dec. 28, 2012, 126 

Stat. 1626; Pub. L. 113–126, title III, § 311, July 7, 2014, 128 

Stat. 1399, provided that: 

‘‘SEC. 701. SHORT TITLE. 

‘‘This title may be cited as the ‘Public Interest De-

classification Act of 2000’. 

‘‘SEC. 702. FINDINGS. 

‘‘Congress makes the following findings: 

‘‘(1) It is in the national interest to establish an ef-

fective, coordinated, and cost-effective means by 

which records on specific subjects of extraordinary 

public interest that do not undermine the national 

security interests of the United States may be col-

lected, retained, reviewed, and disseminated to Con-

gress, policymakers in the executive branch, and the 

public. 

‘‘(2) Ensuring, through such measures, public access 

to information that does not require continued pro-

tection to maintain the national security interests of 

the United States is a key to striking the balance be-

tween secrecy essential to national security and the 

openness that is central to the proper functioning of 

the political institutions of the United States. 

‘‘SEC. 703. PUBLIC INTEREST DECLASSIFICATION 

BOARD. 

‘‘(a) ESTABLISHMENT.—(1) There is established within 

the executive branch of the United States a board to be 

known as the ‘Public Interest Declassification Board’ 

(in this title referred to as the ‘Board’). 

‘‘(2) The Board shall report directly to the President 

or, upon designation by the President, the Vice Presi-

dent, the Attorney General, or other designee of the 

President. The other designee of the President under 

this paragraph may not be an agency head or official 

authorized to classify information under Executive 

Order 12958 [formerly set out below], or any successor 

order. 

‘‘(b) PURPOSES.—The purposes of the Board are as fol-

lows: 

‘‘(1) To advise the President, the Assistant to the 

President for National Security Affairs, the Director 

of the Office of Management and Budget, and such 

other executive branch officials as the Board consid-

ers appropriate on the systematic, thorough, coordi-

nated, and comprehensive identification, collection, 

review for declassification, and release to Congress, 

interested agencies, and the public of declassified 

records and materials (including donated historical 

materials) that are of archival value, including 

records and materials of extraordinary public inter-

est. 

‘‘(2) To promote the fullest possible public access to 

a thorough, accurate, and reliable documentary 

record of significant United States national security 

decisions and significant United States national secu-

rity activities in order to— 

‘‘(A) support the oversight and legislative func-

tions of Congress; 

‘‘(B) support the policymaking role of the execu-

tive branch; 

‘‘(C) respond to the interest of the public in na-

tional security matters; and 

‘‘(D) promote reliable historical analysis and new 

avenues of historical study in national security 

matters. 

‘‘(3) To provide recommendations to the President 

for the identification, collection, and review for de-

classification of information of extraordinary public 

interest that does not undermine the national secu-

rity of the United States, to be undertaken in accord-

ance with a declassification program that has been 

established or may be established by the President by 

Executive order. 

‘‘(4) To advise the President, the Assistant to the 

President for National Security Affairs, the Director 

of the Office of Management and Budget, and such 

other executive branch officials as the Board consid-
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ers appropriate on policies deriving from the issuance 

by the President of Executive orders regarding the 

classification and declassification of national secu-

rity information. 
‘‘(5) To review and make recommendations to the 

President in a timely manner with respect to any 

congressional request, made by the committee of ju-

risdiction or by a member of the committee of juris-

diction, to declassify certain records, to evaluate the 

proper classification of certain records, or to recon-

sider a declination to declassify specific records. 
‘‘(c) MEMBERSHIP.—(1) The Board shall be composed of 

nine individuals appointed from among citizens of the 

United States who are preeminent in the fields of his-

tory, national security, foreign policy, intelligence pol-

icy, social science, law, or archives, including individ-

uals who have served in Congress or otherwise in the 

Federal Government or have otherwise engaged in re-

search, scholarship, or publication in such fields on 

matters relating to the national security of the United 

States, of whom— 
‘‘(A) five shall be appointed by the President; 
‘‘(B) one shall be appointed by the Speaker of the 

House of Representatives; 
‘‘(C) one shall be appointed by the majority leader 

of the Senate; 
‘‘(D) one shall be appointed by the minority leader 

of the Senate; and 
‘‘(E) one shall be appointed by the minority leader 

of the House of Representatives. 
‘‘(2)(A) Of the members initially appointed to the 

Board by the President— 
‘‘(i) three shall be appointed for a term of 4 years; 
‘‘(ii) one shall be appointed for a term of 3 years; 

and 
‘‘(iii) one shall be appointed for a term of 2 years. 

‘‘(B) The members initially appointed to the Board by 

the Speaker of the House of Representatives or by the 

majority leader of the Senate shall be appointed for a 

term of 3 years. 
‘‘(C) The members initially appointed to the Board by 

the minority leader of the House of Representatives or 

the Senate shall be appointed for a term of 2 years. 
‘‘(D) Any subsequent appointment to the Board shall 

be for a term of 3 years from the date of the appoint-

ment. 
‘‘(3) A vacancy in the Board shall be filled in the 

same manner as the original appointment. 
‘‘(4) A member of the Board may be appointed to a 

new term on the Board upon the expiration of the mem-

ber’s term on the Board, except that no member may 

serve more than three full terms on the Board. 
‘‘(d) CHAIRPERSON; EXECUTIVE SECRETARY.—(1)(A) The 

President shall designate one of the members of the 

Board as the Chairperson of the Board. 
‘‘(B) The term of service as Chairperson of the Board 

shall be 2 years. 
‘‘(C) A member serving as Chairperson of the Board 

may be redesignated as Chairperson of the Board upon 

the expiration of the member’s term as Chairperson of 

the Board, except that no member shall serve as Chair-

person of the Board for more than 6 years. 
‘‘(2) The Director of the Information Security Over-

sight Office shall serve as the Executive Secretary of 

the Board. 
‘‘(e) MEETINGS.—The Board shall meet as needed to 

accomplish its mission, consistent with the availability 

of funds. A majority of the members of the Board shall 

constitute a quorum. 
‘‘(f) STAFF.—Any employee of the Federal Govern-

ment may be detailed to the Board, with the agreement 

of and without reimbursement to the detailing agency, 

and such detail shall be without interruption or loss of 

civil, military, or foreign service status or privilege. 
‘‘(g) SECURITY.—(1) The members and staff of the 

Board shall, as a condition of appointment to or em-

ployment with the Board, hold appropriate security 

clearances for access to the classified records and ma-

terials to be reviewed by the Board or its staff, and 

shall follow the guidance and practices on security 

under applicable Executive orders and Presidential or 

agency directives. 

‘‘(2) The head of an agency shall, as a condition of 

granting access to a member of the Board, the Execu-

tive Secretary of the Board, or a member of the staff of 

the Board to classified records or materials of the agen-

cy under this title, require the member, the Executive 

Secretary, or the member of the staff, as the case may 

be, to— 

‘‘(A) execute an agreement regarding the security 

of such records or materials that is approved by the 

head of the agency; and 

‘‘(B) hold an appropriate security clearance granted 

or recognized under the standard procedures and eli-

gibility criteria of the agency, including any special 

access approval required for access to such records or 

materials. 

‘‘(3) The members of the Board, the Executive Sec-

retary of the Board, and the members of the staff of the 

Board may not use any information acquired in the 

course of their official activities on the Board for non-

official purposes. 

‘‘(4) For purposes of any law or regulation governing 

access to classified information that pertains to the na-

tional security of the United States, and subject to any 

limitations on access arising under section 706(b), and 

to facilitate the advisory functions of the Board under 

this title, a member of the Board seeking access to a 

record or material under this title shall be deemed for 

purposes of this subsection to have a need to know the 

contents of the record or material. 

‘‘(h) COMPENSATION.—(1) Each member of the Board 

shall receive compensation at a rate not to exceed the 

daily equivalent of the annual rate of basic pay payable 

for positions at ES–1 of the Senior Executive Service 

under section 5382 of title 5, United States Code, for 

each day such member is engaged in the actual per-

formance of duties of the Board. 

‘‘(2) Members of the Board shall be allowed travel ex-

penses, including per diem in lieu of subsistence at 

rates authorized for employees of agencies under sub-

chapter I of chapter 57 of title 5, United States Code, 

while away from their homes or regular places of busi-

ness in the performance of the duties of the Board. 

‘‘(i) GUIDANCE; ANNUAL BUDGET.—(1) On behalf of the 

President, the Assistant to the President for National 

Security Affairs shall provide guidance on policy to the 

Board. 

‘‘(2) The Executive Secretary of the Board, under the 

direction of the Chairperson of the Board and the 

Board, and acting in consultation with the Archivist of 

the United States, the Assistant to the President for 

National Security Affairs, and the Director of the Of-

fice of Management and Budget, shall prepare the an-

nual budget of the Board. 

‘‘(j) SUPPORT.—The Information Security Oversight 

Office may support the activities of the Board under 

this title. Such support shall be provided on a reim-

bursable basis. 

‘‘(k) PUBLIC AVAILABILITY OF RECORDS AND RE-

PORTS.—(1) The Board shall make available for public 

inspection records of its proceedings and reports pre-

pared in the course of its activities under this title to 

the extent such records and reports are not classified 

and would not be exempt from release under the provi-

sions of section 552 of title 5, United States Code. 

‘‘(2) In making records and reports available under 

paragraph (1), the Board shall coordinate the release of 

such records and reports with appropriate officials from 

agencies with expertise in classified information in 

order to ensure that such records and reports do not in-

advertently contain classified information. 

‘‘(l) APPLICABILITY OF CERTAIN ADMINISTRATIVE 

LAWS.—The provisions of the Federal Advisory Com-

mittee Act (5 U.S.C. App.) shall not apply to the activi-

ties of the Board under this title. However, the records 

of the Board shall be governed by the provisions of the 

Federal Records Act of 1950 [see References in Text 

note under section 5324 of Title 25, Indians]. 
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‘‘SEC. 704. IDENTIFICATION, COLLECTION, AND RE-

VIEW FOR DECLASSIFICATION OF INFORMA-

TION OF ARCHIVAL VALUE OR EXTRAOR-

DINARY PUBLIC INTEREST. 

‘‘(a) BRIEFINGS ON AGENCY DECLASSIFICATION PRO-

GRAMS.—(1) As requested by the Board, or by the Select 

Committee on Intelligence of the Senate or the Perma-

nent Select Committee on Intelligence of the House of 

Representatives, the head of any agency with the au-

thority under an Executive order to classify informa-

tion shall provide to the Board, the Select Committee 

on Intelligence of the Senate, or the Permanent Select 

Committee on Intelligence of the House of Representa-

tives, on an annual basis, a summary briefing and re-

port on such agency’s progress and plans in the declas-

sification of national security information. Such brief-

ing shall cover the declassification goals set by statute, 

regulation, or policy, the agency’s progress with re-

spect to such goals, and the agency’s planned goals and 

priorities for its declassification activities over the 

next 2 fiscal years. Agency briefings and reports shall 

give particular attention to progress on the declas-

sification of records and materials that are of archival 

value or extraordinary public interest to the people of 

the United States. 
‘‘(2)(A) The annual briefing and report under para-

graph (1) for agencies within the Department of De-

fense, including the military departments and the ele-

ments of the intelligence community, shall be provided 

on a consolidated basis. 
‘‘(B) In this paragraph, the term ‘elements of the in-

telligence community’ means the elements of the intel-

ligence community specified or designated under sec-

tion 3(4) of the National Security Act of 1947 (50 U.S.C. 

401a(4)) [now 50 U.S.C. 3003(4)]. 
‘‘(b) RECOMMENDATIONS ON AGENCY DECLASSIFICATION 

PROGRAMS.—(1) Upon reviewing and discussing declas-

sification plans and progress with an agency, the Board 

shall provide to the head of the agency the written rec-

ommendations of the Board as to how the agency’s de-

classification program could be improved. A copy of 

each recommendation shall also be submitted to the 

Assistant to the President for National Security Af-

fairs and the Director of the Office of Management and 

Budget. 
‘‘(2) Consistent with the provisions of section 703(k), 

the Board’s recommendations to the head of an agency 

under paragraph (1) shall become public 60 days after 

such recommendations are sent to the head of the agen-

cy under that paragraph. 
‘‘(c) RECOMMENDATIONS ON SPECIAL SEARCHES FOR 

RECORDS OF EXTRAORDINARY PUBLIC INTEREST.—(1) The 

Board shall also make recommendations to the Presi-

dent regarding proposed initiatives to identify, collect, 

and review for declassification classified records and 

materials of extraordinary public interest. 
‘‘(2) In making recommendations under paragraph (1), 

the Board shall consider the following: 
‘‘(A) The opinions and requests of Members of Con-

gress, including opinions and requests expressed or 

embodied in letters or legislative proposals, and also 

including specific requests for the declassification of 

certain records or for the reconsideration of declina-

tions to declassify specific records. 
‘‘(B) The opinions and requests of the National Se-

curity Council, the Director of National Intelligence, 

and the heads of other agencies. 
‘‘(C) The opinions of United States citizens. 
‘‘(D) The opinions of members of the Board. 
‘‘(E) The impact of special searches on systematic 

and all other on-going declassification programs. 
‘‘(F) The costs (including budgetary costs) and the 

impact that complying with the recommendations 

would have on agency budgets, programs, and oper-

ations. 
‘‘(G) The benefits of the recommendations. 
‘‘(H) The impact of compliance with the recom-

mendations on the national security of the United 

States. 
‘‘(d) PRESIDENT’S DECLASSIFICATION PRIORITIES.—(1) 

Concurrent with the submission to Congress of the 

budget of the President each fiscal year under section 

1105 of title 31, United States Code, the Director of the 

Office of Management and Budget shall publish a de-

scription of the President’s declassification program 

and priorities, together with a listing of the funds re-

quested to implement that program. 
‘‘(2) Nothing in this title shall be construed to sub-

stitute or supersede, or establish a funding process for, 

any declassification program that has been established 

or may be established by the President by Executive 

order. 
‘‘(e) DECLASSIFICATION REVIEWS.—(1) IN GENERAL.—If 

requested by the President, the Board shall review in a 

timely manner certain records or declinations to de-

classify specific records, the declassification of which 

has been the subject of specific congressional request 

described in section 703(b)(5). 
‘‘(2) AUTHORITY OF BOARD.—Upon receiving a congres-

sional request described in section 703(b)(5), the Board 

may conduct the review and make the recommenda-

tions described in that section, regardless of whether 

such a review is requested by the President. 
‘‘(3) REPORTING.—Any recommendations submitted to 

the President by the Board under section 703(b)(5),[sic] 

shall be submitted to the chairman and ranking minor-

ity member of the committee of Congress that made 

the request relating to such recommendations. 

‘‘SEC. 705. PROTECTION OF NATIONAL SECURITY 

INFORMATION AND OTHER INFORMATION. 

‘‘(a) IN GENERAL.—Nothing in this title shall be con-

strued to limit the authority of the head of an agency 

to classify information or to continue the classification 

of information previously classified by that agency. 
‘‘(b) SPECIAL ACCESS PROGRAMS.—Nothing in this 

title shall be construed to limit the authority of the 

head of an agency to grant or deny access to a special 

access program. 
‘‘(c) AUTHORITIES OF DIRECTOR OF NATIONAL INTEL-

LIGENCE.—Nothing in this title shall be construed to 

limit the authorities of the Director of National Intel-

ligence as the head of the intelligence community, in-

cluding the Director’s responsibility to protect intel-

ligence sources and methods from unauthorized disclo-

sure as required by section 103(c)(6) of the National Se-

curity Act of 1947 ([former] 50 U.S.C. 403–3(c)(6)) [see 50 

U.S.C. 3024(i)]. 
‘‘(d) EXEMPTIONS TO RELEASE OF INFORMATION.—Noth-

ing in this title shall be construed to limit any exemp-

tion or exception to the release to the public under this 

title of information that is protected under subsection 

(b) of section 552 of title 5, United States Code (com-

monly referred to as the ‘Freedom of Information Act’), 

or section 552a of title 5, United States Code (com-

monly referred to as the ‘Privacy Act’). 
‘‘(e) WITHHOLDING INFORMATION FROM CONGRESS.— 

Nothing in this title shall be construed to authorize the 

withholding of information from Congress. 

‘‘SEC. 706. STANDARDS AND PROCEDURES. 

‘‘(a) LIAISON.—(1) The head of each agency with the 

authority under an Executive order to classify informa-

tion and the head of each Federal Presidential library 

shall designate an employee of such agency or library 

to act as liaison to the Board for purposes of this title. 
‘‘(2) The Board may establish liaison and otherwise 

consult with such other historical and advisory com-

mittees as the Board considers appropriate for purposes 

of this title. 
‘‘(b) LIMITATIONS ON ACCESS.—(1)(A) Except as pro-

vided in paragraph (2), if the head of an agency or the 

head of a Federal Presidential library determines it 

necessary to deny or restrict access of the Board, or of 

the agency or library liaison to the Board, to informa-

tion contained in a record or material, in whole or in 

part, the head of the agency or the head of the library 

shall promptly notify the Board in writing of such de-

termination. 
‘‘(B) Each notice to the Board under subparagraph (A) 

shall include a description of the nature of the records 

or materials, and a justification for the determination, 

covered by such notice. 
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‘‘(2) In the case of a determination referred to in 

paragraph (1) with respect to a special access program 

created by the Secretary of Defense, the Director of Na-

tional Intelligence, or the head of any other agency, 

the notification of denial of access under paragraph (1), 

including a description of the nature of the Board’s re-

quest for access, shall be submitted to the Assistant to 

the President for National Security Affairs rather than 

to the Board. 
‘‘(c) DISCRETION TO DISCLOSE.—At the conclusion of a 

declassification review, the head of an agency may, in 

the discretion of the head of the agency, determine 

that the public’s interest in the disclosure of records or 

materials of the agency covered by such review, and 

still properly classified, outweighs the Government’s 

need to protect such records or materials, and may re-

lease such records or materials in accordance with the 

provisions of Executive Order No. 12958 [formerly set 

out below] or any successor order to such Executive 

order. 
‘‘(d) DISCRETION TO PROTECT.—At the conclusion of a 

declassification review, the head of an agency may, in 

the discretion of the head of the agency, determine 

that the interest of the agency in the protection of 

records or materials of the agency covered by such re-

view, and still properly classified, outweighs the 

public’s need for access to such records or materials, 

and may deny release of such records or materials in 

accordance with the provisions of Executive Order No. 

12958 or any successor order to such Executive order. 
‘‘(e) REPORTS.—(1)(A) Except as provided in paragraph 

(2), the Board shall annually submit to the appropriate 

congressional committees a report on the activities of 

the Board under this title, including summary informa-

tion regarding any denials to the Board by the head of 

an agency or the head of a Federal Presidential library 

of access to records or materials under this title. 
‘‘(B) In this paragraph, the term ‘appropriate con-

gressional committees’ means the Select Committee on 

Intelligence and the Committee on Governmental Af-

fairs [now Committee on Homeland Security and Gov-

ernmental Affairs] of the Senate and the Permanent 

Select Committee on Intelligence and the Committee 

on Government Reform [now Committee on Oversight 

and Government Reform] of the House of Representa-

tives. 
‘‘(2) Notwithstanding paragraph (1), notice that the 

Board has been denied access to records and materials, 

and a justification for the determination in support of 

the denial, shall be submitted by the agency denying 

the access as follows: 
‘‘(A) In the case of the denial of access to a special 

access program created by the Secretary of Defense, 

to the Committees on Armed Services and Appropria-

tions of the Senate and to the Committees on Armed 

Services and Appropriations of the House of Rep-

resentatives. 
‘‘(B) In the case of the denial of access to a special 

access program created by the Director of National 

Intelligence, or by the head of any other agency (in-

cluding the Department of Defense) if the special ac-

cess program pertains to intelligence activities, or of 

access to any information and materials relating to 

intelligence sources and methods, to the Select Com-

mittee on Intelligence of the Senate and the Perma-

nent Select Committee on Intelligence of the House 

of Representatives. 
‘‘(C) In the case of the denial of access to a special 

access program created by the Secretary of Energy or 

the Administrator for Nuclear Security, to the Com-

mittees on Armed Services and Appropriations and 

the Select Committee on Intelligence of the Senate 

and to the Committees on Armed Services and Appro-

priations and the Permanent Select Committee on 

Intelligence of the House of Representatives. 
‘‘(f) NOTIFICATION OF REVIEW.—In response to a spe-

cific congressional request for declassification review 

described in section 703(b)(5), the Board shall advise the 

originators of the request in a timely manner whether 

the Board intends to conduct such review. 

‘‘SEC. 707. JUDICIAL REVIEW. 

‘‘Nothing in this title limits the protection afforded 

to any information under any other provision of law. 

This title is not intended and may not be construed to 

create any right or benefit, substantive or procedural, 

enforceable against the United States, its agencies, its 

officers, or its employees. This title does not modify in 

any way the substantive criteria or procedures for the 

classification of information, nor does this title create 

any right or benefit subject to judicial review. 

‘‘SEC. 708. FUNDING. 

‘‘(a) AUTHORIZATION OF APPROPRIATIONS.—There is 

hereby authorized to be appropriated to carry out the 

provisions of this title amounts as follows: 

‘‘(1) For fiscal year 2001, $650,000. 

‘‘(2) For each fiscal year after fiscal year 2001, such 

sums as may be necessary for such fiscal year. 

‘‘(b) FUNDING REQUESTS.—The President shall include 

in the budget submitted to Congress for each fiscal 

year under section 1105 of title 31, United States Code, 

a request for amounts for the activities of the Board 

under this title during such fiscal year. 

‘‘SEC. 709. DEFINITIONS. 

‘‘In this title: 

‘‘(1) AGENCY.—(A) Except as provided in subpara-

graph (B), the term ‘agency’ means the following: 

‘‘(i) An Executive agency, as that term is defined 

in section 105 of title 5, United States Code. 

‘‘(ii) A military department, as that term is de-

fined in section 102 of such title. 

‘‘(iii) Any other entity in the executive branch 

that comes into the possession of classified infor-

mation. 

‘‘(B) The term does not include the Board. 

‘‘(2) CLASSIFIED MATERIAL OR RECORD.—The terms 

‘classified material’ and ‘classified record’ include 

any correspondence, memorandum, book, plan, map, 

drawing, diagram, pictorial or graphic work, photo-

graph, film, microfilm, sound recording, videotape, 

machine readable records, and other documentary 

material, regardless of physical form or characteris-

tics, that has been determined pursuant to Executive 

order to require protection against unauthorized dis-

closure in the interests of the national security of the 

United States. 

‘‘(3) DECLASSIFICATION.—The term ‘declassification’ 

means the process by which records or materials that 

have been classified are determined no longer to re-

quire protection from unauthorized disclosure to pro-

tect the national security of the United States. 

‘‘(4) DONATED HISTORICAL MATERIAL.—The term ‘do-

nated historical material’ means collections of per-

sonal papers donated or given to a Federal Presi-

dential library or other archival repository under a 

deed of gift or otherwise. 

‘‘(5) FEDERAL PRESIDENTIAL LIBRARY.—The term 

‘Federal Presidential library’ means a library oper-

ated and maintained by the United States Govern-

ment through the National Archives and Records Ad-

ministration under the applicable provisions of the 

Federal Records Act of 1950 [see References in Text 

note under section 5324 of Title 25, Indians]. 

‘‘(6) NATIONAL SECURITY.—The term ‘national secu-

rity’ means the national defense or foreign relations 

of the United States. 

‘‘(7) RECORDS OR MATERIALS OF EXTRAORDINARY PUB-

LIC INTEREST.—The term ‘records or materials of ex-

traordinary public interest’ means records or mate-

rials that— 

‘‘(A) demonstrate and record the national secu-

rity policies, actions, and decisions of the United 

States, including— 

‘‘(i) policies, events, actions, and decisions 

which led to significant national security out-

comes; and 

‘‘(ii) the development and evolution of signifi-

cant United States national security policies, ac-

tions, and decisions; 
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‘‘(B) will provide a significantly different perspec-

tive in general from records and materials publicly 

available in other historical sources; and 
‘‘(C) would need to be addressed through ad hoc 

record searches outside any systematic declas-

sification program established under Executive 

order. 
‘‘(8) RECORDS OF ARCHIVAL VALUE.—The term 

‘records of archival value’ means records that have 

been determined by the Archivist of the United 

States to have sufficient historical or other value to 

warrant their continued preservation by the Federal 

Government. 

‘‘SEC. 710. EFFECTIVE DATE; SUNSET. 

‘‘(a) EFFECTIVE DATE.—This title shall take effect on 

the date that is 120 days after the date of the enact-

ment of this Act [Dec. 27, 2000]. 

‘‘(b) SUNSET.—The provisions of this title shall expire 

on December 31, 2018.’’ 

CERTIFICATION AND REPORT RELATED TO AUTOMATIC 

DECLASSIFICATION OF DEPARTMENT OF DEFENSE 

RECORDS 

Pub. L. 106–65, div. A, title X, § 1041(c), (d), Oct. 5, 1999, 

113 Stat. 758, provided that: 

‘‘(c) CERTIFICATION REQUIRED WITH RESPECT TO AUTO-

MATIC DECLASSIFICATION OF RECORDS.—No records of the 

Department of Defense that have not been reviewed for 

declassification shall be subject to automatic declas-

sification unless the Secretary of Defense certifies to 

Congress that such declassification would not harm the 

national security. 

‘‘(d) REPORT ON AUTOMATIC DECLASSIFICATION OF DE-

PARTMENT OF DEFENSE RECORDS.—Not later than Feb-

ruary 1, 2001, the Secretary of Defense shall submit to 

the Committee on Armed Services of the House of Rep-

resentatives and the Committee on Armed Services of 

the Senate a report on the efforts of the Department of 

Defense relating to the declassification of classified 

records under the control of the Department of De-

fense. Such report shall include the following: 

‘‘(1) An assessment of whether the Department will 

be able to review all relevant records for declassifica-

tion before any date established for automatic declas-

sification. 

‘‘(2) An estimate of the cost of reviewing records to 

meet any requirement to review all relevant records 

for declassification by a date established for auto-

matic declassification. 

‘‘(3) An estimate of the number of records, if any, 

that the Department will be unable to review for de-

classification before any such date and the affect [sic] 

on national security of the automatic declassifica-

tion of those records. 

‘‘(4) An estimate of the length of time by which any 

such date would need to be extended to avoid the 

automatic declassification of records that have not 

yet been reviewed as of such date.’’ 

SUPPLEMENT TO PLAN FOR DECLASSIFICATION OF 

RESTRICTED DATA AND FORMERLY RESTRICTED DATA 

Pub. L. 106–65, div. C, title XXXI, § 3149, Oct. 5, 1999, 

113 Stat. 938, which was formerly set out as a note 

under this section, was renumbered section 4523 of Pub. 

L. 107–314, the Bob Stump National Defense Authoriza-

tion Act for Fiscal Year 2003, by Pub. L. 108–136, div. C, 

title XXXI, § 3141(h)(13)(A)–(C), Nov. 24, 2003, 117 Stat. 

1775, and is classified to section 2673 of this title. 

IDENTIFICATION IN BUDGET MATERIALS OF AMOUNTS 

FOR DECLASSIFICATION ACTIVITIES AND LIMITATION ON 

EXPENDITURES FOR SUCH ACTIVITIES 

Pub. L. 106–65, div. C, title XXXI, § 3173, Oct. 5, 1999, 

113 Stat. 949, which was formerly set out as a note 

under this section, was renumbered section 4525 of Pub. 

L. 107–314, the Bob Stump National Defense Authoriza-

tion Act for Fiscal Year 2003, by Pub. L. 108–136, div. C, 

title XXXI, § 3141(h)(15)(A)–(C), Nov. 24, 2003, 117 Stat. 

1775, and is classified to section 2675 of this title. 

PROTECTION AGAINST INADVERTENT RELEASE OF 

RESTRICTED DATA AND FORMERLY RESTRICTED DATA 

Pub. L. 105–261, div. C, title XXXI, § 3161, Oct. 17, 1998, 

112 Stat. 2259, as amended by Pub. L. 106–65, div. A, title 

X, § 1067(3), Oct. 5, 1999, 113 Stat. 774; Pub. L. 106–398, § 1 

[div. C, title XXXI, § 3193(a)], Oct. 30, 2000, 114 Stat. 1654, 

1654A–480, which was formerly set out as a note under 

this section, was renumbered section 4522 of Pub. L. 

107–314, the Bob Stump National Defense Authorization 

Act for Fiscal Year 2003, by Pub. L. 108–136, div. C, title 

XXXI, § 3141(h)(12)(A)–(C), Nov. 24, 2003, 117 Stat. 1774, 

and is classified to section 2672 of this title. 

VOLUNTARY SERVICE PROGRAM 

Pub. L. 104–93, title IV, § 402, Jan. 6, 1996, 109 Stat. 969, 

authorized the Director of Central Intelligence to es-

tablish and maintain a program from fiscal years 1996 

through 2001 to utilize the services contributed by not 

more than 50 annuitants who served without compensa-

tion as volunteers in aid of the review for declassifica-

tion or downgrading of classified information by the 

Central Intelligence Agency under applicable Executive 

orders governing the classification and declassification 

of national security information and Pub. L. 102–526 (44 

U.S.C. 2107 note). 

COMMISSION ON PROTECTING AND REDUCING 

GOVERNMENT SECRECY 

Pub. L. 103–236, title IX, Apr. 30, 1994, 108 Stat. 525, 

known as the ‘‘Protection and Reduction of Govern-

ment Secrecy Act’’, established for a two-year period a 

Commission on Protecting and Reducing Government 

Secrecy to conduct an investigation into all matters in 

any way related to any legislation, executive order, 

regulation, practice, or procedure relating to classified 

information or granting security clearances and to sub-

mit to the Congress a final report containing such rec-

ommendations not later than two years after the date 

of the first meeting of the Commission and terminated 

Commission 60 days after the date on which a final re-

port is submitted (final report submitted on Mar. 3, 

1997). 

DISCLOSURE OF INFORMATION CONCERNING UNAC-

COUNTED FOR UNITED STATES PERSONNEL OF COLD 

WAR, KOREAN CONFLICT, AND VIETNAM ERA 

Pub. L. 102–190, div. A, title X, § 1082, Dec. 5, 1991, 105 

Stat. 1480, as amended by Pub. L. 103–337, div. A, title 

X, § 1036, Oct. 5, 1994, 108 Stat. 2841; Pub. L. 104–106, div. 

A, title X, § 1085, Feb. 10, 1996, 110 Stat. 457, provided 

that: 
‘‘(a) PUBLIC AVAILABILITY OF INFORMATION.—(1) Ex-

cept as provided in subsection (b), the Secretary of De-

fense shall, with respect to any information referred to 

in paragraph (2), place the information in a suitable li-

brary-like location within a facility within the Na-

tional Capital region for public review and photo-

copying. 
‘‘(2) Paragraph (1) applies to any record, live-sighting 

report, or other information in the custody of the offi-

cial custodian referred to in subsection (d)(3) that may 

pertain to the location, treatment, or condition of (A) 

United States personnel who remain not accounted for 

as a result of service in the Armed Forces or other Fed-

eral Government service during the Korean conflict, 

the Vietnam era, or the Cold War, or (B) their remains. 
‘‘(b) EXCEPTIONS.—(1) The Secretary of Defense may 

not make a record or other information available to 

the public pursuant to subsection (a) if— 
‘‘(A) the record or other information is exempt 

from the disclosure requirements of section 552 of 

title 5, United States Code, by reason of subsection 

(b) of that section; or 
‘‘(B) the record or other information is in a system 

of records exempt from the requirements of sub-

section (d) of section 552a of such title pursuant to 

subsection (j) or (k) of that section. 
‘‘(2) The Secretary of Defense may not make a record 

or other information available to the public pursuant 
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to subsection (a) if the record or other information spe-
cifically mentions a person by name unless— 

‘‘(A) in the case of a person who is alive (and not in-
capacitated) and whose whereabouts are known, that 
person expressly consents in writing to the disclosure 
of the record or other information; or 

‘‘(B) in the case of a person who is dead or incapaci-
tated or whose whereabouts are unknown, a family 
member or family members of that person deter-
mined by the Secretary of Defense to be appropriate 
for such purpose expressly consent in writing to the 
disclosure of the record or other information. 
‘‘(3)(A) The limitation on disclosure in paragraph (2) 

does not apply in the case of a person who is dead or in-
capacitated or whose whereabouts are unknown if the 
family member or members of that person determined 
pursuant to subparagraph (B) of that paragraph cannot 
be located by the Secretary of Defense— 

‘‘(i) in the case of a person missing from the Viet-
nam era, after a reasonable effort; and 

‘‘(ii) in the case of a person missing from the Ko-
rean Conflict or Cold War, after a period of 90 days 
from the date on which any record or other informa-
tion referred to in paragraph (2) is received by the De-
partment of Defense for disclosure review from the 
Archivist of the United States, the Library of Con-
gress, or the Joint United States-Russian Commis-
sion on POW/MIAs. 
‘‘(B) Paragraph (2) does not apply to the access of an 

adult member of the family of a person to any record 
or information to the extent that the record or other 

information relates to that person. 
‘‘(C) The authority of a person to consent to disclo-

sure of a record or other information for the purposes 

of paragraph (2) may be delegated to another person or 

an organization only by means of an express legal 

power of attorney granted by the person authorized by 

that paragraph to consent to the disclosure. 
‘‘(c) DEADLINES.—(1) In the case of records or other 

information originated by the Department of Defense, 

the official custodian shall make such records and 

other information available to the public pursuant to 

this section not later than January 2, 1996. Such 

records or other information shall be made available as 

soon as a review carried out for the purposes of sub-

section (b) is completed. 
‘‘(2) Whenever a department or agency of the Federal 

Government receives any record or other information 

referred to in subsection (a) that is required by this 

section to be made available to the public, the head of 

that department or agency shall ensure that such 

record or other information is provided to the Sec-

retary of Defense, and the Secretary shall make such 

record or other information available in accordance 

with subsection (a) as soon as possible and, in any 

event, not later than one year after the date on which 

the record or information is received by the depart-

ment or agency of the Federal Government. 
‘‘(3) If the Secretary of Defense determines that the 

disclosure of any record or other information referred 

to in subsection (a) by the date required by paragraph 

(1) or (2) may compromise the safety of any United 

States personnel referred to in subsection (a)(2) who re-

main not accounted for but who may still be alive in 

captivity, then the Secretary may withhold that record 

or other information from the disclosure otherwise re-

quired by this section. Whenever the Secretary makes 

a determination under the preceding sentence, the Sec-

retary shall immediately notify the President and the 

Congress of that determination. 
‘‘(d) DEFINITIONS.—For purposes of this section: 

‘‘(1) The terms ‘Korean conflict’ and ‘Vietnam era’ 

have the meanings given those terms in section 101 of 

title 38, United States Code. 
‘‘(2) The term ‘Cold War’ means the period from the 

end of World War II to the beginning of the Korean 

conflict and the period from the end of the Korean 

conflict to the beginning of the Vietnam era. 
‘‘(3) The term ‘official custodian’ means— 

‘‘(A) in the case of records, reports, and informa-

tion relating to the Korean conflict or the Cold 

War, the Archivist of the United States; and 

‘‘(B) in the case of records, reports, and informa-

tion relating to the Vietnam era, the Secretary of 

Defense.’’ 

DISCLOSURE OF INFORMATION CONCERNING AMERICAN 

PERSONNEL LISTED AS PRISONER, MISSING, OR UNAC-

COUNTED FOR IN SOUTHEAST ASIA 

Pub. L. 100–453, title IV, § 404, Sept. 29, 1988, 102 Stat. 

1908, provided that: 

‘‘(a) This section is enacted to ensure that current 

disclosure policy is incorporated into law. 

‘‘(b) Except as provided in subsection (c), the head of 

each department or agency— 

‘‘(1) with respect to which funds are authorized 

under this Act [see Tables for classification], and 

‘‘(2) which holds or receives live sighting reports of 

any United States citizen reported missing in action, 

prisoner of war, or unaccounted for from the Vietnam 

Conflict, 

shall make available to the next-of-kin of that United 

States citizen all reports, or portions thereof, held by 

that department or agency which have been correlated 

or possibly correlated to that citizen. 

‘‘(c) Subsection (b) does not apply with respect to— 

‘‘(1) information that would reveal or compromise 

sources and methods of intelligence collection; or 

‘‘(2) specific information that previously has been 

made available to the next-of-kin. 

‘‘(d) The head of each department or agency covered 

by subsection (a) shall make information available 

under this section in a timely manner.’’ 

EXECUTIVE ORDER NO. 10501 

Ex. Ord. No. 10501, Nov. 5, 1953, 18 F.R. 7049, as amend-

ed by Ex. Ord. No. 10816, May 7, 1959, 24 F.R. 3777; Ex. 

Ord. No. 10901, Jan. 9, 1961, 26 F.R. 217; Ex. Ord. No. 

10964, Sept. 20, 1961, 26 F.R. 8932; Ex. Ord. No. 10985, Jan. 

12, 1962, 27 F.R. 439; Ex. Ord. No. 11097, Feb. 28, 1963, 28 

F.R. 2225; Ex. Ord. No. 11382, Nov. 28, 1967, 32 F.R. 16247, 

which related to safeguarding official information, was 

superseded by Ex. Ord. No. 11652, Mar. 8, 1972, 37 F.R. 

5209, formerly set out below. 

EX. ORD. NO. 10865. SAFEGUARDING CLASSIFIED 

INFORMATION WITHIN INDUSTRY 

Ex. Ord. No. 10865, Feb. 20, 1960, 25 F.R. 1583, as 

amended by Ex. Ord. No. 10909, Jan. 17, 1961, 26 F.R. 508; 

Ex. Ord. No. 11382, Nov. 28, 1967, 32 F.R. 16247; Ex. Ord. 

No. 12829, § 203(g), Jan. 6, 1993, 58 F.R. 3479; Ex. Ord. No. 

13284, § 15, Jan. 23, 2003, 68 F.R. 4076, provided: 

WHEREAS it is mandatory that the United States 

protect itself against hostile or destructive activities 

by preventing unauthorized disclosures of classified in-

formation relating to the national defense; and 

WHEREAS it is a fundamental principle of our Gov-

ernment to protect the interests of individuals against 

unreasonable or unwarranted encroachment; and 

WHEREAS I find that the provisions and procedures 

prescribed by this order are necessary to assure the 

preservation of the integrity of classified defense infor-

mation and to protect the national interest; and 

WHEREAS I find that those provisions and proce-

dures recognize the interest of individuals affected 

thereby and provide maximum possible safeguards to 

protect such interests: 

NOW, THEREFORE, under and by virtue of the au-

thority vested in me by the Constitution and statutes 

of the United States, and as President of the United 

States and as Commander in Chief of the armed forces 

of the United States, it is hereby ordered as follows: 

SECTION 1. When used in this order, the term ‘‘head of 

a department’’ means the Secretary of State, the Sec-

retary of Defense, the Secretary of Transportation, the 

Secretary of Energy, the Secretary of Homeland Secu-

rity, the Nuclear Regulatory Commission, the Adminis-

trator of the National Aeronautics and Space Adminis-

tration, and, in section 4, the Attorney General. The 

term ‘‘head of a department’’ also means the head of 

any department or agency, including but not limited to 
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those referenced above with whom the Department of 

Defense makes an agreement to extend regulations pre-

scribed by the Secretary of Defense concerning author-

izations for access to classified information pursuant to 

Executive Order No. 12829 [set out below]. 
SEC. 2. An authorization for access to classified infor-

mation pursuant to Executive Order No. 12829 [set out 

below] may be granted by the head of a department or 

his designee, including but not limited to, those offi-

cials named in section 8 of this order, to an individual, 

hereinafter termed an ‘‘applicant’’, for a specific classi-

fication category only upon a finding that it is clearly 

consistent with the national interest to do so. 
SEC. 3. Except as provided in section 9 of this order, 

an authorization for access to a specific classification 

category may not be finally denied or revoked pursuant 

to Executive Order No. 12829 [set out below] by the head 

of a department or his designee, including, but not lim-

ited to, those officials named in section 8 of this order, 

unless the applicant has been given the following: 
(1) A written statement of the reasons why his access 

authorization may be denied or revoked, which shall be 

as comprehensive and detailed as the national security 

permits. 
(2) A reasonable opportunity to reply in writing 

under oath or affirmation to the statement of reasons. 
(3) After he has filed under oath or affirmation a 

written reply to the statement of reasons, the form and 

sufficiency of which may be prescribed by regulations 

issued by the head of the department concerned, an op-

portunity to appear personally before the head of the 

department concerned or his designee including, but 

not limited to, those officials named in section 8 of this 

order for the purpose of supporting his eligibility for 

access authorization and to present evidence on his be-

half. 
(4) A reasonable time to prepare for that appearance. 
(5) An opportunity to be represented by counsel. 
(6) An opportunity to cross-examine persons either 

orally or through written interrogatories in accordance 

with section 4 on matters not relating to the character-

ization in the statement of reasons of any organization 

or individual other than the applicant. 
(7) A written notice of the final decision in his case 

which, if adverse, shall specify whether the head of the 

department or his designee, including, but not limited 

to, those officials named in section 8 of this order, 

found for or against him with respect to each allega-

tion in the statement of reasons. 
SEC. 4. (a) An applicant shall be afforded an oppor-

tunity to cross-examine persons who have made oral or 

written statements adverse to the applicant relating to 

a controverted issue except that any such statement 

may be received and considered without affording such 

opportunity in the circumstances described in either of 

the following paragraphs: 
(1) The head of the department supplying the state-

ment certifies that the person who furnished the infor-

mation is a confidential informant who has been en-

gaged in obtaining intelligence information for the 

Government and that disclosure of his identity would 

be substantially harmful to the national interest. 
(2) The head of the department concerned or his spe-

cial designee for that particular purpose has prelimi-

narily determined, after considering information fur-

nished by the investigative agency involved as to the 

reliability of the person and the accuracy of the state-

ment concerned, that the statement concerned appears 

to be reliable and material, and the head of the depart-

ment or such special designee has determined that fail-

ure to receive and consider such statement would, in 

view of the level of access sought, be substantially 

harmful to the national security and that the person 

who furnished the information cannot appear to testify 

(A) due to death, severe illness, or similar cause, in 

which case the identity of the person and the informa-

tion to be considered shall be made available to the ap-

plicant, or (B) due to some other cause determined by 

the head of the department to be good and sufficient. 
(b) Whenever procedures under paragraphs (1) or (2) of 

subsection (a) of this section are used (1) the applicant 

shall be given a summary of the information which 
shall be as comprehensive and detailed as the national 
security permits, (2) appropriate consideration shall be 
accorded to the fact that the applicant did not have an 
opportunity to cross-examine such person or persons, 
and (3) a final determination adverse to the applicant 
shall be made only by the head of the department based 
upon his personal review of the case. 

SEC. 5. (a) Records compiled in the regular course of 
business, or other physical evidence other than inves-
tigative reports, may be received and considered sub-
ject to rebuttal without authenticating witnesses, pro-
vided that such information has been furnished to the 
department concerned by an investigative agency pur-
suant to its responsibilities in connection with assist-
ing the head of the department concerned to safeguard 
classified information within industry pursuant to this 
order. 

(b) Records compiled in the regular course of busi-
ness, or other physical evidence other than investiga-
tive reports, relating to a controverted issue which, be-
cause they are classified, may not be inspected by the 
applicant, may be received and considered provided 
that: (1) the head of the department concerned or his 
special designee for that purpose has made a prelimi-

nary determination that such physical evidence ap-

pears to be material, (2) the head of the department 

concerned or such designee has made a determination 

that failure to receive and consider such physical evi-

dence would, in view of the level of access sought, be 

substantially harmful to the national security, and (3) 

to the extent that the national security permits, a 

summary or description of such physical evidence is 

made available to the applicant. In every such case, in-

formation as to the authenticity and accuracy of such 

physical evidence furnished by the investigative agency 

involved shall be considered. In such instances a final 

determination adverse to the applicant shall be made 

only by the head of the department based upon his per-

sonal review of the case. 
SEC. 6. The head of a department of the United States 

or his representative, may issue, in appropriate cases, 

invitations and requests to appear and testify in order 

that the applicant may have the opportunity to cross- 

examine as provided by this order. Whenever a witness 

is so invited or requested to appear and testify at a pro-

ceeding and the witness is an officer or employee of the 

executive branch of the Government or a member of 

the armed forces of the United States, and the proceed-

ing involves the activity in connection with which the 

witness is employed, travel expenses and per diem are 

authorized as provided by the Standardized Govern-

ment Travel Regulations or the Joint Travel Regula-

tions, as appropriate. In all other cases (including non- 

Government employees as well as officers or employees 

of the executive branch of the Government or members 

of the armed forces of the United States not covered by 

the foregoing sentence), transportation in kind and re-

imbursement for actual expenses are authorized in an 

amount not to exceed the amount payable under Stand-

ardized Government Travel Regulations. An officer or 

employee of the executive branch of the Government or 

a member of the armed forces of the United States who 

is invited or requested to appear pursuant to this para-

graph shall be deemed to be in the performance of his 

official duties. So far as the national security permits, 

the head of the investigative agency involved shall co-

operate with the Secretary, the Administrator, or the 

head of the other department or agency, as the case 

may be, in identifying persons who have made state-

ments adverse to the applicant and in assisting him in 

making them available for cross-examination. If a per-

son so invited is an officer or employee of the executive 

branch of the government or a member of the armed 

forces of the United States, the head of the department 

or agency concerned shall cooperate in making that 

person available for cross-examination. 
SEC. 7. Any determination under this order adverse to 

an applicant shall be a determination in terms of the 

national interest and shall in no sense be a determina-

tion as to the loyalty of the applicant concerned. 
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SEC. 8. Except as otherwise specified in the preceding 

provisions of this order, any authority vested in the 

head of a department by this order may be delegated to 

the the [sic] deputy of that department, or the prin-

cipal assistant to the head of that department, as the 

case may be. 
SEC. 9. Nothing contained in this order shall be 

deemed to limit or affect the responsibility and powers 

of the head of a department to deny or revoke access to 

a specific classification category if the security of the 

nation so requires. Such authority may not be dele-

gated and may be exercised only when the head of a de-

partment determines that the procedures prescribed in 

sections 3, 4, and 5 cannot be invoked consistently with 

the national security and such determination shall be 

conclusive. 

MODIFICATION OF EXECUTIVE ORDER NO. 10865 

Ex. Ord. No. 10865, Feb. 20, 1960, 25 F.R. 1583, as 

amended, set out above, when referring to functions of 

the Atomic Energy Commission is modified to provide 

that all such functions shall be exercised by the Sec-

retary of Energy and the Nuclear Regulatory Commis-

sion, see section 4(a)(1) of Ex. Ord. No. 12038, Feb. 3, 

1978, 43 F.R. 4957, set out under section 7151 of Title 42, 

The Public Health and Welfare. 

EXECUTIVE ORDER NO. 10985 

Ex. Ord. No. 10985, Jan. 12, 1962, 27 F.R. 439, which 

amended Executive Order No. 10501, which related to 

safeguarding official information, was superseded by 

Ex. Ord. No. 11652, Mar. 8, 1972, 37 F.R. 5209, formerly 

set out below. 

EXECUTIVE ORDER NO. 11097 

Ex. Ord. No. 11097, Feb. 28, 1963, 28 F.R. 2225, which 

amended Executive Order No. 10501, which related to 

safeguarding official information, was superseded by 

Ex. Ord. No. 11652, Mar. 8, 1972, 37 F.R. 5209, formerly 

set out below. 

EXECUTIVE ORDER NO. 11652 

Ex. Ord. No. 11652, Mar. 8, 1972, 37 F.R. 5209, as amend-

ed by Ex. Ord. No. 11714, Apr. 24, 1973, 38 F.R. 10245; Ex. 

Ord. No. 11862, June 11, 1975, 40 F.R. 25197; Ex. Ord. No. 

12038, Feb. 3, 1978, 43 F.R. 4957, which related to the 

classification and declassification of national security 

information and material, was revoked by Ex. Ord. No. 

12065, June 28, 1978, 43 F.R. 28949, formerly set out 

below. 

EX. ORD. NO. 11932. CLASSIFICATION OF CERTAIN INFOR-

MATION AND MATERIAL OBTAINED FROM ADVISORY BOD-

IES CREATED TO IMPLEMENT THE INTERNATIONAL EN-

ERGY PROGRAM 

Ex. Ord. No. 11932, Aug. 4, 1976, 41 F.R. 32691, provided: 
The United States has entered into the Agreement on 

an International Energy Program of November 18, 1974, 

which created the International Energy Agency. This 

program is a substantial factor in the conduct of our 

foreign relations and an important element of our na-

tional security. The effectiveness of the Agreement de-

pends significantly upon the provision and exchange of 

information and material by participants in advisory 

bodies created by the International Energy Agency. 

Confidentiality is essential to assure the free and open 

discussion necessary to accomplish the tasks assigned 

to those bodies. I have consulted with the Secretary of 

State, the Attorney General and the Administrator of 

the Federal Energy Administration concerning the 

handling and safeguarding of information and material 

in the possession of the United States which has been 

obtained pursuant to the program, and I find that some 

of such information and material requires protection as 

provided in Executive Order No. 11652 of March 8, 1972, 

as amended [formerly set out above]. 
NOW, THEREFORE, by virtue of the authority vested 

in me by the Constitution and statutes of the United 

States, and as President of the United States, it is 

hereby ordered as follows: 

SECTION 1. Information and material obtained pursu-

ant to the International Energy Program and which re-

quires protection against unauthorized disclosure in 

the interest of the national defense or foreign relations 

of the United States shall be classified pursuant to Ex-

ecutive Order No. 11652 of March 8, 1972, as amended 

[formerly set out above]. The Secretary of State shall 

have the responsibility for the classification, declas-

sification and safeguarding of information and material 

in the possession of the United States Government 

which has been obtained pursuant to: 

(a) Section 252(c)(3), (d)(2), or (e)(3) of the Energy Pol-

icy and Conservation Act (89 Stat. 871; 42 U.S.C. 

6272(c)(3), (d)(2), (e)(3)), or 

(b) The Voluntary Agreement and Program relating 

to the International Energy Program (40 F.R. 16041, 

April 8, 1975), or 

(c) Any similar Voluntary Agreement and Program 

entered into under the Energy Policy and Conservation 

Act [42 U.S.C. 6201 et seq.] after the date of this Order. 

SEC. 2. Information or material classified pursuant to 

Section 1 of this Order may be exempted from the Gen-

eral Declassification Schedule established by Section 5 

of Executive Order No. 11652 [formerly set out above] if 

it was obtained by the United States on the under-

standing that it be kept in confidence, or if it might 

otherwise be exempted under Section 5(B) of such 

Order. 

SEC. 3. (a) Within 60 days of the date of this Order, 

the Secretary of State shall promulgate regulations 

which implement his responsibilities under this Order. 

(b) The directives issued under Section 6 of Executive 

Order No. 11652 [formerly set out above] shall not apply 

to information and material classified under this 

Order. However, the regulations promulgated by the 

Secretary of State shall: 

(1) conform, to the extent practicable, to the poli-

cies set forth in Section 6 of Executive Order No. 

11652 [formerly set out above], and 

(2) provide that he may take such measures as he 

deems necessary and appropriate to ensure the con-

fidentiality of any information and material classi-

fied under this Order that may remain in the custody 

or control of any person outside the United States 

Government. 

GERALD R. FORD. 

EXECUTIVE ORDER NO. 12065 

Ex. Ord. No. 12065, June 28, 1978, 43 F.R. 28949, as 

amended by Ex. Ord. No. 12148, July 20, 1979, 44 F.R. 

43239; Ex. Ord. No. 12163, Sept. 29, 1979, 44 F.R. 56673, 

which related to classification and declassification of 

national security information and material, was re-

voked by Ex. Ord. No. 12356, Apr. 2, 1982, 47 F.R. 14874, 

15557, formerly set out below. 

EXECUTIVE ORDER NO. 12356 

Ex. Ord. No. 12356, Apr. 2, 1982, 47 F.R. 14874, 15557, 

which prescribed a uniform system for classifying, de-

classifying, and safeguarding national security infor-

mation, was revoked by Ex. Ord. No. 12958, § 6.1(d), Apr. 

17, 1995, 60 F.R. 19843, formerly set out below. 

EX. ORD. NO. 12812. DECLASSIFICATION AND RELEASE OF 

MATERIALS PERTAINING TO PRISONERS OF WAR AND 

MISSING IN ACTION 

Ex. Ord. No. 12812, July 22, 1992, 57 F.R. 32879, pro-

vided: 

WHEREAS, the Senate, by S. Res. 324 of July 2, 1992, 

has asked that I ‘‘expeditiously issue an Executive 

order requiring all executive branch departments and 

agencies to declassify and publicly release without 

compromising United States national security all docu-

ments, files, and other materials pertaining to POWs 

and MIAs;’’ and 

WHEREAS, indiscriminate release of classified mate-

rial could jeopardize continuing United States Govern-

ment efforts to achieve the fullest possible accounting 

of Vietnam-era POWs and MIAs; and 
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WHEREAS, I have concluded that the public interest 

would be served by the declassification and public re-

lease of materials pertaining to Vietnam-era POWs and 

MIAs as provided below; 
NOW, THEREFORE, by the authority vested in me as 

President by the Constitution and the laws of the 

United States of America, I hereby order as follows: 
SECTION 1. All executive departments and agencies 

shall expeditiously review all documents, files, and 

other materials pertaining to American POWs and 

MIAs lost in Southeast Asia for the purposes of declas-

sification in accordance with the standards and proce-

dures of Executive Order No. 12356 [formerly set out 

above]. 
SEC. 2. All executive departments and agencies shall 

make publicly available documents, files, and other 

materials declassified pursuant to section 1, except for 

those the disclosure of which would constitute a clearly 

unwarranted invasion of personal privacy of returnees, 

family members of POWs and MIAs, or other persons, 

or would impair the deliberative processes of the execu-

tive branch. 
SEC. 3. This order is not intended to create any right 

or benefit, substantive or procedural, enforceable by a 

party against the United States, its agencies or instru-

mentalities, its officers or employees, or any other per-

son. 

GEORGE BUSH. 

EX. ORD. NO. 12829. NATIONAL INDUSTRIAL SECURITY 

PROGRAM 

Ex. Ord. No. 12829, Jan. 6, 1993, 58 F.R. 3479, as amend-

ed by Ex. Ord. No. 12885, Dec. 14, 1993, 58 F.R. 65863; Ex. 

Ord. No. 13691, § 6, Feb. 13, 2015, 80 F.R. 9351; Ex. Ord. No. 

13708, § 4, Sept. 30, 2015, 80 F.R. 60273, provided: 
This order establishes a National Industrial Security 

Program to safeguard Federal Government classified 

information that is released to contractors, licensees, 

and grantees of the United States Government. To pro-

mote our national interests, the United States Govern-

ment issues contracts, licenses, and grants to non-

government organizations. When these arrangements 

require access to classified information, the national 

security requires that this information be safeguarded 

in a manner equivalent to its protection within the ex-

ecutive branch of Government. The national security 

also requires that our industrial security program pro-

mote the economic and technological interests of the 

United States. Redundant, overlapping, or unnecessary 

requirements impede those interests. Therefore, the 

National Industrial Security Program shall serve as a 

single, integrated, cohesive industrial security program 

to protect classified information and to preserve our 

Nation’s economic and technological interests. 
Therefore, by the authority vested in me as President 

by the Constitution and the laws of the United States 

of America, including the Atomic Energy Act of 1954, as 

amended (42 U.S.C. 2011–2286) [42 U.S.C. 2011 et seq.], the 

National Security Act of 1947, as amended (codified as 

amended in scattered sections of the United States 

Code) [50 U.S.C. 3001 et seq.], the Intelligence Reform 

and Terrorism Prevention Act of 2004 [Pub. L. 108–458, 

see Tables for classification], and the Federal Advisory 

Committee Act, as amended (5 U.S.C. App. 2) [5 U.S.C. 

App.], it is hereby ordered as follows: 

PART 1. ESTABLISHMENT AND POLICY 

SECTION 101. Establishment. (a) There is established a 

National Industrial Security Program. The purpose of 

this program is to safeguard classified information that 

may be released or has been released to current, pro-

spective, or former contractors, licensees, or grantees 

of United States agencies. For the purposes of this 

order, the terms ‘‘contractor, licensee, or grantee’’ 

means current, prospective, or former contractors, li-

censees, or grantees of United States agencies. The Na-

tional Industrial Security Program shall be applicable 

to all executive branch departments and agencies. 
(b) The National Industrial Security Program shall 

provide for the protection of information classified pur-

suant to Executive Order 13526 of December 29, 2009 [set 

out below], or any predecessor or successor order, and 

the Atomic Energy Act of 1954, as amended (42 U.S.C. 

2011 et seq.). 
(c) For the purposes of this order, the term ‘‘contrac-

tor’’ does not include individuals engaged under per-

sonal services contracts. 
SEC. 102. Policy Direction. (a) The National Security 

Council shall provide overall policy direction for the 

National Industrial Security Program. 
(b) In consultation with the National Security Advi-

sor, the Director of the Information Security Oversight 

Office, in accordance with Executive Order 13526 of De-

cember 29, 2009, shall be responsible for implementing 

and monitoring the National Industrial Security Pro-

gram and shall: 
(1) develop, in consultation with the agencies, and 

promulgate subject to the approval of the National Se-

curity Council, directives for the implementation of 

this order, which shall be binding on the agencies; 
(2) oversee agency, contractor, licensee, and grantee 

actions to ensure compliance with this order and im-

plementing directives; 
(3) review all agency implementing regulations, in-

ternal rules, or guidelines. The Director shall require 

any regulation, rule, or guideline to be changed if it is 

not consistent with this order or implementing direc-

tives. Any such decision by the Director may be ap-

pealed to the National Security Council. The agency 

regulation, rule, or guideline shall remain in effect 

pending a prompt decision on the appeal; 
(4) have the authority, pursuant to terms of applica-

ble contracts, licenses, grants, or regulations, to con-

duct on-site reviews of the implementation of the Na-

tional Industrial Security Program by each agency, 

contractor, licensee, and grantee that has access to or 

stores classified information and to require of each 

agency, contractor, licensee, and grantee those reports, 

information, and other cooperation that may be nec-

essary to fulfill the Director’s responsibilities. If these 

reports, inspections, or access to specific classified in-

formation, or other forms of cooperation, would pose an 

exceptional national security risk, the affected agency 

head or the senior official designated under section 

203(a) of this order may request the National Security 

Council to deny access to the Director. The Director 

shall not have access pending a prompt decision by the 

National Security Council; 
(5) report any violations of this order or its imple-

menting directives to the head of the agency or to the 

senior official designated under section 203(a) of this 

order so that corrective action, if appropriate, may be 

taken. Any such report pertaining to the implementa-

tion of the National Industrial Security Program by a 

contractor, licensee, or grantee shall be directed to the 

agency that is exercising operational oversight over 

the contractor, licensee, or grantee under section 202 of 

this order; 
(6) consider and take action on complaints and sug-

gestions from persons within or outside the Govern-

ment with respect to the administration of the Na-

tional Industrial Security Program; 
(7) consider, in consultation with the advisory com-

mittee established by this order, affected agencies, con-

tractors, licensees, and grantees, and recommend to the 

President through the National Security Council 

changes to this order; and 
(8) report at least annually to the President through 

the National Security Council on the implementation 

of the National Industrial Security Program. 
(c) Nothing in this order shall be construed to super-

sede the authority of the Secretary of Energy or the 

Nuclear Regulatory Commission under the Atomic En-

ergy Act of 1954, as amended (42 U.S.C. 2011 et seq.), or 

the authority of the Director of National Intelligence 

(or any Intelligence Community element) under the In-

telligence Reform and Terrorism Prevention Act of 2004 

[Pub. L. 108–458, see Tables for classification], the Na-

tional Security Act of 1947, as amended [50 U.S.C. 3001 

et seq.], or Executive Order 12333 of December 8, 1981 [50 
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U.S.C. 3001 note], as amended, or the authority of the 

Secretary of Homeland Security, as the Executive 

Agent for the Classified National Security Information 

Program established under Executive Order 13549 of Au-

gust 18, 2010 (Classified National Security Information 

Program for State, Local, Tribal, and Private Sector 

Entities) [set out below]. 
SEC. 103. National Industrial Security Program Policy 

Advisory Committee. (a) Establishment. There is estab-

lished the National Industrial Security Program Policy 

Advisory Committee (‘‘Committee’’). The Director of 

the Information Security Oversight Office shall serve 

as Chairman of the Committee and appoint the mem-

bers of the Committee. The members of the Committee 

shall be the representatives of those departments and 

agencies most affected by the National Industrial Secu-

rity Program and nongovernment representatives of 

contractors, licensees, or grantees involved with classi-

fied contracts, licenses, or grants, as determined by the 

Chairman. 
(b) Functions. (1) The Committee members shall ad-

vise the Chairman of the Committee on all matters 

concerning the policies of the National Industrial Secu-

rity Program, including recommended changes to those 

policies as reflected in this order, its implementing di-

rectives, or the operating manual established under 

this order, and serve as a forum to discuss policy issues 

in dispute. 
(2) The Committee shall meet at the request of the 

Chairman, but at least twice during the calendar year. 
(c) Administration. (1) Members of the Committee 

shall serve without compensation for their work on the 

Committee. However, nongovernment members may be 

allowed travel expenses, including per diem in lieu of 

subsistence, as authorized by law for persons serving 

intermittently in the Government service (5 U.S.C. 

5701–5707). 
(2) To the extent permitted by law and subject to the 

availability of funds, the National Archives and 

Records Administration shall provide the Committee 

with administrative services, facilities, staff, and other 

support services necessary for the performance of its 

functions. 
(d) General. Notwithstanding any other Executive 

order, the functions of the President under the Federal 

Advisory Committee Act, as amended [5 U.S.C. App.], 

except that of reporting to the Congress, which are ap-

plicable to the Committee, shall be performed by the 

the [sic] Archivist of the United States in accordance 

with the guidelines and procedures established by the 

General Services Administration. 

PART 2. OPERATIONS 

SEC. 201. National Industrial Security Program Operat-

ing Manual. (a) The Secretary of Defense, in consulta-

tion with all affected agencies and with the concur-

rence of the Secretary of Energy, the Nuclear Regu-

latory Commission, the Director of National Intel-

ligence, and the Secretary of Homeland Security, shall 

issue and maintain a National Industrial Security Pro-

gram Operating Manual (Manual). The Secretary of En-

ergy and the Nuclear Regulatory Commission shall pre-

scribe and issue that portion of the Manual that per-

tains to information classified under the Atomic En-

ergy Act of 1954, as amended (42 U.S.C. 2011 et seq.). The 

Director of National Intelligence shall prescribe and 

issue that portion of the Manual that pertains to intel-

ligence sources and methods, including Sensitive Com-

partmented Information. The Secretary of Homeland 

Security shall prescribe and issue that portion of the 

Manual that pertains to classified information shared 

under a designated critical infrastructure protection 

program. 
(b) The Manual shall prescribe specific requirements, 

restrictions, and other safeguards that are necessary to 

preclude unauthorized disclosure and control author-

ized disclosure of classified information to contractors, 

licensees, or grantees. The Manual shall apply to the 

release of classified information during all phases of 

the contracting process including bidding, negotiation, 

award, performance, and termination of contracts, the 

licensing process, or the grant process, with or under 

the control of departments or agencies. 
(c) The Manual shall also prescribe requirements, re-

strictions, and other safeguards that are necessary to 

protect special classes of classified information, includ-

ing Restricted Data, Formerly Restricted Data, intel-

ligence sources and methods information, Sensitive 

Compartmented Information, and Special Access Pro-

gram information. 
(d) The Manual shall also prescribe arrangements 

necessary to permit and enable secure sharing of classi-

fied information under a designated critical infrastruc-

ture protection program to such authorized individuals 

and organizations as determined by the Secretary of 

Homeland Security. 
(e) In establishing particular requirements, restric-

tions, and other safeguards within the Manual, the Sec-

retary of Defense, the Secretary of Energy, the Nuclear 

Regulatory Commission, the Director of National Intel-

ligence, and the Secretary of Homeland Security shall 

take into account these factors: (i) the damage to the 

national security that reasonably could be expected to 

result from an unauthorized disclosure; (ii) the existing 

or anticipated threat to the disclosure of information; 

and (iii) the short- and long-term costs of the require-

ments, restrictions, and other safeguards. 
(f) To the extent that is practicable and reasonable, 

the requirements, restrictions, and safeguards that the 

Manual establishes for the protection of classified in-

formation by contractors, licensees, and grantees shall 

be consistent with the requirements, restrictions, and 

safeguards that directives implementing Executive 

Order 13526 of December 29, 2009 [set out below], or any 

successor order, or the Atomic Energy Act of 1954, as 

amended, establish for the protection of classified in-

formation by agencies. Upon request by the Chairman 

of the Committee, the Secretary of Defense shall pro-

vide an explanation and justification for any require-

ment, restriction, or safeguard that results in a stand-

ard for the protection of classified information by con-

tractors, licensees, and grantees that differs from the 

standard that applies to agencies. 
SEC. 202. Operational Oversight. (a) The Secretary of 

Defense shall serve as Executive Agent for inspecting 

and monitoring the contractors, licensees, and grantees 

who require or will require access to, or who store or 

will store classified information; and for determining 

the eligibility for access to classified information of 

contractors, licensees, and grantees and their respec-

tive employees. The heads of agencies shall enter into 

agreements with the Secretary of Defense that estab-

lish the terms of the Secretary’s responsibilities on be-

half of these agency heads. 
(b) The Director of National Intelligence retains au-

thority over access to intelligence sources and meth-

ods, including Sensitive Compartmented Information. 

The Director of National Intelligence may inspect and 

monitor contractor, licensee, and grantee programs and 

facilities that involve access to such information or 

may enter into written agreements with the Secretary 

of Defense, as Executive Agent, or with the Director of 

the Central Intelligence Agency to inspect and monitor 

these programs or facilities, in whole or in part, on the 

Director’s behalf. 
(c) The Secretary of Energy and the Nuclear Regu-

latory Commission retain authority over access to in-

formation under their respective programs classified 

under the Atomic Energy Act of 1954, as amended [42 

U.S.C. 2011 et seq.]. The Secretary or the Commission 

may inspect and monitor contractor, licensee, and 

grantee programs and facilities that involve access to 

such information or may enter into written agreements 

with the Secretary of Defense, as Executive Agent, to 

inspect and monitor these programs or facilities, in 

whole or in part, on behalf of the Secretary or the Com-

mission, respectively. 
(d) The Secretary of Homeland Security may deter-

mine the eligibility for access to Classified National 

Security Information of contractors, licensees, and 
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grantees and their respective employees under a des-

ignated critical infrastructure protection program, in-

cluding parties to agreements with such program; the 

Secretary of Homeland Security may inspect and mon-

itor contractor, licensee, and grantee programs and fa-

cilities or may enter into written agreements with the 

Secretary of Defense, as Executive Agent, or with the 

Director of the Central Intelligence Agency, to inspect 

and monitor these programs or facilities in whole or in 

part, on behalf of the Secretary of Homeland Security. 
(e) The Executive Agent shall have the authority to 

issue, after consultation with affected agencies, stand-

ard forms or other standardization that will promote 

the implementation of the National Industrial Security 

Program. 
SEC. 203. Implementation. (a) The head of each agency 

that enters into classified contracts, licenses, or grants 

shall designate a senior agency official to direct and 

administer the agency’s implementation and compli-

ance with the National Industrial Security Program. 
(b) Agency implementing regulations, internal rules, 

or guidelines shall be consistent with this order, its im-

plementing directives, and the Manual. Agencies shall 

issue these regulations, rules, or guidelines no later 

than 180 days from the issuance of the Manual. They 

may incorporate all or portions of the Manual by ref-

erence. 
(c) Each agency head or the senior official designated 

under paragraph (a) above shall take appropriate and 

prompt corrective action whenever a violation of this 

order, its implementing directives, or the Manual oc-

curs. 
(d) The senior agency official designated under para-

graph (a) above shall account each year for the costs 

within the agency associated with the implementation 

of the National Industrial Security Program. These 

costs shall be reported to the Director of the Informa-

tion Security Oversight Office, who shall include them 

in the reports to the President prescribed by this order. 
(e) The Secretary of Defense, with the concurrence of 

the Administrator of General Services, the Adminis-

trator of the National Aeronautics and Space Adminis-

tration, and such other agency heads or officials who 

may be responsible, shall amend the Federal Acquisi-

tion Regulation to be consistent with the implementa-

tion of the National Industrial Security Program. 
(f) All contracts, licenses, or grants that involve ac-

cess to classified information and that are advertised 

or proposed following the issuance of agency regula-

tions, rules, or guidelines described in paragraph (b) 

above shall comply with the National Industrial Secu-

rity Program. To the extent that is feasible, economi-

cal, and permitted by law, agencies shall amend, mod-

ify, or convert preexisting contracts, licenses, or 

grants, or previously advertised or proposed contracts, 

licenses, or grants, that involve access to classified in-

formation for operation under the National Industrial 

Security Program. Any direct inspection or monitoring 

of contractors, licensees, or grantees specified by this 

order shall be carried out pursuant to the terms of a 

contract, license, grant, or regulation. 
(g) [Amended Ex. Ord. No. 10865, set out above.] 
(h) All delegations, rules, regulations, orders, direc-

tives, agreements, contracts, licenses, and grants is-

sued under preexisting authorities, including section 

1(a) and (b) of Executive Order No. 10865 of February 20, 

1960, as amended, by Executive Order No. 10909 of Janu-

ary 17, 1961, and Executive Order No. 11382 of November 

27, 1967, shall remain in full force and effect until 

amended, modified, or terminated pursuant to author-

ity of this order. 
(i) This order shall be effective immediately. 

EXTENSION OF TERM OF NATIONAL INDUSTRIAL SECURITY 

PROGRAM POLICY ADVISORY COMMITTEE 

Term of National Industrial Security Program Policy 

Advisory Committee extended until Sept. 30, 2019, by 

Ex. Ord. No. 13811, Sept. 29, 2017, 82 F.R. 46363, set out 

as a note under section 14 of the Federal Advisory Com-

mittee Act in the Appendix to Title 5, Government Or-

ganization and Employees. 

Previous extensions of term of National Industrial 

Security Program Policy Advisory Committee were 

contained in the following prior Executive Orders: 

Ex. Ord. No. 13708, Sept. 30, 2015, 80 F.R. 60271, ex-

tended term until Sept. 30, 2017. 

Ex. Ord. No. 13652, Sept. 30, 2013, 78 F.R. 61817, ex-

tended term until Sept. 30, 2015. 

Ex. Ord. No. 13585, Sept. 30, 2011, 76 F.R. 62281, ex-

tended term until Sept. 30, 2013. 

EX. ORD. NO. 12937. DECLASSIFICATION OF SELECTED 

RECORDS WITHIN NATIONAL ARCHIVES OF UNITED STATES 

Ex. Ord. No. 12937, Nov. 10, 1994, 59 F.R. 59097, pro-

vided: 

By the authority vested in me as President by the 

Constitution and the laws of the United States of 

America, it is hereby ordered: 

SECTION 1. The records in the National Archives of 

the United States referenced in the list accompanying 

this order are hereby declassified. 

SEC. 2. The Archivist of the United States shall take 

such actions as are necessary to make such records 

available for public research no later than 30 days from 

the date of this Order, except to the extent that the 

head of an affected agency and the Archivist have de-

termined that specific information within such records 

must be protected from disclosure pursuant to an au-

thorized exemption to the Freedom of Information Act, 

5 U.S.C. 552, other than the exemption that pertains to 

national security information. 

SEC. 3. Nothing contained in this order shall create 

any right or benefit, substantive or procedural, enforce-

able by any party against the United States, its agen-

cies or instrumentalities, its officers or employees, or 

any other person. 

WILLIAM J. CLINTON. 

Records in the following record groups (‘‘RG’’) in the 

National Archives of the United States shall be declas-

sified. Page numbers are approximate. A complete list 

of the selected records is available from the Archivist 

of the United States. 

I. All unreviewed World War II and earlier records, in-

cluding: 

A. RG 18, Army Air Forces 1,722,400 pp. 

B. RG 65, Federal Bureau of Inves-

tigation 

362,500 pp. 

C. RG 127, United States Marine 

Corps 

195,000 pp. 

D. RG 216, Office of Censorship 112,500 pp. 

E. RG 226, Office of Strategic 

Services 

415,000 pp. 

F. RG 60, United States Occupa-

tion Headquarters 

4,422,500 pp. 

G. RG 331, Allied Operational and 

Occupation Headquarters, 

World War II (including 350 

reels of Allied Force Head-

quarters) 

3,097,500 pp. 

H. RG 332, United States Theaters 

of War, World War II 

1,182,500 pp. 

I. RG 338, Mediterranean Theater 

of Operations and European 

Command 

9,500,000 pp. 

Subtotal for World War II and 

earlier 

21.0 million pp. 

II. Post-1945 Collections (Military and Civil) 

A. RG 19, Bureau of Ships, Pre- 

1950 General Correspondence 

(selected records) 

1,732,500 pp. 

B. RG 51, Bureau of the Budget, 

52.12 Budget Preparation 

Branch, 1952–69 

142,500 pp. 

C. RG 72, Bureau of Aeronautics 

(Navy) (selected records) 

5,655,000 pp. 

D. RG 166, Foreign Agricultural 

Service, Narrative Reports, 

1955–61 

1,272,500 pp. 
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E. RG 313, Naval Operating Forces 

(selected records) 

407,500 pp. 

F. RG 319, Office of the Chief of 

Military History 

Manuscripts and Background 

Papers (selected records) 

933,000 pp. 

G. RG 337, Headquarters, Army 

Ground Forces (selected 

records) 

1,269,700 pp. 

H. RG 341, Headquarters, United 

States Air Force (selected 

records) 

4,870,000 pp. 

I. RG 389, Office of the Provost 

Marshal General (selected 

records) 

448,000 pp. 

J. RG 391, United States Army 

Regular Army Mobil Units 

240,000 pp. 

K. RG 428, General Records of the 

Department of the Navy (se-

lected records) 

31,250 pp. 

L. RG 472, Army Vietnam Collec-

tion (selected records) 

5,864,000 pp. 

Subtotal for Other 22.9 million pp. 

TOTAL 43.9 million pp. 

EX. ORD. NO. 12951. RELEASE OF IMAGERY ACQUIRED BY 

SPACE-BASED NATIONAL INTELLIGENCE RECONNAIS-

SANCE SYSTEMS 

Ex. Ord. No. 12951, Feb. 22, 1995, 60 F.R. 10789, pro-

vided: 
By the authority vested in me as President by the 

Constitution and the laws of the United States of 

America and in order to release certain scientifically 

or environmentally useful imagery acquired by space- 

based national intelligence reconnaissance systems, 

consistent with the national security, it is hereby or-

dered as follows: 
SECTION 1. Public Release of Historical Intelligence Im-

agery. Imagery acquired by the space-based national in-

telligence reconnaissance systems known as the Co-

rona, Argon, and Lanyard missions shall, within 18 

months of the date of this order, be declassified and 

transferred to the National Archives and Records Ad-

ministration with a copy sent to the United States Ge-

ological Survey of the Department of the Interior con-

sistent with procedures approved by the Director of 

Central Intelligence and the Archivist of the United 

States. Upon transfer, such imagery shall be deemed 

declassified and shall be made available to the public. 
SEC. 2. Review for Future Public Release of Intelligence 

Imagery. (a) All information that meets the criteria in 

section 2(b) of this order shall be kept secret in the in-

terests of national defense and foreign policy until 

deemed otherwise by the Director of Central Intel-

ligence. In consultation with the Secretaries of State 

and Defense, the Director of Central Intelligence shall 

establish a comprehensive program for the periodic re-

view of imagery from systems other than the Corona, 

Argon, and Lanyard missions, with the objective of 

making available to the public as much imagery as pos-

sible consistent with the interests of national defense 

and foreign policy. For imagery from obsolete broad- 

area film-return systems other than Corona, Argon, 

and Lanyard missions, this review shall be completed 

within 5 years of the date of this order. Review of im-

agery from any other system that the Director of Cen-

tral Intelligence deems to be obsolete shall be accom-

plished according to a timetable established by the Di-

rector of Central Intelligence. The Director of Central 

Intelligence shall report annually to the President on 

the implementation of this order. 
(b) The criteria referred to in section 2(a) of this 

order consist of the following: imagery acquired by a 

space-based national intelligence reconnaissance sys-

tem other than the Corona, Argon, and Lanyard mis-

sions. 
SEC. 3. General Provisions. (a) This order prescribes a 

comprehensive and exclusive system for the public re-

lease of imagery acquired by space-based national in-

telligence reconnaissance systems. This order is the ex-

clusive Executive order governing the public release of 

imagery for purposes of section 552(b)(1) of the Freedom 

of Information Act [5 U.S.C. 552(b)(1)]. 

(b) Nothing contained in this order shall create any 

right or benefit, substantive or procedural, enforceable 

by any party against the United States, its agencies or 

instrumentalities, its officers or employees, or any 

other person. 

SEC. 4. Definition. As used herein, ‘‘imagery’’ means 

the product acquired by space-based national intel-

ligence reconnaissance systems that provides a like-

ness or representation of any natural or man-made fea-

ture or related objective or activities and satellite posi-

tional data acquired at the same time the likeness or 

representation was acquired. 

WILLIAM J. CLINTON. 

EXECUTIVE ORDER NO. 12958 

Ex. Ord. No. 12958, Apr. 17, 1995, 60 F.R. 19825, as 

amended by Ex. Ord. No. 12972, Sept. 18, 1995, 60 F.R. 

48863; Ex. Ord. No. 13142, Nov. 19, 1999, 64 F.R. 66089; Ex. 

Ord. No. 13292, Mar. 25, 2003, 68 F.R. 15315, which related 

to classified national security information, was re-

voked by Ex. Ord. No. 13526, § 6.2(g), Dec. 29, 2009, 75 F.R. 

731, set out below. 

EX. ORD. NO. 12968. ACCESS TO CLASSIFIED INFORMATION 

Ex. Ord. No. 12968, Aug. 2, 1995, 60 F.R. 40245, as 

amended by Ex. Ord. No. 13467, § 3(b), June 30, 2008, 73 

F.R. 38107; Ex. Ord. No. 13764, § 3(v), Jan. 17, 2017, 82 F.R. 

8128, provided: 

The national interest requires that certain informa-

tion be maintained in confidence through a system of 

classification in order to protect our citizens, our 

democratic institutions, and our participation within 

the community of nations. The unauthorized disclosure 

of information classified in the national interest can 

cause irreparable damage to the national security and 

loss of human life. 

Security policies designed to protect classified infor-

mation must ensure consistent, cost effective, and effi-

cient protection of our Nation’s classified information, 

while providing fair and equitable treatment to those 

Americans upon whom we rely to guard our national 

security. 

This order establishes a uniform Federal personnel 

security program for employees who will be considered 

for initial or continued access to classified informa-

tion. 

NOW, THEREFORE, by the authority vested in me as 

President by the Constitution and the laws of the 

United States of America, it is hereby ordered as fol-

lows: 

PART 1—DEFINITIONS, ACCESS TO CLASSIFIED 

INFORMATION, FINANCIAL DISCLOSURE, AND 

OTHER ITEMS 

SECTION 1.1. Definitions. For the purposes of this 

order: (a) ‘‘Agency’’ means any ‘‘Executive agency,’’ as 

defined in 5 U.S.C. 105, the ‘‘military departments,’’ as 

defined in 5 U.S.C. 102, and any other entity within the 

executive branch that comes into the possession of 

classified information, including the Defense Intel-

ligence Agency, National Security Agency, and the Na-

tional Reconnaissance Office. 

(b) ‘‘Applicant’’ means a person other than an em-

ployee who has received an authorized conditional offer 

of employment for a position that requires access to 

classified information. 

(c) ‘‘Authorized investigative agency’’ means an 

agency authorized by law or regulation to conduct a 

counterintelligence investigation or investigation of 

persons who are proposed for access to classified infor-

mation to ascertain whether such persons satisfy the 

criteria for obtaining and retaining access to such in-

formation. 

(d) ‘‘Classified information’’ means information that 

has been determined pursuant to Executive Order No. 

12958 [formerly set out above], or any successor order, 
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Executive Order No. 12951 [set out above], or any suc-

cessor order, or the Atomic Energy Act of 1954 (42 

U.S.C. 2011 [et seq.]), to require protection against un-

authorized disclosure. 
(e) ‘‘Employee’’ means a person, other than the Presi-

dent and Vice President, employed by, detailed or as-

signed to, an agency, including members of the Armed 

Forces; an expert or consultant to an agency; an indus-

trial or commercial contractor, licensee, certificate 

holder, or grantee of an agency, including all sub-

contractors; a personal services contractor; or any 

other category of person who acts for or on behalf of an 

agency as determined by the appropriate agency head. 
(f) ‘‘Foreign power’’ and ‘‘agent of a foreign power’’ 

have the meaning provided in 50 U.S.C. 1801. 
(g) ‘‘Need for access’’ means a determination that an 

employee requires access to a particular level of classi-

fied information in order to perform or assist in a law-

ful and authorized governmental function. 
(h) ‘‘Need-to-know’’ means a determination made by 

an authorized holder of classified information that a 

prospective recipient requires access to specific classi-

fied information in order to perform or assist in a law-

ful and authorized governmental function. 
(i) ‘‘Overseas Security Executive Agent’’ means the 

Board established by the President to consider, de-

velop, coordinate and promote policies, standards and 

agreements on overseas security operations, programs 

and projects that affect all United States Government 

agencies under the authority of a Chief of Mission. 
(j) ‘‘Security Executive Agent’’ means the Security 

Executive Agent established by the President to con-

sider, coordinate, and recommend policy directives for 

U.S. security policies, procedures, and practices. 
(k) ‘‘Special access program’’ has the meaning pro-

vided in section 4.1 of Executive Order No. 12958 [for-

merly set out above], or any successor order. 
SEC. 1.2. Access to Classified Information. (a) No em-

ployee shall be granted access to classified information 

unless that employee has been determined to be eligi-

ble in accordance with this order and to possess a need- 

to-know. 
(b) Agency heads shall be responsible for establishing 

and maintaining an effective program to ensure that 

access to classified information by each employee is 

clearly consistent with the interests of the national se-

curity. 
(c) Employees shall not be granted access to classi-

fied information unless they: 
(1) have been determined to be eligible for access 

under section 3.1 of this order by agency heads or des-

ignated officials based upon a favorable adjudication of 

an appropriate investigation of the employee’s back-

ground; 
(2) have a demonstrated need-to-know; and 
(3) have signed an approved nondisclosure agreement. 
(d) All employees shall be subject to investigation by 

an appropriate government authority prior to being 

granted access to classified information and at any 

time during the period of access to ascertain whether 

they continue to meet the requirements for access. 
(e)(1) All employees granted access to classified infor-

mation shall be required as a condition of such access 

to provide to the employing agency written consent 

permitting access by an authorized investigative agen-

cy, for such time as access to classified information is 

maintained and for a period of 3 years thereafter, to: 
(A) relevant financial records that are maintained by 

a financial institution as defined in 31 U.S.C. 5312(a) or 

by a holding company as defined in section 1101(6) of 

the Right to Financial Privacy Act of 1978 (12 U.S.C. 

3401[(6)]); 
(B) consumer reports pertaining to the employee 

under the Fair Credit Reporting Act (15 U.S.C. 1681a 

[1681 et seq.]); and 
(C) records maintained by commercial entities within 

the United States pertaining to any travel by the em-

ployee outside the United States. 
(2) Information may be requested pursuant to em-

ployee consent under this section where: 

(A) there are reasonable grounds to believe, based on 

credible information, that the employee or former em-

ployee is, or may be, disclosing classified information 

in an unauthorized manner to a foreign power or agent 

of a foreign power; 
(B) information the employing agency deems credible 

indicates the employee or former employee has in-

curred excessive indebtedness or has acquired a level of 

affluence that cannot be explained by other informa-

tion; or 
(C) circumstances indicate the employee or former 

employee had the capability and opportunity to dis-

close classified information that is known to have been 

lost or compromised to a foreign power or an agent of 

a foreign power. 
(3) Nothing in this section shall be construed to affect 

the authority of an investigating agency to obtain in-

formation pursuant to the Right to Financial Privacy 

Act [of 1978, 12 U.S.C. 3401 et seq.], the Fair Credit Re-

porting Act [15 U.S.C. 1681 et seq.] or any other applica-

ble law. 
SEC. 1.3. Financial Disclosure. (a) Not later than 180 

days after the effective date of this order, the head of 

each agency that originates, handles, transmits, or pos-

sesses classified information shall designate each em-

ployee, by position or category where possible, who has 

a regular need for access to classified information that, 

in the discretion of the agency head, would reveal: 
(1) the identity of covert agents as defined in the In-

telligence Identities Protection Act of 1982 (50 U.S.C. 

421 [sic] [et seq.]) [now 50 U.S.C. 3121 et seq.]; 
(2) technical or specialized national intelligence col-

lection and processing systems that, if disclosed in an 

unauthorized manner, would substantially negate or 

impair the effectiveness of the system; 
(3) the details of: 
(A) the nature, contents, algorithm, preparation, or 

use of any code, cipher, or cryptographic system or; 
(B) the design, construction, functioning, mainte-

nance, or repair of any cryptographic equipment; but 

not including information concerning the use of cryp-

tographic equipment and services; 
(4) particularly sensitive special access programs, the 

disclosure of which would substantially negate or im-

pair the effectiveness of the information or activity in-

volved; or 
(5) especially sensitive nuclear weapons design infor-

mation (but only for those positions that have been 

certified as being of a high degree of importance or sen-

sitivity, as described in section 145(f) of the Atomic En-

ergy Act of 1954, as amended [42 U.S.C. 2165(f)]). 
(b) An employee may not be granted access, or hold 

a position designated as requiring access, to informa-

tion described in subsection (a) unless, as a condition of 

access to such information, the employee: 
(1) files with the head of the agency a financial dis-

closure report, including information with respect to 

the spouse and dependent children of the employee, as 

part of all background investigations or reinvestiga-

tions; 
(2) is subject to annual financial disclosure require-

ments, if selected by the agency head; and 
(3) files relevant information concerning foreign trav-

el, as determined by the Security Executive Agent. 
(c) Not later than 180 days after the effective date of 

this order, the Security Executive Agent shall develop 

procedures for the implementation of this section, in-

cluding a standard financial disclosure form for use by 

employees under subsection (b) of this section, and 

agency heads shall identify certain employees, by posi-

tion or category, who are subject to annual financial 

disclosure. 
SEC. 1.4. Use of Automated Financial Record Data Bases. 

As part of all investigations and reinvestigations de-

scribed in section 1.2(d) of this order, agencies may re-

quest the Department of the Treasury, under terms and 

conditions prescribed by the Secretary of the Treasury, 

to search automated data bases consisting of reports of 

currency transactions by financial institutions, inter-

national transportation of currency or monetary in-
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struments, foreign bank and financial accounts, trans-

actions under $10,000 that are reported as possible 

money laundering violations, and records of foreign 

travel. 
SEC. 1.5. Employee Education and Assistance. The head 

of each agency that grants access to classified informa-

tion shall establish a program for employees with ac-

cess to classified information to: (a) educate employees 

about individual responsibilities under this order; and 
(b) inform employees about guidance and assistance 

available concerning issues that may affect their eligi-

bility for access to classified information, including 

sources of assistance for employees who have questions 

or concerns about financial matters, mental health, or 

substance abuse. 

PART 2—ACCESS ELIGIBILITY POLICY AND 

PROCEDURE 

SEC. 2.1. Eligibility Determinations. (a) Determinations 

of eligibility for access to classified information shall 

be based on criteria established under this order. Such 

determinations are separate from suitability deter-

minations with respect to the hiring or retention of 

persons for employment by the government or any 

other personnel actions. 
(b) The number of employees that each agency deter-

mines are eligible for access to classified information 

shall be kept to the minimum required for the conduct 

of agency functions. 
(1) Eligibility for access to classified information 

shall not be requested or granted solely to permit entry 

to, or ease of movement within, controlled areas when 

the employee has no need for access and access to clas-

sified information may reasonably be prevented. Where 

circumstances indicate employees may be inadvert-

ently exposed to classified information in the course of 

their duties, agencies are authorized to grant or deny, 

in their discretion, facility access approvals to such 

employees based on an appropriate level of investiga-

tion as determined by each agency. 
(2) Except in agencies where eligibility for access is 

a mandatory condition of employment, eligibility for 

access to classified information shall only be requested 

or granted based on a demonstrated, foreseeable need 

for access. Requesting or approving eligibility in excess 

of actual requirements is prohibited. 
(3) Eligibility for access to classified information 

may be granted where there is a temporary need for ac-

cess, such as one-time participation in a classified 

project, provided the investigative standards estab-

lished under this order have been satisfied. In such 

cases, a fixed date or event for expiration shall be iden-

tified and access to classified information shall be lim-

ited to information related to the particular project or 

assignment. 
(4) Access to classified information shall be termi-

nated when an employee no longer has a need for ac-

cess. 
SEC. 2.2. Level of Access Approval. (a) The level at 

which an access approval is granted for an employee 

shall be limited, and relate directly, to the level of 

classified information for which there is a need for ac-

cess. Eligibility for access to a higher level of classified 

information includes eligibility for access to informa-

tion classified at a lower level. 
(b) Access to classified information relating to a spe-

cial access program shall be granted in accordance with 

procedures established by the head of the agency that 

created the program or, for programs pertaining to in-

telligence activities (including special activities but 

not including military operational, strategic, and tac-

tical programs) or intelligence sources and methods, by 

the Director of Central Intelligence. To the extent pos-

sible and consistent with the national security inter-

ests of the United States, such procedures shall be con-

sistent with the standards and procedures established 

by and under this order. 
SEC. 2.3. Temporary Access to Higher Levels. (a) An em-

ployee who has been determined to be eligible for ac-

cess to classified information based on favorable adju-

dication of a completed investigation may be granted 

temporary access to a higher level where security per-

sonnel authorized by the agency head to make access 

eligibility determinations find that such access: 
(1) is necessary to meet operational or contractual 

exigencies not expected to be of a recurring nature; 
(2) will not exceed 180 days; and 
(3) is limited to specific, identifiable information that 

is made the subject of a written access record. 
(b) Where the access granted under subsection (a) of 

this section involves another agency’s classified infor-

mation, that agency must concur before access to its 

information is granted. 
SEC. 2.4. Reciprocal Acceptance of Access Eligibility De-

terminations. (a) Except when an agency has substantial 

information indicating that an employee may not sat-

isfy the standards in section 3.1 of this order, back-

ground investigations and eligibility determinations 

conducted under this order shall be mutually and recip-

rocally accepted by all agencies. 
(b) Except where there is substantial information in-

dicating that the employee may not satisfy the stand-

ards in section 3.1 of this order, an employee with exist-

ing access to a special access program shall not be de-

nied eligibility for access to another special access pro-

gram at the same sensitivity level as determined per-

sonally by the agency head or deputy agency head, or 

have an existing access eligibility readjudicated, so 

long as the employee has a need for access to the infor-

mation involved. 
(c) This section shall not preclude agency heads from 

establishing additional, but not duplicative, investiga-

tive or adjudicative procedures for a special access pro-

gram or for candidates for detail or assignment to their 

agencies, where such procedures are required in excep-

tional circumstances to protect the national security. 
(d) Where temporary eligibility for access is granted 

under sections 2.3 or 3.3 of this order or where the de-

termination of eligibility for access is conditional, the 

fact of such temporary or conditional access shall be 

conveyed to any other agency that considers affording 

the employee access to its information. 
SEC. 2.5. Specific Access Requirement. (a) Employees 

who have been determined to be eligible for access to 

classified information shall be given access to classi-

fied information only where there is a need-to-know 

that information. 
(b) It is the responsibility of employees who are au-

thorized holders of classified information to verify that 

a prospective recipient’s eligibility for access has been 

granted by an authorized agency official and to ensure 

that a need-to-know exists prior to allowing such ac-

cess, and to challenge requests for access that do not 

appear well-founded. 
SEC. 2.6. Access by Non-United States Citizens. (a) 

Where there are compelling reasons in furtherance of 

an agency mission, immigrant alien and foreign na-

tional employees who possess a special expertise may, 

in the discretion of the agency, be granted limited ac-

cess to classified information only for specific pro-

grams, projects, contracts, licenses, certificates, or 

grants for which there is a need for access. Such indi-

viduals shall not be eligible for access to any greater 

level of classified information than the United States 

Government has determined may be releasable to the 

country of which the subject is currently a citizen, and 

such limited access may be approved only if the prior 

10 years of the subject’s life can be appropriately inves-

tigated. If there are any doubts concerning granting ac-

cess, additional lawful investigative procedures shall be 

fully pursued. 
(b) Exceptions to these requirements may be per-

mitted only by the agency head or the senior agency of-

ficial designated under section 6.1 of this order to fur-

ther substantial national security interests. 

PART 3—ACCESS ELIGIBILITY STANDARDS 

SEC. 3.1. Standards. (a) No employee shall be deemed 

to be eligible for access to classified information mere-

ly by reason of Federal service or contracting, licensee, 
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certificate holder, or grantee status, or as a matter of 

right or privilege, or as a result of any particular title, 

rank, position, or affiliation. 
(b) Except as provided in sections 2.6 and 3.3 of this 

order, eligibility for access to classified information 

shall be granted only to employees who are United 

States citizens for whom an appropriate investigation 

has been completed and whose personal and profes-

sional history affirmatively indicates loyalty to the 

United States, strength of character, trustworthiness, 

honesty, reliability, discretion, and sound judgment, as 

well as freedom from conflicting allegiances and poten-

tial for coercion, and willingness and ability to abide 

by regulations governing the use, handling, and protec-

tion of classified information. A determination of eligi-

bility for access to such information is a discretionary 

security decision based on judgments by appropriately 

trained adjudicative personnel or appropriate auto-

mated procedures. Eligibility shall be granted only 

where facts and circumstances indicate access to clas-

sified information is clearly consistent with the na-

tional security interests of the United States, and any 

doubt shall be resolved in favor of the national secu-

rity. 
(c) The United States Government does not discrimi-

nate on the basis of race, color, religion, sex, national 

origin, disability, or sexual orientation in granting ac-

cess to classified information. 
(d) In determining eligibility for access under this 

order, agencies may investigate and consider any mat-

ter that relates to the determination of whether access 

is clearly consistent with the interests of national se-

curity. No inference concerning the standards in this 

section may be raised solely on the basis of the sexual 

orientation of the employee. 
(e) No negative inference concerning the standards in 

this section may be raised solely on the basis of mental 

health counseling. Such counseling can be a positive 

factor in eligibility determinations. However, mental 

health counseling, where relevant to the adjudication 

of access to classified information, may justify further 

inquiry to determine whether the standards of sub-

section (b) of this section are satisfied, and mental 

health may be considered where it directly relates to 

those standards. 
(f) Not later than 180 days after the effective date of 

this order, the Security Executive Agent shall develop 

a common set of adjudicative guidelines for determin-

ing eligibility for access to classified information, in-

cluding access to special access programs. 
SEC. 3.2. Basis for Eligibility Approval. (a) Eligibility 

determinations for access to classified information 

shall be based on information concerning the applicant 

or employee that is acquired through the investigation 

conducted pursuant to this order or otherwise available 

to security officials and shall be made part of the appli-

cant’s or employee’s security record. Applicants or em-

ployees shall be required to provide relevant informa-

tion pertaining to their background and character for 

use in investigating and adjudicating their eligibility 

for access. 
(b) Not later than 180 days after the effective date of 

this order, the Security Executive Agent shall develop 

a common set of investigative standards for back-

ground investigations for access to classified informa-

tion. These standards may vary for the various levels of 

access. 
(c) Nothing in this order shall prohibit an agency 

from utilizing any lawful investigative procedure in ad-

dition to the investigative requirements set forth in 

this order and its implementing regulations to resolve 

issues that may arise during the course of a back-

ground investigation or reinvestigation. 
SEC. 3.3. Special Circumstances. (a) In exceptional cir-

cumstances where official functions must be performed 

prior to the completion of the investigative and adju-

dication process, temporary eligibility for access to 

classified information may be granted to an employee 

while the initial investigation is underway. When such 

eligibility is granted, the initial investigation shall be 

expedited. 

(1) Temporary eligibility for access under this section 

shall include a justification, and the employee must be 

notified in writing that further access is expressly con-

ditioned on the favorable completion of the investiga-

tion and issuance of an access eligibility approval. Ac-

cess will be immediately terminated, along with any 

assignment requiring an access eligibility approval, if 

such approval is not granted. 
(2) Temporary eligibility for access may be granted 

only by security personnel authorized by the agency 

head to make access eligibility determinations and 

shall be based on minimum investigative standards de-

veloped by the Security Executive Agent not later than 

180 days after the effective date of this order. 
(3) Temporary eligibility for access may be granted 

only to particular, identified categories of classified in-

formation necessary to perform the lawful and author-

ized functions that are the basis for the granting of 

temporary access. 
(b) Nothing in subsection (a) shall be construed as al-

tering the authority of an agency head to waive re-

quirements for granting access to classified informa-

tion pursuant to statutory authority. 
(c) Where access has been terminated under section 

2.1(b)(4) of this order and a new need for access arises, 

access eligibility up to the same level shall be re-

approved without further investigation as to employees 

who were determined to be eligible based on a favorable 

adjudication of an investigation completed within the 

prior 5 years, provided they have remained employed by 

the same employer during the period in question, the 

employee certifies in writing that there has been no 

change in the relevant information provided by the em-

ployee for the last background investigation, and there 

is no information that would tend to indicate the em-

ployee may no longer satisfy the standards established 

by this order for access to classified information. 
(d) Access eligibility shall be reapproved for individ-

uals who were determined to be eligible based on a fa-

vorable adjudication of an investigation completed 

within the prior 5 years and who have been retired or 

otherwise separated from United States Government 

employment for not more than 2 years; provided there 

is no indication the individual may no longer satisfy 

the standards of this order, the individual certifies in 

writing that there has been no change in the relevant 

information provided by the individual for the last 

background investigation, and an appropriate record 

check reveals no unfavorable information. 
SEC. 3.4. Reinvestigation Requirements. (a) Because cir-

cumstances and characteristics may change dramati-

cally over time and thereby alter the eligibility of em-

ployees for continued access to classified information, 

reinvestigations shall be conducted with the same pri-

ority and care as initial investigations. 
(b) Employees who are eligible for access to classified 

information shall be the subject of periodic reinvestiga-

tions and may also be reinvestigated if, at any time, 

there is reason to believe that they may no longer meet 

the standards for access established in this order. 
(c) Not later than 180 days after the effective date of 

this order, the Security Executive Agent shall develop 

a common set of reinvestigative standards, including 

the frequency of reinvestigations. 
SEC. 3.5. Continuous Evaluation. An individual who has 

been determined to be eligible for or who currently has 

access to classified information shall be subject to con-

tinuous evaluation as further defined by and under 

standards (including, but not limited to, the frequency 

of such evaluation) as determined by the Director of 

National Intelligence. 

PART 4—INVESTIGATIONS FOR FOREIGN 

GOVERNMENTS 

SEC. 4. Authority. Agencies that conduct background 

investigations, including the Federal Bureau of Inves-

tigation and the Department of State, are authorized 

to conduct personnel security investigations in the 

United States when requested by a foreign government 

as part of its own personnel security program and with 

the consent of the individual. 
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PART 5—REVIEW OF ACCESS DETERMINATIONS 

SEC. 5.1. Determinations of Need for Access. A deter-

mination under section 2.1(b)(4) of this order that an 

employee does not have, or no longer has, a need for ac-

cess is a discretionary determination and shall be con-

clusive. 

SEC. 5.2. Review Proceedings for Denials or Revocations 

of Eligibility for Access. (a) Applicants and employees 

who are determined to not meet the standards for ac-

cess to classified information established in section 3.1 

of this order shall be: 

(1) provided as comprehensive and detailed a written 

explanation of the basis for that conclusion as the na-

tional security interests of the United States and other 

applicable law permit; 

(2) provided within 30 days, upon request and to the 

extent the documents would be provided if requested 

under the Freedom of Information Act (5 U.S.C. 552) or 

the Privacy Act (5 U.S.C. 552a), as applicable, any docu-

ments, records, and reports upon which a denial or rev-

ocation is based; 

(3) informed of their right to be represented by coun-

sel or other representative at their own expense; to re-

quest any documents, records, and reports as described 

in section 5.2(a)(2) upon which a denial or revocation is 

based; and to request the entire investigative file, as 

permitted by the national security and other applicable 

law, which, if requested, shall be promptly provided 

prior to the time set for a written reply; 

(4) provided a reasonable opportunity to reply in 

writing to, and to request a review of, the determina-

tion; 

(5) provided written notice of and reasons for the re-

sults of the review, the identity of the deciding author-

ity, and written notice of the right to appeal; 

(6) provided an opportunity to appeal in writing to a 

high level panel, appointed by the agency head, which 

shall be comprised of at least three members, two of 

whom shall be selected from outside the security field. 

Decisions of the panel shall be in writing, and final ex-

cept as provided in subsection (b) of this section; and 

(7) provided an opportunity to appear personally and 

to present relevant documents, materials, and informa-

tion at some point in the process before an adjudicative 

or other authority, other than the investigating entity, 

as determined by the agency head. A written summary 

or recording of such appearance shall be made part of 

the applicant’s or employee’s security record, unless 

such appearance occurs in the presence of the appeals 

panel described in subsection (a)(6) of this section. 

(b) Nothing in this section shall prohibit an agency 

head from personally exercising the appeal authority in 

subsection (a)(6) of this section based upon recom-

mendations from an appeals panel. In such case, the de-

cision of the agency head shall be final. 

(c) Agency heads shall promulgate regulations to im-

plement this section and, at their sole discretion and as 

resources and national security considerations permit, 

may provide additional review proceedings beyond 

those required by subsection (a) of this section. This 

section does not require additional proceedings, how-

ever, and creates no procedural or substantive rights. 

(d) When the head of an agency or principal deputy 

personally certifies that a procedure set forth in this 

section cannot be made available in a particular case 

without damaging the national security interests of 

the United States by revealing classified information, 

the particular procedure shall not be made available. 

This certification shall be conclusive. 

(e) This section shall not be deemed to limit or affect 

the responsibility and power of an agency head pursu-

ant to any law or other Executive order to deny or ter-

minate access to classified information in the interests 

of national security. The power and responsibility to 

deny or terminate access to classified information pur-

suant to any law or other Executive order may be exer-

cised only where the agency head determines that the 

procedures prescribed in subsection (a) of this section 

cannot be invoked in a manner that is consistent with 

national security. This determination shall be conclu-
sive. 

(f)(1) This section shall not be deemed to limit or af-
fect the responsibility and power of an agency head to 
make determinations of suitability for employment. 

(2) Nothing in this section shall require that an agen-
cy provide the procedures prescribed in subsection (a) 
of this section to an applicant where a conditional offer 
of employment is withdrawn for reasons of suitability 
or any other reason other than denial of eligibility for 
access to classified information. 

(3) A suitability determination shall not be used for 
the purpose of denying an applicant or employee the re-
view proceedings of this section where there has been a 
denial or revocation of eligibility for access to classi-
fied information. 

PART 6—IMPLEMENTATION 

SEC. 6.1. Agency Implementing Responsibilities. Heads of 
agencies that grant employees access to classified in-
formation shall: (a) designate a senior agency official 
to direct and administer the agency’s personnel secu-
rity program established by this order. All such pro-
grams shall include active oversight and continuing se-
curity education and awareness programs to ensure ef-
fective implementation of this order; 

(b) cooperate, under the guidance of the Security Ex-
ecutive Agent, with other agencies to achieve prac-
tical, consistent, and effective adjudicative training 
and guidelines; and 

(c) conduct periodic evaluations of the agency’s im-

plementation and administration of this order, includ-

ing the implementation of section 1.3(a) of this order. 

Copies of each report shall be provided to the Security 

Executive Agent. 
SEC. 6.2. Employee Responsibilities. (a) Employees who 

are granted eligibility for access to classified informa-

tion shall: 
(1) protect classified information in their custody 

from unauthorized disclosure; 
(2) report all contacts with persons, including foreign 

nationals, who seek in any way to obtain unauthorized 

access to classified information; 
(3) report all violations of security regulations to the 

appropriate security officials; and 
(4) comply with all other security requirements set 

forth in this order and its implementing regulations. 
(b) Employees are encouraged and expected to report 

any information that raises doubts as to whether an-

other employee’s continued eligibility for access to 

classified information is clearly consistent with the na-

tional security. 
SEC. 6.3. Security Executive Agent Responsibilities and 

Implementation. (a) With respect to actions taken by the 

Security Executive Agent pursuant to sections 1.3(c), 

3.1(f), 3.2(b), 3.3(a)(2), and 3.4(c) of this order, the Direc-

tor of National Intelligence shall serve as the final au-

thority for implementation. 
(b) Any guidelines, standards, or procedures devel-

oped by the Security Executive Agent pursuant to this 

order shall be consistent with those guidelines issued 

by the Federal Bureau of Investigation in March 1994 

on Background Investigations Policy/Guidelines Re-

garding Sexual Orientation. 
(c) In carrying out its responsibilities under this 

order, the Security Executive Agent shall consult 

where appropriate with the Overseas Security Execu-

tive Agent. In carrying out its responsibilities under 

section 1.3(c) of this order, the Security Executive 

Agent shall obtain the concurrence of the Director of 

the Office of Management and Budget. 
SEC. 6.4. Sanctions. Employees shall be subject to ap-

propriate sanctions if they knowingly and willfully 

grant eligibility for, or allow access to, classified infor-

mation in violation of this order or its implementing 

regulations. Sanctions may include reprimand, suspen-

sion without pay, removal, and other actions in accord-

ance with applicable law and agency regulations. 

PART 7—GENERAL PROVISIONS 

SEC. 7.1. Classified Information Procedures Act. Nothing 

in this order is intended to alter the procedures estab-
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lished under the Classified Information Procedures Act 

(18 U.S.C. App.). 

SEC. 7.2. General. (a) Information obtained by an agen-

cy under sections 1.2(e) or 1.3 of this order may not be 

disseminated outside the agency, except to: 

(1) the agency employing the employee who is the 

subject of the records or information; 

(2) the Department of Justice for law enforcement or 

counterintelligence purposes; or 

(3) any agency if such information is clearly relevant 

to the authorized responsibilities of such agency. 

(b) The Attorney General, at the request of the head 

of an agency, shall render an interpretation of this 

order with respect to any question arising in the course 

of its administration. 

(c) No prior Executive orders are repealed by this 

order. To the extent that this order is inconsistent with 

any provision of any prior Executive order, this order 

shall control, except that this order shall not diminish 

or otherwise affect the requirements of Executive 

Order No. 10450 [5 U.S.C. 7311 note], the denial and rev-

ocation procedures provided to individuals covered by 

Executive Order No. 10865, as amended [set out above], 

or access by historical researchers and former presi-

dential appointees under Executive Order No. 12958 [for-

merly set out above] or any successor order. 

(d) If any provision of this order or the application of 

such provision is held to be invalid, the remainder of 

this order shall not be affected. 

(e) This Executive order is intended only to improve 

the internal management of the executive branch and 

is not intended to, and does not, create any right to ad-

ministrative or judicial review, or any other right or 

benefit or trust responsibility, substantive or proce-

dural, enforceable by a party against the United States, 

its agencies or instrumentalities, its officers or em-

ployees, or any other person. 

(f) This order is effective immediately. 

EX. ORD. NO. 13467. REFORMING PROCESSES RELATED TO 

SUITABILITY FOR GOVERNMENT EMPLOYMENT, FITNESS 

FOR CONTRACTOR EMPLOYEES, AND ELIGIBILITY FOR AC-

CESS TO CLASSIFIED NATIONAL SECURITY INFORMATION 

Ex. Ord. No. 13467, June 30, 2008, 73 F.R. 38103, as 

amended by Ex. Ord. No. 13741, § 1, Sept. 29, 2016, 81 F.R. 

68289; Ex. Ord. No. 13764, § 3, Jan. 17, 2017, 82 F.R. 8117, 

provided: 

By the authority vested in me as President by the 

Constitution and the laws of the United States of 

America, including sections 3301, 7103(b), and 7301 of 

title 5, United States Code, and in order to strengthen 

and ensure a secure, efficient, timely, reciprocal, and 

aligned system for investigating and determining suit-

ability or fitness for Government employment, fitness 

to work as a contractor or a nonappropriated fund em-

ployee, eligibility for access to classified information 

or to hold a sensitive position, and authorization to be 

issued a Federal credential, while providing fair, impar-

tial, and equitable treatment, and protecting individ-

ual rights under the Constitution and laws of the 

United States, and taking appropriate account of title 

III of Public Law 108–458, it is hereby ordered as fol-

lows: 

PART 1—POLICY, APPLICABILITY, AND 

DEFINITIONS 

SECTION 1.1. Policy. (a) Executive branch vetting poli-

cies and procedures relating to suitability, contractor 

or Federal employee fitness, eligibility to hold a sen-

sitive position, authorization to be issued a Federal 

credential for access to federally controlled facilities 

and information systems, and eligibility for access to 

classified information shall be aligned using consistent 

standards to the extent possible, shall provide for recip-

rocal recognition, and shall ensure cost-effective, time-

ly, and efficient protection of the national interest, 

while providing fair treatment to those upon whom the 

Federal Government relies to conduct our Nation’s 

business and protect national security. 

(b) The Government’s tools, systems, and processes 

for conducting these background investigations and 

managing sensitive investigative information should 

keep pace with technological advancements, regularly 

integrating current best practices to better anticipate, 

detect, and counter malicious activities, and threats 

posed by external or internal actors who may seek to 

do harm to the Government’s personnel, property, and 

information. To help fulfill these responsibilities, there 

shall be a primary executive branch investigative serv-

ice provider whose mission is to provide effective, effi-

cient, and secure background investigations for the 

Federal Government. 
(c) Executive branch vetting policies and procedures 

shall be sustained by an enhanced risk-management ap-

proach that facilitates early detection of issues by an 

informed, aware, and responsible Federal workforce; re-

sults in quality decisions enabled by improved vetting 

capabilities; and advances Government-wide capabili-

ties through enterprise approaches. 
(d) The appointment or retention of each covered in-

dividual shall be subject to an investigation. Federal 

investigative standards established pursuant to this 

order shall be designed to develop information as to 

whether the employment or retention in employment 

in the Federal service of the person being investigated 

is clearly consistent with the interests of the national 

security, and the scope of the investigation shall be de-

termined in the first instance according to the degree 

of material adverse effect the occupant of the position 

sought to be filled could bring about, by virtue of the 

nature of the position, on the national security.’’ [sic] 
(e) Investigative agencies shall control the reports, 

information, and other investigative materials that are 

developed during the vetting process. Recipient depart-

ments and agencies may retain and use the received re-

ports, information, and other investigative material 

within that recipient for authorized purposes (includ-

ing, but not limited to, adjudications, hearings and ap-

peals, continuous evaluation, inspector general func-

tions, counterintelligence, research, and insider threat 

programs), in compliance with the Privacy Act of 1974, 

as amended (section 552a of title 5, United States Code). 

Investigative agencies shall ensure that their applica-

ble System of Records Notices include, at a minimum, 

the authorized uses of the recipient departments and 

agencies such as those set forth above. Recipient de-

partments and agencies shall not make any external re-

leases of received information, other than to an inves-

tigative subject for the purpose of providing procedural 

rights or administrative due process; and shall direct 

any other requests for external releases of copies of the 

reports, information, and other investigative materials 

to the investigative agency. In the event redisclosure 

by the recipient agency is required by compulsory legal 

process, the recipient agency shall consult with the in-

vestigating agency. The investigative agency shall 

maintain the reports, information, and other investiga-

tive material in a system of records subject to the Pri-

vacy Act and ensure that any re-disclosure does not 

violate statutory restrictions or result in the unau-

thorized disclosure of: classified information, informa-

tion subject to a claim of privilege, or information that 

is otherwise lawfully exempt from disclosure. Subject 

to Security Executive Agent authorizations consistent 

with section 3341(e)(5) of title 50, United States Code, 

the investigative agencies shall make reports, informa-

tion, and other investigative material available, as nec-

essary, to carry out the responsibilities set forth in 

this order, including but not limited to, authorized ex-

ecutive branch-sponsored research and initiatives for 

enterprise-wide continuous performance improvement 

of vetting policy and procedures, as permitted by law. 
SEC. 1.2. Applicability. (a) This order applies to vetting 

of all covered individuals as defined in section 1.3(h), 

except that: 
(i) the provisions regarding eligibility for physical ac-

cess to federally controlled facilities and logical access 

to federally controlled information systems do not 

apply to individuals exempted in accordance with guid-
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ance pursuant to the Federal Information Security 

Management Act (title III of Public Law 107–347) and 

Homeland Security Presidential Directive 12 of August 

27, 2004; and 
(ii) the qualification standards for enlistment, ap-

pointment, and induction into the Armed Forces pursu-

ant to title 10, United States Code, are unaffected by 

this order. 
(b) This order also applies to vetting for employees of 

agencies working in or for the legislative or judicial 

branches when the vetting is conducted by the execu-

tive branch. 
SEC. 1.3. Definitions. For the purpose of this order: (a) 

‘‘Adjudication’’ means the evaluation of pertinent data 

in a background investigation, as well as any other 

available information that is relevant and reliable, to 

determine whether a covered individual is: 
(i) suitable for Government employment; 
(ii) eligible for logical and physical access; 
(iii) eligible for access to classified information; 
(iv) eligible to hold a sensitive position; or 
(v) fit to perform work for or on behalf of the Govern-

ment as a Federal employee, contractor, or nonap-

propriated fund employee. 
(b) ‘‘Agency’’ means any ‘‘Executive agency’’ as de-

fined in section 105 of title 5, United States Code, in-

cluding the ‘‘military departments,’’ as defined in sec-

tion 102 of title 5, United States Code, and any other 

entity within the executive branch that comes into 

possession of classified information or has designated 

positions as sensitive, except such an entity headed by 

an officer who is not a covered individual. 
(c) ‘‘Classified information’’ means information that 

has been determined pursuant to Executive Order 13526 

of December 29, 2009, or a successor or predecessor 

order, or the Atomic Energy Act of 1954 (42 U.S.C. 2011 

et seq.) to require protection against unauthorized dis-

closure. 
(d) ‘‘Continuous evaluation (CE)’’ means a vetting 

process to review the background of an individual who 

has been determined to be eligible for access to classi-

fied information or to hold a sensitive position at any 

time during the period of eligibility. CE leverages a set 

of automated record checks and business rules to assist 

in the on-going assessment of an individual’s continued 

eligibility. CE is intended to complement continuous 

vetting efforts. 
(e) ‘‘Continuous performance improvement’’ means 

assessing national policy and operations, adverse 

events, and emerging trends and technology through-

out the Government’s end-to-end vetting program. It 

relies on research to generate data-driven decisions and 

uses outcome-based measurements to adjust policy and 

operations. 
(f) ‘‘Continuous vetting’’ means reviewing the back-

ground of a covered individual at any time to deter-

mine whether that individual continues to meet appli-

cable requirements. 
(g) ‘‘Contractor’’ means an expert or consultant (not 

appointed under section 3109 of title 5, United States 

Code) to an agency; an industrial or commercial con-

tractor, licensee, certificate holder, or grantee of any 

agency, including all subcontractors; a personal serv-

ices contractor; or any other category of person who 

performs work for or on behalf of an agency (but not a 

Federal employee). 
(h) ‘‘Covered individual’’ means a person who per-

forms, or who seeks to perform, work for or on behalf 

of the executive branch (e.g., Federal employee, mili-

tary member, or contractor), or otherwise interacts 

with the executive branch such that the individual 

must undergo vetting, but does not include: 
(i) the President or (except to the extent otherwise 

directed by the President) employees of the President 

under section 105 or 107 of title 3, United States Code; 
(ii) the Vice President or (except to the extent other-

wise directed by the Vice President) employees of the 

Vice President under section 106 of title 3, United 

States Code, or annual legislative branch appropria-

tions acts; or 

(iii) with respect to background investigations only, 

[the] duly elected or appointed governor of a State or 

territory, or an official who has succeeded to that of-

fice under applicable law in accordance with Executive 

Order 13549 of August 18, 2010, and its implementing di-

rective. 
(i) ‘‘End-to-end automation’’ means an executive 

branch-wide federated system that uses automation to 

manage and monitor cases and maintain relevant docu-

mentation of the application (but not an employment 

application), investigation, adjudication, and continu-

ous evaluation processes. 
(j) ‘‘Federally controlled facilities’’ and ‘‘federally 

controlled information systems’’ have the meanings 

prescribed in guidance pursuant to the Federal Infor-

mation Security Management Act (title III of Public 

Law 107–347) and Homeland Security Presidential Di-

rective 12. 
(k) ‘‘Fitness’’ means the level of character and con-

duct determined necessary for an individual to perform 

work for or on behalf of a Federal agency as an em-

ployee in the excepted service (other than a position 

subject to suitability), or as a ‘‘contractor employee’’ 

or a ‘‘nonappropriated fund employee’’ as those terms 

are defined in Executive Order 13488 of January 16, 2009, 

as amended. 
(l) ‘‘Investigation’’ means the collection and analysis 

of pertinent facts and data to support a determination 

of whether a covered individual is, and continues to be: 
(i) eligible for access to classified information; 
(ii) eligible to hold a sensitive position; 
(iii) suitable or fit for Federal employment; 
(iv) fit to perform work for or on behalf of the Fed-

eral Government as a contractor or nonappropriated 

fund employee; or 
(v) authorized to be issued a Federal credential. 
(m) ‘‘Logical and physical access’’ means access other 

than occasional or intermittent access to federally con-

trolled facilities or information systems. 
(n) ‘‘National Background Investigations Bureau’’ 

(NBIB) means the National Background Investigations 

Bureau, established within the Office of Personnel 

Management under section 1103(a)(3) of title 5, United 

States Code, or a successor entity, with responsibility 

for conducting effective, efficient, and secure personnel 

background investigations pursuant to law, rule, regu-

lation, or Executive Order. 
(o) ‘‘Sensitive Position’’ means any position within 

or in support of a department or agency, the occupant 

of which could bring about, by virtue of the nature of 

the position, a material adverse effect on the national 

security, regardless of whether the occupant has access 

to classified information, and regardless of whether the 

occupant is an employee, a military service member, or 

a contractor. 
(p) ‘‘Suitability’’ has the meaning and coverage pro-

vided in 5 CFR Part 731. 
(q) ‘‘Vetting’’ is the process by which covered individ-

uals undergo investigation, evaluation, and adjudica-

tion of whether they are, and remain over time, suit-

able or fit for Federal employment, eligible to occupy 

a sensitive position, eligible for access to classified in-

formation, eligible to serve as a nonappropriated fund 

employee or a contractor, eligible to serve in the mili-

tary, or authorized to be issued a Federal credential. 

Vetting includes all steps in the end-to-end process, in-

cluding determining need (appropriate position des-

ignation), validating need (existence of a current inves-

tigation or adjudication), collecting background infor-

mation via standard forms, investigative activity, ad-

judication, providing administrative due process or 

other procedural rights, and ongoing assessments to en-

sure that individuals continue to meet the applicable 

standards for the position for which they were favor-

ably adjudicated. 

PART 2—VETTING ENTERPRISE, RECIPROCITY, 

CONTINUOUS PERFORMANCE IMPROVEMENT, 

AND GOVERNANCE 

SEC. 2.1. Vetting Enterprise. (a) The executive branch- 

wide vetting enterprise shall use, to the greatest extent 
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practicable, aligned and consistent vetting policies, 

procedures, and standards, as determined by the Coun-

cil and the Executive Agents. The Executive Agents 

shall issue guidance to implement this provision. 
(b) The aligned executive branch-wide vetting enter-

prise shall employ modern and consistent standards 

and methods, enable innovations with enterprise infor-

mation technology capabilities and end-to-end automa-

tion to the extent practicable, and ensure that relevant 

information maintained by agencies can be accessed 

and shared rapidly across the executive branch, while 

protecting national security, protecting privacy-relat-

ed information, protecting civil rights and civil lib-

erties, ensuring resulting decisions are in the national 

interest and in accordance with due process require-

ments, and providing the Federal Government with an 

effective trusted workforce. 
(c) The investigative and adjudicative standards for 

fitness shall, to the extent practicable, be consistent 

with the standards for suitability. The Executive 

Agents shall establish in Federal investigative stand-

ards the elements of the level of investigation nec-

essary for vetting for fitness. 
(d) All covered individuals shall be subject to contin-

uous vetting under standards (including, but not lim-

ited to, the frequency of such vetting) as determined by 

the Security Executive Agent or the Suitability and 

Credentialing Executive Agent exercising its Suit-

ability Executive Agent functions, as applicable. 
(e) Vetting shall include a search of records of the 

Federal Bureau of Investigation, including a finger-

print-based search, and any other appropriate biomet-

ric or database searches not precluded by law. 
SEC. 2.2. Reciprocity. Except as otherwise authorized 

by law or policy issued by the applicable Executive 

Agent, agencies shall accept background investigations 

and adjudications conducted by other authorized agen-

cies unless an agency determines that a particular 

background investigation or adjudication does not suf-

ficiently address the standards used by that agency in 

determining the fitness of its excepted service employ-

ees who cannot be noncompetitively converted to the 

competitive service. Except as described above and ex-

cept to the extent authority to apply additional re-

quirements is vested by statute in an agency, an agen-

cy may not establish additional investigative or adju-

dicative requirements (other than requirements for the 

conduct of a polygraph examination consistent with 

law, directive, or regulation) that exceed existing re-

quirements without the approval of the Suitability and 

Credentialing Executive Agent exercising its Suit-

ability Executive Agent functions or Security Execu-

tive Agent, as appropriate. Any additional require-

ments approved by the appropriate Executive Agent 

shall be limited to those that are necessary to address 

significant needs unique to the agency involved, to pro-

tect national security, or to satisfy a requirement im-

posed by law. 
SEC. 2.3. Continuous Performance Improvement. Execu-

tive branch vetting policies, processes, and procedures 

shall be supported by institutionalized enterprise-wide 

continuous performance improvement, which shall 

align with and support process improvements. 
SEC. 2.4. Establishment and Functions of Performance 

Accountability Council. (a) There is hereby established a 

Security, Suitability, and Credentialing Performance 

Accountability Council (Council). 
(b) The Deputy Director for Management, Office of 

Management and Budget, shall serve as Chair of the 

Council and shall have authority, direction, and con-

trol over the Council’s functions. Membership on the 

Council shall include the Suitability and Credentialing 

Executive Agent, the Security Executive Agent, and 

the Under Secretary of Defense for Intelligence. These 

four officials collectively shall constitute ‘‘the Secu-

rity, Suitability, and Credentialing Performance Ac-

countability Council Principals.’’ The Director of the 

National Background Investigations Bureau shall also 

serve as a member of the Council. The Chair shall se-

lect a Vice Chair to act in the Chair’s absence. The 

Chair shall have authority to designate officials from 

additional agencies who shall serve as members of the 

Council. Council membership shall be limited to Fed-

eral Government employees in leadership positions. 
(c) The Council shall be accountable to the President 

to achieve, consistent with this order, the goals of the 

executive branch vetting enterprise, and is responsible 

for driving implementation of reform efforts and enter-

prise development, ensuring accountability by agen-

cies, ensuring the Executive Agents align their respec-

tive processes, and sustaining continuous performance 

improvement and reform momentum. 
(d) The Council shall: 
(i) ensure enterprise-wide alignment of suitability, 

security, credentialing, and as appropriate, fitness 

processes; 
(ii) hold agencies accountable for the implementation 

of suitability, security, fitness, and credentialing proc-

esses and procedures; 
(iii) define requirements for enterprise-wide reciproc-

ity management information technology, and develop 

standards for enterprise-wide information technology; 
(iv) work with agencies to implement continuous per-

formance improvement programs, policies, and proce-

dures; establish annual goals and progress metrics; and 

prepare annual reports on results; 
(v) ensure and oversee the development of tools and 

techniques for enhancing background investigations 

and adjudications; 
(vi) enable discussion and consensus resolution of dif-

ferences in processes, policies, and procedures among 

the Council Principals, and other agencies as appro-

priate; 
(vii) share best practices; 
(viii) advise the Executive Agents on policies affect-

ing the alignment of investigations and adjudications; 
(ix) work with agencies to develop agency policies 

and procedures to enable sharing of vetting informa-

tion consistent with the law and the protection of pri-

vacy and civil liberties and to the extent necessary for 

enterprise-wide efficiency, effectiveness, and security; 
(x) monitor performance to identify and drive enter-

prise-level process enhancements, and make recom-

mendations for changes to executive branch-wide guid-

ance and authorities to resolve overlaps or close policy 

gaps where they may exist; 
(xi) promote data-driven, transparent, and expedi-

tious policy-making processes; and 
(xii) develop and continuously reevaluate and revise 

outcome-based metrics that measure the quality, effi-

ciency and effectiveness of the vetting enterprise. 
(e) The Chair shall, to further the goals of the vetting 

enterprise and to the extent consistent with law, estab-

lish subordinate entities, mechanisms, and policies to 

support and assist in exercising the Council’s authori-

ties and responsibilities, and facilitate, consistent with 

the executive branch’s enterprise strategy, adoption of 

enterprise-wide standards and solutions to ensure secu-

rity, quality, reciprocity, efficiency, effectiveness, and 

timeliness. The Chair may assign, in whole or in part, 

to the head of any agency (solely or jointly) any func-

tion within the Council’s authority or responsibilities 

pursuant to this order. 
SEC. 2.5. Establishment, Designation, and Functions of 

Executive Agents. (a) There are hereby established a 

Suitability and Credentialing Executive Agent and a 

Security Executive Agent. 
(b) The Director of the Office of Personnel Manage-

ment shall serve as the Suitability and Credentialing 

Executive Agent. With respect to the Suitability Exec-

utive Agent functions, the Director: 
(i) shall, pursuant to sections 1103 and 1104 of title 5, 

United States Code, and the Civil Service Rules, be re-

sponsible for suitability and fitness by prescribing suit-

ability standards and minimum standards of fitness for 

employment; prescribing position designation require-

ments with regard to the risk to the efficiency and in-

tegrity of the service; prescribing applicable investiga-

tive standards, policies, and procedures for suitability 

and fitness; prescribing suitability and fitness reciproc-
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ity standards; making suitability determinations; and 

taking suitability actions; 
(ii) shall issue regulations, guidance, and standards 

to fulfill the Director’s responsibilities related to suit-

ability and fitness under Executive Order 13488 of Janu-

ary 16, 2009, as amended; 
(iii) shall promote reciprocal recognition of suit-

ability or fitness determinations among the agencies, 

including acting as the final authority to arbitrate and 

resolve disputes among the agencies involving the reci-

procity of investigations and adjudications of suit-

ability and fitness; 
(iv) shall continue to initially approve, and periodi-

cally review for renewal, agencies’ requests to admin-

ister polygraphs in connection with appointment in the 

competitive service, in consultation with the Security 

Executive Agent as appropriate; 
(v) shall make a continuing review of agency pro-

grams for suitability and fitness vetting to determine 

whether they are being implemented according to this 

order; 
(vi) may issue guidelines and instructions to the 

heads of agencies to promote appropriate uniformity, 

centralization, efficiency, effectiveness, reciprocity, 

timeliness, and security in processes relating to deter-

mining suitability or fitness; and 
(vii) shall, pursuant to section 1104 of title 5, United 

States Code, prescribe performance standards and a 

system of oversight for any suitability or fitness func-

tion delegated by the Director to the head of another 

agency, including uniform and consistent policies and 

procedures to ensure the effective, efficient, timely, 

and secure completion of delegated functions. 
(c) With respect to the Credentialing Executive Agent 

functions, the Director of the Office of Personnel Man-

agement: 
(i) shall develop standards for investigations, reinves-

tigations, and continuous vetting for a covered individ-

ual’s eligibility for a personal identity verification cre-

dential permitting logical and physical access to feder-

ally controlled facilities and federally controlled infor-

mation systems (PIV credential); 
(ii) shall develop adjudicative guidelines for a covered 

individual’s eligibility for a PIV credential; 
(iii) shall develop guidelines on reporting and record-

ing determinations of eligibility for a PIV credential; 
(iv) shall develop standards for unfavorable deter-

minations of eligibility for a PIV credential, including 

procedures for denying and revoking the eligibility for 

a PIV credential, for reconsideration of unfavorable de-

terminations, and for rendering the PIV credential in-

operable; 
(v) shall develop standards and procedures for sus-

pending eligibility for a PIV credential when there is a 

reasonable basis to believe there may be an unaccept-

able risk pending an inquiry or investigation, including 

special standards and procedures for imminent risk; 
(vi) shall be responsible for developing uniform and 

consistent policies and procedures to ensure the effec-

tive, efficient, timely, and secure completion of inves-

tigations and adjudications relating to eligibility for a 

PIV credential; 
(vii) may develop guidelines and instructions to the 

heads of agencies as necessary to ensure appropriate 

uniformity, centralization, efficiency, effectiveness, 

and timeliness in processes relating to eligibility for a 

PIV credential; 
(viii) shall monitor and make a continuing review of 

agency programs for determining eligibility for a PIV 

credential to determine whether they are being imple-

mented according to this order; and 
(ix) shall consult to the extent practicable with other 

agencies with responsibilities related to PIV creden-

tials to ensure that policies and procedures are consist-

ent with law including: 
(A) the Office of Management and Budget, in exer-

cising its responsibilities under section 11331 of title 

40, United States Code, section 3553(a) of title 44, 

United States Code, division A, sections 1086(b)(2) and 

(b)(3) of Public Law 114–92, and Homeland Security 

Presidential Directive 12 of August 27, 2004; 

(B) the Department of Homeland Security, in exer-

cising its responsibilities under sections 3553(b), (f), 

and (g) of title 44, United States Code; 
(C) the Department of Defense, in exercising its re-

sponsibilities under section 3553(e) of title 44, United 

States Code, and division A, sections 1086(a)(1)(E), 

(b)(1), and (b)(2) of Public Law 114–92; 
(D) the Office of the Director of National Intel-

ligence, in exercising its responsibilities under sec-

tion 3553(e) of title 44, United States Code, and divi-

sion A, section 1086(b)(2) of Public Law 114–92; 
(E) the Department of Commerce and the National 

Institute of Standards and Technology, in exercising 

their responsibilities under section 278g–3 of title 15, 

United States Code, and Homeland Security Presi-

dential Directive 12 of August 27, 2004; 
(F) the General Services Administration, in exercis-

ing its responsibilities under division A, section 

1086(b)(2) of Public Law 114–92; and 
(G) the Federal Acquisition Regulation agencies, in 

exercising their responsibilities under chapter 137 of 

title 10, section 121(c) of title 40, and section 20113 of 

title 51, United States Code. 
(d) In fulfilling the Credentialing Executive Agent 

function of developing policies and procedures for de-

termining eligibility for a PIV credential and to pro-

tect the national security, the Director of the Office of 

Personnel Management shall coordinate with and ob-

tain the concurrence of the other Council Principals. 

Agencies with authority to establish standards or 

guidelines or issue instructions related to PIV creden-

tials shall retain the discretion as to whether to estab-

lish policies, guidelines, or instructions developed by 

the Credentialing Executive Agent. 
(e) The Director of National Intelligence shall serve 

as the Security Executive Agent. The Security Execu-

tive Agent: 
(i) shall direct the oversight of investigations, re-

investigations, adjudications, and, as applicable, poly-

graphs for eligibility for access to classified informa-

tion or eligibility to hold a sensitive position made by 

any agency; 
(ii) shall make a continuing review of agencies’ na-

tional security background investigation and adjudica-

tion programs to determine whether they are being im-

plemented according to this order; 
(iii) shall be responsible for developing and issuing 

uniform and consistent policies and procedures to en-

sure the effective, efficient, timely, and secure comple-

tion of investigations, polygraphs, and adjudications 

relating to determinations of eligibility for access to 

classified information or eligibility to hold a sensitive 

position; 
(iv) may issue guidelines and instructions to the 

heads of agencies to ensure appropriate uniformity, 

centralization, efficiency, effectiveness, timeliness, and 

security in processes relating to determinations by 

agencies of eligibility for access to classified informa-

tion or eligibility to hold a sensitive position, to in-

clude such matters as investigations, polygraphs, adju-

dications, and reciprocity; 
(v) may, if consistent with the national security, au-

thorize exceptions to or waivers of national security in-

vestigative requirements, and may issue implementing 

or clarifying guidance as necessary; 
(vi) shall serve as the final authority to designate an 

agency or agencies, to the extent that it is not prac-

ticable to use the National Background Investigations 

Bureau, to conduct investigations of persons who are 

proposed for access to classified information or for eli-

gibility to hold a sensitive position to ascertain wheth-

er such persons satisfy the criteria for obtaining and 

retaining access to classified information or eligibility 

to hold a sensitive position; 
(vii) shall serve as the final authority to designate an 

agency or agencies to determine eligibility for access 

to classified information or eligibility to hold a sen-

sitive position in accordance with Executive Order 

12968 of August 2, 1995, as amended; 
(viii) shall ensure reciprocal recognition of eligibility 

for access to classified information or eligibility to 
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hold a sensitive position among the agencies, including 

acting as the final authority to arbitrate and resolve 

disputes among the agencies involving the reciprocity 

of investigations and adjudications of eligibility; and 
(ix) may assign, in whole or in part, to the head of 

any agency (solely or jointly) any of the functions de-

tailed in (i) through (viii) of this subsection, with the 

agency’s exercise of such assigned functions to be sub-

ject to the Security Executive Agent’s oversight and 

with such terms and conditions (including approval by 

the Security Executive Agent) as the Security Execu-

tive Agent determines appropriate. 
(f) Nothing in this section shall be construed in a 

manner that would limit the authorities of the Direc-

tor of the Office of Personnel Management, the Direc-

tor of National Intelligence, or the Secretary of De-

fense under law. 
SEC. 2.6. Roles and Responsibilities of the National Back-

ground Investigations Bureau and the Department of De-

fense. 
(a) The National Background Investigations Bureau 

shall: 
(1) serve as the primary executive branch service pro-

vider for background investigations for eligibility for 

access to classified information; eligibility to hold a 

sensitive position; suitability or, for employees in posi-

tions not subject to suitability, fitness for Government 

employment; fitness to perform work for or on behalf of 

the Government as a contractor; fitness to work as a 

nonappropriated fund employee, as defined in Execu-

tive Order 13488 of January 16, 2009, as amended; and au-

thorization to be issued a Federal credential for logical 

and physical access to federally controlled facilities or 

information systems; 
(2) provide effective, efficient, and secure personnel 

background investigations for the Federal Government; 
(3) provide the Council information, to the extent 

permitted by law, on matters of performance, timeli-

ness, capacity, information technology modernization, 

continuous performance improvement, and other rel-

evant aspects of NBIB operations; 
(4) be headquartered in or near Washington, District 

of Columbia; 
(5) have dedicated resources, including but not lim-

ited to a senior privacy and civil liberties official; 
(6) institutionalize interagency collaboration and le-

verage expertise across the executive branch; 
(7) continuously improve investigative operations, 

emphasizing information accuracy and protection, and 

regularly integrate best practices, including those 

identified by subject matter experts from industry, 

academia, or other relevant sources; 
(8) conduct personnel background investigations in 

accordance with uniform and consistent policies, proce-

dures, standards, and requirements established by the 

Security Executive Agent and the Suitability and Cre-

dentialing Executive Agent exercising its Suitability 

Executive Agent functions; and 
(9) conduct other personnel background investiga-

tions as authorized by law, rule, regulation, or Execu-

tive Order.’’ [sic] 
(b) The Secretary of Defense shall design, develop, de-

ploy, operate, secure, defend, and continuously update 

and modernize, as necessary, vetting information tech-

nology systems that support all background investiga-

tion processes conducted by the National Background 

Investigations Bureau. Design and operation of the in-

formation technology systems for the National Back-

ground Investigations Bureau shall comply with appli-

cable information technology standards and, to the ex-

tent practicable, ensure security and interoperability 

with other background investigation information tech-

nology systems. The Secretary of Defense shall operate 

the database in the information technology systems 

containing appropriate data relevant to the granting, 

denial, or revocation of eligibility for access to classi-

fied information or eligibility for a sensitive position 

pertaining to military, civilian, or Government con-

tractor personnel, see section 3341(e) of title 50, United 

States Code, consistent with and following an explicit 

delegation from the Director of the Office of Personnel 

Management pursuant to section 1104 of title 5, United 

States Code.’’ [sic] 
(c) Delegations and designations of investigative au-

thority in place on the date of establishment of the Na-

tional Background Investigations Bureau shall remain 

in effect until amended or revoked. The National Back-

ground Investigations Bureau, through the Director of 

the Office of Personnel Management, shall be subject to 

the oversight of the Security Executive Agent in the 

conduct of investigations for eligibility for access to 

classified information or to hold a sensitive position; 

and to the oversight of the Suitability and Credential-

ing Executive Agent in the conduct of investigations of 

suitability or fitness and logical and physical access, as 

provided in section 2.5 of this order. The Council shall 

hold the National Background Investigations Bureau 

accountable for the fulfillment of the responsibilities 

set forth in section 2.6(a) of this order. 
SEC. 2.7. Additional Functions. (a) The duties assigned 

to the Security Policy Board by Executive Order 12968 

of August 2, 1995, to consider, coordinate, and rec-

ommend policy directives for executive branch security 

policies, procedures, and practices are reassigned to the 

Security Executive Agent. 
(b) Heads of agencies shall: 
(i) designate, or cause to be designated, as a ‘‘sen-

sitive position,’’ any position occupied by a covered in-

dividual in which the occupant could bring about by 

virtue of the nature of the position, a material adverse 

effect on the national security; 
(ii) establish and maintain within their respective 

agencies, an effective program to ensure that employ-

ment and retention of any covered individual within 

the agency is clearly consistent with the interests of 

national security and, as applicable, meets standards 

for eligibility for access to classified information or to 

hold a sensitive position, suitability, fitness, or cre-

dentialing, established by the respective Executive 

Agent; 
(iii) carry out any function assigned to the agency 

head by the Chair, and shall assist the Chair, the Coun-

cil, the Executive Agents, the National Background In-

vestigations Bureau, and the Department of Defense in 

carrying out any function under sections 2.4, 2.5, and 2.6 

of this order; 
(iv) implement any policy or procedure established 

pursuant to this order; 
(v) to the extent permitted by law, make available to 

the Council, the Executive Agents, the National Back-

ground Investigations Bureau, and the Department of 

Defense such information as may be requested to im-

plement this order, including information necessary to 

implement enterprise-wide vetting policies and proce-

dures; 
(vi) except as authorized by section 3341(e)(5) of title 

50, United States Code, promptly furnish, or cause to be 

promptly furnished, to the Office of Personnel Manage-

ment the information deemed by the Executive Agents 

to be necessary for purposes of record keeping and reci-

procity including, but not limited to, the date on which 

a background investigation is initiated, the date on 

which the background investigation is closed, and the 

specific adjudicative or access decision made. The Ex-

ecutive Agents shall determine the appropriate time-

line pursuant to which this information must be re-

ported to the Office of Personnel Management. The Ex-

ecutive Agents shall maintain discretion to determine 

the scope of information needed for record keeping and 

reciprocity purposes. The Office of Personnel Manage-

ment shall regularly provide this information to the 

Director of National Intelligence for national security 

purposes. 
(vii) ensure that all actions taken under this order 

take account of the counterintelligence interests of the 

United States, as appropriate; and 
(viii) ensure that actions taken under this order are 

consistent with the President’s constitutional author-

ity to: 
(A) conduct the foreign affairs of the United States; 
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(B) withhold information the disclosure of which 

could impair the foreign relations, the national secu-

rity, the deliberative processes of the Executive, or 

the performance of the Executive’s constitutional du-

ties; 
(C) recommend for congressional consideration 

such measures as the President may judge necessary 

or expedient; and 
(D) supervise the unitary executive branch. 

(c) All investigations being conducted by agencies 

that develop information indicating that an individual 

may have been subjected to coercion, influence, or 

pressure to act contrary to the interests of the national 

security, or information that the individual may pose 

a counterintelligence or terrorist threat, or as other-

wise provided by law, shall be referred to the Federal 

Bureau of Investigation for potential investigation, and 

may also be referred to other agencies where appro-

priate. 

PART 3—MISCELLANEOUS 

SEC. 3. General Provisions. (a) Executive Order 13381 of 

June 27, 2005 [amending Ex. Ord. No. 12171, set out as a 

note under section 7103 of Title 5, Government Organi-

zation and Employees], as amended, and Executive 

Order 10450 of April 27, 1953 [formerly set out as a note 

under section 7311 of Title 5], as amended, are revoked. 

By revoking Executive Order 10450 of April 27, 1953, as 

amended, there is no intent to alter the requirement 

for an investigation for national security purposes or 

the ‘‘clearly consistent with the interest of national se-

curity’’ standard prescribed by that Executive Order 

for making the determinations referenced in section 

2.7(b)(ii). Further, suitability, fitness, credentialing, 

and national security eligibility regulations, standards 

and guidance issued by, or interagency agreements en-

tered into by, the Council, the Executive Agents, or 

any agency pursuant to Executive Order 10450 of April 

27, 1953, as amended, shall remain valid until super-

seded. Nothing in this order shall: 
(i) supersede, impede, or otherwise affect: 

(A) Executive Order 10577 of November 23, 1954, as 

amended; 
(B) Executive Order 12333 of December 4, 1981, as 

amended; 
(C) Executive Order 12829 of January 6, 1993, as 

amended; or 
(D) Executive Order 13526 of December 29, 2009; or 

(ii) diminish or otherwise affect the denial and rev-

ocation procedures provided to individuals covered by 

Executive Order 10865 of February 20, 1960, as amended; 

or 
(iii) be applied in such a way as to affect any adminis-

trative proceeding pending on the date of this order. 
(b) [Amended Ex. Ord. No. 12968, set out as a note 

above.] 
(c) Provisions of Executive Order 12968 of August 2, 

1995, as amended, that apply to eligibility for access to 

classified information shall apply to eligibility to hold 

any sensitive position regardless of whether that sen-

sitive position requires access to classified informa-

tion, subject to the Security Executive Agent issuing 

implementing or clarifying guidance regarding require-

ments for sensitive positions. Nothing in this order 

shall supersede, impede, or otherwise affect the remain-

der of Executive Order 12968 of August 2, 1995, as 

amended. 
(d) Nothing in this order shall be construed to impair 

or otherwise affect the: 
(i) authority granted by law to a department or agen-

cy, or the head thereof; or 
(ii) functions of the Director of the Office of Manage-

ment and Budget relating to budgetary, administra-

tive, or legislative proposals. 
(e) This order shall be implemented consistent with 

applicable law and subject to the availability of appro-

priations. 
(f) Existing delegations of authority made pursuant 

to Executive Order 13381 of June 27, 2005, as amended, 

to any agency relating to granting eligibility for access 

to classified information shall remain in effect, subject 

to the exercise of authorities pursuant to this order to 

revise or revoke such delegation. 

(g) Existing delegations of authority made by the Of-

fice of Personnel Management to any agency relating 

to suitability or fitness shall remain in effect, subject 

to the exercise of authorities to revise or revoke such 

delegations. 

(h) If any provision of this order or the application of 

such provision is held to be invalid, the remainder of 

this order shall not be affected. 

(i) This order is not intended to, and does not, create 

any right or benefit, substantive or procedural, enforce-

able at law or in equity by any party against the 

United States, its departments, agencies, or entities, 

its officers, employees, or agents, or any other person. 

EX. ORD. NO. 13526. CLASSIFIED NATIONAL SECURITY 

INFORMATION 

Ex. Ord. No. 13526, Dec. 29, 2009, 75 F.R. 707, 1013, pro-

vided: 

This order prescribes a uniform system for classify-

ing, safeguarding, and declassifying national security 

information, including information relating to defense 

against transnational terrorism. Our democratic prin-

ciples require that the American people be informed of 

the activities of their Government. Also, our Nation’s 

progress depends on the free flow of information both 

within the Government and to the American people. 

Nevertheless, throughout our history, the national de-

fense has required that certain information be main-

tained in confidence in order to protect our citizens, 

our democratic institutions, our homeland security, 

and our interactions with foreign nations. Protecting 

information critical to our Nation’s security and dem-

onstrating our commitment to open Government 

through accurate and accountable application of classi-

fication standards and routine, secure, and effective de-

classification are equally important priorities. 

NOW, THEREFORE, I, BARACK OBAMA, by the au-

thority vested in me as President by the Constitution 

and the laws of the United States of America, it is 

hereby ordered as follows: 

PART 1—ORIGINAL CLASSIFICATION 

SECTION 1.1. Classification Standards. (a) Information 

may be originally classified under the terms of this 

order only if all of the following conditions are met: 

(1) an original classification authority is classifying 

the information; 

(2) the information is owned by, produced by or for, 

or is under the control of the United States Govern-

ment; 

(3) the information falls within one or more of the 

categories of information listed in section 1.4 of this 

order; and 

(4) the original classification authority determines 

that the unauthorized disclosure of the information 

reasonably could be expected to result in damage to the 

national security, which includes defense against trans-

national terrorism, and the original classification au-

thority is able to identify or describe the damage. 

(b) If there is significant doubt about the need to 

classify information, it shall not be classified. This pro-

vision does not: 

(1) amplify or modify the substantive criteria or pro-

cedures for classification; or 

(2) create any substantive or procedural rights sub-

ject to judicial review. 

(c) Classified information shall not be declassified 

automatically as a result of any unauthorized disclo-

sure of identical or similar information. 

(d) The unauthorized disclosure of foreign govern-

ment information is presumed to cause damage to the 

national security. 

SEC. 1.2. Classification Levels. (a) Information may be 

classified at one of the following three levels: 

(1) ‘‘Top Secret’’ shall be applied to information, the 

unauthorized disclosure of which reasonably could be 
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expected to cause exceptionally grave damage to the 

national security that the original classification au-

thority is able to identify or describe. 
(2) ‘‘Secret’’ shall be applied to information, the un-

authorized disclosure of which reasonably could be ex-

pected to cause serious damage to the national security 

that the original classification authority is able to 

identify or describe. 
(3) ‘‘Confidential’’ shall be applied to information, 

the unauthorized disclosure of which reasonably could 

be expected to cause damage to the national security 

that the original classification authority is able to 

identify or describe. 
(b) Except as otherwise provided by statute, no other 

terms shall be used to identify United States classified 

information. 
(c) If there is significant doubt about the appropriate 

level of classification, it shall be classified at the lower 

level. 
SEC. 1.3. Classification Authority. (a) The authority to 

classify information originally may be exercised only 

by: 
(1) the President and the Vice President; 
(2) agency heads and officials designated by the Presi-

dent; and 
(3) United States Government officials delegated this 

authority pursuant to paragraph (c) of this section. 
(b) Officials authorized to classify information at a 

specified level are also authorized to classify informa-

tion at a lower level. 
(c) Delegation of original classification authority. 
(1) Delegations of original classification authority 

shall be limited to the minimum required to administer 

this order. Agency heads are responsible for ensuring 

that designated subordinate officials have a demon-

strable and continuing need to exercise this authority. 
(2) ‘‘Top Secret’’ original classification authority 

may be delegated only by the President, the Vice Presi-

dent, or an agency head or official designated pursuant 

to paragraph (a)(2) of this section. 
(3) ‘‘Secret’’ or ‘‘Confidential’’ original classification 

authority may be delegated only by the President, the 

Vice President, an agency head or official designated 

pursuant to paragraph (a)(2) of this section, or the sen-

ior agency official designated under section 5.4(d) of 

this order, provided that official has been delegated 

‘‘Top Secret’’ original classification authority by the 

agency head. 
(4) Each delegation of original classification author-

ity shall be in writing and the authority shall not be 

redelegated except as provided in this order. Each dele-

gation shall identify the official by name or position. 
(5) Delegations of original classification authority 

shall be reported or made available by name or position 

to the Director of the Information Security Oversight 

Office. 
(d) All original classification authorities must re-

ceive training in proper classification (including the 

avoidance of over-classification) and declassification as 

provided in this order and its implementing directives 

at least once a calendar year. Such training must in-

clude instruction on the proper safeguarding of classi-

fied information and on the sanctions in section 5.5 of 

this order that may be brought against an individual 

who fails to classify information properly or protect 

classified information from unauthorized disclosure. 

Original classification authorities who do not receive 

such mandatory training at least once within a cal-

endar year shall have their classification authority sus-

pended by the agency head or the senior agency official 

designated under section 5.4(d) of this order until such 

training has taken place. A waiver may be granted by 

the agency head, the deputy agency head, or the senior 

agency official if an individual is unable to receive such 

training due to unavoidable circumstances. Whenever a 

waiver is granted, the individual shall receive such 

training as soon as practicable. 
(e) Exceptional cases. When an employee, government 

contractor, licensee, certificate holder, or grantee of an 

agency who does not have original classification au-

thority originates information believed by that person 

to require classification, the information shall be pro-

tected in a manner consistent with this order and its 

implementing directives. The information shall be 

transmitted promptly as provided under this order or 

its implementing directives to the agency that has ap-

propriate subject matter interest and classification au-

thority with respect to this information. That agency 

shall decide within 30 days whether to classify this in-

formation. 
SEC. 1.4. Classification Categories. Information shall 

not be considered for classification unless its unauthor-

ized disclosure could reasonably be expected to cause 

identifiable or describable damage to the national secu-

rity in accordance with section 1.2 of this order, and it 

pertains to one or more of the following: 
(a) military plans, weapons systems, or operations; 
(b) foreign government information; 
(c) intelligence activities (including covert action), 

intelligence sources or methods, or cryptology; 
(d) foreign relations or foreign activities of the 

United States, including confidential sources; 
(e) scientific, technological, or economic matters re-

lating to the national security; 
(f) United States Government programs for safe-

guarding nuclear materials or facilities; 
(g) vulnerabilities or capabilities of systems, installa-

tions, infrastructures, projects, plans, or protection 

services relating to the national security; or (h) the de-

velopment, production, or use of weapons of mass de-

struction. 
SEC. 1.5. Duration of Classification. (a) At the time of 

original classification, the original classification au-

thority shall establish a specific date or event for de-

classification based on the duration of the national se-

curity sensitivity of the information. Upon reaching 

the date or event, the information shall be automati-

cally declassified. Except for information that should 

clearly and demonstrably be expected to reveal the 

identity of a confidential human source or a human in-

telligence source or key design concepts of weapons of 

mass destruction, the date or event shall not exceed 

the time frame established in paragraph (b) of this sec-

tion. 
(b) If the original classification authority cannot de-

termine an earlier specific date or event for declas-

sification, information shall be marked for declassifica-

tion 10 years from the date of the original decision, un-

less the original classification authority otherwise de-

termines that the sensitivity of the information re-

quires that it be marked for declassification for up to 

25 years from the date of the original decision. 
(c) An original classification authority may extend 

the duration of classification up to 25 years from the 

date of origin of the document, change the level of clas-

sification, or reclassify specific information only when 

the standards and procedures for classifying informa-

tion under this order are followed. 
(d) No information may remain classified indefi-

nitely. Information marked for an indefinite duration 

of classification under predecessor orders, for example, 

marked as ‘‘Originating Agency’s Determination Re-

quired,’’ or classified information that contains incom-

plete declassification instructions or lacks declassifica-

tion instructions shall be declassified in accordance 

with part 3 of this order. 
SEC. 1.6. Identification and Markings. (a) At the time of 

original classification, the following shall be indicated 

in a manner that is immediately apparent: 
(1) one of the three classification levels defined in 

section 1.2 of this order; 
(2) the identity, by name and position, or by personal 

identifier, of the original classification authority; 
(3) the agency and office of origin, if not otherwise 

evident; 
(4) declassification instructions, which shall indicate 

one of the following: 
(A) the date or event for declassification, as pre-

scribed in section 1.5(a); 
(B) the date that is 10 years from the date of origi-

nal classification, as prescribed in section 1.5(b); 
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(C) the date that is up to 25 years from the date of 

original classification, as prescribed in section 1.5(b); 

or 
(D) in the case of information that should clearly 

and demonstrably be expected to reveal the identity 

of a confidential human source or a human intel-

ligence source or key design concepts of weapons of 

mass destruction, the marking prescribed in imple-

menting directives issued pursuant to this order; and 
(5) a concise reason for classification that, at a mini-

mum, cites the applicable classification categories in 

section 1.4 of this order. 
(b) Specific information required in paragraph (a) of 

this section may be excluded if it would reveal addi-

tional classified information. 
(c) With respect to each classified document, the 

agency originating the document shall, by marking or 

other means, indicate which portions are classified, 

with the applicable classification level, and which por-

tions are unclassified. In accordance with standards 

prescribed in directives issued under this order, the Di-

rector of the Information Security Oversight Office 

may grant and revoke temporary waivers of this re-

quirement. The Director shall revoke any waiver upon 

a finding of abuse. 
(d) Markings or other indicia implementing the pro-

visions of this order, including abbreviations and re-

quirements to safeguard classified working papers, 

shall conform to the standards prescribed in imple-

menting directives issued pursuant to this order. 
(e) Foreign government information shall retain its 

original classification markings or shall be assigned a 

U.S. classification that provides a degree of protection 

at least equivalent to that required by the entity that 

furnished the information. Foreign government infor-

mation retaining its original classification markings 

need not be assigned a U.S. classification marking pro-

vided that the responsible agency determines that the 

foreign government markings are adequate to meet the 

purposes served by U.S. classification markings. 
(f) Information assigned a level of classification 

under this or predecessor orders shall be considered as 

classified at that level of classification despite the 

omission of other required markings. Whenever such 

information is used in the derivative classification 

process or is reviewed for possible declassification, 

holders of such information shall coordinate with an 

appropriate classification authority for the application 

of omitted markings. 
(g) The classification authority shall, whenever prac-

ticable, use a classified addendum whenever classified 

information constitutes a small portion of an otherwise 

unclassified document or prepare a product to allow for 

dissemination at the lowest level of classification pos-

sible or in unclassified form. 
(h) Prior to public release, all declassified records 

shall be appropriately marked to reflect their declas-

sification. 
SEC. 1.7. Classification Prohibitions and Limitations. (a) 

In no case shall information be classified, continue to 

be maintained as classified, or fail to be declassified in 

order to: 
(1) conceal violations of law, inefficiency, or adminis-

trative error; 
(2) prevent embarrassment to a person, organization, 

or agency; 
(3) restrain competition; or 
(4) prevent or delay the release of information that 

does not require protection in the interest of the na-

tional security. 
(b) Basic scientific research information not clearly 

related to the national security shall not be classified. 
(c) Information may not be reclassified after declas-

sification and release to the public under proper au-

thority unless: 
(1) the reclassification is personally approved in writ-

ing by the agency head based on a document-by-docu-

ment determination by the agency that reclassification 

is required to prevent significant and demonstrable 

damage to the national security; 

(2) the information may be reasonably recovered 

without bringing undue attention to the information; 
(3) the reclassification action is reported promptly to 

the Assistant to the President for National Security 

Affairs (National Security Advisor) and the Director of 

the Information Security Oversight Office; and 
(4) for documents in the physical and legal custody of 

the National Archives and Records Administration (Na-

tional Archives) that have been available for public 

use, the agency head has, after making the determina-

tions required by this paragraph, notified the Archivist 

of the United States (Archivist), who shall suspend pub-

lic access pending approval of the reclassification ac-

tion by the Director of the Information Security Over-

sight Office. Any such decision by the Director may be 

appealed by the agency head to the President through 

the National Security Advisor. Public access shall re-

main suspended pending a prompt decision on the ap-

peal. 
(d) Information that has not previously been dis-

closed to the public under proper authority may be 

classified or reclassified after an agency has received a 

request for it under the Freedom of Information Act (5 

U.S.C. 552), the Presidential Records Act, 44 U.S.C. 

2204(c)(1), the Privacy Act of 1974 (5 U.S.C. 552a), or the 

mandatory review provisions of section 3.5 of this order 

only if such classification meets the requirements of 

this order and is accomplished on a document-by-docu-

ment basis with the personal participation or under the 

direction of the agency head, the deputy agency head, 

or the senior agency official designated under section 

5.4 of this order. The requirements in this paragraph 

also apply to those situations in which information has 

been declassified in accordance with a specific date or 

event determined by an original classification author-

ity in accordance with section 1.5 of this order. 
(e) Compilations of items of information that are in-

dividually unclassified may be classified if the com-

piled information reveals an additional association or 

relationship that: 
(1) meets the standards for classification under this 

order; and 
(2) is not otherwise revealed in the individual items 

of information. 
SEC. 1.8. Classification Challenges. (a) Authorized hold-

ers of information who, in good faith, believe that its 

classification status is improper are encouraged and ex-

pected to challenge the classification status of the in-

formation in accordance with agency procedures estab-

lished under paragraph (b) of this section. 
(b) In accordance with implementing directives is-

sued pursuant to this order, an agency head or senior 

agency official shall establish procedures under which 

authorized holders of information, including authorized 

holders outside the classifying agency, are encouraged 

and expected to challenge the classification of informa-

tion that they believe is improperly classified or un-

classified. These procedures shall ensure that: 
(1) individuals are not subject to retribution for 

bringing such actions; 
(2) an opportunity is provided for review by an impar-

tial official or panel; and 
(3) individuals are advised of their right to appeal 

agency decisions to the Interagency Security Classi-

fication Appeals Panel (Panel) established by section 

5.3 of this order. 
(c) Documents required to be submitted for pre-

publication review or other administrative process pur-

suant to an approved nondisclosure agreement are not 

covered by this section. 
SEC. 1.9. Fundamental Classification Guidance Review. 

(a) Agency heads shall complete on a periodic basis a 

comprehensive review of the agency’s classification 

guidance, particularly classification guides, to ensure 

the guidance reflects current circumstances and to 

identify classified information that no longer requires 

protection and can be declassified. The initial fun-

damental classification guidance review shall be com-

pleted within 2 years of the effective date of this order. 
(b) The classification guidance review shall include 

an evaluation of classified information to determine if 
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it meets the standards for classification under section 

1.4 of this order, taking into account an up-to-date as-

sessment of likely damage as described under section 

1.2 of this order. 
(c) The classification guidance review shall include 

original classification authorities and agency subject 

matter experts to ensure a broad range of perspectives. 
(d) Agency heads shall provide a report summarizing 

the results of the classification guidance review to the 

Director of the Information Security Oversight Office 

and shall release an unclassified version of this report 

to the public. 

PART 2—DERIVATIVE CLASSIFICATION 

SEC. 2.1. Use of Derivative Classification. (a) Persons 

who reproduce, extract, or summarize classified infor-

mation, or who apply classification markings derived 

from source material or as directed by a classification 

guide, need not possess original classification author-

ity. 
(b) Persons who apply derivative classification mark-

ings shall: 
(1) be identified by name and position, or by personal 

identifier, in a manner that is immediately apparent 

for each derivative classification action; 
(2) observe and respect original classification deci-

sions; and 
(3) carry forward to any newly created documents the 

pertinent classification markings. For information de-

rivatively classified based on multiple sources, the de-

rivative classifier shall carry forward: 
(A) the date or event for declassification that cor-

responds to the longest period of classification among 

the sources, or the marking established pursuant to 

section 1.6(a)(4)(D) of this order; and 
(B) a listing of the source materials. 

(c) Derivative classifiers shall, whenever practicable, 

use a classified addendum whenever classified informa-

tion constitutes a small portion of an otherwise unclas-

sified document or prepare a product to allow for dis-

semination at the lowest level of classification possible 

or in unclassified form. 
(d) Persons who apply derivative classification mark-

ings shall receive training in the proper application of 

the derivative classification principles of the order, 

with an emphasis on avoiding over-classification, at 

least once every 2 years. Derivative classifiers who do 

not receive such training at least once every 2 years 

shall have their authority to apply derivative classi-

fication markings suspended until they have received 

such training. A waiver may be granted by the agency 

head, the deputy agency head, or the senior agency offi-

cial if an individual is unable to receive such training 

due to unavoidable circumstances. Whenever a waiver 

is granted, the individual shall receive such training as 

soon as practicable. 
SEC. 2.2. Classification Guides. (a) Agencies with origi-

nal classification authority shall prepare classification 

guides to facilitate the proper and uniform derivative 

classification of information. These guides shall con-

form to standards contained in directives issued under 

this order. 
(b) Each guide shall be approved personally and in 

writing by an official who: 
(1) has program or supervisory responsibility over the 

information or is the senior agency official; and 
(2) is authorized to classify information originally at 

the highest level of classification prescribed in the 

guide. 
(c) Agencies shall establish procedures to ensure that 

classification guides are reviewed and updated as pro-

vided in directives issued under this order. 
(d) Agencies shall incorporate original classification 

decisions into classification guides on a timely basis 

and in accordance with directives issued under this 

order. 
(e) Agencies may incorporate exemptions from auto-

matic declassification approved pursuant to section 

3.3(j) of this order into classification guides, provided 

that the Panel is notified of the intent to take such ac-

tion for specific information in advance of approval and 

the information remains in active use. 
(f) The duration of classification of a document clas-

sified by a derivative classifier using a classification 

guide shall not exceed 25 years from the date of the ori-

gin of the document, except for: 
(1) information that should clearly and demonstrably 

be expected to reveal the identity of a confidential 

human source or a human intelligence source or key 

design concepts of weapons of mass destruction; and 
(2) specific information incorporated into classifica-

tion guides in accordance with section 2.2(e) of this 

order. 

PART 3—DECLASSIFICATION AND DOWNGRADING 

SEC. 3.1. Authority for Declassification. (a) Information 

shall be declassified as soon as it no longer meets the 

standards for classification under this order. 
(b) Information shall be declassified or downgraded 

by: 
(1) the official who authorized the original classifica-

tion, if that official is still serving in the same position 

and has original classification authority; 
(2) the originator’s current successor in function, if 

that individual has original classification authority; 
(3) a supervisory official of either the originator or 

his or her successor in function, if the supervisory offi-

cial has original classification authority; or (4) officials 

delegated declassification authority in writing by the 

agency head or the senior agency official of the origi-

nating agency. 
(c) The Director of National Intelligence (or, if dele-

gated by the Director of National Intelligence, the 

Principal Deputy Director of National Intelligence) 

may, with respect to the Intelligence Community, after 

consultation with the head of the originating Intel-

ligence Community element or department, declassify, 

downgrade, or direct the declassification or downgrad-

ing of information or intelligence relating to intel-

ligence sources, methods, or activities. 
(d) It is presumed that information that continues to 

meet the classification requirements under this order 

requires continued protection. In some exceptional 

cases, however, the need to protect such information 

may be outweighed by the public interest in disclosure 

of the information, and in these cases the information 

should be declassified. When such questions arise, they 

shall be referred to the agency head or the senior agen-

cy official. That official will determine, as an exercise 

of discretion, whether the public interest in disclosure 

outweighs the damage to the national security that 

might reasonably be expected from disclosure. This 

provision does not: 
(1) amplify or modify the substantive criteria or pro-

cedures for classification; or 
(2) create any substantive or procedural rights sub-

ject to judicial review. 
(e) If the Director of the Information Security Over-

sight Office determines that information is classified in 

violation of this order, the Director may require the in-

formation to be declassified by the agency that origi-

nated the classification. Any such decision by the Di-

rector may be appealed to the President through the 

National Security Advisor. The information shall re-

main classified pending a prompt decision on the ap-

peal. 
(f) The provisions of this section shall also apply to 

agencies that, under the terms of this order, do not 

have original classification authority, but had such au-

thority under predecessor orders. 
(g) No information may be excluded from declas-

sification under section 3.3 of this order based solely on 

the type of document or record in which it is found. 

Rather, the classified information must be considered 

on the basis of its content. 
(h) Classified nonrecord materials, including arti-

facts, shall be declassified as soon as they no longer 

meet the standards for classification under this order. 
(i) When making decisions under sections 3.3, 3.4, and 

3.5 of this order, agencies shall consider the final deci-

sions of the Panel. 
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SEC. 3.2. Transferred Records. 
(a) In the case of classified records transferred in con-

junction with a transfer of functions, and not merely 

for storage purposes, the receiving agency shall be 

deemed to be the originating agency for purposes of 

this order. 
(b) In the case of classified records that are not offi-

cially transferred as described in paragraph (a) of this 

section, but that originated in an agency that has 

ceased to exist and for which there is no successor 

agency, each agency in possession of such records shall 

be deemed to be the originating agency for purposes of 

this order. Such records may be declassified or down-

graded by the agency in possession of the records after 

consultation with any other agency that has an inter-

est in the subject matter of the records. 
(c) Classified records accessioned into the National 

Archives shall be declassified or downgraded by the Ar-

chivist in accordance with this order, the directives is-

sued pursuant to this order, agency declassification 

guides, and any existing procedural agreement between 

the Archivist and the relevant agency head. 
(d) The originating agency shall take all reasonable 

steps to declassify classified information contained in 

records determined to have permanent historical value 

before they are accessioned into the National Archives. 

However, the Archivist may require that classified 

records be accessioned into the National Archives when 

necessary to comply with the provisions of the Federal 

Records Act. This provision does not apply to records 

transferred to the Archivist pursuant to section 2203 of 

title 44, United States Code, or records for which the 

National Archives serves as the custodian of the 

records of an agency or organization that has gone out 

of existence. 
(e) To the extent practicable, agencies shall adopt a 

system of records management that will facilitate the 

public release of documents at the time such docu-

ments are declassified pursuant to the provisions for 

automatic declassification in section 3.3 of this order. 
SEC. 3.3 Automatic Declassification. 
(a) Subject to paragraphs (b)–(d) and (g)–(j) of this 

section, all classified records that (1) are more than 25 

years old and (2) have been determined to have perma-

nent historical value under title 44, United States Code, 

shall be automatically declassified whether or not the 

records have been reviewed. All classified records shall 

be automatically declassified on December 31 of the 

year that is 25 years from the date of origin, except as 

provided in paragraphs (b)–(d) and (g)–(j) of this sec-

tion. If the date of origin of an individual record cannot 

be readily determined, the date of original classifica-

tion shall be used instead. 
(b) An agency head may exempt from automatic de-

classification under paragraph (a) of this section spe-

cific information, the release of which should clearly 

and demonstrably be expected to: 
(1) reveal the identity of a confidential human 

source, a human intelligence source, a relationship 

with an intelligence or security service of a foreign 

government or international organization, or a 

nonhuman intelligence source; or impair the effective-

ness of an intelligence method currently in use, avail-

able for use, or under development; 
(2) reveal information that would assist in the devel-

opment, production, or use of weapons of mass destruc-

tion; 
(3) reveal information that would impair U.S. crypto-

logic systems or activities; 
(4) reveal information that would impair the applica-

tion of state-of-the-art technology within a U.S. weap-

on system; 
(5) reveal formally named or numbered U.S. military 

war plans that remain in effect, or reveal operational 

or tactical elements of prior plans that are contained 

in such active plans; 
(6) reveal information, including foreign government 

information, that would cause serious harm to rela-

tions between the United States and a foreign govern-

ment, or to ongoing diplomatic activities of the United 

States; 

(7) reveal information that would impair the current 

ability of United States Government officials to pro-

tect the President, Vice President, and other protectees 

for whom protection services, in the interest of the na-

tional security, are authorized; 
(8) reveal information that would seriously impair 

current national security emergency preparedness 

plans or reveal current vulnerabilities of systems, in-

stallations, or infrastructures relating to the national 

security; or 
(9) violate a statute, treaty, or international agree-

ment that does not permit the automatic or unilateral 

declassification of information at 25 years. 
(c)(1) An agency head shall notify the Panel of any 

specific file series of records for which a review or as-

sessment has determined that the information within 

that file series almost invariably falls within one or 

more of the exemption categories listed in paragraph 

(b) of this section and that the agency proposes to ex-

empt from automatic declassification at 25 years. 
(2) The notification shall include: 

(A) a description of the file series; 
(B) an explanation of why the information within 

the file series is almost invariably exempt from auto-

matic declassification and why the information must 

remain classified for a longer period of time; and 
(C) except when the information within the file se-

ries almost invariably identifies a confidential 

human source or a human intelligence source or key 

design concepts of weapons of mass destruction, a 

specific date or event for declassification of the infor-

mation, not to exceed December 31 of the year that is 

50 years from the date of origin of the records. 
(3) The Panel may direct the agency not to exempt a 

designated file series or to declassify the information 

within that series at an earlier date than rec-

ommended. The agency head may appeal such a deci-

sion to the President through the National Security 

Advisor. 
(4) File series exemptions approved by the President 

prior to December 31, 2008, shall remain valid without 

any additional agency action pending Panel review by 

the later of December 31, 2010, or December 31 of the 

year that is 10 years from the date of previous ap-

proval. 
(d) The following provisions shall apply to the onset 

of automatic declassification: 
(1) Classified records within an integral file block, as 

defined in this order, that are otherwise subject to 

automatic declassification under this section shall not 

be automatically declassified until December 31 of the 

year that is 25 years from the date of the most recent 

record within the file block. 
(2) After consultation with the Director of the Na-

tional Declassification Center (the Center) established 

by section 3.7 of this order and before the records are 

subject to automatic declassification, an agency head 

or senior agency official may delay automatic declas-

sification for up to five additional years for classified 

information contained in media that make a review for 

possible declassification exemptions more difficult or 

costly. 
(3) Other than for records that are properly exempted 

from automatic declassification, records containing 

classified information that originated with other agen-

cies or the disclosure of which would affect the inter-

ests or activities of other agencies with respect to the 

classified information and could reasonably be expected 

to fall under one or more of the exemptions in para-

graph (b) of this section shall be identified prior to the 

onset of automatic declassification for later referral to 

those agencies. 
(A) The information of concern shall be referred by 

the Center established by section 3.7 of this order, or 

by the centralized facilities referred to in section 

3.7(e) of this order, in a prioritized and scheduled 

manner determined by the Center. 
(B) If an agency fails to provide a final determina-

tion on a referral made by the Center within 1 year 

of referral, or by the centralized facilities referred to 
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in section 3.7(e) of this order within 3 years of refer-

ral, its equities in the referred records shall be auto-

matically declassified. 
(C) If any disagreement arises between affected 

agencies and the Center regarding the referral review 

period, the Director of the Information Security 

Oversight Office shall determine the appropriate pe-

riod of review of referred records. 
(D) Referrals identified prior to the establishment 

of the Center by section 3.7 of this order shall be sub-

ject to automatic declassification only in accordance 

with subparagraphs (d)(3)(A)–(C) of this section. 
(4) After consultation with the Director of the Infor-

mation Security Oversight Office, an agency head may 

delay automatic declassification for up to 3 years from 

the date of discovery of classified records that were in-

advertently not reviewed prior to the effective date of 

automatic declassification. 
(e) Information exempted from automatic declas-

sification under this section shall remain subject to the 

mandatory and systematic declassification review pro-

visions of this order. 
(f) The Secretary of State shall determine when the 

United States should commence negotiations with the 

appropriate officials of a foreign government or inter-

national organization of governments to modify any 

treaty or international agreement that requires the 

classification of information contained in records af-

fected by this section for a period longer than 25 years 

from the date of its creation, unless the treaty or inter-

national agreement pertains to information that may 

otherwise remain classified beyond 25 years under this 

section. 
(g) The Secretary of Energy shall determine when in-

formation concerning foreign nuclear programs that 

was removed from the Restricted Data category in 

order to carry out provisions of the National Security 

Act of 1947, as amended, may be declassified. Unless 

otherwise determined, such information shall be de-

classified when comparable information concerning the 

United States nuclear program is declassified. 
(h) Not later than 3 years from the effective date of 

this order, all records exempted from automatic declas-

sification under paragraphs (b) and (c) of this section 

shall be automatically declassified on December 31 of a 

year that is no more than 50 years from the date of ori-

gin, subject to the following: 
(1) Records that contain information the release of 

which should clearly and demonstrably be expected to 

reveal the following are exempt from automatic declas-

sification at 50 years: 
(A) the identity of a confidential human source or 

a human intelligence source; or 
(B) key design concepts of weapons of mass destruc-

tion. 
(2) In extraordinary cases, agency heads may, within 

5 years of the onset of automatic declassification, pro-

pose to exempt additional specific information from de-

classification at 50 years. 
(3) Records exempted from automatic declassification 

under this paragraph shall be automatically declas-

sified on December 31 of a year that is no more than 75 

years from the date of origin unless an agency head, 

within 5 years of that date, proposes to exempt specific 

information from declassification at 75 years and the 

proposal is formally approved by the Panel. 
(i) Specific records exempted from automatic declas-

sification prior to the establishment of the Center de-

scribed in section 3.7 of this order shall be subject to 

the provisions of paragraph (h) of this section in a 

scheduled and prioritized manner determined by the 

Center. 
(j) At least 1 year before information is subject to 

automatic declassification under this section, an agen-

cy head or senior agency official shall notify the Direc-

tor of the Information Security Oversight Office, serv-

ing as Executive Secretary of the Panel, of any specific 

information that the agency proposes to exempt from 

automatic declassification under paragraphs (b) and (h) 

of this section. 

(1) The notification shall include: 
(A) a detailed description of the information, either 

by reference to information in specific records or in 

the form of a declassification guide; 
(B) an explanation of why the information should 

be exempt from automatic declassification and must 

remain classified for a longer period of time; and 
(C) a specific date or a specific and independently 

verifiable event for automatic declassification of spe-

cific records that contain the information proposed 

for exemption. 
(2) The Panel may direct the agency not to exempt 

the information or to declassify it at an earlier date 

than recommended. An agency head may appeal such a 

decision to the President through the National Secu-

rity Advisor. The information will remain classified 

while such an appeal is pending. 
(k) For information in a file series of records deter-

mined not to have permanent historical value, the du-

ration of classification beyond 25 years shall be the 

same as the disposition (destruction) date of those 

records in each Agency Records Control Schedule or 

General Records Schedule, although the duration of 

classification shall be extended if the record has been 

retained for business reasons beyond the scheduled dis-

position date. 
SEC. 3.4. Systematic Declassification Review. 
(a) Each agency that has originated classified infor-

mation under this order or its predecessors shall estab-

lish and conduct a program for systematic declassifica-

tion review for records of permanent historical value 

exempted from automatic declassification under sec-

tion 3.3 of this order. Agencies shall prioritize their re-

view of such records in accordance with priorities es-

tablished by the Center. 
(b) The Archivist shall conduct a systematic declas-

sification review program for classified records: 
(1) accessioned into the National Archives; (2) trans-

ferred to the Archivist pursuant to 44 U.S.C. 2203; and 

(3) for which the National Archives serves as the custo-

dian for an agency or organization that has gone out of 

existence. 
SEC. 3.5. Mandatory Declassification Review. 
(a) Except as provided in paragraph (b) of this sec-

tion, all information classified under this order or pred-

ecessor orders shall be subject to a review for declas-

sification by the originating agency if: 
(1) the request for a review describes the document or 

material containing the information with sufficient 

specificity to enable the agency to locate it with a rea-

sonable amount of effort; 
(2) the document or material containing the informa-

tion responsive to the request is not contained within 

an operational file exempted from search and review, 

publication, and disclosure under 5 U.S.C. 552 in accord-

ance with law; and 
(3) the information is not the subject of pending liti-

gation. 
(b) Information originated by the incumbent Presi-

dent or the incumbent Vice President; the incumbent 

President’s White House Staff or the incumbent Vice 

President’s Staff; committees, commissions, or boards 

appointed by the incumbent President; or other enti-

ties within the Executive Office of the President that 

solely advise and assist the incumbent President is ex-

empted from the provisions of paragraph (a) of this sec-

tion. However, the Archivist shall have the authority 

to review, downgrade, and declassify papers or records 

of former Presidents and Vice Presidents under the 

control of the Archivist pursuant to 44 U.S.C. 2107, 2111, 

2111 note, or 2203. Review procedures developed by the 

Archivist shall provide for consultation with agencies 

having primary subject matter interest and shall be 

consistent with the provisions of applicable laws or 

lawful agreements that pertain to the respective Presi-

dential papers or records. Agencies with primary sub-

ject matter interest shall be notified promptly of the 

Archivist’s decision. Any final decision by the Archi-

vist may be appealed by the requester or an agency to 

the Panel. The information shall remain classified 

pending a prompt decision on the appeal. 
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(c) Agencies conducting a mandatory review for de-

classification shall declassify information that no 

longer meets the standards for classification under this 

order. They shall release this information unless with-

holding is otherwise authorized and warranted under 

applicable law. 
(d) If an agency has reviewed the requested informa-

tion for declassification within the past 2 years, the 

agency need not conduct another review and may in-

stead inform the requester of this fact and the prior re-

view decision and advise the requester of appeal rights 

provided under subsection (e) of this section. 
(e) In accordance with directives issued pursuant to 

this order, agency heads shall develop procedures to 

process requests for the mandatory review of classified 

information. These procedures shall apply to informa-

tion classified under this or predecessor orders. They 

also shall provide a means for administratively appeal-

ing a denial of a mandatory review request, and for no-

tifying the requester of the right to appeal a final agen-

cy decision to the Panel. 
(f) After consultation with affected agencies, the Sec-

retary of Defense shall develop special procedures for 

the review of cryptologic information; the Director of 

National Intelligence shall develop special procedures 

for the review of information pertaining to intelligence 

sources, methods, and activities; and the Archivist 

shall develop special procedures for the review of infor-

mation accessioned into the National Archives. 
(g) Documents required to be submitted for pre-

publication review or other administrative process pur-

suant to an approved nondisclosure agreement are not 

covered by this section. 
(h) This section shall not apply to any request for a 

review made to an element of the Intelligence Commu-

nity that is made by a person other than an individual 

as that term is defined by 5 U.S.C. 552a(a)(2), or by a 

foreign government entity or any representative there-

of. 
SEC. 3.6. Processing Requests and Reviews. Notwith-

standing section 4.1(i) of this order, in response to a re-

quest for information under the Freedom of Informa-

tion Act, the Presidential Records Act, the Privacy Act 

of 1974, or the mandatory review provisions of this 

order: 
(a) An agency may refuse to confirm or deny the ex-

istence or nonexistence of requested records whenever 

the fact of their existence or nonexistence is itself clas-

sified under this order or its predecessors. 
(b) When an agency receives any request for docu-

ments in its custody that contain classified informa-

tion that originated with other agencies or the disclo-

sure of which would affect the interests or activities of 

other agencies with respect to the classified informa-

tion, or identifies such documents in the process of im-

plementing sections 3.3 or 3.4 of this order, it shall refer 

copies of any request and the pertinent documents to 

the originating agency for processing and may, after 

consultation with the originating agency, inform any 

requester of the referral unless such association is it-

self classified under this order or its predecessors. In 

cases in which the originating agency determines in 

writing that a response under paragraph (a) of this sec-

tion is required, the referring agency shall respond to 

the requester in accordance with that paragraph. 
(c) Agencies may extend the classification of infor-

mation in records determined not to have permanent 

historical value or nonrecord materials, including arti-

facts, beyond the time frames established in sections 

1.5(b) and 2.2(f) of this order, provided: 
(1) the specific information has been approved pursu-

ant to section 3.3(j) of this order for exemption from 

automatic declassification; and 
(2) the extension does not exceed the date established 

in section 3.3(j) of this order. 
SEC. 3.7. National Declassification Center. (a) There is 

established within the National Archives a National 

Declassification Center to streamline declassification 

processes, facilitate quality-assurance measures, and 

implement standardized training regarding the declas-

sification of records determined to have permanent his-

torical value. There shall be a Director of the Center 

who shall be appointed or removed by the Archivist in 

consultation with the Secretaries of State, Defense, 

Energy, and Homeland Security, the Attorney General, 

and the Director of National Intelligence. 
(b) Under the administration of the Director, the Cen-

ter shall coordinate: 
(1) timely and appropriate processing of referrals in 

accordance with section 3.3(d)(3) of this order for acces-

sioned Federal records and transferred presidential 

records. 
(2) general interagency declassification activities 

necessary to fulfill the requirements of sections 3.3 and 

3.4 of this order; 
(3) the exchange among agencies of detailed declas-

sification guidance to enable the referral of records in 

accordance with section 3.3(d)(3) of this order; 
(4) the development of effective, transparent, and 

standard declassification work processes, training, and 

quality assurance measures; 
(5) the development of solutions to declassification 

challenges posed by electronic records, special media, 

and emerging technologies; 
(6) the linkage and effective utilization of existing 

agency databases and the use of new technologies to 

document and make public declassification review deci-

sions and support declassification activities under the 

purview of the Center; and 
(7) storage and related services, on a reimbursable 

basis, for Federal records containing classified national 

security information. 
(c) Agency heads shall fully cooperate with the Archi-

vist in the activities of the Center and shall: 
(1) provide the Director with adequate and current 

declassification guidance to enable the referral of 

records in accordance with section 3.3(d)(3) of this 

order; and 
(2) upon request of the Archivist, assign agency per-

sonnel to the Center who shall be delegated authority 

by the agency head to review and exempt or declassify 

information originated by their agency contained in 

records accessioned into the National Archives, after 

consultation with subject-matter experts as necessary. 
(d) The Archivist, in consultation with representa-

tives of the participants in the Center and after input 

from the general public, shall develop priorities for de-

classification activities under the purview of the Cen-

ter that take into account the degree of researcher in-

terest and the likelihood of declassification. 
(e) Agency heads may establish such centralized fa-

cilities and internal operations to conduct internal de-

classification reviews as appropriate to achieve opti-

mized records management and declassification busi-

ness processes. Once established, all referral processing 

of accessioned records shall take place at the Center, 

and such agency facilities and operations shall be coor-

dinated with the Center to ensure the maximum degree 

of consistency in policies and procedures that relate to 

records determined to have permanent historical value. 
(f) Agency heads may exempt from automatic declas-

sification or continue the classification of their own 

originally classified information under section 3.3(a) of 

this order except that in the case of the Director of Na-

tional Intelligence, the Director shall also retain such 

authority with respect to the Intelligence Community. 
(g) The Archivist shall, in consultation with the Sec-

retaries of State, Defense, Energy, and Homeland Secu-

rity, the Attorney General, the Director of National In-

telligence, the Director of the Central Intelligence 

Agency, and the Director of the Information Security 

Oversight Office, provide the National Security Advisor 

with a detailed concept of operations for the Center and 

a proposed implementing directive under section 5.1 of 

this order that reflects the coordinated views of the 

aforementioned agencies. 

PART 4—SAFEGUARDING 

SEC. 4.1. General Restrictions on Access. 
(a) A person may have access to classified informa-

tion provided that: 
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(1) a favorable determination of eligibility for access 

has been made by an agency head or the agency head’s 

designee; 
(2) the person has signed an approved nondisclosure 

agreement; and 
(3) the person has a need-to-know the information. 
(b) Every person who has met the standards for ac-

cess to classified information in paragraph (a) of this 

section shall receive contemporaneous training on the 

proper safeguarding of classified information and on 

the criminal, civil, and administrative sanctions that 

may be imposed on an individual who fails to protect 

classified information from unauthorized disclosure. 
(c) An official or employee leaving agency service 

may not remove classified information from the agen-

cy’s control or direct that information be declassified 

in order to remove it from agency control. 
(d) Classified information may not be removed from 

official premises without proper authorization. 
(e) Persons authorized to disseminate classified infor-

mation outside the executive branch shall ensure the 

protection of the information in a manner equivalent 

to that provided within the executive branch. 
(f) Consistent with law, executive orders, directives, 

and regulations, an agency head or senior agency offi-

cial or, with respect to the Intelligence Community, 

the Director of National Intelligence, shall establish 

uniform procedures to ensure that automated informa-

tion systems, including networks and telecommunica-

tions systems, that collect, create, communicate, com-

pute, disseminate, process, or store classified informa-

tion: 
(1) prevent access by unauthorized persons; 
(2) ensure the integrity of the information; and 
(3) to the maximum extent practicable, use: 

(A) common information technology standards, pro-

tocols, and interfaces that maximize the availability 

of, and access to, the information in a form and man-

ner that facilitates its authorized use; and 
(B) standardized electronic formats to maximize 

the accessibility of information to persons who meet 

the criteria set forth in section 4.1(a) of this order. 
(g) Consistent with law, executive orders, directives, 

and regulations, each agency head or senior agency of-

ficial, or with respect to the Intelligence Community, 

the Director of National Intelligence, shall establish 

controls to ensure that classified information is used, 

processed, stored, reproduced, transmitted, and de-

stroyed under conditions that provide adequate protec-

tion and prevent access by unauthorized persons. 
(h) Consistent with directives issued pursuant to this 

order, an agency shall safeguard foreign government 

information under standards that provide a degree of 

protection at least equivalent to that required by the 

government or international organization of govern-

ments that furnished the information. When adequate 

to achieve equivalency, these standards may be less re-

strictive than the safeguarding standards that ordi-

narily apply to U.S. ‘‘Confidential’’ information, in-

cluding modified handling and transmission and allow-

ing access to individuals with a need-to-know who have 

not otherwise been cleared for access to classified in-

formation or executed an approved nondisclosure 

agreement. 
(i)(1) Classified information originating in one agency 

may be disseminated to another agency or U.S. entity 

by any agency to which it has been made available 

without the consent of the originating agency, as long 

as the criteria for access under section 4.1(a) of this 

order are met, unless the originating agency has deter-

mined that prior authorization is required for such dis-

semination and has marked or indicated such require-

ment on the medium containing the classified informa-

tion in accordance with implementing directives issued 

pursuant to this order. 
(2) Classified information originating in one agency 

may be disseminated by any other agency to which it 

has been made available to a foreign government in ac-

cordance with statute, this order, directives imple-

menting this order, direction of the President, or with 

the consent of the originating agency. For the purposes 

of this section, ‘‘foreign government’’ includes any ele-

ment of a foreign government, or an international or-

ganization of governments, or any element thereof. 
(3) Documents created prior to the effective date of 

this order shall not be disseminated outside any other 

agency to which they have been made available with-

out the consent of the originating agency. An agency 

head or senior agency official may waive this require-

ment for specific information that originated within 

that agency. 
(4) For purposes of this section, the Department of 

Defense shall be considered one agency, except that any 

dissemination of information regarding intelligence 

sources, methods, or activities shall be consistent with 

directives issued pursuant to section 6.2(b) of this 

order. 
(5) Prior consent of the originating agency is not re-

quired when referring records for declassification re-

view that contain information originating in more than 

one agency. 
SEC. 4.2 Distribution Controls. 
(a) The head of each agency shall establish proce-

dures in accordance with applicable law and consistent 

with directives issued pursuant to this order to ensure 

that classified information is accessible to the maxi-

mum extent possible by individuals who meet the cri-

teria set forth in section 4.1(a) of this order. 
(b) In an emergency, when necessary to respond to an 

imminent threat to life or in defense of the homeland, 

the agency head or any designee may authorize the dis-

closure of classified information (including information 

marked pursuant to section 4.1(i)(1) of this order) to an 

individual or individuals who are otherwise not eligible 

for access. Such actions shall be taken only in accord-

ance with directives implementing this order and any 

procedure issued by agencies governing the classified 

information, which shall be designed to minimize the 

classified information that is disclosed under these cir-

cumstances and the number of individuals who receive 

it. Information disclosed under this provision or imple-

menting directives and procedures shall not be deemed 

declassified as a result of such disclosure or subsequent 

use by a recipient. Such disclosures shall be reported 

promptly to the originator of the classified informa-

tion. For purposes of this section, the Director of Na-

tional Intelligence may issue an implementing direc-

tive governing the emergency disclosure of classified 

intelligence information. 
(c) Each agency shall update, at least annually, the 

automatic, routine, or recurring distribution mecha-

nism for classified information that it distributes. Re-

cipients shall cooperate fully with distributors who are 

updating distribution lists and shall notify distributors 

whenever a relevant change in status occurs. 
SEC. 4.3. Special Access Programs. (a) Establishment of 

special access programs. Unless otherwise authorized 

by the President, only the Secretaries of State, De-

fense, Energy, and Homeland Security, the Attorney 

General, and the Director of National Intelligence, or 

the principal deputy of each, may create a special ac-

cess program. For special access programs pertaining 

to intelligence sources, methods, and activities (but 

not including military operational, strategic, and tac-

tical programs), this function shall be exercised by the 

Director of National Intelligence. These officials shall 

keep the number of these programs at an absolute min-

imum, and shall establish them only when the program 

is required by statute or upon a specific finding that: 
(1) the vulnerability of, or threat to, specific informa-

tion is exceptional; and 
(2) the normal criteria for determining eligibility for 

access applicable to information classified at the same 

level are not deemed sufficient to protect the informa-

tion from unauthorized disclosure. 
(b) Requirements and limitations. 
(1) Special access programs shall be limited to pro-

grams in which the number of persons who ordinarily 

will have access will be reasonably small and commen-

surate with the objective of providing enhanced protec-

tion for the information involved. 
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(2) Each agency head shall establish and maintain a 

system of accounting for special access programs con-

sistent with directives issued pursuant to this order. 
(3) Special access programs shall be subject to the 

oversight program established under section 5.4(d) of 

this order. In addition, the Director of the Information 

Security Oversight Office shall be afforded access to 

these programs, in accordance with the security re-

quirements of each program, in order to perform the 

functions assigned to the Information Security Over-

sight Office under this order. An agency head may limit 

access to a special access program to the Director of 

the Information Security Oversight Office and no more 

than one other employee of the Information Security 

Oversight Office or, for special access programs that 

are extraordinarily sensitive and vulnerable, to the Di-

rector only. 
(4) The agency head or principal deputy shall review 

annually each special access program to determine 

whether it continues to meet the requirements of this 

order. 
(5) Upon request, an agency head shall brief the Na-

tional Security Advisor, or a designee, on any or all of 

the agency’s special access programs. 
(6) For the purposes of this section, the term ‘‘agency 

head’’ refers only to the Secretaries of State, Defense, 

Energy, and Homeland Security, the Attorney General, 

and the Director of National Intelligence, or the prin-

cipal deputy of each. 
(c) Nothing in this order shall supersede any require-

ment made by or under 10 U.S.C. 119. 
SEC. 4.4. Access by Historical Researchers and Certain 

Former Government Personnel. 
(a) The requirement in section 4.1(a)(3) of this order 

that access to classified information may be granted 

only to individuals who have a need-to-know the infor-

mation may be waived for persons who: 
(1) are engaged in historical research projects; 
(2) previously have occupied senior policy-making po-

sitions to which they were appointed or designated by 

the President or the Vice President; or 
(3) served as President or Vice President. 
(b) Waivers under this section may be granted only if 

the agency head or senior agency official of the origi-

nating agency: 
(1) determines in writing that access is consistent 

with the interest of the national security; 
(2) takes appropriate steps to protect classified infor-

mation from unauthorized disclosure or compromise, 

and ensures that the information is safeguarded in a 

manner consistent with this order; and 
(3) limits the access granted to former Presidential 

appointees or designees and Vice Presidential ap-

pointees or designees to items that the person origi-

nated, reviewed, signed, or received while serving as a 

Presidential or Vice Presidential appointee or designee. 

PART 5—IMPLEMENTATION AND REVIEW 

SEC. 5.1. Program Direction. (a) The Director of the In-

formation Security Oversight Office, under the direc-

tion of the Archivist and in consultation with the Na-

tional Security Advisor, shall issue such directives as 

are necessary to implement this order. These directives 

shall be binding on the agencies. Directives issued by 

the Director of the Information Security Oversight Of-

fice shall establish standards for: 
(1) classification, declassification, and marking prin-

ciples; 
(2) safeguarding classified information, which shall 

pertain to the handling, storage, distribution, trans-

mittal, and destruction of and accounting for classified 

information; 
(3) agency security education and training programs; 
(4) agency self-inspection programs; and 
(5) classification and declassification guides. 
(b) The Archivist shall delegate the implementation 

and monitoring functions of this program to the Direc-

tor of the Information Security Oversight Office. 
(c) The Director of National Intelligence, after con-

sultation with the heads of affected agencies and the 

Director of the Information Security Oversight Office, 

may issue directives to implement this order with re-

spect to the protection of intelligence sources, meth-

ods, and activities. Such directives shall be consistent 

with this order and directives issued under paragraph 

(a) of this section. 
SEC. 5.2. Information Security Oversight Office. (a) 

There is established within the National Archives an 

Information Security Oversight Office. The Archivist 

shall appoint the Director of the Information Security 

Oversight Office, subject to the approval of the Presi-

dent. 
(b) Under the direction of the Archivist, acting in 

consultation with the National Security Advisor, the 

Director of the Information Security Oversight Office 

shall: 
(1) develop directives for the implementation of this 

order; 
(2) oversee agency actions to ensure compliance with 

this order and its implementing directives; 
(3) review and approve agency implementing regula-

tions prior to their issuance to ensure their consistency 

with this order and directives issued under section 

5.1(a) of this order; 
(4) have the authority to conduct on-site reviews of 

each agency’s program established under this order, 

and to require of each agency those reports and infor-

mation and other cooperation that may be necessary to 

fulfill its responsibilities. If granting access to specific 

categories of classified information would pose an ex-

ceptional national security risk, the affected agency 

head or the senior agency official shall submit a writ-

ten justification recommending the denial of access to 

the President through the National Security Advisor 

within 60 days of the request for access. Access shall be 

denied pending the response; 
(5) review requests for original classification author-

ity from agencies or officials not granted original clas-

sification authority and, if deemed appropriate, rec-

ommend Presidential approval through the National 

Security Advisor; 
(6) consider and take action on complaints and sug-

gestions from persons within or outside the Govern-

ment with respect to the administration of the pro-

gram established under this order; 
(7) have the authority to prescribe, after consultation 

with affected agencies, standardization of forms or pro-

cedures that will promote the implementation of the 

program established under this order; 
(8) report at least annually to the President on the 

implementation of this order; and 
(9) convene and chair interagency meetings to discuss 

matters pertaining to the program established by this 

order. 
SEC. 5.3. Interagency Security Classification Appeals 

Panel. 
(a) Establishment and administration. 
(1) There is established an Interagency Security Clas-

sification Appeals Panel. The Departments of State, 

Defense, and Justice, the National Archives, the Office 

of the Director of National Intelligence, and the Na-

tional Security Advisor shall each be represented by a 

senior-level representative who is a full-time or perma-

nent part-time Federal officer or employee designated 

to serve as a member of the Panel by the respective 

agency head. The President shall designate a Chair 

from among the members of the Panel. 
(2) Additionally, the Director of the Central Intel-

ligence Agency may appoint a temporary representa-

tive who meets the criteria in paragraph (a)(1) of this 

section to participate as a voting member in all Panel 

deliberations and associated support activities concern-

ing classified information originated by the Central In-

telligence Agency. 
(3) A vacancy on the Panel shall be filled as quickly 

as possible as provided in paragraph (a)(1) of this sec-

tion. 
(4) The Director of the Information Security Over-

sight Office shall serve as the Executive Secretary of 

the Panel. The staff of the Information Security Over-
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sight Office shall provide program and administrative 

support for the Panel. 
(5) The members and staff of the Panel shall be re-

quired to meet eligibility for access standards in order 

to fulfill the Panel’s functions. 
(6) The Panel shall meet at the call of the Chair. The 

Chair shall schedule meetings as may be necessary for 

the Panel to fulfill its functions in a timely manner. 
(7) The Information Security Oversight Office shall 

include in its reports to the President a summary of 

the Panel’s activities. 
(b) Functions. The Panel shall: 
(1) decide on appeals by persons who have filed classi-

fication challenges under section 1.8 of this order; 
(2) approve, deny, or amend agency exemptions from 

automatic declassification as provided in section 3.3 of 

this order; 
(3) decide on appeals by persons or entities who have 

filed requests for mandatory declassification review 

under section 3.5 of this order; and 
(4) appropriately inform senior agency officials and 

the public of final Panel decisions on appeals under sec-

tions 1.8 and 3.5 of this order. 
(c) Rules and procedures. The Panel shall issue by-

laws, which shall be published in the Federal Register. 

The bylaws shall establish the rules and procedures 

that the Panel will follow in accepting, considering, 

and issuing decisions on appeals. The rules and proce-

dures of the Panel shall provide that the Panel will 

consider appeals only on actions in which: 
(1) the appellant has exhausted his or her administra-

tive remedies within the responsible agency; 
(2) there is no current action pending on the issue 

within the Federal courts; and 
(3) the information has not been the subject of review 

by the Federal courts or the Panel within the past 2 

years. 
(d) Agency heads shall cooperate fully with the Panel 

so that it can fulfill its functions in a timely and fully 

informed manner. The Panel shall report to the Presi-

dent through the National Security Advisor any in-

stance in which it believes that an agency head is not 

cooperating fully with the Panel. 
(e) The Panel is established for the sole purpose of ad-

vising and assisting the President in the discharge of 

his constitutional and discretionary authority to pro-

tect the national security of the United States. Panel 

decisions are committed to the discretion of the Panel, 

unless changed by the President. 
(f) An agency head may appeal a decision of the Panel 

to the President through the National Security Advi-

sor. The information shall remain classified pending a 

decision on the appeal. 
SEC. 5.4. General Responsibilities. Heads of agencies 

that originate or handle classified information shall: 
(a) demonstrate personal commitment and commit 

senior management to the successful implementation 

of the program established under this order; 
(b) commit necessary resources to the effective im-

plementation of the program established under this 

order; 
(c) ensure that agency records systems are designed 

and maintained to optimize the appropriate sharing 

and safeguarding of classified information, and to fa-

cilitate its declassification under the terms of this 

order when it no longer meets the standards for con-

tinued classification; and 
(d) designate a senior agency official to direct and ad-

minister the program, whose responsibilities shall in-

clude: 
(1) overseeing the agency’s program established under 

this order, provided an agency head may designate a 

separate official to oversee special access programs au-

thorized under this order. This official shall provide a 

full accounting of the agency’s special access programs 

at least annually; 
(2) promulgating implementing regulations, which 

shall be published in the Federal Register to the extent 

that they affect members of the public; 
(3) establishing and maintaining security education 

and training programs; 

(4) establishing and maintaining an ongoing self-in-

spection program, which shall include the regular re-

views of representative samples of the agency’s original 

and derivative classification actions, and shall author-

ize appropriate agency officials to correct 

misclassification actions not covered by sections 1.7(c) 

and 1.7(d) of this order; and reporting annually to the 

Director of the Information Security Oversight Office 

on the agency’s self-inspection program; 
(5) establishing procedures consistent with directives 

issued pursuant to this order to prevent unnecessary 

access to classified information, including procedures 

that: 
(A) require that a need for access to classified infor-

mation be established before initiating administra-

tive clearance procedures; and 
(B) ensure that the number of persons granted ac-

cess to classified information meets the mission 

needs of the agency while also satisfying operational 

and security requirements and needs; 
(6) developing special contingency plans for the safe-

guarding of classified information used in or near hos-

tile or potentially hostile areas; 
(7) ensuring that the performance contract or other 

system used to rate civilian or military personnel per-

formance includes the designation and management of 

classified information as a critical element or item to 

be evaluated in the rating of: 
(A) original classification authorities; 
(B) security managers or security specialists; and 
(C) all other personnel whose duties significantly 

involve the creation or handling of classified infor-

mation, including personnel who regularly apply de-

rivative classification markings; 
(8) accounting for the costs associated with the im-

plementation of this order, which shall be reported to 

the Director of the Information Security Oversight Of-

fice for publication; 
(9) assigning in a prompt manner agency personnel to 

respond to any request, appeal, challenge, complaint, 

or suggestion arising out of this order that pertains to 

classified information that originated in a component 

of the agency that no longer exists and for which there 

is no clear successor in function; and 
(10) establishing a secure capability to receive infor-

mation, allegations, or complaints regarding over-clas-

sification or incorrect classification within the agency 

and to provide guidance to personnel on proper classi-

fication as needed. 
SEC. 5.5. Sanctions. (a) If the Director of the Informa-

tion Security Oversight Office finds that a violation of 

this order or its implementing directives has occurred, 

the Director shall make a report to the head of the 

agency or to the senior agency official so that correc-

tive steps, if appropriate, may be taken. 
(b) Officers and employees of the United States Gov-

ernment, and its contractors, licensees, certificate 

holders, and grantees shall be subject to appropriate 

sanctions if they knowingly, willfully, or negligently: 
(1) disclose to unauthorized persons information prop-

erly classified under this order or predecessor orders; 
(2) classify or continue the classification of informa-

tion in violation of this order or any implementing di-

rective; 
(3) create or continue a special access program con-

trary to the requirements of this order; or 
(4) contravene any other provision of this order or its 

implementing directives. 
(c) Sanctions may include reprimand, suspension 

without pay, removal, termination of classification au-

thority, loss or denial of access to classified informa-

tion, or other sanctions in accordance with applicable 

law and agency regulation. 
(d) The agency head, senior agency official, or other 

supervisory official shall, at a minimum, promptly re-

move the classification authority of any individual who 

demonstrates reckless disregard or a pattern of error in 

applying the classification standards of this order. 
(e) The agency head or senior agency official shall: 
(1) take appropriate and prompt corrective action 

when a violation or infraction under paragraph (b) of 

this section occurs; and 
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(2) notify the Director of the Information Security 

Oversight Office when a violation under paragraph 

(b)(1), (2), or (3) of this section occurs. 

PART 6—GENERAL PROVISIONS 

SEC. 6.1. Definitions. For purposes of this order: 
(a) ‘‘Access’’ means the ability or opportunity to gain 

knowledge of classified information. 
(b) ‘‘Agency’’ means any ‘‘Executive agency,’’ as de-

fined in 5 U.S.C. 105; any ‘‘Military department’’ as de-

fined in 5 U.S.C. 102; and any other entity within the 

executive branch that comes into the possession of 

classified information. 
(c) ‘‘Authorized holder’’ of classified information 

means anyone who satisfies the conditions for access 

stated in section 4.1(a) of this order. 
(d) ‘‘Automated information system’’ means an as-

sembly of computer hardware, software, or firmware 

configured to collect, create, communicate, compute, 

disseminate, process, store, or control data or informa-

tion. 
(e) ‘‘Automatic declassification’’ means the declas-

sification of information based solely upon: 
(1) the occurrence of a specific date or event as deter-

mined by the original classification authority; or 
(2) the expiration of a maximum time frame for dura-

tion of classification established under this order. 
(f) ‘‘Classification’’ means the act or process by which 

information is determined to be classified information. 
(g) ‘‘Classification guidance’’ means any instruction 

or source that prescribes the classification of specific 

information. 
(h) ‘‘Classification guide’’ means a documentary form 

of classification guidance issued by an original classi-

fication authority that identifies the elements of infor-

mation regarding a specific subject that must be classi-

fied and establishes the level and duration of classifica-

tion for each such element. 
(i) ‘‘Classified national security information’’ or 

‘‘classified information’’ means information that has 

been determined pursuant to this order or any prede-

cessor order to require protection against unauthorized 

disclosure and is marked to indicate its classified 

status when in documentary form. 
(j) ‘‘Compilation’’ means an aggregation of preexist-

ing unclassified items of information. 
(k) ‘‘Confidential source’’ means any individual or or-

ganization that has provided, or that may reasonably 

be expected to provide, information to the United 

States on matters pertaining to the national security 

with the expectation that the information or relation-

ship, or both, are to be held in confidence. 
(l) ‘‘Damage to the national security’’ means harm to 

the national defense or foreign relations of the United 

States from the unauthorized disclosure of informa-

tion, taking into consideration such aspects of the in-

formation as the sensitivity, value, utility, and prove-

nance of that information. 
(m) ‘‘Declassification’’ means the authorized change 

in the status of information from classified informa-

tion to unclassified information. 
(n) ‘‘Declassification guide’’ means written instruc-

tions issued by a declassification authority that de-

scribes the elements of information regarding a specific 

subject that may be declassified and the elements that 

must remain classified. 
(o) ‘‘Derivative classification’’ means the incorporat-

ing, paraphrasing, restating, or generating in new form 

information that is already classified, and marking the 

newly developed material consistent with the classi-

fication markings that apply to the source informa-

tion. Derivative classification includes the classifica-

tion of information based on classification guidance. 

The duplication or reproduction of existing classified 

information is not derivative classification. 
(p) ‘‘Document’’ means any recorded information, re-

gardless of the nature of the medium or the method or 

circumstances of recording. 
(q) ‘‘Downgrading’’ means a determination by a de-

classification authority that information classified and 

safeguarded at a specified level shall be classified and 

safeguarded at a lower level. 
(r) ‘‘File series’’ means file units or documents ar-

ranged according to a filing system or kept together 

because they relate to a particular subject or function, 

result from the same activity, document a specific kind 

of transaction, take a particular physical form, or have 

some other relationship arising out of their creation, 

receipt, or use, such as restrictions on access or use. 
(s) ‘‘Foreign government information’’ means: 
(1) information provided to the United States Govern-

ment by a foreign government or governments, an 

international organization of governments, or any ele-

ment thereof, with the expectation that the informa-

tion, the source of the information, or both, are to be 

held in confidence; 
(2) information produced by the United States Gov-

ernment pursuant to or as a result of a joint arrange-

ment with a foreign government or governments, or an 

international organization of governments, or any ele-

ment thereof, requiring that the information, the ar-

rangement, or both, are to be held in confidence; or 
(3) information received and treated as ‘‘foreign gov-

ernment information’’ under the terms of a predecessor 

order. 
(t) ‘‘Information’’ means any knowledge that can be 

communicated or documentary material, regardless of 

its physical form or characteristics, that is owned by, 

is produced by or for, or is under the control of the 

United States Government. 
(u) ‘‘Infraction’’ means any knowing, willful, or neg-

ligent action contrary to the requirements of this order 

or its implementing directives that does not constitute 

a ‘‘violation,’’ as defined below. 
(v) ‘‘Integral file block’’ means a distinct component 

of a file series, as defined in this section, that should 

be maintained as a separate unit in order to ensure the 

integrity of the records. An integral file block may 

consist of a set of records covering either a specific 

topic or a range of time, such as a Presidential admin-

istration or a 5-year retirement schedule within a spe-

cific file series that is retired from active use as a 

group. For purposes of automatic declassification, inte-

gral file blocks shall contain only records dated within 

10 years of the oldest record in the file block. 
(w) ‘‘Integrity’’ means the state that exists when in-

formation is unchanged from its source and has not 

been accidentally or intentionally modified, altered, or 

destroyed. 
(x) ‘‘Intelligence’’ includes foreign intelligence and 

counterintelligence as defined by Executive Order 12333 

of December 4, 1981, as amended, or by a successor 

order. 
(y) ‘‘Intelligence activities’’ means all activities that 

elements of the Intelligence Community are authorized 

to conduct pursuant to law or Executive Order 12333, as 

amended, or a successor order. 
(z) ‘‘Intelligence Community’’ means an element or 

agency of the U.S. Government identified in or des-

ignated pursuant to section 3(4) of the National Secu-

rity Act of 1947, as amended, or section 3.5(h) of Execu-

tive Order 12333, as amended. 
(aa) ‘‘Mandatory declassification review’’ means the 

review for declassification of classified information in 

response to a request for declassification that meets 

the requirements under section 3.5 of this order. 
(bb) ‘‘Multiple sources’’ means two or more source 

documents, classification guides, or a combination of 

both. 
(cc) ‘‘National security’’ means the national defense 

or foreign relations of the United States. 
(dd) ‘‘Need-to-know’’ means a determination within 

the executive branch in accordance with directives is-

sued pursuant to this order that a prospective recipient 

requires access to specific classified information in 

order to perform or assist in a lawful and authorized 

governmental function. 
(ee) ‘‘Network’’ means a system of two or more com-

puters that can exchange data or information. 
(ff) ‘‘Original classification’’ means an initial deter-

mination that information requires, in the interest of 
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the national security, protection against unauthorized 

disclosure. 
(gg) ‘‘Original classification authority’’ means an in-

dividual authorized in writing, either by the President, 

the Vice President, or by agency heads or other offi-

cials designated by the President, to classify informa-

tion in the first instance. 
(hh) ‘‘Records’’ means the records of an agency and 

Presidential papers or Presidential records, as those 

terms are defined in title 44, United States Code, in-

cluding those created or maintained by a government 

contractor, licensee, certificate holder, or grantee that 

are subject to the sponsoring agency’s control under 

the terms of the contract, license, certificate, or grant. 
(ii) ‘‘Records having permanent historical value’’ 

means Presidential papers or Presidential records and 

the records of an agency that the Archivist has deter-

mined should be maintained permanently in accord-

ance with title 44, United States Code. 
(jj) ‘‘Records management’’ means the planning, con-

trolling, directing, organizing, training, promoting, and 

other managerial activities involved with respect to 

records creation, records maintenance and use, and 

records disposition in order to achieve adequate and 

proper documentation of the policies and transactions 

of the Federal Government and effective and economi-

cal management of agency operations. 
(kk) ‘‘Safeguarding’’ means measures and controls 

that are prescribed to protect classified information. 
(ll) ‘‘Self-inspection’’ means the internal review and 

evaluation of individual agency activities and the agen-

cy as a whole with respect to the implementation of 

the program established under this order and its imple-

menting directives. 
(mm) ‘‘Senior agency official’’ means the official des-

ignated by the agency head under section 5.4(d) of this 

order to direct and administer the agency’s program 

under which information is classified, safeguarded, and 

declassified. 
(nn) ‘‘Source document’’ means an existing document 

that contains classified information that is incor-

porated, paraphrased, restated, or generated in new 

form into a new document. 
(oo) ‘‘Special access program’’ means a program es-

tablished for a specific class of classified information 

that imposes safeguarding and access requirements 

that exceed those normally required for information at 

the same classification level. 
(pp) ‘‘Systematic declassification review’’ means the 

review for declassification of classified information 

contained in records that have been determined by the 

Archivist to have permanent historical value in accord-

ance with title 44, United States Code. 
(qq) ‘‘Telecommunications’’ means the preparation, 

transmission, or communication of information by 

electronic means. 
(rr) ‘‘Unauthorized disclosure’’ means a communica-

tion or physical transfer of classified information to an 

unauthorized recipient. 
(ss) ‘‘U.S. entity’’ includes: 
(1) State, local, or tribal governments; 
(2) State, local, and tribal law enforcement and fire-

fighting entities; 
(3) public health and medical entities; 
(4) regional, state, local, and tribal emergency man-

agement entities, including State Adjutants General 

and other appropriate public safety entities; or 
(5) private sector entities serving as part of the na-

tion’s Critical Infrastructure/Key Resources. 
(tt) ‘‘Violation’’ means: 
(1) any knowing, willful, or negligent action that 

could reasonably be expected to result in an unauthor-

ized disclosure of classified information; 
(2) any knowing, willful, or negligent action to clas-

sify or continue the classification of information con-

trary to the requirements of this order or its imple-

menting directives; or 
(3) any knowing, willful, or negligent action to create 

or continue a special access program contrary to the 

requirements of this order. 

(uu) ‘‘Weapons of mass destruction’’ means any weap-

on of mass destruction as defined in 50 U.S.C. 1801(p). 

SEC. 6.2. General Provisions. (a) Nothing in this order 

shall supersede any requirement made by or under the 

Atomic Energy Act of 1954, as amended, or the National 

Security Act of 1947, as amended. ‘‘Restricted Data’’ 

and ‘‘Formerly Restricted Data’’ shall be handled, pro-

tected, classified, downgraded, and declassified in con-

formity with the provisions of the Atomic Energy Act 

of 1954, as amended, and regulations issued under that 

Act. 

(b) The Director of National Intelligence may, with 

respect to the Intelligence Community and after con-

sultation with the heads of affected departments and 

agencies, issue such policy directives and guidelines as 

the Director of National Intelligence deems necessary 

to implement this order with respect to the classifica-

tion and declassification of all intelligence and intel-

ligence-related information, and for access to and dis-

semination of all intelligence and intelligence-related 

information, both in its final form and in the form 

when initially gathered. Procedures or other guidance 

issued by Intelligence Community element heads shall 

be in accordance with such policy directives or guide-

lines issued by the Director of National Intelligence. 

Any such policy directives or guidelines issued by the 

Director of National Intelligence shall be in accordance 

with directives issued by the Director of the Informa-

tion Security Oversight Office under section 5.1(a) of 

this order. 

(c) The Attorney General, upon request by the head 

of an agency or the Director of the Information Secu-

rity Oversight Office, shall render an interpretation of 

this order with respect to any question arising in the 

course of its administration. 

(d) Nothing in this order limits the protection af-

forded any information by other provisions of law, in-

cluding the Constitution, Freedom of Information Act 

exemptions, the Privacy Act of 1974, and the National 

Security Act of 1947, as amended. This order is not in-

tended to and does not create any right or benefit, sub-

stantive or procedural, enforceable at law by a party 

against the United States, its departments, agencies, or 

entities, its officers, employees, or agents, or any other 

person. The foregoing is in addition to the specific pro-

visos set forth in sections 1.1(b), 3.1(c) and 5.3(e) of this 

order. 

(e) Nothing in this order shall be construed to obli-

gate action or otherwise affect functions by the Direc-

tor of the Office of Management and Budget relating to 

budgetary, administrative, or legislative proposals. 

(f) This order shall be implemented subject to the 

availability of appropriations. 

(g) Executive Order 12958 of April 17, 1995, and amend-

ments thereto, including Executive Order 13292 of 

March 25, 2003, are hereby revoked as of the effective 

date of this order. 

SEC. 6.3. Effective Date. This order is effective 180 days 

from the date of this order, except for sections 1.7, 3.3, 

and 3.7, which are effective immediately. 

SEC. 6.4. Publication. The Archivist of the United 

States shall publish this Executive Order in the Federal 

Register. 

BARACK OBAMA. 

EX. ORD. NO. 13549. CLASSIFIED NATIONAL SECURITY IN-

FORMATION PROGRAM FOR STATE, LOCAL, TRIBAL, AND 

PRIVATE SECTOR ENTITIES 

Ex. Ord. No. 13549, Aug. 18, 2010, 75 F.R. 51609, pro-

vided: 

By the authority vested in me as President by the 

Constitution and the laws of the United States of 

America, in order to ensure the proper safeguarding of 

information shared with State, local, tribal, and pri-

vate sector entities, it is hereby ordered as follows: 

SECTION 1. Establishment and Policy. 

SEC. 1.1. There is established a Classified National Se-

curity Information Program (Program) designed to 

safeguard and govern access to classified national secu-
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rity information shared by the Federal Government 

with State, local, tribal, and private sector (SLTPS) 

entities. 
SEC. 1.2. The purpose of this order is to ensure that 

security standards governing access to and safeguard-

ing of classified material are applied in accordance 

with Executive Order 13526 of December 29, 2009 (‘‘Clas-

sified National Security Information’’), Executive 

Order 12968 of August 2, 1995, as amended (‘‘Access to 

Classified Information’’), Executive Order 13467 of June 

30, 2008 (‘‘Reforming Processes Related to Suitability 

for Government Employment, Fitness for Contractor 

Employees, and Eligibility for Access to Classified Na-

tional Security Information’’), and Executive Order 

12829 of January 6, 1993, as amended (‘‘National Indus-

trial Security Program’’). Procedures for uniform im-

plementation of these standards by SLTPS entities 

shall be set forth in an implementing directive to be is-

sued by the Secretary of Homeland Security within 180 

days of the date of this order, in consultation with af-

fected executive departments and agencies (agencies), 

and with the concurrence of the Secretary of Defense, 

the Attorney General, the Director of National Intel-

ligence, and the Director of the Information Security 

Oversight Office. 
SEC. 1.3. Additional policy provisions for access to 

and safeguarding of classified information shared with 

SLTPS personnel include the following: 
(a) Eligibility for access to classified information by 

SLTPS personnel shall be determined by a sponsoring 

agency. The level of access granted shall not exceed the 

Secret level, unless the sponsoring agency determines 

on a case-by-case basis that the applicant has a dem-

onstrated and foreseeable need for access to Top Se-

cret, Special Access Program, or Sensitive Compart-

mented Information. 
(b) Upon the execution of a non-disclosure agreement 

prescribed by the Information Security Oversight Of-

fice or the Director of National Intelligence, and absent 

disqualifying conduct as determined by the clearance 

granting official, a duly elected or appointed Governor 

of a State or territory, or an official who has succeeded 

to that office under applicable law, may be granted ac-

cess to classified information without a background in-

vestigation in accordance with the implementing direc-

tive for this order. This authorization of access may 

not be further delegated by the Governor to any other 

person. 
(c) All clearances granted to SLTPS personnel, as 

well as accreditations granted to SLTPS facilities 

without a waiver, shall be accepted reciprocally by all 

agencies and SLTPS entities. 
(d) Physical custody of classified information by 

State, local, and tribal (SLT) entities shall be limited 

to Secret information unless the location housing the 

information is under the full-time management, con-

trol, and operation of the Department of Homeland Se-

curity or another agency. A standard security agree-

ment, established by the Department of Homeland Se-

curity in consultation with the SLTPS Advisory Com-

mittee, shall be executed between the head of the SLT 

entity and the U.S. Government for those locations 

where the SLT entity will maintain physical custody of 

classified information. 
(e) State, local, and tribal facilities where classified 

information is or will be used or stored shall be in-

spected, accredited, and monitored for compliance with 

established standards, in accordance with Executive 

Order 13526 and the implementing directive for this 

order, by the Department of Homeland Security or an-

other agency that has entered into an agreement with 

the Department of Homeland Security to perform such 

inspection, accreditation, and monitoring. 
(f) Private sector facilities where classified informa-

tion is or will be used or stored shall be inspected, ac-

credited, and monitored for compliance with standards 

established pursuant to Executive Order 12829, as 

amended, by the Department of Defense or the cog-

nizant security agency under Executive Order 12829, as 

amended. 

(g) Access to information systems that store, process, 

or transmit classified information shall be enforced by 

the rules established by the agency that controls the 

system and consistent with approved dissemination and 

handling markings applied by originators, separate 

from and in addition to criteria for determining eligi-

bility for access to classified information. Access to in-

formation within restricted portals shall be based on 

criteria applied by the agency that controls the portal 

and consistent with approved dissemination and han-

dling markings applied by originators. 
(h) The National Industrial Security Program estab-

lished in Executive Order 12829, as amended, shall gov-

ern the access to and safeguarding of classified infor-

mation that is released to contractors, licensees, and 

grantees of SLT entities. 
(i) All access eligibility determinations and facility 

security accreditations granted prior to the date of this 

order that do not meet the standards set forth in this 

order or its implementing directive shall be reconciled 

with those standards within a reasonable period. 
(j) Pursuant to section 4.1(i)(3) of Executive Order 

13526, documents created prior to the effective date of 

Executive Order 13526 shall not be re-disseminated to 

other entities without the consent of the originating 

agency. An agency head or senior agency official may 

waive this requirement for specific information that 

originated within that agency. 
SEC. 2. Policy Direction. With policy guidance from the 

National Security Advisor and in consultation with the 

Director of the Information Security Oversight Office, 

the Director of the Office of Management and Budget, 

and the heads of affected agencies, the Secretary of 

Homeland Security shall serve as the Executive Agent 

for the Program. This order does not displace any au-

thorities provided by law or Executive Order and the 

Executive Agent shall, to the extent practicable, make 

use of existing structures and authorities to preclude 

duplication and to ensure efficiency. 
SEC. 3. SLTPS Policy Advisory Committee. (a) There is 

established an SLTPS Policy Advisory Committee 

(Committee) to discuss Program-related policy issues 

in dispute in order to facilitate their resolution and to 

otherwise recommend changes to policies and proce-

dures that are designed to remove undue impediments 

to the sharing of information under the Program. The 

Director of the Information Security Oversight Office 

shall serve as Chair of the Committee. An official des-

ignated by the Secretary of Homeland Security and a 

representative of SLTPS entities shall serve as Vice 

Chairs of the Committee. Members of the Committee 

shall include designees of the heads of the Departments 

of State, Defense, Justice, Transportation, and Energy, 

the Nuclear Regulatory Commission, the Office of the 

Director of National Intelligence, the Central Intel-

ligence Agency, and the Federal Bureau of Investiga-

tion. Members shall also include employees of other 

agencies and representatives of SLTPS entities, as 

nominated by any Committee member and approved by 

the Chair. 
(b) Members of the Committee shall serve without 

compensation for their work on the Committee, except 

that any representatives of SLTPS entities may be al-

lowed travel expenses, including per diem in lieu of 

subsistence, as authorized by law for persons serving 

intermittently in the Government service (5 U.S.C. 

5701–5707). 
(c) The Information Security Oversight Office shall 

provide staff support to the Committee. 
(d) Insofar as the Federal Advisory Committee Act, 

as amended (5 App. U.S.C.) (the ‘‘Act’’) may apply to 

this order, any functions of the President under that 

Act, except that of reporting to the Congress, which are 

applicable to the Committee, shall be performed by the 

Administrator of General Services in accordance with 

guidelines and procedures established by the General 

Services Administration. 
SEC. 4. Operations and Oversight. (a) The Executive 

Agent for the Program shall perform the following re-

sponsibilities: 



Page 627 TITLE 50—WAR AND NATIONAL DEFENSE § 3161 

(1) overall program management and oversight; 
(2) accreditation, periodic inspection, and monitoring 

of all facilities owned or operated by SLT entities that 

have access to classified information, except when an-

other agency has entered into an agreement with the 

Department of Homeland Security to perform some or 

all of these functions; 
(3) processing of security clearance applications by 

SLTPS personnel, when requested by a sponsoring 

agency, on a reimbursable basis unless otherwise deter-

mined by the Department of Homeland Security and 

the sponsoring agency; 
(4) documenting and tracking the final status of secu-

rity clearances for all SLTPS personnel in consultation 

with the Office of Personnel Management, the Depart-

ment of Defense, and the Office of the Director of Na-

tional Intelligence; 
(5) developing and maintaining a security profile of 

SLT facilities that have access to classified informa-

tion; and 
(6) developing training, in consultation with the Com-

mittee, for all SLTPS personnel who have been deter-

mined eligible for access to classified information, 

which shall cover the proper safeguarding of classified 

information and sanctions for unauthorized disclosure 

of classified information. 
(b) The Secretary of Defense, or the cognizant secu-

rity agency under Executive Order 12829, as amended, 

shall provide program management, oversight, inspec-

tion, accreditation, and monitoring of all private sec-

tor facilities that have access to classified information. 
(c) The Director of National Intelligence may inspect 

and monitor SLTPS programs and facilities that in-

volve access to information regarding intelligence 

sources, methods, and activities. 
(d) Heads of agencies that sponsor SLTPS personnel 

and facilities for access to and storage of classified in-

formation under section 1.3(a) of this order shall: 
(1) ensure on a periodic basis that there is a dem-

onstrated, foreseeable need for such access; and 
(2) provide the Secretary of Homeland Security with 

information, as requested by the Secretary, about 

SLTPS personnel sponsored for security clearances and 

SLT facilities approved for use of classified informa-

tion prior to and after the date of this order, except 

when the disclosure of the association of a specific indi-

vidual with an intelligence or law enforcement agency 

must be protected in the interest of national security, 

as determined by the intelligence or law enforcement 

agency. 
SEC. 5. Definitions. For purposes of this order: 
(a) ‘‘Access’’ means the ability or opportunity to gain 

knowledge of classified information. 
(b) ‘‘Agency’’ means any ‘‘Executive agency’’ as de-

fined in 5 U.S.C. 105; any military department as de-

fined in 5 U.S.C. 102; and any other entity within the 

executive branch that comes into possession of classi-

fied information. 
(c) ‘‘Classified National Security Information’’ or 

‘‘classified information’’ means information that has 

been determined pursuant to Executive Order 13526, or 

any predecessor or successor order, to require protec-

tion against unauthorized disclosure, and is marked to 

indicate its classified status when in documentary 

form. 
(d) ‘‘Information’’ means any knowledge that can be 

communicated or documentary material, regardless of 

its physical form or characteristics, that is owned by, 

produced by or for, or is under the control of the United 

States Government. 
(e) ‘‘Intelligence activities’’ means all activities that 

elements of the Intelligence Community are authorized 

to conduct pursuant to law or Executive Order 12333, as 

amended, or a successor order. 
(f) ‘‘Local’’ entities refers to ‘‘(A) a county, munici-

pality, city, town, township, local public authority, 

school district, special district, intrastate district, 

council of governments (regardless of whether the 

council of governments is incorporated as a nonprofit 

corporation under State law), regional or interstate 

government entity, or agency or instrumentality of a 

local government; and (B) a rural community, unincor-

porated town or village, or other public entity’’ as de-

fined in section 2 of the Homeland Security Act of 2002 

(6 U.S.C. 101(11) [now 101(13)]). 
(g) ‘‘Private sector’’ means persons outside govern-

ment who are critically involved in ensuring that pub-

lic and private preparedness and response efforts are in-

tegrated as part of the Nation’s Critical Infrastructure 

or Key Resources (CIKR), including: 
(1) corporate owners and operators determined by the 

Secretary of Homeland Security to be part of the CIKR; 
(2) subject matter experts selected to assist the Fed-

eral or State CIKR; 
(3) personnel serving in specific leadership positions 

of CIKR coordination, operations, and oversight; 
(4) employees of corporate entities relating to the 

protection of CIKR; or 
(5) other persons not otherwise eligible for the grant-

ing of a personnel security clearance pursuant to Exec-

utive Order 12829, as amended, who are determined by 

the Secretary of Homeland Security to require a per-

sonnel security clearance. 
(h) ‘‘Restricted portal’’ means a protected commu-

nity of interest or similar area housed within an infor-

mation system and to which access is controlled by a 

host agency different from the agency that controls the 

information system. 
(i) ‘‘Sponsoring Agency’’ means an agency that rec-

ommends access to or possession of classified informa-

tion by SLTPS personnel. 
(j) ‘‘State’’ means any State of the United States, the 

District of Columbia, the Commonwealth of Puerto 

Rico, the Virgin Islands, Guam, American Samoa, the 

Commonwealth of the Northern Mariana Islands, and 

any possession of the United States, as defined in sec-

tion 2 of the Homeland Security Act of 2002 (6 U.S.C. 

101(15) [now 101(17)]). 
(k) ‘‘State, local, and tribal personnel’’ means any of 

the following persons: 
(1) Governors, mayors, tribal leaders, and other elect-

ed or appointed officials of a State, local government, 

or tribe; 
(2) State, local, and tribal law enforcement personnel 

and firefighters; 
(3) public health, radiological health, and medical 

professionals of a State, local government, or tribe; and 
(4) regional, State, local, and tribal emergency man-

agement agency personnel, including State Adjutants 

General and other appropriate public safety personnel 

and those personnel providing support to a Federal 

CIKR mission. 
(l) ‘‘Tribe’’ means any Indian or Alaska Native tribe, 

band, nation, pueblo, village, or community that the 

Secretary of the Interior acknowledges to exist as an 

Indian tribe as defined in the Federally Recognized [In-

dian] Tribe List Act of 1994 (25 U.S.C. 479a(2)) [now 25 

U.S.C. 5130(2)]. 
(m) ‘‘United States’’ when used in a geographic sense, 

means any State of the United States, the District of 

Columbia, the Commonwealth of Puerto Rico, the Vir-

gin Islands, Guam, American Samoa, the Common-

wealth of the Northern Mariana Islands, any possession 

of the United States and any waters within the terri-

torial jurisdiction of the United States. 
SEC. 6. General Provisions. (a) This order does not 

change the requirements of Executive Orders 13526, 

12968, 13467, or 12829, as amended, and their successor 

orders and directives. 
(b) Nothing in this order shall be construed to super-

sede or change the authorities of the Secretary of En-

ergy or the Nuclear Regulatory Commission under the 

Atomic Energy Act of 1954, as amended (42 U.S.C. 2011 

et seq.); the Secretary of Defense under Executive Order 

12829, as amended; the Director of the Information Se-

curity Oversight Office under Executive Order 13526 and 

Executive Order 12829, as amended; the Attorney Gen-

eral under title 18, United States Code, and the Foreign 

Intelligence Surveillance Act [of 1978] (50 U.S.C. 1801 et 

seq.); the Secretary of State under title 22, United 
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States Code, and the Omnibus Diplomatic Security and 

Antiterrorism Act of 1986; or the Director of National 

Intelligence under the National Security Act of 1947, as 

amended, Executive Order 12333, as amended, Executive 

Order 12968, as amended, Executive Order 13467, and Ex-

ecutive Order 13526. 

(c) Nothing in this order shall limit the authority of 

an agency head, or the agency head’s designee, to au-

thorize in an emergency and when necessary to respond 

to an imminent threat to life or in defense of the home-

land, in accordance with section 4.2(b) of Executive 

Order 13526, the disclosure of classified information to 

an individual or individuals who are otherwise not eli-

gible for access in accordance with the provisions of 

Executive Order 12968. 

(d) Consistent with section 892(a)(4) of the Homeland 

Security Act of 2002 (6 U.S.C. 482(a)(4)), nothing in this 

order shall be interpreted as changing the requirements 

and authorities to protect sources and methods. 

(e) Nothing in this order shall supersede measures es-

tablished under the authority of law or Executive Order 

to protect the security and integrity of specific activi-

ties and associations that are in direct support of intel-

ligence operations. 

(f) Pursuant to section 892(e) of the Homeland Secu-

rity Act of 2002 (6 U.S.C. 482(e)), all information pro-

vided to an SLTPS entity from an agency shall remain 

under the control of the Federal Government. Any 

State or local law authorizing or requiring disclosure 

shall not apply to such information. 

(g) Nothing in this order limits the protection af-

forded any classified information by other provisions of 

law. This order is not intended to, and does not, create 

any right or benefit, substantive or procedural, enforce-

able at law or in equity by any party against the 

United States, its departments, agencies, or entities, 

its officers, employees, or agents, or any other person. 

(h) Nothing in this order shall be construed to obli-

gate action or otherwise affect functions by the Direc-

tor of the Office of Management and Budget relating to 

budgetary, administrative, or legislative proposals. 

(i) This order shall be implemented subject to the 

availability of appropriations and consistent with pro-

cedures approved by the Attorney General pursuant to 

Executive Order 12333, as amended. 

SEC. 7. Effective Date. This order is effective 180 days 

from the date of this order with the exception of sec-

tion 3, which is effective immediately. 

BARACK OBAMA. 

EXTENSION OF TERM OF STATE, LOCAL, TRIBAL, AND 

PRIVATE SECTOR POLICY ADVISORY COMMITTEE 

Term of State, Local, Tribal, and Private Sector Pol-

icy Advisory Committee extended until Sept. 30, 2019, 

by Ex. Ord. No. 13811, Sept. 29, 2017, 82 F.R. 46363, set 

out as a note under section 14 of the Federal Advisory 

Committee Act in the Appendix to Title 5, Government 

Organization and Employees. 

Previous extensions of term of State, Local, Tribal, 

and Private Sector Policy Advisory Committee were 

contained in the following prior Executive Orders: 

Ex. Ord. No. 13708, Sept. 30, 2015, 80 F.R. 60271, ex-

tended term until Sept. 30, 2017. 

Ex. Ord. No. 13652, Sept. 30, 2013, 78 F.R. 61817, ex-

tended term until Sept. 30, 2015. 

Ex. Ord. No. 13591, Nov. 23, 2011, 76 F.R. 74623, ex-

tended term until Sept. 30, 2013. 

EX. ORD. NO. 13587. STRUCTURAL REFORMS TO IMPROVE 

THE SECURITY OF CLASSIFIED NETWORKS AND THE RE-

SPONSIBLE SHARING AND SAFEGUARDING OF CLASSIFIED 

INFORMATION 

Ex. Ord. No. 13587, Oct. 7, 2011, 76 F.R. 63811, provided: 

By the authority vested in me as President by the 

Constitution and the laws of the United States of 

America and in order to ensure the responsible sharing 

and safeguarding of classified national security infor-

mation (classified information) on computer networks, 

it is hereby ordered as follows: 

SECTION 1. Policy. Our Nation’s security requires clas-

sified information to be shared immediately with au-

thorized users around the world but also requires so-

phisticated and vigilant means to ensure it is shared 

securely. Computer networks have individual and com-

mon vulnerabilities that require coordinated decisions 

on risk management. 
This order directs structural reforms to ensure re-

sponsible sharing and safeguarding of classified infor-

mation on computer networks that shall be consistent 

with appropriate protections for privacy and civil lib-

erties. Agencies bear the primary responsibility for 

meeting these twin goals. These structural reforms will 

ensure coordinated interagency development and reli-

able implementation of policies and minimum stand-

ards regarding information security, personnel secu-

rity, and systems security; address both internal and 

external security threats and vulnerabilities; and pro-

vide policies and minimum standards for sharing classi-

fied information both within and outside the Federal 

Government. These policies and minimum standards 

will address all agencies that operate or access classi-

fied computer networks, all users of classified com-

puter networks (including contractors and others who 

operate or access classified computer networks con-

trolled by the Federal Government), and all classified 

information on those networks. 
SEC. 2. General Responsibilities of Agencies. 
SEC. 2.1. The heads of agencies that operate or access 

classified computer networks shall have responsibility 

for appropriately sharing and safeguarding classified 

information on computer networks. As part of this re-

sponsibility, they shall: 
(a) designate a senior official to be charged with over-

seeing classified information sharing and safeguarding 

efforts for the agency; 
(b) implement an insider threat detection and preven-

tion program consistent with guidance and standards 

developed by the Insider Threat Task Force established 

in section 6 of this order; 
(c) perform self-assessments of compliance with poli-

cies and standards issued pursuant to sections 3.3, 5.2, 

and 6.3 of this order, as well as other applicable policies 

and standards, the results of which shall be reported 

annually to the Senior Information Sharing and Safe-

guarding Steering Committee established in section 3 

of this order; 
(d) provide information and access, as warranted and 

consistent with law and section 7(d) of this order, to en-

able independent assessments by the Executive Agent 

for Safeguarding Classified Information on Computer 

Networks and the Insider Threat Task Force of compli-

ance with relevant established policies and standards; 

and 
(e) detail or assign staff as appropriate and necessary 

to the Classified Information Sharing and Safeguarding 

Office and the Insider Threat Task Force on an ongoing 

basis. 
SEC. 3. Senior Information Sharing and Safeguarding 

Steering Committee. 
SEC. 3.1. There is established a Senior Information 

Sharing and Safeguarding Steering Committee (Steer-

ing Committee) to exercise overall responsibility and 

ensure senior-level accountability for the coordinated 

interagency development and implementation of poli-

cies and standards regarding the sharing and safeguard-

ing of classified information on computer networks. 
SEC. 3.2. The Steering Committee shall be co-chaired 

by senior representatives of the Office of Management 

and Budget and the National Security Staff. Members 

of the committee shall be officers of the United States 

as designated by the heads of the Departments of State, 

Defense, Justice, Energy, and Homeland Security, the 

Office of the Director of National Intelligence, the Cen-

tral Intelligence Agency, and the Information Security 

Oversight Office within the National Archives and 

Records Administration (ISOO), as well as such addi-

tional agencies as the co-chairs of the Steering Com-

mittee may designate. 
SEC. 3.3. The responsibilities of the Steering Commit-

tee shall include: 
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(a) establishing Government-wide classified informa-

tion sharing and safeguarding goals and annually re-

viewing executive branch successes and shortcomings 

in achieving those goals; 
(b) preparing within 90 days of the date of this order 

and at least annually thereafter, a report for the Presi-

dent assessing the executive branch’s successes and 

shortcomings in sharing and safeguarding classified in-

formation on computer networks and discussing poten-

tial future vulnerabilities; 
(c) developing program and budget recommendations 

to achieve Government-wide classified information 

sharing and safeguarding goals; 
(d) coordinating the interagency development and 

implementation of priorities, policies, and standards 

for sharing and safeguarding classified information on 

computer networks; 
(e) recommending overarching policies, when appro-

priate, for promulgation by the Office of Management 

and Budget or the ISOO; 
(f) coordinating efforts by agencies, the Executive 

Agent, and the Task Force to assess compliance with 

established policies and standards and recommending 

corrective actions needed to ensure compliance; 
(g) providing overall mission guidance for the Pro-

gram Manager-Information Sharing Environment 

(PM–ISE) with respect to the functions to be performed 

by the Classified Information Sharing and Safeguard-

ing Office established in section 4 of this order; and 
(h) referring policy and compliance issues that can-

not be resolved by the Steering Committee to the Dep-

uties Committee of the National Security Council in 

accordance with Presidential Policy Directive/PPD–1 of 

February 13, 2009 (Organization of the National Secu-

rity Council System). 
SEC. 4. Classified Information Sharing and Safeguarding 

Office. 
SEC. 4.1. There shall be established a Classified Infor-

mation Sharing and Safeguarding Office (CISSO) with-

in and subordinate to the office of the PM–ISE to pro-

vide expert, full-time, sustained focus on responsible 

sharing and safeguarding of classified information on 

computer networks. Staff of the CISSO shall include 

detailees, as needed and appropriate, from agencies rep-

resented on the Steering Committee. 
SEC. 4.2. The responsibilities of CISSO shall include: 
(a) providing staff support for the Steering Commit-

tee; 
(b) advising the Executive Agent for Safeguarding 

Classified Information on Computer Networks and the 

Insider Threat Task Force on the development of an ef-

fective program to monitor compliance with estab-

lished policies and standards needed to achieve classi-

fied information sharing and safeguarding goals; and 
(c) consulting with the Departments of State, De-

fense, and Homeland Security, the ISOO, the Office of 

the Director of National Intelligence, and others, as ap-

propriate, to ensure consistency with policies and 

standards under Executive Order 13526 of December 29, 

2009, Executive Order 12829 of January 6, 1993, as amend-

ed, Executive Order 13549 of August 18, 2010, and Execu-

tive Order 13556 of November 4, 2010. 
SEC. 5. Executive Agent for Safeguarding Classified In-

formation on Computer Networks. 
SEC. 5.1. The Secretary of Defense and the Director, 

National Security Agency, shall jointly act as the Ex-

ecutive Agent for Safeguarding Classified Information 

on Computer Networks (the ‘‘Executive Agent’’), exer-

cising the existing authorities of the Executive Agent 

and National Manager for national security systems, 

respectively, under National Security Directive/NSD–42 

of July 5, 1990, as supplemented by and subject to this 

order. 
SEC. 5.2. The Executive Agent’s responsibilities, in 

addition to those specified by NSD–42, shall include the 

following: 
(a) developing effective technical safeguarding poli-

cies and standards in coordination with the Committee 

on National Security Systems (CNSS), as re-designated 

by Executive Orders 13286 of February 28, 2003, and 13231 

of October 16, 2001, that address the safeguarding of 

classified information within national security sys-

tems, as well as the safeguarding of national security 

systems themselves; 
(b) referring to the Steering Committee for resolu-

tion any unresolved issues delaying the Executive 

Agent’s timely development and issuance of technical 

policies and standards; 
(c) reporting at least annually to the Steering Com-

mittee on the work of CNSS, including recommenda-

tions for any changes needed to improve the timeliness 

and effectiveness of that work; and 
(d) conducting independent assessments of agency 

compliance with established safeguarding policies and 

standards, and reporting the results of such assess-

ments to the Steering Committee. 
SEC. 6. Insider Threat Task Force. 
SEC. 6.1. There is established an interagency Insider 

Threat Task Force that shall develop a Government- 

wide program (insider threat program) for deterring, 

detecting, and mitigating insider threats, including the 

safeguarding of classified information from exploi-

tation, compromise, or other unauthorized disclosure, 

taking into account risk levels, as well as the distinct 

needs, missions, and systems of individual agencies. 

This program shall include development of policies, ob-

jectives, and priorities for establishing and integrating 

security, counterintelligence, user audits and monitor-

ing, and other safeguarding capabilities and practices 

within agencies. 
SEC. 6.2. The Task Force shall be co-chaired by the 

Attorney General and the Director of National Intel-

ligence, or their designees. Membership on the Task 

Force shall be composed of officers of the United States 

from, and designated by the heads of, the Departments 

of State, Defense, Justice, Energy, and Homeland Secu-

rity, the Office of the Director of National Intelligence, 

the Central Intelligence Agency, and the ISOO, as well 

as such additional agencies as the co-chairs of the Task 

Force may designate. It shall be staffed by personnel 

from the Federal Bureau of Investigation and the Office 

of the National Counterintelligence Executive (ONCIX), 

and other agencies, as determined by the co-chairs for 

their respective agencies and to the extent permitted 

by law. Such personnel must be officers or full-time or 

permanent part-time employees of the United States. 

To the extent permitted by law, ONCIX shall provide 

an appropriate work site and administrative support 

for the Task Force. 
SEC. 6.3. The Task Force’s responsibilities shall in-

clude the following: 
(a) developing, in coordination with the Executive 

Agent, a Government-wide policy for the deterrence, 

detection, and mitigation of insider threats, which 

shall be submitted to the Steering Committee for ap-

propriate review; 
(b) in coordination with appropriate agencies, devel-

oping minimum standards and guidance for implemen-

tation of the insider threat program’s Government- 

wide policy and, within 1 year of the date of this order, 

issuing those minimum standards and guidance, which 

shall be binding on the executive branch; 
(c) if sufficient appropriations or authorizations are 

obtained, continuing in coordination with appropriate 

agencies after 1 year from the date of this order to add 

to or modify those minimum standards and guidance, 

as appropriate; 
(d) if sufficient appropriations or authorizations are 

not obtained, recommending for promulgation by the 

Office of Management and Budget or the ISOO any ad-

ditional or modified minimum standards and guidance 

developed more than 1 year after the date of this order; 
(e) referring to the Steering Committee for resolution 

any unresolved issues delaying the timely development 

and issuance of minimum standards; 
(f) conducting, in accordance with procedures to be 

developed by the Task Force, independent assessments 

of the adequacy of agency programs to implement es-

tablished policies and minimum standards, and report-

ing the results of such assessments to the Steering 

Committee; 
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(g) providing assistance to agencies, as requested, in-

cluding through the dissemination of best practices; 

and 

(h) providing analysis of new and continuing insider 

threat challenges facing the United States Govern-

ment. 

SEC. 7. General Provisions. (a) For the purposes of this 

order, the word ‘‘agencies’’ shall have the meaning set 

forth in section 6.1(b) of Executive Order 13526 of De-

cember 29, 2009. 

(b) Nothing in this order shall be construed to change 

the requirements of Executive Orders 12333 of December 

4, 1981, 12829 of January 6, 1993, 12968 of August 2, 1995, 

13388 of October 25, 2005, 13467 of June 30, 2008, 13526 of 

December 29, 2009, 13549 of August 18, 2010, and their 

successor orders and directives. 

(c) Nothing in this order shall be construed to super-

sede or change the authorities of the Secretary of En-

ergy or the Nuclear Regulatory Commission under the 

Atomic Energy Act of 1954, as amended; the Secretary 

of Defense under Executive Order 12829, as amended; 

the Secretary of Homeland Security under Executive 

Order 13549; the Secretary of State under title 22, 

United States Code, and the Omnibus Diplomatic Secu-

rity and Antiterrorism Act of 1986; the Director of ISOO 

under Executive Orders 13526 and 12829, as amended; the 

PM–ISE under Executive Order 13388 or the Intelligence 

Reform and Terrorism Prevention Act of 2004, as 

amended; the Director, Central Intelligence Agency 

under NSD–42 and Executive Order 13286, as amended; 

the National Counterintelligence Executive, under the 

Counterintelligence Enhancement Act of 2002; or the 

Director of National Intelligence under the National 

Security Act of 1947, as amended, the Intelligence Re-

form and Terrorism Prevention Act of 2004, as amend-

ed, NSD–42, and Executive Orders 12333, as amended, 

12968, as amended, 13286, as amended, 13467, and 13526. 

(d) Nothing in this order shall authorize the Steering 

Committee, CISSO, CNSS, or the Task Force to exam-

ine the facilities or systems of other agencies, without 

advance consultation with the head of such agency, nor 

to collect information for any purpose not provided 

herein. 

(e) The entities created and the activities directed by 

this order shall not seek to deter, detect, or mitigate 

disclosures of information by Government employees 

or contractors that are lawful under and protected by 

the Intelligence Community Whistleblower Protection 

Act of 1998, Whistleblower Protection Act of 1989, In-

spector General Act of 1978, or similar statutes, regula-

tions, or policies. 

(f) With respect to the Intelligence Community, the 

Director of National Intelligence, after consultation 

with the heads of affected agencies, may issue such pol-

icy directives and guidance as the Director of National 

Intelligence deems necessary to implement this order. 

(g) Nothing in this order shall be construed to impair 

or otherwise affect: 

(1) the authority granted by law to an agency, or the 

head thereof; or 

(2) the functions of the Director of the Office of Man-

agement and Budget relating to budgetary, administra-

tive, or legislative proposals. 

(h) This order shall be implemented consistent with 

applicable law and appropriate protections for privacy 

and civil liberties, and subject to the availability of ap-

propriations. 

(i) This order is not intended to, and does not, create 

any right or benefit, substantive or procedural, enforce-

able at law or in equity by any party against the 

United States, its departments, agencies, or entities, 

its officers, employees, or agents, or any other person. 

BARACK OBAMA. 

[Reference to the National Security Staff deemed to 

be a reference to the National Security Council staff, 

see Ex. Ord. No. 13657, set out as a note under section 

3021 of this title.] 

IMPLEMENTATION OF THE EXECUTIVE ORDER, ‘‘CLASSIFIED 

NATIONAL SECURITY INFORMATION’’ 

Memorandum of President of the United States, Dec. 

29, 2009, 75 F.R. 733, provided: 
Memorandum for the Heads of Executive Depart-

ments and Agencies 
Today I have signed an executive order [Ex. Ord. No. 

13526, set out above] entitled, ‘‘Classified National Se-

curity Information’’ (the ‘‘order’’), which substantially 

advances my goals for reforming the security classi-

fication and declassification processes. I expect that 

the order will produce measurable progress towards 

greater openness and transparency in the Government’s 

classification and declassification programs while pro-

tecting the Government’s legitimate interests, and I 

will closely monitor the results. I also look forward to 

reviewing recommendations from the study that the 

National Security Advisor will undertake in coopera-

tion with the Public Interest Declassification Board to 

design a more fundamental transformation of the secu-

rity classification system. To further assist in fulfilling 

the goal of measurable progress toward greater open-

ness and transparency, I hereby direct the following ac-

tions. 
1. Initial Implementation Efforts. 
Successful implementation of the order requires per-

sonal commitment from the heads of departments and 

agencies, as well as their senior officials. It also re-

quires effective security education and training pro-

grams, self-inspection programs, and measures de-

signed to hold personnel accountable. 
In accordance with section 5.4 of the order, the head 

of each department and agency that creates or handles 

classified information shall provide the Director of the 

Information Security Oversight Office (ISOO) a copy of 

the department or agency regulations implementing 

the requirements of the order. Such regulations shall 

be issued in final form within 180 days of ISOO’s publi-

cation of its implementing directive for the order. The 

Director of ISOO shall consider agency actions to im-

plement the requirements of section 5.4 of the order as 

a key element in planning oversight of agencies. Each 

senior agency official designated under section 5.4(d) of 

the order shall provide ISOO with updates concerning 

agency plans and other actions to implement the re-

quirements of the order. The Director of ISOO shall 

publish a periodic status report on agency implementa-

tion. 
2. Declassification of Records of Permanent Historical 

Value. 
Under the direction of the National Declassification 

Center (NDC), and utilizing recommendations of an on-

going Business Process Review in support of the NDC, 

referrals and quality assurance problems within a back-

log of more than 400 million pages of accessioned Fed-

eral records previously subject to automatic declas-

sification shall be addressed in a manner that will per-

mit public access to all declassified records from this 

backlog no later than December 31, 2013. In order to 

promote the efficient and effective utilization of finite 

resources available for declassification, further refer-

rals of these records are not required except for those 

containing information that would clearly and demon-

strably reveal: (a) the identity of a confidential human 

source or a human intelligence source; or (b) key design 

concepts of weapons of mass destruction. 
The Secretaries of State, Defense, and Energy, and 

the Director of National Intelligence shall provide the 

Archivist of the United States with sufficient guidance 

to complete this task. The Archivist shall make public 

a report on the status of the backlog every 6 months. 
3. Delegation of Original Classification Authority. 
Delegations of original classification authority shall 

be limited to the minimum necessary to implement the 

order and only those individuals or positions with a de-

monstrable and continuing need to exercise such au-

thority shall be delegated original classification au-

thority. 
Accordingly, heads of departments and agencies with 

original classification authority shall commence a re-
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view to ensure that all delegations of original classi-

fication authority are so limited and otherwise in ac-

cordance with section 1.3(c) of the order. Each depart-

ment and agency shall submit a report on the results of 

this review to the Director of ISOO within 120 days of 

the date of this memorandum. 
4. Promotion of New Technologies to Support Declas-

sification. 

Striking the critical balance between openness and 

secrecy is a difficult but necessary part of our demo-

cratic form of government. Striking this balance be-

comes more difficult as the volume and complexity of 

the information increases. Improving the capability of 

departments and agencies to identify still-sensitive in-

formation and to make declassified information avail-

able to the public are integral parts of the classifica-

tion system. 
Therefore, I am directing that the Secretary of De-

fense and the Director of National Intelligence each 

support research to assist the NDC in addressing the 

cross-agency challenges associated with declassifica-

tion. 
5. Publication. The Archivist of the United States is 

authorized and directed to publish this memorandum in 

the Federal Register. 

BARACK OBAMA. 

ORIGINAL CLASSIFICATION AUTHORITY 

Order of President of the United States, dated Dec. 

29, 2009, 75 F.R. 735, provided: 
Pursuant to the provisions of section 1.3 of the Exec-

utive Order issued today [Ex. Ord. No. 13526, set out 

above], entitled ‘‘Classified National Security Informa-

tion’’ (Executive Order), I hereby designate the follow-

ing officials to classify information originally as ‘‘Top 

Secret’’ or ‘‘Secret’’: 

TOP SECRET 

Executive Office of the President: 

The Assistant to the President and Chief of Staff 
The Assistant to the President for National Security 

Affairs (National Security Advisor) 
The Assistant to the President for Homeland Secu-

rity and Counterterrorism 
The Director of National Drug Control Policy 
The Director, Office of Science and Technology Pol-

icy 
The Chair or Co-Chairs, President’s Intelligence Ad-

visory Board 
Departments and Agencies: 

The Secretary of State 
The Secretary of the Treasury 
The Secretary of Defense 
The Attorney General 
The Secretary of Energy 
The Secretary of Homeland Security 
The Director of National Intelligence 
The Secretary of the Army 
The Secretary of the Navy 
The Secretary of the Air Force 
The Chairman, Nuclear Regulatory Commission 
The Director of the Central Intelligence Agency 
The Administrator of the National Aeronautics and 

Space Administration 
The Director, Information Security Oversight Office 

SECRET 

Executive Office of the President: 

The United States Trade Representative 
Departments and Agencies: 

The Secretary of Agriculture 
The Secretary of Commerce 
The Secretary of Health and Human Services 
The Secretary of Transportation 
The Administrator of the United States Agency for 

International Development 
The Administrator of the Environmental Protection 

Agency 
Any delegation of this authority shall be in accord-

ance with section 1.3(c) of the Executive Order, except 

that the Director of the Information Security Over-

sight Office, the Secretary of Agriculture, and the Ad-

ministrator of the Environmental Protection Agency 

may not delegate the authority granted in this order. 

If an agency head without original classification au-

thority under this order, or otherwise delegated in ac-

cordance with section 1.3(c) of the Executive Order, has 

an exceptional need to classify information originated 

by their agency, the matter shall be referred to the 

agency head with appropriate subject matter interest 

and classification authority in accordance with section 

1.3(e) of the Executive Order. If the agency with appro-

priate subject matter interest and classification au-

thority cannot readily be determined, the matter shall 

be referred to the Director of the Information Security 

Oversight Office. 

Presidential designations ordered prior to the issu-

ance of the Executive Order are revoked as of the date 

of this order. However, delegations of authority to clas-

sify information originally that were made in accord-

ance with the provisions of section 1.4 of Executive 

Order 12958 of April 17, 1995 [formerly set out above], as 

amended, by officials designated under this order shall 

continue in effect, provided that the authority of such 

officials is delegable under this order. 

This order shall be published in the Federal Register. 

BARACK OBAMA. 

PRIOR PRESIDENTIAL DESIGNATIONS TO CLASSIFY NA-

TIONAL SECURITY INFORMATION WERE CONTAINED IN 

THE FOLLOWING: 

Ex. Ord. No. 13010, § 7(b), July 15, 1996, 61 F.R. 37347, as 

amended, set out as a note under section 5195 of Title 

42, The Public Health and Welfare. 

Order of President of the United States, dated Oct. 13, 

1995, 60 F.R. 53845, formerly set out as a note under this 

section. 

Order of President of the United States, dated Feb. 

27, 1996, 61 F.R. 7977, formerly set out as a note under 

this section. 

Order of President of the United States, dated Feb. 

26, 1997, 62 F.R. 9349, formerly set out as a note under 

this section. 

Order of President of the United States, dated Dec. 

10, 2001, 66 F.R. 64347, formerly set out as a note under 

this section. 

Order of President of the United States, dated May 6, 

2002, 67 F.R. 31109, formerly set out as a note under this 

section. 

Order of President of the United States, dated Sept. 

26, 2002, 67 F.R. 61465, formerly set out as a note under 

this section. 

Order of President of the United States, dated Sept. 

17, 2003, 68 F.R. 55257, formerly set out as a note under 

this section. 

Order of President of the United States, dated Apr. 21, 

2005, 70 F.R. 21609, formerly set out as a note under this 

section. 

§ 3162. Requests by authorized investigative 
agencies 

(a) Generally 

(1) Any authorized investigative agency may 
request from any financial agency, financial in-
stitution, or holding company, or from any con-
sumer reporting agency, such financial records, 
other financial information, and consumer re-
ports as may be necessary in order to conduct 
any authorized law enforcement investigation, 
counterintelligence inquiry, or security deter-
mination. Any authorized investigative agency 
may also request records maintained by any 
commercial entity within the United States per-
taining to travel by an employee in the execu-
tive branch of Government outside the United 
States. 
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(2) Requests may be made under this section 
where— 

(A) the records sought pertain to a person 
who is or was an employee in the executive 
branch of Government required by the Presi-
dent in an Executive order or regulation, as a 
condition of access to classified information, 
to provide consent, during a background inves-
tigation and for such time as access to the in-
formation is maintained, and for a period of 
not more than three years thereafter, permit-
ting access to financial records, other finan-
cial information, consumer reports, and travel 
records; and 

(B)(i) there are reasonable grounds to be-
lieve, based on credible information, that the 
person is, or may be, disclosing classified in-
formation in an unauthorized manner to a for-
eign power or agent of a foreign power; 

(ii) information the employing agency deems 
credible indicates the person has incurred ex-
cessive indebtedness or has acquired a level of 
affluence which cannot be explained by other 
information known to the agency; or 

(iii) circumstances indicate the person had 
the capability and opportunity to disclose 
classified information which is known to have 
been lost or compromised to a foreign power 
or an agent of a foreign power. 

(3) Each such request— 
(A) shall be accompanied by a written cer-

tification signed by the department or agency 
head or deputy department or agency head 
concerned, or by a senior official designated 
for this purpose by the department or agency 
head concerned (whose rank shall be no lower 
than Assistant Secretary or Assistant Direc-
tor), and shall certify that— 

(i) the person concerned is or was an em-
ployee within the meaning of paragraph 
(2)(A); 

(ii) the request is being made pursuant to 
an authorized inquiry or investigation and is 
authorized under this section; and 

(iii) the records or information to be re-
viewed are records or information which the 
employee has previously agreed to make 
available to the authorized investigative 
agency for review; 

(B) shall contain a copy of the agreement re-
ferred to in subparagraph (A)(iii); 

(C) shall identify specifically or by category 
the records or information to be reviewed; and 

(D) shall inform the recipient of the request 
of the prohibition described in subsection (b). 

(b) Prohibition of certain disclosure 

(1) Prohibition 

(A) In general 

If a certification is issued under subpara-
graph (B) and notice of the right to judicial 
review under subsection (c) is provided, no 
governmental or private entity that receives 
a request under subsection (a), or officer, 
employee, or agent thereof, shall disclose to 
any person that an authorized investigative 
agency described in subsection (a) has 
sought or obtained access to information 
under subsection (a). 

(B) Certification 

The requirements of subparagraph (A) 
shall apply if the head of an authorized in-
vestigative agency described in subsection 
(a), or a designee, certifies that the absence 
of a prohibition of disclosure under this sub-
section may result in— 

(i) a danger to the national security of 
the United States; 

(ii) interference with a criminal, 
counterterrorism, or counterintelligence 
investigation; 

(iii) interference with diplomatic rela-
tions; or 

(iv) danger to the life or physical safety 
of any person. 

(2) Exception 

(A) In general 

A governmental or private entity that re-
ceives a request under subsection (a), or offi-
cer, employee, or agent thereof, may dis-
close information otherwise subject to any 
applicable nondisclosure requirement to— 

(i) those persons to whom disclosure is 
necessary in order to comply with the re-
quest; 

(ii) an attorney in order to obtain legal 
advice or assistance regarding the request; 
or 

(iii) other persons as permitted by the 
head of the authorized investigative agen-
cy described in subsection (a) or a des-
ignee. 

(B) Application 

A person to whom disclosure is made under 
subparagraph (A) shall be subject to the non-
disclosure requirements applicable to a per-
son to whom a request is issued under sub-
section (a) in the same manner as the person 
to whom the request is issued. 

(C) Notice 

Any recipient that discloses to a person 
described in subparagraph (A) information 
otherwise subject to a nondisclosure require-
ment shall inform the person of the applica-
ble nondisclosure requirement. 

(D) Identification of disclosure recipients 

At the request of the head of an authorized 
investigative agency described in subsection 
(a), or a designee, any person making or in-
tending to make a disclosure under clause (i) 
or (iii) of subparagraph (A) shall identify to 
the head of the authorized investigative 
agency or such designee the person to whom 
such disclosure will be made or to whom 
such disclosure was made prior to the re-
quest. 

(c) Judicial review 

(1) In general 

A request under subsection (a) or a non-
disclosure requirement imposed in connection 
with such request under subsection (b) shall be 
subject to judicial review under section 3511 of 
title 18. 

(2) Notice 

A request under subsection (a) shall include 
notice of the availability of judicial review de-
scribed in paragraph (1). 
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(d) Records or information; inspection or copy-
ing 

(1) Notwithstanding any other provision of law 
(other than section 6103 of title 26), an entity re-
ceiving a request for records or information 
under subsection (a) shall, if the request satis-
fies the requirements of this section, make 
available such records or information within 30 
days for inspection or copying, as may be appro-
priate, by the agency requesting such records or 
information. 

(2) Any entity (including any officer, em-
ployee, or agent thereof) that discloses records 
or information for inspection or copying pursu-
ant to this section in good faith reliance upon 
the certifications made by an agency pursuant 
to this section shall not be liable for any such 
disclosure to any person under this subchapter, 
the constitution of any State, or any law or reg-
ulation of any State or any political subdivision 
of any State. 

(e) Reimbursement of costs 

Any agency requesting records or information 
under this section may, subject to the availabil-
ity of appropriations, reimburse a private entity 
for any cost reasonably incurred by such entity 
in responding to such request, including the cost 
of identifying, reproducing, or transporting 
records or other data. 

(f) Dissemination of records or information re-
ceived 

An agency receiving records or information 
pursuant to a request under this section may 
disseminate the records or information obtained 
pursuant to such request outside the agency 
only— 

(1) to the agency employing the employee 
who is the subject of the records or informa-
tion; 

(2) to the Department of Justice for law en-
forcement or counterintelligence purposes; or 

(3) with respect to dissemination to an agen-
cy of the United States, if such information is 
clearly relevant to the authorized responsibil-
ities of such agency. 

(g) Construction of section 

Nothing in this section may be construed to 
affect the authority of an investigative agency 
to obtain information pursuant to the Right to 
Financial Privacy Act (12 U.S.C. 3401 et seq.) or 
the Fair Credit Reporting Act (15 U.S.C. 1681 et 
seq.). 

(July 26, 1947, ch. 343, title VIII, § 802, as added 
Pub. L. 103–359, title VIII, § 802(a), Oct. 14, 1994, 
108 Stat. 3436; amended Pub. L. 109–177, title I, 
§ 116(f), Mar. 9, 2006, 120 Stat. 216; Pub. L. 109–178, 
§ 4(e), Mar. 9, 2006, 120 Stat. 281; Pub. L. 114–23, 
title V, §§ 502(e), 503(e), June 2, 2015, 129 Stat. 287, 
290.) 

REFERENCES IN TEXT 

The Right to Financial Privacy Act, referred to in 

subsec. (g), probably means the Right to Financial Pri-

vacy Act of 1978, which is title XI of Pub. L. 95–630, Nov. 

10, 1978, 92 Stat. 3697, as amended, and is classified gen-

erally to chapter 35 (§ 3401 et seq.) of Title 12, Banks and 

Banking. For complete classification of this Act to the 

Code, see Short Title note set out under section 3401 of 

Title 12 and Tables. 

The Fair Credit Reporting Act, referred to in subsec. 

(g), is title VI of Pub. L. 90–321, as added by Pub. L. 

91–508, title VI, § 601, Oct. 26, 1970, 84 Stat. 1127, as 

amended, which is classified generally to subchapter III 

(§ 1681 et seq.) of chapter 41 of Title 15, Commerce and 

Trade. For complete classification of this Act to the 

Code, see Short Title of 1970 Amendment note set out 

under section 1601 of Title 15 and Tables. 

CODIFICATION 

Section was formerly classified to section 436 of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2015—Subsec. (b). Pub. L. 114–23, § 502(e), added subsec. 

(b) and struck out former subsec. (b) which related to 

prohibition of certain disclosure. 

Subsecs. (c) to (g). Pub. L. 114–23, § 503(e), added sub-

sec. (c) and redesignated former subsecs. (c) to (f) as (d) 

to (g), respectively. 

2006—Subsec. (b). Pub. L. 109–177 amended subsec. (b) 

generally. Prior to amendment, text read as follows: 

‘‘Notwithstanding any other provision of law, no gov-

ernmental or private entity, or officer, employee, or 

agent of such entity, may disclose to any person, other 

than those officers, employees, or agents of such entity 

necessary to satisfy a request made under this section, 

that such entity has received or satisfied a request 

made by an authorized investigative agency under this 

section.’’ 

Subsec. (b)(4). Pub. L. 109–178 amended par. (4) gener-

ally. Prior to amendment, par. (4) read as follows: ‘‘At 

the request of the authorized investigative agency, any 

person making or intending to make a disclosure under 

this section shall identify to the requesting official of 

the authorized investigative agency the person to 

whom such disclosure will be made or to whom such 

disclosure was made prior to the request, but in no cir-

cumstance shall a person be required to inform such of-

ficial that the person intends to consult an attorney to 

obtain legal advice or legal assistance.’’ 

§ 3163. Exceptions 

Except as otherwise specifically provided, the 
provisions of this subchapter shall not apply to 
the President and Vice President, Members of 
the Congress, Justices of the Supreme Court, 
and Federal judges appointed by the President. 

(July 26, 1947, ch. 343, title VIII, § 803, as added 
Pub. L. 103–359, title VIII, § 802(a), Oct. 14, 1994, 
108 Stat. 3437.) 

CODIFICATION 

Section was formerly classified to section 437 of this 

title prior to editorial reclassification and renumbering 

as this section. 

§ 3164. Definitions 

For purposes of this subchapter— 
(1) the term ‘‘authorized investigative agen-

cy’’ means an agency authorized by law or reg-
ulation to conduct a counterintelligence in-
vestigation or investigations of persons who 
are proposed for access to classified informa-
tion to ascertain whether such persons satisfy 
the criteria for obtaining and retaining access 
to such information; 

(2) the term ‘‘classified information’’ means 
any information that has been determined 
pursuant to Executive Order No. 12356 of April 
2, 1982, or successor orders, or the Atomic En-
ergy Act of 1954 [42 U.S.C. 2011 et seq.], to re-
quire protection against unauthorized disclo-
sure and that is so designated; 
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1 So in original. Probably should be ‘‘section’’. 

(3) the term ‘‘consumer reporting agency’’ 
has the meaning given such term in section 
1681a of title 15; 

(4) the term ‘‘employee’’ includes any person 
who receives a salary or compensation of any 
kind from the United States Government, is a 
contractor of the United States Government 
or an employee thereof, is an unpaid consult-
ant of the United States Government, or 
otherwise acts for or on behalf of the United 
States Government, except as otherwise deter-
mined by the President; 

(5) the terms ‘‘financial agency’’ and ‘‘finan-
cial institution’’ have the meanings given to 
such terms in section 5312(a) of title 31 and the 
term ‘‘holding company’’ has the meaning 
given to such term in section 3401(6) of title 12; 

(6) the terms ‘‘foreign power’’ and ‘‘agent of 
a foreign power’’ have the same meanings as 
set forth in sections 1 1801(a) and (b), respec-
tively, of this title; 

(7) the term ‘‘State’’ means each of the sev-
eral States of the United States, the District 
of Columbia, the Commonwealth of Puerto 
Rico, the Commonwealth of the Northern Mar-
iana Islands, the United States Virgin Islands, 
Guam, American Samoa, the Republic of the 
Marshall Islands, the Federated States of Mi-
cronesia, and the Republic of Palau, and any 
other possession of the United States; and 

(8) the term ‘‘computer’’ means any elec-
tronic, magnetic, optical, electrochemical, or 
other high speed data processing device per-
forming logical, arithmetic, or storage func-
tions, and includes any data storage facility or 
communications facility directly related to or 
operating in conjunction with such device and 
any data or other information stored or con-
tained in such device. 

(July 26, 1947, ch. 343, title VIII, § 804, as added 
Pub. L. 103–359, title VIII, § 802(a), Oct. 14, 1994, 
108 Stat. 3438; amended Pub. L. 106–120, title III, 
§ 305(b), Dec. 3, 1999, 113 Stat. 1611.) 

REFERENCES IN TEXT 

Executive Order No. 12356, referred to in par. (2), 

which was formerly set out as a note under section 435 

(now section 3161) of this title, was revoked by Ex. Ord. 

No. 12958, § 6.1(d), Apr. 17, 1995, 60 F.R. 19843. 
The Atomic Energy Act of 1954, referred to in par. (2), 

is act Aug. 1, 1946, ch. 724, as added by act Aug. 30, 1954, 

ch. 1073, § 1, 68 Stat. 919, which is classified principally 

to chapter 23 (§ 2011 et seq.) of Title 42, The Public 

Health and Welfare. For complete classification of this 

Act to the Code, see Short Title note set out under sec-

tion 2011 of Title 42 and Tables. 

CODIFICATION 

Section was formerly classified to section 438 of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

1999—Par. (8). Pub. L. 106–120 added par. (8). 

SUBCHAPTER VII—APPLICATION OF SANC-
TIONS LAWS TO INTELLIGENCE ACTIVI-
TIES 

§ 3171. Stay of sanctions 

Notwithstanding any provision of law identi-
fied in section 3174 of this title, the President 

may stay the imposition of an economic, cul-
tural, diplomatic, or other sanction or related 
action by the United States Government con-
cerning a foreign country, organization, or per-
son when the President determines and reports 
to Congress in accordance with section 3173 of 
this title that to proceed without delay would 
seriously risk the compromise of an ongoing 
criminal investigation directly related to the 
activities giving rise to the sanction or an intel-
ligence source or method directly related to the 
activities giving rise to the sanction. Any such 
stay shall be effective for a period of time speci-
fied by the President, which period may not ex-
ceed 120 days, unless such period is extended in 
accordance with section 3172 of this title. 

(July 26, 1947, ch. 343, title IX, § 901, as added 
Pub. L. 104–93, title III, § 303(a), Jan. 6, 1996, 109 
Stat. 964.) 

CODIFICATION 

Section was formerly classified to section 441 of this 

title prior to editorial reclassification and renumbering 

as this section. 

§ 3172. Extension of stay 

Whenever the President determines and re-
ports to Congress in accordance with section 
3173 of this title that a stay of sanctions or re-
lated actions pursuant to section 3171 of this 
title has not afforded sufficient time to obviate 
the risk to an ongoing criminal investigation or 
to an intelligence source or method that gave 
rise to the stay, he may extend such stay for a 
period of time specified by the President, which 
period may not exceed 120 days. The authority of 
this section may be used to extend the period of 
a stay pursuant to section 3171 of this title for 
successive periods of not more than 120 days 
each. 

(July 26, 1947, ch. 343, title IX, § 902, as added 
Pub. L. 104–93, title III, § 303(a), Jan. 6, 1996, 109 
Stat. 964.) 

CODIFICATION 

Section was formerly classified to section 441a of this 

title prior to editorial reclassification and renumbering 

as this section. 

§ 3173. Reports 

Reports to Congress pursuant to sections 3171 
and 3172 of this title shall be submitted prompt-
ly upon determinations under this subchapter. 
Such reports shall be submitted to the Commit-
tee on International Relations of the House of 
Representatives and the Committee on Foreign 
Relations of the Senate. With respect to deter-
minations relating to intelligence sources and 
methods, reports shall also be submitted to the 
congressional intelligence committees. With re-
spect to determinations relating to ongoing 
criminal investigations, reports shall also be 
submitted to the Committees on the Judiciary 
of the House of Representatives and the Senate. 

(July 26, 1947, ch. 343, title IX, § 903, as added 
Pub. L. 104–93, title III, § 303(a), Jan. 6, 1996, 109 
Stat. 964; amended Pub. L. 107–306, title III, 
§ 353(b)(2)(C), Nov. 27, 2002, 116 Stat. 2402.) 
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CODIFICATION 

Section was formerly classified to section 441b of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2002—Pub. L. 107–306 substituted ‘‘congressional intel-

ligence committees’’ for ‘‘Permanent Select Committee 

on Intelligence of the House of Representatives and the 

Select Committee on Intelligence of the Senate’’. 

CHANGE OF NAME 

Committee on International Relations of House of 

Representatives changed to Committee on Foreign Af-

fairs of House of Representatives by House Resolution 

No. 6, One Hundred Tenth Congress, Jan. 5, 2007. 

§ 3174. Laws subject to stay 

The President may use the authority of sec-
tions 3171 and 3172 of this title to stay the impo-
sition of an economic, cultural, diplomatic, or 
other sanction or related action by the United 
States Government related to the proliferation 
of weapons of mass destruction, their delivery 
systems, or advanced conventional weapons 
otherwise required to be imposed by the Chemi-
cal and Biological Weapons Control and Warfare 
Elimination Act of 1991 (title III of Public Law 
102–182) [22 U.S.C. 5601 et seq.]; the Nuclear Pro-
liferation Prevention Act of 1994 (title VIII of 
Public Law 103–236); title XVII of the National 
Defense Authorization Act for Fiscal Year 1991 
(Public Law 101–510) (relating to the non-
proliferation of missile technology); the Iran- 
Iraq Arms Nonproliferation Act of 1992 (title 
XVI of Public Law 102–484); section 573 of the 
Foreign Operations, Export Financing Related 
Programs Appropriations Act, 1994 (Public Law 
103–87); section 563 of the Foreign Operations, 
Export Financing Related Programs Appropria-
tions Act, 1995 (Public Law 103–306); and com-
parable provisions. 

(July 26, 1947, ch. 343, title IX, § 904, as added 
Pub. L. 104–93, title III, § 303(a), Jan. 6, 1996, 109 
Stat. 965.) 

REFERENCES IN TEXT 

The Chemical and Biological Weapons Control and 

Warfare Elimination Act of 1991, referred to in text, is 

title III of Pub. L. 102–182, Dec. 4, 1991, 105 Stat. 1245, as 

amended, which is classified principally to chapter 65 

(§ 5601 et seq.) of Title 22, Foreign Relations and Inter-

course. For complete classification of this Act to the 

Code, see Short Title note set out under section 5601 of 

Title 22 and Tables. 

The Nuclear Proliferation Prevention Act of 1994, re-

ferred to in text, is title VIII of Pub. L. 103–236, Apr. 30, 

1994, 108 Stat. 507, as amended. For complete classifica-

tion of this Act to the Code, see Short Title note set 

out under section 6301 of Title 22, Foreign Relations 

and Intercourse, and Tables. 

Title XVII of the National Defense Authorization Act 

for Fiscal Year 1991, referred to in text, is title XVII of 

div. A of Pub. L. 101–510, Nov. 5, 1990, 104 Stat. 1750, as 

amended, which enacted section 4612 of this title and 

sections 2797 to 2797c of Title 22, Foreign Relations and 

Intercourse, amended section 4605 of this title, and en-

acted provisions set out as notes under section 4602 of 

this title and section 2797 of Title 22. For complete clas-

sification of title XVII to the Code, see Tables. 

The Iran-Iraq Arms Nonproliferation Act of 1992, re-

ferred to in text, is title XVI of div. A of Pub. L. 

102–484, Oct. 23, 1992, 106 Stat. 2571, as amended, which 

is set out as a note under section 1701 of this title. 

Section 573 of the Foreign Operations, Export Financ-

ing Related Programs Appropriations Act, 1994, re-

ferred to in text, probably means section 573 of the For-

eign Operations, Export Financing, and Related Pro-

grams Appropriations Act, 1994, Pub. L. 103–87, title V, 

Sept. 30, 1993, 107 Stat. 972, which is not classified to 

the Code. 

Section 563 of the Foreign Operations, Export Financ-

ing Related Programs Appropriations Act, 1995, re-

ferred to in text, probably means section 563 of the For-

eign Operations, Export Financing, and Related Pro-

grams Appropriations Act, 1995, Pub. L. 103–306, title V, 

Aug. 23, 1994, 108 Stat. 1649, which is not classified to 

the Code. 

CODIFICATION 

Section was formerly classified to section 441c of this 

title prior to editorial reclassification and renumbering 

as this section. 

§ 3175. Repealed. Pub. L. 108–177, title III, 
§ 313(a), Dec. 13, 2003, 117 Stat. 2610 

Section, act July 26, 1947, ch. 343, title IX, § 905, as 

added Pub. L. 104–93, title III, § 303(a), Jan. 6, 1996, 109 

Stat. 965; amended Pub. L. 104–293, title III, § 304, Oct. 

11, 1996, 110 Stat. 3464; Pub. L. 105–107, title III, § 304, 

Nov. 20, 1997, 111 Stat. 2252; Pub. L. 105–272, title III, 

§ 303, Oct. 20, 1998, 112 Stat. 2400, provided that this sub-

chapter would cease to be effective on Jan. 6, 2000. 

CODIFICATION 

Section was formerly classified to section 441d of this 

title and repealed prior to editorial reclassification and 

renumbering as this section. 

SUBCHAPTER VIII—EDUCATION IN 
SUPPORT OF NATIONAL INTELLIGENCE 

PART A—SCIENCE AND TECHNOLOGY 

§ 3191. Scholarships and work-study for pursuit 
of graduate degrees in science and tech-
nology 

(a) Program authorized 

The Director of National Intelligence may 
carry out a program to provide scholarships and 
work-study for individuals who are pursuing 
graduate degrees in fields of study in science 
and technology that are identified by the Direc-
tor as appropriate to meet the future needs of 
the intelligence community for qualified sci-
entists and engineers. 

(b) Administration 

If the Director of National Intelligence carries 
out the program under subsection (a), the Direc-
tor of National Intelligence shall administer the 
program through the Office of the Director of 
National Intelligence. 

(c) Identification of fields of study 

If the Director of National Intelligence carries 
out the program under subsection (a), the Direc-
tor shall identify fields of study under sub-
section (a) in consultation with the other heads 
of the elements of the intelligence community. 

(d) Eligibility for participation 

An individual eligible to participate in the 
program is any individual who— 

(1) either— 
(A) is an employee of the intelligence com-

munity; or 
(B) meets criteria for eligibility for em-

ployment in the intelligence community 
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that are established by the Director of Na-
tional Intelligence; 

(2) is accepted in a graduate degree program 
in a field of study in science or technology 
identified under subsection (a); and 

(3) is eligible for a security clearance at the 
level of Secret or above. 

(e) Regulations 

If the Director of National Intelligence carries 
out the program under subsection (a), the Direc-
tor shall prescribe regulations for purposes of 
the administration of this section. 

(July 26, 1947, ch. 343, title X, § 1001, as added 
Pub. L. 107–306, title III, § 331(a)(3), Nov. 27, 2002, 
116 Stat. 2394; amended Pub. L. 108–458, title I, 
§§ 1071(a)(1)(MM), (3)(C)–(F), 1072(a)(8), Dec. 17, 
2004, 118 Stat. 3689, 3690, 3692.) 

CODIFICATION 

Section was formerly classified to section 441g of this 

title prior to editorial reclassification and renumbering 

as this section. 

PRIOR PROVISIONS 

A prior section 1001 of act July 26, 1947, ch. 343, was 

renumbered section 1101 and is classified to section 3231 

of this title. 

AMENDMENTS 

2004—Subsec. (a). Pub. L. 108–458, § 1071(a)(1)(MM), 

substituted ‘‘Director of National Intelligence’’ for ‘‘Di-

rector of Central Intelligence’’. 

Subsec. (b). Pub. L. 108–458, § 1072(a)(8), substituted 

‘‘Office of the Director of National Intelligence’’ for 

‘‘Assistant Director of Central Intelligence for Admin-

istration’’. 

Pub. L. 108–458, § 1071(a)(3)(C), which directed amend-

ment of subsec. (b) by substituting ‘‘Director of Na-

tional Intelligence’’ for ‘‘Director’’ each place it ap-

peared, was executed by making the substitution the 

first two places it appeared to reflect the probable in-

tent of Congress. 

Subsec. (c). Pub. L. 108–458, § 1071(a)(3)(D), substituted 

‘‘If the Director of National Intelligence’’ for ‘‘If the 

Director’’. 

Subsec. (d)(1)(B). Pub. L. 108–458, § 1071(a)(3)(E), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor’’. 

Subsec. (e). Pub. L. 108–458, § 1071(a)(3)(F), substituted 

‘‘If the Director of National Intelligence’’ for ‘‘If the 

Director’’. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

PILOT PROGRAM ON RECRUITMENT AND TRAINING OF 

INTELLIGENCE ANALYSTS 

Pub. L. 108–177, title III, § 318, Dec. 13, 2003, 117 Stat. 

2613, as amended by Pub. L. 108–458, title I, 

§§ 1071(g)(3)(A)(iii), 1072(d)(2)(B), Dec. 17, 2004, 118 Stat. 

3692, 3693, which required the Director of National In-

telligence to carry out a pilot program during fiscal 

years 2004 through 2006 to provide financial assistance 

for academic training in areas of deficiency in the ana-

lytic capabilities of the intelligence community, and to 

submit reports to Congress not later than 120 days after 

Dec. 13, 2003, and not later than one year after the com-

mencement of the program, was repealed by Pub. L. 

111–259, title III, § 311(b)(2)(A), Oct. 7, 2010, 124 Stat. 2663. 

§ 3192. Framework for cross-disciplinary edu-
cation and training 

The Director of National Intelligence shall es-
tablish an integrated framework that brings to-
gether the educational components of the intel-
ligence community in order to promote a more 
effective and productive intelligence community 
through cross-disciplinary education and joint 
training. 

(July 26, 1947, ch. 343, title X, § 1002, as added 
Pub. L. 108–458, title I, § 1042, Dec. 17, 2004, 118 
Stat. 3679.) 

CODIFICATION 

Section was formerly classified to section 441g–1 of 

this title prior to editorial reclassification and renum-

bering as this section. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

§ 3193. Repealed. Pub. L. 111–259, title III, 
§ 313(b)(1)(B), Oct. 7, 2010, 124 Stat. 2666 

Section, act July 26, 1947, ch. 343, title X, § 1003, as 

added Pub. L. 108–458, title I, § 1043, Dec. 17, 2004, 118 

Stat. 3679; amended Pub. L. 111–259, title VIII, § 804(8), 

Oct. 7, 2010, 124 Stat. 2747, related to Intelligence Com-

munity Scholarship Program. 

CODIFICATION 

Section was formerly classified to section 441g–2 of 

this title and repealed prior to editorial reclassification 

and renumbering as this section. 

SAVINGS PROVISION 

Pub. L. 111–259, title III, § 313(b)(2), Oct. 7, 2010, 124 

Stat. 2666, provided that: ‘‘Notwithstanding the repeals 

made by paragraph (1) [repealing this section, amend-

ing provisions set out as a note under section 3023 of 

this title, and repealing provisions set out as a note 

under section 3021 of this title], nothing in this sub-

section [repealing this section, amending provisions set 

out as a note under section 3023 of this title, and re-

pealing provisions set out as a note under section 3021 

of this title] shall be construed to amend, modify, or 

abrogate any agreement, contract, or employment rela-

tionship that was in effect in relation to the provisions 

repealed under paragraph (1) on the day prior to the 

date of the enactment of this Act [Oct. 7, 2010].’’ 

PART B—FOREIGN LANGUAGES PROGRAM 

§ 3201. Program on advancement of foreign lan-
guages critical to the intelligence community 

(a) In general 

The Secretary of Defense and the Director of 
National Intelligence may jointly carry out a 
program to advance skills in foreign languages 
that are critical to the capability of the intel-
ligence community to carry out the national se-
curity activities of the United States (herein-
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after in this part referred to as the ‘‘Foreign 
Languages Program’’). 

(b) Identification of requisite actions 

In order to carry out the Foreign Languages 
Program, the Secretary of Defense and the Di-
rector of National Intelligence shall jointly 
identify actions required to improve the edu-
cation of personnel in the intelligence commu-
nity in foreign languages that are critical to the 
capability of the intelligence community to 
carry out the national security activities of the 
United States and to meet the long-term intel-
ligence needs of the United States. 

(July 26, 1947, ch. 343, title X, § 1011, as added 
Pub. L. 108–487, title VI, § 612(a)(2), Dec. 23, 2004, 
118 Stat. 3955.) 

CODIFICATION 

Section was formerly classified to section 441j of this 

title prior to editorial reclassification and renumbering 

as this section. 

PILOT PROGRAM FOR INTENSIVE LANGUAGE INSTRUCTION 

IN AFRICAN LANGUAGES 

Pub. L. 111–259, title III, § 314, Oct. 7, 2010, 124 Stat. 

2666, provided that: 

‘‘(a) ESTABLISHMENT.—The Director of National Intel-

ligence, in consultation with the National Security 

Education Board established under section 803(a) of the 

David L. Boren National Security Education Act of 1991 

(50 U.S.C. 1903(a)), may establish a pilot program for in-

tensive language instruction in African languages. 

‘‘(b) PROGRAM.—A pilot program established under 

subsection (a) shall provide scholarships for programs 

that provide intensive language instruction— 

‘‘(1) in any of the five highest priority African lan-

guages for which scholarships are not offered under 

the David L. Boren National Security Education Act 

of 1991 (50 U.S.C. 1901 et seq.), as determined by the 

Director of National Intelligence; and 

‘‘(2) both in the United States and in a country in 

which the language is the native language of a sig-

nificant portion of the population, as determined by 

the Director of National Intelligence. 

‘‘(c) TERMINATION.—A pilot program established 

under subsection (a) shall terminate on the date that is 

five years after the date on which such pilot program 

is established. 

‘‘(d) AUTHORIZATION OF APPROPRIATIONS.— 

‘‘(1) IN GENERAL.—There is authorized to be appro-

priated to carry out this section $2,000,000. 

‘‘(2) AVAILABILITY.—Funds authorized to be appro-

priated under paragraph (1) shall remain available 

until the termination of the pilot program in accord-

ance with subsection (c).’’ 

§ 3202. Education partnerships 

(a) In general 

In carrying out the Foreign Languages Pro-
gram, the head of a covered element of the intel-
ligence community may enter into one or more 
education partnership agreements with edu-
cational institutions in the United States in 
order to encourage and enhance the study in 
such educational institutions of foreign lan-
guages that are critical to the capability of the 
intelligence community to carry out the na-
tional security activities of the United States. 

(b) Assistance provided under educational part-
nership agreements 

Under an educational partnership agreement 
entered into with an educational institution 

pursuant to this section, the head of a covered 
element of the intelligence community may pro-
vide the following assistance to the educational 
institution: 

(1) The loan of equipment and instructional 
materials of the element of the intelligence 
community to the educational institution for 
any purpose and duration that the head of the 
element considers appropriate. 

(2) Notwithstanding any other provision of 
law relating to the transfer of surplus prop-
erty, the transfer to the educational institu-
tion of any computer equipment, or other 
equipment, that is— 

(A) commonly used by educational institu-
tions; 

(B) surplus to the needs of the element of 
the intelligence community; and 

(C) determined by the head of the element 
to be appropriate for support of such agree-
ment. 

(3) The provision of dedicated personnel to 
the educational institution— 

(A) to teach courses in foreign languages 
that are critical to the capability of the in-
telligence community to carry out the na-
tional security activities of the United 
States; or 

(B) to assist in the development for the 
educational institution of courses and mate-
rials on such languages. 

(4) The involvement of faculty and students 
of the educational institution in research 
projects of the element of the intelligence 
community. 

(5) Cooperation with the educational institu-
tion in developing a program under which stu-
dents receive academic credit at the edu-
cational institution for work on research 
projects of the element of the intelligence 
community. 

(6) The provision of academic and career ad-
vice and assistance to students of the edu-
cational institution. 

(7) The provision of cash awards and other 
items that the head of the element of the in-
telligence community considers appropriate. 

(July 26, 1947, ch. 343, title X, § 1012, as added 
Pub. L. 108–487, title VI, § 612(a)(2), Dec. 23, 2004, 
118 Stat. 3956.) 

CODIFICATION 

Section was formerly classified to section 441j–1 of 

this title prior to editorial reclassification and renum-

bering as this section. 

§ 3203. Voluntary services 

(a) Authority to accept services 

Notwithstanding section 1342 of title 31 and 
subject to subsection (b), the Foreign Languages 
Program under section 3201 of this title shall in-
clude authority for the head of a covered ele-
ment of the intelligence community to accept 
from any dedicated personnel voluntary services 
in support of the activities authorized by this 
part. 

(b) Requirements and limitations 

(1) In accepting voluntary services from an in-
dividual under subsection (a), the head of a cov-
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ered element of the intelligence community 
shall— 

(A) supervise the individual to the same ex-
tent as the head of the element would super-
vise a compensated employee of that element 
providing similar services; and 

(B) ensure that the individual is licensed, 
privileged, has appropriate educational or ex-
periential credentials, or is otherwise qualified 
under applicable law or regulations to provide 
such services. 

(2) In accepting voluntary services from an in-
dividual under subsection (a), the head of a cov-
ered element of the intelligence community 
may not— 

(A) place the individual in a policymaking 
position, or other position performing inher-
ently governmental functions; or 

(B) compensate the individual for the provi-
sion of such services. 

(c) Authority to recruit and train individuals 
providing services 

The head of a covered element of the intel-
ligence community may recruit and train indi-
viduals to provide voluntary services under sub-
section (a). 

(d) Status of individuals providing services 

(1) Subject to paragraph (2), while providing 
voluntary services under subsection (a) or re-
ceiving training under subsection (c), an individ-
ual shall be considered to be an employee of the 
Federal Government only for purposes of the fol-
lowing provisions of law: 

(A) Section 552a of title 5 (relating to main-
tenance of records on individuals). 

(B) Chapter 11 of title 18 (relating to con-
flicts of interest). 

(2)(A) With respect to voluntary services under 
paragraph (1) provided by an individual that are 
within the scope of the services accepted under 
that paragraph, the individual shall be deemed 
to be a volunteer of a governmental entity or 
nonprofit institution for purposes of the Volun-
teer Protection Act of 1997 (42 U.S.C. 14501 et 
seq.). 

(B) In the case of any claim against such an 
individual with respect to the provision of such 
services, section 4(d) of such Act (42 U.S.C. 
14503(d)) shall not apply. 

(3) Acceptance of voluntary services under this 
section shall have no bearing on the issuance or 
renewal of a security clearance. 

(e) Reimbursement of incidental expenses 

(1) The head of a covered element of the intel-
ligence community may reimburse an individual 
for incidental expenses incurred by the individ-
ual in providing voluntary services under sub-
section (a). The head of a covered element of the 
intelligence community shall determine which 
expenses are eligible for reimbursement under 
this subsection. 

(2) Reimbursement under paragraph (1) may be 
made from appropriated or nonappropriated 
funds. 

(f) Authority to install equipment 

(1) The head of a covered element of the intel-
ligence community may install telephone lines 

and any necessary telecommunication equip-
ment in the private residences of individuals 
who provide voluntary services under subsection 
(a). 

(2) The head of a covered element of the intel-
ligence community may pay the charges in-
curred for the use of equipment installed under 
paragraph (1) for authorized purposes. 

(3) Notwithstanding section 1348 of title 31, the 
head of a covered element of the intelligence 
community may use appropriated funds or non-
appropriated funds of the element in carrying 
out this subsection. 

(July 26, 1947, ch. 343, title X, § 1013, as added 
Pub. L. 108–487, title VI, § 612(a)(2), Dec. 23, 2004, 
118 Stat. 3957.) 

REFERENCES IN TEXT 

The Volunteer Protection Act of 1997, referred to in 

subsec. (d)(2)(A), is Pub. L. 105–19, June 18, 1997, 111 

Stat. 218, which is classified generally to chapter 139 

(§ 14501 et seq.) of Title 42, The Public Health and Wel-

fare. For complete classification of this Act to the 

Code, see Short Title note set out under section 14501 

of Title 42 and Tables. 

CODIFICATION 

Section was formerly classified to section 441j–2 of 

this title prior to editorial reclassification and renum-

bering as this section. 

§ 3204. Regulations 

(a) In general 

The Secretary of Defense and the Director of 
National Intelligence shall jointly prescribe reg-
ulations to carry out the Foreign Languages 
Program. 

(b) Elements of the intelligence community 

The head of each covered element of the intel-
ligence community shall prescribe regulations 
to carry out sections 3202 and 3203 of this title 
with respect to that element including the fol-
lowing: 

(1) Procedures to be utilized for the accept-
ance of voluntary services under section 3203 
of this title. 

(2) Procedures and requirements relating to 
the installation of equipment under section 
3203(f) of this title. 

(July 26, 1947, ch. 343, title X, § 1014, as added 
Pub. L. 108–487, title VI, § 612(a)(2), Dec. 23, 2004, 
118 Stat. 3958.) 

CODIFICATION 

Section was formerly classified to section 441j–3 of 

this title prior to editorial reclassification and renum-

bering as this section. 

§ 3205. Definitions 

In this part: 
(1) The term ‘‘covered element of the intel-

ligence community’’ means an agency, office, 
bureau, or element referred to in subpara-
graphs (B) through (L) of section 3003(4) of this 
title. 

(2) The term ‘‘educational institution’’ 
means— 

(A) a local educational agency (as that 
term is defined in section 7801 of title 20); 

(B) an institution of higher education (as 
defined in section 1002 of title 20, other than 
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institutions referred to in subsection 
(a)(1)(C) of such section); or 

(C) any other nonprofit institution that 
provides instruction of foreign languages in 
languages that are critical to the capability 
of the intelligence community to carry out 
national security activities of the United 
States. 

(3) The term ‘‘dedicated personnel’’ means 
employees of the intelligence community and 
private citizens (including former civilian em-
ployees of the Federal Government who have 
been voluntarily separated, and members of 
the United States Armed Forces who have 
been honorably discharged, honorably sepa-
rated, or generally discharged under honorable 
circumstances and rehired on a voluntary 
basis specifically to perform the activities au-
thorized under this part). 

(July 26, 1947, ch. 343, title X, § 1015, as added 
Pub. L. 108–487, title VI, § 612(a)(2), Dec. 23, 2004, 
118 Stat. 3958; amended Pub. L. 114–95, title IX, 
§ 9215(tt), (hhh), Dec. 10, 2015, 129 Stat. 2183, 2187.) 

CODIFICATION 

Section was formerly classified to section 441j–4 of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2015—Par. (2)(A). Pub. L. 114–95, § 9215(tt), (hhh), made 

similar amendments, resulting in the substitution of 

‘‘section 7801 of title 20)’’ for ‘‘section 7801(26) of title 

20)’’. 

EFFECTIVE DATE OF 2015 AMENDMENT 

Amendment by Pub. L. 114–95 effective Dec. 10, 2015, 

except with respect to certain noncompetitive pro-

grams and competitive programs, see section 5 of Pub. 

L. 114–95, set out as a note under section 6301 of Title 

20, Education. 

PART C—ADDITIONAL EDUCATION PROVISIONS 

§ 3221. Assignment of intelligence community 
personnel as language students 

(a) In general 

The Director of National Intelligence, acting 
through the heads of the elements of the intel-
ligence community, may assign employees of 
such elements in analyst positions requiring for-
eign language expertise as students at accred-
ited professional, technical, or other institu-
tions of higher education for training at the 
graduate or undergraduate level in foreign lan-
guages required for the conduct of duties and re-
sponsibilities of such positions. 

(b) Authority for reimbursement of costs of tui-
tion and training 

(1) The Director of National Intelligence may 
reimburse an employee assigned under sub-
section (a) for the total cost of the training de-
scribed in that subsection, including costs of 
educational and supplementary reading mate-
rials. 

(2) The authority under paragraph (1) shall 
apply to employees who are assigned on a full- 
time or part-time basis. 

(3) Reimbursement under paragraph (1) may be 
made from appropriated or nonappropriated 
funds. 

(c) Relationship to compensation as an analyst 

Reimbursement under this section to an em-
ployee who is an analyst is in addition to any 
benefits, allowances, travel expenses, or other 
compensation the employee is entitled to by 
reason of serving in such an analyst position. 

(July 26, 1947, ch. 343, title X, § 1021, as added 
Pub. L. 108–487, title VI, § 612(a)(2), Dec. 23, 2004, 
118 Stat. 3959.) 

CODIFICATION 

Section was formerly classified to section 441m of 

this title prior to editorial reclassification and renum-

bering as this section. 

§ 3222. Program on recruitment and training 

(a) Program 

(1) The Director of National Intelligence shall 
carry out a program to ensure that selected stu-
dents or former students are provided funds to 
continue academic training, or are reimbursed 
for academic training previously obtained, in 
areas of specialization that the Director, in con-
sultation with the other heads of the elements 
of the intelligence community, identifies as 
areas in which the current capabilities of the in-
telligence community are deficient or in which 
future capabilities of the intelligence commu-
nity are likely to be deficient. 

(2) A student or former student selected for 
participation in the program shall commit to 
employment with an element of the intelligence 
community, following completion of appropriate 
academic training, under such terms and condi-
tions as the Director considers appropriate. 

(3) The program shall be known as the Pat 
Roberts Intelligence Scholars Program. 

(b) Elements 

In carrying out the program under subsection 
(a), the Director shall— 

(1) establish such requirements relating to 
the academic training of participants as the 
Director considers appropriate to ensure that 
participants are prepared for employment as 
intelligence professionals; and 

(2) periodically review the areas of speciali-
zation of the elements of the intelligence com-
munity to determine the areas in which such 
elements are, or are likely to be, deficient in 
capabilities. 

(c) Use of funds 

Funds made available for the program under 
subsection (a) shall be used— 

(1) to provide a monthly stipend for each 
month that a student is pursuing a course of 
study; 

(2) to pay the full tuition of a student or 
former student for the completion of such 
course of study; 

(3) to pay for books and materials that the 
student or former student requires or required 
to complete such course of study; 

(4) to pay the expenses of the student or 
former student for travel requested by an ele-
ment of the intelligence community in rela-
tion to such program; or 

(5) for such other purposes the Director con-
siders reasonably appropriate to carry out 
such program. 
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1 So in original. Probably should be ‘‘takes place’’. 

(July 26, 1947, ch. 343, title X, § 1022, as added 
Pub. L. 111–259, title III, § 311(a), Oct. 7, 2010, 124 
Stat. 2662.) 

CODIFICATION 

Section was formerly classified to section 441n of this 

title prior to editorial reclassification and renumbering 

as this section. 

§ 3223. Educational scholarship program 

The head of a department or agency contain-
ing an element of the intelligence community 
may establish an undergraduate or graduate 
training program with respect to civilian em-
ployees and prospective civilian employees of 
such element similar in purpose, conditions, 
content, and administration to the program that 
the Secretary of Defense is authorized to estab-
lish under section 3614 of this title. 

(July 26, 1947, ch. 343, title X, § 1023, as added 
Pub. L. 111–259, title III, § 312(e)(1), Oct. 7, 2010, 
124 Stat. 2664.) 

CODIFICATION 

Section was formerly classified to section 441o of this 

title prior to editorial reclassification and renumbering 

as this section. 

§ 3224. Intelligence officer training program 

(a) Programs 

(1) The Director of National Intelligence may 
carry out grant programs in accordance with 
subsections (b) and (c) to enhance the recruit-
ment and retention of an ethnically and cul-
turally diverse intelligence community work-
force with capabilities critical to the national 
security interests of the United States. 

(2) In carrying out paragraph (1), the Director 
shall identify the skills necessary to meet cur-
rent or emergent needs of the intelligence com-
munity and the educational disciplines that will 
provide individuals with such skills. 

(b) Institutional grant program 

(1) The Director may provide grants to institu-
tions of higher education to support the estab-
lishment or continued development of programs 
of study in educational disciplines identified 
under subsection (a)(2). 

(2) A grant provided under paragraph (1) may, 
with respect to the educational disciplines iden-
tified under subsection (a)(2), be used for the fol-
lowing purposes: 

(A) Curriculum or program development. 
(B) Faculty development. 
(C) Laboratory equipment or improvements. 
(D) Faculty research. 

(c) Grant program for certain minority-serving 
colleges and universities 

(1) The Director may provide grants to histori-
cally black colleges and universities, Predomi-
nantly Black Institutions, Hispanic-serving in-
stitutions, and Asian American and Native 
American Pacific Islander-serving institutions 
to provide programs of study in educational dis-
ciplines identified under subsection (a)(2) or de-
scribed in paragraph (2). 

(2) A grant provided under paragraph (1) may 
be used to provide programs of study in the fol-
lowing educational disciplines: 

(A) Intermediate and advanced foreign lan-
guages deemed in the immediate interest of 
the intelligence community, including Farsi, 
Pashto, Middle Eastern, African, and South 
Asian dialects. 

(B) Study abroad programs and cultural im-
mersion programs. 

(d) Application 

An institution of higher education seeking a 
grant under this section shall submit an applica-
tion describing the proposed use of the grant at 
such time and in such manner as the Director 
may require. 

(e) Reports 

An institution of higher education that re-
ceives a grant under this section shall submit to 
the Director regular reports regarding the use of 
such grant, including— 

(1) a description of the benefits to students 
who participate in the course of study funded 
by such grant; 

(2) a description of the results and accom-
plishments related to such course of study; 
and 

(3) any other information that the Director 
may require. 

(f) Regulations 

The Director shall prescribe such regulations 
as may be necessary to carry out this section. 

(g) Definitions 

In this section: 
(1) The term ‘‘Director’’ means the Director 

of National Intelligence. 
(2) HISTORICALLY BLACK COLLEGE AND UNIVER-

SITY.—The term ‘‘historically black college 
and university’’ has the meaning given the 
term ‘‘part B institution’’ in section 1061 of 
title 20. 

(3) The term ‘‘institution of higher edu-
cation’’ has the meaning given the term in 
section 1001 of title 20. 

(4) PREDOMINANTLY BLACK INSTITUTION.—The 
term ‘‘Predominantly Black Institution’’ has 
the meaning given the term in section 1059e of 
title 20. 

(5) HISPANIC-SERVING INSTITUTION.—The term 
‘‘Hispanic-serving institution’’ has the mean-
ing given that term in section 1101a(a)(5) of 
title 20. 

(6) ASIAN AMERICAN AND NATIVE AMERICAN PA-
CIFIC ISLANDER-SERVING INSTITUTION.—The 
term ‘‘Asian American and Native American 
Pacific Islander-serving institution’’ has the 
meaning given that term in section 1059g(b)(2) 
of title 20. 

(7) STUDY ABROAD PROGRAM.—The term 
‘‘study abroad program’’ means a program of 
study that— 

(A) takes places 1 outside the geographical 
boundaries of the United States; 

(B) focuses on areas of the world that are 
critical to the national security interests of 
the United States and are generally under-
represented in study abroad programs at in-
stitutions of higher education, including Af-
rica, Asia, Central and Eastern Europe, Eur-
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asia, Latin America, and the Middle East; 
and 

(C) is a credit or noncredit program. 

(July 26, 1947, ch. 343, title X, § 1024, as added 
Pub. L. 111–259, title III, § 313(a), Oct. 7, 2010, 124 
Stat. 2665; amended Pub. L. 112–18, title III, § 304, 
June 8, 2011, 125 Stat. 226; Pub. L. 113–293, title 
III, § 306, Dec. 19, 2014, 128 Stat. 3997; Pub. L. 
114–113, div. M, title VII, § 712, Dec. 18, 2015, 129 
Stat. 2934.) 

CODIFICATION 

Section was formerly classified to section 441p of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2015—Subsec. (c). Pub. L. 114–113, § 712(1)(B), sub-

stituted ‘‘certain minority-serving’’ for ‘‘historically 

black’’ in heading. 
Subsec. (c)(1). Pub. L. 114–113, § 712(1)(A), substituted 

‘‘historically black colleges and universities, Predomi-

nantly Black Institutions, Hispanic-serving institu-

tions, and Asian American and Native American Pa-

cific Islander-serving institutions’’ for ‘‘historically 

black colleges and universities and Predominantly 

Black Institutions’’. 
Subsec. (g)(5) to (7). Pub. L. 114–113, § 712(2), added 

pars. (5) and (6) and redesignated former par. (5) as (7). 
2014—Subsec. (c)(1). Pub. L. 113–293, § 306(1), inserted 

‘‘and Predominantly Black Institutions’’ after ‘‘univer-

sities’’. 
Subsec. (g)(4), (5). Pub. L. 113–293, § 306(2), added par. 

(4) and redesignated former par. (4) as (5). 
2011—Subsec. (a)(1). Pub. L. 112–18, § 304(1), substituted 

‘‘subsections (b) and (c)’’ for ‘‘subsection (b)’’. 
Subsecs. (c) to (f). Pub. L. 112–18, § 304(2), (3), added 

subsec. (c) and redesignated former subsecs. (c) to (e) as 

(d) to (f), respectively. Former subsec. (f) redesignated 

(g). 
Subsec. (g). Pub. L. 112–18, § 304(2), redesignated sub-

sec. (f) as (g). 
Subsec. (g)(2) to (4). Pub. L. 112–18, § 304(4), added pars. 

(2) and (4) and redesignated former par. (2) as (3). 

FINDINGS REGARDING IMPROVEMENT OF EQUALITY OF 

EMPLOYMENT OPPORTUNITIES IN THE INTELLIGENCE 

COMMUNITY 

Pub. L. 108–177, title III, § 319, Dec. 13, 2003, 117 Stat. 

2614, as amended by Pub. L. 108–458, title I, 

§ 1071(g)(3)(A)(iv), (B), Dec. 17, 2004, 118 Stat. 3692; Pub. 

L. 111–259, title III, § 313(b)(1)(A), (3), Oct. 7, 2010, 124 

Stat. 2666, provided that: ‘‘Congress makes the follow-

ing findings: 
‘‘(1) It is the recommendation of the Joint Inquiry 

of the Senate Select Committee on Intelligence and 

the House Permanent Select Committee on Intel-

ligence into Intelligence Community Activities Be-

fore and After the Terrorist Attacks of September 11, 

2001, that the Intelligence Community should en-

hance recruitment of a more ethnically and cul-

turally diverse workforce and devise a strategy to 

capitalize upon the unique cultural and linguistic ca-

pabilities of first generation Americans. 
‘‘(2) The Intelligence Community could greatly ben-

efit from an increased number of employees who are 

proficient in foreign languages and knowledgeable of 

world cultures, especially in foreign languages that 

are critical to the national security interests of the 

United States. Particular emphasis should be given 

to the recruitment of United States citizens whose 

linguistic capabilities are acutely required for the 

improvement of the overall intelligence collection 

and analysis effort of the United States Government. 
‘‘(3) The Intelligence Community has a signifi-

cantly lower percentage of women and minorities 

than the total workforce of the Federal government 

and the total civilian labor force. 

‘‘(4) Women and minorities continue to be under- 

represented in senior grade levels, and in core mis-

sion areas, of the intelligence community.’’ 

SUBCHAPTER IX—ADDITIONAL 
MISCELLANEOUS PROVISIONS 

§ 3231. Applicability to United States intelligence 
activities of Federal laws implementing 
international treaties and agreements 

(a) In general 

No Federal law enacted on or after December 
27, 2000, that implements a treaty or other inter-
national agreement shall be construed as mak-
ing unlawful an otherwise lawful and authorized 
intelligence activity of the United States Gov-
ernment or its employees, or any other person 
to the extent such other person is carrying out 
such activity on behalf of, and at the direction 
of, the United States, unless such Federal law 
specifically addresses such intelligence activity. 

(b) Authorized intelligence activities 

An intelligence activity shall be treated as au-
thorized for purposes of subsection (a) if the in-
telligence activity is authorized by an appro-
priate official of the United States Government, 
acting within the scope of the official duties of 
that official and in compliance with Federal law 
and any applicable Presidential directive. 

(July 26, 1947, ch. 343, title XI, § 1101, formerly 
title X, § 1001, as added Pub. L. 106–567, title III, 
§ 308(a), Dec. 27, 2000, 114 Stat. 2839; renumbered 
title XI, § 1101, Pub. L. 107–306, title III, 
§ 331(a)(1), (2), Nov. 27, 2002, 116 Stat. 2394.) 

CODIFICATION 

Section was formerly classified to section 442 of this 

title prior to editorial reclassification and renumbering 

as this section. 

§ 3232. Counterintelligence initiatives 

(a) Inspection process 

In order to protect intelligence sources and 
methods from unauthorized disclosure, the Di-
rector of National Intelligence shall establish 
and implement an inspection process for all 
agencies and departments of the United States 
that handle classified information relating to 
the national security of the United States in-
tended to assure that those agencies and depart-
ments maintain effective operational security 
practices and programs directed against 
counterintelligence activities. 

(b) Annual review of dissemination lists 

The Director of National Intelligence shall es-
tablish and implement a process for all elements 
of the intelligence community to review, on an 
annual basis, individuals included on distribu-
tion lists for access to classified information. 
Such process shall ensure that only individuals 
who have a particularized ‘‘need to know’’ (as 
determined by the Director) are continued on 
such distribution lists. 

(c) Completion of financial disclosure statements 
required for access to certain classified in-
formation 

The Director of National Intelligence shall es-
tablish and implement a process by which each 
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head of an element of the intelligence commu-
nity directs that all employees of that element, 
in order to be granted access to classified infor-
mation referred to in subsection (a) of section 
1.3 of Executive Order No. 12968 (August 2, 1995; 
60 Fed. Reg. 40245; [former] 50 U.S.C. 435 note 
[now 50 U.S.C. 3161 note]), submit financial dis-
closure forms as required under subsection (b) of 
such section. 

(d) Arrangements to handle sensitive informa-
tion 

The Director of National Intelligence shall es-
tablish, for all elements of the intelligence com-
munity, programs and procedures by which sen-
sitive classified information relating to human 
intelligence is safeguarded against unauthorized 
disclosure by employees of those elements. 

(July 26, 1947, ch. 343, title XI, § 1102, as added 
Pub. L. 108–177, title III, § 341(a)(1), Dec. 13, 2003, 
117 Stat. 2615; amended Pub. L. 108–458, title I, 
§ 1071(a)(1)(NN)–(QQ), Dec. 17, 2004, 118 Stat. 3689, 
3690; Pub. L. 111–259, title III, § 347(e), title IV, 
§ 409, Oct. 7, 2010, 124 Stat. 2699, 2724.) 

CODIFICATION 

Section was formerly classified to section 442a of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2010—Subsec. (a). Pub. L. 111–259, § 409(1), struck out 

par. (1) designation before ‘‘In’’ and par. (2) which read 

as follows: ‘‘The Director shall carry out the process 

through the Office of the National Counterintelligence 

Executive.’’ 

Subsec. (b). Pub. L. 111–259, § 347(e), struck out par. (1) 

designation before ‘‘The Director’’ and par. (2) which 

read as follows: ‘‘Not later than October 15 of each 

year, the Director shall certify to the congressional in-

telligence committees that the review required under 

paragraph (1) has been conducted in all elements of the 

intelligence community during the preceding fiscal 

year.’’ 

Subsec. (c). Pub. L. 111–259, § 409(2), struck out par. (1) 

designation before ‘‘The Director’’ and par. (2) which 

read as follows: ‘‘The Director shall carry out para-

graph (1) through the Office of the National Counter-

intelligence Executive.’’ 

2004—Subsec. (a)(1). Pub. L. 108–458, § 1071(a)(1)(NN), 

substituted ‘‘Director of National Intelligence’’ for ‘‘Di-

rector of Central Intelligence’’. 

Subsec. (b)(1). Pub. L. 108–458, § 1071(a)(1)(OO), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 

Subsec. (c)(1). Pub. L. 108–458, § 1071(a)(1)(PP), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 

Subsec. (d). Pub. L. 108–458, § 1071(a)(1)(QQ), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

§ 3233. Misuse of the Office of the Director of Na-
tional Intelligence name, initials, or seal 

(a) Prohibited acts 

No person may, except with the written per-
mission of the Director of National Intelligence, 
or a designee of the Director, knowingly use the 
words ‘‘Office of the Director of National Intel-
ligence’’, the initials ‘‘ODNI’’, the seal of the Of-
fice of the Director of National Intelligence, or 
any colorable imitation of such words, initials, 
or seal in connection with any merchandise, im-
personation, solicitation, or commercial activ-
ity in a manner reasonably calculated to convey 
the impression that such use is approved, en-
dorsed, or authorized by the Director of Na-
tional Intelligence. 

(b) Injunction 

Whenever it appears to the Attorney General 
that any person is engaged or is about to engage 
in an act or practice which constitutes or will 
constitute conduct prohibited by subsection (a), 
the Attorney General may initiate a civil pro-
ceeding in a district court of the United States 
to enjoin such act or practice. Such court shall 
proceed as soon as practicable to the hearing 
and determination of such action and may, at 
any time before final determination, enter such 
restraining orders or prohibitions, or take such 
other action as is warranted, to prevent injury 
to the United States or to any person or class of 
persons for whose protection the action is 
brought. 

(July 26, 1947, ch. 343, title XI, § 1103, as added 
Pub. L. 111–259, title IV, § 413(a), Oct. 7, 2010, 124 
Stat. 2726.) 

CODIFICATION 

Section was formerly classified to section 442b of this 

title prior to editorial reclassification and renumbering 

as this section. 

§ 3234. Prohibited personnel practices in the in-
telligence community 

(a) Definitions 

In this section: 

(1) Agency 

The term ‘‘agency’’ means an executive de-
partment or independent establishment, as de-
fined under sections 101 and 104 of title 5, that 
contains an intelligence community element, 
except the Federal Bureau of Investigation. 

(2) Covered intelligence community element 

The term ‘‘covered intelligence community 
element’’— 

(A) means— 
(i) the Central Intelligence Agency, the 

Defense Intelligence Agency, the National 
Geospatial-Intelligence Agency, the Na-
tional Security Agency, the Office of the 
Director of National Intelligence, and the 
National Reconnaissance Office; and 

(ii) any executive agency or unit thereof 
determined by the President under section 
2302(a)(2)(C)(ii) of title 5 to have as its 
principal function the conduct of foreign 
intelligence or counterintelligence activi-
ties; and 
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(B) does not include the Federal Bureau of 
Investigation. 

(3) Personnel action 

The term ‘‘personnel action’’ means, with re-
spect to an employee in a position in a covered 
intelligence community element (other than a 
position excepted from the competitive service 
due to its confidential, policy-determining, 
policymaking, or policy-advocating char-
acter)— 

(A) an appointment; 
(B) a promotion; 
(C) a disciplinary or corrective action; 
(D) a detail, transfer, or reassignment; 
(E) a demotion, suspension, or termi-

nation; 
(F) a reinstatement or restoration; 
(G) a performance evaluation; 
(H) a decision concerning pay, benefits, or 

awards; 
(I) a decision concerning education or 

training if such education or training may 
reasonably be expected to lead to an ap-
pointment, promotion, or performance eval-
uation; or 

(J) any other significant change in duties, 
responsibilities, or working conditions. 

(b) In general 

Any employee of an agency who has authority 
to take, direct others to take, recommend, or 
approve any personnel action, shall not, with re-
spect to such authority, take or fail to take a 
personnel action with respect to any employee 
of a covered intelligence community element as 
a reprisal for a lawful disclosure of information 
by the employee to the Director of National In-
telligence (or an employee designated by the Di-
rector of National Intelligence for such pur-
pose), the Inspector General of the Intelligence 
Community, the head of the employing agency 
(or an employee designated by the head of that 
agency for such purpose), the appropriate in-
spector general of the employing agency, a con-
gressional intelligence committee, or a member 
of a congressional intelligence committee, 
which the employee reasonably believes evi-
dences— 

(1) a violation of any Federal law, rule, or 
regulation; or 

(2) mismanagement, a gross waste of funds, 
an abuse of authority, or a substantial and 
specific danger to public health or safety. 

(c) Enforcement 

The President shall provide for the enforce-
ment of this section. 

(d) Existing rights preserved 

Nothing in this section shall be construed to— 
(1) preempt or preclude any employee, or ap-

plicant for employment, at the Federal Bureau 
of Investigation from exercising rights pro-
vided under any other law, rule, or regulation, 
including section 2303 of title 5; or 

(2) repeal section 2303 of title 5. 

(July 26, 1947, ch. 343, title XI, § 1104, as added 
Pub. L. 113–126, title VI, § 601(a), July 7, 2014, 128 
Stat. 1414.) 

POLICIES AND PROCEDURES; NONAPPLICABILITY TO 

CERTAIN TERMINATIONS 

Pub. L. 113–126, title VI, § 604, July 7, 2014, 128 Stat. 

1421, provided that: 

‘‘(a) COVERED INTELLIGENCE COMMUNITY ELEMENT DE-

FINED.—In this section, the term ‘covered intelligence 

community element’— 
‘‘(1) means— 

‘‘(A) the Central Intelligence Agency, the Defense 

Intelligence Agency, the National Geospatial-Intel-

ligence Agency, the National Security Agency, the 

Office of the Director of National Intelligence, and 

the National Reconnaissance Office; and 
‘‘(B) any executive agency or unit thereof deter-

mined by the President under section 

2302(a)(2)(C)(ii) of title 5, United States Code, to 

have as its principal function the conduct of foreign 

intelligence or counterintelligence activities; and 
‘‘(2) does not include the Federal Bureau of Inves-

tigation. 
‘‘(b) REGULATIONS.—In consultation with the Sec-

retary of Defense, the Director of National Intelligence 

shall develop policies and procedures to ensure that a 

personnel action shall not be taken against an em-

ployee of a covered intelligence community element as 

a reprisal for any disclosure of information described in 

[section] 1104 of the National Security Act of 1947 [50 

U.S.C. 3234], as added by section 601 of this Act. 
‘‘(c) REPORT ON THE STATUS OF IMPLEMENTATION OF 

REGULATIONS.—Not later than 2 years after the date of 

the enactment of this Act [July 7, 2014], the Director of 

National Intelligence shall submit a report on the 

status of the implementation of the regulations pro-

mulgated under subsection (b) to the congressional in-

telligence committees. 
‘‘(d) NONAPPLICABILITY TO CERTAIN TERMINATIONS.— 

Section 1104 of the National Security Act of 1947, as 

added by section 601 of this Act, and section 3001 of the 

Intelligence Reform and Terrorism Prevention Act of 

2004 (50 U.S.C. 3341), as amended by section 602 of this 

Act, shall not apply if— 
‘‘(1) the affected employee is concurrently termi-

nated under— 
‘‘(A) section 1609 of title 10, United States Code; 
‘‘(B) the authority of the Director of National In-

telligence under section 102A(m) of the National Se-

curity Act of 1947 (50 U.S.C. 3024(m)), if the Director 

determines that the termination is in the interest 

of the United States; 
‘‘(C) the authority of the Director of the Central 

Intelligence Agency under section 104A(e) of the 

National Security Act of 1947 (50 U.S.C. 3036(e)), if 

the Director determines that the termination is in 

the interest of the United States; or 
‘‘(D) section 7532 of title 5, United States Code, if 

the head of the agency determines that the termi-

nation is in the interest of the United States; and 
‘‘(2) not later than 30 days after such termination, 

the head of the agency that employed the affected 

employee notifies the congressional intelligence com-

mittees of the termination.’’ 
[For definition of ‘‘congressional intelligence com-

mittees’’ as used in section 604 of Pub. L. 113–126, set 

out above, see section 2 of Pub. L. 113–126, set out as a 

note under section 3003 of this title.] 

CHAPTER 45—MISCELLANEOUS 
INTELLIGENCE COMMUNITY AUTHORITIES 

SUBCHAPTER I—BUDGET AND OVERSIGHT 

Sec. 

3301. Multiyear national intelligence program. 
3302. Identification of constituent components of 

base intelligence budget. 
3303. Construction of intelligence community fa-

cilities; Presidential authorization. 
3304. Limitation on construction of facilities to be 

used primarily by intelligence community. 
3305. Exhibits for inclusion with budget justifica-

tion books. 
3306. Availability to public of certain intelligence 

funding information. 
3307. Communications with the Committees on 

Armed Services of the Senate and the House 

of Representatives. 
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