the Department of the Army at the seat of the government and all field headquarters, forces, reserve components, installations, activities, and functions under the control or supervision of the Department of the Army.

(b) The term “Department of the Navy” as used in this chapter shall be construed to mean the Department of the Navy at the seat of the government; the headquarters, United States Marine Corps; the entire operating forces of the United States Navy, including naval aviation, and of the United States Marine Corps, including the reserve components of such forces; all field activities, headquarters, forces, bases, installations, activities, and functions under the control or supervision of the Department of the Navy; and the United States Coast Guard when operating as a part of the Navy pursuant to law.

(c) The term “Department of the Air Force” as used in this chapter shall be construed to mean the Department of the Air Force at the seat of the government and all field headquarters, forces, reserve components, installations, activities, and functions under the control or supervision of the Department of the Air Force.

(July 26, 1947, ch. 343, title II, §§ 205(c), 206(a), 207(c), 61 Stat. 501, 502.)

REFERENCES IN TEXT

This chapter, referred to in text, was in the original “this Act”, meaning act July 26, 1947, ch. 343, 61 Stat. 495, known as the National Security Act of 1947, which is classified principally to this chapter. For complete classification of this Act to the Code, see Tables.

CODIFICATION

Section was formerly classified to section 409 of this title prior to editorial reclassification and renumbering as this section, and to section 171-1 of former Title 5 prior to the general revision and enactment of Title 5, Government Organization and Employees, by Pub. L. 89–554, § 1, Sept. 6, 1966, 80 Stat. 378.

Except to the extent inconsistent with the provisions of this title, was entitled “Provisions Applicable to All Executive Departments”, and consisted of R.S. §§ 158 to 198. For provisions of the Code derived from such title 4, see sections 101, 301, 303, 304, 306, 2952, 3101, 3106, 3341, 3345 to 3349, 5535, and 5536 of Title 5, Government Organization and Employees; section 207 of Title 18, Crimes and Criminal Procedure; sections 514 and 520 of Title 28, Judiciary and Judicial Procedure; section 3321 of Title 31, Money and Finance.

CODIFICATION

Section was formerly classified to section 408 of this title prior to editorial reclassification and renumbering as this section, and to section 171-1 of former Title 5 prior to the general revision and enactment of Title 5, Government Organization and Employees, by Pub. L. 89–554, § 1, Sept. 6, 1966, 80 Stat. 378.

§ 3006. Repealing and savings provisions

All laws, orders, and regulations inconsistent with the provisions of this title are repealed insofar as they are inconsistent with the powers, duties, and responsibilities enacted hereby: Provided, That the powers, duties, and responsibilities of the Secretary of Defense under this title shall be administered in conformance with the policy and requirements for administration of budgetary and fiscal matters in the Government generally, including accounting and financial reporting, and that nothing in this title shall be construed as eliminating or modifying the powers, duties, and responsibilities of any other department, agency, or officer of the Government in connection with such matters, but no such department, agency, or officer shall exercise any such powers, duties, or responsibilities in a manner that will render ineffective the provisions of this title.

(July 26, 1947, ch. 343, title IV, § 411, as added Aug. 10, 1949, ch. 412, § 11, 63 Stat. 590.)

REFERENCES IN TEXT

This title, referred to in text, means title IV of act July 26, 1947, ch. 343, as added Aug. 10, 1949, ch. 412, § 11, 63 Stat. 585, which enacted this section and enacted and amended various sections in former Title 5, Executive Departments and Government Officers and Employees, and former Title 31, Money and Finance. For complete classification of title IV to the Code, see Tables.

CODIFICATION

Section was formerly classified to section 412 of this title prior to editorial reclassification and renumbering as this section, and to section 172 of former Title 5 prior to the general revision and enactment of Title 5, Government Organization and Employees, by Pub. L. 89–554, § 1, Sept. 6, 1966, 80 Stat. 378.

SUBCHAPTER I—COORDINATION FOR NATIONAL SECURITY

§ 3021. National Security Council

(a) Establishment; presiding officer; functions; composition

There is established a council to be known as the National Security Council (hereinafter in this section referred to as the “Council”).

The President of the United States shall preside over meetings of the Council: Provided, That in his absence he may designate a member of the Council to preside in his place.

1 See References in Text note below.
The function of the Council shall be to advise the President with respect to the integration of domestic, foreign, and military policies relating to the national security so as to enable the military services and the other departments and agencies of the Government to cooperate more effectively in matters involving the national security.

The Council shall be composed of—

(1) the President;
(2) the Vice President;
(3) the Secretary of State;
(4) the Secretary of Defense;
(5) the Secretary of Energy; and
(6) the Secretaries and Under Secretaries of other executive departments and of the military departments, when appointed by the President by and with the advice and consent of the Senate, to serve at his pleasure.

(b) Additional functions

In addition to performing such other functions as the President may direct, for the purpose of more effectively coordinating the policies and functions of the departments and agencies of the Government relating to the national security, it shall, subject to the direction of the President, be the duty of the Council—

(1) to assess and appraise the objectives, commitments, and risks of the United States in relation to our actual and potential military power, in the interest of national security, for the purpose of making recommendations to the President in connection therewith; and
(2) to consider policies on matters of common interest to the departments and agencies of the Government concerned with the national security, and to make recommendations to the President in connection therewith.

c) Executive secretary; appointment; staff employees

The Council shall have a staff to be headed by a civilian executive secretary who shall be appointed by the President. The executive secretary, subject to the direction of the Council, is authorized, subject to the civil-service laws and chapter 51 and subchapter III of chapter 53 of title 5, to appoint and fix the compensation of such personnel as may be necessary to perform such duties as may be prescribed by the Council in connection with the performance of its functions.

(d) Recommendations and reports

The Council shall, from time to time, make such recommendations, and such other reports to the President as it deems appropriate or as the President may require.

(e) Participation of Chairman or Vice Chairman of Joint Chiefs of Staff

The Chairman (or in his absence the Vice Chairman) of the Joint Chiefs of Staff may, in his role as principal military adviser to the National Security Council and subject to the direction of the President, attend and participate in meetings of the National Security Council.

(f) Participation by Director of National Drug Control Policy

The Director of National Drug Control Policy may, in the role of the Director as principal ad-

visor to the National Security Council on national drug control policy, and subject to the direction of the President, attend and participate in meetings of the National Security Council.

(g) Board for Low Intensity Conflict

The President shall establish within the National Security Council a board to be known as the “Board for Low Intensity Conflict”. The principal function of the board shall be to coordinate the policies of the United States for low intensity conflict.

(h) Committee on Foreign Intelligence

(1) There is established within the National Security Council a committee to be known as the Committee on Foreign Intelligence (in this subsection referred to as the “Committee”).

(2) The Committee shall be composed of the following:

(A) The Director of National Intelligence.
(B) The Secretary of State.
(C) The Secretary of Defense.
(D) The Assistant to the President for National Security Affairs, who shall serve as the chairperson of the Committee.
(E) Such other members as the President may designate.

(3) The function of the Committee shall be to assist the Council in its activities by—

(A) identifying the intelligence required to address the national security interests of the United States as specified by the President;
(B) establishing priorities (including funding priorities) among the programs, projects, and activities that address such interests and requirements; and
(C) establishing policies relating to the conduct of intelligence activities of the United States, including appropriate roles and missions for the elements of the intelligence community and appropriate targets of intelligence collection activities.

(4) In carrying out its function, the Committee shall—

(A) conduct an annual review of the national security interests of the United States;
(B) identify on an annual basis, and at such other times as the Council may require, the intelligence required to meet such interests and establish an order of priority for the collection and analysis of such intelligence; and
(C) conduct an annual review of the elements of the intelligence community in order to determine the success of such elements in collecting, analyzing, and disseminating the intelligence identified under subparagraph (B).

(5) The Committee shall submit each year to the Council and to the Director of National Intelligence a comprehensive report on its activities during the preceding year, including its activities under paragraphs (3) and (4).

(i) Committee on Transnational Threats

(1) There is established within the National Security Council a committee to be known as the Committee on Transnational Threats (in this subsection referred to as the “Committee”).

(2) The Committee shall include the following members:

(A) The Director of National Intelligence.
(B) The Secretary of State.
(C) The Secretary of Defense.
(D) The Attorney General.
(E) The Assistant to the President for National Security Affairs, who shall serve as the chairperson of the Committee.
(F) Such other members as the President may designate.

(3) The function of the Committee shall be to coordinate and direct the activities of the United States Government relating to combatting transnational threats.

(4) In carrying out its function, the Committee shall—

(A) identify transnational threats;
(B) develop strategies to enable the United States Government to respond to transnational threats identified under subparagraph (A);
(C) monitor implementation of such strategies;
(D) make recommendations as to appropriate responses to specific transnational threats;
(E) assist in the resolution of operational and policy differences among Federal departments and agencies in their responses to transnational threats;
(F) develop policies and procedures to ensure the effective sharing of information about transnational threats among Federal departments and agencies, including law enforcement agencies and the elements of the intelligence community; and
(G) develop guidelines to enhance and improve the coordination of activities of Federal law enforcement agencies and elements of the intelligence community outside the United States with respect to transnational threats.

(5) For purposes of this subsection, the term "transnational threat" means the following:

(A) Any transnational activity (including international terrorism, narcotics trafficking, the proliferation of weapons of mass destruction and the delivery systems for such weapons, and organized crime) that threatens the national security of the United States;
(B) Any individual or group that engages in an activity referred to in subparagraph (A).

(j) Participation of Director of National Intelligence

The Director of National Intelligence (or, in the Director's absence, the Principal Deputy Director of National Intelligence) may, in the performance of the Director's duties under this chapter and subject to the direction of the President, attend and participate in meetings of the National Security Council.

(k) Special Adviser to the President on International Religious Freedom

It is the sense of the Congress that there should be within the staff of the National Security Council a Special Adviser to the President on International Religious Freedom, whose position should be comparable to that of a director within the Executive Office of the President. The Special Adviser should serve as a resource for executive branch officials, compiling and maintaining information on the facts and circumstances of violations of religious freedom (as defined in section 6402 of title 22), and making policy recommendations. The Special Adviser should serve as liaison with the Ambassador at Large for International Religious Freedom, the United States Commission on International Religious Freedom, Congress and, as advisable, religious nongovernmental organizations.

(l) Participation of Coordinator for the Prevention of Weapons of Mass Destruction Proliferation and Terrorism

The United States Coordinator for the Prevention of Weapons of Mass Destruction Proliferation and Terrorism (or, in the Coordinator's absence, the Deputy United States Coordinator) may, in the performance of the Coordinator's duty as principal advisor to the President on all matters relating to the prevention of weapons of mass destruction proliferation and terrorism, and, subject to the direction of the President, attend and participate in meetings of the National Security Council and the Homeland Security Council.

References in Text

of 1949, as amended” on authority of Pub. L. 89–554, §7(b), Sept. 6, 1966, 80 Stat. 631, the first section of which enacted Title 5, Government Organization and Employees.

**AMENDMENTS**


1996—Subsec. (a)(5). Pub. L. 104–293, §802(2), struck out former subsec. (a)(5) which read as follows:

“(6) the Director for Mutual Security;

“(7) the Principal Deputy Director of National Intelligence for ‘Director of Central Intelligence’.

2007—Subsec. (a)(5). Pub. L. 110–140 added par. (5) and redesignated former pars. (5) to (7) as (6) to (8), respectively.

Subsec. (k). Pub. L. 110–53, §1841(g)(1), redesignated subsec. (k), relating to Special Adviser to the President on International Religious Freedom, as (k).


1988—Subsecs. (f), (g). Pub. L. 100–690, §§1003(a)(3), 1004, added subsecs. (f) and (g).


1985—Subsec. (h). Pub. L. 99–256 added subsec. (h) related to Deputy Director of National Intelligence for “Director of Central Intelligence”.
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the Appendix to Title 5, Government Organization and Employees.

RULE OF CONSTRUCTION FOR DUPLICATE AUTHORIZATION AND APPROPRIATION PROVISIONS OF PUBLIC LAWS 99-500, 99-591, AND 99-661

For rule of construction for certain duplicate provisions of Public Laws 99-500, 99-591, and 99-661, see section 6 of Pub. L. 100-26, set out as a note under section 2302 of Title 10, Armed Forces.

SECTION AS UNAFFECTED BY REPEALS

Repeals by section 542(a) of Mutual Security Act of 1954 did not repeal amendment to this section by act Oct. 10, 1951.

PILOT PROGRAM ON CRYPTOLOGIC SERVICE TRAINING


EXECUTIVE ORDER No. 10483


EXECUTIVE ORDER No. 10700


Ex. Ord. No. 13228, ESTABLISHING THE OFFICE OF HOMELAND SECURITY AND THE HOMELAND SECURITY COUNCIL


By the authority vested in me as President by the Constitution and the laws of the United States of America, it is hereby ordered as follows:

SECTION 1. Establishment. I hereby establish within the Executive Office of the President an Office of Homeland Security (the “Office”) to be headed by the Assistant to the President for Homeland Security.

SEC. 2. Mission. The mission of the Office shall be to develop and coordinate the implementation of a comprehensive national strategy to secure the United States from terrorist threats or attacks. The Office shall perform the functions necessary to carry out this mission, including the functions specified in section 3 of this order.

SEC. 3. Functions. The functions of the Office shall be to coordinate the executive branch’s efforts to detect, prepare for, prevent, protect against, respond to, and recover from terrorist attacks within the United States.

(a) National Strategy. The Office shall work with executive departments and agencies, State and local governments, and private entities to ensure the adequacy of the national strategy for detecting, preparing for, preventing, protecting against, responding to, and recovering from terrorist threats or attacks within the United States and shall periodically review and coordinate revisions to that strategy as necessary.

(b) Detection. The Office shall identify priorities and coordinate efforts for collection and analysis of information within the United States regarding threats of terrorism against the United States, and activities of terrorists or terrorist groups within the United States. The Office also shall identify, in coordination with the Assistant to the President for National Security Affairs, priorities for collection of intelligence outside the United States regarding threats of terrorism within the United States.

(i) In performing these functions, the Office shall work with Federal, State, and local agencies, as appropriate, to:

(A) facilitate collection from State and local governments and private entities of information pertaining to terrorist threats or activities within the United States;

(B) coordinate and prioritize the requirements for foreign intelligence relating to terrorism within the United States of executive departments and agencies responsible for homeland security and provide these requirements and priorities to the Director of Central Intelligence and other agencies responsible for collection of foreign intelligence;

(C) coordinate efforts to ensure that all executive departments and agencies that have intelligence collection responsibilities have sufficient technological capabilities and resources to collect intelligence and data relating to terrorist activities or possible terrorist acts within the United States, working with the Assistant to the President for National Security Affairs, as appropriate;

(D) coordinate development of monitoring protocols and equipment for use in detecting the release of biological, chemical, and radiological hazards; and

(E) ensure that, to the extent permitted by law, all appropriate and necessary intelligence and law enforcement information relating to homeland security is disseminated to and exchanged among appropriate executive departments and agencies responsible for homeland security and, where appropriate for reasons of homeland security, promote exchange of such information with and among State and local governments and private entities.

(ii) Executive departments and agencies shall, to the extent permitted by law, make available to the Office all information relating to terrorist threats and activities within the United States.

(c) Preparedness. The Office of Homeland Security shall coordinate national efforts to prepare for and mitigate the consequences of terrorist threats or attacks within the United States. In performing this function, the Office shall work with Federal, State, and local agencies, and private entities, as appropriate, to:

(i) review and assess the adequacy of the portions of all Federal emergency response plans that pertain to terrorist threats or attacks within the United States;

(ii) coordinate domestic exercises and simulations designed to assess and practice systems that would be called upon to respond to a terrorist threat or attack within the United States and coordinate programs and activities for training Federal, State, and local employees who would be called upon to respond to such a threat or attack;

(iii) coordinate national efforts to ensure public health preparedness for a terrorist attack, including reviewing vaccination policies and reviewing the adequacy of and, if necessary, increasing vaccine and pharmaceutical stockpiles and hospital capacity;

(iv) coordinate Federal assistance to State and local authorities and nongovernmental organizations to prepare for and respond to terrorist threats or attacks within the United States;

(v) ensure that national preparedness programs and activities for terrorist threats or attacks are developed and are regularly evaluated under appropriate standards and that resources are allocated to improving and sustaining preparedness based on such evaluations; and

(vi) ensure the readiness and coordinated deployment of Federal response teams to respond to terrorist threats or attacks, working with the Assistant to the President for National Security Affairs, when appropriate.

(d) Prevention. The Office shall coordinate efforts to prevent terrorist attacks within the United States. In
performing this function, the Office shall work with Federal, State, and local agencies, and private entities, as appropriate, to:

(i) facilitate the exchange of information among such agencies relating to immigration and visa matters and shipments of cargo; and, working with the Assistant to the President for National Security Affairs, to prevent the entry of terrorists and terrorist materials and supplies into the United States and facilitate removal of such terrorists from the United States, when appropriate;

(ii) coordinate efforts to investigate terrorist threats and attacks within the United States; and

(iii) coordinate efforts to improve the security of United States borders, territorial waters, and air- space in order to prevent acts of terrorism within the United States, working with the Assistant to the President for National Security Affairs, when appropriate.

(e) Protection. The Office shall coordinate efforts to protect the United States and its critical infrastructure from the consequences of terrorist attacks. In performing this function, the Office shall work with Federal, State, and local agencies, and private entities, as appropriate, to:

(i) strengthen measures for protecting energy production, transmission, and distribution services and critical facilities; other utilities; telecommunications facilities that produce, use, store, or dispose of nuclear material; and other critical infrastructure services and critical facilities within the United States from terrorist attack;

(ii) coordinate efforts to protect critical public and privately owned information systems within the United States from terrorist attack;

(iii) develop criteria for reviewing whether appropriate security measures are in place at major public and privately owned facilities within the United States;

(iv) coordinate domestic efforts to ensure that special events determined by appropriate senior officials to have national significance are protected from terrorist attack;

(v) coordinate efforts to protect transportation systems within the United States, including railways, highways, shipping, ports and waterways, and airports and civilian aircraft, from terrorist attack;

(vi) coordinate efforts to protect United States livestock, agriculture, and systems for the provision of water and food for human use and consumption from terrorist attack; and

(vii) coordinate efforts to prevent unauthorized access to, development of, and unlawful importation into the United States of, chemical, biological, radiological, nuclear, explosive, or other related materials that have the potential to be used in terrorist attacks.

(f) Response and Recovery. The Office shall coordinate efforts to respond to and promote recovery from terrorist threats or attacks within the United States. In performing this function, the Office shall work with Federal, State, and local agencies, and private entities, as appropriate, to:

(i) coordinate efforts to ensure rapid restoration of transportation systems, energy production, transmission, and distribution systems; telecommunications; other utilities; and other critical infrastructure facilities after disruption by a terrorist threat or attack;

(ii) coordinate efforts to ensure rapid restoration of public and private critical information systems after disruption by a terrorist threat or attack;

(iii) work with the National Economic Council to coordinate efforts to stabilize United States financial markets after a terrorist threat or attack and manage the immediate economic and financial consequences of the incident;

(iv) coordinate Federal plans and programs to provide medical, financial, and other assistance to victims of terrorist attacks and their families; and

(v) coordinate containment and removal of biological, chemical, radiological, explosive, or other hazardous materials in the event of a terrorist threat or attack involving such hazards and coordinate efforts to mitigate the effects of such an attack.

(g) Incident Management. Consistent with applicable law, including the statutory functions of the Secretary of Homeland Security, the Assistant to the President for Homeland Security shall be the official primarily responsible for advising and assisting the President in the coordination of domestic incident management activities of all departments and agencies in the event of a terrorist threat, and during and in the aftermath of terrorist attacks, major disasters, or other emergencies. Within the United States, generally, the Assistant to the President for Homeland Security shall coordinate with the Assistant to the President for National Security Affairs, as appropriate.

(h) Continuity of Government. The Assistant to the President for Homeland Security shall coordinate with the Assistant to the President for National Security Affairs, when appropriate, to:

(i) Critical Information Systems. The President shall review plans and preparations for educating the public about the nature of terrorist threats and appropriate precautions and responses.

(j) Cooperation with State and Local Governments and Private Entities. The Office shall encourage and invite the participation of State and local governments and private entities, as appropriate, in carrying out the Office’s functions.

(k) Review of Legal Authorities and Development of Legislative Proposals. The Office shall coordinate a periodic review and assessment of the legal authorities available to executive departments and agencies to permit them to perform the functions described in this order. When the Office determines that such legal authorities are inadequate, the Office shall recommend to executive departments and agencies, proposals for presidential action and legislative proposals for congressional submission to the Office of Management and Budget to enhance the ability of executive departments and agencies to perform those functions. The Office shall work with State and local governments in assessing the adequacy of their legal authorities to permit them to detect, prepare for, prevent, protect against, and recover from terrorist threats and attacks.

(l) Budget Review. The Assistant to the President for Homeland Security, in consultation with the Director of the Office of Management and Budget (the “Director”) and the heads of executive departments and agencies, shall identify programs that contribute to the Administration’s strategy for homeland security and, in the development of the President’s annual budget submission, shall review and provide advice to the heads of departments and agencies for such programs. The Assistant to the President for Homeland Security shall provide advice to the Director on the level and use of funding in departments and agencies for homeland security-related activities and, prior to the Director’s forwarding of the proposed annual budget submission to the President for transmittal to the Congress, shall certify to the Director the funding levels that the Assistant to the President for Homeland Security believes are necessary and appropriate for the homeland security-related activities of the executive branch.

§ 3021.
(b) The Office of Administration within the Executive Office of the President shall provide the Office of Homeland Security with such personnel, funding, and administrative support, to the extent permitted by law and subject to the availability of appropriations, as directed by the Chief of Staff to carry out the provisions of this order.

(c) Heads of executive departments and agencies are authorized, to the extent permitted by law, to detail or assign personnel of such departments and agencies to the Office of Homeland Security upon request of the Assistant to the President for Homeland Security, subject to the approval of the Chief of Staff.


(a) I hereby establish a Homeland Security Council (the "Council"), which shall be responsible for advising and assisting the President with respect to all aspects of homeland security. The Council shall serve as a mechanism for ensuring coordination of homeland security-related activities of executive departments and agencies and effective development and implementation of homeland security policies.

(b) The Council shall have as its members the President, the Vice President, the Secretary of the Treasury, the Secretary of Defense, the Attorney General, the Secretary of Health and Human Services, the Secretary of Transportation, the Secretary of Homeland Security, the Director of the Federal Emergency Management Agency, the Director of the Federal Bureau of Investigation, the Director of Central Intelligence, the Assistant to the President for Homeland Security, and such other officers of the executive branch as the President may from time to time designate. The Chief of Staff, the Chief of Staff to the Vice President, the Assistant to the President for National Security Affairs, the Counsel to the President, and the Director of the Office of Management and Budget also are invited to attend any Council meeting. The Secretary of State, the Secretary of Agriculture, the Secretary of the Interior, the Secretary of Energy, the Secretary of Labor, the Secretary of Commerce, the Secretary of Veterans Affairs, the Administrator of the Environmental Protection Agency, the Assistant to the President for Economic Policy, and the Assistant to the President for Domestic Policy shall be invited to attend meetings pertaining to their responsibilities. The heads of other executive departments and agencies and other senior officials shall be invited to attend Council meetings when appropriate.

(c) The Council shall meet at the President's discretion. Whenever the President is absent from a meeting of the Council, at the President's direction the Vice President may preside. The Assistant to the President for Homeland Security shall be responsible, at the President's direction, for determining the agenda, ensuring that necessary papers are prepared, and recording Council actions and Presidential decisions.

Sect. 6. Original Classification Authority.

I hereby delegate the authority to classify information originally as Top Secret, in accordance with Executive Order 12958 (former 50 U.S.C. 3161 note) or any successor Executive Order, to the Assistant to the President for Homeland Security.

Sect. 7. Continuing Authorities. This order does not alter the existing authorities of United States Government departments and agencies, including the Department of Homeland Security. All executive departments and agencies are directed to assist the Council and the Assistant to the President for Homeland Security in carrying out the purposes of this order.


(a) This order does not create any right or benefit, substantive or procedural, enforceable at law or equity by a party against the United States, its departments, agencies or instrumentalities, its officers or employees, or any other person.

(b) References in this order to State and local governments shall be construed to include tribal governments and United States territories and possessions.

(c) References to the "United States" shall be construed to include United States territories and possessions.

(2) ensuring the timely execution of programs, policies, and directives established or developed by the Director.

(d) Meetings

The Director of National Intelligence shall convene regular meetings of the Joint Intelligence Community Council.

(e) Advice and opinions of members other than Chairman

(1) A member of the Joint Intelligence Community Council (other than the Chairman) may submit to the Chairman advice or an opinion in disagreement with, or advice or an opinion in addition to, the advice presented by the Director of National Intelligence to the President or the National Security Council, in the role of the Chairman as Chairman of the Joint Intelligence Community Council. If a member submits such advice or opinion, the Chairman shall present the advice or opinion of such member at the same time the Chairman presents the advice of the Chairman to the President or the National Security Council, as the case may be.

(2) The Chairman shall establish procedures to ensure that the presentation of the advice of the Chairman to the President or the National Security Council is not unduly delayed by reason of the submission of the individual advice or opinion of another member of the Council.

(f) Recommendations to Congress

Any member of the Joint Intelligence Community Council may make such recommendations to Congress relating to the intelligence community as such member considers appropriate.


CODIFICATION

Section was formerly classified to section 402–1 of this title prior to editorial reclassification and renumbering as this section.

EFFECTIVE DATE

For Determination by President that section take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3601 of this title.

Section effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108-458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

§ 3023. Director of National Intelligence

(a) Director of National Intelligence

(1) There is a Director of National Intelligence who shall be appointed by the President, by and with the advice and consent of the Senate. Any individual nominated for appointment as Director of National Intelligence shall have extensive national security expertise.

(2) The Director of National Intelligence shall not be located within the Executive Office of the President.

(b) Principal responsibility

Subject to the authority, direction, and control of the President, the Director of National Intelligence shall—

(1) serve as head of the intelligence community;

(2) act as the principal adviser to the President, to the National Security Council, and the Homeland Security Council for intelligence matters related to the national security; and

(3) consistent with section 1018 of the National Security Intelligence Reform Act of 2004, oversee and direct the implementation of the National Intelligence Program.

(c) Prohibition on dual service

The individual serving in the position of Director of National Intelligence shall not, while so serving, also serve as the Director of the Central Intelligence Agency or as the head of any other element of the intelligence community.


REFERENCES IN TEXT

Section 1018 of the National Security Intelligence Reform Act of 2004, referred to in subsec. (b)(3), is section 1018 of Pub. L. 108–458, which is set out as a note below.

CODIFICATION

Section was formerly classified to section 403 of this title prior to editorial reclassification and renumbering as this section.

PRIOR PROVISIONS


EFFECTIVE DATE

For Determination by President that section take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Section effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108-458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

MERGER OF THE FOREIGN COUNTERINTELLIGENCE PROGRAM AND THE GENERAL DEFENSE INTELLIGENCE PROGRAM

Pub. L. 113-126, title III, §314, July 7, 2014, 128 Stat. 1399, provided that: “Notwithstanding any other provision of law, the Director of National Intelligence shall carry out the merger of the Foreign Counterintelligence Program into the General Defense Intelligence Program as directed in the classified annex to this Act [see Tables for classification]. The merger shall go into effect no earlier than 30 days after written
notification of the merger is provided to the congressional intelligence committees."

[For definition of "congressional intelligence committees" as used in section 314 of Pub. L. 113–126, set out above, see section 2 of Pub. L. 113–126, set out as a note under section 3003 of this title.]

**PRESIDENTIAL GUIDELINES ON IMPLEMENTATION AND PRESERVATION OF AUTHORITIES**

Pub. L. 108–458, title I, § 1018, Dec. 17, 2004, 118 Stat. 3670, provided that: "The President shall issue guidelines to ensure the effective implementation and execution within the executive branch of the authorities granted to the Director of National Intelligence by this title [see Tables for classification] and the amendments made by this title, in a manner that respects and does not abrogate the statutory responsibilities of the heads of the departments of the United States Government concerning such departments, including, but not limited to:"

1. The authority of the Director of the Office of Management and Budget; and
2. The authority of the principal officers of the executive departments as heads of their respective departments, including, but not limited to—
   A. Section 199 of the Revised Statutes (22 U.S.C. 2651);
   B. Title II of the Department of Energy Organization Act (42 U.S.C. 7131 et seq.);
   C. The State Department Basic Authorities Act of 1956 [Act Aug. 1, 1956, ch. 841, see Tables for classification];
   D. Section 102(a) of the Homeland Security Act of 2002 (6 U.S.C. 112(a)); and
   E. Sections 301 of title 5, 113(b) and 162(b) of title 10, 503 of title 28, and 301(b) of title 31, United States Code.

**FINDINGS REGARDING IMPROVEMENT OF EQUALITY OF EMPLOYMENT OPPORTUNITIES IN THE INTELLIGENCE COMMUNITY**


### CENTRAL INTELLIGENCE AGENCY RETIREMENT AND DISABILITY SYSTEM


**EXECUTIVE ORDER NO. 10656**

Ex. Ord. No. 10656, Feb. 6, 1956, 21 F.R. 859, which established the President's Board of Consultants on Foreign Intelligence Activities, was revoked by Ex. Ord. No. 10938, May 4, 1961, 26 F.R. 3851, formerly set out below.

**EXECUTIVE ORDER NO. 10938**

Ex. Ord. No. 10938, May 4, 1961, 26 F.R. 3951, which established the President's Foreign Intelligence Advisory Board, was revoked by Ex. Ord. No. 11460, Mar. 20, 1969, 34 F.R. 5535, formerly set out below.

**EXECUTIVE ORDER NO. 11460**

Ex. Ord. No. 11460, Mar. 20, 1969, 34 F.R. 5535, which established the President's Foreign Intelligence Advisory Board, was revoked by Ex. Ord. No. 11884, May 4, 1977, 42 F.R. 23129, set out below.

**EXECUTIVE ORDER NO. 11884**

Ex. Ord. No. 11884, May 4, 1977, 42 F.R. 23129, provided: By virtue of the authority vested in me by the Constitution and statutes of the United States of America, and as President of the United States of America, in order to abolish the President's Foreign Intelligence Advisory Board, Executive Order No. 11460 of March 20, 1969, is hereby revoked.

JIMMY CARTER.

**EXECUTIVE ORDER NO. 12331**

Ex. Ord. No. 12331, Oct. 20, 1981, 46 F.R. 51765, which established the President's Foreign Intelligence Advizor.
§ 3024. Responsibilities and authorities of the Director of National Intelligence

(a) Provision of intelligence

(1) The Director of National Intelligence shall be responsible for ensuring that national intelligence is provided—

(A) to the President;

(B) to the heads of departments and agencies of the executive branch;

(C) to the Chairman of the Joint Chiefs of Staff and senior military commanders;

(D) to the Senate and House of Representatives and the committees thereof; and

(E) to such other persons as the Director of National Intelligence determines to be appropriate.

(2) Such national intelligence should be timely, objective, independent of political considerations, and based upon all sources available to the intelligence community and other appropriate entities.

(b) Access to intelligence

Unless otherwise directed by the President, the Director of National Intelligence shall have access to all national intelligence and intelligence related to the national security which is collected by any Federal department, agency, or other entity, except as otherwise provided by law or, as appropriate, under guidelines agreed upon by the Attorney General and the Director of National Intelligence.

(c) Budget authorities

(1) With respect to budget requests and appropriations for the National Intelligence Program, the Director of National Intelligence shall—

(A) based on intelligence priorities set by the President, provide to the heads of departments containing agencies or organizations within the intelligence community, and to the heads of such agencies and organizations, guidance for developing the National Intelligence Program budget pertaining to such agencies and organizations;

(B) based on budget proposals provided to the Director of National Intelligence by the heads of agencies and organizations within the intelligence community and the heads of their respective departments and, as appropriate, after obtaining the advice of the Joint Intelligence Community Council, develop and determine an annual consolidated National Intelligence Program budget; and

(C) present such consolidated National Intelligence Program budget, together with any comments from the heads of departments containing agencies or organizations within the intelligence community, to the President for approval.

(2) In addition to the information provided under paragraph (1)(B), the heads of agencies and organizations within the intelligence community shall provide the Director of National Intelligence such other information as the Director shall request for the purpose of determining the annual consolidated National Intelligence Program budget under that paragraph.

(3)(A) The Director of National Intelligence shall participate in the development by the Secretary of Defense of the annual budget for the Military Intelligence Program or any successor program or programs.

(B) The Director of National Intelligence shall provide guidance for the development of the annual budget for each element of the intelligence community that is not within the National Intelligence Program.

(4) The Director of National Intelligence shall ensure the effective execution of the annual budget for intelligence and intelligence-related activities.

(5)(A) The Director of National Intelligence shall be responsible for managing appropriations for the National Intelligence Program by directing the allotment or allocation of such appropriations through the heads of the departments containing agencies or organizations within the intelligence community and the Director of the Central Intelligence Agency, with prior notice (including the provision of appropriate supporting information) to the head of the department containing an agency or organization receiving any such allocation or allotment or the Director of the National Intelligence Program.

(B) Notwithstanding any other provision of law, pursuant to relevant appropriations Acts for the National Intelligence Program, the Director of the Office of Management and Budget shall exercise the authority of the Director of the Office of Management and Budget to apportion funds, at the exclusive direction of the Director of National Intelligence, for allocation to the elements of the intelligence community through the relevant host executive departments and the Central Intelligence Agency. Department comptrollers or appropriate budget execution officers shall allot, allocate, reprogram, or transfer funds appropriated for the National Intelligence Program in an expeditious manner.

(C) The Director of National Intelligence shall monitor the implementation and execution of the National Intelligence Program by the heads of the elements of the intelligence community that manage programs and activities that are part of the National Intelligence Program, which may include audits and evaluations.

(6) Apportionment and allotment of funds under this subsection shall be subject to chapter 13 and section 1517 of title 31 and the Congressional Budget and Impoundment Control Act of 1974 (2 U.S.C. 621 et seq.).

(7)(A) The Director of National Intelligence shall provide a semi-annual report, beginning April 1, 2005, and ending April 1, 2007, to the President and the Congress regarding implementation of this section.

(B) The Director of National Intelligence shall report to the President and the Congress not later than 15 days after learning of any instance
in which a departmental comptroller acts in a manner inconsistent with the law (including permanent statutes, authorization Acts, and appropriations Acts), or the direction of the Director of National Intelligence, in carrying out the National Intelligence Program.

(d) Role of Director of National Intelligence in transfer and reprogramming of funds

(1)(A) No funds made available under the National Intelligence Program may be transferred or reprogrammed without the prior approval of the Director of National Intelligence, except in accordance with procedures prescribed by the Director of National Intelligence.

(B) The Secretary of Defense shall consult with the Director of National Intelligence before transferring or reprogramming funds made available under the Military Intelligence Program or any successor program or programs.

(2) Subject to the succeeding provisions of this subsection, the Director of National Intelligence may transfer or reprogram funds appropriated for a program within the National Intelligence Program—

(A) to another such program;

(B) to other departments or agencies of the United States Government for the development and fielding of systems of common concern related to the collection, processing, analysis, exploitation, and dissemination of intelligence information; or

(C) to a program funded by appropriations not within the National Intelligence Program to address critical gaps in intelligence information sharing or access capabilities.

(3) The Director of National Intelligence may only transfer or reprogram funds referred to in paragraph (1)(A)—

(A) with the approval of the Director of the Office of Management and Budget; and

(B) after consultation with the heads of departments containing agencies or organizations within the intelligence community to the extent such agencies or organizations are affected, and, in the case of the Central Intelligence Agency, after consultation with the Director of the Central Intelligence Agency.

(4) The amounts available for transfer or reprogramming in the National Intelligence Program in any given fiscal year, and the terms and conditions governing such transfers and reprogrammings, are subject to the provisions of annual appropriations Acts and this subsection.

(5)(A) A transfer or reprogramming of funds may be made under this subsection only if—

(i) the funds are being transferred to an activity that is a higher priority intelligence activity;

(ii) the transfer or reprogramming supports an emergent need, improves program effectiveness, or increases efficiency;

(iii) the transfer or reprogramming does not involve a transfer or reprogramming of funds to a Reserve for Contingencies of the Director of National Intelligence or the Reserve for Contingencies of the Central Intelligence Agency;

(iv) the transfer or reprogramming results in a cumulative transfer or reprogramming of funds out of any department or agency, as appropriate, funded in the National Intelligence Program in a single fiscal year—

(I) that is less than $150,000,000, and

(II) that is less than 5 percent of amounts available to a department or agency under the National Intelligence Program; and

(v) the transfer or reprogramming does not terminate an acquisition program.

(B) A transfer or reprogramming may be made without regard to a limitation set forth in clause (iv) or (v) of subparagraph (A) if the transfer has the concurrence of the head of the department involved or the Director of the Central Intelligence Agency (in the case of the Central Intelligence Agency). The authority to provide such concurrence may only be delegated by the head of the department involved or the Director of the Central Intelligence Agency (in the case of the Central Intelligence Agency) to the deputy of such officer.

(6) Funds transferred or reprogrammed under this subsection shall remain available for the same period as the appropriations account to which transferred or reprogrammed.

(7) Any transfer or reprogramming of funds under this subsection shall be carried out in accordance with existing procedures applicable to reprogramming notifications for the appropriate congressional committees. Any proposed transfer or reprogramming for which notice is given to the appropriate congressional committees shall be accompanied by a report explaining the nature of the proposed transfer or reprogramming and how it satisfies the requirements of this subsection. In addition, the congressional intelligence committees shall be promptly notified of any transfer or reprogramming of funds made pursuant to this subsection in any case in which the transfer or reprogramming would not have otherwise required reprogramming notification under procedures in effect as of December 17, 2004.

(e) Transfer of personnel

(1)(A) In addition to any other authorities available under law for such purposes, in the first twelve months after establishment of a national intelligence center, the Director of National Intelligence, with the approval of the Director of the Office of Management and Budget and in consultation with the congressional committees of jurisdiction referred to in subparagraph (B), may transfer not more than 100 personnel authorized for elements of the intelligence community to such center.

(B) The Director of National Intelligence shall promptly provide notice of any transfer of personnel made pursuant to this paragraph to—

(i) the congressional intelligence committees;

(ii) the Committees on Appropriations of the Senate and the House of Representatives;

(iii) in the case of the transfer of personnel to or from the Department of Defense, the Committees on Armed Services of the Senate and the House of Representatives; and

(iv) in the case of the transfer of personnel to or from the Department of Justice, to the Committees on the Judiciary of the Senate and the House of Representatives.
(C) The Director shall include in any notice under subparagraph (B) an explanation of the nature of the transfer and how it satisfies the requirements of this subsection.

(2)(A) The Director of National Intelligence, with the approval of the Director of the Office of Management and Budget and in accordance with procedures to be developed by the Director of National Intelligence and the heads of the departments and agencies concerned, may transfer personnel authorized for an element of the intelligence community to another such element for a period of not more than 2 years.

(B) A transfer of personnel may be made under this paragraph only if—

(i) the personnel are being transferred to an activity that is a higher priority intelligence activity; and

(ii) the transfer supports an emergent need, improves program effectiveness, or increases efficiency.

(C) The Director of National Intelligence shall promptly provide notice of any transfer of personnel made pursuant to this paragraph to—

(i) the congressional intelligence committees;

(ii) in the case of the transfer of personnel to or from the Department of Defense, the Committees on Armed Services of the Senate and the House of Representatives; and

(iii) in the case of the transfer of personnel to or from the Department of Justice, to the Committees on the Judiciary of the Senate and the House of Representatives.

(D) The Director shall include in any notice under subparagraph (C) an explanation of the nature of the transfer and how it satisfies the requirements of this paragraph.

(3)(A) In addition to the number of full-time equivalent positions authorized for the Office of the Director of National Intelligence for a fiscal year, there is authorized for such Office for each fiscal year an additional 100 full-time equivalent positions that may be used only for the purposes described in subparagraph (B).

(B) Except as provided in subparagraph (C), the Director of National Intelligence may use a full-time equivalent position authorized under subparagraph (A) only for the purpose of providing a temporary transfer of personnel made in accordance with paragraph (2) to an element of the intelligence community to enable such element to increase the total number of personnel authorized for such element, on a temporary basis—

(i) during a period in which a permanent employee of such element is absent to participate in critical language training; or

(ii) to accept a permanent employee of another element of the intelligence community to provide language-capable services.

(C) Paragraph (2)(B) shall not apply with respect to a transfer of personnel made under subparagraph (B).

(D) For each of the fiscal years 2010, 2011, and 2012, the Director of National Intelligence shall submit to the congressional intelligence committees an annual report on the use of authorities under this paragraph. Each such report shall include a description of—

(i) the number of transfers of personnel made by the Director pursuant to subparagraph (B), disaggregated by each element of the intelligence community;

(ii) the critical language needs that were fulfilled or partially fulfilled through the use of such transfers; and

(iii) the cost to carry out subparagraph (B).

(4) It is the sense of Congress that—

(A) the nature of the national security threats facing the United States will continue to challenge the intelligence community to respond rapidly and flexibly to bring analytic resources to bear against emerging and unforeseen requirements;

(B) both the Office of the Director of National Intelligence and any analytic centers determined to be necessary should be fully and properly supported with appropriate levels of personnel resources and that the President’s yearly budget requests adequately support those needs; and

(C) the President should utilize all legal and administrative discretion to ensure that the Director of National Intelligence and all other elements of the intelligence community have the necessary resources and procedures to respond promptly and effectively to emerging and unforeseen national security challenges.

(f) Tasking and other authorities

(1)(A) The Director of National Intelligence shall—

(i) establish objectives, priorities, and guidance for the intelligence community to ensure timely and effective collection, processing, analysis, and dissemination (including access by users to collected data consistent with applicable law and, as appropriate, the guidelines referred to in subsection (b) of this section and analytic products generated by or within the intelligence community) of national intelligence;

(ii) determine requirements and priorities for, and manage and direct the tasking of, collection, analysis, production, and dissemination of national intelligence by elements of the intelligence community, including—

(I) approving requirements (including those requirements responding to needs provided by consumers) for collection and analysis; and

(II) resolving conflicts in collection requirements and in the tasking of national collection assets of the elements of the intelligence community; and

(iii) provide advisory tasking to intelligence elements of those agencies and departments not within the National Intelligence Program.

(B) The authority of the Director of National Intelligence under subparagraph (A) shall not apply—

(i) insofar as the President so directs;

(ii) with respect to clause (ii) of subparagraph (A), insofar as the Secretary of Defense exercises tasking authority under plans or arrangements agreed upon by the Secretary of Defense and the Director of National Intelligence; or

(iii) to the direct dissemination of information to State government and local govern-
ment officials and private sector entities pursuant to sections 121 and 482 of title 6.

(2) The Director of National Intelligence shall oversee the National Counterterrorism Center and may establish such other national intelligence centers as the Director determines necessary.

(3)(A) The Director of National Intelligence shall prescribe, in consultation with the heads of other agencies or elements of the intelligence community, and the heads of their respective departments, personnel policies and programs applicable to the intelligence community that—

(i) encourage and facilitate assignments and details of personnel to national intelligence centers, and between elements of the intelligence community;

(ii) set standards for education, training, and career development of personnel of the intelligence community;

(iii) encourage and facilitate the recruitment and retention by the intelligence community of highly qualified individuals for the effective conduct of intelligence activities;

(iv) ensure that the personnel of the intelligence community are sufficiently diverse for purposes of the collection and analysis of intelligence through the recruitment and training of women, minorities, and individuals with diverse ethnic, cultural, and linguistic backgrounds;

(v) make service in more than one element of the intelligence community a condition of promotion to such positions within the intelligence community as the Director shall specify; and

(vi) ensure the effective management of intelligence community personnel who are responsible for intelligence community-wide matters.

(B) Policies prescribed under subparagraph (A) shall not be inconsistent with the personnel policies otherwise applicable to members of the uniformed services.

(4) The Director of National Intelligence shall ensure compliance with the Constitution and laws of the United States by the Central Intelligence Agency and shall ensure such compliance by other elements of the intelligence community through the host executive departments that manage the programs and activities that are part of the National Intelligence Program.

(5) The Director of National Intelligence shall ensure the elimination of waste and unnecessary duplication within the intelligence community.

(6) The Director of National Intelligence shall establish requirements and priorities for foreign intelligence information to be collected under the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1801 et seq.), and provide assistance to the Attorney General to ensure that information derived from electronic surveillance or physical searches under that Act is disseminated so it may be used efficiently and effectively for national intelligence purposes, except that the Director shall have no authority to direct or undertake electronic surveillance or physical search operations pursuant to that Act unless authorized by statute or Executive order.

(7)(A) The Director of National Intelligence shall, if the Director determines it is necessary, or may, if requested by a congressional intelligence committee, conduct an accountability review of an element of the intelligence community or the personnel of such element in relation to a failure or deficiency within the intelligence community.

(B) The Director of National Intelligence, in consultation with the Attorney General, shall establish guidelines and procedures for conducting an accountability review under subparagraph (A).

(C)(i) The Director of National Intelligence shall provide the findings of an accountability review conducted under subparagraph (A) and the Director's recommendations for corrective or punitive action, if any, to the head of the applicable element of the intelligence community. Such recommendations may include a recommendation for dismissal of personnel.

(ii) If the head of such element does not implement a recommendation made by the Director under clause (i), the head of such element shall submit to the congressional intelligence committees a notice of the determination not to implement the recommendation, including the reasons for the determination.

(D) The requirements of this paragraph shall not be construed to limit any authority of the Director of National Intelligence under subsection (m) or with respect to supervision of the Central Intelligence Agency.

(8) The Director of National Intelligence shall perform such other functions as the President may direct.

(9) Nothing in this subchapter shall be construed as affecting the role of the Department of Justice or the Attorney General under the Foreign Intelligence Surveillance Act of 1978.

(g) Intelligence information sharing

(1) The Director of National Intelligence shall have principal authority to ensure maximum availability of and access to intelligence information within the intelligence community consistent with national security requirements. The Director of National Intelligence shall—

(A) establish uniform security standards and procedures;

(B) establish common information technology standards, protocols, and interfaces;

(C) ensure development of information technology systems that include multi-level security and intelligence integration capabilities;

(D) establish policies and procedures to resolve conflicts between the need to share intelligence information and the need to protect intelligence sources and methods;

(E) develop an enterprise architecture for the intelligence community and ensure that elements of the intelligence community comply with such architecture;

(F) have procurement approval authority over all enterprise architecture-related information technology items funded in the National Intelligence Program; and

(G) in accordance with Executive Order No. 13526 (75 Fed. Reg. 7067 relating to classified national security information) (or any subsequent corresponding executive order), and part 2001 of title 32, Code of Federal Regulations (or any subsequent corresponding regulation), establish—
implement paragraph (1).

(ii) policies and procedures requiring the increased use, in appropriate cases, and including portion markings, of the classification of portions of information within one intelligence product.

(2) The President shall ensure that the Director of National Intelligence has all necessary support and authorities to fully and effectively implement paragraph (1).

(3) Except as otherwise directed by the President or with the specific written agreement of the head of the department or agency in question, a Federal agency or official shall not be considered to have met any obligation to provide any information, report, assessment, or other material (including unevaluated intelligence information) to that department or agency solely by virtue of having provided that information, report, assessment, or other material to the Director of National Intelligence or the National Counterterrorism Center.

(4) The Director of National Intelligence shall, in a timely manner, report to Congress any statute, regulation, policy, or practice that the Director believes impedes the ability of the Director to fully and effectively ensure maximum availability of access to intelligence information within the intelligence community consistent with the protection of the national security of the United States.

(h) Analysis

To ensure the most accurate analysis of intelligence is derived from all sources to support national security needs, the Director of National Intelligence shall—

(1) implement policies and procedures—

(A) to encourage sound analytic methods and tradecraft throughout the elements of the intelligence community;

(B) to ensure that analysis is based upon all sources available; and

(C) to ensure that the elements of the intelligence community regularly conduct competitive analysis of analytic products, whether such products are produced by or disseminated to such elements;

(2) ensure that resource allocation for intelligence analysis is appropriately proportional to resource allocation for intelligence collection systems and operations in order to maximize analysis of all collected data;

(3) ensure that differences in analytic judgment are fully considered and brought to the attention of policymakers; and

(4) ensure that sufficient relationships are established between intelligence collectors and analysts to facilitate greater understanding of the needs of analysts.

(i) Protection of intelligence sources and methods

(1) The Director of National Intelligence shall protect intelligence sources and methods from unauthorized disclosure.

(2) Consistent with paragraph (1), in order to maximize the dissemination of intelligence, the Director of National Intelligence shall establish and implement guidelines for the intelligence community for the following purposes:

(A) Classification of information under applicable law, Executive orders, or other Presidential directives.

(B) Access to and dissemination of intelligence, both in final form and in the form when initially gathered.

(C) Preparation of intelligence products in such a way that source information is removed to allow for dissemination at the lowest level of classification possible or in unclassified form to the extent practicable.

(3) The Director may only delegate a duty or authority given the Director under this subsection to the Principal Deputy Director of National Intelligence.

(j) Uniform procedures for classified information

The Director of National Intelligence, subject to the direction of the President, shall—

(1) establish uniform standards and procedures for the grant of access to sensitive compartmented information to any officer or employee of any agency or department of the United States and to employees of contractors of those agencies or departments;

(2) ensure the consistent implementation of those standards and procedures throughout such agencies and departments;

(3) ensure that security clearances granted by individual elements of the intelligence community are recognized by all elements of the intelligence community, and under contracts entered into by those agencies;

(4) ensure that the process for investigation and adjudication of an application for access to sensitive compartmented information is performed in the most expeditious manner possible consistent with applicable standards for national security;

(5) ensure that the background of each employee or officer of an element of the intelligence community, each contractor to an element of the intelligence community, and each individual employee of such a contractor who has been determined to be eligible for access to classified information is monitored on a continual basis under standards developed by the Director, including with respect to the frequency of evaluation, during the period of eligibility of such employee or officer of an element of the intelligence community, such contractor, or such individual employee to such a contractor to determine whether such employee or officer of an element of the intelligence community, such contractor, and such individual employee of such a contractor continues to meet the requirements for eligibility for access to classified information; and

(6) develop procedures to require information sharing between elements of the intelligence community concerning potentially derogatory security information regarding an employee or officer of an element of the intelligence community, a contractor to an element of the intelligence community, or an individual employee of such a contractor that
may impact the eligibility of such employee or officer of an element of the intelligence community, such contractor, or such individual employee of such a contractor for a security clearance.

(k) Coordination with foreign governments

Under the direction of the President and in a manner consistent with section 3027 of title 22, the Director of National Intelligence shall oversee the coordination of the relationships between elements of the intelligence community and the intelligence or security services of foreign governments or international organizations on all matters involving intelligence related to the national security or involving intelligence acquired through clandestine means.

(l) Enhanced personnel management

(1)(A) The Director of National Intelligence shall, under regulations prescribed by the Director, provide incentives for personnel of elements of the intelligence community to serve—

(i) on the staff of the Director of National Intelligence;

(ii) on the staff of the national intelligence centers;

(iii) on the staff of the National Counterterrorism Center; and

(iv) in other positions in support of the intelligence community management functions of the Director.

(B) Incentives under subparagraph (A) may include financial incentives, bonuses, and such other awards and incentives as the Director considers appropriate.

(2)(A) Notwithstanding any other provision of law, the personnel of an element of the intelligence community who are assigned or detailed under paragraph (1)(A) to service under the Director of National Intelligence shall be promoted at rates equivalent to or better than personnel of such element who are not so assigned or detailed.

(B) The Director may prescribe regulations to carry out this paragraph.

(3)(A) The Director of National Intelligence shall prescribe mechanisms to facilitate the rotation of personnel of the intelligence community through various elements of the intelligence community in the course of their careers in order to facilitate the widest possible understanding by such personnel of the variety of intelligence requirements, methods, users, and capabilities.

(B) The mechanisms prescribed under subparagraph (A) may include the following:

(i) The establishment of special occupational categories involving service, over the course of a career, in more than one element of the intelligence community.

(ii) The provision of rewards for service in positions undertaking analysis and planning of operations involving two or more elements of the intelligence community.

(iii) The establishment of requirements for education, training, service, and evaluation for service involving more than one element of the intelligence community.

(C) It is the sense of Congress that the mechanisms prescribed under this subsection should, to the extent practical, seek to duplicate for civilian personnel within the intelligence community the joint officer management policies established by chapter 38 of title 10 and the other amendments made by title IV of the Goldwater-Nichols Department of Defense Reorganization Act of 1986 (Public Law 99-433).

(4)(A) Except as provided in subparagraph (B) and subparagraph (D), this subsection shall not apply with respect to personnel of the elements of the intelligence community who are members of the uniformed services.

(B) Mechanisms that establish requirements for education and training pursuant to paragraph (3)(B)(iii) may apply with respect to members of the uniformed services who are assigned to an element of the intelligence community funded through the National Intelligence Program, but such mechanisms shall not be inconsistent with personnel policies and education and training requirements otherwise applicable to members of the uniformed services.

(C) The personnel policies and programs developed and implemented under this subsection with respect to law enforcement officers (as that term is defined in section 5541(3) of title 5) shall not affect the ability of law enforcement entities to conduct operations or, through the applicable chain of command, to control the activities of such law enforcement officers.

(D) Assignment to the Office of the Director of National Intelligence of commissioned officers of the Armed Forces shall be considered a joint-duty assignment for purposes of the joint officer management policies prescribed by chapter 38 of title 10 and other provisions of that title.

(m) Additional authority with respect to personnel

(1) In addition to the authorities under subsection (f)(3) of this section, the Director of National Intelligence may exercise with respect to the personnel of the Office of the Director of National Intelligence any authority of the Director of the Central Intelligence Agency with respect to the personnel of the Central Intelligence Agency under the Central Intelligence Agency Act of 1949 [50 U.S.C. 3501 et seq.], and other applicable provisions of law, as of December 17, 2004, to the same extent, and subject to the same conditions and limitations, that the Director of the Central Intelligence Agency may exercise such authority with respect to personnel of the Central Intelligence Agency.

(2) Employees and applicants for employment of the Office of the Director of National Intelligence shall have the same rights and protections under the Office of the Director of National Intelligence as employees of the Central Intelligence Agency have under the Central Intelligence Agency Act of 1949 [50 U.S.C. 3501 et seq.], and other applicable provisions of law, as of December 17, 2004.

(n) Acquisition and other authorities

(1) In carrying out the responsibilities and authorities under this section, the Director of National Intelligence may exercise the acquisition and appropriations authorities referred to in the Central Intelligence Agency Act of 1949 [50 U.S.C. 3501 et seq.] other than the authorities referred to in section 8(b) of that Act [50 U.S.C. 3510(b)].
(2) For the purpose of the exercise of any authority referred to in paragraph (1), a reference to the head of an agency shall be deemed to be a reference to the Director of National Intelligence or the Principal Deputy Director of National Intelligence.

(3)(A) Any determination or decision to be made under an authority referred to in paragraph (1) by the head of an agency may be made with respect to individual purchases and contracts, and shall be final.

(B) Except as provided in subparagraph (C), the Director of National Intelligence or the Principal Deputy Director of National Intelligence may, in such official’s discretion, delegate to any officer or other official of the Office of the Director of National Intelligence any authority to make a determination or decision as the head of the agency under an authority referred to in paragraph (1).

(C) The limitations and conditions set forth in section 3(d) of the Central Intelligence Agency Act of 1949 [50 U.S.C. 3503(d)] shall apply to the exercise by the Director of National Intelligence of an authority referred to in paragraph (1).

(D) Each determination or decision required by an authority referred to in the second sentence of section 3(d) of the Central Intelligence Agency Act of 1949 [50 U.S.C. 3503(d)] shall be based upon written findings made by the official making such determination or decision, which findings shall be final and shall be available within the Office of the Director of National Intelligence for a period of at least six years following the date of such determination or decision.

(4)(A) In addition to the authority referred to in paragraph (1), the Director of National Intelligence may authorize the head of an element of the intelligence community to exercise an acquisition authority referred to in section 3 or 8(a) of the Central Intelligence Agency Act of 1949 [50 U.S.C. 3503, 3510(a)] for an acquisition by such element that is more than 50 percent funded under the National Intelligence Program.

(B) The head of an element of the intelligence community may not exercise an authority referred to in subparagraph (A) until—

(i) the head of such element (without delegation) submits to the Director of National Intelligence a written request that includes—

(I) a description of such authority requested to be exercised;

(II) an explanation of the need for such authority, including an explanation of the reasons that other authorities are insufficient; and

(III) a certification that the mission of such element would be—

(aa) impaired if such authority is not exercised; or

(bb) significantly and measurably enhanced if such authority is exercised; and

(ii) the Director of National Intelligence issues a written authorization that includes—

(I) a description of the authority referred to in subparagraph (A) that is authorized to be exercised; and

(II) a justification to support the exercise of such authority.

(C) A request and authorization to exercise an authority referred to in subparagraph (A) may be made with respect to an individual acquisition or with respect to a specific class of acquisitions described in the request and authorization referred to in subparagraph (B).

(D)(i) A request from a head of an element of the intelligence community located within one of the departments described in clause (ii) to exercise an authority referred to in subparagraph (A) shall be submitted to the Director of National Intelligence in accordance with any procedures established by the head of such department.

(ii) The departments described in this clause are the Department of Defense, the Department of Energy, the Department of Homeland Security, the Department of Justice, the Department of State, and the Department of the Treasury.

(E)(i) The head of an element of the intelligence community may not be authorized to utilize an authority referred to in subparagraph (A) for a class of acquisitions for a period of more than 3 years, except that the Director of National Intelligence (without delegation) may authorize the use of such an authority for not more than 6 years.

(ii) Each authorization to utilize an authority referred to in subparagraph (A) may be extended in accordance with the requirements of subparagraph (B) for successive periods of not more than 3 years, except that the Director of National Intelligence (without delegation) may authorize an extension period of not more than 6 years.

(F) Subject to clauses (i) and (ii) of subparagraph (E), the Director of National Intelligence may only delegate the authority of the Director under subparagraphs (A) through (E) to the Principal Deputy Director of National Intelligence or a Deputy Director of National Intelligence.

(G) The Director of National Intelligence shall submit—

(i) to the congressional intelligence committees a notification of an authorization to exercise an authority referred to in subparagraph (A) or an extension of such authorization that includes the written authorization referred to in subparagraph (B)(ii); and

(ii) to the Director of the Office of Management and Budget a notification of an authorization to exercise an authority referred to in subparagraph (A) for an acquisition or class of acquisitions that will exceed $50,000,000 annually.

(H) Requests and authorizations to exercise an authority referred to in subparagraph (A) shall remain available within the Office of the Director of National Intelligence for a period of at least 6 years following the date of such request or authorization.

(I) Nothing in this paragraph may be construed to alter or otherwise limit the authority of the Central Intelligence Agency to independently exercise an authority under section 3 or 8(a) of the Central Intelligence Agency Act of 1949 [50 U.S.C. 3503, 3510(a)].
(o) Consideration of views of elements of intelligence community

In carrying out the duties and responsibilities under this section, the Director of National Intelligence shall take into account the views of a head of a department containing an element of the intelligence community and of the Director of the Central Intelligence Agency.

(p) Responsibility of Director of National Intelligence regarding National Intelligence Program budget concerning the Department of Defense

Subject to the direction of the President, the Director of National Intelligence shall, after consultation with the Secretary of Defense, ensure that the National Intelligence Program budgets for the elements of the intelligence community that are within the Department of Defense are adequate to satisfy the national intelligence needs of the Department of Defense, including the needs of the Chairman of the Joint Chiefs of Staff and the commanders of the unified and specified commands, and wherever such elements are performing Government-wide functions, the needs of other Federal departments and agencies.

(q) Acquisitions of major systems

(1) For each intelligence program within the National Intelligence Program for the acquisition of a major system, the Director of National Intelligence shall—

(A) require the development and implementation of a program management plan that includes cost, schedule, and performance goals and program milestone criteria, except that with respect to Department of Defense programs the Director shall consult with the Secretary of Defense;

(B) serve as exclusive milestone decision authority, except that with respect to Department of Defense programs the Director shall serve as milestone decision authority jointly with the Secretary of Defense or the designee of the Secretary of Defense; and

(C) periodically—

(i) review and assess the progress made toward the achievement of the goals and milestones established in such plan; and

(ii) submit to Congress a report on the results of such review and assessment.

(2) If the Director of National Intelligence and the Secretary of Defense are unable to reach an agreement on a milestone decision under paragraph (1)(B), the President shall resolve the conflict.

(3) Nothing in this subsection may be construed to limit the authority of the Director of National Intelligence to delegate to any other official any authority to perform the responsibilities of the Director under this subsection.

(4) In this subsection:

(A) The term “intelligence program”, with respect to the acquisition of a major system, means a program that—

(i) is carried out to acquire such major system for an element of the intelligence community; and

(ii) is funded in whole out of amounts available for the National Intelligence Program.

(B) The term “major system” has the meaning given such term in section 109 of title 41.

(r) Performance of common services

The Director of National Intelligence shall, in consultation with the heads of departments and agencies of the United States Government containing elements within the intelligence community and with the Director of the Central Intelligence Agency, coordinate the performance by the elements of the intelligence community within the National Intelligence Program of such services as are of common concern to the intelligence community, which services the Director of National Intelligence determines can be more efficiently accomplished in a consolidated manner.

(s) Pay authority for critical positions

(1) Notwithstanding any pay limitation established under any other provision of law applicable to employees in elements of the intelligence community, the Director of National Intelligence may, in coordination with the Director of the Office of Personnel Management and the Director of the Office of Management and Budget, grant authority to the head of a department or agency to fix the rate of basic pay for one or more positions within the intelligence community at a rate in excess of any applicable limitation, subject to the provisions of this subsection.

The exercise of authority so granted is at the discretion of the head of the department or agency employing the individual in a position covered by such authority, subject to the provisions of this subsection and any conditions established by the Director of National Intelligence when granting such authority.

(2) Authority under this subsection may be granted or exercised only—

(A) with respect to a position that requires an extremely high level of expertise and is critical to successful accomplishment of an important mission; and

(B) to the extent necessary to recruit or retain an individual exceptionally well qualified for the position.

(3) The head of a department or agency may not fix a rate of basic pay under this subsection at a rate greater than the rate payable for level II of the Executive Schedule under section 5313 of title 5, except upon written approval of the Director of National Intelligence or as otherwise authorized by law.

(4) The head of a department or agency may not fix a rate of basic pay under this subsection at a rate greater than the rate payable for level I of the Executive Schedule under section 5312 of title 5, except upon written approval of the President in response to a request by the Director of National Intelligence or as otherwise authorized by law.

(5) Any grant of authority under this subsection for a position shall terminate at the discretion of the Director of National Intelligence.

(6)(A) The Director of National Intelligence shall notify the congressional intelligence committees not later than 30 days after the date on which the Director grants authority to the head of a department or agency under this subsection.
(B) The head of a department or agency to which the Director of National Intelligence grants authority under this subsection shall notify the congressional intelligence committees and the Director of the exercise of such authority not later than 30 days after the date on which such head exercises such authority.

(f) Award of rank to members of the Senior National Intelligence Service

(1) The President, based on the recommendation of the Director of National Intelligence, may award a rank to a member of the Senior National Intelligence Service or other intelligence community senior civilian officer not already covered by such a rank award program in the same manner in which a career appointee of such a rank award program in the same community whose identity as such a member or officer is classified information (as defined in section 3126(1) of this title).

(u) Conflict of interest regulations

(1) The Director of National Intelligence, in consultation with the Director of the Office of Government Ethics, shall issue regulations prohibiting an officer or employee of an element of the intelligence community from engaging in outside employment if such employment creates a conflict of interest or appearance thereof.

(2) The Director of National Intelligence shall annually submit to the congressional intelligence committees a report describing all outside employment for officers and employees of elements of the intelligence community whose identity as such a member or officer is classified information (as defined in section 3126(1) of this title).

(v) Authority to establish positions in excepted service

(1) The Director of National Intelligence, with the concurrence of the head of the covered department concerned and in consultation with the Director of the Office of Personnel Management, may—

(A) convert competitive service positions, and the incumbents of such positions, within an element of the intelligence community in such department, to excepted service positions as the Director of National Intelligence determines necessary to carry out the intelligence functions of such element; and

(B) establish new positions in the excepted service within an element of the intelligence community in such department, if the Director of National Intelligence determines such positions are necessary to carry out the intelligence functions of such element.

(2) An incumbent occupying a position on January 3, 2012, selected to be converted to the excepted service under this section shall have the right to refuse such conversion. Once such individual no longer occupies the position, the position may be converted to the excepted service.

(3) In this subsection, the term “covered department” means the Department of Energy, the Department of Homeland Security, the Department of State, or the Department of the Treasury.

(w) Nuclear Proliferation Assessment Statements

intelligence community addendum

The Director of National Intelligence, in consultation with the heads of the appropriate elements of the intelligence community and the Secretary of State, shall provide to the President, the congressional intelligence committees, the Committee on Foreign Affairs of the House of Representatives, and the Committee on Foreign Relations of the Senate an addendum to each Nuclear Proliferation Assessment Statement accompanying a civilian nuclear cooperation agreement, containing a comprehensive analysis of the country’s export control system with respect to nuclear-related matters, including interactions with other countries of proliferation concern and the actual or suspected nuclear, dual-use, or missile-related transfers to such countries.

(x) Requirements for intelligence community contractors

The Director of National Intelligence, in consultation with the head of each department of the Federal Government that contains an element of the intelligence community and the Director of the Central Intelligence Agency, shall—

(1) ensure that—

(A) any contractor to an element of the intelligence community with access to a classified network or classified information develops and operates a security plan that is consistent with standards established by the Director of National Intelligence for intelligence community networks; and

(B) each contract awarded by an element of the intelligence community includes provisions requiring the contractor comply with such plan and such standards;

(2) conduct periodic assessments of each security plan required under paragraph (1)(A) to ensure such security plan complies with the requirements of such paragraph; and

(3) ensure that the insider threat detection capabilities and insider threat policies of the intelligence community apply to facilities of contractors with access to a classified network.

References in Text


1 See References in Text note below.


Executive Order No. 13326, referred to in subsec. (g)(1)(G), is set out as a note under section 3361 of this title.


The Central Intelligence Agency Act of 1949, referred to in subsecs. (m) and (n)(1), is Act June 20, 1949, ch. 227, 63 Stat. 208, which was formerly classified generally to section 403a et seq. of this title prior to editorial reclassification in the heading and is now classified generally to chapter 46 (§ 3501 et seq.) of this title. For complete classification of this Act to the Code, see Tables.

Section 312(b) of this title, referred to in subsec. (t)(1), was in the original “section 606(1)”, meaning section 606(1) of act July 26, 1947, which was translated as “section 605(1)”, to reflect the probable intent of Congress and the renumbering of section 606 as 605 by section 310(a)(4)(B) of Pub. L. 111–277.

Section was formerly classified to section 403–1 of this title prior to editorial reclassification and renumbering as this section.


For Determination by President that section take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as an Effective Date of 2004 Amendment; Transition Provisions note under section 301 of this title.

Section effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 111–259, enacted date of the enactment of this Act (July 7, 2014).

For Determination by President that section take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as an Effective Date of 2004 Amendment; Transition Provisions note under section 301 of this title.

For Determination by President that section apply with respect to contracts entered into or renewed after the date of the enactment of this Act (July 7, 2014).

Effective Date

For Determination by President that section take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as an Effective Date of 2004 Amendment; Transition Provisions note under section 301 of this title.

INSIDER THREAT DETECTION PROGRAM

Pub. L. 112–87, title IV, § 402(b), July 7, 2011, 124 Stat. 1412, provided that: “The amendment made by sub-section (a) [amending this section] shall apply with respect to contracts entered into or renewed after the date of the enactment of this Act (July 7, 2014).”

Effective Date

For Determination by President that section take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as an Effective Date of 2004 Amendment; Transition Provisions note under section 301 of this title.

INSIDER THREAT DETECTION PROGRAM


(a) Initial Operating Capability.—Not later than October 1, 2013, the Director of National Intelligence shall establish an initial operating capability for an effective automated insider threat detection program for the information resources in each element of the intelligence community in order to detect unauthorized access to, or use or transmission of, classified intelligence.

(b) Full Operating Capability.—Not later than October 1, 2014, the Director of National Intelligence shall ensure the program described in subsection (a) has reached full operating capability.

(c) Report.—Not later than December 1, 2011, the Director of National Intelligence shall submit to the congressional intelligence committees a report on the resources required to implement the insider threat de-
tection program referred to in subsection (a) and any other issues related to such implementation the Director considers appropriate to include in the report.

"(d) INFORMATION RESOURCES DEFINED.—In this section, the term 'information resources' means networks, systems, workstations, servers, routers, applications, databases, websites, online collaboration environments, and any other information resources in an element of the intelligence community designated by the Director of National Intelligence.''

[For definitions of "intelligence community" and "congressional intelligence committees" as used in section 402 of Pub. L. 112–18, set out above, see section 2 of Pub. L. 112–18, set out below.]

**JOINT PROCEDURES FOR OPERATIONAL COORDINATION BETWEEN DEPARTMENT OF DEFENSE AND CENTRAL INTELLIGENCE AGENCY**


"(a) DEVELOPMENT OF PROCEDURES.—The Director of National Intelligence, in consultation with the Secretary of Defense and the Director of the Central Intelligence Agency, shall develop joint procedures to be used by the Department of Defense and the Central Intelligence Agency to improve the coordination and deconfliction of operations that involve elements of both the Armed Forces and the Central Intelligence Agency consistent with national security and the protection of human intelligence sources and methods. Those procedures shall, at a minimum, provide the following:

"(1) Methods by which the Director of the Central Intelligence Agency and the Secretary of Defense can improve communication and coordination in the planning, execution, and sustainment of operations, including, as a minimum—

"(A) information exchange between senior officials of the Central Intelligence Agency and senior officers and officials of the Department of Defense when planning for such an operation commences by either organization; and

"(B) exchange of information between the Secretary and the Director of the Central Intelligence Agency to ensure that senior operational officials in both the Department of Defense and the Central Intelligence Agency have knowledge of the existence of the ongoing operations of the other.

"(2) When appropriate, in cases where the Department of Defense and the Central Intelligence Agency are conducting separate missions in the same geographical area, a mutual agreement on the tactical and strategic objectives for the region and a clear delineation of operational responsibilities to prevent conflict and duplication of effort.

"(b) IMPLEMENTATION REPORT.—Not later than 180 days after the date of the enactment of this Act [Dec. 17, 2004], the Director of National Intelligence shall submit to the congressional defense committees (as defined in section 101 of title 10, United States Code) and the congressional intelligence committees (as defined in section 3(7) of the National Security Act of 1947 (50 U.S.C. 403(7)) (now 50 U.S.C. 3003(7))) a report describing the procedures established pursuant to subsection (a) and the status of the implementation of those procedures."

**ALTERNATIVE ANALYSIS OF INTELLIGENCE BY THE INTELLIGENCE COMMUNITY**


"(a) IN GENERAL.—Not later than 180 days after the effective date of this Act [probably means the effective date of title I of Pub. L. 108–458, see Effective Date of 2004 Amendment; Transition Provisions note set out under section 3001 of this title], the Director of National Intelligence shall establish a process and assign an individual or entity the responsibility for ensuring that, as appropriate, elements of the intelligence community conduct alternative analysis (commonly referred to as 'red-team analysis') of the information and conclusions in intelligence products.

"(b) REPORT.—Not later than 270 days after the effective date of this Act, the Director of National Intelligence shall provide a report to the Select Committee on Intelligence of the Senate and the Permanent Select Committee of the House of Representatives on the implementation of subsection (a)."

**ENHANCING CLASSIFIED COUNTERTERRORIST TRAVEL EFFORTS**


"(1) IN GENERAL.—The Director of National Intelligence shall significantly increase resources and personnel to the small classified program that collects and analyzes intelligence on terrorist travel.

"(2) AUTHORIZATION OF APPROPRIATIONS.—There are authorized to be appropriated for each of the fiscal years 2005 through 2009 such sums as may be necessary to carry out this subsection."

**INTELLIGENCE COMMUNITY USE OF NATIONAL INFRASTRUCTURE SIMULATION AND ANALYSIS CENTER**


"(a) IN GENERAL.—The Director of National Intelligence shall establish a formal relationship, including information sharing, between the elements of the intelligence community and the National Infrastructure Simulation and Analysis Center.

"(b) PURPOSE.—The purpose of the relationship under subsection (a) shall be to permit the intelligence community to take full advantage of the capabilities of the National Infrastructure Simulation and Analysis Center, particularly vulnerability and consequence analysis, for real time response to reported threats and long term planning for projected threats."

**PILOT PROGRAM ON ANALYSIS OF SIGNALS AND OTHER INTELLIGENCE BY INTELLIGENCE ANALYSTS OF VARIOUS ELEMENTS OF THE INTELLIGENCE COMMUNITY**


**STANDARDIZED TRANSLITERATION OF NAMES INTO THE ROMAN ALPHABET**


"(a) METHOD OF TRANSLITERATION REQUIRED.—Not later than 180 days after the date of the enactment of this Act [Nov. 27, 2002], the Director of Central Intelligence shall provide for a standardized method for transliterating into the Roman alphabet personal and place names originally rendered in any language that uses an alphabet other than the Roman alphabet.

"(b) USE BY INTELLIGENCE COMMUNITY.—The Director of National Intelligence shall ensure the use of the method established under subsection (a) in—

"(1) all communications among the elements of the intelligence community; and

"(2) all intelligence products of the intelligence community."
standards for spelling of foreign names and places and for use of geographic coordinates

Pub. L. 105–107, title III, §309, Nov. 20, 1997, 111 Stat. 2253, provided that:

“(a) survey of current standards.—

“(1) survey.—the director of central intelligence shall carry out a survey of current standards for the spelling of foreign names and places, and the use of geographic coordinates for such places, among the elements of the intelligence community.

“(2) report.—not later than 90 days after the date of enactment of this Act [Nov. 20, 1997], the director shall submit to the congressional intelligence committees a report on the survey carried out under paragraph (1). the report shall be submitted in unclassified form, but may include a classified annex.

“(b) guidelines.—

“(1) issuance.—not later than 180 days after the date of enactment of this Act, the director shall issue guidelines to ensure the use of uniform spelling of foreign names and places and the uniform use of geographic coordinates for such places. the guidelines shall apply to all intelligence reports, intelligence products, and intelligence databases prepared and utilized by the elements of the intelligence community.

“(2) basis.—the guidelines under paragraph (1) shall, to the maximum extent practicable, be based on current United States government standards for the transliteration of foreign names, standards for foreign place names developed by the Board on Geographic Names, and a standard set of geographic coordinates.

“(3) submittal to Congress.—the director shall submit a copy of the guidelines to the congressional intelligence committees.

“(c) congressional intelligence committees defined.—in this section, the term ‘congressional intelligence committees’ means the following:

“(1) the select committee on intelligence of the Senate.

“(2) the permanent select committee on intelligence of the house of representatives.

“[reference to the director of central intelligence or the director of the central intelligence agency in the director’s capacity as the head of the intelligence community deemed to be a reference to the director of national intelligence. reference to the director of central intelligence or the director of the central intelligence agency in the director’s capacity as the head of the intelligence community deemed to be a reference to the director of the central intelligence agency. see section 1081(a), (b) of Pub. L. 108–458, set out as a note under section 3001 of this title.]”

DEFINITIONS

Pub. L. 112–18, §2, June 8, 2011, 125 Stat. 224, provided that: “In this Act [see Table for classification]:

“(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.—

“The term ‘congressional intelligence committees’ means—

“(A) the select committee on intelligence of the Senate; and

“(B) the permanent select committee on intelligence of the House of Representatives.

“(2) INTELLIGENCE COMMUNITY.—The term ‘intelligence community’ has the meaning given that term in section 3(4) of the National Security Act of 1947 (50 U.S.C. 401a(4)) (now 50 U.S.C. 3003(4)).”

§ 3025. Office of the Director of National Intelligence

(a) Office of Director of National Intelligence

There is an Office of the Director of National Intelligence.

(b) function

The function of the Office of the Director of National Intelligence is to assist the Director of National Intelligence in carrying out the duties and responsibilities of the Director under this Act and other applicable provisions of law, and to carry out such other duties as may be prescribed by the President or by law.

(c) composition

The Office of the Director of National Intelligence is composed of the following:

(1) The Director of National Intelligence.

(2) The Principal Deputy Director of National Intelligence.

(3) Any Deputy Director of National Intelligence appointed under section 3026 of this title.

(4) The National Intelligence Council.

(5) The General Counsel.

(6) The Civil Liberties Protection Officer.

(7) The Director of Science and Technology.

(8) The National Counterintelligence Executive (including the Office of the National Counterintelligence Executive).

(9) The Chief Information Officer of the Intelligence Community.

(10) The Inspector General of the Intelligence Community.

(11) The Director of the National Counterterrorism Center.

(12) The Director of the National Counter Proliferation Center.

(13) The Chief Financial Officer of the Intelligence Community.

(14) Such other offices and officials as may be established by law or the Director may es-
establish or designate in the Office, including national intelligence centers.

(d) Staff

(1) To assist the Director of National Intelligence in fulfilling the duties and responsibilities of the Director, the shall employ and utilize in the Office of the Director of National Intelligence a professional staff having an expertise in matters relating to such duties and responsibilities, and may establish permanent positions and appropriate rates of pay with respect to that staff.

(2) The staff of the Office of the Director of National Intelligence under paragraph (1) shall include the staff of the Office of the Deputy Director of Central Intelligence for Community Management that is transferred to the Office of the Director of National Intelligence under section 1091 of the National Security Intelligence Reform Act of 2004.

(e) Temporary filling of vacancies

With respect to filling temporarily a vacancy in an office within the Office of the Director of National Intelligence (other than that of the Director of National Intelligence), section 3345(a)(3) of title 5 may be applied—

(1) in the matter preceding subparagraph (A), by substituting “an element of the intelligence community, as that term is defined in section 3(4) of the National Security Act of 1947 (50 U.S.C. 401(a)(4))” for “such Executive agency”;

and

(2) in subparagraph (A), by substituting “intelligence community” for “such agency”.

(f) Location of the Office of the Director of National Intelligence

The headquarters of the Office of the Director of National Intelligence may be located in the Washington metropolitan region, as that term is defined in section 8301 of title 40.


Another prior section 103 of act July 26, 1947, was renumbered section 107 and is classified to section 3042 of this title.

AMENDMENTS

2012—Subsecs. (e), (f). Pub. L. 112–87 added subsec. (e) and redesignated former subsec. (e) as (f).


Subsec. (c)(9) to (14). Pub. L. 111–259, §407(b), added pars. (9) to (13) and redesignated former par. (9) as (14).

Subsec. (e). Pub. L. 111–259, §145, amended subsec. (e) generally. Prior to amendment, text read as follows: “Commencing as of October 1, 2008, the Office of the Director of National Intelligence may not be co-located with any other element of the intelligence community.”

EFFECTIVE DATE

For Determination by President that section take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Section effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment, Transition Provisions note under section 3001 of this title.

§ 3026. Deputy Directors of National Intelligence

(a) Principal Deputy Director of National Intelligence

(1) There is a Principal Deputy Director of National Intelligence who shall be appointed by the President, by and with the advice and consent of the Senate.

(2) In the event of a vacancy in the position of Principal Deputy Director of National Intelligence, the Director of National Intelligence shall recommend to the President an individual for appointment as Principal Deputy Director of National Intelligence.

(3) Any individual nominated for appointment as Principal Deputy Director of National Intelligence shall have extensive national security experience and management expertise.

(4) The individual serving as Principal Deputy Director of National Intelligence shall not, while so serving, serve in any capacity in any other element of the intelligence community.

(5) The Principal Deputy Director of National Intelligence shall assist the Director of National Intelligence in carrying out the duties and responsibilities of the Director.

(6) The Principal Deputy Director of National Intelligence shall act for, and exercise the powers of, the Director of National Intelligence during the absence or disability of the Director of National Intelligence or during a vacancy in the position of Director of National Intelligence.

1 See References in Text note below.
§ 3027. National Intelligence Council

(a) National Intelligence Council

There is a National Intelligence Council.

(b) Composition

(1) The National Intelligence Council shall—
(A) produce national intelligence estimates for the United States Government, including alternative views held by elements of the intelligence community and other information specified in paragraph (2);
(B) evaluate community-wide collection and production of intelligence by the intelligence community and the requirements and resources of such collection and production; and
(C) otherwise assist the Director of National Intelligence in carrying out the responsibilities of the Director under section 3024 of this title.

(2) The Director of National Intelligence shall ensure that the Council satisfies the needs of policymakers and other consumers of intelligence.

(c) Duties and responsibilities

Within their respective areas of expertise and under the direction of the Director of National Intelligence, the members of the National Intelligence Council shall constitute the senior intelligence advisers of the intelligence community for purposes of representing the views of the intelligence community within the United States Government.

(d) Service as senior intelligence advisers

Subject to the direction and control of the Director of National Intelligence, the National Intelligence Council may carry out its responsibilities under this section by contract, including...
contracts for substantive experts necessary to assist the Council with particular assessments under this section.

(f) Staff
The Director of National Intelligence shall make available to the National Intelligence Council such staff as may be necessary to permit the Council to carry out its responsibilities under this section.

(g) Availability of Council and staff
(1) The Director of National Intelligence shall take appropriate measures to ensure that the National Intelligence Council and its staff satisfy the needs of policymaking officials and other consumers of intelligence.

(2) The Council shall be readily accessible to policymaking officials and other appropriate individuals not otherwise associated with the intelligence community.

(h) Support
The heads of the elements of the intelligence community shall, as appropriate, furnish such support to the National Intelligence Council, including the preparation of intelligence analyses, as may be required by the Director of National Intelligence.

(i) National Intelligence Council product
For purposes of this section, the term “National Intelligence Council product” includes a National Intelligence Estimate and any other intelligence community assessment that sets forth the judgment of the intelligence community as a whole on a matter covered by such product.

(j) Support
The heads of the elements of the intelligence community shall, as appropriate, furnish such support to the National Intelligence Council, including the preparation of intelligence analyses, as may be required by the Director of National Intelligence.

(k) National Intelligence Council product
For purposes of this section, the term “National Intelligence Council product” includes a National Intelligence Estimate and any other intelligence community assessment that sets forth the judgment of the intelligence community as a whole on a matter covered by such product.

(l) Support
The heads of the elements of the intelligence community shall, as appropriate, furnish such support to the National Intelligence Council, including the preparation of intelligence analyses, as may be required by the Director of National Intelligence.

## § 3029. Civil Liberties Protection Officer

### (a) Civil Liberties Protection Officer
(1) Within the Office of the Director of National Intelligence, there is a Civil Liberties Protection Officer who shall be appointed by the Director of National Intelligence.

(2) The Civil Liberties Protection Officer shall report directly to the Director of National Intelligence.

### (b) Duties
The Civil Liberties Protection Officer shall—

(1) ensure that the protection of civil liberties and privacy is appropriately incorporated in the policies and procedures developed for and implemented by the Office of the Director of National Intelligence and the elements of the intelligence community within the National Intelligence Program;

(2) oversee compliance by the Office and the Director of National Intelligence with requirements under the Constitution and all laws, regulations, Executive orders, and implementing guidelines relating to civil liberties and privacy;

(3) review and assess complaints and other information indicating possible abuses of civil liberties and privacy in the administration of the programs and operations of the Office and the Director of National Intelligence and, as appropriate, investigate any such complaint or information;

(4) ensure that the use of technologies sustain, and do not erode, privacy protections relating to the use, collection, and disclosure of personal information;

(5) ensure that personal information contained in a system of records subject to section 552a of title 5 (popularly referred to as the “Privacy Act”), is handled in full compliance with fair information practices as set out in that section;

(6) conduct privacy impact assessments when appropriate or as required by law; and
(7) perform such other duties as may be prescribed by the Director of National Intelligence or specified by law.

e Use of agency Inspectors General

When appropriate, the Civil Liberties Protection Officer may refer complaints to the Office of Inspector General having responsibility for the affected element of the department or agency of the intelligence community to conduct an investigation under paragraph (3) of subsection (b) of this section.


REFERENCES IN TEXT


CODIFICATION

Section was formerly classified to section 403–3d of this title prior to editorial reclassification and renumbering as this section.

EFFECTIVE DATE

For Determination by President that section take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Section effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

§ 3030. Director of Science and Technology

(a) Director of Science and Technology

There is a Director of Science and Technology within the Office of the Director of National Intelligence who shall be appointed by the Director of National Intelligence.

(b) Requirement relating to appointment

An individual appointed as Director of Science and Technology shall have a professional background and experience appropriate for the duties of the Director of Science and Technology.

(c) Duties

The Director of Science and Technology shall—

(1) act as the chief representative of the Director of National Intelligence for science and technology;

(2) chair the Director of National Intelligence Science and Technology Committee under subsection (d) of this section;

(3) assist the Director in formulating a long-term strategy for scientific advances in the field of intelligence;

(4) assist the Director on the science and technology elements of the budget of the Office of the Director of National Intelligence; and

(5) perform other such duties as may be prescribed by the Director of National Intelligence or specified by law.

(d) Director of National Intelligence Science and Technology Committee

(1) There is within the Office of the Director of Science and Technology a Director of National Intelligence Science and Technology Committee.

(2) The Committee shall be composed of the principal science officers of the National Intelligence Program.

(3) The Committee shall—

(A) coordinate advances in research and development related to intelligence; and

(B) perform such other functions as the Director of Science and Technology shall prescribe.


CODIFICATION

Section was formerly classified to section 403–3e of this title prior to editorial reclassification and renumbering as this section.

EFFECTIVE DATE

For Determination by President that section take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Section effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

§ 3031. National Counterintelligence Executive

(a) National Counterintelligence Executive


(b) Duties

The National Counterintelligence Executive shall perform the duties provided in the Counterintelligence Enhancement Act of 2002 and such other duties as may be prescribed by the Director of National Intelligence or specified by law.


REFERENCES IN TEXT


CODIFICATION

Section was formerly classified to section 403–3f of this title prior to editorial reclassification and renumbering as this section.

EFFECTIVE DATE

For Determination by President that section take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Section effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see sec-
§ 3032. Chief Information Officer

(a) Chief Information Officer

To assist the Director of National Intelligence in carrying out the responsibilities of the Director under this chapter and other applicable provisions of law, there shall be within the Office of the Director of National Intelligence a Chief Information Officer of the Intelligence Community who shall be appointed by the President.

(b) Duties and responsibilities

Subject to the direction of the Director of National Intelligence, the Chief Information Officer of the Intelligence Community shall—

(1) manage activities relating to the information technology infrastructure and enterprise architecture requirements of the intelligence community;

(2) have procurement approval authority over all information technology items related to the enterprise architectures of all intelligence community components;

(3) direct and manage all information technology-related procurement for the intelligence community; and

(4) ensure that all expenditures for information technology and research and development activities are consistent with the intelligence community enterprise architecture and the strategy of the Director for such architecture.

(c) Prohibition on simultaneous service as other chief information officer

An individual serving in the position of Chief Information Officer of the Intelligence Community may not, while so serving, serve as the chief information officer of any other department or agency, or component thereof, of the United States Government.


REFERENCES IN TEXT

This chapter, referred to in subsec. (a), was in the original “this Act,” meaning the Act July 26, 1947, ch. 343, 61 Stat. 465, known as the National Security Act of 1947, which is classified principally to this chapter. For complete classification of this Act to the Code, see Tables.

CODIFICATION

Section was formerly classified to section 403–3g of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS

2010—Subsec. (a). Pub. L. 111–259, §404(1), inserted “of the Intelligence Community” after “Chief Information Officer” and substituted “President,” for “President, by and with the advice and consent of the Senate.”

Subsecs. (b) to (d). Pub. L. 111–259, §404(2)(A), redesignated subsecs. (c) and (d) as (b) and (c), respectively, inserted “of the Intelligence Community” after “Chief Information Officer” in two places, and struck out former subsec. (b). Text of former subsec. (b) read as follows: “The Chief Information Officer shall serve as the chief information officer of the intelligence community.”

§ 3033. Inspector General of the Intelligence Community

(a) Office of Inspector General of the Intelligence Community

There is within the Office of the Director of National Intelligence an Office of the Inspector General of the Intelligence Community.

(b) Purpose

The purpose of the Office of the Inspector General of the Intelligence Community is—

(1) to create an objective and effective office, appropriately accountable to Congress, to initiate and conduct independent investigations, inspections, audits, and reviews on programs and activities within the responsibility and authority of the Director of National Intelligence;

(2) to provide leadership and coordination and recommend policies for activities designed—

(A) to promote economy, efficiency, and effectiveness in the administration and implementation of such programs and activities; and

(B) to prevent and detect fraud and abuse in such programs and activities;

(3) to provide a means for keeping the Director of National Intelligence fully and currently informed about—

(A) problems and deficiencies relating to the administration of programs and activities within the responsibility and authority of the Director of National Intelligence; and

(B) the necessity for, and the progress of, corrective actions; and

(4) in the manner prescribed by this section, to ensure that the congressional intelligence committees are kept similarly informed of—

(A) significant problems and deficiencies relating to programs and activities within the responsibility and authority of the Director of National Intelligence; and

(B) the necessity for, and the progress of, corrective actions.

(c) Inspector General of the Intelligence Community

(1) There is an Inspector General of the Intelligence Community, who shall be the head of the Office of the Inspector General of the Intelligence Community, who shall be appointed by the President, by and with the advice and consent of the Senate.

(2) The nomination of an individual for appointment as Inspector General shall be made—

(A) without regard to political affiliation;

(B) on the basis of integrity, compliance with security standards of the intelligence
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Director of National Intelligence.

to and be under the general supervision of the
(d) Assistant Inspectors General
than transfer or removal.
paragraph shall be construed to prohibit a per -
sonnel action otherwise authorized by law, other
than transfer or removal.
(d) Assistant Inspectors General
Subject to the policies of the Director of Na-
tional Intelligence, the Inspector General of the
Intelligence Community shall—
(1) appoint an Assistant Inspector General for Audit who shall have the responsibility for
supervising the performance of auditing ac-
tivities relating to programs and activities
within the responsibility and authority of the
Director;
(2) appoint an Assistant Inspector General
for Investigations who shall have the respon-
sibility for supervising the performance of in-
vestigative activities relating to such pro-
grams and activities; and
(3) appoint other Assistant Inspectors Gen-
eral that, in the judgment of the Inspector Gen-
eral, are necessary to carry out the duties
of the Inspector General.
(e) Duties and responsibilities
It shall be the duty and responsibility of the
Inspector General of the Intelligence Commu-

ity—
(1) to provide policy direction for, and to
plan, conduct, supervise, and coordinate inde-
pendently, the investigations, inspections, au-
dits, and reviews relating to programs and ac-
tivities within the responsibility and author-
ity of the Director of National Intelligence;
(2) to keep the Director of National Intel-
ligence fully and currently informed concern-
ing violations of law and regulations, fraud,
and other serious problems, abuses, and defi-
ciencies relating to the programs and activi-
ties within the responsibility and authority of
the Director, to recommend corrective action
concerning such problems, and to report on
the progress made in implementing such cor-
rective action;
(3) to take due regard for the protection of
intelligence sources and methods in the prepar-
ation of all reports issued by the Inspector
General, and, to the extent consistent with the
purpose and objective of such reports, take
such measures as may be appropriate to mini-
mize the disclosure of intelligence sources and
methods described in such reports; and
(4) in the execution of the duties and respon-
sibilities under this section, to comply with
generally accepted government auditing.
(f) Limitations on activities
(1) The Director of National Intelligence may
prohibit the Inspector General of the Intel-
ligence Community from initiating, carrying
out, or completing any investigation, inspec-
tion, audit, or review if the Director determines
that such prohibition is necessary to protect
vital national security interests of the United
States.
(2) Not later than seven days after the date on
which the Director exercises the authority
under paragraph (1), the Director shall submit to
the congressional intelligence committees an
appropriately classified statement of the rea-
sons for the exercise of such authority.
(3) The Director shall advise the Inspector
General at the time a statement under para-
graph (2) is submitted, and, to the extent con-
sistent with the protection of intelligence
sources and methods, provide the Inspector
General with a copy of such statement.
(4) The Inspector General may submit to the
congressional intelligence committees any com-
ments on the statement of which the Inspector
General has notice under paragraph (3) that the
Inspector General considers appropriate.
(g) Authorities
(1) The Inspector General of the Intelligence
Community shall have direct and prompt access to
the Director of National Intelligence when
necessary for any purpose pertaining to the per-
formance of the duties of the Inspector General.
(2)(A) The Inspector General shall, subject to
the limitations in subsection (f), make such in-
vestigations and reports relating to the admin-
istration of the programs and activities within
the authorities and responsibilities of the Direc-
tor as are, in the judgment of the Inspector Gen-
eral, necessary or desirable.
(B) The Inspector General shall have access to
any employee, or any employee of a contractor,
of any element of the intelligence community
needed for the performance of the duties of the
Inspector General.
(C) The Inspector General shall have direct ac-

to all records, reports, audits, reviews, doc-
ument, papers, recommendations, or other ma-
terials that relate to the programs and activi-
ties with respect to which the Inspector General
has responsibilities under this section.
(D) The level of classification or com-
partmentation of information shall not, in
and of itself, provide a sufficient rationale for
denying the Inspector General access to any ma-
terials under subparagraph (C).
(E) The Director, or on the recommendation of
the Director, another appropriate official of the
intelligence community, shall take appropriate
administrative actions against an employee, or
an employee of a contractor, of an element of
the intelligence community that fails to cooper-
ate with the Inspector General. Such adminis-
trative action may include loss of employment
or the termination of an existing contractual re-
lationship.
(3) The Inspector General is authorized to
receive and investigate, pursuant to subsection
(h), complaints or information from any person
concerning the existence of an activity within
the authorities and responsibilities of the Direc-
tor of National Intelligence constituting a viola-
tion of laws, rules, or regulations, or mis-
management, gross waste of funds, abuse of au-
authority, or a substantial and specific danger to the public health and safety. Once such complaint or information has been received from an employee of the intelligence community—

(A) the Inspector General shall not disclose the identity of the employee unless the consent of the employee, unless the Inspector General determines that such disclosure is unavoidable during the course of the investigation or the disclosure is made to an official of the Department of Justice responsible for determining whether a prosecution should be undertaken, and this provision shall qualify as a withholding statute pursuant to subsection (b)(3) of section 552 of title 5 (commonly known as the “Freedom of Information Act”); and

(B) no action constituting a reprimal, or threat of reprisal, for making such complaint or disclosing such information to the Inspector General may be taken by any employee in a position to take such actions, unless the complaint was made or the information was disclosed with the knowledge that it was false or with willful disregard for its truth or falsity.

(4) The Inspector General shall have the authority to administer to or take from any person an oath, affirmation, or affidavit, whenever necessary in the performance of the duties of the Inspector General, which oath, affirmation, or affidavit when administered or taken by or before an employee of the Office of the Inspector General of the Intelligence Community designated by the Inspector General shall have the same force and effect as if administered or taken by, or before, an officer having a seal.

(5)(A) Except as provided in subparagraph (B), the Inspector General is authorized to require by subpoena the production of all information, documents, reports, answers, records, accounts, papers, and other data in any medium (including electronically stored information, as well as any tangible thing) and documentary evidence necessary in the performance of the duties and responsibilities of the Inspector General.

(B) In the case of departments, agencies, and other elements of the United States Government, the Inspector General shall obtain information, documents, reports, answers, records, accounts, papers, and other data and evidence for the purpose specified in subparagraph (A) using procedures other than by subpoenas.

(C) The Inspector General may not issue a subpoena for, or on behalf of, any component of the Office of the Director of National Intelligence or any element of the intelligence community, including the Office of the Director of National Intelligence.

(D) In the case of contumacy or refusal to obey a subpoena issued under this paragraph, the subpoena shall be enforceable by order of any appropriate district court of the United States.

(6) The Inspector General may obtain services as authorized by section 3109 of title 5 at rates for individuals not to exceed the daily equivalent of the maximum annual rate of basic pay payable for grade GS–15 of the General Schedule under section 5332 of title 5.

(7) The Inspector General may, to the extent and in such amounts as may be provided in appropriations, enter into contracts and other arrangements for audits, studies, analyses, and other services with public agencies and with private persons, and to make such payments as may be necessary to carry out the provisions of this section.

(b) Coordination among Inspectors General

(1)(A) In the event of a matter within the jurisdiction of the Inspector General of the Intelligence Community that may be subject to an investigation, inspection, audit, or review by both the Inspector General of the Intelligence Community and an inspector general with oversight responsibility for an element of the intelligence community, the Inspector General of the Intelligence Community and such other inspector general shall expeditiously resolve the question of which inspector general shall conduct such investigation, inspection, audit, or review to avoid unnecessary duplication of the activities of the inspectors general.

(C) The inspector general conducting an investigation, inspection, audit, or review who did not conduct such investigation, inspection, audit, or review shall serve as a mechanism for informing its members of the work of individual members of the Forum that may be of common interest and discussing questions about jurisdiction or access to employees, employees of contract personnel, records, audits, reviews, documents, recommendations, or other materials that may involve or be of assistance to more than one of its members.

(3) The inspector general conducting an investigation, inspection, audit, or review covered by paragraph (1) shall submit the results of such investigation, inspection, audit, or review to any other inspector general, including the Inspector General of the Intelligence Community, with jurisdiction to conduct such investigation, inspection, audit, or review who did not conduct such investigation, inspection, audit, or review.

(i) Counsel to the Inspector General

(1) The Inspector General of the Intelligence Community shall—

(A) appoint a Counsel to the Inspector General who shall report to the Inspector General; or

(B) obtain the services of a counsel appointed by and directly reporting to another
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Paragraph (1) shall perform such functions as the Inspector General may prescribe.

(j) **Staff and other support**

(1) The Director of National Intelligence shall provide the Inspector General of the Intelligence Community with appropriate and adequate office space at central and field office locations, together with such equipment, office supplies, maintenance services, and communications facilities and services as may be necessary for the operation of such offices.

(2) Subject to applicable law and the policies of the Director of National Intelligence, the Inspector General shall select, appoint, and employ such officers and employees as may be necessary to carry out the functions, powers, and duties of the Inspector General. The Inspector General shall ensure that any officer or employee so selected, appointed, or employed has security clearances appropriate for the assigned duties of such officer or employee.

(B) In making selections under subparagraph (A), the Inspector General shall ensure that such officers and employees have the requisite training and experience to enable the Inspector General to carry out the duties of the Inspector General effectively.

(C) In meeting the requirements of this paragraph, the Inspector General shall create within the Office of the Inspector General of the Intelligence Community a career cadre of sufficient size to provide appropriate continuity and objectivity needed for the effective performance of the duties of the Inspector General.

(3) Consistent with budgetary and personnel resources allocated by the Director of National Intelligence, the Inspector General has final approval of—

(A) the selection of internal and external candidates for employment with the Office of the Inspector General; and

(B) all other personnel decisions concerning personnel permanently assigned to the Office of the Inspector General, including selection and appointment to the Senior Intelligence Service, but excluding all security-based determinations that are not within the authority of a head of a component of the Office of the Director of National Intelligence.

(4) Subject to the concurrence of the Director of National Intelligence, the Inspector General may request such information or assistance as may be necessary for carrying out the duties and responsibilities of the Inspector General from any department, agency, or other element of the United States Government.

(B) Upon request of the Inspector General for information or assistance under subparagraph (A), the head of the department, agency, or element concerned shall, insofar as is practicable and not in contravention of any existing statutory restriction or regulation of the department, agency, or element, furnish to the Inspector General, such information or assistance.

(C) The Inspector General of the Intelligence Community may, upon reasonable notice to the head of any element of the intelligence community and in coordination with that element's inspector general pursuant to subsection (h), conduct, as authorized by this section, an investigation, inspection, audit, or review of such element and may enter into any place occupied by such element for purposes of the performance of the duties of the Inspector General.

(k) **Reports**

(1) **(A)** The Inspector General of the Intelligence Community shall, not later than October 31 and April 30 of each year, prepare and submit to the Director of National Intelligence a classified, and, as appropriate, unclassified semiannual report summarizing the activities of the Office of the Inspector General of the Intelligence Community during the immediately preceding 6-month period ending September 30 and March 31, respectively. The Inspector General of the Intelligence Community shall provide any portion of the report involving a component of a department of the United States Government to the head of that department simultaneously with submission of the report to the Director of National Intelligence.

(B) Each report under this paragraph shall include, at a minimum, the following:

(i) A list of the title or subject of each investigation, inspection, audit, or review conducted during the period covered by such report.

(ii) A description of significant problems, abuses, and deficiencies relating to the administration of programs and activities of the intelligence community within the responsibility and authority of the Director of National Intelligence, and in the relationships between elements of the intelligence community, identified by the Inspector General during the period covered by such report.

(iii) A description of the recommendations for corrective action made by the Inspector General during the period covered by such report with respect to significant problems, abuses, or deficiencies identified in clause (ii).

(iv) A statement of whether or not corrective action has been completed on each significant recommendation described in previous semiannual reports, and, in a case where corrective action has been completed, a description of such corrective action.

(v) A certification of whether or not the Inspector General has had full and direct access to all information relevant to the performance of the functions of the Inspector General.

(vi) A description of the exercise of the subpoena authority under subsection (g)(5) by the Inspector General during the period covered by such report.

(vii) Such recommendations as the Inspector General considers appropriate for legislation to promote economy, efficiency, and effectiveness in the administration and implementation of programs and activities within the responsibility and authority of the Director of National Intelligence, and to detect and eliminate fraud and abuse in such programs and activities.

(C) Not later than 30 days after the date of receipt of a report under subparagraph (A), the Di-
The Inspector General shall transmit the report to the congressional intelligence committees together with any comments the Director considers appropriate. The Director shall transmit to the committees of the Senate and of the House of Representatives with jurisdiction over a department of the United States Government any portion of the report involving a component of such department simultaneously with submission of the report to the congressional intelligence committees.

(2)(A) The Inspector General shall report immediately to the Director whenever the Inspector General becomes aware of particularly serious or flagrant problems, abuses, or deficiencies relating to programs and activities within the responsibility and authority of the Director of National Intelligence.

(B) The Director shall transmit to the congressional intelligence committees each report under subparagraph (A) within 7 calendar days of receipt of such report, together with such comments as the Director considers appropriate. The Director shall transmit to the committees of the Senate and of the House of Representatives with jurisdiction over a department of the United States Government any portion of each report under subparagraph (A) that involves a problem, abuse, or deficiency related to a component of such department simultaneously with transmission of the report to the congressional intelligence committees.

(3)(A) In the event that—

(i) the Inspector General is unable to resolve any differences with the Director affecting the execution of the duties or responsibilities of the Inspector General;

(ii) an investigation, inspection, audit, or review carried out by the Inspector General focuses on any current or former intelligence community official who—

(I) holds or held a position in an element of the intelligence community that is subject to appointment by the President, whether or not by and with the advice and consent of the Senate, including such a position held on an acting basis;

(II) holds or held a position in an element of the intelligence community, including a position held on an acting basis, that is appointed by the Director of National Intelligence; or

(III) holds or held a position as head of an element of the intelligence community or a position covered by subsection (b) or (c) of section 3041 of this title;

(iii) a matter requires a report by the Inspector General to the Department of Justice on possible criminal conduct by a current or former official described in clause (ii);

(iv) the Inspector General receives notice from the Department of Justice declining or approving prosecution of possible criminal conduct of any current or former official described in clause (ii); or

(v) the Inspector General, after exhausting all possible alternatives, is unable to obtain significant documentary information in the course of an investigation, inspection, audit, or review,

the Inspector General shall immediately notify, and submit a report to, the congressional intelligence committees on such matter.

(B) The Inspector General shall submit to the committees of the Senate and of the House of Representatives with jurisdiction over a department of the United States Government any portion of each report under subparagraph (A) that involves an investigation, inspection, audit, or review carried out by the Inspector General focused on any current or former official of a component of such department simultaneously with submission of the report to the congressional intelligence committees.

(4) The Director shall submit to the congressional intelligence committees any report or findings and recommendations of an investigation, inspection, audit, or review conducted by the office which has been requested by the Chairman or Vice Chairman or ranking minority member of either committee.

(5)(A) An employee of an element of the intelligence community, an employee assigned or detailed to an element of the intelligence community, or an employee of a contractor to the intelligence community who intends to report to Congress a complaint or information with respect to an urgent concern may report such complaint or information to the Inspector General.

(B) Not later than the end of the 14-calendar-day period beginning on the date of receipt from an employee of a complaint or information under subparagraph (A), the Inspector General shall determine whether the complaint or information appears credible. Upon making such a determination, the Inspector General shall transmit to the Director a notice of that determination, together with the complaint or information.

(C) Upon receipt of a transmittal from the Inspector General under subparagraph (B), the Director shall, within 7 calendar days of such receipt, forward such transmittal to the congressional intelligence committees, together with any comments the Director considers appropriate.

(D)(i) If the Inspector General does not find credible under subparagraph (B) a complaint or information submitted under subparagraph (A), or does not transmit the complaint or information to the Director in accurate form under subparagraph (B), the employee (subject to clause (ii)) may submit the complaint or information to Congress by contacting either or both of the congressional intelligence committees directly.

(ii) An employee may contact the congressional intelligence committees directly as described in clause (i) only if the employee—

(I) before making such a contact, furnished to the Director, through the Inspector General, a statement of the employee’s complaint or information and notice of the employee’s intent to contact the congressional intelligence committees directly; and

(II) obtains and follows from the Director, through the Inspector General, direction on how to contact the congressional intelligence committees in accordance with appropriate security practices.

(iii) A member or employee of one of the congressional intelligence committees who receives
a complaint or information under this subpara-
graph does so in that member or employee’s offi-
cial capacity as a member or employee of such
committee.

(E) The Inspector General shall notify an em-
ployee who reports a complaint or information to
the Inspector General under this paragraph of
each action taken under this paragraph with re-
spect to the complaint or information. Such no-
tice shall be provided not later than 3 days after
any such action is taken.

(F) An action taken by the Director or the In-
spector General under this paragraph shall not
be subject to judicial review.

(G) In this paragraph, the term “urgent con-
cern” means any of the following:

(i) A serious or flagrant problem, abuse, viola-
tion of law or Executive order, or deficiency
relating to the funding, administration, or op-
eration of an intelligence activity within the
responsibility and authority of the Director of
National Intelligence involving classified in-
formation, but does not include differences of
opinions concerning public policy matters.

(ii) A false statement to Congress, or a will-
ful withholding from Congress, on an issue of
material fact relating to the funding, administra-
tion, or operation of an intelligence activ-
ity.

(iii) An action, including a personnel action
described in section 2302(a)(2)(A) of title 5, con-
stituting reprisal or threat of reprisal prohib-
ited under subsection (g)(3)(B) of this section in
response to an employee’s reporting an ur-
gent concern in accordance with this para-
graph.

(H) Nothing in this section shall be construed
to limit the protections afforded to an employee
under section 3517(d) of this title or section 8H of

(I) An individual who has submitted a com-
plaint or information to the Inspector General
under this section may notify any member of ei-
ther of the congressional intelligence commit-
tees, or a staff member of either of such com-
mittees, of the fact that such individual has
made a submission to the Inspector General, and
of the date on which such submission was made.

(J) In accordance with section 535 of title 28,
the Inspector General shall expeditiously report
to the Attorney General any information, alle-
gation, or complaint received by the Inspector
General relating to violations of Federal crimi-
ナル law that involves 1 a program or operation of
an element of the intelligence community, or in
the relationships between the elements of the
intelligence community, consistent with such
guidelines as may be issued by the Attorney
General pursuant to subsection (b)(2) of such
section. A copy of each such report shall be fur-
nished to the Director.

(l) Construction of duties regarding elements of
Intelligence Community

Except as resolved pursuant to subsection (h),
the performance by the Inspector General of the
Intelligence Community of any duty, responsi-
ability, or function regarding an element of the
intelligence community shall not be construed
to modify or affect the duties and responsibil-
ties of any other inspector general having du-
ties and responsibilities relating to such ele-
mement.

(m) Separate budget account

The Director of National Intelligence shall, in
accordance with procedures issued by the Direc-
tor in consultation with the congressional intel-
ligence committees, include in the National In-
elligence Program budget a separate account
for the Office of the Inspector General of the In-
elligence Community.

(n) Budget

(1) For each fiscal year, the Inspector General
of the Intelligence Community shall transmit a
budget estimate and request to the Director of
National Intelligence that specifies for such fis-
ical year—

(A) the aggregate amount requested for the
operations of the Inspector General;

(B) the amount requested for all training re-
quirements of the Inspector General, includ-
ing a certification from the Inspector General
that the amount requested is sufficient to fund
all training requirements for the Office of the
Inspector General; and

(C) the amount requested to support the
Council of the Inspectors General on Integrity
and Efficiency, including a justification for
such amount.

(2) In transmitting a proposed budget to the
President for a fiscal year, the Director of Na-
tional Intelligence shall include for such fiscal
year—

(A) the aggregate amount requested for the
Inspector General of the Intelligence Commu-
nity;

(B) the amount requested for Inspector Gen-
eral training;

(C) the amount requested to support the
Council of the Inspectors General on Integrity
and Efficiency; and

(D) the comments of the Inspector General,
if any, with respect to such proposed budget.

(3) The Director of National Intelligence shall
submit to the congressional intelligence com-
mittees, the Committee on Appropriations of
the Senate, and the Committee on Appropri-
ations of the House of Representatives for each
fiscal year—

(A) a separate statement of the budget esti-
mate transmitted pursuant to paragraph (1);

(B) the amount requested by the Director for
the Inspector General pursuant to paragraph
(2)(A);

(C) the amount requested by the Director for
the training of personnel of the Office of the
Inspector General pursuant to paragraph
(2)(B);

(D) the amount requested by the Director for
support for the Council of the Inspectors Gen-
eral on Integrity and Efficiency pursuant to
paragraph (2)(C); and

(E) the comments of the Inspector General
under paragraph (2)(D), if any, on the amounts
requested pursuant to paragraph (2), including
whether such amounts would substantially in-
hibit the Inspector General from performing
the duties of the Office of the Inspector Gen-
eral.

1 So in original. Probably should be “involve”.
(o) Information on website

(1) The Director of National Intelligence shall establish and maintain on the homepage of the publicly accessible website of the Office of the Director of National Intelligence information relating to the Office of the Inspector General of the Intelligence Community including methods to contact the Inspector General.

(2) The information referred to in paragraph (1) shall be obvious and facilitate accessibility to the information related to the Office of the Inspector General of the Intelligence Community.


REFERENCES IN TEXT

Section 8H of the Inspector General Act of 1978, referred to in subsec. (k)(5)(H), is section 8H of Pub. L. 95–452, which is set out in the Appendix to Title 5, Government Organization and Employees.

CODIFICATION

Section was formerly classified to section 403–3h of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS


2013—Subsec. (k)(1)(A). Pub. L. 112–277 substituted “October 31 and April 30” for “January 31 and July 31 and “September 30 and March 31,” for “December 31 (of the preceding year) and June 30,”.


CONSTRUCTION


§ 3034. Chief Financial Officer of the Intelligence Community

(a) Chief Financial Officer of the Intelligence Community

To assist the Director of National Intelligence in carrying out the responsibilities of the Director under this chapter and other applicable provisions of law, there is within the Office of the Director of National Intelligence a Chief Financial Officer of the Intelligence Community who shall be appointed by the Director.

(b) Duties and responsibilities

Subject to the direction of the Director of National Intelligence, the Chief Financial Officer of the Intelligence Community shall—

(1) serve as the principal advisor to the Director of National Intelligence and the Principal Deputy Director of National Intelligence on the management and allocation of intelligence community budgetary resources;

(2) participate in overseeing a comprehensive and integrated strategic process for resource management within the intelligence community;

(3) ensure that the strategic plan of the Director of National Intelligence—

(A) is based on budgetary constraints as specified in the Future Year Intelligence Plans and Long-term Budget Projections required under section 3103 of this title; and

(B) contains specific goals and objectives to support a performance-based budget;

(4) prior to the obligation or expenditure of funds for the acquisition of any major system pursuant to a Milestone A or Milestone B decision, receive verification from appropriate authorities that the national requirements for meeting the strategic plan of the Director have been established, and that such requirements are prioritized based on budgetary constraints as specified in the Future Year Intelligence Plans and the Long-term Budget Projections for such major system required under section 3103 of this title;

(5) ensure that the collection architectures of the Director are based on budgetary constraints as specified in the Future Year Intelligence Plans and the Long-term Budget Projections required under section 3103 of this title;

(6) coordinate or approve representations made to Congress by the intelligence community regarding National Intelligence Program budgetary resources;

(7) participate in key mission requirements, acquisitions, or architectural boards formed within or by the Office of the Director of National Intelligence; and

(8) perform such other duties as may be prescribed by the Director of National Intelligence.

(c) Other law

The Chief Financial Officer of the Intelligence Community shall serve as the Chief Financial Officer of the intelligence community and, to the extent applicable, shall have the duties, responsibilities, and authorities specified in chapter 9 of title 31.

(d) Prohibition on simultaneous service as other Chief Financial Officer

An individual serving in the position of Chief Financial Officer of the Intelligence Community may not, while so serving, serve as the chief financial officer of any other department or agency, or component thereof, of the United States Government.

(e) Definitions

In this section:

(1) The term “major system” has the meaning given that term in section 3097(e) of this title.

(2) The term “Milestone A” has the meaning given that term in section 3103(f) of this title.

(3) The term “Milestone B” has the meaning given that term in section 3099(e) of this title.

1 So in original. Section 3103 of this title does not contain a subsec. (f).
§ 3034a. Functional Managers for the intelligence community

(a) Functional Managers authorized

The Director of National Intelligence may establish within the intelligence community one or more positions of manager of an intelligence function. Any position so established may be known as the “Functional Manager” of the intelligence function concerned.

(b) Personnel

The Director shall designate individuals to serve as manager of intelligence functions established under subsection (a) from among officers and employees of elements of the intelligence community.

(c) Duties

Each manager of an intelligence function established under subsection (a) shall have the duties as follows:

(1) To act as principal advisor to the Director on the intelligence function.

(2) To carry out such other responsibilities with respect to the intelligence function as the Director may specify for purposes of this section.

§ 3035. Central Intelligence Agency

(a) Central Intelligence Agency

There is a Central Intelligence Agency.

(b) Function

The function of the Central Intelligence Agency is to assist the Director of the Central Intelligence Agency in carrying out the responsibilities specified in section 3036(c) of this title.

§ 3036. Director of the Central Intelligence Agency

(a) Director of the Central Intelligence Agency

There is a Director of the Central Intelligence Agency who shall be appointed by the President, by and with the advice and consent of the Senate.

(b) Supervision

The Director of the Central Intelligence Agency shall report to the Director of National Intelligence regarding the activities of the Central Intelligence Agency.

(c) Duties

The Director of the Central Intelligence Agency shall—

(1) serve as the head of the Central Intelligence Agency; and

(2) carry out the responsibilities specified in subsection (d) of this section.

(d) Responsibilities

The Director of the Central Intelligence Agency shall—

(1) collect intelligence through human sources and by other appropriate means, except that the Director of the Central Intelligence Agency shall have no police, subpoena, or law enforcement powers or internal security functions;

(2) correlate and evaluate intelligence related to the national security and provide appropriate dissemination of such intelligence;

(3) provide overall direction for and coordination of the collection of national intelligence outside the United States through human sources by elements of the intelligence community authorized to undertake such collection and, in coordination with other departments, agencies, or elements of the United States Government which are authorized to undertake such collection, ensure that the
most effective use is made of resources and that appropriate account is taken of the risks to the United States and those involved in such collection; and
(4) perform such other functions and duties related to intelligence affecting the national security as the President or the Director of National Intelligence may direct.

(e) Termination of employment of CIA employees
(1) Notwithstanding the provisions of any other law, the Director of the Central Intelligence Agency may, in the discretion of the Director, terminate the employment of any officer or employee of the Central Intelligence Agency whenever the Director deems the termination of employment of such officer or employee necessary or advisable in the interests of the United States.

(2) Any termination of employment of an officer or employee under paragraph (1) shall not affect the right of the officer or employee to seek or accept employment in any other department, agency, or element of the United States Government if declared eligible for such employment by the Office of Personnel Management.

(f) Coordination with foreign governments

Under the direction of the Director of National Intelligence and in a manner consistent with section 3927 of title 22, the Director of the Central Intelligence Agency shall coordinate the relationships between elements of the intelligence community and the intelligence or security services of foreign governments or international organizations on all matters involving intelligence related to the national security or involving intelligence acquired through clandestine means.

(g) Foreign language proficiency for certain senior level positions in Central Intelligence Agency

(1) Except as provided pursuant to paragraph (2), an individual in the Directorate of Intelligence career service or the National Clandestine Service career service may not be appointed or promoted to a position in the Senior Intelligence Service in the Directorate of Intelligence or the National Clandestine Service of the Central Intelligence Agency unless the Director of the Central Intelligence Agency determines that the individual has been certified as having a professional speaking and reading proficiency in a foreign language, such proficiency being at least level 3 on the Interagency Language Roundtable Language Skills Level or commensurate proficiency level using such other indicator of proficiency as the Director of the Central Intelligence Agency considers appropriate.

(2) The Director of the Central Intelligence Agency may, in the discretion of the Director, waive the application of paragraph (1) to any position, category of positions, or occupation otherwise covered by that paragraph if the Director determines that foreign language proficiency is not necessary for the successful performance of the duties and responsibilities of such position, category of positions, or occupation.


The following is a list of key events related to the U.S. war on terrorism:

- Following the September 11, 2001, terrorist attacks, the United States, under President George W. Bush, led an international coalition into Afghanistan to dismantle al Qaeda, deny them a safe haven in Afghanistan and ungoverned areas along the Pakistani border, and bring Osama bin Laden to justice.
- President Barack Obama committed additional forces and resources to efforts in Afghanistan and Pakistan as ‘the central front in our enduring struggle against terrorism and extremism’.
- The valiant members of the United States Armed Forces have courageously and vigorously pursued al Qaeda and its affiliates in Afghanistan and around the world with tremendous dedication, sacrifice, and professionalism.

The anonymous, unsung heroes of the intelligence community have pursued al Qaeda and affiliates in Afghanistan, Pakistan, and around the world.

The close collaboration between the Armed Forces and the intelligence community prompted the Director of National Intelligence, General James Clapper, to state, ‘Never have I seen a more remarkable example of focused integration, seamless collaboration, and sheer professional magnificence as was demonstrated by the Intelligence Community in the ultimate demise of Osama bin Laden’.

While the death of Osama bin Laden represents a significant blow to the al Qaeda organization and its affiliates and terrorist organizations around the world, terrorism remains a critical threat to United States national security.

President Obama said, ‘For over two decades, bin Laden has been al Qaeda’s leader and symbol, and has continued to plot attacks against our country and our friends and allies. The death of bin Laden marks the most significant achievement to date in our Nation’s effort to defeat al Qaeda’.

The purpose of this Act is to provide an accurate account of events while those that participated in the events are still serving in the Government.

The report being prepared by the Center for the Study of Intelligence that documents the history of the operation; and

Section was formerly classified to section 403–4c of this title prior to editorial reclassification and renumbering as this section.

Effective Date

Provided that: ‘‘The amendments made by this section [enacting this section and amending section 314 of Title 5, Government Organization and Employees] shall apply on the earlier of—

(1) the date of the appointment by the President of an individual to serve as Deputy Director of the Central Intelligence Agency pursuant to section 104B of the National Security Act of 1947 [50 U.S.C. 3037], as added by subsection (a), except that the individual administratively performing the duties of the Deputy Director of the Central Intelligence Agency as of the date of the enactment of this Act [Oct. 7, 2010] may continue to perform such duties until the individual is appointed to the position of Deputy Director of the Central Intelligence Agency.

The report being prepared by the individual administratively performing the duties of the Deputy Director of the Central Intelligence Agency.’’

ANNUAL REPORT ON THE PROLIFERATION OF WEAPONS OF MASS DESTRUCTION THAT RAISE FUNDS IN THE UNITED STATES CAPITAL MARKETS


EXECUTIVE ORDER NO. 13355


§ 3037. Deputy Director of the Central Intelligence Agency

(a) Deputy Director of the Central Intelligence Agency

There is a Deputy Director of the Central Intelligence Agency who shall be appointed by the President.

(b) Duties

The Deputy Director of the Central Intelligence Agency shall—

(1) assist the Director of the Central Intelligence Agency in carrying out the duties and responsibilities of the Director of the Central Intelligence Agency; and

(2) during the absence or disability of the Director of the Central Intelligence Agency, or during a vacancy in the position of Director of the Central Intelligence Agency, act for and exercise the powers of the Director of the Central Intelligence Agency.


CODIFICATION

Section was formerly classified to section 403–4c of this title prior to editorial reclassification and renumbering as this section.

Effective Date

Pub. L. 111–259, title IV, § 423(c), Oct. 7, 2010, 124 Stat. 2728, provided that: ‘‘The amendments made by this section [enacting this section and amending section 314 of Title 5, Government Organization and Employees] shall apply on the earlier of—

(1) the date of the appointment by the President of an individual to serve as Deputy Director of the Central Intelligence Agency pursuant to section 104B of the National Security Act of 1947 [50 U.S.C. 3037], as added by subsection (a), except that the individual administratively performing the duties of the Deputy Director of the Central Intelligence Agency as of the date of the enactment of this Act [Oct. 7, 2010] may continue to perform such duties until the individual is appointed to the position of Deputy Director of the Central Intelligence Agency.

(2) the date of the cessation of the performance of the duties of the Deputy Director of the Central Intelligence Agency by the individual administratively performing such duties as of the date of the enactment of this Act.’’
§ 3038. Responsibilities of Secretary of Defense pertaining to National Intelligence Program

(a) In general

Consistent with sections 3023 and 3024 of this title, the Secretary of Defense, in consultation with the Director of National Intelligence, shall—

(1) ensure that the budgets of the elements of the intelligence community within the Department of Defense are adequate to satisfy the overall intelligence needs of the Department of Defense, including the needs of the chairman of the Joint Chiefs of Staff and the commanders of the unified and specified commands and, wherever such elements are performing governmentwide functions, the needs of other departments and agencies;

(2) ensure appropriate implementation of the policies and resource decisions of the Director by elements of the Department of Defense within the National Intelligence Program;

(3) ensure that the tactical intelligence activities of the Department of Defense complement and are compatible with intelligence activities under the National Intelligence Program;

(4) ensure that the elements of the intelligence community within the Department of Defense are responsive and timely with respect to satisfying the needs of operational military forces;

(5) eliminate waste and unnecessary duplication among the intelligence activities of the Department of Defense; and

(6) ensure that intelligence activities of the Department of Defense are conducted jointly where appropriate.

(b) Responsibility for performance of specific functions

Consistent with sections 3023 and 3024 of this title, the Secretary of Defense shall ensure—

(1) through the National Security Agency (except as otherwise directed by the President or the National Security Council), the continued operation of an effective unified organization for the research and development, acquisition, and operation of overhead reconnaissance systems necessary to satisfy the requirements of all elements of the intelligence community;

(2) through the National Reconnaissance Office (except as otherwise directed by the President or the National Security Council), the continued operation of an effective unified system within the Department of Defense for the production of timely, objective military and military-related intelligence, based upon all sources available to the intelligence community, and shall ensure the appropriate dissemination of such intelligence to authorized recipients;

(3) through the Defense Intelligence Agency (except as otherwise directed by the President or the National Security Council), the effective management of Department of Defense human intelligence and counterintelligence activities, including defense attaches; and

(4) that the military departments maintain sufficient capabilities to collect and produce intelligence to meet—

(A) the requirements of the Director of National Intelligence;

(B) the requirements of the Secretary of Defense or the Chairman of the Joint Chiefs of Staff;

(C) the requirements of the unified and specified combatant commands and of joint operations; and

(D) the specialized requirements of the military departments for intelligence necessary to support tactical commanders, military planners, the research and development process, the acquisition of military equipment, and training and doctrine.

(c) Expenditure of funds by the Defense Intelligence Agency

(1) Subject to paragraphs (2) and (3), the Director of the Defense Intelligence Agency may expend amounts made available to the Director under the National Intelligence Program for human intelligence and counterintelligence activities for objects of a confidential, extraordinary, or emergency nature, without regard to the provisions of law or regulation relating to the expenditure of Government funds.

(2) The Director of the Defense Intelligence Agency may not expend more than five percent of the amounts made available to the Director under the National Intelligence Program for human intelligence and counterintelligence activities for a fiscal year for objects of a confidential, extraordinary, or emergency nature in accordance with paragraph (1) during such fiscal year unless—

1 So in original. Probably should be capitalized.
(A) the Director notifies the congressional intelligence committees of the intent to expend the amounts; and
(B) 30 days have elapsed from the date on which the Director notifies the congressional intelligence committees in accordance with subparagraph (A).

(3) For each expenditure referred to in paragraph (1), the Director shall certify that such expenditure was made for an object of a confidential, extraordinary, or emergency nature.

(4) Not later than December 31 of each year, the Director of the Defense Intelligence Agency shall submit to the congressional intelligence committees a report on any expenditures made during the preceding fiscal year in accordance with paragraph (1).

(d) Use of elements of Department of Defense

The Secretary of Defense, in carrying out the functions described in this section, may use such elements of the Department of Defense as may be appropriate for the execution of those functions, in addition to, or in lieu of, the elements identified in this subsection.


CODIFICATION

Section was formerly classified to section 403–5 of this title prior to editorial reclassification and renumbering as this section. Some section numbers of this title referenced in amendment notes below reflect the classification of such sections prior to their editorial reclassification.

AMENDMENTS


Subsecs. (c), (d). Pub. L. 112–118, § 411(2), added subsec. (c) and redesignated former subsec. (c) as (d).


2002—Subsec. (d). Pub. L. 107–306 amended heading and text of subsec. (d) generally. Prior to amendment, text read as follows: “The Director of Central Intelligence, in consultation with the Secretary of Defense and the Chairman of the Joint Chiefs of Staff, shall submit each year to the Committee on Foreign Intelligence of the National Security Council and the appropriate congressional committees (as defined in section 404d(c) of this title) an evaluation of the performance and the responsiveness of the National Security Agency, the National Reconnaissance Office, and the National Imagery and Mapping Agency in meeting their national missions.”


Subsec. (b)(2). Pub. L. 104–201 amended par. (2) generally. Prior to amendment, par. (2) read as follows: “through the Central Imagery Office (except as otherwise directed by the President or the National Security Council), with appropriate representation from the intelligence community, the continued operation of an effective unified organization within the Department of Defense for carrying out tasking of imagery collection, for the coordination of imagery processing and exploitation activities, and for ensuring the dissemination of imagery in a timely manner to authorized recipients;”.


EFFECTIVE DATE OF 2004 AMENDMENT

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Amendment by Pub. L. 108–458 effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

EFFECTIVE DATE OF 2003 AMENDMENT


EFFECTIVE DATE OF 1996 AMENDMENT

Amendment by Pub. L. 104–201 effective Oct. 1, 1996, see section 1124 of Pub. L. 104–201, set out as a note under section 160 of Title 10, Armed Forces.

DEPARTMENT OF DEFENSE STRATEGY FOR OPEN-SOURCE INTELLIGENCE


“(a) FINDINGS.—Congress makes the following findings:

“(1) Open-source intelligence (OSINT) is intelligence that is produced from publicly available information and is collected, exploited, and disseminated in a timely manner to an appropriate audience
for the purpose of addressing a specific intelligence requirement.

"(2) With the Information Revolution, the amount, significance, and accessibility of open-source information has expanded significantly, but the intelligence community has not expanded its exploitation efforts and systems to produce open-source intelligence.

"(3) The production of open-source intelligence is a valuable intelligence discipline that must be integrated into intelligence tasking, collection, processing, exploitation, and dissemination to ensure that United States policymakers are fully and completely informed.

"(4) The dissemination and use of validated open-source intelligence inherently enables information sharing since open-source intelligence is produced without the use of sensitive sources and methods. Open-source intelligence products can be shared with the American public and foreign allies because of the unclassified nature of open-source intelligence.

"(5) The National Commission on Terrorist Attacks Upon the United States (popularly referred to as the '9/11 Commission'), in its final report released on July 22, 2004, identified shortfalls in the ability of the United States to use all-source intelligence, a large component of which is open-source intelligence.

"(6) In the Intelligence Reform and Terrorism Pre-
vention Act of 2004 (Public Law 108–458) [see Tables for classification], Congress calls for coordination of the collection, analysis, production, and dissemination of open-source intelligence.

"(7) The Commission on the Intelligence Capabilities of the United States Regarding Weapons of Mass Destruction, in its report to the President released on March 31, 2005, found that 'the need for exploiting open-source material is greater now than ever before,' but that 'the Intelligence Community's open source programs have not expanded commensurate with either the increase in available information or with the growing importance of open source data to today's problems'.

"(b) DEPARTMENT OF DEFENSE STRATEGY FOR OPEN-
SOURCE INTELLIGENCE—

"(1) DEVELOPMENT OF STRATEGY.—The Secretary of Defense shall develop a strategy for the purpose of integrating open-source intelligence into the Defense intelligence process. The strategy shall be known as the 'Defense Strategy for Open-Source Intelligence'. The strategy shall be incorporated within the larger Defense intelligence strategy.

"(2) SUBMISSION.—The Secretary shall submit to Congress a report setting forth the strategy developed under paragraph (1). The report shall be submitted not later than 180 days after the date of enactment of this Act [Jan. 6, 2006].

"(c) MATTERS TO BE INCLUDED.—The strategy under subsection (b) shall include the following:

"(1) A plan for providing funds over the period of the future-years defense program for the development of a robust open-source intelligence capability for the Department of Defense, with particular emphasis on exploitation and dissemination.

"(2) A description of how management of the collection of open-source intelligence is currently conducted within the Department of Defense and how that management can be improved.

"(3) A description of the tools, systems, centers, organizational entities, and procedures to be used within the Department of Defense to perform open-source intelligence tasking, collection, processing, exploitation and dissemination.

"(4) A description of proven tradecraft for effective exploitation of open-source intelligence, to include consideration of operational security.

"(5) A detailed description on how open-source intelligence will be fused with all other intelligence sources across the Department of Defense.

"(6) A description of—

"(A) a training plan for Department of Defense intelligence personnel with respect to open-source intelligence; and

"(B) open-source intelligence guidance for Department of Defense intelligence personnel.

"(7) A plan to incorporate the function of oversight of open-source intelligence—

"(A) into the Office of the Undersecretary of De-

"(B) into service intelligence organizations.

"(8) A plan for the use of intelligence personnel of the reserve components to augment and support the open-source intelligence mission.

"(9) A plan for the use of the Open-Source Informa-

"(1) CENTRAL INTELLIGENCE IN EXPERIMENTAL PERSONNEL PROGRAM FOR CERTAIN SCIENTIFIC AND TECHNICAL PERSONNEL

Pub. L. 106–567, title V, § 501, Dec. 27, 2000, 114 Stat. 2650, as amended by Pub. L. 108–136, div. A, title IX, § 921(g), Nov. 24, 2003, 117 Stat. 1570, provided that: 'If the Director of Central Intelligence requests that the Secretary of Defense exercise any authority available to the Secretary under section 1108(b) of the Strom Thurmond National Defense Authorization Act for Fiscal Year 1999 (Public Law 105–261; 5 U.S.C. 3104 note) to carry out a program of special personnel management and engineering at such agencies, the Secretary shall respond to such request not later than 30 days after the date of such request.'

[Reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director's capacity as the head of the Central Intelligence Agency deemed to be a reference to the Director of National Intelligence. Reference to the Director of Central Intelligence or the Director of the Central Intelligence Agency in the Director's capacity as the head of the Central Intelligence Agency deemed to be a reference to the Director of the Central Intelligence Agency. See section 1081(a), (b) of Pub. L. 108–458, set out as a note under section 3001 of this title.]

§ 3039. Assistance to United States law enforce-

(a) Authority to provide assistance

Subject to subsection (b) of this section, elements of the intelligence community may, upon the request of a United States law enforcement agency, collect information outside the United States about individuals who are not United States persons. Such elements may collect such information notwithstanding that the law enforcement agency intends to use the information collected for purposes of a law enforcement investigation or counterintelligence investigation.

(b) Limitation on assistance by elements of De-

(1) With respect to elements within the Depart-

(2) Assistance provided under this section by elements of the Department of Defense may not
§ 3040. Disclosure of foreign intelligence acquired in criminal investigations; notice of criminal investigations of foreign intelligence sources

(a) Disclosure of foreign intelligence

(1) Except as otherwise provided by law and subject to paragraph (2), the Attorney General, or the head of any other department or agency of the Federal Government with law enforcement responsibilities, shall expeditiously disclose to the Director of Central Intelligence, pursuant to guidelines developed by the Attorney General in consultation with the Director, foreign intelligence acquired by an element of the Department of Justice or an element of such department or agency, as the case may be, in the course of a criminal investigation.

(2) The Attorney General by regulation and in consultation with the Director may provide for exceptions to the applicability of paragraph (1) for one or more classes of foreign intelligence, or foreign intelligence with respect to one or more targets or matters, if the Attorney General determines that disclosure of such foreign intelligence under that paragraph would jeopardize an ongoing law enforcement investigation or impair other significant law enforcement interests.

(b) Procedures for notice of criminal investigations

Not later than 180 days after October 26, 2001, the Attorney General, in consultation with the Director of National Intelligence, shall develop guidelines to ensure that after receipt of a report from an element of the intelligence community of activity of a foreign intelligence source or potential foreign intelligence source that may warrant investigation as criminal activity, the Attorney General provides notice to the Director, within a reasonable period of time, of his intention to commence, or decline to commence, a criminal investigation of such activity.

(c) Procedures

The Attorney General shall develop procedures for the administration of this section, including the disclosure of foreign intelligence by elements of the Department of Justice, and elements of other departments and agencies of the Federal Government, under subsection (a) of this section and the provision of notice with respect to criminal investigations under subsection (b) of this section.


CODIFICATION

Section was formerly classified to section 403–5b of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS


$3040. Disclosure of foreign intelligence acquired in criminal investigations; notice of criminal investigations of foreign intelligence sources

(a) Disclosure of foreign intelligence

(1) Except as otherwise provided by law and subject to paragraph (2), the Attorney General, or the head of any other department or agency of the Federal Government with law enforcement responsibilities, shall expeditiously disclose to the Director of Central Intelligence, pursuant to guidelines developed by the Attorney General in consultation with the Director, foreign intelligence acquired by an element of the Department of Justice or an element of such department or agency, as the case may be, in the course of a criminal investigation.

(2) The Attorney General by regulation and in consultation with the Director may provide for exceptions to the applicability of paragraph (1) for one or more classes of foreign intelligence, or foreign intelligence with respect to one or more targets or matters, if the Attorney General determines that disclosure of such foreign intelligence under that paragraph would jeopardize an ongoing law enforcement investigation or impair other significant law enforcement interests.

(b) Procedures for notice of criminal investigations

Not later than 180 days after October 26, 2001, the Attorney General, in consultation with the Director of National Intelligence, shall develop guidelines to ensure that after receipt of a report from an element of the intelligence community of activity of a foreign intelligence source or potential foreign intelligence source that may warrant investigation as criminal activity, the Attorney General provides notice to the Director, within a reasonable period of time, of his intention to commence, or decline to commence, a criminal investigation of such activity.

(c) Procedures

The Attorney General shall develop procedures for the administration of this section, including the disclosure of foreign intelligence by elements of the Department of Justice, and elements of other departments and agencies of the Federal Government, under subsection (a) of this section and the provision of notice with respect to criminal investigations under subsection (b) of this section.


CODIFICATION

Section was formerly classified to section 403–5b of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS


Pub. L. 108–458, § 1071(a)(1)(H), substituted “with the Director of National Intelligence” for “with the Director of Central Intelligence”.

EFFECTIVE DATE OF 2004 AMENDMENT

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2006, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Amendment by Pub. L. 108–458 effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L.
§ 3041. Appointment of officials responsible for intelligence-related activities

(a) Recommendation of DNI in certain appointments

(1) In the event of a vacancy in a position referred to in paragraph (2), the Director of National Intelligence shall recommend to the President an individual for nomination to fill the vacancy.

(2) Paragraph (1) applies to the following positions:
   (A) The Principal Deputy Director of National Intelligence.
   (B) The Director of the Central Intelligence Agency.

(b) Concurrence of DNI in appointments to positions in the intelligence community

(1) In the event of a vacancy in a position referred to in paragraph (2), the head of the department or agency having jurisdiction over the position shall obtain the concurrence of the Director of National Intelligence before appointing an individual to fill the vacancy or recommending to the President an individual to be nominated to fill the vacancy. If the Director does not concur in the recommendation, the head of the department or agency concerned may not fill the vacancy or make the recommendation to the President (as the case may be). In the case in which the Director does not concur in such a recommendation, the Director and the head of the department or agency concerned may advise the President directly of the intention to withhold concurrence or to make a recommendation, as the case may be.

(2) Paragraph (1) applies to the following positions:
   (A) The Director of the National Security Agency.
   (B) The Director of the National Reconnaissance Office.
   (C) The Director of the National Geospatial-Intelligence Agency.
   (D) The Assistant Secretary of State for Intelligence and Research.
   (E) The Director of the Office of Intelligence of the Department of Energy.
   (F) The Director of the Office of Counter-intelligence of the Department of Energy.
   (G) The Assistant Secretary for Intelligence and Analysis of the Department of the Treasury.
   (H) The Executive Assistant Director for Intelligence of the Federal Bureau of Investigation or any successor to that position.
   (I) The Under Secretary of Homeland Security for Intelligence and Analysis.

(c) Consultation with DNI in certain positions

(1) In the event of a vacancy in a position referred to in paragraph (2), the head of the department or agency having jurisdiction over the position shall consult with the Director of National Intelligence before appointing an individual to fill the vacancy or recommending to the President an individual to be nominated to fill the vacancy.

(2) Paragraph (1) applies to the following positions:
   (A) The Director of the Defense Intelligence Agency.
   (B) The Assistant Commandant of the Coast Guard for Intelligence.
   (C) The Assistant Attorney General designated as the Assistant Attorney General for National Security under section 507A of title 28.

(3) Paragraph (1) does not apply to any position designated as the Assistant Attorney General for Intelligence or any successor thereto.


CODIFICATION

Section was formerly classified to section 403–6 of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS


2004—Pub. L. 108–458 amended text generally, substituting provisions relating to involvement of Director of National Intelligence in appointments, consisting of subsecs. (a) and (b).


2001—Subsec. (b)(2)(C), (D). Pub. L. 107–108 added subpars. (C) and (D) and struck out former subpar. (C) which read as follows: “The Director of the Office of Nonproliferation and National Security of the Department of Energy.”

1996—Pub. L. 104–293 amended section generally, substituting provisions relating to appointment of individuals responsible for intelligence-related activities for provisions relating to administrative provisions pertaining to defense elements within the intelligence community.


EFFECTIVE DATE OF 2004 AMENDMENT

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

§ 3041a. Director of the National Reconnaissance Office

(a) In general

There is a Director of the National Reconnaissance Office.

(b) Appointment

The Director of the National Reconnaissance Office shall be appointed by the President, by and with the advice and consent of the Senate.

(c) Functions and duties

The Director of the National Reconnaissance Office shall be the head of the National Reconnaissance Office and shall discharge such functions and duties as are provided by this chapter or otherwise by law or executive order.


REFERENCES IN TEXT

This chapter, referred to in subsec. (c), was in the original “this Act”, meaning act July 26, 1947, ch. 343, 61 Stat. 486, known as the National Security Act of 1947, which is classified principally to this chapter. For complete classification of this Act to the Code, see Tables.

EFFECTIVE DATE

Section effective Oct. 1, 2014, and applicable upon the earlier of the date of the first nomination by the President of an individual to serve as the Director of the National Reconnaissance Office that occurs on or after Oct. 1, 2014, or the date of the cessation of the performance of the duties of the Director of the National Reconnaissance Office by the individual performing such duties on Oct. 1, 2014, subject to an exception for initial nominations, see section 413 of Pub. L. 113–126, set out as an Effective Date of 2014 Amendment note under section 6G of the Inspector General Act of 1978, Pub. L. 95–452, in the Appendix to Title 5, Government Organization and Employees.

POSITION OF IMPORTANCE AND RESPONSIBILITY

Pub. L. 113–126, title IV, §411(b), July 7, 2014, 128 Stat. 1409, provided that:

“(1) IN GENERAL.—The President may designate the Director of the National Reconnaissance Office as a position of importance and responsibility under section 601 of title 10, United States Code.

“(2) EFFECTIVE DATE.—Paragraph (1) shall take effect on the date of the enactment of this Act [July 7, 2014].”

§ 3042. Emergency preparedness

(a) Employment of personnel

The Director of the Office of Defense Mobilization, subject to the direction of the President, is authorized, subject to the civil-service laws and chapter 51 and subchapter III of chapter 53 of title 5, to appoint and fix the compensation of such personnel as may be necessary to assist the Director in carrying out his functions.

(b) Functions

It shall be the function of the Director of the Office of Defense Mobilization to advise the President concerning the coordination of military, industrial, and civilian mobilization, including—

(1) policies concerning industrial and civilian mobilization in order to assure the most effective mobilization and maximum utilization of the Nation’s manpower in the event of war;

(2) programs for the effective use in time of war of the Nation’s natural and industrial resources for military and civilian needs, for the maintenance and stabilization of the civilian economy in time of war, and for the adjustment of such economy to war needs and conditions;

(3) policies for unifying, in time of war, the activities of Federal agencies and departments engaged in or concerned with production, procurement, distribution, or transportation of military or civilian supplies, materials, and products;

(4) the relationship between potential supplies of, and potential requirements for, manpower, resources, and productive facilities in time of war;

(5) policies for establishing adequate reserves of strategic and critical material, and for the conservation of these reserves;

(6) the strategic relocation of industries, services, government, and economic activities, the continuous operation of which is essential to the Nation’s security.

(c) Utilization of Government resources and facilities

In performing his functions, the Director of the Office of Defense Mobilization shall utilize to the maximum extent the facilities and resources of the departments and agencies of the Government.


CODIFICATION

Section was formerly classified to section 404 of this title prior to editorial reclassification and renumbering as this section.

In subsec. (a), “chapter 51 and subchapter III of chapter 53 of title 5” substituted for “the Classification Act of 1949” on authority of Pub. L. 89–554, §7(b), Sept. 6, 1966, 80 Stat. 631, the first section of which enacted Title 5, Government Organization and Employees. For subsequent history relating to the Office of Defense Mobilization, see Transfer of Functions notes below.

AMENDMENTS

1964—Act Sept. 3, 1964, §50(1), (2), struck out subsec. (a) which related to establishment of National Security Resources Board and redesignated subsecs. (b) to (d) as (a) to (c), respectively.


Subsec. (c). Act Sept. 3, 1964, §50(7), substituted “his functions, the Director of the Office of Defense Mobilization” for “its functions, the Board”.

TRANSFER OF FUNCTIONS

Office of Defense Mobilization and Federal Civil Defense Administration consolidated to form Office of Emergency Preparedness, an agency within Executive

Office of Emergency Preparedness, including offices of Director, Deputy Director, Assistant Directors, and Regional Directors, abolished and functions vested by law, after July 1, 1958, in Office of Emergency Preparedness or Director of Office of Emergency Preparedness transferred to President of United States by sections 1 and 3(a)(1) of Reorg. Plan No. 1 of 1973, eff. July 1, 1973, 38 F.R. 9579, 87 Stat. 1089, set out in the Appendix to Title 5, Government Organization and Employees.

Authority vested in Director of Office of Emergency Preparedness as of June 30, 1973, by Executive Order, proclamation, or other directive issued by or on behalf of President or otherwise under this section and Ex. Ord. No. 10423, formerly set out below, with certain exceptions, transferred to Administrator of General Services by Ex. Ord. No. 11725, §3, June 27, 1973, 38 F.R. 17175, formerly set out under section 2271 of the Appendix to this title, to be exercised in conformance with such guidance as provided by National Security Council and, with respect to economic and disposal aspects of stockpiling of strategic and critical materials by Council on Economic Policy. Functions of Administrator of General Services under this chapter performed by Federal Preparedness Agency within General Services Administration.


Each national security strategy report shall set forth the national security strategy of the United States and shall include a comprehensive description and discussion of the following:

(a) Transmittal to Congress

(1) The President shall transmit to Congress each year a comprehensive report on the national security strategy of the United States (hereinafter in this section referred to as a “national security strategy report”).

(2) The national security strategy report for any year shall be transmitted on the date on which the President submits to Congress the budget for the next fiscal year under section 1105 of title 31.

(3) Not later than 150 days after the date on which a new President takes office, the President shall transmit to Congress a national security strategy report under this section. That report shall be in addition to the report for that year transmitted at the time specified in paragraph (2).

(b) Contents

Each national security strategy report shall set forth the national security strategy of the United States and shall include a comprehensive description and discussion of the following:

(1) The worldwide interests, goals, and objectives of the United States that are vital to the national security of the United States.

(2) The foreign policy, worldwide commitments, and national defense capabilities of the United States necessary to deter aggression and to implement the national security strategy of the United States.

(3) The proposed short-term and long-term uses of the political, economic, military, and other elements of the national power of the United States to protect or promote the interests and achieve the goals and objectives referred to in paragraph (1).

(4) The adequacy of the capabilities of the United States to carry out the national security strategy of the United States, including an evaluation of the balance among the capabilities of all elements of the national power of the United States to support the implementation of the national security strategy.

(5) Such other information as may be necessary to help inform Congress on matters relating to the national security strategy of the United States.

(c) Classified and unclassified form

Each national security strategy report shall be transmitted in both a classified and an unclassified form.

EXECUTIVE ORDER No. 10438

Section was formerly classified to section 404a of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS

NATIONAL SECURITY PLANNING GUIDANCE TO DENY SAFE HAVENS TO AL-QAEDA AND ITS VIOLENT EXTREMIST AFFILIATES


"(a) PURPOSE.—The purpose of this section is to improve interagency strategic planning and execution to more effectively integrate efforts to deny safe havens and strengthen at-risk states to further the goals of the National Security Strategy related to the disruption, dismantlement, and defeat of al-Qaeda and its violent extremist affiliates.

"(b) NATIONAL SECURITY PLANNING GUIDANCE.—

"(1) GUIDANCE REQUIRED.—The President shall issue classified or unclassified national security planning guidance in support of objectives stated in the national security strategy report submitted to Congress by the President pursuant to section 106 of the National Security Act of 1947 (50 U.S.C. 404a) (now 50 U.S.C. 3043) to deny safe havens to al-Qaeda and its violent extremist affiliates and to strengthen at-risk states. Such guidance shall serve as the strategic plan that governs United States and coordinated international efforts to enhance the capacity of governmental and nongovernmental entities to work toward the goal of eliminating the ability of al-Qaeda and its violent extremist affiliates to establish or maintain safe havens.

"(2) CONTENTS OF GUIDANCE.—The guidance required under paragraph (1) shall include each of the following:

"(A) A prioritized list of specified geographic areas that the President determines are necessary to address and an explicit discussion and list of the criteria or rationale used to prioritize the areas on the list, including a discussion of the conditions that would hamper the ability of the United States to strengthen at-risk states or other entities in such areas.

"(B) For each specified geographic area, a description, analysis, and discussion of the core problems and contributing issues that allow or could allow al-Qaeda and its violent extremist affiliates to use the area as a safe haven from which to plan and launch attacks, engage in propaganda, or raise funds and other support, including any ongoing or potential radicalization of the population, or to use the area as a key transit route for personnel, weapons, funding, or other support.

"(C) For each specified geographic area, a description of the following:

"(i) The feasibility of conducting multilateral programs to train and equip the military forces of relevant countries in the area.

"(ii) The authority and funding that would be required to support such programs.

"(iii) How such programs would be implemented.

"(iv) How such programs would support the national security priorities and interests of the United States and complement other efforts of the United States Government in the area and in other specified geographic areas.

"(D) A list of short-term, mid-term, and long-term goals for each specified geographic area, prioritized by importance.

"(E) A description of the role and mission of each Federal department and agency involved in executing the guidance, including the Departments of Defense, Justice, Treasury, and State and the Agency for International Development.

"(F) A description of gaps in United States capabilities to meet the goals listed pursuant to subparagraph (D), and the extent to which those gaps can be met through coordination with nongovernmental, international, or private sector organizations, entities, or companies.

"(3) REVIEW AND UPDATE OF GUIDANCE.—The President shall review and update the guidance required under paragraph (1) as necessary. Any such review shall address each of the following:

"(A) The overall progress made toward achieving the goals listed pursuant to paragraph (2)(D), including an overall assessment of the progress in denying a safe haven to al-Qaeda and its violent extremist affiliates.

"(B) The performance of each Federal department and agency involved in executing the guidance.

"(C) The performance of the unified country team and appropriate combatant command, or in the case of a cross-border effort, country teams in the area and the appropriate combatant command.

"(D) Any addition to, deletion from, or change in the order of the prioritized list maintained pursuant to paragraph (2)(A).

"(4) REPORT.—

"(A) IN GENERAL.—Not later than 180 days after the date of the enactment of this Act [Dec. 31, 2011], the President shall submit to the appropriate congressional committees a report that contains a detailed summary of the national security planning guidance required under paragraph (1), including any updates thereto.

"(B) FORM.—The report may include a classified annex as determined to be necessary by the President.

"(C) DEFINITION.—In this paragraph, the term 'appropriate congressional committees' means—

"(i) the congressional defense committees [Committees on Armed Services and Appropriations of the Senate and the House of Representatives]; and

"(ii) the Committee on Foreign Relations of the Senate and the Committee on Foreign Affairs of the House of Representatives.

"(5) SPECIFIED GEOGRAPHIC AREA DEFINED.—In this subsection, the term 'specified geographic area' means any country, subnational territory, or region—

"(A) that serves or may potentially serve as a safe haven for al-Qaeda or a violent extremist affiliate of al-Qaeda;

"(i) from which to plan and launch attacks, engage in propaganda, or raise funds and other support; or

"(ii) over which one or more governments or entities exert insufficient governmental or security control to deny al-Qaeda and its violent extremist affiliates the ability to establish a large scale presence.''

IMPLEMENTATION PLAN FOR WHOLE-OF-GOVERNMENT VISION PRESCRIBED IN THE NATIONAL SECURITY STRATEGY


"(a) IMPLEMENTATION PLAN.—Not later than 270 days after the date of the enactment of this Act [Dec. 31, 2011], the President shall submit to the appropriate congressional committees an implementation plan for achieving the whole-of-government integration vision prescribed in the President's National Security Strategy of May 2010. The implementation plan shall include—

"(1) a description of ongoing and future actions planned to be taken by the President and the Executive agencies to implement organizational changes,
programs, and any other efforts to achieve each component of the whole-of-government vision prescribed in the National Security Strategy; (2) a timeline for specific actions taken and planned to be taken by the President and the Executive agencies to implement each component of the whole-of-government vision prescribed in the National Security Strategy; (3) an outline of specific actions desired or required to be taken by Congress to achieve each component of the whole-of-government vision prescribed in the National Security Strategy, including suggested timing and sequencing of actions proposed for Congress and the Executive agencies; (4) any progress made and challenges or obstacles encountered since May 2010 in implementing each component of the whole-of-government vision prescribed in the National Security Strategy; and (5) such other information as the President determines is necessary to understand progress in implementing each component of the whole-of-government vision prescribed in the National Security Strategy since the submission of the implementation plan or most recent update; and (2) any modifications to the implementation plan.

"(c) DEFINITIONS.—In this section: (1) The term 'appropriate congressional committees' means— (A) the congressional defense committees [Committees on Armed Services and Appropriations of the Senate and the House of Representatives]; (B) the Committee on Foreign Relations, Select Committee on Intelligence, Committee on Homeland Security and Government Affairs, Committee on the Budget, Committee on the Judiciary, and Committee on Appropriations in the Senate; and (C) the Committee on Foreign Affairs, Permanent Select Committee on Intelligence, Committee on Homeland Security, Committee on the Budget, Committee on the Judiciary, Committee on Oversight and Government Reform, and Committee on Appropriations in the House of Representatives.

"(2) The term 'Executive agency' has the meaning given that term by section 105 of title 5, United States Code.''

NATIONAL COMMISSION ON THE FUTURE ROLE OF UNITED STATES NUCLEAR WEAPONS, PROBLEMS OF COMMAND, CONTROL, AND SAFETY OF SOVIET NUCLEAR WEAPONS, AND REDUCTION OF NUCLEAR WAPONS

Pub. L. 102-172, title VIII, §8132, Nov. 26, 1991, 105 Stat. 1208, provided for establishment of a National Commission which was to submit to Congress, not later than May 1, 1996, a final report containing an assessment and recommendations regarding role of, and requirements for, nuclear weapons in security strategy of United States as result of significant changes in former Warsaw Pact, former Soviet Union, and Third World, including possibilities for international cooperation with former Soviet Union regarding such problems, and safeguards to protect against accidental or unauthorized use of nuclear weapons, further directed Commission to obtain study from National Academy of Sciences on these matters, further authorized establishment of joint working group comprised of experts from governments of United States and former Soviet Union which was to meet on regular basis and provide recommendations regarding these matters, and further provided for composition of Commission as well as powers, procedures, personnel matters, appropriations, and termination of Commission upon submission of its final report.

§ 3043a. National intelligence strategy
(a) In general

Beginning in 2017, and once every 4 years thereafter, the Director of National Intelligence shall develop a comprehensive national intelligence strategy to meet national security objectives for the following 4-year period, or a longer period, if appropriate.

(b) Requirements

Each national intelligence strategy required by subsection (a) shall— (1) delineate a national intelligence strategy consistent with— (A) the most recent national security strategy report submitted pursuant to section 3043 of this title; (B) the strategic plans of other relevant departments and agencies of the United States; and (C) other relevant national-level plans; (2) address matters related to national and military intelligence, including counter-intelligence; (3) identify the major national security missions that the intelligence community is currently pursuing and will pursue in the future to meet the anticipated security environment; (4) describe how the intelligence community will utilize personnel, technology, partnerships, and other capabilities to pursue the major national security missions identified in paragraph (3); (5) assess current, emerging, and future threats to the intelligence community, including threats from foreign intelligence and security services and insider threats; (6) outline the organizational roles and missions of the elements of the intelligence community as part of an integrated enterprise to meet customer demands for intelligence products, services, and support; (7) identify sources of strategic, institutional, programmatic, fiscal, and technological risk; and (8) analyze factors that may affect the intelligence community’s performance in pursuing the major national security missions identified in paragraph (3) during the following 10-year period.

(c) Submission to Congress

The Director of National Intelligence shall submit to the congressional intelligence committees a report on each national intelligence strategy required by subsection (a) not later than 45 days after the date of the completion of such strategy.


§ 3044. Software licensing
(a) Requirement for inventories of software licenses

The chief information officer of each element of the intelligence community, in consultation
with the Chief Information Officer of the Intelligence Community, shall biennially—

(1) conduct an inventory of all existing software licenses of such element, including utilized and unutilized licenses;

(2) assess the actions that could be carried out by such element to achieve the greatest possible economies of scale and associated cost savings in software procurement and usage, including—

(A) increasing the centralization of the management of software licenses;

(B) increasing the regular tracking and maintaining of comprehensive inventories of software licenses using automated discovery and inventory tools and metrics;

(C) analyzing software license data to inform investment decisions; and

(D) providing appropriate personnel with sufficient software licenses management training; and

(3) submit to the Chief Information Officer of the Intelligence Community each inventory required by paragraph (1) and each assessment required by paragraph (2).

(b) Inventories by the Chief Information Officer of the Intelligence Community

The Chief Information Officer of the Intelligence Community, based on the inventories and assessments required by subsection (a), shall biennially—

(1) compile an inventory of all existing software licenses of the intelligence community, including utilized and unutilized licenses;

(2) assess the actions that could be carried out by the Intelligence community to achieve the greatest possible economies of scale and associated cost savings in software procurement and usage, including—

(A) increasing the centralization of the management of software licenses;

(B) increasing the regular tracking and maintaining of comprehensive inventories of software licenses using automated discovery and inventory tools and metrics;

(C) analyzing software license data to inform investment decisions; and

(D) providing appropriate personnel with sufficient software licenses management training; and

(3) based on the assessment required under paragraph (2), make such recommendations with respect to software procurement and usage to the Director of National Intelligence as the Chief Information Officer considers appropriate.

c) Reports to Congress

The Chief Information Officer of the Intelligence Community shall submit to the congressional intelligence committees a copy of each inventory compiled under subsection (b)(1).

d) Implementation of recommendations

Not later than 180 days after the date on which the Director of National Intelligence receives recommendations from the Chief Information Officer of the Intelligence Community in accordance with subsection (b)(3), the Director of National Intelligence shall, to the extent practicable, issue guidelines for the intelligence community on software procurement and usage based on such recommendations.

(2) C

(3) Inventory

of the Intelligence Community each inventory required by paragraph (1) and each assessment required by paragraph (2).

(b) Inventories by the Chief Information Officer of the Intelligence Community

The Chief Information Officer of the Intelligence Community, based on the inventories and assessments required by subsection (a), shall biennially—

(1) compile an inventory of all existing software licenses of the intelligence community, including utilized and unutilized licenses;

(2) assess the actions that could be carried out by the Intelligence community to achieve the greatest possible economies of scale and associated cost savings in software procurement and usage, including—

(A) increasing the centralization of the management of software licenses;

(B) increasing the regular tracking and maintaining of comprehensive inventories of software licenses using automated discovery and inventory tools and metrics;

(C) analyzing software license data to inform investment decisions; and

(D) providing appropriate personnel with sufficient software licenses management training; and

(3) submit to the Chief Information Officer of the Intelligence Community each inventory required by paragraph (1) and each assessment required by paragraph (2).

(b) Inventories by the Chief Information Officer of the Intelligence Community

The Chief Information Officer of the Intelligence Community, based on the inventories and assessments required by subsection (a), shall biennially—

(1) compile an inventory of all existing software licenses of the intelligence community, including utilized and unutilized licenses;

(2) assess the actions that could be carried out by the Intelligence community to achieve the greatest possible economies of scale and associated cost savings in software procurement and usage, including—

(A) increasing the centralization of the management of software licenses;

(B) increasing the regular tracking and maintaining of comprehensive inventories of software licenses using automated discovery and inventory tools and metrics;

(C) analyzing software license data to inform investment decisions; and

(D) providing appropriate personnel with sufficient software licenses management training; and

(3) based on the assessment required under paragraph (2), make such recommendations with respect to software procurement and usage to the Director of National Intelligence as the Chief Information Officer considers appropriate.

(c) Reports to Congress

The Chief Information Officer of the Intelligence Community shall submit to the congressional intelligence committees a copy of each inventory compiled under subsection (b)(1).

(d) Implementation of recommendations

Not later than 180 days after the date on which the Director of National Intelligence receives recommendations from the Chief Information Officer of the Intelligence Community in accordance with subsection (b)(3), the Director of National Intelligence shall, to the extent practicable, issue guidelines for the intelligence community on software procurement and usage based on such recommendations.

(2) C

(3) Inventory

of the Intelligence Community each inventory required by paragraph (1) and each assessment required by paragraph (2).

(b) Inventories by the Chief Information Officer of the Intelligence Community

The Chief Information Officer of the Intelligence Community, based on the inventories and assessments required by subsection (a), shall biennially—

(1) compile an inventory of all existing software licenses of the intelligence community, including utilized and unutilized licenses;

(2) assess the actions that could be carried out by the Intelligence community to achieve the greatest possible economies of scale and associated cost savings in software procurement and usage, including—

(A) increasing the centralization of the management of software licenses;

(B) increasing the regular tracking and maintaining of comprehensive inventories of software licenses using automated discovery and inventory tools and metrics;

(C) analyzing software license data to inform investment decisions; and

(D) providing appropriate personnel with sufficient software licenses management training; and

(3) submit to the Chief Information Officer of the Intelligence Community each inventory required by paragraph (1) and each assessment required by paragraph (2).

§ 3045. National mission of National Geospatial-Intelligence Agency

(a) In general

In addition to the Department of Defense missions set forth in section 442 of title 10, the National Geospatial-Intelligence Agency shall support the geospatial intelligence requirements of the Department of State and other departments and agencies of the United States outside the Department of Defense.

(b) Requirements and priorities

The Director of National Intelligence shall establish requirements and priorities governing
the collection of national intelligence by the National Geospatial-Intelligence Agency under subsection (a) of this section.

(c) Correction of deficiencies

The Director of National Intelligence shall develop and implement such programs and policies as the Director and the Secretary of Defense jointly determine necessary to review and correct deficiencies identified in the capabilities of the National Geospatial-Intelligence Agency to accomplish assigned national missions, including support to the all-source analysis and production process. The Director shall consult with the Secretary of Defense on the development and implementation of such programs and policies. The Secretary shall obtain the advice of the Chairman of the Joint Chiefs of Staff regarding the matters on which the Director and the Secretary are to consult under the preceding sentence.


CODIFICATION

Section was formerly classified to section 404e of this title prior to editorial reclassification and renumbering as this section.

PRIOR PROVISIONS

A prior section 110 of title I of act July 26, 1947, ch. 343, was classified to section 404e of this title prior to being renumbered section 112 by Pub. L. 105–107, title III, §303(b), Nov. 20, 1997, 111 Stat. 2252. Section 404e of this title was subsequently editorially reclassified and renumbered section 3047 of this title.

AMENDMENTS


Subsec. (c). Pub. L. 108–458, §1071(a)(1)(J), substituted “Director of National Intelligence” for “Director of Central Intelligence”.


THE EFFECTIVE DATE OF 2004 AMENDMENT

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 70 F.R. 23925, set out as a note under section 3001 of this title.

Amendment by section 361(b) of Pub. L. 108–177 effective Dec. 31, 2003, see section 361(n) of Pub. L. 108–177, set out as a note under section 1611 of Title 10, Armed Forces.

§ 3048. Detail of intelligence community personnel—Intelligence Community Assignment Program

(a) Detail

(1) Notwithstanding any other provision of law, the head of a department with an element in the intelligence community or the head of an intelligence community agency or element may detail any employee within that department, agency, or element to serve in any position in the Intelligence Community Assignment Program on a reimbursable or a nonreimbursable basis.

(2) Nonreimbursable details may be for such periods as are agreed to between the heads of the parent and host agencies, up to a maximum of three years, except that such details may be extended for a period not to exceed one year when the heads of the parent and host agencies determine that such extension is in the public interest.

(b) Benefits, allowances, travel, incentives

(1) An employee detailed under subsection (a) of this section may be authorized any benefit, allowance, travel, or incentive otherwise provided to enhance staffing by the organization from which the employee is detailed.

(2) The head of an agency of an employee detailed under subsection (a) of this section may pay a lodging allowance for the employee subject to the following conditions:

(A) The allowance shall be the lesser of the cost of the lodging or a maximum amount payable for the lodging as established jointly by the Director of National Intelligence and—

(i) with respect to detailed employees of the Department of Defense, the Secretary of Defense; and

(ii) with respect to detailed employees of other agencies and departments, the head of such agency or department.

(B) The detailed employee maintains a primary residence for the employee’s immediate family in the local commuting area of the parent agency duty station from which the employee regularly commuted to such duty station before the detail.

(C) The lodging is within a reasonable proximity of the host agency duty station.

(D) The distance between the detailed employee’s parent agency duty station and the host agency duty station is greater than 20 miles.

(E) The distance between the detailed employee’s primary residence and the host agency duty station is 10 miles greater than the distance between such primary residence and the employees parent duty station.

(F) The rate of pay applicable to the detailed employee does not exceed the rate of basic pay for grade GS–15 of the General Schedule.

REFERENCES IN TEXT


CODIFICATION

Section was formerly classified to section 404h of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS


2002—Subsec. (c). Pub. L. 107–306 struck out heading and text of subsec. (c). Text read as follows: “Not later than March 1, 1999, and annually thereafter, the Director of Central Intelligence shall submit to the Permanent Select Committee on Intelligence of the House of Representatives and the Select Committee on Intelligence of the Senate a report describing the detail of intelligence community personnel pursuant to subsection (a) of this section during the 12-month period ending on the date of the report. The report shall set forth the number of personnel detailed, the identity of parent and host agencies or elements, and an analysis of the benefits of the details.”


EFFECTIVE DATE OF 2004 AMENDMENT

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Amendment by Pub. L. 108–458 effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

EFFECTIVE DATE

Pub. L. 105–107, title III, §303(d), Nov. 20, 1997, 111 Stat. 2232, provided that: “The amendment made by subsection (a) [enacting this section] shall apply to an employee on detail on or after January 1, 1997.”

§ 3049. Non-reimbursable detail of other personnel

An officer or employee of the United States or member of the Armed Forces may be detailed to the staff of an element of the intelligence community funded through the National Intelligence Program from another element of the intelligence community or another element of the United States Government on a non-reimbursable or nonreimbursable basis, as jointly agreed to by the head of the receiving and detailing elements, for a period not to exceed three years. This section does not limit any other source of authority for reimbursable or nonreimbursable details. A non-reimbursable detail made under this section shall not be considered an augmentation of the appropriations of the receiving element of the intelligence community.

(Codification)

Section was formerly classified to section 404h–1 of this title prior to editorial reclassification and renumbering as this section. Some section numbers of this title referenced in amendment notes below reflect the classification of such sections prior to their editorial reclassification.

AMENDMENTS

2013—Pub. L. 112–277 substituted “‘three years.’” for “‘two years.’” and inserted at end “A non-reimbursable detail made under this section shall not be considered an augmentation of the appropriations of the receiving element of the intelligence community.”

2011—Pub. L. 112–18 amended section generally. Prior to amendment, text read as follows: “Except as provided in section 402(c)(2) of this title and section 404h of this title, and notwithstanding any other provision of law, an officer or employee of the United States Government or an officer or employee of an element of the Armed Forces may be detailed to the staff of an element of the intelligence community funded through the National Intelligence Program from another element of the intelligence community or from another element of the United States Government on a reimbursable or nonreimbursable basis, as jointly agreed to by the head of the receiving element and the head of the detailing element, for a period not to exceed 2 years.”

§ 3050. Annual report on hiring and retention of minority employees

(a) In general

The Director of National Intelligence shall, on an annual basis, submit to Congress a report on the employment of covered persons within each element of the intelligence community for the preceding fiscal year.

(b) Content

Each such report shall include disaggregated data by category of covered person from each element of the intelligence community on the following:

(1) Of all individuals employed in the element during the fiscal year involved, the aggregate percentage of such individuals who are covered persons.

(2) Of all individuals employed in the element during the fiscal year involved at the levels referred to in subparagraphs (A) and (B), the percentage of covered persons employed at such levels:

(A) Positions at levels referred to in subparagraphs (A) and (B).

(B) Positions at levels above GS–15.

(3) Of all individuals hired by the element involved during the fiscal year involved, the percentage of such individuals who are covered persons.

(c) Form

Each such report shall be submitted in unclassified form, but may contain a classified annex.

(d) Construction

Nothing in this section shall be construed as providing for the substitution of any similar report required under another provision of law.
(e) "Covered persons" defined

In this section the term ‘‘covered persons’’ means—

(1) racial and ethnic minorities;

(2) women; and

(3) individuals with disabilities.


REFERENCES IN TEXT

The General Schedule, referred to in subsec. (b)(2), is set out under section 5332 of Title 5, Government Organization and Employees.

AMENDMENTS

2014—Pub. L. 113–126, § 329(c)(2)(A), substituted “Annual report on hiring and retention of minority employees” for “Additional annual reports from the Director of National Intelligence” in section catchline.

Subsec. (a). Pub. L. 113–126, § 329(c)(2)(B), (C), struck out subsec. (a) designation and heading “Annual report on hiring and retention of minority employees” and redesignated par. (1) as subsec. (a). Former pars. (2) to (b) redesignated subsecs. (b) to (e), respectively.

Subsec. (b). Pub. L. 113–126, § 329(c)(2)(C), (D), redesignated subsec. (a)(2) as (b), redesignated subpars. (A) to (C) of former subsec. (a)(2) as pars. (1) to (3), respectively, of subsec. (b), and in par. (2) as redesignated, substituted “subparagraphs (A) and (B)” for “clauses (i) and (ii)” in introductory provisions and redesignated cls. (i) and (ii) as subpars. (A) and (B), respectively.

Pub. L. 113–126, § 329(a)(1), struck out subsec. (b) which related to annual report on threat of attack on the United States using weapons of mass destruction.


Subsec. (d). Pub. L. 113–126, § 329(c)(2)(C), (E), redesignated subsec. (a)(4) as (d) and substituted “section for ‘subsection’” in introductory provisions, and redesignated subpars. (A) to (C) of former subsec. (a)(5) as pars. (1) to (3), respectively, of subsec. (e).

2013—Pub. L. 112–277 redesignated subsecs. (b) and (c) as (a) and (b), respectively, struck out former subsec. (a) which required annual reports on the safety and security of Russian nuclear facilities and nuclear military forces, and struck out subsec. (d) which defined the term ‘‘congressional leadership’’.

2004—Pub. L. 108–458, § 1071(a)(7), substituted ‘‘Additional annual reports from the Director of National Intelligence’’ for ‘‘Additional annual reports from the Director of Central Intelligence’’ in section catchline.

Subsec. (a)(1). Pub. L. 108–458, § 1071(a)(1)(N), substituted ‘‘Director of National Intelligence’’ for ‘‘Director of Central Intelligence’’.

Subsec. (b)(1). Pub. L. 108–458, § 1071(a)(1)(O), substituted ‘‘Director of National Intelligence’’ for ‘‘Director of Central Intelligence’’.


2003—Subsec. (a). Pub. L. 108–177, § 361(c), redesignated subsec. (b) as (a) and struck out former subsec. (a), which related to annual reports on intelligence community cooperation with Federal law enforcement agencies.

Subsecs. (b), (c). Pub. L. 108–177, § 361(c)(2), redesignated subsecs. (c) and (d) as (b) and (c), respectively.

Former subsec. (b) redesignated (a).

Subsec. (d). Pub. L. 108–177, § 361(d), redesignated subsec. (e) as (d) and struck out former subsec. (d), which related to annual reports on covert leases of the intelligence community.

Pub. L. 108–177, § 361(c)(1), redesignated subsec. (e) as (d), former subsec. redesignated (c).


Pub. L. 108–177, § 361(c)(2), redesignated subsec. (f) as (e), former subsec. redesignated (d)


Former subsec. redesignated (f).

Pub. L. 107–306, § 821(1), redesignated subsec. (c) as (d).


Former subsec. redesignated (f).


CHANGE OF NAME

Committee on International Relations of House of Representatives changed to Committee on Foreign Affairs of House of Representatives by House Resolution No. 6, One Hundred Tenth Congress, Jan. 5, 2007.

EFFECTIVE DATE OF 2004 AMENDMENT

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2006, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

EFFECTIVE DATE OF 2003 AMENDMENT

REPORT AND STRATEGIC PLAN ON BIOLOGICAL WEAPONS

“(a) REQUIREMENT FOR REPORT.—Not later than 180 days after the date of the enactment of this Act [Oct. 7, 2010], the Director of National Intelligence shall submit to the congressional intelligence committees a report on—

“(1) the intelligence collection efforts of the United States dedicated to detecting the threat from biological weapons from state, nonstate, or rogue actors, either foreign or domestic; and

“(2) efforts to protect the biodefense knowledge and infrastructure of the United States.

(b) CONTENT.—The report required by subsection (a) shall include—

“(1) an assessment of the intelligence collection efforts of the United States dedicated to detecting the development or use of biological weapons by state, nonstate, or rogue actors, either foreign or domestic;

“(2) information on fiscal, human, technical, open-source, and other intelligence collection resources of the United States dedicated for use to detect or protect against the threat of biological weapons;

“(3) an assessment of any problems that may reduce the overall effectiveness of United States intelligence collection and analysis to identify and protect biological weapons targets, including—

“(A) intelligence collection gaps or inefficiencies;

“(B) inadequate information sharing practices; or

“(C) inadequate cooperation among departments or agencies of the United States;

“(4) a strategic plan prepared by the Director of National Intelligence, in coordination with the Attorney General, the Secretary of Defense, and the Secretary of Homeland Security, that provides for actions for the appropriate elements of the intelligence community to close important intelligence gaps related to biological weapons;

“(5) a description of appropriate goals, schedules, milestones, or metrics to measure the long-term effectiveness of actions implemented to carry out the plan described in paragraph (4); and

“(6) any long-term resource and human capital issues related to the collection of intelligence regarding biological weapons, including any recommendations to address shortfalls of experienced and qualified staff possessing relevant scientific, language, and technical skills.

(c) IMPLEMENTATION OF STRATEGIC PLAN.—Not later than 30 days after the date on which the Director of National Intelligence submits the report required by subsection (a), the Director shall begin implementation of the strategic plan referred to in subsection (b)(4).

[For definitions of terms used in section 335 of Pub. L. 111–259, set out above, see section 2 of Pub. L. 111–259, set out as a Definitions note under section 3003 of this title.]

DATE FOR FIRST REPORT ON COOPERATION WITH CIVILIAN LAW ENFORCEMENT AGENCIES
Pub. L. 105–272, title III, § 307(c), Oct. 29, 1998, 112 Stat. 2402, provided that the first report under former subsection (a) of this section was to be submitted not later than Dec. 31, 1999.


CODIFICATION

Section was formerly classified to section 404i–1 of this title and repealed prior to editorial reclassification and renumbering as this section.

CORRECTING LONG-STANDING MATERIAL WEAKNESSES

“(a) DEFINITIONS.—In this section:

“(1) COVERED ELEMENT OF THE INTELLIGENCE COMMUNITY.—The term ‘covered element of the intelligence community’ means—

“(A) the Central Intelligence Agency;

“(B) the Defense Intelligence Agency;

“(C) the National Geospatial-Intelligence Agency;

“(D) the National Reconnaissance Office; or

“(E) the National Security Agency.

“(2) INDEPENDENT AUDITOR.—The term ‘independent auditor’ means an individual who—

“(A)(i) is a Federal, State, or local government auditor who meets the independence standards included in generally accepted government auditing standards; or

“(ii) is a public accountant who meets such independence standards; and

“(B) is designated as an auditor by the Director of National Intelligence or the head of a covered element of the intelligence community, as appropriate.

“(3) INDEPENDENT REVIEW.—The term ‘independent review’ means an audit, attestation, or examination conducted by an independent auditor in accordance with generally accepted government auditing standards.

“(4) LONG-STANDING, CORRECTABLE MATERIAL WEAKNESS.—The term ‘long-standing, correctable material weakness’ means a material weakness

“(A) that was first reported in the annual financial report of a covered element of the intelligence community for a fiscal year prior to fiscal year 2007; and

“(B) the correction of which is not substantially dependent on a business system that was not implemented prior to the end of fiscal year 2010.

“(5) MATERIAL WEAKNESS.—The term ‘material weakness’ has the meaning given that term under the Office of Management and Budget Circular A–123, entitled ‘Management’s Responsibility for Internal Control,’ revised December 21, 2004.

“(6) SENIOR INTELLIGENCE MANAGEMENT OFFICIAL.—The term ‘senior intelligence management official’ means an official within a covered element of the intelligence community who is—

“(A)(i) compensated under the Senior Intelligence Service pay scale; and

“(ii) the head of a covered element of the intelligence community; and

“(iii) compensated for employment with funds appropriated pursuant to an authorization of appropriations in this Act [Pub. L. 111–259, see Tables for classification].

“(7) IDENTIFICATION OF SENIOR INTELLIGENCE MANAGEMENT OFFICIALS.—

“(1) REQUIREMENT TO IDENTIFY.—Not later than 30 days after the date of the enactment of this Act [Oct. 7, 2010], the head of a covered element of the intelligence community shall designate a senior intelligence management official of such element to be responsible for correcting each long-standing, correctable material weakness of such element.

“(2) HEAD OF A COVERED ELEMENT OF THE INTELLIGENCE COMMUNITY.—The head of a covered element of the intelligence community may designate himself or herself as the senior intelligence management official responsible for correcting a long-standing, correctable material weakness under paragraph (1).

“(3) REQUIREMENT TO UPDATE DESIGNATION.—If the head of a covered element of the intelligence community determines that a senior intelligence management official designated under paragraph (1) is no longer responsible for correcting a long-standing, correctable material weakness, the head of such element shall designate the successor to such official not later than 10 days after the date of such determination.
§ 3052 LIMITATION ON ESTABLISHMENT OR OPERATION OF DIPLOMATIC INTELLIGENCE SUPPORT CENTERS

(a) In general

(1) A diplomatic intelligence support center may not be established, operated, or maintained without the prior approval of the Director of National Intelligence.

(2) The Director may only approve the establishment, operation, or maintenance of a diplomatic intelligence support center if the Director determines that the establishment, operation, or maintenance of such center is required to provide necessary intelligence support in furtherance of the national security interests of the United States.

(b) Prohibition of use of appropriations

Amounts appropriated pursuant to authorizations by law for intelligence and intelligence-related activities may not be obligated or expended for the establishment, operation, or maintenance of a diplomatic intelligence support center that is not approved by the Director of National Intelligence.

(c) Definitions

In this section:

(1) The term “diplomatic intelligence support center” means an entity to which employees of the various elements of the intelligence community (as defined in section 3003(4) of this title) are detailed for the purpose of providing analytical intelligence support that:

(A) consists of intelligence analyses on military or political matters and expertise to conduct limited assessments and dynamic taskings for a chief of mission; and

(B) is not intelligence support traditionally provided to a chief of mission by the Director of National Intelligence.

(2) The term “chief of mission” has the meaning given that term by section 3902(3) of title 22, and includes ambassadors at large and ministers of diplomatic missions of the United States, or persons appointed to lead United States offices abroad designated by the Secretary of State as diplomatic in nature.

(d) Termination

This section shall cease to be effective on October 1, 2000.


CODIFICATION

Section was formerly classified to section 404j of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS


(2) The term “chief of mission” has the meaning given that term by section 3902(3) of title 22, and includes ambassadors at large and ministers of diplomatic missions of the United States, or persons appointed to lead United States offices abroad designated by the Secretary of State as diplomatic in nature.

(3) The term “Director of National Intelligence” means the Director of the National Intelligence.

Effective Date of 2004 Amendment

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Amendment by Pub. L. 108–458 effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

§ 3053 TRAVEL ON ANY COMMON CARRIER FOR CERTAIN INTELLIGENCE COLLECTION PERSONNEL

(a) In general

Notwithstanding any other provision of law, the Director of National Intelligence may authorize travel on any common carrier when such travel, in the discretion of the Director—

(1) is consistent with intelligence community mission requirements; or

(2) is required for cover purposes, operational needs, or other exceptional circumstances necessary for the successful performance of an intelligence community mission.
(b) Authorized delegation of duty

The Director of National Intelligence may only delegate the authority granted by this section to the Principal Deputy Director of National Intelligence, or with respect to employees of the Central Intelligence Agency, to the Director of the Central Intelligence Agency, who may delegate such authority to other appropriate officials of the Central Intelligence Agency.

(1) Than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 70 F.R. 23925, set out as a note under section 3001 of this title.


(b) Unaccounted for United States personnel

In this section, the term “unaccounted for United States personnel” means the following:

(1) Any missing person (as that term is defined in section 1513(1) of title 10).

(2) Any United States national who was killed while engaged in activities on behalf of the United States and whose remains have not been repatriated to the United States.

AMENDMENTS


2003—Subsec. (b). Pub. L. 108–458 substituted “Director of National Intelligence” for “Director of Central Intelligence”. For period

(b) Immediate notification for emergency designation

In the case of a designation of an individual or entity, or the assets of an individual or entity,
as having been found to have engaged in terrorist activities, the Secretary of the Treasury shall report such designation within 24 hours of such a designation to the appropriate congressional committees.

(c) Submittal date of reports to congressional intelligence committees

In the case of the reports required to be submitted under subsection (a) of this section to the congressional intelligence committees, the submittal dates for such reports shall be as provided in section 3106 of this title.

(d) Appropriate congressional committees defined

In this section, the term "appropriate congressional committees" means the following:

(1) The Permanent Select Committee on Intelligence, the Committee on Appropriations, and the Committee on Financial Services of the House of Representatives.

(2) The Select Committee on Intelligence, the Committee on Appropriations, the Committee on Armed Services, and the Committee on Banking, Housing, and Urban Affairs of the Senate.


CODIFICATION

Section was formerly classified to section 404m of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS


Subsec. (a). Pub. L. 111–259, § 347(d)(2)(A), (B), in heading, substituted "Annual" for "Semiannual" and, in introductory provisions, substituted "annual basis" for "semiannual basis" and "preceding one-year period" for "preceding six-month period".

Subsec. (a)(2) to (4). Pub. L. 111–259, § 347(d)(2)(C), (D), redesignated pars. (3) and (4) as (2) and (3), respectively, and struck out former par. (2) which read as follows: "the total number of applications for asset seizure and designations of individuals or entities suspected of having engaged in financial support of terrorist activities that were granted, modified, or denied;"

Subsec. (d)(1), (2). Pub. L. 111–259, § 347(d)(3), inserted "the Committee on Armed Services," after "the Committee on Appropriations.".

§ 3056. National Counterterrorism Center

(a) Establishment of Center

There is within the Office of the Director of National Intelligence a National Counterterrorism Center.

(b) Director of National Counterterrorism Center

(1) There is a Director of the National Counterterrorism Center, who shall be the head of the National Counterterrorism Center, and who shall be appointed by the President, by and with the advice and consent of the Senate.

(2) The Director of the National Counterterrorism Center may not simultaneously serve in any other capacity in the executive branch.

(c) Reporting

(1) The Director of the National Counterterrorism Center shall report to the Director of National Intelligence with respect to matters described in paragraph (2) and the President with respect to matters described in paragraph (3).

(2) The matters described in this paragraph are as follows:

(A) The budget and programs of the National Counterterrorism Center.

(B) The activities of the Directorate of Intelligence of the National Counterterrorism Center under subsection (1).

(C) The conduct of intelligence operations implemented by other elements of the intelligence community; and

(3) The matters described in this paragraph are the planning and progress of joint counterterrorism operations (other than intelligence operations).

(d) Primary missions

The primary missions of the National Counterterrorism Center shall be as follows:

(1) To serve as the primary organization in the United States Government for analyzing and integrating all intelligence possessed or acquired by the United States Government pertaining to terrorism and counterterrorism, excepting intelligence pertaining exclusively to domestic terrorists and domestic counterterrorism.

(2) To conduct strategic operational planning for counterterrorism activities, integrating all instruments of national power, including diplomatic, financial, military, intelligence, homeland security, and law enforcement activities within and among agencies.

(3) To assign roles and responsibilities as part of its strategic operational planning duties to lead Departments or agencies, as appropriate, for counterterrorism activities that are consistent with applicable law and that support counterterrorism strategic operational plans, but shall not direct the execution of any resulting operations.

(4) To ensure that agencies, as appropriate, have access to and receive all-source intelligence support needed to execute their counterterrorism plans or perform independent, alternative analysis.

(5) To ensure that such agencies have access to and receive intelligence needed to accomplish their assigned activities.

(6) To serve as the central and shared knowledge bank on known and suspected terrorists and international terror groups, as well as their goals, strategies, capabilities, and networks of contacts and support.

(e) Domestic counterterrorism intelligence

(1) The Center may, consistent with applicable law, the direction of the President, and the guidelines referred to in section 3024(b) of this title, receive intelligence pertaining exclusively to domestic counterterrorism from any Federal, State, or local government or other source necessary to fulfill its responsibilities and retain and disseminate such intelligence.

(2) Any agency authorized to conduct counterterrorism activities may request information from the Center to assist it in its responsibilities, consistent with applicable law and the
guidelines referred to in section 3024(b) of this title.

(f) Duties and responsibilities of Director

(1) The Director of the National Counterterrorism Center shall—

(A) serve as the principal adviser to the Director of National Intelligence on intelligence operations relating to counterterrorism;

(B) provide strategic operational plans for the civilian and military counterterrorism efforts of the United States Government and for the effective integration of counterterrorism intelligence and operations across agency boundaries, both inside and outside the United States;

(C) advise the Director of National Intelligence on the extent to which the counterterrorism program recommendations and budget proposals of the departments, agencies, and elements of the United States Government conform to the priorities established by the President;

(D) disseminate terrorism information, including current terrorism threat analysis, to the President, the Vice President, the Secretaries of State, Defense, and Homeland Security, the Attorney General, the Director of the Central Intelligence Agency, and other officials of the executive branch as appropriate, and to the appropriate committees of Congress;

(E) support the Department of Justice and the Department of Homeland Security, and other appropriate agencies, in fulfillment of their responsibilities to disseminate terrorism information, consistent with applicable law, guidelines referred to in section 3024(b) of this title, Executive orders and other Presidential guidance, to State and local government officials, and other entities, and coordinate dissemination of terrorism information to foreign governments as approved by the Director of National Intelligence;

(F) develop a strategy for combining terrorist travel intelligence operations and law enforcement planning and operations into a cohesive effort to intercept terrorists, find terrorist travel facilitators, and constrain terrorist mobility;

(G) have primary responsibility within the United States Government for conducting net assessments of terrorist threats;

(H) consistent with priorities approved by the President, assist the Director of National Intelligence in establishing requirements for the intelligence community for the collection of terrorism information; and

(I) perform such other duties as the Director of National Intelligence may prescribe or are prescribed by law.

(2) Nothing in paragraph (1)(G) shall limit the authority of the departments and agencies of the United States to conduct net assessments.

(g) Limitation

The Director of the National Counterterrorism Center may not direct the execution of counterterrorism operations.

(h) Resolution of disputes

The Director of National Intelligence shall resolve disagreements between the National Counterterrorism Center and the head of a department, agency, or element of the United States Government on designations, assignments, plans, or responsibilities under this section. The head of such a department, agency, or element may appeal the resolution of the disagreement by the Director of National Intelligence to the President.

(i) Directorate of Intelligence

The Director of the National Counterterrorism Center shall establish and maintain within the National Counterterrorism Center a Directorate of Intelligence which shall have primary responsibility within the United States Government for analysis of terrorism and terrorist organizations (except for purely domestic terrorist organizations) from all sources of intelligence, whether collected inside or outside the United States.

(j) Directorate of Strategic Operational Planning

(1) The Director of the National Counterterrorism Center shall establish and maintain within the National Counterterrorism Center a Directorate of Strategic Operational Planning which shall provide strategic operational plans for counterterrorism operations conducted by the United States Government.

(2) Strategic operational planning shall include the mission, objectives to be achieved, tasks to be performed, interagency coordination of operational activities, and the assignment of roles and responsibilities.

(3) The Director of the National Counterterrorism Center shall monitor the implementation of strategic operational plans, and shall obtain information from each element of the intelligence community, and from each other department, agency, or element of the United States Government relevant for monitoring the progress of such entity in implementing such plans.


CODIFICATION

Section was formerly classified to section 404 of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS

2010—Subsec. (c)(2)(B). Pub. L. 111–259 substituted “subsection (i)” for “subsection (h)”.

EFFECTIVE DATE

Section effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1907(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

STRATEGY FOR COUNTERTERRORIST TRAVEL INTELLIGENCE

Pub. L. 108–458, title VII, §7201(b), Dec. 17, 2004, 118 Stat. 3809, directed the Director of the National Counterterrorism Center, not later than 1 year after Dec. 17, 2004, to submit to Congress unclassified and classified versions of a strategy, to be developed in coordination with all relevant Federal agencies, for combining terrorist travel intelligence, operations, and law
enforcement into a cohesive effort to intercept terrorist facilitators, find terrorist travel facilitators, and constrain terrorist mobility domestically and internationally.

EXECUTIVE ORDER NO. 13354

§ 3057. National Counter Proliferation Center

(a) Establishment
(1) The President shall establish a National Counter Proliferation Center, taking into account all appropriate government tools to prevent and halt the proliferation of weapons of mass destruction, their delivery systems, and related materials and technologies.
(2) The head of the National Counter Proliferation Center shall be the Director of the National Counter Proliferation Center, who shall be appointed by the Director of National Intelligence.
(3) The National Counter Proliferation Center shall be located within the Office of the Director of National Intelligence.

(b) Missions and objectives
In establishing the National Counter Proliferation Center, the President shall address the following missions and objectives to prevent and halt the proliferation of weapons of mass destruction, their delivery systems, and related materials and technologies:
(1) Establishing a primary organization within the United States Government for analyzing and integrating all intelligence possessed or acquired by the United States pertaining to proliferation.
(2) Ensuring that appropriate agencies have full access to and receive all-source intelligence support needed to execute their counter proliferation plans or activities, and perform independent, alternative analyses.
(3) Establishing a central repository on known and suspected proliferation activities, including the goals, strategies, capabilities, networks, and any individuals, groups, or entities engaged in proliferation.
(4) Disseminating proliferation information, including proliferation threats and analyses, to the President, to the appropriate departments and agencies, and to the appropriate committees of Congress.
(5) Conducting net assessments and warnings about the proliferation of weapons of mass destruction, their delivery systems, and related materials and technologies.
(6) Coordinating counter proliferation plans and activities of the various departments and agencies of the United States Government to prevent and halt the proliferation of weapons of mass destruction, their delivery systems, and related materials and technologies.
(7) Conducting strategic operational counter proliferation planning for the United States Government to prevent and halt the proliferation of weapons of mass destruction, their delivery systems, and related materials and technologies.

(c) National security waiver
The President may waive the requirements of this section, and any parts thereof, if the President determines that such requirements do not materially improve the ability of the United States Government to prevent and halt the proliferation of weapons of mass destruction, their delivery systems, and related materials and technologies. Such waiver shall be made in writing to Congress and shall include a description of how the missions and objectives in subsection (b) of this section are being met.

(d) Report to Congress
(1) Not later than nine months after the implementation of this chapter, the President shall submit to Congress, in classified form if necessary, the findings and recommendations of the President’s Commission on Weapons of Mass Destruction established by Executive Order in February 2004, together with the views of the President regarding the establishment of a National Counter Proliferation Center.
(2) If the President decides not to exercise the waiver authority granted by subsection (c) of this section, the President shall submit to Congress from time to time updates and plans regarding the establishment of a National Counter Proliferation Center.

(e) Sense of Congress
It is the sense of Congress that a central feature of counter proliferation activities, consistent with the President’s Proliferation Security Initiative, should include the physical interdiction, by air, sea, or land, of weapons of mass destruction, their delivery systems, and related materials and technologies, and enhanced law enforcement activities to identify and disrupt proliferation networks, activities, organizations, and persons.


RECLASSIFICATION
Section was formerly classified to section 404 of this title prior to editorial reclassification and renumbering as this section.

AMENDMENTS
2010—Subsec. (a). Pub. L. 111–259 designated existing provisions as par. (1), substituted “The” for “Not later than eighteen months after December 17, 2004, the”, and added pars. (2) and (3).

EFFECTIVE DATE
For Determination by President that section take effect on Apr. 21, 2005, see Memorandum of President of
the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Section effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

DELEGATION OF FUNCTIONS

Reporting functions of President under this section assigned to the Director of National Intelligence by section 3 of Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 48633, set out as a note under section 301 of Title 3, The President.

§ 3058. National Intelligence Centers

(a) Authority to establish

The Director of National Intelligence may establish one or more national intelligence centers to address intelligence priorities, including, but not limited to, regional issues.

(b) Resources of directors of centers

(1) The Director of National Intelligence shall ensure that the head of each national intelligence center under subsection (a) of this section has appropriate authority, direction, and control of such center, and of the personnel assigned to such center, to carry out the assigned mission of such center.

(2) The Director of National Intelligence shall ensure that each national intelligence center has appropriate personnel to accomplish effectively the mission of such center.

(c) Information sharing

The Director of National Intelligence shall, to the extent appropriate and practicable, ensure that each national intelligence center under subsection (a) of this section and the other elements of the intelligence community share information in order to facilitate the mission of such center.

(d) Mission of centers

Pursuant to the direction of the Director of National Intelligence, each national intelligence center under subsection (a) of this section may, in the area of intelligence responsibility assigned to such center—

(1) have primary responsibility for providing all-source analysis of intelligence based upon intelligence gathered both domestically and abroad;

(2) have primary responsibility for identifying and proposing to the Director of National Intelligence intelligence collection and analysis and production requirements; and

(3) perform such other duties as the Director of National Intelligence shall specify.

(e) Review and modification of centers

The Director of National Intelligence shall determine on a regular basis whether—

(1) the area of intelligence responsibility assigned to each national intelligence center under subsection (a) of this section continues to meet appropriate intelligence priorities; and

(2) the staffing and management of such center remains appropriate for the accomplishment of the mission of such center.

(f) Termination

The Director of National Intelligence may terminate any national intelligence center under subsection (a) of this section.

(g) Separate budget account

The Director of National Intelligence shall, as appropriate, include in the National Intelligence Program budget a separate line item for each national intelligence center under subsection (a) of this section.


CODIFICATION

Section was formerly classified to section 404–2 of this title prior to editorial reclassification and renumbering as this section.

EFFECTIVE DATE

For Determination by President that section take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Section effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

SUBCHAPTER II—MISCELLANEOUS PROVISIONS

§ 3071. National Security Agency voluntary separation

(a) Short title

This section may be cited as the “National Security Agency Voluntary Separation Act”.

(b) Definitions

For purposes of this section—

(1) the term “Director” means the Director of the National Security Agency; and

(2) the term “employee” means an employee of the National Security Agency, serving under an appointment without time limitation, who has been currently employed by the National Security Agency for a continuous period of at least 12 months prior to the effective date of the program established under subsection (c) of this section, except that such term does not include—

(A) a reemployed annuitant under subchapter III of chapter 83 or chapter 84 of title 5 or another retirement system for employees of the Government; or

(B) an employee having a disability on the basis of which such employee is or would be eligible for disability retirement under any of the retirement systems referred to in subparagraph (A).

(c) Establishment of program

Notwithstanding any other provision of law, the Director, in his sole discretion, may establish a program under which employees may, after October 1, 2000, be eligible for early retirement, offered separation pay to separate from service voluntarily, or both.

(d) Early retirement

An employee who—