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1 See References in Text note below. 

the Department of the Army at the seat of the 
government and all field headquarters, forces, 
reserve components, installations, activities, 
and functions under the control or supervision 
of the Department of the Army. 

(b) The term ‘‘Department of the Navy’’ as 
used in this chapter shall be construed to mean 
the Department of the Navy at the seat of the 
government; the headquarters, United States 
Marine Corps; the entire operating forces of the 
United States Navy, including naval aviation, 
and of the United States Marine Corps, includ-
ing the reserve components of such forces; all 
field activities, headquarters, forces, bases, in-
stallations, activities, and functions under the 
control or supervision of the Department of the 
Navy; and the United States Coast Guard when 
operating as a part of the Navy pursuant to law. 

(c) The term ‘‘Department of the Air Force’’ 
as used in this chapter shall be construed to 
mean the Department of the Air Force at the 
seat of the government and all field head-
quarters, forces, reserve components, installa-
tions, activities, and functions under the control 
or supervision of the Department of the Air 
Force. 

(July 26, 1947, ch. 343, title II, §§ 205(c), 206(a), 
207(c), 61 Stat. 501, 502.) 

REFERENCES IN TEXT 

This chapter, referred to in text, was in the original 

‘‘this Act’’, meaning act July 26, 1947, ch. 343, 61 Stat. 

495, known as the National Security Act of 1947, which 

is classified principally to this chapter. For complete 

classification of this Act to the Code, see Tables. 

CODIFICATION 

Section was formerly classified to section 409 of this 

title prior to editorial reclassification and renumbering 

as this section, and to section 171–2 of Title 5 prior to 

the general revision and enactment of Title 5, Govern-

ment Organization and Employees, by Pub. L. 89–554, 

§ 1, Sept. 6, 1966, 80 Stat. 378. 
Prior to the enactment of Title 10, Armed Forces, by 

act Aug. 10, 1956, subsecs. (a), (b), and (c) of this section 

were classified to sections 181–1(c), 411a(a), and 626(c), 

respectively, of former Title 5. 

TRANSFER OF FUNCTIONS 

For transfer of authorities, functions, personnel, and 

assets of the Coast Guard, including the authorities 

and functions of the Secretary of Transportation relat-

ing thereto, to the Department of Homeland Security, 

and for treatment of related references, see sections 

468(b), 551(d), 552(d), and 557 of Title 6, Domestic Secu-

rity, and the Department of Homeland Security Reor-

ganization Plan of November 25, 2002, as modified, set 

out as a note under section 542 of Title 6. 

§ 3005. Applicable laws 

Except to the extent inconsistent with the 
provisions of this chapter, the provisions of title 
4 of the Revised Statutes as now or hereafter 
amended shall be applicable to the Department 
of Defense. 

(July 26, 1947, ch. 343, title II, § 201(d), as added 
Aug. 10, 1949, ch. 412, § 4, 63 Stat. 579.) 

REFERENCES IN TEXT 

This chapter, referred to in text, was in the original 

‘‘this Act’’, meaning act July 26, 1947, ch. 343, 61 Stat. 

495, known as the National Security Act of 1947, which 

is classified principally to this chapter. For complete 

classification of this Act to the Code, see Tables. 

Title 4 of the Revised Statutes, referred to in text, 

was entitled ‘‘Provisions Applicable to All Executive 

Departments’’, and consisted of R.S. §§ 158 to 198. For 

provisions of the Code derived from such title 4, see sec-

tions 101, 301, 303, 304, 503, 2952, 3101, 3106, 3341, 3345 to 

3349, 5535, and 5536 of Title 5, Government Organization 

and Employees; section 207 of Title 18, Crimes and 

Criminal Procedure; sections 514 and 520 of Title 28, Ju-

diciary and Judicial Procedure; section 3321 of Title 31, 

Money and Finance. 

CODIFICATION 

Section was formerly classified to section 408 of this 

title prior to editorial reclassification and renumbering 

as this section, and to section 171–1 of former Title 5 

prior to the general revision and enactment of Title 5, 

Government Organization and Employees, by Pub. L. 

89–554, § 1, Sept. 6, 1966, 80 Stat. 378. 

§ 3006. Repealing and savings provisions 

All laws, orders, and regulations inconsistent 
with the provisions of this title 1 are repealed in-
sofar as they are inconsistent with the powers, 
duties, and responsibilities enacted hereby: Pro-

vided, That the powers, duties, and responsibil-
ities of the Secretary of Defense under this 
title 1 shall be administered in conformance with 
the policy and requirements for administration 
of budgetary and fiscal matters in the Govern-
ment generally, including accounting and finan-
cial reporting, and that nothing in this title 1 
shall be construed as eliminating or modifying 
the powers, duties, and responsibilities of any 
other department, agency, or officer of the Gov-
ernment in connection with such matters, but 
no such department, agency, or officer shall ex-
ercise any such powers, duties, or responsibil-
ities in a manner that will render ineffective the 
provisions of this title.1 

(July 26, 1947, ch. 343, title IV, § 411, as added 
Aug. 10, 1949, ch. 412, § 11, 63 Stat. 590.) 

REFERENCES IN TEXT 

This title, referred to in text, means title IV of act 

July 26, 1947, ch. 343, as added Aug. 10, 1949, ch. 412, § 11, 

63 Stat. 585, which enacted this section and enacted and 

amended various sections in former Title 5, Executive 

Departments and Government Officers and Employees, 

and former Title 31, Money and Finance. For complete 

classification of title IV to the Code, see Tables. 

CODIFICATION 

Section was formerly classified to section 412 of this 

title prior to editorial reclassification and renumbering 

as this section, and to section 172j of former Title 5 

prior to the general revision and enactment of Title 5, 

Government Organization and Employees, by Pub. L. 

89–554, § 1, Sept. 6, 1966, 80 Stat. 378. 

SUBCHAPTER I—COORDINATION FOR 
NATIONAL SECURITY 

§ 3021. National Security Council 

(a) Establishment; presiding officer; functions; 
composition 

There is established a council to be known as 
the National Security Council (hereinafter in 
this section referred to as the ‘‘Council’’). 

The President of the United States shall pre-
side over meetings of the Council: Provided, That 
in his absence he may designate a member of the 
Council to preside in his place. 
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The function of the Council shall be to advise 
the President with respect to the integration of 
domestic, foreign, and military policies relating 
to the national security so as to enable the mili-
tary services and the other departments and 
agencies of the Government to cooperate more 
effectively in matters involving the national se-
curity. 

The Council shall be composed of— 
(1) the President; 
(2) the Vice President; 
(3) the Secretary of State; 
(4) the Secretary of Defense; 
(5) the Secretary of Energy; and 
(6) the Secretaries and Under Secretaries of 

other executive departments and of the mili-
tary departments, when appointed by the 
President by and with the advice and consent 
of the Senate, to serve at his pleasure. 

(b) Additional functions 

In addition to performing such other functions 
as the President may direct, for the purpose of 
more effectively coordinating the policies and 
functions of the departments and agencies of the 
Government relating to the national security, it 
shall, subject to the direction of the President, 
be the duty of the Council— 

(1) to assess and appraise the objectives, 
commitments, and risks of the United States 
in relation to our actual and potential mili-
tary power, in the interest of national secu-
rity, for the purpose of making recommenda-
tions to the President in connection there-
with; and 

(2) to consider policies on matters of com-
mon interest to the departments and agencies 
of the Government concerned with the na-
tional security, and to make recommendations 
to the President in connection therewith. 

(c) Executive secretary; appointment; staff em-
ployees 

The Council shall have a staff to be headed by 
a civilian executive secretary who shall be ap-
pointed by the President. The executive sec-
retary, subject to the direction of the Council, is 
authorized, subject to the civil-service laws and 
chapter 51 and subchapter III of chapter 53 of 
title 5, to appoint and fix the compensation of 
such personnel as may be necessary to perform 
such duties as may be prescribed by the Council 
in connection with the performance of its func-
tions. 

(d) Recommendations and reports 

The Council shall, from time to time, make 
such recommendations, and such other reports 
to the President as it deems appropriate or as 
the President may require. 

(e) Participation of Chairman or Vice Chairman 
of Joint Chiefs of Staff 

The Chairman (or in his absence the Vice 
Chairman) of the Joint Chiefs of Staff may, in 
his role as principal military adviser to the Na-
tional Security Council and subject to the direc-
tion of the President, attend and participate in 
meetings of the National Security Council. 

(f) Participation by Director of National Drug 
Control Policy 

The Director of National Drug Control Policy 
may, in the role of the Director as principal ad-

viser to the National Security Council on na-
tional drug control policy, and subject to the di-
rection of the President, attend and participate 
in meetings of the National Security Council. 

(g) Board for Low Intensity Conflict 

The President shall establish within the Na-
tional Security Council a board to be known as 
the ‘‘Board for Low Intensity Conflict’’. The 
principal function of the board shall be to coor-
dinate the policies of the United States for low 
intensity conflict. 

(h) Committee on Foreign Intelligence 

(1) There is established within the National 
Security Council a committee to be known as 
the Committee on Foreign Intelligence (in this 
subsection referred to as the ‘‘Committee’’). 

(2) The Committee shall be composed of the 
following: 

(A) The Director of National Intelligence. 
(B) The Secretary of State. 
(C) The Secretary of Defense. 
(D) The Assistant to the President for Na-

tional Security Affairs, who shall serve as the 
chairperson of the Committee. 

(E) Such other members as the President 
may designate. 

(3) The function of the Committee shall be to 
assist the Council in its activities by— 

(A) identifying the intelligence required to 
address the national security interests of the 
United States as specified by the President; 

(B) establishing priorities (including funding 
priorities) among the programs, projects, and 
activities that address such interests and re-
quirements; and 

(C) establishing policies relating to the con-
duct of intelligence activities of the United 
States, including appropriate roles and mis-
sions for the elements of the intelligence com-
munity and appropriate targets of intelligence 
collection activities. 

(4) In carrying out its function, the Committee 
shall— 

(A) conduct an annual review of the national 
security interests of the United States; 

(B) identify on an annual basis, and at such 
other times as the Council may require, the 
intelligence required to meet such interests 
and establish an order of priority for the col-
lection and analysis of such intelligence; and 

(C) conduct an annual review of the ele-
ments of the intelligence community in order 
to determine the success of such elements in 
collecting, analyzing, and disseminating the 
intelligence identified under subparagraph (B). 

(5) The Committee shall submit each year to 
the Council and to the Director of National In-
telligence a comprehensive report on its activi-
ties during the preceding year, including its ac-
tivities under paragraphs (3) and (4). 

(i) Committee on Transnational Threats 

(1) There is established within the National 
Security Council a committee to be known as 
the Committee on Transnational Threats (in 
this subsection referred to as the ‘‘Committee’’). 

(2) The Committee shall include the following 
members: 

(A) The Director of National Intelligence. 
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(B) The Secretary of State. 
(C) The Secretary of Defense. 
(D) The Attorney General. 
(E) The Assistant to the President for Na-

tional Security Affairs, who shall serve as the 
chairperson of the Committee. 

(F) Such other members as the President 
may designate. 

(3) The function of the Committee shall be to 
coordinate and direct the activities of the 
United States Government relating to combat-
ting transnational threats. 

(4) In carrying out its function, the Committee 
shall— 

(A) identify transnational threats; 
(B) develop strategies to enable the United 

States Government to respond to trans-
national threats identified under subpara-
graph (A); 

(C) monitor implementation of such strate-
gies; 

(D) make recommendations as to appro-
priate responses to specific transnational 
threats; 

(E) assist in the resolution of operational 
and policy differences among Federal depart-
ments and agencies in their responses to 
transnational threats; 

(F) develop policies and procedures to ensure 
the effective sharing of information about 
transnational threats among Federal depart-
ments and agencies, including law enforce-
ment agencies and the elements of the intel-
ligence community; and 

(G) develop guidelines to enhance and im-
prove the coordination of activities of Federal 
law enforcement agencies and elements of the 
intelligence community outside the United 
States with respect to transnational threats. 

(5) For purposes of this subsection, the term 
‘‘transnational threat’’ means the following: 

(A) Any transnational activity (including 
international terrorism, narcotics trafficking, 
the proliferation of weapons of mass destruc-
tion and the delivery systems for such weap-
ons, and organized crime) that threatens the 
national security of the United States. 

(B) Any individual or group that engages in 
an activity referred to in subparagraph (A). 

(j) Participation of Director of National Intel-
ligence 

The Director of National Intelligence (or, in 
the Director’s absence, the Principal Deputy Di-
rector of National Intelligence) may, in the per-
formance of the Director’s duties under this 
chapter and subject to the direction of the 
President, attend and participate in meetings of 
the National Security Council. 

(k) Special Adviser to the President on Inter-
national Religious Freedom 

It is the sense of the Congress that there 
should be within the staff of the National Secu-
rity Council a Special Adviser to the President 
on International Religious Freedom, whose posi-
tion should be comparable to that of a director 
within the Executive Office of the President. 
The Special Adviser should serve as a resource 
for executive branch officials, compiling and 
maintaining information on the facts and cir-

cumstances of violations of religious freedom 
(as defined in section 6402 of title 22), and mak-
ing policy recommendations. The Special Ad-
viser should serve as liaison with the Ambas-
sador at Large for International Religious Free-
dom, the United States Commission on Inter-
national Religious Freedom, Congress and, as 
advisable, religious nongovernmental organiza-
tions. 

(l) Participation of Coordinator for the Preven-
tion of Weapons of Mass Destruction Pro-
liferation and Terrorism 

The United States Coordinator for the Preven-
tion of Weapons of Mass Destruction Prolifera-
tion and Terrorism (or, in the Coordinator’s ab-
sence, the Deputy United States Coordinator) 
may, in the performance of the Coordinator’s 
duty as principal advisor to the President on all 
matters relating to the prevention of weapons of 
mass destruction proliferation and terrorism, 
and, subject to the direction of the President, 
attend and participate in meetings of the Na-
tional Security Council and the Homeland Secu-
rity Council. 

(July 26, 1947, ch. 343, title I, § 101, 61 Stat. 496; 
Aug. 10, 1949, ch. 412, § 3, 63 Stat. 579; Oct. 28, 
1949, ch. 782, title XI, § 1106(a), 63 Stat. 972; Oct. 
10, 1951, ch. 479, title V, § 501(e)(1), 65 Stat. 378; 
Pub. L. 99–433, title II, § 203, Oct. 1, 1986, 100 Stat. 
1011; Pub. L. 99–500, § 101(c) [title IX, § 9115(f)], 
Oct. 18, 1986, 100 Stat. 1783–82, 1783–125, and Pub. 
L. 99–591, § 101(c) [title IX, § 9115(f)], Oct. 30, 1986, 
100 Stat. 3341–82, 3341–125; Pub. L. 99–661, div. A, 
title XIII, § 1311(f), Nov. 14, 1986, 100 Stat. 3986; 
Pub. L. 100–690, title I, § 1003(a)(3), Nov. 18, 1988, 
102 Stat. 4182; Pub. L. 102–496, title VII, § 703, Oct. 
24, 1992, 106 Stat. 3189; Pub. L. 104–293, title VIII, 
§§ 802, 804, Oct. 11, 1996, 110 Stat. 3474, 3476; Pub. 
L. 105–277, div. C, title VII, § 713(b), Oct. 21, 1998, 
112 Stat. 2681–693; Pub. L. 105–292, title III, § 301, 
Oct. 27, 1998, 112 Stat. 2800; Pub. L. 108–458, title 
I, §§ 1071(a)(1)(A)–(D), 1072(a)(1), Dec. 17, 2004, 118 
Stat. 3689, 3692; Pub. L. 110–53, title XVIII, 
§ 1841(g), Aug. 3, 2007, 121 Stat. 500; Pub. L. 
110–140, title IX, § 932, Dec. 19, 2007, 121 Stat. 1740; 
Pub. L. 113–126, title VII, § 702, July 7, 2014, 128 
Stat. 1422.) 

REFERENCES IN TEXT 

This chapter, referred to in subsec. (j), was in the 

original ‘‘this Act’’, meaning act July 26, 1947, ch. 343, 

61 Stat. 495, known as the National Security Act of 

1947, which is classified principally to this chapter. For 

complete classification of this Act to the Code, see 

Tables. 

CODIFICATION 

Section was formerly classified to section 402 of this 

title prior to editorial reclassification and renumbering 

as this section. 
Pub. L. 99–591 is a corrected version of Pub. L. 99–500. 
In subsec. (c), provisions that specified compensation 

of $10,000 per year for the executive secretary to the 

Council were omitted. Section 304(b) of Pub. L. 88–426 

amended section 105 of Title 3, The President, to in-

clude the executive secretary of the Council among 

those whose compensation was authorized to be fixed 

by the President. Section 1(a) of Pub. L. 95–570 further 

amended section 105 of Title 3 to authorize the Presi-

dent to appoint and fix the pay of the employees of the 

White House Office subject to certain provisions. 
In subsec. (c), ‘‘chapter 51 and subchapter III of chap-

ter 53 of title 5’’ substituted for ‘‘the Classification Act 
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of 1949, as amended’’ on authority of Pub. L. 89–554, 

§ 7(b), Sept. 6, 1966, 80 Stat. 631, the first section of 

which enacted Title 5, Government Organization and 

Employees. 

AMENDMENTS 

2014—Subsec. (a)(5) to (8). Pub. L. 113–126 substituted 

‘‘; and’’ for semicolon at end of par. (5), redesignated 

par. (8) as (6) and struck out ‘‘the Chairman of the Mu-

nitions Board, and the Chairman of the Research and 

Development Board,’’ after ‘‘military departments,’’, 

and struck out former pars. (6) and (7) which read as 

follows: 
‘‘(6) the Director for Mutual Security; 
‘‘(7) the Chairman of the National Security Resources 

Board; and’’. 
2007—Subsec. (a)(5) to (8). Pub. L. 110–140 added par. 

(5) and redesignated former pars. (5) to (7) as (6) to (8), 

respectively. 
Subsecs. (i), (k). Pub. L. 110–53, § 1841(g)(1), redesig-

nated subsec. (i), relating to Special Adviser to the 

President on International Religious Freedom, as (k). 
Subsec. (l). Pub. L. 110–53, § 1841(g)(2), added subsec. 

(l). 
2004—Subsec. (h)(2)(A). Pub. L. 108–458, § 1071(a)(1)(A), 

substituted ‘‘Director of National Intelligence’’ for ‘‘Di-

rector of Central Intelligence’’. 
Subsec. (h)(5). Pub. L. 108–458, § 1071(a)(1)(B), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 
Subsec. (i)(2)(A). Pub. L. 108–458, § 1071(a)(1)(C), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 
Subsec. (j). Pub. L. 108–458, § 1072(a)(1), substituted 

‘‘Principal Deputy Director of National Intelligence’’ 

for ‘‘Deputy Director of Central Intelligence’’. 
Pub. L. 108–458, § 1071(a)(1)(D), substituted ‘‘Director 

of National Intelligence’’ for ‘‘Director of Central Intel-

ligence’’. 
1998—Subsecs. (f), (g). Pub. L. 105–277 added subsec. (f) 

and redesignated former subsec. (f) as (g). 
Subsec. (i). Pub. L. 105–292 added subsec. (i) relating 

to Special Adviser to the President on International 

Religious Freedom. 
1996—Subsec. (h). Pub. L. 104–293, § 802(2), added sub-

sec. (h). Former subsec. (h) redesignated (j). 
Subsec. (i). Pub. L. 104–293, § 804, added subsec. (i). 
Subsec. (j). Pub. L. 104–293, § 802(1), redesignated sub-

sec. (h) as (j). 
1992—Subsec. (h). Pub. L. 102–496 added subsec. (h). 
1988—Subsecs. (f), (g). Pub. L. 100–690, §§ 1003(a)(3), 

1009, temporarily added subsec. (f), relating to partici-

pation by Director of National Drug Control Policy in 

meetings of National Security Council, and redesig-

nated former subsec. (f) as (g). See Effective and Termi-

nation Dates of 1988 Amendment note below. 
1986—Subsec. (e). Pub. L. 99–433 added subsec. (e). 
Subsec. (f). Pub. L. 99–500, Pub. L. 99–591, and Pub. L. 

99–661 amended section identically adding subsec. (f). 
1951—Subsec. (a). Act Oct. 10, 1951, inserted cl. (5) re-

lating to Director for Mutual Security, in fourth para-

graph, and renumbered former cls. (5) and (6) thereof as 

cls. (6) and (7), respectively. 
1949—Subsec. (a). Act Aug. 10, 1949, added the Vice 

President to the Council, removed the Secretaries of 

the military departments, to authorize the President to 

add, with the consent of the Senate, Secretaries and 

Under Secretaries of other executive departments and 

of the military department, and the Chairmen of the 

Munitions Board and the Research and Development 

Board. 
Subsec. (c). Act Oct. 28, 1949, substituted ‘‘Classifica-

tion Act of 1949’’ for ‘‘Classification Act of 1923, as 

amended’’. 

EFFECTIVE DATE OF 2007 AMENDMENT 

Amendment by Pub. L. 110–140 effective on the date 

that is 1 day after Dec. 19, 2007, see section 1601 of Pub. 

L. 110–140, set out as an Effective Date note under sec-

tion 1824 of Title 2, The Congress. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

EFFECTIVE AND TERMINATION DATES OF 1988 

AMENDMENT 

Amendment by Pub. L. 100–690 effective Jan. 21, 1989, 

and repealed on Sept. 30, 1997, see sections 1012 and 1009, 

respectively, of Pub. L. 100–690. 

REPEALS 

Act Oct. 28, 1949, ch. 782, cited as a credit to this sec-

tion, was repealed (subject to a savings clause) by Pub. 

L. 89–554, Sept. 6, 1966, § 8, 80 Stat. 632, 655. 

TRANSFER OF FUNCTIONS 

Office of Director for Mutual Security abolished and 

functions of Director, including those as a member of 

National Security Council, transferred to Director of 

Foreign Operations Administration by Reorg. Plan No. 

7 of 1953, eff. Aug. 1, 1953, 18 F.R. 4541, set out in the Ap-

pendix to Title 5, Government Organization and Em-

ployees. Foreign Operations Administration abolished 

by Ex. Ord. No. 10610, May 9, 1955, 20 F.R. 3179, and its 

functions and offices transferred to Department of 

State to be administered by International Cooperation 

Administration. For later transfer, see section 2381 of 

Title 22, Foreign Relations and Intercourse, and notes 

set out under that section. 

National Security Resources Board, together with Of-

fice of Chairman, abolished by section 6 of Reorg. Plan 

No. 3 of 1953, eff. June 12, 1953, 18 F.R. 3375, 67 Stat. 634, 

set out under section 3042 of this title. Functions of 

Chairman with limited exception, including his func-

tions as a member of National Security Council trans-

ferred to Office of Defense Mobilization by section 2(a) 

of Reorg. Plan No. 3 of 1953. Functions of Director of Of-

fice of Defense Mobilization with respect to being a 

member of National Security Council transferred to Di-

rector of Office of Civil and Defense Mobilization by 

Reorg. Plan No. 1 of 1958, § 4, eff. July 1, 1958, 23 F.R. 

4991, 72 Stat. 1799, as amended by Pub. L. 85–763, Aug. 

26, 1958, 72 Stat. 861, set out as a note under section 5195 

of Title 42, The Public Health and Welfare. For subse-

quent transfers or delegations to Office of Emergency 

Planning, Office of Emergency Preparedness, President, 

Federal Preparedness Agency, and Secretary of Home-

land Security, see Transfer of Functions notes set out 

under section 3042 of this title. 

Munitions Board, together with office of Chairman, 

abolished by section 2 of Reorg. Plan No. 6 of 1953, eff. 

June 30, 1953, 18 F.R. 3743, 67 Stat. 638, set out in the 

Appendix to Title 5, Government Organization and Em-

ployees. All functions vested in Munitions Board trans-

ferred to Secretary of Defense by section 1(a) of Reorg. 

Plan No. 6 of 1953. 

Research and Development Board, together with of-

fice of Chairman, abolished by section 2 of Reorg. Plan 

No. 6 of 1953, eff. June 30, 1953, 18 F.R. 3743, 67 Stat. 638, 

set out in the Appendix to Title 5, Government Organi-

zation and Employees. Functions vested in Board 

transferred to Secretary of Defense by section 1(a) of 

Reorg. Plan No. 6 of 1953. 

National Security Council, together with its func-

tions, records, property, personnel, and unexpended bal-

ances of appropriations, allocations, and other funds 

(available or to be made available) transferred to Exec-

utive Office of President by Reorg. Plan No. 4 of 1949, 

eff. Aug. 20, 1949, 14 F.R. 5227, 63 Stat. 1067, set out in 
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the Appendix to Title 5, Government Organization and 

Employees. 

RULE OF CONSTRUCTION FOR DUPLICATE AUTHORIZATION 

AND APPROPRIATION PROVISIONS OF PUBLIC LAWS 

99–500, 99–591, AND 99–661 

For rule of construction for certain duplicate provi-

sions of Public Laws 99–500, 99–591, and 99–661, see sec-

tion 6 of Pub. L. 100–26, set out as a note under section 

2302 of Title 10, Armed Forces. 

SECTION AS UNAFFECTED BY REPEALS 

Repeals by section 542(a) of Mutual Security Act of 

1954 did not repeal amendment to this section by act 

Oct. 10, 1951. 

PILOT PROGRAM ON CRYPTOLOGIC SERVICE TRAINING 

Pub. L. 108–375, div. A, title IX, § 922, Oct. 28, 2004, 118 

Stat. 2029, which authorized the Director of the Na-

tional Security Agency to carry out a pilot program on 

cryptologic service training for the intelligence com-

munity, was repealed by Pub. L. 111–259, title III, 

§ 313(b)(1)(C), Oct. 7, 2010, 124 Stat. 2666. 

EXECUTIVE ORDER NO. 10483 

Ex. Ord. No. 10483, Sept. 2, 1953, 18 F.R. 5379, as 

amended by Ex. Ord. No. 10598, Feb. 28, 1955, 20 F.R. 

1237, which provided for an Operations Coordinating 

Board, was superseded by Ex. Ord. No. 10700, Feb. 25, 

1957, formerly set out below. 

EXECUTIVE ORDER NO. 10700 

Ex. Ord. No. 10700, Feb. 25, 1957, 22 F.R. 1111, as 

amended by Ex. Ord. No. 10773, July 1, 1958, 23 F.R. 5061; 

Ex. Ord. No. 10782, Sept. 6, 1958, 23 F.R. 6971; Ex. Ord. 

10838, Sept. 16, 1959, 24 F.R. 7519, which provided for the 

Operations Coordinating Board, was revoked by Ex. 

Ord. No. 10920, Feb. 18, 1961, 26 F.R. 1463. 

EX. ORD. NO. 13228. ESTABLISHING THE OFFICE OF HOME-

LAND SECURITY AND THE HOMELAND SECURITY COUNCIL 

Ex. Ord. No. 13228, Oct. 8, 2001, 66 F.R. 51812, as 

amended by Ex. Ord. No. 13284, § 3, Jan. 23, 2003, 68 F.R. 

4075; Ex. Ord. No. 13286, § 8, Feb. 28, 2003, 68 F.R. 10622, 

provided: 

By the authority vested in me as President by the 

Constitution and the laws of the United States of 

America, it is hereby ordered as follows: 

SECTION 1. Establishment. I hereby establish within the 

Executive Office of the President an Office of Homeland 

Security (the ‘‘Office’’) to be headed by the Assistant to 

the President for Homeland Security. 

SEC. 2. Mission. The mission of the Office shall be to 

develop and coordinate the implementation of a com-

prehensive national strategy to secure the United 

States from terrorist threats or attacks. The Office 

shall perform the functions necessary to carry out this 

mission, including the functions specified in section 3 

of this order. 

SEC. 3. Functions. The functions of the Office shall be 

to coordinate the executive branch’s efforts to detect, 

prepare for, prevent, protect against, respond to, and 

recover from terrorist attacks within the United 

States. 

(a) National Strategy. The Office shall work with exec-

utive departments and agencies, State and local gov-

ernments, and private entities to ensure the adequacy 

of the national strategy for detecting, preparing for, 

preventing, protecting against, responding to, and re-

covering from terrorist threats or attacks within the 

United States and shall periodically review and coordi-

nate revisions to that strategy as necessary. 

(b) Detection. The Office shall identify priorities and 

coordinate efforts for collection and analysis of infor-

mation within the United States regarding threats of 

terrorism against the United States and activities of 

terrorists or terrorist groups within the United States. 

The Office also shall identify, in coordination with the 

Assistant to the President for National Security Af-

fairs, priorities for collection of intelligence outside 

the United States regarding threats of terrorism within 

the United States. 
(i) In performing these functions, the Office shall 

work with Federal, State, and local agencies, as ap-

propriate, to: 
(A) facilitate collection from State and local gov-

ernments and private entities of information per-

taining to terrorist threats or activities within the 

United States; 
(B) coordinate and prioritize the requirements for 

foreign intelligence relating to terrorism within 

the United States of executive departments and 

agencies responsible for homeland security and pro-

vide these requirements and priorities to the Direc-

tor of Central Intelligence and other agencies re-

sponsible for collection of foreign intelligence; 
(C) coordinate efforts to ensure that all executive 

departments and agencies that have intelligence 

collection responsibilities have sufficient techno-

logical capabilities and resources to collect intel-

ligence and data relating to terrorist activities or 

possible terrorist acts within the United States, 

working with the Assistant to the President for Na-

tional Security Affairs, as appropriate; 
(D) coordinate development of monitoring proto-

cols and equipment for use in detecting the release 

of biological, chemical, and radiological hazards; 

and 
(E) ensure that, to the extent permitted by law, 

all appropriate and necessary intelligence and law 

enforcement information relating to homeland se-

curity is disseminated to and exchanged among ap-

propriate executive departments and agencies re-

sponsible for homeland security and, where appro-

priate for reasons of homeland security, promote 

exchange of such information with and among 

State and local governments and private entities. 
(ii) Executive departments and agencies shall, to 

the extent permitted by law, make available to the 

Office all information relating to terrorist threats 

and activities within the United States. 
(c) Preparedness. The Office of Homeland Security 

shall coordinate national efforts to prepare for and 

mitigate the consequences of terrorist threats or at-

tacks within the United States. In performing this 

function, the Office shall work with Federal, State, and 

local agencies, and private entities, as appropriate, to: 
(i) review and assess the adequacy of the portions of 

all Federal emergency response plans that pertain to 

terrorist threats or attacks within the United States; 
(ii) coordinate domestic exercises and simulations 

designed to assess and practice systems that would be 

called upon to respond to a terrorist threat or attack 

within the United States and coordinate programs 

and activities for training Federal, State, and local 

employees who would be called upon to respond to 

such a threat or attack; 
(iii) coordinate national efforts to ensure public 

health preparedness for a terrorist attack, including 

reviewing vaccination policies and reviewing the ade-

quacy of and, if necessary, increasing vaccine and 

pharmaceutical stockpiles and hospital capacity; 
(iv) coordinate Federal assistance to State and 

local authorities and nongovernmental organizations 

to prepare for and respond to terrorist threats or at-

tacks within the United States; 
(v) ensure that national preparedness programs and 

activities for terrorist threats or attacks are devel-

oped and are regularly evaluated under appropriate 

standards and that resources are allocated to improv-

ing and sustaining preparedness based on such eval-

uations; and 
(vi) ensure the readiness and coordinated deploy-

ment of Federal response teams to respond to terror-

ist threats or attacks, working with the Assistant to 

the President for National Security Affairs, when ap-

propriate. 
(d) Prevention. The Office shall coordinate efforts to 

prevent terrorist attacks within the United States. In 
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performing this function, the Office shall work with 

Federal, State, and local agencies, and private entities, 

as appropriate, to: 
(i) facilitate the exchange of information among 

such agencies relating to immigration and visa mat-

ters and shipments of cargo; and, working with the 

Assistant to the President for National Security Af-

fairs, ensure coordination among such agencies to 

prevent the entry of terrorists and terrorist mate-

rials and supplies into the United States and facili-

tate removal of such terrorists from the United 

States, when appropriate; 
(ii) coordinate efforts to investigate terrorist 

threats and attacks within the United States; and 
(iii) coordinate efforts to improve the security of 

United States borders, territorial waters, and air-

space in order to prevent acts of terrorism within the 

United States, working with the Assistant to the 

President for National Security Affairs, when appro-

priate. 
(e) Protection. The Office shall coordinate efforts to 

protect the United States and its critical infrastruc-

ture from the consequences of terrorist attacks. In per-

forming this function, the Office shall work with Fed-

eral, State, and local agencies, and private entities, as 

appropriate, to: 
(i) strengthen measures for protecting energy pro-

duction, transmission, and distribution services and 

critical facilities; other utilities; telecommunica-

tions; facilities that produce, use, store, or dispose of 

nuclear material; and other critical infrastructure 

services and critical facilities within the United 

States from terrorist attack; 
(ii) coordinate efforts to protect critical public and 

privately owned information systems within the 

United States from terrorist attack; 
(iii) develop criteria for reviewing whether appro-

priate security measures are in place at major public 

and privately owned facilities within the United 

States; 
(iv) coordinate domestic efforts to ensure that spe-

cial events determined by appropriate senior officials 

to have national significance are protected from ter-

rorist attack; 
(v) coordinate efforts to protect transportation sys-

tems within the United States, including railways, 

highways, shipping, ports and waterways, and air-

ports and civilian aircraft, from terrorist attack; 
(vi) coordinate efforts to protect United States live-

stock, agriculture, and systems for the provision of 

water and food for human use and consumption from 

terrorist attack; and 
(vii) coordinate efforts to prevent unauthorized ac-

cess to, development of, and unlawful importation 

into the United States of, chemical, biological, radio-

logical, nuclear, explosive, or other related materials 

that have the potential to be used in terrorist at-

tacks. 
(f) Response and Recovery. The Office shall coordinate 

efforts to respond to and promote recovery from terror-

ist threats or attacks within the United States. In per-

forming this function, the Office shall work with Fed-

eral, State, and local agencies, and private entities, as 

appropriate, to: 
(i) coordinate efforts to ensure rapid restoration of 

transportation systems, energy production, trans-

mission, and distribution systems; telecommunica-

tions; other utilities; and other critical infrastruc-

ture facilities after disruption by a terrorist threat or 

attack; 
(ii) coordinate efforts to ensure rapid restoration of 

public and private critical information systems after 

disruption by a terrorist threat or attack; 
(iii) work with the National Economic Council to 

coordinate efforts to stabilize United States financial 

markets after a terrorist threat or attack and man-

age the immediate economic and financial conse-

quences of the incident; 
(iv) coordinate Federal plans and programs to pro-

vide medical, financial, and other assistance to vic-

tims of terrorist attacks and their families; and 

(v) coordinate containment and removal of biologi-

cal, chemical, radiological, explosive, or other haz-

ardous materials in the event of a terrorist threat or 

attack involving such hazards and coordinate efforts 

to mitigate the effects of such an attack. 
(g) Incident Management. Consistent with applicable 

law, including the statutory functions of the Secretary 

of Homeland Security, the Assistant to the President 

for Homeland Security shall be the official primarily 

responsible for advising and assisting the President in 

the coordination of domestic incident management ac-

tivities of all departments and agencies in the event of 

a terrorist threat, and during and in the aftermath of 

terrorist attacks, major disasters, or other emer-

gencies, within the United States. Generally, the As-

sistant to the President for Homeland Security shall 

serve as the principal point of contact for and to the 

President with respect to the coordination of such ac-

tivities. The Assistant to the President for Homeland 

Security shall coordinate with the Assistant to the 

President for National Security Affairs, as appropriate. 
(h) Continuity of Government. The Assistant to the 

President for Homeland Security, in coordination with 

the Assistant to the President for National Security 

Affairs, shall review plans and preparations for ensur-

ing the continuity of the Federal Government in the 

event of a terrorist attack that threatens the safety 

and security of the United States Government or its 

leadership. 
(i) Public Affairs. The Office, subject to the direction 

of the White House Office of Communications, shall 

coordinate the strategy of the executive branch for 

communicating with the public in the event of a terror-

ist threat or attack within the United States. The Of-

fice also shall coordinate the development of programs 

for educating the public about the nature of terrorist 

threats and appropriate precautions and responses. 
(j) Cooperation with State and Local Governments and 

Private Entities. The Office shall encourage and invite 

the participation of State and local governments and 

private entities, as appropriate, in carrying out the Of-

fice’s functions. 
(k) Review of Legal Authorities and Development of Leg-

islative Proposals. The Office shall coordinate a periodic 

review and assessment of the legal authorities avail-

able to executive departments and agencies to permit 

them to perform the functions described in this order. 

When the Office determines that such legal authorities 

are inadequate, the Office shall develop, in consulta-

tion with executive departments and agencies, propos-

als for presidential action and legislative proposals for 

submission to the Office of Management and Budget to 

enhance the ability of executive departments and agen-

cies to perform those functions. The Office shall work 

with State and local governments in assessing the ade-

quacy of their legal authorities to permit them to de-

tect, prepare for, prevent, protect against, and recover 

from terrorist threats and attacks. 
(l) Budget Review. The Assistant to the President for 

Homeland Security, in consultation with the Director 

of the Office of Management and Budget (the ‘‘Direc-

tor’’) and the heads of executive departments and agen-

cies, shall identify programs that contribute to the Ad-

ministration’s strategy for homeland security and, in 

the development of the President’s annual budget sub-

mission, shall review and provide advice to the heads of 

departments and agencies for such programs. The As-

sistant to the President for Homeland Security shall 

provide advice to the Director on the level and use of 

funding in departments and agencies for homeland se-

curity-related activities and, prior to the Director’s 

forwarding of the proposed annual budget submission 

to the President for transmittal to the Congress, shall 

certify to the Director the funding levels that the As-

sistant to the President for Homeland Security believes 

are necessary and appropriate for the homeland secu-

rity-related activities of the executive branch. 
SEC. 4. Administration. 
(a) The Office of Homeland Security shall be directed 

by the Assistant to the President for Homeland Secu-

rity. 
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(b) The Office of Administration within the Executive 
Office of the President shall provide the Office of 
Homeland Security with such personnel, funding, and 
administrative support, to the extent permitted by law 
and subject to the availability of appropriations, as di-
rected by the Chief of Staff to carry out the provisions 
of this order. 

(c) Heads of executive departments and agencies are 
authorized, to the extent permitted by law, to detail or 
assign personnel of such departments and agencies to 
the Office of Homeland Security upon request of the 
Assistant to the President for Homeland Security, sub-
ject to the approval of the Chief of Staff. 

SEC. 5. Establishment of Homeland Security Council. 
(a) I hereby establish a Homeland Security Council 

(the ‘‘Council’’), which shall be responsible for advising 
and assisting the President with respect to all aspects 
of homeland security. The Council shall serve as the 
mechanism for ensuring coordination of homeland se-
curity-related activities of executive departments and 
agencies and effective development and implementa-
tion of homeland security policies. 

(b) The Council shall have as its members the Presi-
dent, the Vice President, the Secretary of the Treas-
ury, the Secretary of Defense, the Attorney General, 
the Secretary of Health and Human Services, the Sec-
retary of Transportation, the Secretary of Homeland 
Security, the Director of the Federal Emergency Man-
agement Agency, the Director of the Federal Bureau of 
Investigation, the Director of Central Intelligence, the 
Assistant to the President for Homeland Security, and 
such other officers of the executive branch as the Presi-
dent may from time to time designate. The Chief of 
Staff, the Chief of Staff to the Vice President, the As-
sistant to the President for National Security Affairs, 
the Counsel to the President, and the Director of the 
Office of Management and Budget also are invited to 
attend any Council meeting. The Secretary of State, 
the Secretary of Agriculture, the Secretary of the Inte-
rior, the Secretary of Energy, the Secretary of Labor, 
the Secretary of Commerce, the Secretary of Veterans 
Affairs, the Administrator of the Environmental Pro-
tection Agency, the Assistant to the President for Eco-
nomic Policy, and the Assistant to the President for 
Domestic Policy shall be invited to attend meetings 
pertaining to their responsibilities. The heads of other 
executive departments and agencies and other senior 
officials shall be invited to attend Council meetings 
when appropriate. 

(c) The Council shall meet at the President’s direc-
tion. When the President is absent from a meeting of 
the Council, at the President’s direction the Vice Presi-
dent may preside. The Assistant to the President for 
Homeland Security shall be responsible, at the Presi-
dent’s direction, for determining the agenda, ensuring 
that necessary papers are prepared, and recording 
Council actions and Presidential decisions. 

SEC. 6. Original Classification Authority. I hereby dele-
gate the authority to classify information originally as 

Top Secret, in accordance with Executive Order 12958 

[former 50 U.S.C. 3161 note] or any successor Executive 

Order, to the Assistant to the President for Homeland 

Security. 
SEC. 7. Continuing Authorities. This order does not 

alter the existing authorities of United States Govern-

ment departments and agencies, including the Depart-

ment of Homeland Security. All executive departments 

and agencies are directed to assist the Council and the 

Assistant to the President for Homeland Security in 

carrying out the purposes of this order. 
SEC. 8. General Provisions. 
(a) This order does not create any right or benefit, 

substantive or procedural, enforceable at law or equity 

by a party against the United States, its departments, 

agencies or instrumentalities, its officers or employees, 

or any other person. 
(b) References in this order to State and local govern-

ments shall be construed to include tribal governments 

and United States territories and other possessions. 
(c) References to the ‘‘United States’’ shall be con-

strued to include United States territories and posses-

sions. 

SEC. 9. [Amended Ex. Ord. No. 12656, set out as a note 

under section 5195 of Title 42, The Public Health and 

Welfare.] 

GEORGE W. BUSH. 

EXECUTIVE ORDER NO. 13260 

Ex. Ord. No. 13260, Mar. 19, 2002, 67 F.R. 13241, as 

amended by Ex. Ord. No. 13286, § 4, Feb. 28, 2003, 68 F.R. 

10619, which established the President’s Homeland Se-

curity Advisory Council and Senior Advisory Commit-

tees for Homeland Security, was revoked by Ex. Ord. 

No. 13286, § 4, Feb. 28, 2003, 68 F.R. 10619, eff. Mar. 31, 

2003. 

EX. ORD. NO. 13657. CHANGING THE NAME OF THE NA-

TIONAL SECURITY STAFF TO THE NATIONAL SECURITY 

COUNCIL STAFF 

Ex. Ord. No. 13657, Feb. 10, 2014, 79 F.R. 8823, provided: 

By the authority vested in me as President by the 

Constitution and the laws of the United States of 

America, and in order to reflect my decision to change 

the name of the National Security Staff to the Na-

tional Security Council staff, it is hereby ordered as 

follows: 

SECTION 1. Name Change. All references to the Na-

tional Security Staff or Homeland Security Council 

Staff in any Executive Order or Presidential directive 

shall be understood to refer to the staff of the National 

Security Council. 

SEC. 2. General Provisions. (a) Nothing in this order 

shall be construed to impair or otherwise affect: 

(i) the authority granted by law to an executive de-

partment, agency, or the head thereof; or 

(ii) the functions of the Director of the Office of Man-

agement and Budget relating to budgetary, administra-

tive, or legislative proposals. 

(b) This order is not intended to, and does not, create 

any right or benefit, substantive or procedural, enforce-

able at law or in equity by any party against the 

United States, its departments, agencies, or entities, 

its officers, employees, or agents, or any other person. 

BARACK OBAMA. 

§ 3022. Joint Intelligence Community Council 

(a) Joint Intelligence Community Council 

There is a Joint Intelligence Community 
Council. 

(b) Membership 

The Joint Intelligence Community Council 
shall consist of the following: 

(1) The Director of National Intelligence, 
who shall chair the Council. 

(2) The Secretary of State. 
(3) The Secretary of the Treasury. 
(4) The Secretary of Defense. 
(5) The Attorney General. 
(6) The Secretary of Energy. 
(7) The Secretary of Homeland Security. 
(8) Such other officers of the United States 

Government as the President may designate 
from time to time. 

(c) Functions 

The Joint Intelligence Community Council 
shall assist the Director of National Intelligence 
in developing and implementing a joint, unified 
national intelligence effort to protect national 
security by— 

(1) advising the Director on establishing re-
quirements, developing budgets, financial 
management, and monitoring and evaluating 
the performance of the intelligence commu-
nity, and on such other matters as the Direc-
tor may request; and 
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(2) ensuring the timely execution of pro-
grams, policies, and directives established or 
developed by the Director. 

(d) Meetings 

The Director of National Intelligence shall 
convene regular meetings of the Joint Intel-
ligence Community Council. 

(e) Advice and opinions of members other than 
Chairman 

(1) A member of the Joint Intelligence Com-
munity Council (other than the Chairman) may 
submit to the Chairman advice or an opinion in 
disagreement with, or advice or an opinion in 
addition to, the advice presented by the Director 
of National Intelligence to the President or the 
National Security Council, in the role of the 
Chairman as Chairman of the Joint Intelligence 
Community Council. If a member submits such 
advice or opinion, the Chairman shall present 
the advice or opinion of such member at the 
same time the Chairman presents the advice of 
the Chairman to the President or the National 
Security Council, as the case may be. 

(2) The Chairman shall establish procedures to 
ensure that the presentation of the advice of the 
Chairman to the President or the National Secu-
rity Council is not unduly delayed by reason of 
the submission of the individual advice or opin-
ion of another member of the Council. 

(f) Recommendations to Congress 

Any member of the Joint Intelligence Commu-
nity Council may make such recommendations 
to Congress relating to the intelligence commu-
nity as such member considers appropriate. 

(July 26, 1947, ch. 343, title I, § 101A, as added 
Pub. L. 108–458, title I, § 1031, Dec. 17, 2004, 118 
Stat. 3677.) 

CODIFICATION 

Section was formerly classified to section 402–1 of 

this title prior to editorial reclassification and renum-

bering as this section. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

§ 3023. Director of National Intelligence 

(a) Director of National Intelligence 

(1) There is a Director of National Intelligence 
who shall be appointed by the President, by and 
with the advice and consent of the Senate. Any 
individual nominated for appointment as Direc-
tor of National Intelligence shall have extensive 
national security expertise. 

(2) The Director of National Intelligence shall 
not be located within the Executive Office of the 
President. 

(b) Principal responsibility 

Subject to the authority, direction, and con-
trol of the President, the Director of National 
Intelligence shall— 

(1) serve as head of the intelligence commu-
nity; 

(2) act as the principal adviser to the Presi-
dent, to the National Security Council, and 
the Homeland Security Council for intel-
ligence matters related to the national secu-
rity; and 

(3) consistent with section 1018 of the Na-
tional Security Intelligence Reform Act of 
2004, oversee and direct the implementation of 
the National Intelligence Program. 

(c) Prohibition on dual service 

The individual serving in the position of Di-
rector of National Intelligence shall not, while 
so serving, also serve as the Director of the Cen-
tral Intelligence Agency or as the head of any 
other element of the intelligence community. 

(July 26, 1947, ch. 343, title I, § 102, as added Pub. 
L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 Stat. 
3644.) 

REFERENCES IN TEXT 

Section 1018 of the National Security Intelligence Re-

form Act of 2004, referred to in subsec. (b)(3), is section 

1018 of Pub. L. 108–458, which is set out as a note below. 

CODIFICATION 

Section was formerly classified to section 403 of this 

title prior to editorial reclassification and renumbering 

as this section. 

PRIOR PROVISIONS 

A prior section 102 of act July 26, 1947, ch. 343, title 

I, as added and amended Pub. L. 104–293, title VIII, 

§§ 805(a), 809(a), 810, 811, Oct. 11, 1996, 110 Stat. 3477, 3481, 

3482; Pub. L. 105–107, title IV, § 405, Nov. 20, 1997, 111 

Stat. 2261; Pub. L. 105–272, title III, § 306, Oct. 20, 1998, 

112 Stat. 2401, related to Office of the Director of Cen-

tral Intelligence prior to repeal by Pub. L. 108–458, title 

I, §§ 1011(a), 1097(a), Dec. 17, 2004, 118 Stat. 3643, 3698, ef-

fective not later than six months after Dec. 17, 2004, ex-

cept as otherwise expressly provided. See section 3036 of 

this title. 

Another prior section 102 of act July 26, 1947, ch. 343, 

title I, 61 Stat. 497; act Apr. 4, 1953, ch. 16, 67 Stat. 19; 

Pub. L. 102–496, title VII, § 704, Oct. 24, 1992, 106 Stat. 

3189; Pub. L. 104–93, title VII, § 701, Jan. 6, 1996, 109 Stat. 

977; Pub. L. 104–106, div. A, title V, § 570, Feb. 10, 1996, 

110 Stat. 353, related to establishment of Central Intel-

ligence Agency and appointment and functions of its 

Director and Deputy Director prior to repeal by Pub. L. 

104–293, title VIII, § 805(a), Oct. 11, 1996, 110 Stat. 3477. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

MERGER OF THE FOREIGN COUNTERINTELLIGENCE PRO-

GRAM AND THE GENERAL DEFENSE INTELLIGENCE PRO-

GRAM 

Pub. L. 113–126, title III, § 314, July 7, 2014, 128 Stat. 

1399, provided that: ‘‘Notwithstanding any other provi-

sion of law, the Director of National Intelligence shall 

carry out the merger of the Foreign Counter-

intelligence Program into the General Defense Intel-

ligence Program as directed in the classified annex to 

this Act [see Tables for classification]. The merger 

shall go into effect no earlier than 30 days after written 
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notification of the merger is provided to the congres-

sional intelligence committees.’’ 

[For definition of ‘‘congressional intelligence com-

mittees’’ as used in section 314 of Pub. L. 113–126, set 

out above, see section 2 of Pub. L. 113–126, set out as a 

note under section 3003 of this title.] 

PRESIDENTIAL GUIDELINES ON IMPLEMENTATION AND 

PRESERVATION OF AUTHORITIES 

Pub. L. 108–458, title I, § 1018, Dec. 17, 2004, 118 Stat. 

3670, provided that: ‘‘The President shall issue guide-

lines to ensure the effective implementation and execu-

tion within the executive branch of the authorities 

granted to the Director of National Intelligence by this 

title [see Tables for classification] and the amendments 

made by this title, in a manner that respects and does 

not abrogate the statutory responsibilities of the heads 

of the departments of the United States Government 

concerning such departments, including, but not lim-

ited to: 

‘‘(1) the authority of the Director of the Office of 

Management and Budget; and 

‘‘(2) the authority of the principal officers of the ex-

ecutive departments as heads of their respective de-

partments, including, but not limited to, under— 

‘‘(A) section 199 of the Revised Statutes (22 U.S.C. 

2651); 

‘‘(B) title II of the Department of Energy Organi-

zation Act (42 U.S.C. 7131 et seq.); 

‘‘(C) the State Department Basic Authorities Act 

of 1956 [Act Aug. 1, 1956, ch. 841, see Tables for clas-

sification]; 

‘‘(D) section 102(a) of the Homeland Security Act 

of 2002 (6 U.S.C. 112(a)); and 

‘‘(E) sections 301 of title 5, 113(b) and 162(b) of 

title 10, 503 of title 28, and 301(b) of title 31, United 

States Code.’’ 

FINDINGS REGARDING IMPROVEMENT OF EQUALITY OF 

EMPLOYMENT OPPORTUNITIES IN THE INTELLIGENCE 

COMMUNITY 

Pub. L. 108–177, title III, § 319, Dec. 13, 2003, 117 Stat. 

2614, as amended by Pub. L. 108–458, title I, 

§ 1071(g)(3)(A)(iv), (B), Dec. 17, 2004, 118 Stat. 3692; Pub. 

L. 111–259, title III, § 313(b)(1)(A), (3), Oct. 7, 2010, 124 

Stat. 2666, provided that: ‘‘Congress makes the follow-

ing findings: 

‘‘(1) It is the recommendation of the Joint Inquiry 

of the Senate Select Committee on Intelligence and 

the House Permanent Select Committee on Intel-

ligence into Intelligence Community Activities Be-

fore and After the Terrorist Attacks of September 11, 

2001, that the Intelligence Community should en-

hance recruitment of a more ethnically and cul-

turally diverse workforce and devise a strategy to 

capitalize upon the unique cultural and linguistic ca-

pabilities of first generation Americans. 

‘‘(2) The Intelligence Community could greatly ben-

efit from an increased number of employees who are 

proficient in foreign languages and knowledgeable of 

world cultures, especially in foreign languages that 

are critical to the national security interests of the 

United States. Particular emphasis should be given 

to the recruitment of United States citizens whose 

linguistic capabilities are acutely required for the 

improvement of the overall intelligence collection 

and analysis effort of the United States Government. 

‘‘(3) The Intelligence Community has a signifi-

cantly lower percentage of women and minorities 

than the total workforce of the Federal government 

and the total civilian labor force. 

‘‘(4) Women and minorities continue to be under- 

represented in senior grade levels, and in core mis-

sion areas, of the intelligence community.’’ 

REPORT ON LESSONS LEARNED FROM MILITARY 

OPERATIONS IN IRAQ 

Pub. L. 108–177, title III, § 357, Dec. 13, 2003, 117 Stat. 

2621, as amended by Pub. L. 108–458, title I, 

§ 1071(g)(3)(A)(vi), Dec. 17, 2004, 118 Stat. 3692, required 

Director of National Intelligence to submit report to 

Congress, not later than one year after Dec. 13, 2003, on 

intelligence lessons learned as a result of Operation 

Iraqi Freedom. 

CENTRAL INTELLIGENCE AGENCY RETIREMENT AND 

DISABILITY SYSTEM 

Pub. L. 88–643, Oct. 13, 1964, 78 Stat. 1043, as amended 

by Pub. L. 90–539, Sept. 30, 1968, 82 Stat. 902; Pub. L. 

91–185, Dec. 30, 1969, 83 Stat. 847; Pub. L. 91–626, §§ 1–6, 

Dec. 31, 1970, 84 Stat. 1872–1874; Pub. L. 93–31, May 8, 

1973, 87 Stat. 65; Pub. L. 93–210, § 1(a), Dec. 28, 1973, 87 

Stat. 908; Pub. L. 94–361, title VIII, § 801(b), July 14, 1976, 

90 Stat. 929; Pub. L. 94–522, title I, §§ 101, 102, title II, 

§§ 201–213, Oct. 17, 1976, 90 Stat. 2467–2471; Ex. Ord. No. 

12273, Jan. 16, 1981, 46 F.R. 5854; Ex. Ord. No. 12326, Sept. 

30, 1981, 46 F.R. 48889; Pub. L. 97–269, title VI, §§ 602–611, 

Sept. 27, 1982, 96 Stat. 1145–1148, 1152–1153; Ex. Ord. No. 

12443, Sept. 27, 1983, 48 F.R. 44751; Ex. Ord. No. 12485, 

July 13, 1984, 49 F.R. 28827; Pub. L. 98–618, title III, § 302, 

Nov. 8, 1984, 98 Stat. 3300; Pub. L. 99–169, title VII, § 702, 

Dec. 4, 1985, 99 Stat. 1008; Pub. L. 99–335, title V, 

§§ 501–506, June 6, 1986, 100 Stat. 622–624; Pub. L. 99–514, 

§ 2, Oct. 22, 1986, 100 Stat. 2095; Pub. L. 99–569, title III, 

§ 302(a), Oct. 27, 1986, 100 Stat. 3192; Pub. L. 100–178, title 

IV, §§ 401(a), 402(a), (b)(1), (2), Dec. 2, 1987, 101 Stat. 

1012–1014; Pub. L. 100–453, title III, § 302(a), (b)(1), (c)(1), 

(d)(1), (2), title V, § 502, Sept. 29, 1988, 102 Stat. 1906, 1907, 

1909; Pub. L. 101–193, title III, §§ 302–304(a), 307(b), Nov. 

30, 1989, 103 Stat. 1703, 1707; Pub. L. 102–83, § 5(c)(2), Aug. 

6, 1991, 105 Stat. 406; Pub. L. 102–88, title III, 

§§ 302–305(a), 306–307(b), Aug. 14, 1991, 105 Stat. 431–433; 

Pub. L. 102–183, title III, §§ 302(a)–(c), 303(a), 304–306(b), 

307, 309(a), 310(a), Dec. 4, 1991, 105 Stat. 1262–1266; Pub. 

L. 102–496, title III, § 304(b), Oct. 24, 1992, 106 Stat. 3183, 

known as the Central Intelligence Agency Retirement 

Act of 1964 for Certain Employees, was revised gener-

ally by Pub. L. 102–496, title VIII, § 802, Oct. 24, 1992, 106 

Stat. 3196. As so revised, Pub. L. 88–643, now known as 

the Central Intelligence Agency Retirement Act, has 

been transferred to chapter 38 (§ 2001 et seq.) of this 

title. All notes, Executive orders, and other provisions 

relating to this Act have been transferred to section 

2001 of this title. 

EXECUTIVE ORDER NO. 10656 

Ex. Ord. No. 10656, Feb. 6, 1956, 21 F.R. 859, which es-

tablished the President’s Board of Consultants on For-

eign Intelligence Activities, was revoked by Ex. Ord. 

No. 10938, May 4, 1961, 26 F.R. 3951, formerly set out 

below. 

EXECUTIVE ORDER NO. 10938 

Ex. Ord. No. 10938, May 4, 1961, 26 F.R. 3951, which es-

tablished the President’s Foreign Intelligence Advisory 

Board, was revoked by Ex. Ord. No. 11460, Mar. 20, 1969, 

34 F.R. 5535, formerly set out below. 

EXECUTIVE ORDER NO. 11460 

Ex. Ord. No. 11460, Mar. 20, 1969, 34 F.R. 5535, which es-

tablished the President’s Foreign Intelligence Advisory 

Board, was revoked by Ex. Ord. No. 11984, May 4, 1977, 

42 F.R. 23129, set out below. 

EX. ORD. NO. 11984. ABOLITION OF PRESIDENT’S FOREIGN 

INTELLIGENCE ADVISORY BOARD 

Ex. Ord. No. 11984, May 4, 1977, 42 F.R. 23129, provided: 
By virtue of the authority vested in me by the Con-

stitution and statutes of the United States of America, 

and as President of the United States of America, in 

order to abolish the President’s Foreign Intelligence 

Advisory Board, Executive Order No. 11460 of March 20, 

1969, is hereby revoked. 

JIMMY CARTER. 

EXECUTIVE ORDER NO. 12331 

Ex. Ord. No. 12331, Oct. 20, 1981, 46 F.R. 51705, which 

established the President’s Foreign Intelligence Advi-
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sory Board, was revoked by Ex. Ord. No. 12537, Oct. 28, 

1985, 50 F.R. 45083, formerly set out below. 

EXECUTIVE ORDER NO. 12537 

Ex. Ord. No. 12537, Oct. 28, 1985, 50 F.R. 45083, as 

amended by Ex. Ord. No. 12624, Jan. 6, 1988, 53 F.R. 489, 

which established the President’s Foreign Intelligence 

Advisory Board, was revoked by Ex. Ord. No. 12863, § 3.3, 

Sept. 13, 1993, 58 F.R. 48441, formerly set out as a note 

under section 3001 of this title. 

§ 3024. Responsibilities and authorities of the Di-
rector of National Intelligence 

(a) Provision of intelligence 

(1) The Director of National Intelligence shall 
be responsible for ensuring that national intel-
ligence is provided— 

(A) to the President; 
(B) to the heads of departments and agencies 

of the executive branch; 
(C) to the Chairman of the Joint Chiefs of 

Staff and senior military commanders; 
(D) to the Senate and House of Representa-

tives and the committees thereof; and 
(E) to such other persons as the Director of 

National Intelligence determines to be appro-
priate. 

(2) Such national intelligence should be time-
ly, objective, independent of political consider-
ations, and based upon all sources available to 
the intelligence community and other appro-
priate entities. 

(b) Access to intelligence 

Unless otherwise directed by the President, 
the Director of National Intelligence shall have 
access to all national intelligence and intel-
ligence related to the national security which is 
collected by any Federal department, agency, or 
other entity, except as otherwise provided by 
law or, as appropriate, under guidelines agreed 
upon by the Attorney General and the Director 
of National Intelligence. 

(c) Budget authorities 

(1) With respect to budget requests and appro-
priations for the National Intelligence Program, 
the Director of National Intelligence shall— 

(A) based on intelligence priorities set by 
the President, provide to the heads of depart-
ments containing agencies or organizations 
within the intelligence community, and to the 
heads of such agencies and organizations, 
guidance for developing the National Intel-
ligence Program budget pertaining to such 
agencies and organizations; 

(B) based on budget proposals provided to 
the Director of National Intelligence by the 
heads of agencies and organizations within the 
intelligence community and the heads of their 
respective departments and, as appropriate, 
after obtaining the advice of the Joint Intel-
ligence Community Council, develop and de-
termine an annual consolidated National In-
telligence Program budget; and 

(C) present such consolidated National Intel-
ligence Program budget, together with any 
comments from the heads of departments con-
taining agencies or organizations within the 
intelligence community, to the President for 
approval. 

(2) In addition to the information provided 
under paragraph (1)(B), the heads of agencies 
and organizations within the intelligence com-
munity shall provide the Director of National 
Intelligence such other information as the Di-
rector shall request for the purpose of determin-
ing the annual consolidated National Intel-
ligence Program budget under that paragraph. 

(3)(A) The Director of National Intelligence 
shall participate in the development by the Sec-
retary of Defense of the annual budget for the 
Military Intelligence Program or any successor 
program or programs. 

(B) The Director of National Intelligence shall 
provide guidance for the development of the an-
nual budget for each element of the intelligence 
community that is not within the National In-
telligence Program. 

(4) The Director of National Intelligence shall 
ensure the effective execution of the annual 
budget for intelligence and intelligence-related 
activities. 

(5)(A) The Director of National Intelligence 
shall be responsible for managing appropriations 
for the National Intelligence Program by direct-
ing the allotment or allocation of such appro-
priations through the heads of the departments 
containing agencies or organizations within the 
intelligence community and the Director of the 
Central Intelligence Agency, with prior notice 
(including the provision of appropriate support-
ing information) to the head of the department 
containing an agency or organization receiving 
any such allocation or allotment or the Director 
of the Central Intelligence Agency. 

(B) Notwithstanding any other provision of 
law, pursuant to relevant appropriations Acts 
for the National Intelligence Program, the Di-
rector of the Office of Management and Budget 
shall exercise the authority of the Director of 
the Office of Management and Budget to appor-
tion funds, at the exclusive direction of the Di-
rector of National Intelligence, for allocation to 
the elements of the intelligence community 
through the relevant host executive depart-
ments and the Central Intelligence Agency. De-
partment comptrollers or appropriate budget 
execution officers shall allot, allocate, repro-
gram, or transfer funds appropriated for the Na-
tional Intelligence Program in an expeditious 
manner. 

(C) The Director of National Intelligence shall 
monitor the implementation and execution of 
the National Intelligence Program by the heads 
of the elements of the intelligence community 
that manage programs and activities that are 
part of the National Intelligence Program, 
which may include audits and evaluations. 

(6) Apportionment and allotment of funds 
under this subsection shall be subject to chapter 
13 and section 1517 of title 31 and the Congres-
sional Budget and Impoundment Control Act of 
1974 (2 U.S.C. 621 et seq.). 

(7)(A) The Director of National Intelligence 
shall provide a semi-annual report, beginning 
April 1, 2005, and ending April 1, 2007, to the 
President and the Congress regarding implemen-
tation of this section. 

(B) The Director of National Intelligence shall 
report to the President and the Congress not 
later than 15 days after learning of any instance 
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in which a departmental comptroller acts in a 
manner inconsistent with the law (including 
permanent statutes, authorization Acts, and ap-
propriations Acts), or the direction of the Direc-
tor of National Intelligence, in carrying out the 
National Intelligence Program. 

(d) Role of Director of National Intelligence in 
transfer and reprogramming of funds 

(1)(A) No funds made available under the Na-
tional Intelligence Program may be transferred 
or reprogrammed without the prior approval of 
the Director of National Intelligence, except in 
accordance with procedures prescribed by the 
Director of National Intelligence. 

(B) The Secretary of Defense shall consult 
with the Director of National Intelligence before 
transferring or reprogramming funds made 
available under the Military Intelligence Pro-
gram or any successor program or programs. 

(2) Subject to the succeeding provisions of this 
subsection, the Director of National Intelligence 
may transfer or reprogram funds appropriated 
for a program within the National Intelligence 
Program— 

(A) to another such program; 
(B) to other departments or agencies of the 

United States Government for the develop-
ment and fielding of systems of common con-
cern related to the collection, processing, 
analysis, exploitation, and dissemination of 
intelligence information; or 

(C) to a program funded by appropriations 
not within the National Intelligence Program 
to address critical gaps in intelligence infor-
mation sharing or access capabilities. 

(3) The Director of National Intelligence may 
only transfer or reprogram funds referred to in 
paragraph (1)(A)— 

(A) with the approval of the Director of the 
Office of Management and Budget; and 

(B) after consultation with the heads of de-
partments containing agencies or organiza-
tions within the intelligence community to 
the extent such agencies or organizations are 
affected, and, in the case of the Central Intel-
ligence Agency, after consultation with the 
Director of the Central Intelligence Agency. 

(4) The amounts available for transfer or re-
programming in the National Intelligence Pro-
gram in any given fiscal year, and the terms and 
conditions governing such transfers and 
reprogrammings, are subject to the provisions of 
annual appropriations Acts and this subsection. 

(5)(A) A transfer or reprogramming of funds 
may be made under this subsection only if— 

(i) the funds are being transferred to an ac-
tivity that is a higher priority intelligence ac-
tivity; 

(ii) the transfer or reprogramming supports 
an emergent need, improves program effec-
tiveness, or increases efficiency; 

(iii) the transfer or reprogramming does not 
involve a transfer or reprogramming of funds 
to a Reserve for Contingencies of the Director 
of National Intelligence or the Reserve for 
Contingencies of the Central Intelligence 
Agency; 

(iv) the transfer or reprogramming results in 
a cumulative transfer or reprogramming of 

funds out of any department or agency, as ap-
propriate, funded in the National Intelligence 
Program in a single fiscal year— 

(I) that is less than $150,000,000, and 
(II) that is less than 5 percent of amounts 

available to a department or agency under 
the National Intelligence Program; and 

(v) the transfer or reprogramming does not 
terminate an acquisition program. 

(B) A transfer or reprogramming may be made 
without regard to a limitation set forth in 
clause (iv) or (v) of subparagraph (A) if the 
transfer has the concurrence of the head of the 
department involved or the Director of the Cen-
tral Intelligence Agency (in the case of the Cen-
tral Intelligence Agency). The authority to pro-
vide such concurrence may only be delegated by 
the head of the department involved or the Di-
rector of the Central Intelligence Agency (in the 
case of the Central Intelligence Agency) to the 
deputy of such officer. 

(6) Funds transferred or reprogrammed under 
this subsection shall remain available for the 
same period as the appropriations account to 
which transferred or reprogrammed. 

(7) Any transfer or reprogramming of funds 
under this subsection shall be carried out in ac-
cordance with existing procedures applicable to 
reprogramming notifications for the appropriate 
congressional committees. Any proposed trans-
fer or reprogramming for which notice is given 
to the appropriate congressional committees 
shall be accompanied by a report explaining the 
nature of the proposed transfer or reprogram-
ming and how it satisfies the requirements of 
this subsection. In addition, the congressional 
intelligence committees shall be promptly noti-
fied of any transfer or reprogramming of funds 
made pursuant to this subsection in any case in 
which the transfer or reprogramming would not 
have otherwise required reprogramming notifi-
cation under procedures in effect as of December 
17, 2004. 

(e) Transfer of personnel 

(1)(A) In addition to any other authorities 
available under law for such purposes, in the 
first twelve months after establishment of a new 
national intelligence center, the Director of Na-
tional Intelligence, with the approval of the Di-
rector of the Office of Management and Budget 
and in consultation with the congressional com-
mittees of jurisdiction referred to in subpara-
graph (B), may transfer not more than 100 per-
sonnel authorized for elements of the intel-
ligence community to such center. 

(B) The Director of National Intelligence shall 
promptly provide notice of any transfer of per-
sonnel made pursuant to this paragraph to— 

(i) the congressional intelligence commit-
tees; 

(ii) the Committees on Appropriations of the 
Senate and the House of Representatives; 

(iii) in the case of the transfer of personnel 
to or from the Department of Defense, the 
Committees on Armed Services of the Senate 
and the House of Representatives; and 

(iv) in the case of the transfer of personnel 
to or from the Department of Justice, to the 
Committees on the Judiciary of the Senate 
and the House of Representatives. 
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(C) The Director shall include in any notice 
under subparagraph (B) an explanation of the 
nature of the transfer and how it satisfies the 
requirements of this subsection. 

(2)(A) The Director of National Intelligence, 
with the approval of the Director of the Office of 
Management and Budget and in accordance with 
procedures to be developed by the Director of 
National Intelligence and the heads of the de-
partments and agencies concerned, may transfer 
personnel authorized for an element of the intel-
ligence community to another such element for 
a period of not more than 2 years. 

(B) A transfer of personnel may be made under 
this paragraph only if— 

(i) the personnel are being transferred to an 
activity that is a higher priority intelligence 
activity; and 

(ii) the transfer supports an emergent need, 
improves program effectiveness, or increases 
efficiency. 

(C) The Director of National Intelligence shall 
promptly provide notice of any transfer of per-
sonnel made pursuant to this paragraph to— 

(i) the congressional intelligence commit-
tees; 

(ii) in the case of the transfer of personnel to 
or from the Department of Defense, the Com-
mittees on Armed Services of the Senate and 
the House of Representatives; and 

(iii) in the case of the transfer of personnel 
to or from the Department of Justice, to the 
Committees on the Judiciary of the Senate 
and the House of Representatives. 

(D) The Director shall include in any notice 
under subparagraph (C) an explanation of the 
nature of the transfer and how it satisfies the 
requirements of this paragraph. 

(3)(A) In addition to the number of full-time 
equivalent positions authorized for the Office of 
the Director of National Intelligence for a fiscal 
year, there is authorized for such Office for each 
fiscal year an additional 100 full-time equivalent 
positions that may be used only for the purposes 
described in subparagraph (B). 

(B) Except as provided in subparagraph (C), 
the Director of National Intelligence may use a 
full-time equivalent position authorized under 
subparagraph (A) only for the purpose of provid-
ing a temporary transfer of personnel made in 
accordance with paragraph (2) to an element of 
the intelligence community to enable such ele-
ment to increase the total number of personnel 
authorized for such element, on a temporary 
basis— 

(i) during a period in which a permanent em-
ployee of such element is absent to participate 
in critical language training; or 

(ii) to accept a permanent employee of an-
other element of the intelligence community 
to provide language-capable services. 

(C) Paragraph (2)(B) shall not apply with re-
spect to a transfer of personnel made under sub-
paragraph (B). 

(D) For each of the fiscal years 2010, 2011, and 
2012, the Director of National Intelligence shall 
submit to the congressional intelligence com-
mittees an annual report on the use of authori-
ties under this paragraph. Each such report 
shall include a description of— 

(i) the number of transfers of personnel 
made by the Director pursuant to subpara-
graph (B), disaggregated by each element of 
the intelligence community; 

(ii) the critical language needs that were ful-
filled or partially fulfilled through the use of 
such transfers; and 

(iii) the cost to carry out subparagraph (B). 

(4) It is the sense of Congress that— 
(A) the nature of the national security 

threats facing the United States will continue 
to challenge the intelligence community to re-
spond rapidly and flexibly to bring analytic re-
sources to bear against emerging and unfore-
seen requirements; 

(B) both the Office of the Director of Na-
tional Intelligence and any analytic centers 
determined to be necessary should be fully and 
properly supported with appropriate levels of 
personnel resources and that the President’s 
yearly budget requests adequately support 
those needs; and 

(C) the President should utilize all legal and 
administrative discretion to ensure that the 
Director of National Intelligence and all other 
elements of the intelligence community have 
the necessary resources and procedures to re-
spond promptly and effectively to emerging 
and unforeseen national security challenges. 

(f) Tasking and other authorities 

(1)(A) The Director of National Intelligence 
shall— 

(i) establish objectives, priorities, and guid-
ance for the intelligence community to ensure 
timely and effective collection, processing, 
analysis, and dissemination (including access 
by users to collected data consistent with ap-
plicable law and, as appropriate, the guide-
lines referred to in subsection (b) of this sec-
tion and analytic products generated by or 
within the intelligence community) of na-
tional intelligence; 

(ii) determine requirements and priorities 
for, and manage and direct the tasking of, col-
lection, analysis, production, and dissemina-
tion of national intelligence by elements of 
the intelligence community, including— 

(I) approving requirements (including 
those requirements responding to needs pro-
vided by consumers) for collection and 
analysis; and 

(II) resolving conflicts in collection re-
quirements and in the tasking of national 
collection assets of the elements of the in-
telligence community; and 

(iii) provide advisory tasking to intelligence 
elements of those agencies and departments 
not within the National Intelligence Program. 

(B) The authority of the Director of National 
Intelligence under subparagraph (A) shall not 
apply— 

(i) insofar as the President so directs; 
(ii) with respect to clause (ii) of subpara-

graph (A), insofar as the Secretary of Defense 
exercises tasking authority under plans or ar-
rangements agreed upon by the Secretary of 
Defense and the Director of National Intel-
ligence; or 

(iii) to the direct dissemination of informa-
tion to State government and local govern-
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ment officials and private sector entities pur-
suant to sections 121 and 482 of title 6. 

(2) The Director of National Intelligence shall 
oversee the National Counterterrorism Center 
and may establish such other national intel-
ligence centers as the Director determines nec-
essary. 

(3)(A) The Director of National Intelligence 
shall prescribe, in consultation with the heads 
of other agencies or elements of the intelligence 
community, and the heads of their respective 
departments, personnel policies and programs 
applicable to the intelligence community that— 

(i) encourage and facilitate assignments and 
details of personnel to national intelligence 
centers, and between elements of the intel-
ligence community; 

(ii) set standards for education, training, and 
career development of personnel of the intel-
ligence community; 

(iii) encourage and facilitate the recruit-
ment and retention by the intelligence com-
munity of highly qualified individuals for the 
effective conduct of intelligence activities; 

(iv) ensure that the personnel of the intel-
ligence community are sufficiently diverse for 
purposes of the collection and analysis of in-
telligence through the recruitment and train-
ing of women, minorities, and individuals with 
diverse ethnic, cultural, and linguistic back-
grounds; 

(v) make service in more than one element 
of the intelligence community a condition of 
promotion to such positions within the intel-
ligence community as the Director shall speci-
fy; and 

(vi) ensure the effective management of in-
telligence community personnel who are re-
sponsible for intelligence community-wide 
matters. 

(B) Policies prescribed under subparagraph (A) 
shall not be inconsistent with the personnel 
policies otherwise applicable to members of the 
uniformed services. 

(4) The Director of National Intelligence shall 
ensure compliance with the Constitution and 
laws of the United States by the Central Intel-
ligence Agency and shall ensure such compli-
ance by other elements of the intelligence com-
munity through the host executive departments 
that manage the programs and activities that 
are part of the National Intelligence Program. 

(5) The Director of National Intelligence shall 
ensure the elimination of waste and unnecessary 
duplication within the intelligence community. 

(6) The Director of National Intelligence shall 
establish requirements and priorities for foreign 
intelligence information to be collected under 
the Foreign Intelligence Surveillance Act of 1978 
(50 U.S.C. 1801 et seq.), and provide assistance to 
the Attorney General to ensure that informa-
tion derived from electronic surveillance or 
physical searches under that Act is dissemi-
nated so it may be used efficiently and effec-
tively for national intelligence purposes, except 
that the Director shall have no authority to di-
rect or undertake electronic surveillance or 
physical search operations pursuant to that Act 
unless authorized by statute or Executive order. 

(7)(A) The Director of National Intelligence 
shall, if the Director determines it is necessary, 

or may, if requested by a congressional intel-
ligence committee, conduct an accountability 
review of an element of the intelligence commu-
nity or the personnel of such element in relation 
to a failure or deficiency within the intelligence 
community. 

(B) The Director of National Intelligence, in 
consultation with the Attorney General, shall 
establish guidelines and procedures for conduct-
ing an accountability review under subpara-
graph (A). 

(C)(i) The Director of National Intelligence 
shall provide the findings of an accountability 
review conducted under subparagraph (A) and 
the Director’s recommendations for corrective 
or punitive action, if any, to the head of the ap-
plicable element of the intelligence community. 
Such recommendations may include a recom-
mendation for dismissal of personnel. 

(ii) If the head of such element does not imple-
ment a recommendation made by the Director 
under clause (i), the head of such element shall 
submit to the congressional intelligence com-
mittees a notice of the determination not to im-
plement the recommendation, including the rea-
sons for the determination. 

(D) The requirements of this paragraph shall 
not be construed to limit any authority of the 
Director of National Intelligence under sub-
section (m) or with respect to supervision of the 
Central Intelligence Agency. 

(8) The Director of National Intelligence shall 
perform such other functions as the President 
may direct. 

(9) Nothing in this subchapter shall be con-
strued as affecting the role of the Department of 
Justice or the Attorney General under the For-
eign Intelligence Surveillance Act of 1978. 

(g) Intelligence information sharing 

(1) The Director of National Intelligence shall 
have principal authority to ensure maximum 
availability of and access to intelligence infor-
mation within the intelligence community con-
sistent with national security requirements. 
The Director of National Intelligence shall— 

(A) establish uniform security standards and 
procedures; 

(B) establish common information tech-
nology standards, protocols, and interfaces; 

(C) ensure development of information tech-
nology systems that include multi-level secu-
rity and intelligence integration capabilities; 

(D) establish policies and procedures to re-
solve conflicts between the need to share in-
telligence information and the need to protect 
intelligence sources and methods; 

(E) develop an enterprise architecture for 
the intelligence community and ensure that 
elements of the intelligence community com-
ply with such architecture; 

(F) have procurement approval authority 
over all enterprise architecture-related infor-
mation technology items funded in the Na-
tional Intelligence Program; and 

(G) in accordance with Executive Order No. 
13526 (75 Fed. Reg. 707; relating to classified 
national security information) (or any subse-
quent corresponding executive order), and part 
2001 of title 32, Code of Federal Regulations (or 
any subsequent corresponding regulation), es-
tablish— 
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(i) guidance to standardize, in appropriate 
cases, the formats for classified and unclas-
sified intelligence products created by ele-
ments of the intelligence community for 
purposes of promoting the sharing of intel-
ligence products; and 

(ii) policies and procedures requiring the 
increased use, in appropriate cases, and in-
cluding portion markings, of the classifica-
tion of portions of information within one 
intelligence product. 

(2) The President shall ensure that the Direc-
tor of National Intelligence has all necessary 
support and authorities to fully and effectively 
implement paragraph (1). 

(3) Except as otherwise directed by the Presi-
dent or with the specific written agreement of 
the head of the department or agency in ques-
tion, a Federal agency or official shall not be 
considered to have met any obligation to pro-
vide any information, report, assessment, or 
other material (including unevaluated intel-
ligence information) to that department or 
agency solely by virtue of having provided that 
information, report, assessment, or other mate-
rial to the Director of National Intelligence or 
the National Counterterrorism Center. 

(4) The Director of National Intelligence shall, 
in a timely manner, report to Congress any stat-
ute, regulation, policy, or practice that the Di-
rector believes impedes the ability of the Direc-
tor to fully and effectively ensure maximum 
availability of access to intelligence informa-
tion within the intelligence community consist-
ent with the protection of the national security 
of the United States. 

(h) Analysis 

To ensure the most accurate analysis of intel-
ligence is derived from all sources to support na-
tional security needs, the Director of National 
Intelligence shall— 

(1) implement policies and procedures— 
(A) to encourage sound analytic methods 

and tradecraft throughout the elements of 
the intelligence community; 

(B) to ensure that analysis is based upon 
all sources available; and 

(C) to ensure that the elements of the in-
telligence community regularly conduct 
competitive analysis of analytic products, 
whether such products are produced by or 
disseminated to such elements; 

(2) ensure that resource allocation for intel-
ligence analysis is appropriately proportional 
to resource allocation for intelligence collec-
tion systems and operations in order to maxi-
mize analysis of all collected data; 

(3) ensure that differences in analytic judg-
ment are fully considered and brought to the 
attention of policymakers; and 

(4) ensure that sufficient relationships are 
established between intelligence collectors 
and analysts to facilitate greater understand-
ing of the needs of analysts. 

(i) Protection of intelligence sources and meth-
ods 

(1) The Director of National Intelligence shall 
protect intelligence sources and methods from 
unauthorized disclosure. 

(2) Consistent with paragraph (1), in order to 
maximize the dissemination of intelligence, the 
Director of National Intelligence shall establish 
and implement guidelines for the intelligence 
community for the following purposes: 

(A) Classification of information under ap-
plicable law, Executive orders, or other Presi-
dential directives. 

(B) Access to and dissemination of intel-
ligence, both in final form and in the form 
when initially gathered. 

(C) Preparation of intelligence products in 
such a way that source information is removed 
to allow for dissemination at the lowest level 
of classification possible or in unclassified 
form to the extent practicable. 

(3) The Director may only delegate a duty or 
authority given the Director under this sub-
section to the Principal Deputy Director of Na-
tional Intelligence. 

(j) Uniform procedures for classified information 

The Director of National Intelligence, subject 
to the direction of the President, shall— 

(1) establish uniform standards and proce-
dures for the grant of access to sensitive com-
partmented information to any officer or em-
ployee of any agency or department of the 
United States and to employees of contractors 
of those agencies or departments; 

(2) ensure the consistent implementation of 
those standards and procedures throughout 
such agencies and departments; 

(3) ensure that security clearances granted 
by individual elements of the intelligence 
community are recognized by all elements of 
the intelligence community, and under con-
tracts entered into by those agencies; 

(4) ensure that the process for investigation 
and adjudication of an application for access 
to sensitive compartmented information is 
performed in the most expeditious manner 
possible consistent with applicable standards 
for national security; 

(5) ensure that the background of each em-
ployee or officer of an element of the intel-
ligence community, each contractor to an ele-
ment of the intelligence community, and each 
individual employee of such a contractor who 
has been determined to be eligible for access 
to classified information is monitored on a 
continual basis under standards developed by 
the Director, including with respect to the fre-
quency of evaluation, during the period of eli-
gibility of such employee or officer of an ele-
ment of the intelligence community, such con-
tractor, or such individual employee to such a 
contractor to determine whether such em-
ployee or officer of an element of the intel-
ligence community, such contractor, and such 
individual employee of such a contractor con-
tinues to meet the requirements for eligibility 
for access to classified information; and 

(6) develop procedures to require informa-
tion sharing between elements of the intel-
ligence community concerning potentially de-
rogatory security information regarding an 
employee or officer of an element of the intel-
ligence community, a contractor to an ele-
ment of the intelligence community, or an in-
dividual employee of such a contractor that 
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may impact the eligibility of such employee or 
officer of an element of the intelligence com-
munity, such contractor, or such individual 
employee of such a contractor for a security 
clearance. 

(k) Coordination with foreign governments 

Under the direction of the President and in a 
manner consistent with section 3927 of title 22, 
the Director of National Intelligence shall over-
see the coordination of the relationships be-
tween elements of the intelligence community 
and the intelligence or security services of for-
eign governments or international organizations 
on all matters involving intelligence related to 
the national security or involving intelligence 
acquired through clandestine means. 

(l) Enhanced personnel management 

(1)(A) The Director of National Intelligence 
shall, under regulations prescribed by the Direc-
tor, provide incentives for personnel of elements 
of the intelligence community to serve— 

(i) on the staff of the Director of National 
Intelligence; 

(ii) on the staff of the national intelligence 
centers; 

(iii) on the staff of the National Counter-
terrorism Center; and 

(iv) in other positions in support of the in-
telligence community management functions 
of the Director. 

(B) Incentives under subparagraph (A) may in-
clude financial incentives, bonuses, and such 
other awards and incentives as the Director con-
siders appropriate. 

(2)(A) Notwithstanding any other provision of 
law, the personnel of an element of the intel-
ligence community who are assigned or detailed 
under paragraph (1)(A) to service under the Di-
rector of National Intelligence shall be pro-
moted at rates equivalent to or better than per-
sonnel of such element who are not so assigned 
or detailed. 

(B) The Director may prescribe regulations to 
carry out this paragraph. 

(3)(A) The Director of National Intelligence 
shall prescribe mechanisms to facilitate the ro-
tation of personnel of the intelligence commu-
nity through various elements of the intel-
ligence community in the course of their careers 
in order to facilitate the widest possible under-
standing by such personnel of the variety of in-
telligence requirements, methods, users, and ca-
pabilities. 

(B) The mechanisms prescribed under subpara-
graph (A) may include the following: 

(i) The establishment of special occupational 
categories involving service, over the course of 
a career, in more than one element of the in-
telligence community. 

(ii) The provision of rewards for service in 
positions undertaking analysis and planning 
of operations involving two or more elements 
of the intelligence community. 

(iii) The establishment of requirements for 
education, training, service, and evaluation 
for service involving more than one element of 
the intelligence community. 

(C) It is the sense of Congress that the mecha-
nisms prescribed under this subsection should, 

to the extent practical, seek to duplicate for ci-
vilian personnel within the intelligence commu-
nity the joint officer management policies es-
tablished by chapter 38 of title 10 and the other 
amendments made by title IV of the Goldwater- 
Nichols Department of Defense Reorganization 
Act of 1986 (Public Law 99–433). 

(4)(A) Except as provided in subparagraph (B) 
and subparagraph (D), this subsection shall not 
apply with respect to personnel of the elements 
of the intelligence community who are members 
of the uniformed services. 

(B) Mechanisms that establish requirements 
for education and training pursuant to para-
graph (3)(B)(iii) may apply with respect to mem-
bers of the uniformed services who are assigned 
to an element of the intelligence community 
funded through the National Intelligence Pro-
gram, but such mechanisms shall not be incon-
sistent with personnel policies and education 
and training requirements otherwise applicable 
to members of the uniformed services. 

(C) The personnel policies and programs devel-
oped and implemented under this subsection 
with respect to law enforcement officers (as that 
term is defined in section 5541(3) of title 5) shall 
not affect the ability of law enforcement enti-
ties to conduct operations or, through the appli-
cable chain of command, to control the activi-
ties of such law enforcement officers. 

(D) Assignment to the Office of the Director of 
National Intelligence of commissioned officers 
of the Armed Forces shall be considered a joint- 
duty assignment for purposes of the joint officer 
management policies prescribed by chapter 38 of 
title 10 and other provisions of that title. 

(m) Additional authority with respect to person-
nel 

(1) In addition to the authorities under sub-
section (f)(3) of this section, the Director of Na-
tional Intelligence may exercise with respect to 
the personnel of the Office of the Director of Na-
tional Intelligence any authority of the Director 
of the Central Intelligence Agency with respect 
to the personnel of the Central Intelligence 
Agency under the Central Intelligence Agency 
Act of 1949 [50 U.S.C. 3501 et seq.], and other ap-
plicable provisions of law, as of December 17, 
2004, to the same extent, and subject to the same 
conditions and limitations, that the Director of 
the Central Intelligence Agency may exercise 
such authority with respect to personnel of the 
Central Intelligence Agency. 

(2) Employees and applicants for employment 
of the Office of the Director of National Intel-
ligence shall have the same rights and protec-
tions under the Office of the Director of Na-
tional Intelligence as employees of the Central 
Intelligence Agency have under the Central In-
telligence Agency Act of 1949 [50 U.S.C. 3501 et 
seq.], and other applicable provisions of law, as 
of December 17, 2004. 

(n) Acquisition and other authorities 

(1) In carrying out the responsibilities and au-
thorities under this section, the Director of Na-
tional Intelligence may exercise the acquisition 
and appropriations authorities referred to in the 
Central Intelligence Agency Act of 1949 [50 
U.S.C. 3501 et seq.] other than the authorities re-
ferred to in section 8(b) of that Act [50 U.S.C. 
3510(b)]. 
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(2) For the purpose of the exercise of any au-
thority referred to in paragraph (1), a reference 
to the head of an agency shall be deemed to be 
a reference to the Director of National Intel-
ligence or the Principal Deputy Director of Na-
tional Intelligence. 

(3)(A) Any determination or decision to be 
made under an authority referred to in para-
graph (1) by the head of an agency may be made 
with respect to individual purchases and con-
tracts or with respect to classes of purchases or 
contracts, and shall be final. 

(B) Except as provided in subparagraph (C), 
the Director of National Intelligence or the 
Principal Deputy Director of National Intel-
ligence may, in such official’s discretion, dele-
gate to any officer or other official of the Office 
of the Director of National Intelligence any au-
thority to make a determination or decision as 
the head of the agency under an authority re-
ferred to in paragraph (1). 

(C) The limitations and conditions set forth in 
section 3(d) of the Central Intelligence Agency 
Act of 1949 [50 U.S.C. 3503(d)] shall apply to the 
exercise by the Director of National Intelligence 
of an authority referred to in paragraph (1). 

(D) Each determination or decision required 
by an authority referred to in the second sen-
tence of section 3(d) of the Central Intelligence 
Agency Act of 1949 [50 U.S.C. 3503(d)] shall be 
based upon written findings made by the official 
making such determination or decision, which 
findings shall be final and shall be available 
within the Office of the Director of National In-
telligence for a period of at least six years fol-
lowing the date of such determination or deci-
sion. 

(4)(A) In addition to the authority referred to 
in paragraph (1), the Director of National Intel-
ligence may authorize the head of an element of 
the intelligence community to exercise an ac-
quisition authority referred to in section 3 or 
8(a) of the Central Intelligence Agency Act of 
1949 [50 U.S.C. 3503, 3510(a)] for an acquisition by 
such element that is more than 50 percent fund-
ed under the National Intelligence Program. 

(B) The head of an element of the intelligence 
community may not exercise an authority re-
ferred to in subparagraph (A) until— 

(i) the head of such element (without delega-
tion) submits to the Director of National In-
telligence a written request that includes— 

(I) a description of such authority re-
quested to be exercised; 

(II) an explanation of the need for such au-
thority, including an explanation of the rea-
sons that other authorities are insufficient; 
and 

(III) a certification that the mission of 
such element would be— 

(aa) impaired if such authority is not ex-
ercised; or 

(bb) significantly and measurably en-
hanced if such authority is exercised; and 

(ii) the Director of National Intelligence is-
sues a written authorization that includes— 

(I) a description of the authority referred 
to in subparagraph (A) that is authorized to 
be exercised; and 

(II) a justification to support the exercise 
of such authority. 

(C) A request and authorization to exercise an 
authority referred to in subparagraph (A) may 
be made with respect to an individual acquisi-
tion or with respect to a specific class of acqui-
sitions described in the request and authoriza-
tion referred to in subparagraph (B). 

(D)(i) A request from a head of an element of 
the intelligence community located within one 
of the departments described in clause (ii) to ex-
ercise an authority referred to in subparagraph 
(A) shall be submitted to the Director of Na-
tional Intelligence in accordance with any pro-
cedures established by the head of such depart-
ment. 

(ii) The departments described in this clause 
are the Department of Defense, the Department 
of Energy, the Department of Homeland Secu-
rity, the Department of Justice, the Department 
of State, and the Department of the Treasury. 

(E)(i) The head of an element of the intel-
ligence community may not be authorized to 
utilize an authority referred to in subparagraph 
(A) for a class of acquisitions for a period of 
more than 3 years, except that the Director of 
National Intelligence (without delegation) may 
authorize the use of such an authority for not 
more than 6 years. 

(ii) Each authorization to utilize an authority 
referred to in subparagraph (A) may be extended 
in accordance with the requirements of subpara-
graph (B) for successive periods of not more 
than 3 years, except that the Director of Na-
tional Intelligence (without delegation) may au-
thorize an extension period of not more than 6 
years. 

(F) Subject to clauses (i) and (ii) of subpara-
graph (E), the Director of National Intelligence 
may only delegate the authority of the Director 
under subparagraphs (A) through (E) to the 
Principal Deputy Director of National Intel-
ligence or a Deputy Director of National Intel-
ligence. 

(G) The Director of National Intelligence shall 
submit— 

(i) to the congressional intelligence commit-
tees a notification of an authorization to exer-
cise an authority referred to in subparagraph 
(A) or an extension of such authorization that 
includes the written authorization referred to 
in subparagraph (B)(ii); and 

(ii) to the Director of the Office of Manage-
ment and Budget a notification of an author-
ization to exercise an authority referred to in 
subparagraph (A) for an acquisition or class of 
acquisitions that will exceed $50,000,000 annu-
ally. 

(H) Requests and authorizations to exercise an 
authority referred to in subparagraph (A) shall 
remain available within the Office of the Direc-
tor of National Intelligence for a period of at 
least 6 years following the date of such request 
or authorization. 

(I) Nothing in this paragraph may be con-
strued to alter or otherwise limit the authority 
of the Central Intelligence Agency to independ-
ently exercise an authority under section 3 or 
8(a) of the Central Intelligence Agency Act of 
1949 [50 U.S.C. 3503, 3510(a)]. 
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(o) Consideration of views of elements of intel-
ligence community 

In carrying out the duties and responsibilities 
under this section, the Director of National In-
telligence shall take into account the views of a 
head of a department containing an element of 
the intelligence community and of the Director 
of the Central Intelligence Agency. 

(p) Responsibility of Director of National Intel-
ligence regarding National Intelligence Pro-
gram budget concerning the Department of 
Defense 

Subject to the direction of the President, the 
Director of National Intelligence shall, after 
consultation with the Secretary of Defense, en-
sure that the National Intelligence Program 
budgets for the elements of the intelligence 
community that are within the Department of 
Defense are adequate to satisfy the national in-
telligence needs of the Department of Defense, 
including the needs of the Chairman of the Joint 
Chiefs of Staff and the commanders of the uni-
fied and specified commands, and wherever such 
elements are performing Government-wide func-
tions, the needs of other Federal departments 
and agencies. 

(q) Acquisitions of major systems 

(1) For each intelligence program within the 
National Intelligence Program for the acquisi-
tion of a major system, the Director of National 
Intelligence shall— 

(A) require the development and implemen-
tation of a program management plan that in-
cludes cost, schedule, and performance goals 
and program milestone criteria, except that 
with respect to Department of Defense pro-
grams the Director shall consult with the Sec-
retary of Defense; 

(B) serve as exclusive milestone decision au-
thority, except that with respect to Depart-
ment of Defense programs the Director shall 
serve as milestone decision authority jointly 
with the Secretary of Defense or the designee 
of the Secretary; and 

(C) periodically— 
(i) review and assess the progress made to-

ward the achievement of the goals and mile-
stones established in such plan; and 

(ii) submit to Congress a report on the re-
sults of such review and assessment. 

(2) If the Director of National Intelligence and 
the Secretary of Defense are unable to reach an 
agreement on a milestone decision under para-
graph (1)(B), the President shall resolve the con-
flict. 

(3) Nothing in this subsection may be con-
strued to limit the authority of the Director of 
National Intelligence to delegate to any other 
official any authority to perform the respon-
sibilities of the Director under this subsection. 

(4) In this subsection: 
(A) The term ‘‘intelligence program’’, with 

respect to the acquisition of a major system, 
means a program that— 

(i) is carried out to acquire such major 
system for an element of the intelligence 
community; and 

(ii) is funded in whole out of amounts 
available for the National Intelligence Pro-
gram. 

(B) The term ‘‘major system’’ has the mean-
ing given such term in section 109 of title 41. 

(r) Performance of common services 

The Director of National Intelligence shall, in 
consultation with the heads of departments and 
agencies of the United States Government con-
taining elements within the intelligence com-
munity and with the Director of the Central In-
telligence Agency, coordinate the performance 
by the elements of the intelligence community 
within the National Intelligence Program of 
such services as are of common concern to the 
intelligence community, which services the Di-
rector of National Intelligence determines can 
be more efficiently accomplished in a consoli-
dated manner. 

(s) Pay authority for critical positions 

(1) Notwithstanding any pay limitation estab-
lished under any other provision of law applica-
ble to employees in elements of the intelligence 
community, the Director of National Intel-
ligence may, in coordination with the Director 
of the Office of Personnel Management and the 
Director of the Office of Management and Budg-
et, grant authority to the head of a department 
or agency to fix the rate of basic pay for one or 
more positions within the intelligence commu-
nity at a rate in excess of any applicable limita-
tion, subject to the provisions of this subsection. 
The exercise of authority so granted is at the 
discretion of the head of the department or 
agency employing the individual in a position 
covered by such authority, subject to the provi-
sions of this subsection and any conditions es-
tablished by the Director of National Intel-
ligence when granting such authority. 

(2) Authority under this subsection may be 
granted or exercised only— 

(A) with respect to a position that requires 
an extremely high level of expertise and is 
critical to successful accomplishment of an 
important mission; and 

(B) to the extent necessary to recruit or re-
tain an individual exceptionally well qualified 
for the position. 

(3) The head of a department or agency may 
not fix a rate of basic pay under this subsection 
at a rate greater than the rate payable for level 
II of the Executive Schedule under section 5313 
of title 5, except upon written approval of the 
Director of National Intelligence or as otherwise 
authorized by law. 

(4) The head of a department or agency may 
not fix a rate of basic pay under this subsection 
at a rate greater than the rate payable for level 
I of the Executive Schedule under section 5312 of 
title 5, except upon written approval of the 
President in response to a request by the Direc-
tor of National Intelligence or as otherwise au-
thorized by law. 

(5) Any grant of authority under this sub-
section for a position shall terminate at the dis-
cretion of the Director of National Intelligence. 

(6)(A) The Director of National Intelligence 
shall notify the congressional intelligence com-
mittees not later than 30 days after the date on 
which the Director grants authority to the head 
of a department or agency under this sub-
section. 
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(B) The head of a department or agency to 
which the Director of National Intelligence 
grants authority under this subsection shall no-
tify the congressional intelligence committees 
and the Director of the exercise of such author-
ity not later than 30 days after the date on 
which such head exercises such authority. 

(t) Award of rank to members of the Senior Na-
tional Intelligence Service 

(1) The President, based on the recommenda-
tion of the Director of National Intelligence, 
may award a rank to a member of the Senior 
National Intelligence Service or other intel-
ligence community senior civilian officer not al-
ready covered by such a rank award program in 
the same manner in which a career appointee of 
an agency may be awarded a rank under section 
4507 of title 5. 

(2) The President may establish procedures to 
award a rank under paragraph (1) to a member 
of the Senior National Intelligence Service or a 
senior civilian officer of the intelligence com-
munity whose identity as such a member or offi-
cer is classified information (as defined in sec-
tion 3126(1) 1 of this title). 

(u) Conflict of interest regulations 

(1) The Director of National Intelligence, in 
consultation with the Director of the Office of 
Government Ethics, shall issue regulations pro-
hibiting an officer or employee of an element of 
the intelligence community from engaging in 
outside employment if such employment creates 
a conflict of interest or appearance thereof. 

(2) The Director of National Intelligence shall 
annually submit to the congressional intel-
ligence committees a report describing all out-
side employment for officers and employees of 
elements of the intelligence community that 
was authorized by the head of an element of the 
intelligence community during the preceding 
calendar year. Such report shall be submitted 
each year on the date provided in section 3106 of 
this title. 

(v) Authority to establish positions in excepted 
service 

(1) The Director of National Intelligence, with 
the concurrence of the head of the covered de-
partment concerned and in consultation with 
the Director of the Office of Personnel Manage-
ment, may— 

(A) convert competitive service positions, 
and the incumbents of such positions, within 
an element of the intelligence community in 
such department, to excepted service positions 
as the Director of National Intelligence deter-
mines necessary to carry out the intelligence 
functions of such element; and 

(B) establish new positions in the excepted 
service within an element of the intelligence 
community in such department, if the Direc-
tor of National Intelligence determines such 
positions are necessary to carry out the intel-
ligence functions of such element. 

(2) An incumbent occupying a position on Jan-
uary 3, 2012, selected to be converted to the ex-
cepted service under this section shall have the 

right to refuse such conversion. Once such indi-
vidual no longer occupies the position, the posi-
tion may be converted to the excepted service. 

(3) In this subsection, the term ‘‘covered de-
partment’’ means the Department of Energy, 
the Department of Homeland Security, the De-
partment of State, or the Department of the 
Treasury. 

(w) Nuclear Proliferation Assessment Statements 
intelligence community addendum 

The Director of National Intelligence, in con-
sultation with the heads of the appropriate ele-
ments of the intelligence community and the 
Secretary of State, shall provide to the Presi-
dent, the congressional intelligence committees, 
the Committee on Foreign Affairs of the House 
of Representatives, and the Committee on For-
eign Relations of the Senate an addendum to 
each Nuclear Proliferation Assessment State-
ment accompanying a civilian nuclear coopera-
tion agreement, containing a comprehensive 
analysis of the country’s export control system 
with respect to nuclear-related matters, includ-
ing interactions with other countries of pro-
liferation concern and the actual or suspected 
nuclear, dual-use, or missile-related transfers to 
such countries. 

(x) Requirements for intelligence community 
contractors 

The Director of National Intelligence, in con-
sultation with the head of each department of 
the Federal Government that contains an ele-
ment of the intelligence community and the Di-
rector of the Central Intelligence Agency, 
shall— 

(1) ensure that— 
(A) any contractor to an element of the in-

telligence community with access to a clas-
sified network or classified information de-
velops and operates a security plan that is 
consistent with standards established by the 
Director of National Intelligence for intel-
ligence community networks; and 

(B) each contract awarded by an element 
of the intelligence community includes pro-
visions requiring the contractor comply 
with such plan and such standards; 

(2) conduct periodic assessments of each se-
curity plan required under paragraph (1)(A) to 
ensure such security plan complies with the 
requirements of such paragraph; and 

(3) ensure that the insider threat detection 
capabilities and insider threat policies of the 
intelligence community apply to facilities of 
contractors with access to a classified net-
work. 

(July 26, 1947, ch. 343, title I, § 102A, as added 
Pub. L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 
Stat. 3644; amended Pub. L. 111–258, § 5(a), Oct. 7, 
2010, 124 Stat. 2650; Pub. L. 111–259, title III, 
§§ 303, 304, 306, 307, 326, title IV, §§ 401, 402(a), title 
VIII, § 804(2), Oct. 7, 2010, 124 Stat. 2658, 2659, 2661, 
2662, 2683, 2708, 2747; Pub. L. 112–87, title III, 
§§ 304, 305, 311(d), Jan. 3, 2012, 125 Stat. 1880, 1881, 
1886; Pub. L. 113–126, title III, § 329(b)(2), title V, 
§§ 501, 502(a), July 7, 2014, 128 Stat. 1406, 1411, 
1412.) 

REFERENCES IN TEXT 

The Congressional Budget and Impoundment Control 

Act of 1974, referred to in subsec. (c)(6), is Pub. L. 
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93–344, July 12, 1974, 88 Stat. 297. For complete classi-

fication of this Act to the Code, see Short Title note 

set out under section 621 of Title 2, The Congress, and 

Tables. 

The Foreign Intelligence Surveillance Act of 1978, re-

ferred to in subsec. (f)(6), (9), is Pub. L. 95–511, Oct. 25, 

1978, 92 Stat. 1783, which is classified principally to 

chapter 36 (§ 1801 et seq.) of this title. For complete 

classification of this Act to the Code, see Short Title 

note set out under section 1801 of this title and Tables. 

Executive Order No. 13526, referred to in subsec. 

(g)(1)(G), is set out as a note under section 3161 of this 

title. 

The Goldwater-Nichols Department of Defense Reor-

ganization Act of 1986, referred to in subsec. (l)(3)(C), is 

Pub. L. 99–433, Oct. 1, 1986, 100 Stat. 992. For complete 

classification of this Act to the Code, see Short Title of 

1986 Amendment note set out under section 111 of Title 

10, Armed Forces, and Tables. 

The Central Intelligence Agency Act of 1949, referred 

to in subsecs. (m) and (n)(1), is act June 20, 1949, ch. 227, 

63 Stat. 208, which was formerly classified generally to 

section 403a et seq. of this title prior to editorial reclas-

sification in this title and is now classified generally to 

chapter 46 (§ 3501 et seq.) of this title. For complete 

classification of this Act to the Code, see Tables. 

Section 3126(1) of this title, referred to in subsec. 

(t)(2), was in the original ‘‘section 606(1)’’, meaning sec-

tion 606(1) of act July 26, 1947, which was translated as 

reading ‘‘section 605(1)’’, to reflect the probable intent 

of Congress and the renumbering of section 606 as 605 by 

section 310(a)(4)(B) of Pub. L. 112–277. 

CODIFICATION 

Section was formerly classified to section 403–1 of 

this title prior to editorial reclassification and renum-

bering as this section. 

In subsec. (q)(4)(B), ‘‘section 109 of title 41’’ sub-

stituted for ‘‘section 4(9) of the Federal Property and 

Administrative Services Act of 1949 (41 U.S.C. 403(9))’’ 

on authority of Pub. L. 111–350, § 6(c), Jan. 4, 2011, 124 

Stat. 3854, which Act enacted Title 41, Public Con-

tracts. 

PRIOR PROVISIONS 

A prior section 102A of act July 26, 1947, ch. 343, title 

I, as added Pub. L. 104–293, title VIII, § 805(b), Oct. 11, 

1996, 110 Stat. 3479, provided there is a Central Intel-

ligence Agency and described its function prior to re-

peal by Pub. L. 108–458, title I, §§ 1011(a), 1097(a), Dec. 17, 

2004, 118 Stat. 3643, 3698, effective not later than six 

months after Dec. 17, 2004, except as otherwise ex-

pressly provided. See section 3035 of this title. 

Another prior section 102a of act July 26, 1947, ch. 343, 

title I, as added Pub. L. 98–215, title IV, § 403, Dec. 9, 

1983, 97 Stat. 1477, related to appointment of Director of 

the Intelligence Community Staff prior to repeal by 

Pub. L. 102–496, title VII, § 705(a)(1), Oct. 24, 1992, 106 

Stat. 3190. 

AMENDMENTS 

2014—Subsec. (g)(4). Pub. L. 113–126, § 329(b)(2), amend-

ed par. (4) generally. Prior to amendment, par. (4) read 

as follows: ‘‘Not later than February 1 of each year, the 

Director of National Intelligence shall submit to the 

President and to the Congress an annual report that 

identifies any statute, regulation, policy, or practice 

that the Director believes impedes the ability of the 

Director to fully and effectively implement paragraph 

(1).’’ 

Subsec. (j). Pub. L. 113–126, § 501(1), substituted ‘‘clas-

sified information’’ for ‘‘sensitive compartmented in-

formation’’ in heading. 

Subsec. (j)(5), (6). Pub. L. 113–126, § 501(2)–(4), added 

pars. (5) and (6). 

Subsec. (x). Pub. L. 113–126, § 502(a), added subsec. (x). 

2012—Subsec. (e)(3)(D). Pub. L. 112–87, § 311(d), sub-

stituted ‘‘For each of the fiscal years 2010, 2011, and 

2012, the’’ for ‘‘The’’ in introductory provisions. 

Subsec. (v). Pub. L. 112–87, § 304, added subsec. (v). 

Subsec. (w). Pub. L. 112–87, § 305, added subsec. (w). 

2010—Subsec. (c)(3)(A). Pub. L. 111–259, § 804(2)(A), sub-

stituted ‘‘annual budget for the Military Intelligence 

Program or any successor program or programs’’ for 

‘‘annual budgets for the Joint Military Intelligence 

Program and for Tactical Intelligence and Related Ac-

tivities’’. 

Subsec. (d)(1)(B). Pub. L. 111–259, § 804(2)(B)(i), sub-

stituted ‘‘Military Intelligence Program or any succes-

sor program or programs’’ for ‘‘Joint Military Intel-

ligence Program’’. 

Subsec. (d)(2). Pub. L. 111–259, § 402(a), substituted 

‘‘Program—’’ for ‘‘Program to another such program.’’ 

and added subpars. (A) to (C). 

Subsec. (d)(3). Pub. L. 111–259, § 804(2)(B)(ii), sub-

stituted ‘‘paragraph (1)(A)’’ for ‘‘subparagraph (A)’’ in 

introductory provisions. 

Subsec. (d)(5)(A). Pub. L. 111–259, § 804(2)(B)(iii)(I), 

struck out ‘‘or personnel’’ after ‘‘funds’’ in introduc-

tory provisions. 

Subsec. (d)(5)(B). Pub. L. 111–259, § 804(2)(B)(iii)(II), 

substituted ‘‘delegated by the head of the department 

involved or the Director of the Central Intelligence 

Agency (in the case of the Central Intelligence Agen-

cy)’’ for ‘‘delegated by the head of the department or 

agency involved’’. 

Subsec. (e)(3), (4). Pub. L. 111–259, § 306, added par. (3) 

and redesignated former par. (3) as (4). 

Subsec. (f)(7) to (9). Pub. L. 111–259, § 401, added par. 

(7) and redesignated former pars. (7) and (8) as (8) and 

(9), respectively. 

Subsec. (g)(1)(G). Pub. L. 111–258 added subpar. (G). 

Subsec. (l)(2)(B). Pub. L. 111–259, § 804(2)(C), sub-

stituted ‘‘paragraph’’ for ‘‘section’’. 

Subsec. (n). Pub. L. 111–259, § 804(2)(D), inserted ‘‘and 

other’’ after ‘‘Acquisition’’ in the heading. 

Subsec. (n)(4). Pub. L. 111–259, § 326, added par. (4). 

Subsecs. (s) to (u). Pub. L. 111–259, §§ 303, 304, 307, 

added subsecs. (s) to (u). 

EFFECTIVE DATE OF 2014 AMENDMENT 

Pub. L. 113–126, title V, § 502(b), July 7, 2014, 128 Stat. 

1412, provided that: ‘‘The amendment made by sub-

section (a) [amending this section] shall apply with re-

spect to contracts entered into or renewed after the 

date of the enactment of this Act [July 7, 2014].’’ 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

INSIDER THREAT DETECTION PROGRAM 

Pub. L. 112–18, title IV, § 402, June 8, 2011, 125 Stat. 

227, as amended by Pub. L. 112–277, title III, § 304, Jan. 

14, 2013, 126 Stat. 2471, provided that: 

‘‘(a) INITIAL OPERATING CAPABILITY.—Not later than 

October 1, 2013, the Director of National Intelligence 

shall establish an initial operating capability for an ef-

fective automated insider threat detection program for 

the information resources in each element of the intel-

ligence community in order to detect unauthorized ac-

cess to, or use or transmission of, classified intel-

ligence. 

‘‘(b) FULL OPERATING CAPABILITY.—Not later than Oc-

tober 1, 2014, the Director of National Intelligence shall 

ensure the program described in subsection (a) has 

reached full operating capability. 

‘‘(c) REPORT.—Not later than December 1, 2011, the 

Director of National Intelligence shall submit to the 

congressional intelligence committees a report on the 

resources required to implement the insider threat de-
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tection program referred to in subsection (a) and any 

other issues related to such implementation the Direc-

tor considers appropriate to include in the report. 

‘‘(d) INFORMATION RESOURCES DEFINED.—In this sec-

tion, the term ‘information resources’ means networks, 

systems, workstations, servers, routers, applications, 

databases, websites, online collaboration environ-

ments, and any other information resources in an ele-

ment of the intelligence community designated by the 

Director of National Intelligence.’’ 

[For definitions of ‘‘intelligence community’’ and 

‘‘congressional intelligence committees’’ as used in sec-

tion 402 of Pub. L. 112–18, set out above, see section 2 

of Pub. L. 112–18, set out below.] 

JOINT PROCEDURES FOR OPERATIONAL COORDINATION 

BETWEEN DEPARTMENT OF DEFENSE AND CENTRAL IN-

TELLIGENCE AGENCY 

Pub. L. 108–458, title I, § 1013, Dec. 17, 2004, 118 Stat. 

3662, provided that: 

‘‘(a) DEVELOPMENT OF PROCEDURES.—The Director of 

National Intelligence, in consultation with the Sec-

retary of Defense and the Director of the Central Intel-

ligence Agency, shall develop joint procedures to be 

used by the Department of Defense and the Central In-

telligence Agency to improve the coordination and 

deconfliction of operations that involve elements of 

both the Armed Forces and the Central Intelligence 

Agency consistent with national security and the pro-

tection of human intelligence sources and methods. 

Those procedures shall, at a minimum, provide the fol-

lowing: 

‘‘(1) Methods by which the Director of the Central 

Intelligence Agency and the Secretary of Defense can 

improve communication and coordination in the 

planning, execution, and sustainment of operations, 

including, as a minimum— 

‘‘(A) information exchange between senior offi-

cials of the Central Intelligence Agency and senior 

officers and officials of the Department of Defense 

when planning for such an operation commences by 

either organization; and 

‘‘(B) exchange of information between the Sec-

retary and the Director of the Central Intelligence 

Agency to ensure that senior operational officials 

in both the Department of Defense and the Central 

Intelligence Agency have knowledge of the exist-

ence of the ongoing operations of the other. 

‘‘(2) When appropriate, in cases where the Depart-

ment of Defense and the Central Intelligence Agency 

are conducting separate missions in the same geo-

graphical area, a mutual agreement on the tactical 

and strategic objectives for the region and a clear de-

lineation of operational responsibilities to prevent 

conflict and duplication of effort. 

‘‘(b) IMPLEMENTATION REPORT.—Not later than 180 

days after the date of the enactment of the Act [Dec. 

17, 2004], the Director of National Intelligence shall 

submit to the congressional defense committees (as de-

fined in section 101 of title 10, United States Code) and 

the congressional intelligence committees (as defined 

in section 3(7) of the National Security Act of 1947 (50 

U.S.C. 401a(7)) [now 50 U.S.C. 3003(7)]) a report describ-

ing the procedures established pursuant to subsection 

(a) and the status of the implementation of those pro-

cedures.’’ 

ALTERNATIVE ANALYSIS OF INTELLIGENCE BY THE 

INTELLIGENCE COMMUNITY 

Pub. L. 108–458, title I, § 1017, Dec. 17, 2004, 118 Stat. 

3670, provided that: 

‘‘(a) IN GENERAL.—Not later than 180 days after the 

effective date of this Act [probably means the effective 

date of title I of Pub. L. 108–458, see Effective Date of 

2004 Amendment; Transition Provisions note set out 

under section 3001 of this title], the Director of Na-

tional Intelligence shall establish a process and assign 

an individual or entity the responsibility for ensuring 

that, as appropriate, elements of the intelligence com-

munity conduct alternative analysis (commonly re-

ferred to as ‘red-team analysis’) of the information and 

conclusions in intelligence products. 

‘‘(b) REPORT.—Not later than 270 days after the effec-

tive date of this Act, the Director of National Intel-

ligence shall provide a report to the Select Committee 

on Intelligence of the Senate and the Permanent Select 

Committee of the House of Representatives on the im-

plementation of subsection (a).’’ 

ENHANCING CLASSIFIED COUNTERTERRORIST TRAVEL 

EFFORTS 

Pub. L. 108–458, title VII, § 7201(e), Dec. 17, 2004, 118 

Stat. 3813, provided that: 

‘‘(1) IN GENERAL.—The Director of National Intel-

ligence shall significantly increase resources and per-

sonnel to the small classified program that collects and 

analyzes intelligence on terrorist travel. 

‘‘(2) AUTHORIZATION OF APPROPRIATIONS.—There are 

authorized to be appropriated for each of the fiscal 

years 2005 through 2009 such sums as may be necessary 

to carry out this subsection.’’ 

INTELLIGENCE COMMUNITY USE OF NATIONAL 

INFRASTRUCTURE SIMULATION AND ANALYSIS CENTER 

Pub. L. 108–458, title VIII, § 8101, Dec. 17, 2004, 118 Stat. 

3864, provided that: 

‘‘(a) IN GENERAL.—The Director of National Intel-

ligence shall establish a formal relationship, including 

information sharing, between the elements of the intel-

ligence community and the National Infrastructure 

Simulation and Analysis Center. 

‘‘(b) PURPOSE.—The purpose of the relationship under 

subsection (a) shall be to permit the intelligence com-

munity to take full advantage of the capabilities of the 

National Infrastructure Simulation and Analysis Cen-

ter, particularly vulnerability and consequence analy-

sis, for real time response to reported threats and long 

term planning for projected threats.’’ 

PILOT PROGRAM ON ANALYSIS OF SIGNALS AND OTHER 

INTELLIGENCE BY INTELLIGENCE ANALYSTS OF VAR-

IOUS ELEMENTS OF THE INTELLIGENCE COMMUNITY 

Pub. L. 108–177, title III, § 317, Dec. 13, 2003, 117 Stat. 

2611, as amended by Pub. L. 108–458, title I, 

§§ 1071(g)(3)(A)(i), (ii), 1072(d)(2)(A), Dec. 17, 2004, 118 

Stat. 3692, 3693, required Director of National Intel-

ligence, in coordination with Secretary of Defense, to 

carry out pilot program to assess feasibility and advis-

ability of permitting intelligence analysts of various 

elements of intelligence community to access and ana-

lyze signals intelligence of the National Security Agen-

cy and other selected intelligence from databases of 

other elements of intelligence community in order to 

achieve certain objectives; pilot program was to com-

mence not later than Dec. 31, 2003, be assessed not later 

than Feb. 1, 2004, and a report on the assessment sub-

mitted to Congress. 

STANDARDIZED TRANSLITERATION OF NAMES INTO THE 

ROMAN ALPHABET 

Pub. L. 107–306, title III, § 352, Nov. 27, 2002, 116 Stat. 

2401, as amended by Pub. L. 108–458, title I, 

§ 1071(g)(2)(D), Dec. 17, 2004, 118 Stat. 3691, provided that: 

‘‘(a) METHOD OF TRANSLITERATION REQUIRED.—Not 

later than 180 days after the date of the enactment of 

this Act [Nov. 27, 2002], the Director of Central Intel-

ligence shall provide for a standardized method for 

transliterating into the Roman alphabet personal and 

place names originally rendered in any language that 

uses an alphabet other than the Roman alphabet. 

‘‘(b) USE BY INTELLIGENCE COMMUNITY.—The Director 

of National Intelligence shall ensure the use of the 

method established under subsection (a) in— 

‘‘(1) all communications among the elements of the 

intelligence community; and 

‘‘(2) all intelligence products of the intelligence 

community.’’ 
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STANDARDS FOR SPELLING OF FOREIGN NAMES AND 

PLACES AND FOR USE OF GEOGRAPHIC COORDINATES 

Pub. L. 105–107, title III, § 309, Nov. 20, 1997, 111 Stat. 

2253, provided that: 
‘‘(a) SURVEY OF CURRENT STANDARDS.— 

‘‘(1) SURVEY.—The Director of Central Intelligence 

shall carry out a survey of current standards for the 

spelling of foreign names and places, and the use of 

geographic coordinates for such places, among the 

elements of the intelligence community. 

‘‘(2) REPORT.—Not later than 90 days after the date 

of enactment of this Act [Nov. 20, 1997], the Director 

shall submit to the congressional intelligence com-

mittees a report on the survey carried out under 

paragraph (1). The report shall be submitted in un-

classified form, but may include a classified annex. 

‘‘(b) GUIDELINES.— 

‘‘(1) ISSUANCE.—Not later than 180 days after the 

date of enactment of this Act, the Director shall 

issue guidelines to ensure the use of uniform spelling 

of foreign names and places and the uniform use of 

geographic coordinates for such places. The guide-

lines shall apply to all intelligence reports, intel-

ligence products, and intelligence databases prepared 

and utilized by the elements of the intelligence com-

munity. 

‘‘(2) BASIS.—The guidelines under paragraph (1) 

shall, to the maximum extent practicable, be based 

on current United States Government standards for 

the transliteration of foreign names, standards for 

foreign place names developed by the Board on Geo-

graphic Names, and a standard set of geographic co-

ordinates. 

‘‘(3) SUBMITTAL TO CONGRESS.—The Director shall 

submit a copy of the guidelines to the congressional 

intelligence committees. 

‘‘(c) CONGRESSIONAL INTELLIGENCE COMMITTEES DE-

FINED.—In this section, the term ‘congressional intel-

ligence committees’ means the following: 

‘‘(1) The Select Committee on Intelligence of the 

Senate. 

‘‘(2) The Permanent Select Committee on Intel-

ligence of the House of Representatives.’’ 

[Reference to the Director of Central Intelligence or 

the Director of the Central Intelligence Agency in the 

Director’s capacity as the head of the intelligence com-

munity deemed to be a reference to the Director of Na-

tional Intelligence. Reference to the Director of Cen-

tral Intelligence or the Director of the Central Intel-

ligence Agency in the Director’s capacity as the head of 

the Central Intelligence Agency deemed to be a ref-

erence to the Director of the Central Intelligence Agen-

cy. See section 1081(a), (b) of Pub. L. 108–458, set out as 

a note under section 3001 of this title.] 

PERIODIC REPORTS ON EXPENDITURES 

Pub. L. 104–293, § 807(c), Oct. 11, 1996, 110 Stat. 3480, 

provided that: ‘‘Not later than January 1, 1997, the Di-

rector of Central Intelligence and the Secretary of De-

fense shall prescribe guidelines to ensure prompt re-

porting to the Director and the Secretary on a periodic 

basis of budget execution data for all national, defense- 

wide, and tactical intelligence activities.’’ 

[Reference to the Director of Central Intelligence or 

the Director of the Central Intelligence Agency in the 

Director’s capacity as the head of the intelligence com-

munity deemed to be a reference to the Director of Na-

tional Intelligence. Reference to the Director of Cen-

tral Intelligence or the Director of the Central Intel-

ligence Agency in the Director’s capacity as the head of 

the Central Intelligence Agency deemed to be a ref-

erence to the Director of the Central Intelligence Agen-

cy. See section 1081(a), (b) of Pub. L. 108–458, set out as 

a note under section 3001 of this title.] 

DATABASE PROGRAM TRACKING 

Pub. L. 104–293, title VIII, § 807(d), Oct. 11, 1996, 110 

Stat. 3481, provided that: ‘‘Not later than January 1, 

1999, the Director of Central Intelligence and the Sec-

retary of Defense shall develop and implement a data-

base to provide timely and accurate information on the 

amounts, purposes, and status of the resources, includ-

ing periodic budget execution updates, for all national, 

defense-wide, and tactical intelligence activities.’’ 
[Reference to the Director of Central Intelligence or 

the Director of the Central Intelligence Agency in the 

Director’s capacity as the head of the intelligence com-

munity deemed to be a reference to the Director of Na-

tional Intelligence. Reference to the Director of Cen-

tral Intelligence or the Director of the Central Intel-

ligence Agency in the Director’s capacity as the head of 

the Central Intelligence Agency deemed to be a ref-

erence to the Director of the Central Intelligence Agen-

cy. See section 1081(a), (b) of Pub. L. 108–458, set out as 

a note under section 3001 of this title.] 

DEFINITIONS 

Pub. L. 112–18, § 2, June 8, 2011, 125 Stat. 224, provided 

that: ‘‘In this Act [see Tables for classification]: 
‘‘(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.— 

The term ‘congressional intelligence committees’ 

means— 
‘‘(A) the Select Committee on Intelligence of the 

Senate; and 
‘‘(B) the Permanent Select Committee on Intel-

ligence of the House of Representatives. 
‘‘(2) INTELLIGENCE COMMUNITY.—The term ‘intel-

ligence community’ has the meaning given that term 

in section 3(4) of the National Security Act of 1947 (50 

U.S.C. 401a(4)) [now 50 U.S.C. 3003(4)].’’ 

§ 3025. Office of the Director of National Intel-
ligence 

(a) Office of Director of National Intelligence 

There is an Office of the Director of National 
Intelligence. 

(b) Function 

The function of the Office of the Director of 
National Intelligence is to assist the Director of 
National Intelligence in carrying out the duties 
and responsibilities of the Director under this 
Act and other applicable provisions of law, and 
to carry out such other duties as may be pre-
scribed by the President or by law. 

(c) Composition 

The Office of the Director of National Intel-
ligence is composed of the following: 

(1) The Director of National Intelligence. 
(2) The Principal Deputy Director of Na-

tional Intelligence. 
(3) Any Deputy Director of National Intel-

ligence appointed under section 3026 of this 
title. 

(4) The National Intelligence Council. 
(5) The General Counsel. 
(6) The Civil Liberties Protection Officer. 
(7) The Director of Science and Technology. 
(8) The National Counterintelligence Execu-

tive (including the Office of the National 
Counterintelligence Executive). 

(9) The Chief Information Officer of the In-
telligence Community. 

(10) The Inspector General of the Intel-
ligence Community. 

(11) The Director of the National Counter-
terrorism Center. 

(12) The Director of the National Counter 
Proliferation Center. 

(13) The Chief Financial Officer of the Intel-
ligence Community. 

(14) Such other offices and officials as may 
be established by law or the Director may es-
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1 See References in Text note below. 

tablish or designate in the Office, including 
national intelligence centers. 

(d) Staff 

(1) To assist the Director of National Intel-
ligence in fulfilling the duties and responsibil-
ities of the Director, the Director shall employ 
and utilize in the Office of the Director of Na-
tional Intelligence a professional staff having an 
expertise in matters relating to such duties and 
responsibilities, and may establish permanent 
positions and appropriate rates of pay with re-
spect to that staff. 

(2) The staff of the Office of the Director of 
National Intelligence under paragraph (1) shall 
include the staff of the Office of the Deputy Di-
rector of Central Intelligence for Community 
Management that is transferred to the Office of 
the Director of National Intelligence under sec-
tion 1091 of the National Security Intelligence 
Reform Act of 2004. 

(e) Temporary filling of vacancies 

With respect to filling temporarily a vacancy 
in an office within the Office of the Director of 
National Intelligence (other than that of the Di-
rector of National Intelligence), section 
3345(a)(3) of title 5 may be applied— 

(1) in the matter preceding subparagraph 
(A), by substituting ‘‘an element of the intel-
ligence community, as that term is defined in 
section 3(4) of the National Security Act of 
1947 (50 U.S.C. 401a(4)),’’ 1 for ‘‘such Executive 
agency’’; and 

(2) in subparagraph (A), by substituting ‘‘the 
intelligence community’’ for ‘‘such agency’’. 

(f) Location of the Office of the Director of Na-
tional Intelligence 

The headquarters of the Office of the Director 
of National Intelligence may be located in the 
Washington metropolitan region, as that term is 
defined in section 8301 of title 40. 

(July 26, 1947, ch. 343, title I, § 103, as added Pub. 
L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 Stat. 
3655; amended Pub. L. 111–259, title IV, §§ 403, 
407(b), title VIII, § 804(3), Oct. 7, 2010, 124 Stat. 
2709, 2721, 2747; Pub. L. 112–87, title IV, § 405, Jan. 
3, 2012, 125 Stat. 1888.) 

REFERENCES IN TEXT 

This Act, referred to in subsec. (b), probably means 

Pub. L. 108–458, Dec. 17, 2004, 118 Stat. 3638, known as 

the Intelligence Reform and Terrorism Prevention Act 

of 2004. For complete classification of this Act to the 

Code, see Tables. 

Section 1091 of the National Security Intelligence Re-

form Act of 2004, referred to in subsec. (d)(2), is section 

1091 of Pub. L. 108–458, which is set out as a note under 

section 3001 of this title. 

Section 3 of the National Security Act of 1947, re-

ferred to in subsec. (e)(1), was classified to section 401a 

of this title prior to editorial reclassification and re-

numbering as section 3003 of this title. 

CODIFICATION 

Section was formerly classified to section 403–3 of 

this title prior to editorial reclassification and renum-

bering as this section. Some section numbers of this 

title referenced in amendment notes below reflect the 

classification of such sections prior to their editorial 

reclassification. 

PRIOR PROVISIONS 

A prior section 103 of act July 26, 1947, ch. 343, title 

I, as added Pub. L. 102–496, title VII, § 705(a)(3), Oct. 24, 

1992, 106 Stat. 3190; amended Pub. L. 103–178, title V, 

§ 502, Dec. 3, 1993, 107 Stat. 2038; Pub. L. 104–293, title 

VIII, §§ 806, 807(a), Oct. 11, 1996, 110 Stat. 3479, 3480; Pub. 

L. 107–56, title IX, § 901, Oct. 26, 2001, 115 Stat. 387, relat-

ed to responsibilities of Director of Central Intel-

ligence, prior to repeal by Pub. L. 108–458, title I, 

§§ 1011(a), 1097(a), Dec. 17, 2004, 118 Stat. 3643, 3698, effec-

tive not later than six months after Dec. 17, 2004, except 

as otherwise expressly provided. See sections 3024 and 

3036 of this title. 

Another prior section 103 of act July 26, 1947, was re-

numbered section 107 and is classified to section 3042 of 

this title. 

AMENDMENTS 

2012—Subsecs. (e), (f). Pub. L. 112–87 added subsec. (e) 

and redesignated former subsec. (e) as (f). 

2010—Subsec. (b). Pub. L. 111–259, § 804(3), struck out 

‘‘, the National Security Act of 1947 (50 U.S.C. 401 et 

seq.),’’ after ‘‘this Act’’. 

Subsec. (c)(9) to (14). Pub. L. 111–259, § 407(b), added 

pars. (9) to (13) and redesignated former par. (9) as (14). 

Subsec. (e). Pub. L. 111–259, § 403, amended subsec. (e) 

generally. Prior to amendment, text read as follows: 

‘‘Commencing as of October 1, 2008, the Office of the Di-

rector of National Intelligence may not be co-located 

with any other element of the intelligence commu-

nity.’’ 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

§ 3026. Deputy Directors of National Intelligence 

(a) Principal Deputy Director of National Intel-
ligence 

(1) There is a Principal Deputy Director of Na-
tional Intelligence who shall be appointed by 
the President, by and with the advice and con-
sent of the Senate. 

(2) In the event of a vacancy in the position of 
Principal Deputy Director of National Intel-
ligence, the Director of National Intelligence 
shall recommend to the President an individual 
for appointment as Principal Deputy Director of 
National Intelligence. 

(3) Any individual nominated for appointment 
as Principal Deputy Director of National Intel-
ligence shall have extensive national security 
experience and management expertise. 

(4) The individual serving as Principal Deputy 
Director of National Intelligence shall not, 
while so serving, serve in any capacity in any 
other element of the intelligence community. 

(5) The Principal Deputy Director of National 
Intelligence shall assist the Director of National 
Intelligence in carrying out the duties and re-
sponsibilities of the Director. 

(6) The Principal Deputy Director of National 
Intelligence shall act for, and exercise the pow-
ers of, the Director of National Intelligence dur-
ing the absence or disability of the Director of 
National Intelligence or during a vacancy in the 
position of Director of National Intelligence. 
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(b) Deputy Directors of National Intelligence 

(1) There may be not more than four Deputy 
Directors of National Intelligence who shall be 
appointed by the Director of National Intel-
ligence. 

(2) Each Deputy Director of National Intel-
ligence appointed under this subsection shall 
have such duties, responsibilities, and authori-
ties as the Director of National Intelligence may 
assign or are specified by law. 

(c) Military status of Director of National Intel-
ligence and Principal Deputy Director of Na-
tional Intelligence 

(1) Not more than one of the individuals serv-
ing in the positions specified in paragraph (2) 
may be a commissioned officer of the Armed 
Forces in active status. 

(2) The positions referred to in this paragraph 
are the following: 

(A) The Director of National Intelligence. 
(B) The Principal Deputy Director of Na-

tional Intelligence. 

(3) It is the sense of Congress that, under ordi-
nary circumstances, it is desirable that one of 
the individuals serving in the positions specified 
in paragraph (2)— 

(A) be a commissioned officer of the Armed 
Forces, in active status; or 

(B) have, by training or experience, an ap-
preciation of military intelligence activities 
and requirements. 

(4) A commissioned officer of the Armed 
Forces, while serving in a position specified in 
paragraph (2)— 

(A) shall not be subject to supervision or 
control by the Secretary of Defense or by any 
officer or employee of the Department of De-
fense; 

(B) shall not exercise, by reason of the offi-
cer’s status as a commissioned officer, any su-
pervision or control with respect to any of the 
military or civilian personnel of the Depart-
ment of Defense except as otherwise author-
ized by law; and 

(C) shall not be counted against the numbers 
and percentages of commissioned officers of 
the rank and grade of such officer authorized 
for the military department of that officer. 

(5) Except as provided in subparagraph (A) or 
(B) of paragraph (4), the appointment of an offi-
cer of the Armed Forces to a position specified 
in paragraph (2) shall not affect the status, posi-
tion, rank, or grade of such officer in the Armed 
Forces, or any emolument, perquisite, right, 
privilege, or benefit incident to or arising out of 
such status, position, rank, or grade. 

(6) A commissioned officer of the Armed 
Forces on active duty who is appointed to a po-
sition specified in paragraph (2), while serving in 
such position and while remaining on active 
duty, shall continue to receive military pay and 
allowances and shall not receive the pay pre-
scribed for such position. Funds from which such 
pay and allowances are paid shall be reimbursed 
from funds available to the Director of National 
Intelligence. 

(July 26, 1947, ch. 343, title I, § 103A, as added 
Pub. L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 
Stat. 3656.) 

CODIFICATION 

Section was formerly classified to section 403–3a of 

this title prior to editorial reclassification and renum-

bering as this section. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

§ 3027. National Intelligence Council 

(a) National Intelligence Council 

There is a National Intelligence Council. 

(b) Composition 

(1) The National Intelligence Council shall be 
composed of senior analysts within the intel-
ligence community and substantive experts 
from the public and private sector, who shall be 
appointed by, report to, and serve at the pleas-
ure of, the Director of National Intelligence. 

(2) The Director shall prescribe appropriate se-
curity requirements for personnel appointed 
from the private sector as a condition of service 
on the Council, or as contractors of the Council 
or employees of such contractors, to ensure the 
protection of intelligence sources and methods 
while avoiding, wherever possible, unduly intru-
sive requirements which the Director considers 
to be unnecessary for this purpose. 

(c) Duties and responsibilities 

(1) The National Intelligence Council shall— 
(A) produce national intelligence estimates 

for the United States Government, including 
alternative views held by elements of the in-
telligence community and other information 
as specified in paragraph (2); 

(B) evaluate community-wide collection and 
production of intelligence by the intelligence 
community and the requirements and re-
sources of such collection and production; and 

(C) otherwise assist the Director of National 
Intelligence in carrying out the responsibil-
ities of the Director under section 3024 of this 
title. 

(2) The Director of National Intelligence shall 
ensure that the Council satisfies the needs of 
policymakers and other consumers of intel-
ligence. 

(d) Service as senior intelligence advisers 

Within their respective areas of expertise and 
under the direction of the Director of National 
Intelligence, the members of the National Intel-
ligence Council shall constitute the senior intel-
ligence advisers of the intelligence community 
for purposes of representing the views of the in-
telligence community within the United States 
Government. 

(e) Authority to contract 

Subject to the direction and control of the Di-
rector of National Intelligence, the National In-
telligence Council may carry out its responsibil-
ities under this section by contract, including 
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contracts for substantive experts necessary to 
assist the Council with particular assessments 
under this section. 

(f) Staff 

The Director of National Intelligence shall 
make available to the National Intelligence 
Council such staff as may be necessary to per-
mit the Council to carry out its responsibilities 
under this section. 

(g) Availability of Council and staff 

(1) The Director of National Intelligence shall 
take appropriate measures to ensure that the 
National Intelligence Council and its staff sat-
isfy the needs of policymaking officials and 
other consumers of intelligence. 

(2) The Council shall be readily accessible to 
policymaking officials and other appropriate in-
dividuals not otherwise associated with the in-
telligence community. 

(h) Support 

The heads of the elements of the intelligence 
community shall, as appropriate, furnish such 
support to the National Intelligence Council, in-
cluding the preparation of intelligence analyses, 
as may be required by the Director of National 
Intelligence. 

(i) National Intelligence Council product 

For purposes of this section, the term ‘‘Na-
tional Intelligence Council product’’ includes a 
National Intelligence Estimate and any other 
intelligence community assessment that sets 
forth the judgment of the intelligence commu-
nity as a whole on a matter covered by such 
product. 

(July 26, 1947, ch. 343, title I, § 103B, as added 
Pub. L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 
Stat. 3657.) 

CODIFICATION 

Section was formerly classified to section 403–3b of 

this title prior to editorial reclassification and renum-

bering as this section. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

§ 3028. General Counsel 

(a) General Counsel 

There is a General Counsel of the Office of the 
Director of National Intelligence who shall be 
appointed by the President, by and with the ad-
vice and consent of the Senate. 

(b) Prohibition on dual service as General Coun-
sel of another agency 

The individual serving in the position of Gen-
eral Counsel may not, while so serving, also 
serve as the General Counsel of any other de-
partment, agency, or element of the United 
States Government. 

(c) Scope of position 

The General Counsel is the chief legal officer 
of the Office of the Director of National Intel-
ligence. 

(d) Functions 

The General Counsel shall perform such func-
tions as the Director of National Intelligence 
may prescribe. 

(July 26, 1947, ch. 343, title I, § 103C, as added 
Pub. L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 
Stat. 3658.) 

CODIFICATION 

Section was formerly classified to section 403–3c of 

this title prior to editorial reclassification and renum-

bering as this section. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 
Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

§ 3029. Civil Liberties Protection Officer 

(a) Civil Liberties Protection Officer 

(1) Within the Office of the Director of Na-
tional Intelligence, there is a Civil Liberties 
Protection Officer who shall be appointed by the 
Director of National Intelligence. 

(2) The Civil Liberties Protection Officer shall 
report directly to the Director of National Intel-
ligence. 

(b) Duties 

The Civil Liberties Protection Officer shall— 
(1) ensure that the protection of civil lib-

erties and privacy is appropriately incor-
porated in the policies and procedures devel-
oped for and implemented by the Office of the 
Director of National Intelligence and the ele-
ments of the intelligence community within 
the National Intelligence Program; 

(2) oversee compliance by the Office and the 
Director of National Intelligence with require-
ments under the Constitution and all laws, 
regulations, Executive orders, and implement-
ing guidelines relating to civil liberties and 
privacy; 

(3) review and assess complaints and other 
information indicating possible abuses of civil 
liberties and privacy in the administration of 
the programs and operations of the Office and 
the Director of National Intelligence and, as 
appropriate, investigate any such complaint 
or information; 

(4) ensure that the use of technologies sus-
tain, and do not erode, privacy protections re-
lating to the use, collection, and disclosure of 
personal information; 

(5) ensure that personal information con-
tained in a system of records subject to sec-
tion 552a of title 5 (popularly referred to as the 
‘‘Privacy Act’’), is handled in full compliance 
with fair information practices as set out in 
that section; 

(6) conduct privacy impact assessments 
when appropriate or as required by law; and 
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(7) perform such other duties as may be pre-
scribed by the Director of National Intel-
ligence or specified by law. 

(c) Use of agency Inspectors General 

When appropriate, the Civil Liberties Protec-
tion Officer may refer complaints to the Office 
of Inspector General having responsibility for 
the affected element of the department or agen-
cy of the intelligence community to conduct an 
investigation under paragraph (3) of subsection 
(b) of this section. 

(July 26, 1947, ch. 343, title I, § 103D, as added 
Pub. L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 
Stat. 3658.) 

REFERENCES IN TEXT 

The Privacy Act, referred to in subsec. (b)(5), prob-

ably means the Privacy Act of 1974, Pub. L. 93–579, Dec. 

31, 1974, 88 Stat. 1896, which enacted section 552a of 

Title 5, Government Organization and Employees, and 

provisions set out as notes under section 552a of Title 

5. For complete classification of this Act to the Code, 

see Short Title of 1974 Amendment note set out under 

section 552a of Title 5 and Tables. 

CODIFICATION 

Section was formerly classified to section 403–3d of 

this title prior to editorial reclassification and renum-

bering as this section. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

§ 3030. Director of Science and Technology 

(a) Director of Science and Technology 

There is a Director of Science and Technology 
within the Office of the Director of National In-
telligence who shall be appointed by the Direc-
tor of National Intelligence. 

(b) Requirement relating to appointment 

An individual appointed as Director of Science 
and Technology shall have a professional back-
ground and experience appropriate for the duties 
of the Director of Science and Technology. 

(c) Duties 

The Director of Science and Technology 
shall— 

(1) act as the chief representative of the Di-
rector of National Intelligence for science and 
technology; 

(2) chair the Director of National Intel-
ligence Science and Technology Committee 
under subsection (d) of this section; 

(3) assist the Director in formulating a long- 
term strategy for scientific advances in the 
field of intelligence; 

(4) assist the Director on the science and 
technology elements of the budget of the Of-
fice of the Director of National Intelligence; 
and 

(5) perform other such duties as may be pre-
scribed by the Director of National Intel-
ligence or specified by law. 

(d) Director of National Intelligence Science and 
Technology Committee 

(1) There is within the Office of the Director of 
Science and Technology a Director of National 
Intelligence Science and Technology Commit-
tee. 

(2) The Committee shall be composed of the 
principal science officers of the National Intel-
ligence Program. 

(3) The Committee shall— 
(A) coordinate advances in research and de-

velopment related to intelligence; and 
(B) perform such other functions as the Di-

rector of Science and Technology shall pre-
scribe. 

(July 26, 1947, ch. 343, title I, § 103E, as added 
Pub. L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 
Stat. 3659.) 

CODIFICATION 

Section was formerly classified to section 403–3e of 

this title prior to editorial reclassification and renum-

bering as this section. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

§ 3031. National Counterintelligence Executive 

(a) National Counterintelligence Executive 

The National Counterintelligence Executive 
under section 902 of the Counterintelligence En-
hancement Act of 2002 [50 U.S.C. 3382] is a com-
ponent of the Office of the Director of National 
Intelligence. 

(b) Duties 

The National Counterintelligence Executive 
shall perform the duties provided in the 
Counterintelligence Enhancement Act of 2002 
and such other duties as may be prescribed by 
the Director of National Intelligence or speci-
fied by law. 

(July 26, 1947, ch. 343, title I, § 103F, as added 
Pub. L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 
Stat. 3660.) 

REFERENCES IN TEXT 

The Counterintelligence Enhancement Act of 2002, re-

ferred to in subsec. (b), is title IX of Pub. L. 107–306, 

Nov. 27, 2002, 116 Stat. 2432. For complete classification 

of this Act to the Code, see Tables. 

CODIFICATION 

Section was formerly classified to section 403–3f of 

this title prior to editorial reclassification and renum-

bering as this section. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-
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tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

§ 3032. Chief Information Officer 

(a) Chief Information Officer 

To assist the Director of National Intelligence 
in carrying out the responsibilities of the Direc-
tor under this chapter and other applicable pro-
visions of law, there shall be within the Office of 
the Director of National Intelligence a Chief In-
formation Officer of the Intelligence Commu-
nity who shall be appointed by the President. 

(b) Duties and responsibilities 

Subject to the direction of the Director of Na-
tional Intelligence, the Chief Information Offi-
cer of the Intelligence Community shall— 

(1) manage activities relating to the infor-
mation technology infrastructure and enter-
prise architecture requirements of the intel-
ligence community; 

(2) have procurement approval authority 
over all information technology items related 
to the enterprise architectures of all intel-
ligence community components; 

(3) direct and manage all information tech-
nology-related procurement for the intel-
ligence community; and 

(4) ensure that all expenditures for informa-
tion technology and research and development 
activities are consistent with the intelligence 
community enterprise architecture and the 
strategy of the Director for such architecture. 

(c) Prohibition on simultaneous service as other 
chief information officer 

An individual serving in the position of Chief 
Information Officer of the Intelligence Commu-
nity may not, while so serving, serve as the 
chief information officer of any other depart-
ment or agency, or component thereof, of the 
United States Government. 

(July 26, 1947, ch. 343, title I, § 103G, as added 
Pub. L. 108–487, title III, § 303(a)(1), Dec. 23, 2004, 
118 Stat. 3944; amended Pub. L. 111–259, title IV, 
§ 404, Oct. 7, 2010, 124 Stat. 2709.) 

REFERENCES IN TEXT 

This chapter, referred to in subsec. (a), was in the 

original ‘‘this Act’’, meaning act July 26, 1947, ch. 343, 

61 Stat. 495, known as the National Security Act of 

1947, which is classified principally to this chapter. For 

complete classification of this Act to the Code, see 

Tables. 

CODIFICATION 

Section was formerly classified to section 403–3g of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2010—Subsec. (a). Pub. L. 111–259, § 404(1), inserted ‘‘of 

the Intelligence Community’’ after ‘‘Chief Information 

Officer’’ and substituted ‘‘President.’’ for ‘‘President, 

by and with the advice and consent of the Senate.’’ 

Subsecs. (b) to (d). Pub. L. 111–259, § 404(2)–(4), redesig-

nated subsecs. (c) and (d) as (b) and (c), respectively, in-

serted ‘‘of the Intelligence Community’’ after ‘‘Chief 

Information Officer’’ in two places, and struck out 

former subsec. (b). Text of former subsec. (b) read as 

follows: ‘‘The Chief Information Officer shall serve as 

the chief information officer of the intelligence com-

munity.’’ 

EFFECTIVE DATE 

Pub. L. 108–487, title III, § 303(b), Dec. 23, 2004, 118 

Stat. 3944, provided that: ‘‘The amendments made by 

this section [enacting this section] shall take effect on 

the effective date of the National Security Intelligence 

Reform Act of 2004 [see section 1097 of Pub. L. 108–458, 

set out in an Effective Date of 2004 Amendment; Trans-

fer, Termination, and Transition Provisions note under 

section 3001 of this title], as provided in section 801 of 

this Act [set out in an Effective Date of 2004 Amend-

ments note under section 2656f of Title 22, Foreign Re-

lations and Intercourse].’’ 

§ 3033. Inspector General of the Intelligence 
Community 

(a) Office of Inspector General of the Intelligence 
Community 

There is within the Office of the Director of 
National Intelligence an Office of the Inspector 
General of the Intelligence Community. 

(b) Purpose 

The purpose of the Office of the Inspector Gen-
eral of the Intelligence Community is— 

(1) to create an objective and effective office, 
appropriately accountable to Congress, to ini-
tiate and conduct independent investigations, 
inspections, audits, and reviews on programs 
and activities within the responsibility and 
authority of the Director of National Intel-
ligence; 

(2) to provide leadership and coordination 
and recommend policies for activities de-
signed— 

(A) to promote economy, efficiency, and 
effectiveness in the administration and im-
plementation of such programs and activi-
ties; and 

(B) to prevent and detect fraud and abuse 
in such programs and activities; 

(3) to provide a means for keeping the Direc-
tor of National Intelligence fully and cur-
rently informed about— 

(A) problems and deficiencies relating to 
the administration of programs and activi-
ties within the responsibility and authority 
of the Director of National Intelligence; and 

(B) the necessity for, and the progress of, 
corrective actions; and 

(4) in the manner prescribed by this section, 
to ensure that the congressional intelligence 
committees are kept similarly informed of— 

(A) significant problems and deficiencies 
relating to programs and activities within 
the responsibility and authority of the Di-
rector of National Intelligence; and 

(B) the necessity for, and the progress of, 
corrective actions. 

(c) Inspector General of the Intelligence Commu-
nity 

(1) There is an Inspector General of the Intel-
ligence Community, who shall be the head of the 
Office of the Inspector General of the Intel-
ligence Community, who shall be appointed by 
the President, by and with the advice and con-
sent of the Senate. 

(2) The nomination of an individual for ap-
pointment as Inspector General shall be made— 

(A) without regard to political affiliation; 
(B) on the basis of integrity, compliance 

with security standards of the intelligence 
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community, and prior experience in the field 
of intelligence or national security; and 

(C) on the basis of demonstrated ability in 
accounting, financial analysis, law, manage-
ment analysis, public administration, or in-
vestigations. 

(3) The Inspector General shall report directly 
to and be under the general supervision of the 
Director of National Intelligence. 

(4) The Inspector General may be removed 
from office only by the President. The President 
shall communicate in writing to the congres-
sional intelligence committees the reasons for 
the removal not later than 30 days prior to the 
effective date of such removal. Nothing in this 
paragraph shall be construed to prohibit a per-
sonnel action otherwise authorized by law, other 
than transfer or removal. 

(d) Assistant Inspectors General 

Subject to the policies of the Director of Na-
tional Intelligence, the Inspector General of the 
Intelligence Community shall— 

(1) appoint an Assistant Inspector General 
for Audit who shall have the responsibility for 
supervising the performance of auditing ac-
tivities relating to programs and activities 
within the responsibility and authority of the 
Director; 

(2) appoint an Assistant Inspector General 
for Investigations who shall have the respon-
sibility for supervising the performance of in-
vestigative activities relating to such pro-
grams and activities; and 

(3) appoint other Assistant Inspectors Gen-
eral that, in the judgment of the Inspector 
General, are necessary to carry out the duties 
of the Inspector General. 

(e) Duties and responsibilities 

It shall be the duty and responsibility of the 
Inspector General of the Intelligence Commu-
nity— 

(1) to provide policy direction for, and to 
plan, conduct, supervise, and coordinate inde-
pendently, the investigations, inspections, au-
dits, and reviews relating to programs and ac-
tivities within the responsibility and author-
ity of the Director of National Intelligence; 

(2) to keep the Director of National Intel-
ligence fully and currently informed concern-
ing violations of law and regulations, fraud, 
and other serious problems, abuses, and defi-
ciencies relating to the programs and activi-
ties within the responsibility and authority of 
the Director, to recommend corrective action 
concerning such problems, and to report on 
the progress made in implementing such cor-
rective action; 

(3) to take due regard for the protection of 
intelligence sources and methods in the prepa-
ration of all reports issued by the Inspector 
General, and, to the extent consistent with the 
purpose and objective of such reports, take 
such measures as may be appropriate to mini-
mize the disclosure of intelligence sources and 
methods described in such reports; and 

(4) in the execution of the duties and respon-
sibilities under this section, to comply with 
generally accepted government auditing. 

(f) Limitations on activities 

(1) The Director of National Intelligence may 
prohibit the Inspector General of the Intel-

ligence Community from initiating, carrying 
out, or completing any investigation, inspec-
tion, audit, or review if the Director determines 
that such prohibition is necessary to protect 
vital national security interests of the United 
States. 

(2) Not later than seven days after the date on 
which the Director exercises the authority 
under paragraph (1), the Director shall submit to 
the congressional intelligence committees an 
appropriately classified statement of the rea-
sons for the exercise of such authority. 

(3) The Director shall advise the Inspector 
General at the time a statement under para-
graph (2) is submitted, and, to the extent con-
sistent with the protection of intelligence 
sources and methods, provide the Inspector Gen-
eral with a copy of such statement. 

(4) The Inspector General may submit to the 
congressional intelligence committees any com-
ments on the statement of which the Inspector 
General has notice under paragraph (3) that the 
Inspector General considers appropriate. 

(g) Authorities 

(1) The Inspector General of the Intelligence 
Community shall have direct and prompt access 
to the Director of National Intelligence when 
necessary for any purpose pertaining to the per-
formance of the duties of the Inspector General. 

(2)(A) The Inspector General shall, subject to 
the limitations in subsection (f), make such in-
vestigations and reports relating to the adminis-
tration of the programs and activities within 
the authorities and responsibilities of the Direc-
tor as are, in the judgment of the Inspector Gen-
eral, necessary or desirable. 

(B) The Inspector General shall have access to 
any employee, or any employee of a contractor, 
of any element of the intelligence community 
needed for the performance of the duties of the 
Inspector General. 

(C) The Inspector General shall have direct ac-
cess to all records, reports, audits, reviews, doc-
uments, papers, recommendations, or other ma-
terials that relate to the programs and activi-
ties with respect to which the Inspector General 
has responsibilities under this section. 

(D) The level of classification or 
compartmentation of information shall not, in 
and of itself, provide a sufficient rationale for 
denying the Inspector General access to any ma-
terials under subparagraph (C). 

(E) The Director, or on the recommendation of 
the Director, another appropriate official of the 
intelligence community, shall take appropriate 
administrative actions against an employee, or 
an employee of a contractor, of an element of 
the intelligence community that fails to cooper-
ate with the Inspector General. Such adminis-
trative action may include loss of employment 
or the termination of an existing contractual re-
lationship. 

(3) The Inspector General is authorized to re-
ceive and investigate, pursuant to subsection 
(h), complaints or information from any person 
concerning the existence of an activity within 
the authorities and responsibilities of the Direc-
tor of National Intelligence constituting a viola-
tion of laws, rules, or regulations, or mis-
management, gross waste of funds, abuse of au-
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thority, or a substantial and specific danger to 
the public health and safety. Once such com-
plaint or information has been received from an 
employee of the intelligence community— 

(A) the Inspector General shall not disclose 
the identity of the employee without the con-
sent of the employee, unless the Inspector 
General determines that such disclosure is un-
avoidable during the course of the investiga-
tion or the disclosure is made to an official of 
the Department of Justice responsible for de-
termining whether a prosecution should be 
undertaken, and this provision shall qualify as 
a withholding statute pursuant to subsection 
(b)(3) of section 552 of title 5 (commonly 
known as the ‘‘Freedom of Information Act’’); 
and 

(B) no action constituting a reprisal, or 
threat of reprisal, for making such complaint 
or disclosing such information to the Inspec-
tor General may be taken by any employee in 
a position to take such actions, unless the 
complaint was made or the information was 
disclosed with the knowledge that it was false 
or with willful disregard for its truth or fal-
sity. 

(4) The Inspector General shall have the au-
thority to administer to or take from any per-
son an oath, affirmation, or affidavit, whenever 
necessary in the performance of the duties of 
the Inspector General, which oath, affirmation, 
or affidavit when administered or taken by or 
before an employee of the Office of the Inspector 
General of the Intelligence Community des-
ignated by the Inspector General shall have the 
same force and effect as if administered or taken 
by, or before, an officer having a seal. 

(5)(A) Except as provided in subparagraph (B), 
the Inspector General is authorized to require by 
subpoena the production of all information, doc-
uments, reports, answers, records, accounts, pa-
pers, and other data in any medium (including 
electronically stored information, as well as any 
tangible thing) and documentary evidence nec-
essary in the performance of the duties and re-
sponsibilities of the Inspector General. 

(B) In the case of departments, agencies, and 
other elements of the United States Govern-
ment, the Inspector General shall obtain infor-
mation, documents, reports, answers, records, 
accounts, papers, and other data and evidence 
for the purpose specified in subparagraph (A) 
using procedures other than by subpoenas. 

(C) The Inspector General may not issue a sub-
poena for, or on behalf of, any component of the 
Office of the Director of National Intelligence or 
any element of the intelligence community, in-
cluding the Office of the Director of National In-
telligence. 

(D) In the case of contumacy or refusal to 
obey a subpoena issued under this paragraph, 
the subpoena shall be enforceable by order of 
any appropriate district court of the United 
States. 

(6) The Inspector General may obtain services 
as authorized by section 3109 of title 5 at rates 
for individuals not to exceed the daily equiva-
lent of the maximum annual rate of basic pay 
payable for grade GS–15 of the General Schedule 
under section 5332 of title 5. 

(7) The Inspector General may, to the extent 
and in such amounts as may be provided in ap-

propriations, enter into contracts and other ar-
rangements for audits, studies, analyses, and 
other services with public agencies and with pri-
vate persons, and to make such payments as 
may be necessary to carry out the provisions of 
this section. 

(h) Coordination among Inspectors General 

(1)(A) In the event of a matter within the ju-
risdiction of the Inspector General of the Intel-
ligence Community that may be subject to an 
investigation, inspection, audit, or review by 
both the Inspector General of the Intelligence 
Community and an inspector general with over-
sight responsibility for an element of the intel-
ligence community, the Inspector General of the 
Intelligence Community and such other inspec-
tor general shall expeditiously resolve the ques-
tion of which inspector general shall conduct 
such investigation, inspection, audit, or review 
to avoid unnecessary duplication of the activi-
ties of the inspectors general. 

(B) In attempting to resolve a question under 
subparagraph (A), the inspectors general con-
cerned may request the assistance of the Intel-
ligence Community Inspectors General Forum 
established under paragraph (2). In the event of 
a dispute between an inspector general within a 
department or agency of the United States Gov-
ernment and the Inspector General of the Intel-
ligence Community that has not been resolved 
with the assistance of such Forum, the inspec-
tors general shall submit the question to the Di-
rector of National Intelligence and the head of 
the affected department or agency for resolu-
tion. 

(2)(A) There is established the Intelligence 
Community Inspectors General Forum, which 
shall consist of all statutory or administrative 
inspectors general with oversight responsibility 
for an element of the intelligence community. 

(B) The Inspector General of the Intelligence 
Community shall serve as the Chair of the 
Forum established under subparagraph (A). The 
Forum shall have no administrative authority 
over any inspector general, but shall serve as a 
mechanism for informing its members of the 
work of individual members of the Forum that 
may be of common interest and discussing ques-
tions about jurisdiction or access to employees, 
employees of contract personnel, records, au-
dits, reviews, documents, recommendations, or 
other materials that may involve or be of assist-
ance to more than one of its members. 

(3) The inspector general conducting an inves-
tigation, inspection, audit, or review covered by 
paragraph (1) shall submit the results of such in-
vestigation, inspection, audit, or review to any 
other inspector general, including the Inspector 
General of the Intelligence Community, with ju-
risdiction to conduct such investigation, inspec-
tion, audit, or review who did not conduct such 
investigation, inspection, audit, or review. 

(i) Counsel to the Inspector General 

(1) The Inspector General of the Intelligence 
Community shall— 

(A) appoint a Counsel to the Inspector Gen-
eral who shall report to the Inspector General; 
or 

(B) obtain the services of a counsel ap-
pointed by and directly reporting to another 
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inspector general or the Council of the Inspec-
tors General on Integrity and Efficiency on a 
reimbursable basis. 

(2) The counsel appointed or obtained under 
paragraph (1) shall perform such functions as 
the Inspector General may prescribe. 

(j) Staff and other support 

(1) The Director of National Intelligence shall 
provide the Inspector General of the Intelligence 
Community with appropriate and adequate of-
fice space at central and field office locations, 
together with such equipment, office supplies, 
maintenance services, and communications fa-
cilities and services as may be necessary for the 
operation of such offices. 

(2)(A) Subject to applicable law and the poli-
cies of the Director of National Intelligence, the 
Inspector General shall select, appoint, and em-
ploy such officers and employees as may be nec-
essary to carry out the functions, powers, and 
duties of the Inspector General. The Inspector 
General shall ensure that any officer or em-
ployee so selected, appointed, or employed has 
security clearances appropriate for the assigned 
duties of such officer or employee. 

(B) In making selections under subparagraph 
(A), the Inspector General shall ensure that such 
officers and employees have the requisite train-
ing and experience to enable the Inspector Gen-
eral to carry out the duties of the Inspector 
General effectively. 

(C) In meeting the requirements of this para-
graph, the Inspector General shall create within 
the Office of the Inspector General of the Intel-
ligence Community a career cadre of sufficient 
size to provide appropriate continuity and objec-
tivity needed for the effective performance of 
the duties of the Inspector General. 

(3) Consistent with budgetary and personnel 
resources allocated by the Director of National 
Intelligence, the Inspector General has final ap-
proval of— 

(A) the selection of internal and external 
candidates for employment with the Office of 
the Inspector General; and 

(B) all other personnel decisions concerning 
personnel permanently assigned to the Office 
of the Inspector General, including selection 
and appointment to the Senior Intelligence 
Service, but excluding all security-based de-
terminations that are not within the author-
ity of a head of a component of the Office of 
the Director of National Intelligence. 

(4)(A) Subject to the concurrence of the Direc-
tor of National Intelligence, the Inspector Gen-
eral may request such information or assistance 
as may be necessary for carrying out the duties 
and responsibilities of the Inspector General 
from any department, agency, or other element 
of the United States Government. 

(B) Upon request of the Inspector General for 
information or assistance under subparagraph 
(A), the head of the department, agency, or ele-
ment concerned shall, insofar as is practicable 
and not in contravention of any existing statu-
tory restriction or regulation of the department, 
agency, or element, furnish to the Inspector 
General, such information or assistance. 

(C) The Inspector General of the Intelligence 
Community may, upon reasonable notice to the 

head of any element of the intelligence commu-
nity and in coordination with that element’s in-
spector general pursuant to subsection (h), con-
duct, as authorized by this section, an investiga-
tion, inspection, audit, or review of such ele-
ment and may enter into any place occupied by 
such element for purposes of the performance of 
the duties of the Inspector General. 

(k) Reports 

(1)(A) The Inspector General of the Intel-
ligence Community shall, not later than October 
31 and April 30 of each year, prepare and submit 
to the Director of National Intelligence a classi-
fied, and, as appropriate, unclassified semi-
annual report summarizing the activities of the 
Office of the Inspector General of the Intel-
ligence Community during the immediately pre-
ceding 6-month period ending September 30 and 
March 31, respectively. The Inspector General of 
the Intelligence Community shall provide any 
portion of the report involving a component of a 
department of the United States Government to 
the head of that department simultaneously 
with submission of the report to the Director of 
National Intelligence. 

(B) Each report under this paragraph shall in-
clude, at a minimum, the following: 

(i) A list of the title or subject of each inves-
tigation, inspection, audit, or review con-
ducted during the period covered by such re-
port. 

(ii) A description of significant problems, 
abuses, and deficiencies relating to the admin-
istration of programs and activities of the in-
telligence community within the responsibil-
ity and authority of the Director of National 
Intelligence, and in the relationships between 
elements of the intelligence community, iden-
tified by the Inspector General during the pe-
riod covered by such report. 

(iii) A description of the recommendations 
for corrective action made by the Inspector 
General during the period covered by such re-
port with respect to significant problems, 
abuses, or deficiencies identified in clause (ii). 

(iv) A statement of whether or not correc-
tive action has been completed on each signifi-
cant recommendation described in previous 
semiannual reports, and, in a case where cor-
rective action has been completed, a descrip-
tion of such corrective action. 

(v) A certification of whether or not the In-
spector General has had full and direct access 
to all information relevant to the performance 
of the functions of the Inspector General. 

(vi) A description of the exercise of the sub-
poena authority under subsection (g)(5) by the 
Inspector General during the period covered 
by such report. 

(vii) Such recommendations as the Inspector 
General considers appropriate for legislation 
to promote economy, efficiency, and effective-
ness in the administration and implementa-
tion of programs and activities within the re-
sponsibility and authority of the Director of 
National Intelligence, and to detect and elimi-
nate fraud and abuse in such programs and ac-
tivities. 

(C) Not later than 30 days after the date of re-
ceipt of a report under subparagraph (A), the Di-
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rector shall transmit the report to the congres-
sional intelligence committees together with 
any comments the Director considers appro-
priate. The Director shall transmit to the com-
mittees of the Senate and of the House of Rep-
resentatives with jurisdiction over a department 
of the United States Government any portion of 
the report involving a component of such de-
partment simultaneously with submission of the 
report to the congressional intelligence commit-
tees. 

(2)(A) The Inspector General shall report im-
mediately to the Director whenever the Inspec-
tor General becomes aware of particularly seri-
ous or flagrant problems, abuses, or deficiencies 
relating to programs and activities within the 
responsibility and authority of the Director of 
National Intelligence. 

(B) The Director shall transmit to the con-
gressional intelligence committees each report 
under subparagraph (A) within 7 calendar days 
of receipt of such report, together with such 
comments as the Director considers appropriate. 
The Director shall transmit to the committees 
of the Senate and of the House of Representa-
tives with jurisdiction over a department of the 
United States Government any portion of each 
report under subparagraph (A) that involves a 
problem, abuse, or deficiency related to a com-
ponent of such department simultaneously with 
transmission of the report to the congressional 
intelligence committees. 

(3)(A) In the event that— 

(i) the Inspector General is unable to resolve 
any differences with the Director affecting the 
execution of the duties or responsibilities of 
the Inspector General; 

(ii) an investigation, inspection, audit, or re-
view carried out by the Inspector General fo-
cuses on any current or former intelligence 
community official who— 

(I) holds or held a position in an element 
of the intelligence community that is sub-
ject to appointment by the President, 
whether or not by and with the advice and 
consent of the Senate, including such a posi-
tion held on an acting basis; 

(II) holds or held a position in an element 
of the intelligence community, including a 
position held on an acting basis, that is ap-
pointed by the Director of National Intel-
ligence; or 

(III) holds or held a position as head of an 
element of the intelligence community or a 
position covered by subsection (b) or (c) of 
section 3041 of this title; 

(iii) a matter requires a report by the In-
spector General to the Department of Justice 
on possible criminal conduct by a current or 
former official described in clause (ii); 

(iv) the Inspector General receives notice 
from the Department of Justice declining or 
approving prosecution of possible criminal 
conduct of any current or former official de-
scribed in clause (ii); or 

(v) the Inspector General, after exhausting 
all possible alternatives, is unable to obtain 
significant documentary information in the 
course of an investigation, inspection, audit, 
or review, 

the Inspector General shall immediately notify, 
and submit a report to, the congressional intel-
ligence committees on such matter. 

(B) The Inspector General shall submit to the 
committees of the Senate and of the House of 
Representatives with jurisdiction over a depart-
ment of the United States Government any por-
tion of each report under subparagraph (A) that 
involves an investigation, inspection, audit, or 
review carried out by the Inspector General fo-
cused on any current or former official of a com-
ponent of such department simultaneously with 
submission of the report to the congressional in-
telligence committees. 

(4) The Director shall submit to the congres-
sional intelligence committees any report or 
findings and recommendations of an investiga-
tion, inspection, audit, or review conducted by 
the office which has been requested by the 
Chairman or Vice Chairman or ranking minor-
ity member of either committee. 

(5)(A) An employee of an element of the intel-
ligence community, an employee assigned or de-
tailed to an element of the intelligence commu-
nity, or an employee of a contractor to the in-
telligence community who intends to report to 
Congress a complaint or information with re-
spect to an urgent concern may report such 
complaint or information to the Inspector Gen-
eral. 

(B) Not later than the end of the 14-calendar- 
day period beginning on the date of receipt from 
an employee of a complaint or information 
under subparagraph (A), the Inspector General 
shall determine whether the complaint or infor-
mation appears credible. Upon making such a 
determination, the Inspector General shall 
transmit to the Director a notice of that deter-
mination, together with the complaint or infor-
mation. 

(C) Upon receipt of a transmittal from the In-
spector General under subparagraph (B), the Di-
rector shall, within 7 calendar days of such re-
ceipt, forward such transmittal to the congres-
sional intelligence committees, together with 
any comments the Director considers appro-
priate. 

(D)(i) If the Inspector General does not find 
credible under subparagraph (B) a complaint or 
information submitted under subparagraph (A), 
or does not transmit the complaint or informa-
tion to the Director in accurate form under sub-
paragraph (B), the employee (subject to clause 
(ii)) may submit the complaint or information 
to Congress by contacting either or both of the 
congressional intelligence committees directly. 

(ii) An employee may contact the congres-
sional intelligence committees directly as de-
scribed in clause (i) only if the employee— 

(I) before making such a contact, furnishes 
to the Director, through the Inspector Gen-
eral, a statement of the employee’s complaint 
or information and notice of the employee’s 
intent to contact the congressional intel-
ligence committees directly; and 

(II) obtains and follows from the Director, 
through the Inspector General, direction on 
how to contact the congressional intelligence 
committees in accordance with appropriate se-
curity practices. 

(iii) A member or employee of one of the con-
gressional intelligence committees who receives 
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a complaint or information under this subpara-
graph does so in that member or employee’s offi-
cial capacity as a member or employee of such 
committee. 

(E) The Inspector General shall notify an em-
ployee who reports a complaint or information 
to the Inspector General under this paragraph of 
each action taken under this paragraph with re-
spect to the complaint or information. Such no-
tice shall be provided not later than 3 days after 
any such action is taken. 

(F) An action taken by the Director or the In-
spector General under this paragraph shall not 
be subject to judicial review. 

(G) In this paragraph, the term ‘‘urgent con-
cern’’ means any of the following: 

(i) A serious or flagrant problem, abuse, vio-
lation of law or Executive order, or deficiency 
relating to the funding, administration, or op-
eration of an intelligence activity within the 
responsibility and authority of the Director of 
National Intelligence involving classified in-
formation, but does not include differences of 
opinions concerning public policy matters. 

(ii) A false statement to Congress, or a will-
ful withholding from Congress, on an issue of 
material fact relating to the funding, adminis-
tration, or operation of an intelligence activ-
ity. 

(iii) An action, including a personnel action 
described in section 2302(a)(2)(A) of title 5, con-
stituting reprisal or threat of reprisal prohib-
ited under subsection (g)(3)(B) of this section 
in response to an employee’s reporting an ur-
gent concern in accordance with this para-
graph. 

(H) Nothing in this section shall be construed 
to limit the protections afforded to an employee 
under section 3517(d) of this title or section 8H of 
the Inspector General Act of 1978 (5 U.S.C. App.). 

(I) An individual who has submitted a com-
plaint or information to the Inspector General 
under this section may notify any member of ei-
ther of the congressional intelligence commit-
tees, or a staff member of either of such com-
mittees, of the fact that such individual has 
made a submission to the Inspector General, and 
of the date on which such submission was made. 

(6) In accordance with section 535 of title 28, 
the Inspector General shall expeditiously report 
to the Attorney General any information, alle-
gation, or complaint received by the Inspector 
General relating to violations of Federal crimi-
nal law that involves 1 a program or operation of 
an element of the intelligence community, or in 
the relationships between the elements of the 
intelligence community, consistent with such 
guidelines as may be issued by the Attorney 
General pursuant to subsection (b)(2) of such 
section. A copy of each such report shall be fur-
nished to the Director. 

(l) Construction of duties regarding elements of 
Intelligence Community 

Except as resolved pursuant to subsection (h), 
the performance by the Inspector General of the 
Intelligence Community of any duty, respon-
sibility, or function regarding an element of the 
intelligence community shall not be construed 

to modify or affect the duties and responsibil-
ities of any other inspector general having du-
ties and responsibilities relating to such ele-
ment. 

(m) Separate budget account 

The Director of National Intelligence shall, in 
accordance with procedures issued by the Direc-
tor in consultation with the congressional intel-
ligence committees, include in the National In-
telligence Program budget a separate account 
for the Office of the Inspector General of the In-
telligence Community. 

(n) Budget 

(1) For each fiscal year, the Inspector General 
of the Intelligence Community shall transmit a 
budget estimate and request to the Director of 
National Intelligence that specifies for such fis-
cal year— 

(A) the aggregate amount requested for the 
operations of the Inspector General; 

(B) the amount requested for all training re-
quirements of the Inspector General, including 
a certification from the Inspector General 
that the amount requested is sufficient to fund 
all training requirements for the Office of the 
Inspector General; and 

(C) the amount requested to support the 
Council of the Inspectors General on Integrity 
and Efficiency, including a justification for 
such amount. 

(2) In transmitting a proposed budget to the 
President for a fiscal year, the Director of Na-
tional Intelligence shall include for such fiscal 
year— 

(A) the aggregate amount requested for the 
Inspector General of the Intelligence Commu-
nity; 

(B) the amount requested for Inspector Gen-
eral training; 

(C) the amount requested to support the 
Council of the Inspectors General on Integrity 
and Efficiency; and 

(D) the comments of the Inspector General, 
if any, with respect to such proposed budget. 

(3) The Director of National Intelligence shall 
submit to the congressional intelligence com-
mittees, the Committee on Appropriations of 
the Senate, and the Committee on Appropria-
tions of the House of Representatives for each 
fiscal year— 

(A) a separate statement of the budget esti-
mate transmitted pursuant to paragraph (1); 

(B) the amount requested by the Director for 
the Inspector General pursuant to paragraph 
(2)(A); 

(C) the amount requested by the Director for 
the training of personnel of the Office of the 
Inspector General pursuant to paragraph 
(2)(B); 

(D) the amount requested by the Director for 
support for the Council of the Inspectors Gen-
eral on Integrity and Efficiency pursuant to 
paragraph (2)(C); and 

(E) the comments of the Inspector General 
under paragraph (2)(D), if any, on the amounts 
requested pursuant to paragraph (2), including 
whether such amounts would substantially in-
hibit the Inspector General from performing 
the duties of the Office of the Inspector Gen-
eral. 
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1 So in original. Section 3103 of this title does not contain a 

subsec. (f). 

(o) Information on website 

(1) The Director of National Intelligence shall 
establish and maintain on the homepage of the 
publicly accessible website of the Office of the 
Director of National Intelligence information 
relating to the Office of the Inspector General of 
the Intelligence Community including methods 
to contact the Inspector General. 

(2) The information referred to in paragraph 
(1) shall be obvious and facilitate accessibility 
to the information related to the Office of the 
Inspector General of the Intelligence Commu-
nity. 

(July 26, 1947, ch. 343, title I, § 103H, as added 
Pub. L. 111–259, title IV, § 405(a)(1), Oct. 7, 2010, 
124 Stat. 2709; amended Pub. L. 112–87, title IV, 
§ 403, Jan. 3, 2012, 125 Stat. 1888; Pub. L. 112–277, 
title III, § 309(a), Jan. 14, 2013, 126 Stat. 2474; Pub. 
L. 113–126, title III, § 304, title VI, § 603(c), July 7, 
2014, 128 Stat. 1395, 1421.) 

REFERENCES IN TEXT 

Section 8H of the Inspector General Act of 1978, re-

ferred to in subsec. (k)(5)(H), is section 8H of Pub. L. 

95–452, which is set out in the Appendix to Title 5, Gov-

ernment Organization and Employees. 

CODIFICATION 

Section was formerly classified to section 403–3h of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2014—Subsec. (g)(3)(A). Pub. L. 113–126, § 304, sub-

stituted ‘‘undertaken, and this provision shall qualify 

as a withholding statute pursuant to subsection (b)(3) 

of section 552 of title 5 (commonly known as the ‘Free-

dom of Information Act’);’’ for ‘‘undertaken;’’. 

Subsec. (k)(5)(I). Pub. L. 113–126, § 603(c), added sub-

par. (I). 

2013—Subsec. (k)(1)(A). Pub. L. 112–277 substituted 

‘‘October 31 and April 30’’ for ‘‘January 31 and July 31’’ 

and ‘‘September 30 and March 31,’’ for ‘‘December 31 (of 

the preceding year) and June 30,’’. 

2012—Subsec. (o). Pub. L. 112–87 added subsec. (o). 

CONSTRUCTION 

Pub. L. 111–259, title IV, § 405(c), Oct. 7, 2010, 124 Stat. 

2719, provided that: ‘‘Nothing in the amendment made 

by subsection (a)(1) [enacting this section] shall be con-

strued to alter the duties and responsibilities of the 

General Counsel of the Office of the Director of Na-

tional Intelligence.’’ 

§ 3034. Chief Financial Officer of the Intelligence 
Community 

(a) Chief Financial Officer of the Intelligence 
Community 

To assist the Director of National Intelligence 
in carrying out the responsibilities of the Direc-
tor under this chapter and other applicable pro-
visions of law, there is within the Office of the 
Director of National Intelligence a Chief Finan-
cial Officer of the Intelligence Community who 
shall be appointed by the Director. 

(b) Duties and responsibilities 

Subject to the direction of the Director of Na-
tional Intelligence, the Chief Financial Officer 
of the Intelligence Community shall— 

(1) serve as the principal advisor to the Di-
rector of National Intelligence and the Prin-
cipal Deputy Director of National Intelligence 

on the management and allocation of intel-
ligence community budgetary resources; 

(2) participate in overseeing a comprehen-
sive and integrated strategic process for re-
source management within the intelligence 
community; 

(3) ensure that the strategic plan of the Di-
rector of National Intelligence— 

(A) is based on budgetary constraints as 
specified in the Future Year Intelligence 
Plans and Long-term Budget Projections re-
quired under section 3103 of this title; and 

(B) contains specific goals and objectives 
to support a performance-based budget; 

(4) prior to the obligation or expenditure of 
funds for the acquisition of any major system 
pursuant to a Milestone A or Milestone B deci-
sion, receive verification from appropriate au-
thorities that the national requirements for 
meeting the strategic plan of the Director 
have been established, and that such require-
ments are prioritized based on budgetary con-
straints as specified in the Future Year Intel-
ligence Plans and the Long-term Budget Pro-
jections for such major system required under 
section 3103 of this title; 

(5) ensure that the collection architectures 
of the Director are based on budgetary con-
straints as specified in the Future Year Intel-
ligence Plans and the Long-term Budget Pro-
jections required under section 3103 of this 
title; 

(6) coordinate or approve representations 
made to Congress by the intelligence commu-
nity regarding National Intelligence Program 
budgetary resources; 

(7) participate in key mission requirements, 
acquisitions, or architectural boards formed 
within or by the Office of the Director of Na-
tional Intelligence; and 

(8) perform such other duties as may be pre-
scribed by the Director of National Intel-
ligence. 

(c) Other law 

The Chief Financial Officer of the Intelligence 
Community shall serve as the Chief Financial 
Officer of the intelligence community and, to 
the extent applicable, shall have the duties, re-
sponsibilities, and authorities specified in chap-
ter 9 of title 31. 

(d) Prohibition on simultaneous service as other 
Chief Financial Officer 

An individual serving in the position of Chief 
Financial Officer of the Intelligence Community 
may not, while so serving, serve as the chief fi-
nancial officer of any other department or agen-
cy, or component thereof, of the United States 
Government. 

(e) Definitions 

In this section: 
(1) The term ‘‘major system’’ has the mean-

ing given that term in section 3097(e) of this 
title. 

(2) The term ‘‘Milestone A’’ has the meaning 
given that term in section 3103(f) 1 of this title. 

(3) The term ‘‘Milestone B’’ has the meaning 
given that term in section 3099(e) of this title. 



Page 476 TITLE 50—WAR AND NATIONAL DEFENSE § 3034a 

(July 26, 1947, ch. 343, title I, § 103I, as added Pub. 
L. 111–259, title IV, § 406(a), Oct. 7, 2010, 124 Stat. 
2720.) 

REFERENCES IN TEXT 

This chapter, referred to in subsec. (a), was in the 

original ‘‘this Act’’, meaning act July 26, 1947, ch. 343, 

61 Stat. 495, known as the National Security Act of 

1947, which is classified principally to this chapter. For 

complete classification of this Act to the Code, see 

Tables. 

CODIFICATION 

Section was formerly classified to section 403–3i of 

this title prior to editorial reclassification and renum-

bering as this section. 

§ 3034a. Functional Managers for the intelligence 
community 

(a) Functional Managers authorized 

The Director of National Intelligence may es-
tablish within the intelligence community one 
or more positions of manager of an intelligence 
function. Any position so established may be 
known as the ‘‘Functional Manager’’ of the in-
telligence function concerned. 

(b) Personnel 

The Director shall designate individuals to 
serve as manager of intelligence functions estab-
lished under subsection (a) from among officers 
and employees of elements of the intelligence 
community. 

(c) Duties 

Each manager of an intelligence function es-
tablished under subsection (a) shall have the du-
ties as follows: 

(1) To act as principal advisor to the Direc-
tor on the intelligence function. 

(2) To carry out such other responsibilities 
with respect to the intelligence function as 
the Director may specify for purposes of this 
section. 

(July 26, 1947, ch. 343, title I, § 103J, as added 
Pub. L. 113–126, title III, § 305(a), July 7, 2014, 128 
Stat. 1395.) 

§ 3035. Central Intelligence Agency 

(a) Central Intelligence Agency 

There is a Central Intelligence Agency. 

(b) Function 

The function of the Central Intelligence Agen-
cy is to assist the Director of the Central Intel-
ligence Agency in carrying out the responsibil-
ities specified in section 3036(c) of this title. 

(July 26, 1947, ch. 343, title I, § 104, as added Pub. 
L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 Stat. 
3660.) 

CODIFICATION 

Section was formerly classified to section 403–4 of 

this title prior to editorial reclassification and renum-

bering as this section. 

PRIOR PROVISIONS 

A prior section 104 of act July 26, 1947, ch. 343, title 

I, as added Pub. L. 102–496, title VII, § 705(a)(3), Oct. 24, 

1992, 106 Stat. 3192; amended Pub. L. 104–106, div. A, 

title XV, § 1502(f)(5), Feb. 10, 1996, 110 Stat. 510; Pub. L. 

104–293, title VIII, § 807(b), Oct. 11, 1996, 110 Stat. 3480; 

Pub. L. 106–65, div. A, title X, § 1067(16), Oct. 5, 1999, 113 

Stat. 775; Pub. L. 106–567, title I, § 105, Dec. 27, 2000, 114 

Stat. 2834; Pub. L. 107–306, title III, §§ 321, 353(b)(1)(A), 

(4), Nov. 27, 2002, 116 Stat. 2391, 2402, related to authori-

ties of Director of Central Intelligence, prior to repeal 

by Pub. L. 108–458, title I, §§ 1011(a), 1097(a), Dec. 17, 2004, 

118 Stat. 3643, 3698, effective not later than six months 

after Dec. 17, 2004, except as otherwise expressly pro-

vided. See sections 3024 and 3036 of this title. 

Another prior section 104 of act July 26, 1947, was re-

numbered section 108 and is classified to section 3043 of 

this title. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

COMMUNICATION OF RESTRICTED DATA 

Authorization for the communication of Restricted 

Data by the Central Intelligence Agency, see Ex. Ord. 

No. 10899, eff. Dec. 9, 1960, 25 F.R. 12729, set out as a note 

under section 2162 of Title 42, The Public Health and 

Welfare. 

§ 3036. Director of the Central Intelligence Agen-
cy 

(a) Director of Central Intelligence Agency 

There is a Director of the Central Intelligence 
Agency who shall be appointed by the President, 
by and with the advice and consent of the Sen-
ate. 

(b) Supervision 

The Director of the Central Intelligence Agen-
cy shall report to the Director of National Intel-
ligence regarding the activities of the Central 
Intelligence Agency. 

(c) Duties 

The Director of the Central Intelligence Agen-
cy shall— 

(1) serve as the head of the Central Intel-
ligence Agency; and 

(2) carry out the responsibilities specified in 
subsection (d) of this section. 

(d) Responsibilities 

The Director of the Central Intelligence Agen-
cy shall— 

(1) collect intelligence through human 
sources and by other appropriate means, ex-
cept that the Director of the Central Intel-
ligence Agency shall have no police, subpoena, 
or law enforcement powers or internal secu-
rity functions; 

(2) correlate and evaluate intelligence relat-
ed to the national security and provide appro-
priate dissemination of such intelligence; 

(3) provide overall direction for and coordi-
nation of the collection of national intel-
ligence outside the United States through 
human sources by elements of the intelligence 
community authorized to undertake such col-
lection and, in coordination with other depart-
ments, agencies, or elements of the United 
States Government which are authorized to 
undertake such collection, ensure that the 
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most effective use is made of resources and 
that appropriate account is taken of the risks 
to the United States and those involved in 
such collection; and 

(4) perform such other functions and duties 
related to intelligence affecting the national 
security as the President or the Director of 
National Intelligence may direct. 

(e) Termination of employment of CIA employees 

(1) Notwithstanding the provisions of any 
other law, the Director of the Central Intel-
ligence Agency may, in the discretion of the Di-
rector, terminate the employment of any officer 
or employee of the Central Intelligence Agency 
whenever the Director deems the termination of 
employment of such officer or employee nec-
essary or advisable in the interests of the United 
States. 

(2) Any termination of employment of an offi-
cer or employee under paragraph (1) shall not af-
fect the right of the officer or employee to seek 
or accept employment in any other department, 
agency, or element of the United States Govern-
ment if declared eligible for such employment 
by the Office of Personnel Management. 

(f) Coordination with foreign governments 

Under the direction of the Director of Na-
tional Intelligence and in a manner consistent 
with section 3927 of title 22, the Director of the 
Central Intelligence Agency shall coordinate the 
relationships between elements of the intel-
ligence community and the intelligence or secu-
rity services of foreign governments or inter-
national organizations on all matters involving 
intelligence related to the national security or 
involving intelligence acquired through clandes-
tine means. 

(g) Foreign language proficiency for certain sen-
ior level positions in Central Intelligence 
Agency 

(1) Except as provided pursuant to paragraph 
(2), an individual in the Directorate of Intel-
ligence career service or the National Clandes-
tine Service career service may not be appointed 
or promoted to a position in the Senior Intel-
ligence Service in the Directorate of Intel-
ligence or the National Clandestine Service of 
the Central Intelligence Agency unless the Di-
rector of the Central Intelligence Agency deter-
mines that the individual has been certified as 
having a professional speaking and reading pro-
ficiency in a foreign language, such proficiency 
being at least level 3 on the Interagency Lan-
guage Roundtable Language Skills Level or 
commensurate proficiency level using such 
other indicator of proficiency as the Director of 
the Central Intelligence Agency considers appro-
priate. 

(2) The Director of the Central Intelligence 
Agency may, in the discretion of the Director, 
waive the application of paragraph (1) to any po-
sition, category of positions, or occupation 
otherwise covered by that paragraph if the Di-
rector determines that foreign language pro-
ficiency is not necessary for the successful per-
formance of the duties and responsibilities of 
such position, category of positions, or occupa-
tion. 

(July 26, 1947, ch. 343, title I, § 104A, as added 
Pub. L. 108–458, title I, § 1011(a), Dec. 17, 2004, 118 

Stat. 3660; amended Pub. L. 108–487, title VI, 
§ 611(a), Dec. 23, 2004, 118 Stat. 3954; Pub. L. 
111–259, title VIII, § 804(4), Oct. 7, 2010, 124 Stat. 
2747; Pub. L. 112–87, title IV, § 412(a), Jan. 3, 2012, 
125 Stat. 1890.) 

CODIFICATION 

Section was formerly classified to section 403–4a of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2012—Subsec. (g)(1). Pub. L. 112–87, § 412(a)(1), inserted 

‘‘in the Directorate of Intelligence career service or the 

National Clandestine Service career service’’ after ‘‘an 

individual’’ and ‘‘or promoted’’ after ‘‘appointed’’, sub-

stituted ‘‘individual has been certified as having a pro-

fessional speaking and reading proficiency in a foreign 

language, such proficiency being at least level 3 on the 

Interagency Language Roundtable Language Skills 

Level or commensurate proficiency level using such 

other indicator of proficiency as the Director of the 

Central Intelligence Agency considers appropriate.’’ for 

‘‘individual—’’, and struck out subpars. (A) and (B) 

which related to required level of proficiency in a for-

eign language and ability to effectively communicate 

and exercise influence in that language, respectively. 
Subsec. (g)(2). Pub. L. 112–87, § 412(a)(2), substituted 

‘‘position, category of positions, or occupation’’ for ‘‘ 

position or category of positions’’ in two places. 
2010—Subsec. (g)(1). Pub. L. 111–259 substituted ‘‘Na-

tional Clandestine Service’’ for ‘‘Directorate of Oper-

ations’’ in introductory provisions. 
2004—Subsec. (g). Pub. L. 108–487 added subsec. (g). 

EFFECTIVE DATE OF 2004 AMENDMENT 

Pub. L. 108–487, title VI, § 611(b), Dec. 23, 2004, 118 Stat. 

3955, as amended by Pub. L. 112–87, title IV, § 412(b), 

Jan. 3, 2012, 125 Stat. 1890, provided that: ‘‘The amend-

ment made by subsection (a) [amending this section] 

shall apply with respect to appointments or promotions 

made on or after the date of the enactment of this Act 

[Dec. 23, 2004].’’ 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 
Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

CREATING AN OFFICIAL RECORD OF THE OSAMA BIN 

LADEN OPERATION 

Pub. L. 112–87, title IV, § 414, Jan. 3, 2012, 125 Stat. 

1891, provided that: 
‘‘(a) FINDINGS.—Congress finds the following: 

‘‘(1) On May 1, 2011, United States personnel killed 

terrorist leader Osama bin Laden during the course of 

a targeted strike against his secret compound in 

Abbottabad, Pakistan. 
‘‘(2) Osama bin Laden was the leader of the al Qaeda 

terrorist organization, the most significant terrorism 

threat to the United States and the international 

community. 
‘‘(3) Osama bin Laden was the architect of terrorist 

attacks which killed nearly 3,000 civilians on Septem-

ber 11, 2001, the most deadly terrorist attack against 

our Nation, in which al Qaeda terrorists hijacked four 

airplanes and crashed them into the World Trade 

Center in New York City, the Pentagon in Washing-

ton, D.C., and, due to heroic efforts by civilian pas-

sengers to disrupt the terrorists, near Shanksville, 

Pennsylvania. 
‘‘(4) Osama bin Laden planned or supported numer-

ous other deadly terrorist attacks against the United 
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States and its allies, including the 1998 bombings of 

United States embassies in Kenya and Tanzania and 

the 2000 attack on the U.S.S. Cole in Yemen, and 

against innocent civilians in countries around the 

world, including the 2004 attack on commuter trains 

in Madrid, Spain and the 2005 bombings of the mass 

transit system in London, England. 

‘‘(5) Following the September 11, 2001, terrorist at-

tacks, the United States, under President George W. 

Bush, led an international coalition into Afghanistan 

to dismantle al Qaeda, deny them a safe haven in Af-

ghanistan and ungoverned areas along the Pakistani 

border, and bring Osama bin Laden to justice. 

‘‘(6) President Barack Obama in 2009 committed ad-

ditional forces and resources to efforts in Afghani-

stan and Pakistan as ‘the central front in our endur-

ing struggle against terrorism and extremism’. 

‘‘(7) The valiant members of the United States 

Armed Forces have courageously and vigorously pur-

sued al Qaeda and its affiliates in Afghanistan and 

around the world. 

‘‘(8) The anonymous, unsung heroes of the intel-

ligence community have pursued al Qaeda and affili-

ates in Afghanistan, Pakistan, and around the world 

with tremendous dedication, sacrifice, and profes-

sionalism. 

‘‘(9) The close collaboration between the Armed 

Forces and the intelligence community prompted the 

Director of National Intelligence, General James 

Clapper, to state, ‘Never have I seen a more remark-

able example of focused integration, seamless col-

laboration, and sheer professional magnificence as 

was demonstrated by the Intelligence Community in 

the ultimate demise of Osama bin Laden.’. 

‘‘(10) While the death of Osama bin Laden rep-

resents a significant blow to the al Qaeda organiza-

tion and its affiliates and to terrorist organizations 

around the world, terrorism remains a critical threat 

to United States national security. 

‘‘(11) President Obama said, ‘For over two decades, 

bin Laden has been al Qaeda’s leader and symbol, and 

has continued to plot attacks against our country 

and our friends and allies. The death of bin Laden 

marks the most significant achievement to date in 

our Nation’s effort to defeat al Qaeda.’. 

‘‘(b) SENSE OF CONGRESS.—It is the sense of Congress 

that— 

‘‘(1) the raid that killed Osama bin Laden dem-

onstrated the best of the intelligence community’s 

capabilities and teamwork; 

‘‘(2) for years to come, Americans will look back at 

this event as a defining point in the history of the 

United States; 

‘‘(3) it is vitally important that the United States 

memorialize all the events that led to the raid so 

that future generations will have an official record of 

the events that transpired before, during, and as a re-

sult of the operation; and 

‘‘(4) preserving this history now will allow the 

United States to have an accurate account of the 

events while those that participated in the events are 

still serving in the Government. 

‘‘(c) REPORT ON THE OPERATION THAT KILLED OSAMA 

BIN LADEN.—Not later than 90 days after the comple-

tion of the report being prepared by the Center for the 

Study of Intelligence that documents the history of 

and lessons learned from the raid that resulted in the 

death of Osama bin Laden, the Director of the Central 

Intelligence Agency shall submit such report to the 

congressional intelligence committees. 

‘‘(d) PRESERVATION OF RECORDS.—The Director of the 

Central Intelligence Agency shall preserve any records, 

including intelligence information and assessments, 

used to generate the report described in subsection 

(c).’’ 

[For definitions of ‘‘intelligence community’’ and 

‘‘congressional intelligence committees’’ as used in sec-

tion 414 of Pub. L. 112–87, set out above, see section 2 

of Pub. L. 112–87, set out as a note under section 3003 of 

this title.] 

ANNUAL REPORT ON FOREIGN COMPANIES INVOLVED IN 

THE PROLIFERATION OF WEAPONS OF MASS DESTRUC-

TION THAT RAISE FUNDS IN THE UNITED STATES CAP-

ITAL MARKETS 

Pub. L. 107–306, title VIII, § 827, Nov. 27, 2002, 116 Stat. 

2430, required Director of Central Intelligence to sub-

mit annual report on foreign companies involved in the 

proliferation of weapons of mass destruction that 

raised or attempted to raise funds in the United States 

capital markets, prior to repeal by Pub. L. 108–177, title 

III, § 361(e), Dec. 13, 2003, 117 Stat. 2625. 

EXECUTIVE ORDER NO. 13355 

Ex. Ord. No. 13355, Aug. 27, 2004, 69 F.R. 53593, which 

related to strengthened management of the Intel-

ligence Community, was revoked by Ex. Ord. No. 12333, 

§ 3.6, Dec. 4, 1981, 46 F.R. 59954, as amended by Ex. Ord. 

No. 13470, § 4(j), July 30, 2008, 73 F.R. 45341, set out as a 

note under section 3001 of this title. 

§ 3037. Deputy Director of the Central Intel-
ligence Agency 

(a) Deputy Director of the Central Intelligence 
Agency 

There is a Deputy Director of the Central In-
telligence Agency who shall be appointed by the 
President. 

(b) Duties 

The Deputy Director of the Central Intel-
ligence Agency shall— 

(1) assist the Director of the Central Intel-
ligence Agency in carrying out the duties and 
responsibilities of the Director of the Central 
Intelligence Agency; and 

(2) during the absence or disability of the Di-
rector of the Central Intelligence Agency, or 
during a vacancy in the position of Director of 
the Central Intelligence Agency, act for and 
exercise the powers of the Director of the Cen-
tral Intelligence Agency. 

(July 26, 1947, ch. 343, title I, § 104B, as added 
Pub. L. 111–259, title IV, § 423(a), Oct. 7, 2010, 124 
Stat. 2727.) 

CODIFICATION 

Section was formerly classified to section 403–4c of 

this title prior to editorial reclassification and renum-

bering as this section. 

EFFECTIVE DATE 

Pub. L. 111–259, title IV, § 423(c), Oct. 7, 2010, 124 Stat. 

2728, provided that: ‘‘The amendments made by this 

section [enacting this section and amending section 

5314 of Title 5, Government Organization and Employ-

ees] shall apply on the earlier of— 

‘‘(1) the date of the appointment by the President of 

an individual to serve as Deputy Director of the Cen-

tral Intelligence Agency pursuant to section 104B of 

the National Security Act of 1947 [50 U.S.C. 3037], as 

added by subsection (a), except that the individual 

administratively performing the duties of the Deputy 

Director of the Central Intelligence Agency as of the 

date of the enactment of this Act [Oct. 7, 2010] may 

continue to perform such duties until the individual 

appointed to the position of Deputy Director of the 

Central Intelligence Agency assumes the duties of 

such position; or 

‘‘(2) the date of the cessation of the performance of 

the duties of the Deputy Director of the Central In-

telligence Agency by the individual administratively 

performing such duties as of the date of the enact-

ment of this Act.’’ 



Page 479 TITLE 50—WAR AND NATIONAL DEFENSE § 3038 

1 So in original. Probably should be capitalized. 

§ 3038. Responsibilities of Secretary of Defense 
pertaining to National Intelligence Program 

(a) In general 

Consistent with sections 3023 and 3024 of this 
title, the Secretary of Defense, in consultation 
with the Director of National Intelligence, 
shall— 

(1) ensure that the budgets of the elements 
of the intelligence community within the De-
partment of Defense are adequate to satisfy 
the overall intelligence needs of the Depart-
ment of Defense, including the needs of the 
chairman 1 of the Joint Chiefs of Staff and the 
commanders of the unified and specified com-
mands and, wherever such elements are per-
forming governmentwide functions, the needs 
of other departments and agencies; 

(2) ensure appropriate implementation of the 
policies and resource decisions of the Director 
by elements of the Department of Defense 
within the National Intelligence Program; 

(3) ensure that the tactical intelligence ac-
tivities of the Department of Defense com-
plement and are compatible with intelligence 
activities under the National Intelligence Pro-
gram; 

(4) ensure that the elements of the intel-
ligence community within the Department of 
Defense are responsive and timely with re-
spect to satisfying the needs of operational 
military forces; 

(5) eliminate waste and unnecessary duplica-
tion among the intelligence activities of the 
Department of Defense; and 

(6) ensure that intelligence activities of the 
Department of Defense are conducted jointly 
where appropriate. 

(b) Responsibility for performance of specific 
functions 

Consistent with sections 3023 and 3024 of this 
title, the Secretary of Defense shall ensure— 

(1) through the National Security Agency 
(except as otherwise directed by the President 
or the National Security Council), the con-
tinued operation of an effective unified organi-
zation for the conduct of signals intelligence 
activities and shall ensure that the product is 
disseminated in a timely manner to author-
ized recipients; 

(2) through the National Geospatial-Intel-
ligence Agency (except as otherwise directed 
by the President or the National Security 
Council), with appropriate representation 
from the intelligence community, the con-
tinued operation of an effective unified organi-
zation within the Department of Defense— 

(A) for carrying out tasking of imagery 
collection; 

(B) for the coordination of imagery proc-
essing and exploitation activities; 

(C) for ensuring the dissemination of im-
agery in a timely manner to authorized re-
cipients; and 

(D) notwithstanding any other provision of 
law, for— 

(i) prescribing technical architecture and 
standards related to imagery intelligence 

and geospatial information and ensuring 
compliance with such architecture and 
standards; and 

(ii) developing and fielding systems of 
common concern related to imagery intel-
ligence and geospatial information; 

(3) through the National Reconnaissance Of-
fice (except as otherwise directed by the Presi-
dent or the National Security Council), the 
continued operation of an effective unified or-
ganization for the research and development, 
acquisition, and operation of overhead recon-
naissance systems necessary to satisfy the re-
quirements of all elements of the intelligence 
community; 

(4) through the Defense Intelligence Agency 
(except as otherwise directed by the President 
or the National Security Council), the con-
tinued operation of an effective unified system 
within the Department of Defense for the pro-
duction of timely, objective military and mili-
tary-related intelligence, based upon all 
sources available to the intelligence commu-
nity, and shall ensure the appropriate dissemi-
nation of such intelligence to authorized re-
cipients; 

(5) through the Defense Intelligence Agency 
(except as otherwise directed by the President 
or the National Security Council), effective 
management of Department of Defense human 
intelligence and counterintelligence activi-
ties, including defense attaches; and 

(6) that the military departments maintain 
sufficient capabilities to collect and produce 
intelligence to meet— 

(A) the requirements of the Director of Na-
tional Intelligence; 

(B) the requirements of the Secretary of 
Defense or the Chairman of the Joint Chiefs 
of Staff; 

(C) the requirements of the unified and 
specified combatant commands and of joint 
operations; and 

(D) the specialized requirements of the 
military departments for intelligence nec-
essary to support tactical commanders, mili-
tary planners, the research and development 
process, the acquisition of military equip-
ment, and training and doctrine. 

(c) Expenditure of funds by the Defense Intel-
ligence Agency 

(1) Subject to paragraphs (2) and (3), the Direc-
tor of the Defense Intelligence Agency may ex-
pend amounts made available to the Director 
under the National Intelligence Program for 
human intelligence and counterintelligence ac-
tivities for objects of a confidential, extraor-
dinary, or emergency nature, without regard to 
the provisions of law or regulation relating to 
the expenditure of Government funds. 

(2) The Director of the Defense Intelligence 
Agency may not expend more than five percent 
of the amounts made available to the Director 
under the National Intelligence Program for 
human intelligence and counterintelligence ac-
tivities for a fiscal year for objects of a con-
fidential, extraordinary, or emergency nature in 
accordance with paragraph (1) during such fiscal 
year unless— 
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(A) the Director notifies the congressional 
intelligence committees of the intent to ex-
pend the amounts; and 

(B) 30 days have elapsed from the date on 
which the Director notifies the congressional 
intelligence committees in accordance with 
subparagraph (A). 

(3) For each expenditure referred to in para-
graph (1), the Director shall certify that such 
expenditure was made for an object of a con-
fidential, extraordinary, or emergency nature. 

(4) Not later than December 31 of each year, 
the Director of the Defense Intelligence Agency 
shall submit to the congressional intelligence 
committees a report on any expenditures made 
during the preceding fiscal year in accordance 
with paragraph (1). 

(d) Use of elements of Department of Defense 

The Secretary of Defense, in carrying out the 
functions described in this section, may use 
such elements of the Department of Defense as 
may be appropriate for the execution of those 
functions, in addition to, or in lieu of, the ele-
ments identified in this section. 

(July 26, 1947, ch. 343, title I, § 105, as added Pub. 
L. 102–496, title VII, § 706(a), Oct. 24, 1992, 106 
Stat. 3194; amended Pub. L. 103–359, title V, 
§ 501(a)(2), Oct. 14, 1994, 108 Stat. 3428; Pub. L. 
104–201, div. A, title XI, § 1114(a), Sept. 23, 1996, 
110 Stat. 2684; Pub. L. 104–293, title VIII, § 808, 
Oct. 11, 1996, 110 Stat. 3481; Pub. L. 107–306, title 
VIII, § 811(b)(1)(A), Nov. 27, 2002, 116 Stat. 2421; 
Pub. L. 108–136, div. A, title IX, § 921(e)(2), Nov. 
24, 2003, 117 Stat. 1569; Pub. L. 108–177, title III, 
§ 361(a), Dec. 13, 2003, 117 Stat. 2625; Pub. L. 
108–458, title I, §§ 1071(a)(1)(E), (F), (2)(A), 
1072(a)(2), (3), 1074(b)(1)(B), Dec. 17, 2004, 118 Stat. 
3689, 3690, 3692, 3694; Pub. L. 112–18, title IV, § 411, 
June 8, 2011, 125 Stat. 228.) 

CODIFICATION 

Section was formerly classified to section 403–5 of 

this title prior to editorial reclassification and renum-

bering as this section. Some section numbers of this 

title referenced in amendment notes below reflect the 

classification of such sections prior to their editorial 

reclassification. 

AMENDMENTS 

2011—Subsec. (b)(5). Pub. L. 112–18, § 411(1), inserted 

‘‘and counterintelligence’’ after ‘‘human intelligence’’. 

Subsecs. (c), (d). Pub. L. 112–18, § 411(2), (3), added sub-

sec. (c) and redesignated former subsec. (c) as (d). 

2004—Pub. L. 108–458, § 1074(b)(1)(B)(ii), struck out 

‘‘Foreign’’ before ‘‘Intelligence’’ in section catchline. 

Subsec. (a). Pub. L. 108–458, § 1072(a)(2), substituted 

‘‘Consistent with sections 403 and 403–1 of this title, the 

Secretary’’ for ‘‘The Secretary’’ in introductory provi-

sions. 

Pub. L. 108–458, § 1071(a)(1)(E), substituted ‘‘Director 

of National Intelligence’’ for ‘‘Director of Central Intel-

ligence’’ in introductory provisions. 

Subsec. (a)(2). Pub. L. 108–458, § 1074(b)(1)(B)(i), sub-

stituted ‘‘National Intelligence Program’’ for ‘‘Na-

tional Foreign Intelligence Program’’. 

Pub. L. 108–458, § 1071(a)(2)(A), struck out ‘‘of Central 

Intelligence’’ after ‘‘Director’’. 

Subsec. (a)(3). Pub. L. 108–458, § 1074(b)(1)(B)(i), sub-

stituted ‘‘National Intelligence Program’’ for ‘‘Na-

tional Foreign Intelligence Program’’. 

Subsec. (b). Pub. L. 108–458, § 1072(a)(3), substituted 

‘‘403 and 403–1’’ for ‘‘403–3 and 403–4’’ in introductory 

provisions. 

Subsec. (b)(6)(A). Pub. L. 108–458, § 1071(a)(1)(F), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 

2003—Subsec. (b)(2). Pub. L. 108–136, § 921(e)(2), sub-

stituted ‘‘National Geospatial-Intelligence Agency’’ for 

‘‘National Imagery and Mapping Agency’’. 

Subsec. (d). Pub. L. 108–177 struck out subsec. (d) 

which related to annual evaluations of performance 

and responsiveness of certain elements of the intel-

ligence community. 

Subsec. (d)(3). Pub. L. 108–136, § 921(e)(2), substituted 

‘‘National Geospatial-Intelligence Agency’’ for ‘‘Na-

tional Imagery and Mapping Agency’’. 

2002—Subsec. (d). Pub. L. 107–306 amended heading 

and text of subsec. (d) generally. Prior to amendment, 

text read as follows: ‘‘The Director of Central Intel-

ligence, in consultation with the Secretary of Defense 

and the Chairman of the Joint Chiefs of Staff, shall 

submit each year to the Committee on Foreign Intel-

ligence of the National Security Council and the appro-

priate congressional committees (as defined in section 

404d(c) of this title) an evaluation of the performance 

and the responsiveness of the National Security Agen-

cy, the National Reconnaissance Office, and the Na-

tional Imagery and Mapping Agency in meeting their 

national missions.’’ 

1996—Subsec. (a). Pub. L. 104–293, § 808(1), inserted 

‘‘, in consultation with the Director of Central Intel-

ligence,’’ after ‘‘Secretary of Defense’’ in introductory 

provisions. 

Subsec. (b)(2). Pub. L. 104–201 amended par. (2) gener-

ally. Prior to amendment, par. (2) read as follows: 

‘‘through the Central Imagery Office (except as other-

wise directed by the President or the National Security 

Council), with appropriate representation from the in-

telligence community, the continued operation of an 

effective unified organization within the Department of 

Defense for carrying out tasking of imagery collection, 

for the coordination of imagery processing and exploi-

tation activities, and for ensuring the dissemination of 

imagery in a timely manner to authorized recipients;’’. 

Subsec. (d). Pub. L. 104–293, § 808(2), added subsec. (d). 

1994—Subsec. (b)(2). Pub. L. 103–359 substituted ‘‘the 

Central Imagery Office’’ for ‘‘a central imagery author-

ity’’. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

EFFECTIVE DATE OF 2003 AMENDMENT 

Amendment by Pub. L. 108–177 effective Dec. 31, 2003, 

see section 361(n) of Pub. L. 108–177, set out as a note 

under section 1611 of Title 10, Armed Forces. 

EFFECTIVE DATE OF 1996 AMENDMENT 

Amendment by Pub. L. 104–201 effective Oct. 1, 1996, 

see section 1124 of Pub. L. 104–201, set out as a note 

under section 193 of Title 10, Armed Forces. 

DEPARTMENT OF DEFENSE STRATEGY FOR OPEN-SOURCE 

INTELLIGENCE 

Pub. L. 109–163, div. A, title IX, § 931, Jan. 6, 2006, 119 

Stat. 3411, provided that: 

‘‘(a) FINDINGS.—Congress makes the following find-

ings: 

‘‘(1) Open-source intelligence (OSINT) is intel-

ligence that is produced from publicly available in-

formation and is collected, exploited, and dissemi-

nated in a timely manner to an appropriate audience 
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for the purpose of addressing a specific intelligence 
requirement. 

‘‘(2) With the Information Revolution, the amount, 
significance, and accessibility of open-source infor-
mation has expanded significantly, but the intel-
ligence community has not expanded its exploitation 
efforts and systems to produce open-source intel-
ligence. 

‘‘(3) The production of open-source intelligence is a 
valuable intelligence discipline that must be inte-
grated into intelligence tasking, collection, process-
ing, exploitation, and dissemination to ensure that 
United States policymakers are fully and completely 

informed. 
‘‘(4) The dissemination and use of validated open- 

source intelligence inherently enables information 

sharing since open-source intelligence is produced 

without the use of sensitive sources and methods. 

Open-source intelligence products can be shared with 

the American public and foreign allies because of the 

unclassified nature of open-source intelligence. 
‘‘(5) The National Commission on Terrorist Attacks 

Upon the United States (popularly referred to as the 

‘9/11 Commission’), in its final report released on July 

22, 2004, identified shortfalls in the ability of the 

United States to use all-source intelligence, a large 

component of which is open-source intelligence. 
‘‘(6) In the Intelligence Reform and Terrorism Pre-

vention Act of 2004 (Public Law 108–458) [see Tables 

for classification], Congress calls for coordination of 

the collection, analysis, production, and dissemina-

tion of open-source intelligence. 
‘‘(7) The Commission on the Intelligence Capabili-

ties of the United States Regarding Weapons of Mass 

Destruction, in its report to the President released on 

March 31, 2005, found that ‘the need for exploiting 

open-source material is greater now than ever be-

fore,’ but that ‘the Intelligence Community’s open 

source programs have not expanded commensurate 

with either the increase in available information or 

with the growing importance of open source data to 

today’s problems’. 
‘‘(b) DEPARTMENT OF DEFENSE STRATEGY FOR OPEN- 

SOURCE INTELLIGENCE.— 
‘‘(1) DEVELOPMENT OF STRATEGY.—The Secretary of 

Defense shall develop a strategy for the purpose of in-

tegrating open-source intelligence into the Defense 

intelligence process. The strategy shall be known as 

the ‘Defense Strategy for Open-Source Intelligence’. 

The strategy shall be incorporated within the larger 

Defense intelligence strategy. 
‘‘(2) SUBMISSION.—The Secretary shall submit to 

Congress a report setting forth the strategy devel-

oped under paragraph (1). The report shall be submit-

ted not later than 180 days after the date of the en-

actment of this Act [Jan. 6, 2006]. 
‘‘(c) MATTERS TO BE INCLUDED.—The strategy under 

subsection (b) shall include the following: 
‘‘(1) A plan for providing funds over the period of 

the future-years defense program for the development 

of a robust open-source intelligence capability for the 

Department of Defense, with particular emphasis on 

exploitation and dissemination. 
‘‘(2) A description of how management of the collec-

tion of open-source intelligence is currently con-

ducted within the Department of Defense and how 

that management can be improved. 
‘‘(3) A description of the tools, systems, centers, or-

ganizational entities, and procedures to be used with-

in the Department of Defense to perform open-source 

intelligence tasking, collection, processing, exploi-

tation, and dissemination. 
‘‘(4) A description of proven tradecraft for effective 

exploitation of open-source intelligence, to include 

consideration of operational security. 
‘‘(5) A detailed description on how open-source in-

telligence will be fused with all other intelligence 

sources across the Department of Defense. 
‘‘(6) A description of— 

‘‘(A) a training plan for Department of Defense 

intelligence personnel with respect to open-source 

intelligence; and 

‘‘(B) open-source intelligence guidance for De-

partment of Defense intelligence personnel. 
‘‘(7) A plan to incorporate the function of oversight 

of open-source intelligence— 
‘‘(A) into the Office of the Undersecretary of De-

fense for Intelligence; and 
‘‘(B) into service intelligence organizations. 

‘‘(8) A plan to incorporate and identify an open- 

source intelligence specialty into personnel systems 

of the Department of Defense, including military per-

sonnel systems. 
‘‘(9) A plan for the use of intelligence personnel of 

the reserve components to augment and support the 

open-source intelligence mission. 
‘‘(10) A plan for the use of the Open-Source Informa-

tion System for the purpose of exploitation and dis-

semination of open-source intelligence.’’ 

ROLE OF DIRECTOR OF CENTRAL INTELLIGENCE IN 

EXPERIMENTAL PERSONNEL PROGRAM FOR CERTAIN 

SCIENTIFIC AND TECHNICAL PERSONNEL 

Pub. L. 106–567, title V, § 501, Dec. 27, 2000, 114 Stat. 

2850, as amended by Pub. L. 108–136, div. A, title IX, 

§ 921(g), Nov. 24, 2003, 117 Stat. 1570, provided that: ‘‘If 

the Director of Central Intelligence requests that the 

Secretary of Defense exercise any authority available 

to the Secretary under section 1101(b) of the Strom 

Thurmond National Defense Authorization Act for Fis-

cal Year 1999 (Public Law 105–261; 5 U.S.C. 3104 note) to 

carry out a program of special personnel management 

authority at the National Geospatial-Intelligence 

Agency and the National Security Agency in order to 

facilitate recruitment of eminent experts in science 

and engineering at such agencies, the Secretary shall 

respond to such request not later than 30 days after the 

date of such request.’’ 
[Reference to the Director of Central Intelligence or 

the Director of the Central Intelligence Agency in the 

Director’s capacity as the head of the intelligence com-

munity deemed to be a reference to the Director of Na-

tional Intelligence. Reference to the Director of Cen-

tral Intelligence or the Director of the Central Intel-

ligence Agency in the Director’s capacity as the head of 

the Central Intelligence Agency deemed to be a ref-

erence to the Director of the Central Intelligence Agen-

cy. See section 1081(a), (b) of Pub. L. 108–458, set out as 

a note under section 3001 of this title.] 

§ 3039. Assistance to United States law enforce-
ment agencies 

(a) Authority to provide assistance 

Subject to subsection (b) of this section, ele-
ments of the intelligence community may, upon 
the request of a United States law enforcement 
agency, collect information outside the United 
States about individuals who are not United 
States persons. Such elements may collect such 
information notwithstanding that the law en-
forcement agency intends to use the informa-
tion collected for purposes of a law enforcement 
investigation or counterintelligence investiga-
tion. 

(b) Limitation on assistance by elements of De-
partment of Defense 

(1) With respect to elements within the De-
partment of Defense, the authority in sub-
section (a) of this section applies only to the fol-
lowing: 

(A) The National Security Agency. 
(B) The National Reconnaissance Office. 
(C) The National Geospatial-Intelligence 

Agency. 
(D) The Defense Intelligence Agency. 

(2) Assistance provided under this section by 
elements of the Department of Defense may not 
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include the direct participation of a member of 
the Army, Navy, Air Force, or Marine Corps in 
an arrest or similar activity. 

(3) Assistance may not be provided under this 
section by an element of the Department of De-
fense if the provision of such assistance will ad-
versely affect the military preparedness of the 
United States. 

(4) The Secretary of Defense shall prescribe 
regulations governing the exercise of authority 
under this section by elements of the Depart-
ment of Defense, including regulations relating 
to the protection of sources and methods in the 
exercise of such authority. 

(c) Definitions 

For purposes of subsection (a) of this section: 
(1) The term ‘‘United States law enforce-

ment agency’’ means any department or agen-
cy of the Federal Government that the Attor-
ney General designates as law enforcement 
agency for purposes of this section. 

(2) The term ‘‘United States person’’ means 
the following: 

(A) A United States citizen. 
(B) An alien known by the intelligence 

agency concerned to be a permanent resi-
dent alien. 

(C) An unincorporated association substan-
tially composed of United States citizens or 
permanent resident aliens. 

(D) A corporation incorporated in the 
United States, except for a corporation di-
rected and controlled by a foreign govern-
ment or governments. 

(July 26, 1947, ch. 343, title I, § 105A, as added 
Pub. L. 104–293, title VIII, § 814(a), Oct. 11, 1996, 
110 Stat. 3483; amended Pub. L. 108–136, div. A, 
title IX, § 921(e)(3), Nov. 24, 2003, 117 Stat. 1569.) 

CODIFICATION 

Section was formerly classified to section 403–5a of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2003—Subsec. (b)(1)(C). Pub. L. 108–136 substituted 

‘‘National Geospatial-Intelligence Agency’’ for ‘‘Na-

tional Imagery and Mapping Agency’’. 

§ 3040. Disclosure of foreign intelligence ac-
quired in criminal investigations; notice of 
criminal investigations of foreign intel-
ligence sources 

(a) Disclosure of foreign intelligence 

(1) Except as otherwise provided by law and 
subject to paragraph (2), the Attorney General, 
or the head of any other department or agency 
of the Federal Government with law enforce-
ment responsibilities, shall expeditiously dis-
close to the Director of National Intelligence, 
pursuant to guidelines developed by the Attor-
ney General in consultation with the Director, 
foreign intelligence acquired by an element of 
the Department of Justice or an element of such 
department or agency, as the case may be, in 
the course of a criminal investigation. 

(2) The Attorney General by regulation and in 
consultation with the Director may provide for 
exceptions to the applicability of paragraph (1) 
for one or more classes of foreign intelligence, 

or foreign intelligence with respect to one or 
more targets or matters, if the Attorney Gen-
eral determines that disclosure of such foreign 
intelligence under that paragraph would jeop-
ardize an ongoing law enforcement investigation 
or impair other significant law enforcement in-
terests. 

(b) Procedures for notice of criminal investiga-
tions 

Not later than 180 days after October 26, 2001, 
the Attorney General, in consultation with the 
Director of National Intelligence, shall develop 
guidelines to ensure that after receipt of a re-
port from an element of the intelligence com-
munity of activity of a foreign intelligence 
source or potential foreign intelligence source 
that may warrant investigation as criminal ac-
tivity, the Attorney General provides notice to 
the Director, within a reasonable period of time, 
of his intention to commence, or decline to com-
mence, a criminal investigation of such activity. 

(c) Procedures 

The Attorney General shall develop proce-
dures for the administration of this section, in-
cluding the disclosure of foreign intelligence by 
elements of the Department of Justice, and ele-
ments of other departments and agencies of the 
Federal Government, under subsection (a) of 
this section and the provision of notice with re-
spect to criminal investigations under sub-
section (b) of this section. 

(July 26, 1947, ch. 343, title I, § 105B, as added 
Pub. L. 107–56, title IX, § 905(a)(2), Oct. 26, 2001, 
115 Stat. 388; amended Pub. L. 108–458, title I, 
§ 1071(a)(1)(G), (H), (2)(B), (C), Dec. 17, 2004, 118 
Stat. 3689, 3690.) 

CODIFICATION 

Section was formerly classified to section 403–5b of 

this title prior to editorial reclassification and renum-

bering as this section. 

PRIOR PROVISIONS 

A prior section 105B of act July 26, 1947, ch. 343, title 

I, as added Pub. L. 106–120, title V, § 501(a)(1), Dec. 3, 

1999, 113 Stat. 1616, which related to protection of oper-

ational files of the National Imagery and Mapping 

Agency, was renumbered by subsequent acts and trans-

ferred. See section 3142 of this title. 

AMENDMENTS 

2004—Subsec. (a)(1). Pub. L. 108–458, § 1071(a)(1)(G), 

substituted ‘‘Director of National Intelligence’’ for ‘‘Di-

rector of Central Intelligence’’. 

Subsec. (a)(2). Pub. L. 108–458, § 1071(a)(2)(B), struck 

out ‘‘of Central Intelligence’’ after ‘‘Director’’. 

Subsec. (b). Pub. L. 108–458, § 1071(a)(2)(C), struck out 

‘‘of Central Intelligence’’ after ‘‘notice to the Direc-

tor’’. 

Pub. L. 108–458, § 1071(a)(1)(H), substituted ‘‘with the 

Director of National Intelligence’’ for ‘‘with the Direc-

tor of Central Intelligence’’. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 
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108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

§ 3041. Appointment of officials responsible for 
intelligence-related activities 

(a) Recommendation of DNI in certain appoint-
ments 

(1) In the event of a vacancy in a position re-
ferred to in paragraph (2), the Director of Na-
tional Intelligence shall recommend to the 
President an individual for nomination to fill 
the vacancy. 

(2) Paragraph (1) applies to the following posi-
tions: 

(A) The Principal Deputy Director of Na-
tional Intelligence. 

(B) The Director of the Central Intelligence 
Agency. 

(b) Concurrence of DNI in appointments to posi-
tions in the intelligence community 

(1) In the event of a vacancy in a position re-
ferred to in paragraph (2), the head of the de-
partment or agency having jurisdiction over the 
position shall obtain the concurrence of the Di-
rector of National Intelligence before appointing 
an individual to fill the vacancy or recommend-
ing to the President an individual to be nomi-
nated to fill the vacancy. If the Director does 
not concur in the recommendation, the head of 
the department or agency concerned may not 
fill the vacancy or make the recommendation to 
the President (as the case may be). In the case 
in which the Director does not concur in such a 
recommendation, the Director and the head of 
the department or agency concerned may advise 
the President directly of the intention to with-
hold concurrence or to make a recommendation, 
as the case may be. 

(2) Paragraph (1) applies to the following posi-
tions: 

(A) The Director of the National Security 
Agency. 

(B) The Director of the National Reconnais-
sance Office. 

(C) The Director of the National Geospatial- 
Intelligence Agency. 

(D) The Assistant Secretary of State for In-
telligence and Research. 

(E) The Director of the Office of Intelligence 
of the Department of Energy. 

(F) The Director of the Office of Counter-
intelligence of the Department of Energy. 

(G) The Assistant Secretary for Intelligence 
and Analysis of the Department of the Treas-
ury. 

(H) The Executive Assistant Director for In-
telligence of the Federal Bureau of Investiga-
tion or any successor to that position. 

(I) The Under Secretary of Homeland Secu-
rity for Intelligence and Analysis. 

(c) Consultation with DNI in certain positions 

(1) In the event of a vacancy in a position re-
ferred to in paragraph (2), the head of the de-
partment or agency having jurisdiction over the 
position shall consult with the Director of Na-
tional Intelligence before appointing an individ-
ual to fill the vacancy or recommending to the 
President an individual to be nominated to fill 
the vacancy. 

(2) Paragraph (1) applies to the following posi-
tions: 

(A) The Director of the Defense Intelligence 
Agency. 

(B) The Assistant Commandant of the Coast 
Guard for Intelligence. 

(C) The Assistant Attorney General des-
ignated as the Assistant Attorney General for 
National Security under section 507A of title 
28. 

(July 26, 1947, ch. 343, title I, § 106, as added Pub. 
L. 102–496, title VII, § 706(a), Oct. 24, 1992, 106 
Stat. 3195; amended Pub. L. 103–359, title V, 
§ 501(a)(3), Oct. 14, 1994, 108 Stat. 3428; Pub. L. 
104–293, title VIII, § 815(a), Oct. 11, 1996, 110 Stat. 
3484; Pub. L. 107–108, title III, § 308, Dec. 28, 2001, 
115 Stat. 1399; Pub. L. 108–136, div. A, title IX, 
§ 921(e)(5), Nov. 24, 2003, 117 Stat. 1569; Pub. L. 
108–177, title I, § 105(c), Dec. 13, 2003, 117 Stat. 
2603; Pub. L. 108–458, title I, § 1014, Dec. 17, 2004, 
118 Stat. 3663; Pub. L. 109–177, title V, § 506(a)(4), 
Mar. 9, 2006, 120 Stat. 247; Pub. L. 110–53, title V, 
§ 531(b)(5), Aug. 3, 2007, 121 Stat. 334.) 

CODIFICATION 

Section was formerly classified to section 403–6 of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2007—Subsec. (b)(2)(I). Pub. L. 110–53 amended subpar. 

(I) generally. Prior to amendment, subpar. (I) read as 

follows: ‘‘The Assistant Secretary of Homeland Secu-

rity for Information Analysis.’’ 

2006—Subsec. (c)(2)(C). Pub. L. 109–177 added subpar. 

(C). 

2004—Pub. L. 108–458 amended text generally, sub-

stituting provisions relating to involvement of Direc-

tor of National Intelligence in appointments, consist-

ing of subsecs. (a) to (c), for provisions relating to in-

volvement of Director of Central Intelligence in ap-

pointments, consisting of subsecs. (a) and (b). 

2003—Subsec. (a)(2)(C). Pub. L. 108–136 substituted 

‘‘National Geospatial-Intelligence Agency’’ for ‘‘Na-

tional Imagery and Mapping Agency’’. 

Subsec. (b)(2)(E). Pub. L. 108–177 added subpar. (E). 

2001—Subsec. (b)(2)(C), (D). Pub. L. 107–108 added sub-

pars. (C) and (D) and struck out former subpar. (C) 

which read as follows: ‘‘The Director of the Office of 

Nonproliferation and National Security of the Depart-

ment of Energy.’’. 

1996—Pub. L. 104–293 amended section generally, sub-

stituting provisions relating to appointment of individ-

uals responsible for intelligence-related activities for 

provisions relating to administrative provisions per-

taining to defense elements within the intelligence 

community. 

1994—Subsec. (b). Pub. L. 103–359 substituted ‘‘Central 

Imagery Office’’ for ‘‘central imagery authority’’ in 

heading and text. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out as an Effective Date of 2004 Amend-

ment; Transition Provisions note under section 3001 of 

this title. 
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§ 3041a. Director of the National Reconnaissance 
Office 

(a) In general 

There is a Director of the National Reconnais-
sance Office. 

(b) Appointment 

The Director of the National Reconnaissance 
Office shall be appointed by the President, by 
and with the advice and consent of the Senate. 

(c) Functions and duties 

The Director of the National Reconnaissance 
Office shall be the head of the National Recon-
naissance Office and shall discharge such func-
tions and duties as are provided by this chapter 
or otherwise by law or executive order. 

(July 26, 1947, ch. 343, title I, § 106A, as added 
Pub. L. 113–126, title IV, § 411(a), July 7, 2014, 128 
Stat. 1409.) 

REFERENCES IN TEXT 

This chapter, referred to in subsec. (c), was in the 

original ‘‘this Act’’, meaning act July 26, 1947, ch. 343, 

61 Stat. 495, known as the National Security Act of 

1947, which is classified principally to this chapter. For 

complete classification of this Act to the Code, see 

Tables. 

EFFECTIVE DATE 

Section effective Oct. 1, 2014, and applicable upon the 

earlier of the date of the first nomination by the Presi-

dent of an individual to serve as the Director of the Na-

tional Reconnaissance Office that occurs on or after 

Oct. 1, 2014, or the date of the cessation of the perform-

ance of the duties of the Director of the National Re-

connaissance Office by the individual performing such 

duties on Oct. 1, 2014, subject to an exception for initial 

nominations, see section 413 of Pub. L. 113–126, set out 

as an Effective Date of 2014 Amendment note under sec-

tion 8G of the Inspector General Act of 1978, Pub. L. 

95–452, in the Appendix to Title 5, Government Organi-

zation and Employees. 

POSITION OF IMPORTANCE AND RESPONSIBILITY 

Pub. L. 113–126, title IV, § 411(b), July 7, 2014, 128 Stat. 

1409, provided that: 

‘‘(1) IN GENERAL.—The President may designate the 

Director of the National Reconnaissance Office as a po-

sition of importance and responsibility under section 

601 of title 10, United States Code. 

‘‘(2) EFFECTIVE DATE.—Paragraph (1) shall take effect 

on the date of the enactment of this Act [July 7, 2014].’’ 

§ 3042. Emergency preparedness 

(a) Employment of personnel 

The Director of the Office of Defense Mobiliza-
tion, subject to the direction of the President, is 
authorized, subject to the civil-service laws and 
chapter 51 and subchapter III of chapter 53 of 
title 5, to appoint and fix the compensation of 
such personnel as may be necessary to assist the 
Director in carrying out his functions. 

(b) Functions 

It shall be the function of the Director of the 
Office of Defense Mobilization to advise the 
President concerning the coordination of mili-
tary, industrial, and civilian mobilization, in-
cluding— 

(1) policies concerning industrial and civil-
ian mobilization in order to assure the most 
effective mobilization and maximum utiliza-

tion of the Nation’s manpower in the event of 
war; 

(2) programs for the effective use in time of 
war of the Nation’s natural and industrial re-
sources for military and civilian needs, for the 
maintenance and stabilization of the civilian 
economy in time of war, and for the adjust-
ment of such economy to war needs and condi-
tions; 

(3) policies for unifying, in time of war, the 
activities of Federal agencies and departments 
engaged in or concerned with production, pro-
curement, distribution, or transportation of 
military or civilian supplies, materials, and 
products; 

(4) the relationship between potential sup-
plies of, and potential requirements for, man-
power, resources, and productive facilities in 
time of war; 

(5) policies for establishing adequate re-
serves of strategic and critical material, and 
for the conservation of these reserves; 

(6) the strategic relocation of industries, 
services, government, and economic activities, 
the continuous operation of which is essential 
to the Nation’s security. 

(c) Utilization of Government resources and fa-
cilities 

In performing his functions, the Director of 
the Office of Defense Mobilization shall utilize 
to the maximum extent the facilities and re-
sources of the departments and agencies of the 
Government. 

(July 26, 1947, ch. 343, title I, § 107, formerly § 103, 
61 Stat. 499; Sept. 3, 1954, ch. 1263, § 50, 68 Stat. 
1244; renumbered § 107, Pub. L. 102–496, title VII, 
§ 705(a)(2), Oct. 24, 1992, 106 Stat. 3190.) 

CODIFICATION 

Section was formerly classified to section 404 of this 

title prior to editorial reclassification and renumbering 

as this section. 

In subsec. (a), ‘‘chapter 51 and subchapter III of chap-

ter 53 of title 5’’ substituted for ‘‘the Classification Act 

of 1949’’ on authority of Pub. L. 89–554, § 7(b), Sept. 6, 

1966, 80 Stat. 631, the first section of which enacted 

Title 5, Government Organization and Employees. 

For subsequent history relating to the Office of De-

fense Mobilization, see Transfer of Functions notes 

below. 

AMENDMENTS 

1954—Act Sept. 3, 1954, § 50(1), (2), struck out subsec. 

(a) which related to establishment of National Security 

Resources Board and redesignated subsecs. (b) to (d) as 

(a) to (c), respectively. 

Subsec. (a). Act Sept. 3, 1954, § 50(3)–(5), substituted 

‘‘Director of the Office of Defense Mobilization’’ for 

‘‘Chairman of the Board’’, ‘‘Classification Act of 1949’’ 

for ‘‘Classification Act of 1923, as amended’’, and ‘‘Di-

rector in carrying out his’’ for ‘‘Board in carrying out 

its’’. 

Subsec. (b). Act Sept. 3, 1954, § 50(6), substituted ‘‘Di-

rector of the Office of Defense Mobilization’’ for 

‘‘Board’’ in introductory provisions. 

Subsec. (c). Act Sept. 3, 1954, § 50(7), substituted ‘‘his 

functions, the Director of the Office of Defense Mobili-

zation’’ for ‘‘its functions, the Board’’. 

TRANSFER OF FUNCTIONS 

Office of Defense Mobilization and Federal Civil De-

fense Administration consolidated to form Office of 

Emergency Preparedness, an agency within Executive 
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Office of President, by section 2(a), (e) of Reorg. Plan 

No. 1 of 1958, eff. July 1, 1958, 23 F.R. 4991, 72 Stat. 1799, 

as amended by Pub. L. 85–763, Aug. 26, 1958, 72 Stat. 861; 

Pub. L. 87–296, § 1, Sept. 22, 1961, 75 Stat. 630; Pub. L. 

90–608, ch. IV, § 402, Oct. 21, 1968, 82 Stat. 1194, set out 

in the Appendix to Title 5, Government Organization 

and Employees, and functions vested by law in Office of 

Defense Mobilization and Director thereof transferred 

to President, with power to delegate, by section 1 of 

Reorg. Plan No. 1 of 1958. 

Office of Emergency Preparedness, including offices 

of Director, Deputy Director, Assistant Directors, and 

Regional Directors, abolished and functions vested by 

law, after July 1, 1958, in Office of Emergency Prepared-

ness or Director of Office of Emergency Preparedness 

transferred to President of United States by sections 1 

and 3(a)(1) of Reorg. Plan No. 1 of 1973, eff. July 1, 1973, 

38 F.R. 9579, 87 Stat. 1089, set out in the Appendix to 

Title 5, Government Organization and Employees. 

Authority vested in Director of Office of Emergency 

Preparedness as of June 30, 1973, by Executive Order, 

proclamation, or other directive issued by or on behalf 

of President or otherwise under this section and Ex. 

Ord. No. 10421, formerly set out below, with certain ex-

ceptions, transferred to Administrator of General Serv-

ices by Ex. Ord. No. 11725, § 3, June 27, 1973, 38 F.R. 

17175, formerly set out under section 2271 of the Appen-

dix to this title, to be exercised in conformance with 

such guidance as provided by National Security Council 

and, with respect to economic and disposal aspects of 

stockpiling of strategic and critical materials by Coun-

cil on Economic Policy. Functions of Administrator of 

General Services under this chapter performed by Fed-

eral Preparedness Agency within General Services Ad-

ministration. 

Functions delegated or assigned to Federal Prepared-

ness Agency, General Services Administration, trans-

ferred or reassigned to Secretary of Homeland Secu-

rity, and Ex. Ord. No. 11725 revoked, by Ex. Ord. No. 

12148, §§ 1–103, 5–112, July 20, 1979, 44 F.R. 43239, 43243, as 

amended by Ex. Ord. No. 13286, § 52, Feb. 28, 2003, 68 F.R. 

10628, set out as a note under section 5195 of Title 42, 

The Public Health and Welfare. 

Functions vested in Director of Office of Defense Mo-

bilization by section 103 of act July 26, 1947, as amended 

by section 50 of act Sept. 3, 1954, and transferred to 

President by section 1(a) of Reorganization Plan No. 1 

of 1958, as amended, delegated to Secretary of Home-

land Security by Ex. Ord. No. 12148, § 4–102, July 20, 1979, 

44 F.R. 43239, as amended by Ex. Ord. No. 13286, § 52, Feb. 

28, 2003, 68 F.R. 10628, set out as a note under section 

5195 of Title 42, The Public Health and Welfare. 

For assignment of certain emergency preparedness 

functions to Secretary of Homeland Security, see parts 

1, 2, and 17 of Ex. Ord. No. 12656, Nov. 18, 1988, 53 F.R. 

47491, as amended, set out as a note under section 5195 

of Title 42, The Public Health and Welfare. 

EXECUTIVE ORDER NO. 9905 

Ex. Ord. No. 9905, Nov. 13, 1947, 12 F.R. 7613, as amend-

ed by Ex. Ord. No. 9931, Feb. 19, 1948, 13 F.R. 763, pro-

vided for membership of National Security Resources 

Board and defined functions, duties and authority of 

Chairman of Board. 

EXECUTIVE ORDER NO. 10169 

Ex. Ord. No. 10169, Oct. 11, 1950, 15 F.R. 6901, which 

provided for a National Advisory Committee on Mobili-

zation Policy, was revoked by Ex. Ord. No. 10480, Aug. 

14, 1953, 18 F.R. 4939, formerly set out under section 2153 

of the Appendix to this title. 

EXECUTIVE ORDER NO. 10421 

Ex. Ord. No. 10421, Dec. 31, 1952, 18 F.R. 57, as amended 

by Ex. Ord. No. 10438, Mar. 13, 1953, 18 F.R. 1491; Ex. Ord. 

No. 10773, July 1, 1958, 23 F.R. 5061; Ex. Ord. No. 10782, 

Sept. 6, 1958, 23 F.R. 6971; Ex. Ord. No. 11051, Sept. 27, 

1962, 27 F.R. 9683; Ex. Ord. No. 12148, July 20, 1979, 44 

F.R. 43239, which related to physical security of defense 

facilities, was revoked by Ex. Ord. No. 12656, Nov. 18, 

1988, 53 F.R. 47491, set out under section 5195 of Title 42, 

The Public Health and Welfare. 

EXECUTIVE ORDER NO. 10438 

Ex. Ord. No. 10438, Mar. 13, 1953, 18 F.R. 1491, which re-

lated to transfer of functions to Director of Defense 

Mobilization, was superseded by Ex. Ord. No. 11051, 

Sept. 27, 1962, 27 F.R. 9683, formerly set out under sec-

tion 5195 of Title 42, The Public Health and Welfare. 

§ 3043. Annual national security strategy report 

(a) Transmittal to Congress 

(1) The President shall transmit to Congress 
each year a comprehensive report on the na-
tional security strategy of the United States 
(hereinafter in this section referred to as a ‘‘na-
tional security strategy report’’). 

(2) The national security strategy report for 
any year shall be transmitted on the date on 
which the President submits to Congress the 
budget for the next fiscal year under section 1105 
of title 31. 

(3) Not later than 150 days after the date on 
which a new President takes office, the Presi-
dent shall transmit to Congress a national secu-
rity strategy report under this section. That re-
port shall be in addition to the report for that 
year transmitted at the time specified in para-
graph (2). 

(b) Contents 

Each national security strategy report shall 
set forth the national security strategy of the 
United States and shall include a comprehensive 
description and discussion of the following: 

(1) The worldwide interests, goals, and objec-
tives of the United States that are vital to the 
national security of the United States. 

(2) The foreign policy, worldwide commit-
ments, and national defense capabilities of the 
United States necessary to deter aggression 
and to implement the national security strat-
egy of the United States. 

(3) The proposed short-term and long-term 
uses of the political, economic, military, and 
other elements of the national power of the 
United States to protect or promote the inter-
ests and achieve the goals and objectives re-
ferred to in paragraph (1). 

(4) The adequacy of the capabilities of the 
United States to carry out the national secu-
rity strategy of the United States, including 
an evaluation of the balance among the capa-
bilities of all elements of the national power 
of the United States to support the implemen-
tation of the national security strategy. 

(5) Such other information as may be nec-
essary to help inform Congress on matters re-
lating to the national security strategy of the 
United States. 

(c) Classified and unclassified form 

Each national security strategy report shall 
be transmitted in both a classified and an un-
classified form. 

(July 26, 1947, ch. 343, title I, § 108, formerly § 104, 
as added Pub. L. 99–433, title VI, § 603(a)(1), Oct. 
1, 1986, 100 Stat. 1074; renumbered § 108, Pub. L. 
102–496, title VII, § 705(a)(2), Oct. 24, 1992, 106 
Stat. 3190; amended Pub. L. 106–65, div. A, title 
IX, § 901(b), Oct. 5, 1999, 113 Stat. 717.) 
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CODIFICATION 

Section was formerly classified to section 404a of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

1999—Subsec. (a)(3). Pub. L. 106–65 added par. (3). 

NATIONAL SECURITY PLANNING GUIDANCE TO DENY 

SAFE HAVENS TO AL-QAEDA AND ITS VIOLENT EX-

TREMIST AFFILIATES 

Pub. L. 112–81, div. A, title X, § 1032, Dec. 31, 2011, 125 

Stat. 1571, as amended by Pub. L. 113–291, div. A, title 

XII, § 1262, Dec. 19, 2014, 128 Stat. 3580, provided that: 
‘‘(a) PURPOSE.—The purpose of this section is to im-

prove interagency strategic planning and execution to 

more effectively integrate efforts to deny safe havens 

and strengthen at-risk states to further the goals of the 

National Security Strategy related to the disruption, 

dismantlement, and defeat of al-Qaeda and its violent 

extremist affiliates. 
‘‘(b) NATIONAL SECURITY PLANNING GUIDANCE.— 

‘‘(1) GUIDANCE REQUIRED.—The President shall issue 

classified or unclassified national security planning 

guidance in support of objectives stated in the na-

tional security strategy report submitted to Congress 

by the President pursuant to section 108 of the Na-

tional Security Act of 1947 (50 U.S.C. 404a) [now 50 

U.S.C. 3043] to deny safe havens to al-Qaeda and its 

violent extremist affiliates and to strengthen at-risk 

states. Such guidance shall serve as the strategic 

plan that governs United States and coordinated 

international efforts to enhance the capacity of gov-

ernmental and nongovernmental entities to work to-

ward the goal of eliminating the ability of al-Qaeda 

and its violent extremist affiliates to establish or 

maintain safe havens. 
‘‘(2) CONTENTS OF GUIDANCE.—The guidance required 

under paragraph (1) shall include each of the follow-

ing: 
‘‘(A) A prioritized list of specified geographic 

areas that the President determines are necessary 

to address and an explicit discussion and list of the 

criteria or rationale used to prioritize the areas on 

the list, including a discussion of the conditions 

that would hamper the ability of the United States 

to strengthen at-risk states or other entities in 

such areas. 
‘‘(B) For each specified geographic area, a de-

scription, analysis, and discussion of the core prob-

lems and contributing issues that allow or could 

allow al-Qaeda and its violent extremist affiliates 

to use the area as a safe haven from which to plan 

and launch attacks, engage in propaganda, or raise 

funds and other support, including any ongoing or 

potential radicalization of the population, or to use 

the area as a key transit route for personnel, weap-

ons, funding, or other support. 
‘‘(C) For each specified geographic area, a descrip-

tion of the following: 
‘‘(i) The feasibility of conducting multilateral 

programs to train and equip the military forces of 

relevant countries in the area. 
‘‘(ii) The authority and funding that would be 

required to support such programs. 
‘‘(iii) How such programs would be imple-

mented. 
‘‘(iv) How such programs would support the na-

tional security priorities and interests of the 

United States and complement other efforts of 

the United States Government in the area and in 

other specified geographic areas. 
‘‘(D) A list of short-term, mid-term, and long- 

term goals for each specified geographic area, prior-

itized by importance. 
‘‘(E) A description of the role and mission of each 

Federal department and agency involved in execut-

ing the guidance, including the Departments of De-

fense, Justice, Treasury, and State and the Agency 

for International Development. 

‘‘(F) A description of gaps in United States capa-

bilities to meet the goals listed pursuant to sub-

paragraph (D), and the extent to which those gaps 

can be met through coordination with nongovern-

mental, international, or private sector organiza-

tions, entities, or companies. 
‘‘(3) REVIEW AND UPDATE OF GUIDANCE.—The Presi-

dent shall review and update the guidance required 

under paragraph (1) as necessary. Any such review 

shall address each of the following: 
‘‘(A) The overall progress made toward achieving 

the goals listed pursuant to paragraph (2)(D), in-

cluding an overall assessment of the progress in de-

nying a safe haven to al-Qaeda and its violent ex-

tremist affiliates. 
‘‘(B) The performance of each Federal department 

and agency involved in executing the guidance. 
‘‘(C) The performance of the unified country team 

and appropriate combatant command, or in the 

case of a cross-border effort, country teams in the 

area and the appropriate combatant command. 
‘‘(D) Any addition to, deletion from, or change in 

the order of the prioritized list maintained pursu-

ant to paragraph (2)(A). 
‘‘(4) REPORT.— 

‘‘(A) IN GENERAL.—Not later than 180 days after 

the date of the enactment of the Carl Levin and 

Howard P. ‘Buck’ McKeon National Defense Au-

thorization Act for Fiscal Year 2015 [Dec. 19, 2014], 

the President shall submit to the appropriate con-

gressional committees a report that contains a de-

tailed summary of the national security planning 

guidance required under paragraph (1), including 

any updates thereto. 
‘‘(B) FORM.—The report may include a classified 

annex as determined to be necessary by the Presi-

dent. 
‘‘(C) DEFINITION.—In this paragraph, the term ‘ap-

propriate congressional committees’ means— 
‘‘(i) the congressional defense committees 

[Committees on Armed Services and Appropria-

tions of the Senate and the House of Representa-

tives]; and 
‘‘(ii) the Committee on Foreign Relations of the 

Senate and the Committee on Foreign Affairs of 

the House of Representatives. 
‘‘(5) SPECIFIED GEOGRAPHIC AREA DEFINED.—In this 

subsection, the term ‘specified geographic area’ 

means any country, subnational territory, or re-

gion— 
‘‘(A) that serves or may potentially serve as a 

safe haven for al-Qaeda or a violent extremist affili-

ate of al-Qaeda— 
‘‘(i) from which to plan and launch attacks, en-

gage in propaganda, or raise funds and other sup-

port; or 
‘‘(ii) for use as a key transit route for person-

nel, weapons, funding, or other support; and 
‘‘(B) over which one or more governments or enti-

ties exert insufficient governmental or security 

control to deny al-Qaeda and its violent extremist 

affiliates the ability to establish a large scale pres-

ence.’’ 

IMPLEMENTATION PLAN FOR WHOLE-OF-GOVERNMENT VI-

SION PRESCRIBED IN THE NATIONAL SECURITY STRAT-

EGY 

Pub. L. 112–81, div. A, title X, § 1072, Dec. 31, 2011, 125 

Stat. 1592, provided that: 
‘‘(a) IMPLEMENTATION PLAN.—Not later than 270 days 

after the date of the enactment of this Act [Dec. 31, 

2011], the President shall submit to the appropriate 

congressional committees an implementation plan for 

achieving the whole-of-government integration vision 

prescribed in the President’s National Security Strat-

egy of May 2010. The implementation plan shall in-

clude— 
‘‘(1) a description of ongoing and future actions 

planned to be taken by the President and the Execu-

tive agencies to implement organizational changes, 
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programs, and any other efforts to achieve each com-

ponent of the whole-of-government vision prescribed 

in the National Security Strategy; 
‘‘(2) a timeline for specific actions taken and 

planned to be taken by the President and the Execu-

tive agencies to implement each component of the 

whole-of-government vision prescribed in the Na-

tional Security Strategy; 
‘‘(3) an outline of specific actions desired or re-

quired to be taken by Congress to achieve each com-

ponent of the whole-of-government vision prescribed 

in the National Security Strategy, including sug-

gested timing and sequencing of actions proposed for 

Congress and the Executive agencies; 
‘‘(4) any progress made and challenges or obstacles 

encountered since May 2010 in implementing each 

component of the whole-of-government vision pre-

scribed in the National Security Strategy; and 
‘‘(5) such other information as the President deter-

mines is necessary to understand progress in imple-

menting each component of the whole-of-government 

vision prescribed in the National Security Strategy. 
‘‘(b) ANNUAL UPDATES.—Not later than December 1 of 

each subsequent year that the National Security Strat-

egy of May 2010 remains the policy of the President, the 

President shall submit to the appropriate congressional 

committees an update of the implementation plan re-

quired under subsection (a). Each such update shall in-

clude an explanation of— 
‘‘(1) any progress made and challenges or obstacles 

encountered in implementing each component of the 

whole-of-government vision prescribed in the Na-

tional Security Strategy since the submission of the 

implementation plan or most recent update; and 
‘‘(2) any modifications to the implementation plan. 

‘‘(c) DEFINITIONS.—In this section: 
‘‘(1) The term ‘appropriate congressional commit-

tees’ means— 
‘‘(A) the congressional defense committees [Com-

mittees on Armed Services and Appropriations of 

the Senate and the House of Representatives]; 
‘‘(B) the Committee on Foreign Relations, Select 

Committee on Intelligence, Committee on Home-

land Security and Government Affairs, Committee 

on the Budget, Committee on the Judiciary, and 

Committee on Appropriations in the Senate; and 
‘‘(C) the Committee on Foreign Affairs, Perma-

nent Select Committee on Intelligence, Committee 

on Homeland Security, Committee on the Budget, 

Committee on the Judiciary, Committee on Over-

sight and Government Reform, and Committee on 

Appropriations in the House of Representatives. 
‘‘(2) The term ‘Executive agency’ has the meaning 

given that term by section 105 of title 5, United 

States Code.’’ 

NATIONAL COMMISSION ON THE FUTURE ROLE OF 

UNITED STATES NUCLEAR WEAPONS, PROBLEMS OF 

COMMAND, CONTROL, AND SAFETY OF SOVIET NU-

CLEAR WEAPONS, AND REDUCTION OF NUCLEAR WEAP-

ONS 

Pub. L. 102–172, title VIII, § 8132, Nov. 26, 1991, 105 

Stat. 1208, provided for establishment of a National 

Commission which was to submit to Congress, not later 

than May 1, 1993, a final report containing an assess-

ment and recommendations regarding role of, and re-

quirements for, nuclear weapons in security strategy of 

United States as result of significant changes in former 

Warsaw Pact, former Soviet Union, and Third World, 

including possibilities for international cooperation 

with former Soviet Union regarding such problems, and 

safeguards to protect against accidental or unauthor-

ized use of nuclear weapons, further directed Commis-

sion to obtain study from National Academy of Sci-

ences on these matters, further authorized establish-

ment of joint working group comprised of experts from 

governments of United States and former Soviet Union 

which was to meet on regular basis and provide recom-

mendations regarding these matters, and further pro-

vided for composition of Commission as well as powers, 

procedures, personnel matters, appropriations, and ter-

mination of Commission upon submission of its final 

report. 

§ 3043a. National intelligence strategy 

(a) In general 

Beginning in 2017, and once every 4 years 
thereafter, the Director of National Intelligence 
shall develop a comprehensive national intel-
ligence strategy to meet national security ob-
jectives for the following 4-year period, or a 
longer period, if appropriate. 

(b) Requirements 

Each national intelligence strategy required 
by subsection (a) shall— 

(1) delineate a national intelligence strategy 
consistent with— 

(A) the most recent national security 
strategy report submitted pursuant to sec-
tion 3043 of this title; 

(B) the strategic plans of other relevant 
departments and agencies of the United 
States; and 

(C) other relevant national-level plans; 

(2) address matters related to national and 
military intelligence, including counter-
intelligence; 

(3) identify the major national security mis-
sions that the intelligence community is cur-
rently pursuing and will pursue in the future 
to meet the anticipated security environment; 

(4) describe how the intelligence community 
will utilize personnel, technology, partner-
ships, and other capabilities to pursue the 
major national security missions identified in 
paragraph (3); 

(5) assess current, emerging, and future 
threats to the intelligence community, includ-
ing threats from foreign intelligence and secu-
rity services and insider threats; 

(6) outline the organizational roles and mis-
sions of the elements of the intelligence com-
munity as part of an integrated enterprise to 
meet customer demands for intelligence prod-
ucts, services, and support; 

(7) identify sources of strategic, institu-
tional, programmatic, fiscal, and techno-
logical risk; and 

(8) analyze factors that may affect the intel-
ligence community’s performance in pursuing 
the major national security missions identi-
fied in paragraph (3) during the following 10- 
year period. 

(c) Submission to Congress 

The Director of National Intelligence shall 
submit to the congressional intelligence com-
mittees a report on each national intelligence 
strategy required by subsection (a) not later 
than 45 days after the date of the completion of 
such strategy. 

(July 26, 1947, ch. 343, title I, § 108A, as added 
Pub. L. 113–293, title III, § 303(a), Dec. 19, 2014, 128 
Stat. 3994.) 

§ 3044. Software licensing 

(a) Requirement for inventories of software li-
censes 

The chief information officer of each element 
of the intelligence community, in consultation 
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with the Chief Information Officer of the Intel-
ligence Community, shall biennially— 

(1) conduct an inventory of all existing soft-
ware licenses of such element, including uti-
lized and unutilized licenses; 

(2) assess the actions that could be carried 
out by such element to achieve the greatest 
possible economies of scale and associated cost 
savings in software procurement and usage, 
including— 

(A) increasing the centralization of the 
management of software licenses; 

(B) increasing the regular tracking and 
maintaining of comprehensive inventories of 
software licenses using automated discovery 
and inventory tools and metrics; 

(C) analyzing software license data to in-
form investment decisions; and 

(D) providing appropriate personnel with 
sufficient software licenses management 
training; and 

(3) submit to the Chief Information Officer 
of the Intelligence Community each inventory 
required by paragraph (1) and each assessment 
required by paragraph (2). 

(b) Inventories by the Chief Information Officer 
of the Intelligence Community 

The Chief Information Officer of the Intel-
ligence Community, based on the inventories 
and assessments required by subsection (a), 
shall biennially— 

(1) compile an inventory of all existing soft-
ware licenses of the intelligence community, 
including utilized and unutilized licenses; 

(2) assess the actions that could be carried 
out by the intelligence community to achieve 
the greatest possible economies of scale and 
associated cost savings in software procure-
ment and usage, including— 

(A) increasing the centralization of the 
management of software licenses; 

(B) increasing the regular tracking and 
maintaining of comprehensive inventories of 
software licenses using automated discovery 
and inventory tools and metrics; 

(C) analyzing software license data to in-
form investment decisions; and 

(D) providing appropriate personnel with 
sufficient software licenses management 
training; and 

(3) based on the assessment required under 
paragraph (2), make such recommendations 
with respect to software procurement and 
usage to the Director of National Intelligence 
as the Chief Information Officer considers ap-
propriate. 

(c) Reports to Congress 

The Chief Information Officer of the Intel-
ligence Community shall submit to the congres-
sional intelligence committees a copy of each 
inventory compiled under subsection (b)(1). 

(d) Implementation of recommendations 

Not later than 180 days after the date on which 
the Director of National Intelligence receives 
recommendations from the Chief Information 
Officer of the Intelligence Community in accord-
ance with subsection (b)(3), the Director of Na-
tional Intelligence shall, to the extent prac-

ticable, issue guidelines for the intelligence 
community on software procurement and usage 
based on such recommendations. 

(July 26, 1947, ch. 343, title I, § 109, as added Pub. 
L. 113–126, title III, § 307(a), July 7, 2014, 128 Stat. 
1396; amended Pub. L. 113–293, title III, § 304, Dec. 
19, 2014, 128 Stat. 3995.) 

PRIOR PROVISIONS 

A prior section 3044, act July 26, 1947, ch. 343, title I, 

§ 109, as added Pub. L. 103–178, title III, § 304(a), Dec. 3, 

1993, 107 Stat. 2034; amended Pub. L. 104–293, title VIII, 

§ 803(a), (b)(1), Oct. 11, 1996, 110 Stat. 3475, 3476; Pub. L. 

106–65, div. A, title X, § 1067(16), Oct. 5, 1999, 113 Stat. 

775; Pub. L. 107–306, title VIII, § 811(b)(1)(B), Nov. 27, 

2002, 116 Stat. 2422, related to annual report on intel-

ligence, prior to repeal by Pub. L. 111–259, title III, 

§ 347(a), Oct. 7, 2010, 124 Stat. 2698. 

AMENDMENTS 

2014—Subsec. (a)(2). Pub. L. 113–293, § 304(1), sub-

stituted ‘‘usage, including—’’ for ‘‘usage; and’’ in intro-

ductory provisions and added subpars. (A) to (D). 

Subsec. (b)(2). Pub. L. 113–293, § 304(2)(B), substituted 

‘‘usage, including—’’ for ‘‘usage.’’ in introductory pro-

visions and added subpars. (A) to (D). 

Subsec. (b)(3). Pub. L. 113–293, § 304(2)(A), (C), added 

par. (3). 

Subsec. (d). Pub. L. 113–293, § 304(3), added subsec. (d). 

INITIAL INVENTORY 

Pub. L. 113–126, title III, § 307(b), July 7, 2014, 128 Stat. 

1397, provided that: 

‘‘(1) INTELLIGENCE COMMUNITY ELEMENTS.— 

‘‘(A) DATE.—Not later than 120 days after the date 

of the enactment of this Act [July 7, 2014], the chief 

information officer of each element of the intel-

ligence community shall complete the initial inven-

tory, assessment, and submission required under sec-

tion 109(a) of the National Security Act of 1947 [50 

U.S.C. 3044(a)], as added by subsection (a) of this sec-

tion. 

‘‘(B) BASIS.—The initial inventory conducted for 

each element of the intelligence community under 

section 109(a)(1) of the National Security Act of 1947 

[50 U.S.C. 3044(a)(1)], as added by subsection (a) of this 

section, shall be based on the inventory of software 

licenses conducted pursuant to section 305 of the In-

telligence Authorization Act for Fiscal Year 2013 

(Public Law 112–277; 126 Stat. 2472) for such element. 

‘‘(2) CHIEF INFORMATION OFFICER OF THE INTELLIGENCE 

COMMUNITY.—Not later than 180 days after the date of 

the enactment of this Act [July 7, 2014], the Chief Infor-

mation Officer of the Intelligence Community shall 

complete the initial compilation and assessment re-

quired under section 109(b) of the National Security Act 

of 1947 [50 U.S.C. 3044(b)], as added by subsection (a).’’ 

[For definition of ‘‘intelligence community’’ as used 

in section 307(b) of Pub. L. 113–126, set out above, see 

section 2 of Pub. L. 113–126, set out as a note under sec-

tion 3003 of this title.] 

§ 3045. National mission of National Geospatial- 
Intelligence Agency 

(a) In general 

In addition to the Department of Defense mis-
sions set forth in section 442 of title 10, the Na-
tional Geospatial-Intelligence Agency shall sup-
port the geospatial intelligence requirements of 
the Department of State and other departments 
and agencies of the United States outside the 
Department of Defense. 

(b) Requirements and priorities 

The Director of National Intelligence shall es-
tablish requirements and priorities governing 
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the collection of national intelligence by the 
National Geospatial-Intelligence Agency under 
subsection (a) of this section. 

(c) Correction of deficiencies 

The Director of National Intelligence shall de-
velop and implement such programs and policies 
as the Director and the Secretary of Defense 
jointly determine necessary to review and cor-
rect deficiencies identified in the capabilities of 
the National Geospatial-Intelligence Agency to 
accomplish assigned national missions, includ-
ing support to the all-source analysis and pro-
duction process. The Director shall consult with 
the Secretary of Defense on the development 
and implementation of such programs and poli-
cies. The Secretary shall obtain the advice of 
the Chairman of the Joint Chiefs of Staff regard-
ing the matters on which the Director and the 
Secretary are to consult under the preceding 
sentence. 

(July 26, 1947, ch. 343, title I, § 110, formerly § 120, 
as added Pub. L. 104–201, div. A, title XI, 
§ 1114(b), Sept. 23, 1996, 110 Stat. 2685; renumbered 
§ 110, Pub. L. 105–107, title III, § 303(b), Nov. 20, 
1997, 111 Stat. 2252; amended Pub. L. 108–136, div. 
A, title IX, § 921(c)(2), (e)(6), Nov. 24, 2003, 117 
Stat. 1568, 1569; Pub. L. 108–458, title I, 
§ 1071(a)(1)(I), (J), Dec. 17, 2004, 118 Stat. 3689.) 

CODIFICATION 

Section was formerly classified to section 404e of this 

title prior to editorial reclassification and renumbering 

as this section. 

PRIOR PROVISIONS 

A prior section 110 of title I of act July 26, 1947, ch. 

343, was classified to section 404g of this title prior to 

being renumbered section 112 by Pub. L. 105–107, title 

III, §303(b), Nov. 20, 1997, 111 Stat. 2252. Section 404g of 

this title was subsequently editorially reclassified and 

renumbered section 3047 of this title. 

AMENDMENTS 

2004—Subsec. (b). Pub. L. 108–458, § 1071(a)(1)(I), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 

Subsec. (c). Pub. L. 108–458, § 1071(a)(1)(J), substituted 

‘‘Director of National Intelligence’’ for ‘‘Director of 

Central Intelligence’’. 

2003—Pub. L. 108–136, § 921(e)(6)(B), substituted ‘‘Na-

tional Geospatial-Intelligence Agency’’ for ‘‘National 

Imagery and Mapping Agency’’ in section catchline. 

Subsec. (a). Pub. L. 108–136, § 921(c)(2), (e)(6)(A), sub-

stituted ‘‘National Geospatial-Intelligence Agency’’ for 

‘‘National Imagery and Mapping Agency’’ and ‘‘geo-

spatial intelligence’’ for ‘‘imagery’’. 

Subsecs. (b), (c). Pub. L. 108–136, § 921(e)(6)(A), sub-

stituted ‘‘National Geospatial-Intelligence Agency’’ for 

‘‘National Imagery and Mapping Agency’’. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

§ 3046. Repealed. Pub. L. 108–458, title I, § 1075, 
Dec. 17, 2004, 118 Stat. 3694 

Section, act July 26, 1947, ch. 343, title I, § 111, for-

merly § 121, as added Pub. L. 104–201, div. A, title XI, 

§ 1114(c), Sept. 23, 1996, 110 Stat. 2685; renumbered § 111, 

Pub. L. 105–107, title III, § 303(b), Nov. 20, 1997, 111 Stat. 

2252, related to collection tasking authority of Director 

of Central Intelligence. 

CODIFICATION 

Section was formerly classified to section 404f of this 

title and repealed prior to editorial reclassification and 

renumbering as this section. 

EFFECTIVE DATE OF REPEAL 

For Determination by President that repeal take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 
Repeal effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

§ 3047. Restrictions on intelligence sharing with 
United Nations 

(a) Provision of intelligence information to 
United Nations 

(1) No United States intelligence information 
may be provided to the United Nations or any 
organization affiliated with the United Nations, 
or to any officials or employees thereof, unless 
the President certifies to the appropriate com-
mittees of Congress that the Director of Na-
tional Intelligence, in consultation with the 
Secretary of State and the Secretary of Defense, 
has established and implemented procedures, 
and has worked with the United Nations to en-
sure implementation of procedures, for protect-
ing from unauthorized disclosure United States 
intelligence sources and methods connected to 
such information. 

(2) Paragraph (1) may be waived upon written 
certification by the President to the appropriate 
committees of Congress that providing such in-
formation to the United Nations or an organiza-
tion affiliated with the United Nations, or to 
any officials or employees thereof, is in the na-
tional security interests of the United States. 

(b) Delegation of duties 

The President may not delegate or assign the 
duties of the President under this section. 

(c) Relationship to existing law 

Nothing in this section shall be construed to— 
(1) impair or otherwise affect the authority 

of the Director of National Intelligence to pro-
tect intelligence sources and methods from 
unauthorized disclosure pursuant to section 
3024(i) of this title; or 

(2) supersede or otherwise affect the provi-
sions of subchapter III of this chapter. 

(d) ‘‘Appropriate committees of Congress’’ de-
fined 

As used in this section, the term ‘‘appropriate 
committees of Congress’’ means the Committee 
on Foreign Relations and the Select Committee 
on Intelligence of the Senate and the Committee 
on Foreign Relations and the Permanent Select 
Committee on Intelligence of the House of Rep-
resentatives. 
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(July 26, 1947, ch. 343, title I, § 112, formerly § 110, 
as added Pub. L. 104–293, title III, § 308(a), Oct. 11, 
1996, 110 Stat. 3466; renumbered § 112, Pub. L. 
105–107, title III, § 303(b), Nov. 20, 1997, 111 Stat. 
2252; amended Pub. L. 107–306, title VIII, 
§ 811(b)(1)(C), Nov. 27, 2002, 116 Stat. 2422; Pub. L. 
108–177, title III, §§ 361(b), 377(a), Dec. 13, 2003, 117 
Stat. 2625, 2630; Pub. L. 108–458, title I, 
§§ 1071(a)(1)(K), (L), 1072(a)(4), Dec. 17, 2004, 118 
Stat. 3689, 3692; Pub. L. 111–259, title III, § 347(b), 
Oct. 7, 2010, 124 Stat. 2698.) 

CODIFICATION 

Section was formerly classified to section 404g of this 

title prior to editorial reclassification and renumbering 

as this section, and to section 404d–1 of this title prior 

to renumbering by Pub. L. 105–107. Some section num-

bers of this title referenced in amendment notes below 

reflect the classification of such sections prior to their 

editorial reclassification. 

AMENDMENTS 

2010—Subsecs. (b) to (e). Pub. L. 111–259 redesignated 

subsecs. (c) to (e) as (b) to (d), respectively, and struck 

out former subsec. (b). Prior to amendment, text of 

subsec. (b) read as follows: 

‘‘(1) The President shall report annually to the appro-

priate committees of Congress on the types and volume 

of intelligence provided to the United Nations and the 

purposes for which it was provided during the period 

covered by the report. The President shall also report 

to the appropriate committees of Congress within 15 

days after it has become known to the United States 

Government that there has been an unauthorized dis-

closure of intelligence provided by the United States to 

the United Nations. 

‘‘(2) The requirement for periodic reports under the 

first sentence of paragraph (1) shall not apply to the 

provision of intelligence that is provided only to, and 

for the use of, appropriately cleared United States Gov-

ernment personnel serving with the United Nations. 

‘‘(3) In the case of the annual reports required to be 

submitted under the first sentence of paragraph (1) to 

the congressional intelligence committees, the submit-

tal dates for such reports shall be as provided in section 

415b of this title.’’ 

2004—Subsec. (a)(1). Pub. L. 108–458, § 1071(a)(1)(K), 

substituted ‘‘Director of National Intelligence’’ for ‘‘Di-

rector of Central Intelligence’’. 

Subsec. (d)(1). Pub. L. 108–458, § 1072(a)(4), which di-

rected amendment of par. (1) by substituting ‘‘section 

403–1(i)’’ for ‘‘section 403–3(c)(6)’’, was executed by mak-

ing the substitution for ‘‘section 403–3(c)(7)’’ to reflect 

the probable intent of Congress and the amendment by 

Pub. L. 108–177, § 377(a). See 2003 Amendment note 

below. 

Pub. L. 108–458, § 1071(a)(1)(L), substituted ‘‘Director 

of National Intelligence’’ for ‘‘Director of Central Intel-

ligence’’. 

2003—Subsec. (b). Pub. L. 108–177, § 361(b)(1), sub-

stituted ‘‘Annual’’ for ‘‘Periodic’’ in heading. 

Subsec. (b)(1). Pub. L. 108–177, § 361(b)(2), substituted 

‘‘annually’’ for ‘‘semiannually’’. 

Subsec. (b)(3). Pub. L. 108–177, § 361(b)(3), substituted 

‘‘the annual’’ for ‘‘periodic’’. 

Subsec. (d)(1). Pub. L. 108–177, § 377(a), substituted 

‘‘section 403–3(c)(7)’’ for ‘‘section 403–3(c)(6)’’. 

2002—Subsec. (b)(3). Pub. L. 107–306 added par. (3). 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

EFFECTIVE DATE OF 2003 AMENDMENT 

Amendment by section 361(b) of Pub. L. 108–177 effec-

tive Dec. 31, 2003, see section 361(n) of Pub. L. 108–177, 

set out as a note under section 1611 of Title 10, Armed 

Forces. 

§ 3048. Detail of intelligence community person-
nel—Intelligence Community Assignment 
Program 

(a) Detail 

(1) Notwithstanding any other provision of 
law, the head of a department with an element 
in the intelligence community or the head of an 
intelligence community agency or element may 
detail any employee within that department, 
agency, or element to serve in any position in 
the Intelligence Community Assignment Pro-
gram on a reimbursable or a nonreimbursable 
basis. 

(2) Nonreimbursable details may be for such 
periods as are agreed to between the heads of 
the parent and host agencies, up to a maximum 
of three years, except that such details may be 
extended for a period not to exceed one year 
when the heads of the parent and host agencies 
determine that such extension is in the public 
interest. 

(b) Benefits, allowances, travel, incentives 

(1) An employee detailed under subsection (a) 
of this section may be authorized any benefit, 
allowance, travel, or incentive otherwise pro-
vided to enhance staffing by the organization 
from which the employee is detailed. 

(2) The head of an agency of an employee de-
tailed under subsection (a) of this section may 
pay a lodging allowance for the employee sub-
ject to the following conditions: 

(A) The allowance shall be the lesser of the 
cost of the lodging or a maximum amount 
payable for the lodging as established jointly 
by the Director of National Intelligence and— 

(i) with respect to detailed employees of 
the Department of Defense, the Secretary of 
Defense; and 

(ii) with respect to detailed employees of 
other agencies and departments, the head of 
such agency or department. 

(B) The detailed employee maintains a pri-
mary residence for the employee’s immediate 
family in the local commuting area of the par-
ent agency duty station from which the em-
ployee regularly commuted to such duty sta-
tion before the detail. 

(C) The lodging is within a reasonable prox-
imity of the host agency duty station. 

(D) The distance between the detailed em-
ployee’s parent agency duty station and the 
host agency duty station is greater than 20 
miles. 

(E) The distance between the detailed em-
ployee’s primary residence and the host agen-
cy duty station is 10 miles greater than the 
distance between such primary residence and 
the employees parent duty station. 

(F) The rate of pay applicable to the detailed 
employee does not exceed the rate of basic pay 
for grade GS–15 of the General Schedule. 
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(July 26, 1947, ch. 343, title I, § 113, as added Pub. 
L. 105–107, title III, § 303(a), Nov. 20, 1997, 111 
Stat. 2251; amended Pub. L. 107–108, title III, 
§ 304, Dec. 28, 2001, 115 Stat. 1398; Pub. L. 107–306, 
title VIII, § 841(a), Nov. 27, 2002, 116 Stat. 2431; 
Pub. L. 108–458, title I, § 1071(a)(1)(M), Dec. 17, 
2004, 118 Stat. 3689.) 

REFERENCES IN TEXT 

GS–15 of the General Schedule, referred to in subsec. 

(b)(2)(F), is set out under section 5332 of Title 5, Gov-

ernment Organization and Employees. 

CODIFICATION 

Section was formerly classified to section 404h of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2004—Subsec. (b)(2)(A). Pub. L. 108–458 substituted 

‘‘Director of National Intelligence’’ for ‘‘Director of 

Central Intelligence’’ in introductory provisions. 

2002—Subsec. (c). Pub. L. 107–306 struck out heading 

and text of subsec. (c). Text read as follows: ‘‘Not later 

than March 1, 1999, and annually thereafter, the Direc-

tor of Central Intelligence shall submit to the Perma-

nent Select Committee on Intelligence of the House of 

Representatives and the Select Committee on Intel-

ligence of the Senate a report describing the detail of 

intelligence community personnel pursuant to sub-

section (a) of this section during the 12-month period 

ending on the date of the report. The report shall set 

forth the number of personnel detailed, the identity of 

parent and host agencies or elements, and an analysis 

of the benefits of the details.’’ 

2001—Subsec. (b). Pub. L. 107–108 designated existing 

provisions as par. (1) and added par. (2). 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

EFFECTIVE DATE 

Pub. L. 105–107, title III, § 303(d), Nov. 20, 1997, 111 

Stat. 2252, provided that: ‘‘The amendment made by 

subsection (a) [enacting this section] shall apply to an 

employee on detail on or after January 1, 1997.’’ 

§ 3049. Non-reimbursable detail of other person-
nel 

An officer or employee of the United States or 
member of the Armed Forces may be detailed to 
the staff of an element of the intelligence com-
munity funded through the National Intel-
ligence Program from another element of the in-
telligence community or from another element 
of the United States Government on a non-reim-
bursable basis, as jointly agreed to by the heads 
of the receiving and detailing elements, for a pe-
riod not to exceed three years. This section does 
not limit any other source of authority for reim-
bursable or non-reimbursable details. A non- 
reimbursable detail made under this section 
shall not be considered an augmentation of the 
appropriations of the receiving element of the 
intelligence community. 

(July 26, 1947, ch. 343, title I, § 113A, as added 
Pub. L. 111–259, title III, § 302(a), Oct. 7, 2010, 124 
Stat. 2658; amended Pub. L. 112–18, title III, 
§ 303(a), June 8, 2011, 125 Stat. 226; Pub. L. 
112–277, title III, § 303, Jan. 14, 2013, 126 Stat. 
2471.) 

CODIFICATION 

Section was formerly classified to section 404h–1 of 

this title prior to editorial reclassification and renum-

bering as this section. Some section numbers of this 

title referenced in amendment notes below reflect the 

classification of such sections prior to their editorial 

reclassification. 

AMENDMENTS 

2013—Pub. L. 112–277 substituted ‘‘three years.’’ for 

‘‘two years.’’ and inserted at end ‘‘A non-reimbursable 

detail made under this section shall not be considered 

an augmentation of the appropriations of the receiving 

element of the intelligence community.’’ 
2011—Pub. L. 112–18 amended section generally. Prior 

to amendment, text read as follows: ‘‘Except as pro-

vided in section 402c(g)(2) of this title and section 404h 

of this title, and notwithstanding any other provision 

of law, an officer or employee of the United States or 

member of the Armed Forces may be detailed to the 

staff of an element of the intelligence community fund-

ed through the National Intelligence Program from an-

other element of the intelligence community or from 

another element of the United States Government on a 

reimbursable or nonreimbursable basis, as jointly 

agreed to by the head of the receiving element and the 

head of the detailing element, for a period not to ex-

ceed 2 years.’’ 

§ 3050. Annual report on hiring and retention of 
minority employees 

(a) In general 

The Director of National Intelligence shall, on 
an annual basis, submit to Congress a report on 
the employment of covered persons within each 
element of the intelligence community for the 
preceding fiscal year. 

(b) Content 

Each such report shall include disaggregated 
data by category of covered person from each 
element of the intelligence community on the 
following: 

(1) Of all individuals employed in the ele-
ment during the fiscal year involved, the ag-
gregate percentage of such individuals who are 
covered persons. 

(2) Of all individuals employed in the ele-
ment during the fiscal year involved at the 
levels referred to in subparagraphs (A) and (B), 
the percentage of covered persons employed at 
such levels: 

(A) Positions at levels 1 through 15 of the 
General Schedule. 

(B) Positions at levels above GS–15. 

(3) Of all individuals hired by the element in-
volved during the fiscal year involved, the per-
centage of such individuals who are covered 
persons. 

(c) Form 

Each such report shall be submitted in unclas-
sified form, but may contain a classified annex. 

(d) Construction 

Nothing in this section shall be construed as 
providing for the substitution of any similar re-
port required under another provision of law. 
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(e) ‘‘Covered persons’’ defined 

In this section the term ‘‘covered persons’’ 
means— 

(1) racial and ethnic minorities; 
(2) women; and 
(3) individuals with disabilities. 

(July 26, 1947, ch. 343, title I, § 114, as added Pub. 
L. 105–272, title III, § 307(a), Oct. 20, 1998, 112 Stat. 
2401; amended Pub. L. 107–306, title III, §§ 324, 
353(b)(6), title VIII, §§ 811(b)(1)(D), 821, 822, Nov. 
27, 2002, 116 Stat. 2393, 2402, 2422, 2426, 2427; Pub. 
L. 108–177, title III, § 361(c), (d), Dec. 13, 2003, 117 
Stat. 2625; Pub. L. 108–458, title I, § 1071(a)(1)(N), 
(O), (3)(A), (7), Dec. 17, 2004, 118 Stat. 3689, 3690; 
Pub. L. 112–277, title III, § 310(a)(2), Jan. 14, 2013, 
126 Stat. 2474; Pub. L. 113–126, title III, § 329(a)(1), 
(c)(2), July 7, 2014, 128 Stat. 1405, 1406.) 

REFERENCES IN TEXT 

The General Schedule, referred to in subsec. (b)(2), is 

set out under section 5332 of Title 5, Government Orga-

nization and Employees. 

CODIFICATION 

Section was formerly classified to section 404i of this 

title prior to editorial reclassification and renumbering 

as this section. Some section numbers of this title ref-

erenced in amendment notes below reflect the classi-

fication of such sections prior to their editorial reclas-

sification. 

AMENDMENTS 

2014—Pub. L. 113–126, § 329(c)(2)(A), substituted ‘‘An-

nual report on hiring and retention of minority em-

ployees’’ for ‘‘Additional annual reports from the Di-

rector of National Intelligence’’ in section catchline. 
Subsec. (a). Pub. L. 113–126, § 329(c)(2)(B), (C), struck 

out subsec. (a) designation and heading ‘‘Annual report 

on hiring and retention of minority employees’’ and re-

designated par. (1) as subsec. (a). Former pars. (2) to (5) 

redesignated subsecs. (b) to (e), respectively. 
Subsec. (b). Pub. L. 113–126, § 329(c)(2)(C), (D), redesig-

nated subsec. (a)(2) as (b), redesignated subpars. (A) to 

(C) of former subsec. (a)(2) as pars. (1) to (3), respec-

tively, of subsec. (b), and in par. (2) as redesignated, 

substituted ‘‘subparagraphs (A) and (B)’’ for ‘‘clauses (i) 

and (ii)’’ in introductory provisions and redesignated 

cls. (i) and (ii) as subpars. (A) and (B), respectively. 
Pub. L. 113–126, § 329(a)(1), struck out subsec. (b) 

which related to annual report on threat of attack on 

the United States using weapons of mass destruction. 
Subsec. (c). Pub. L. 113–126, § 329(c)(2)(C), redesignated 

subsec. (a)(3) as (c). 
Subsec. (d). Pub. L. 113–126, § 329(c)(2)(C), (E), redesig-

nated subsec. (a)(4) as (d) and substituted ‘‘section’’ for 

‘‘subsection’’. 
Subsec. (e). Pub. L. 113–126, § 329(c)(2)(C), (F), redesig-

nated subsec. (a)(5) as (e), substituted ‘‘section’’ for 

‘‘subsection,’’ in introductory provisions, and redesig-

nated subpars. (A) to (C) of former subsec. (a)(5) as pars. 

(1) to (3), respectively, of subsec. (e). 
2013—Pub. L. 112–277 redesignated subsecs. (b) and (c) 

as (a) and (b), respectively, struck out former subsec. 

(a) which required annual reports on the safety and se-

curity of Russian nuclear facilities and nuclear mili-

tary forces, and struck out subsec. (d) which defined 

the term ‘‘congressional leadership’’. 
2004—Pub. L. 108–458, § 1071(a)(7), substituted ‘‘Addi-

tional annual reports from the Director of National In-

telligence’’ for ‘‘Additional annual reports from the Di-

rector of Central Intelligence’’ in section catchline. 
Subsec. (a)(1). Pub. L. 108–458, § 1071(a)(1)(N), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 
Subsec. (b)(1). Pub. L. 108–458, § 1071(a)(1)(O), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 

Subsec. (c)(1). Pub. L. 108–458, § 1071(a)(3)(A), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor’’. 
2003—Subsec. (a). Pub. L. 108–177, § 361(c), redesignated 

subsec. (b) as (a) and struck out former subsec. (a), 

which related to annual reports on intelligence commu-

nity cooperation with Federal law enforcement agen-

cies. 
Subsecs. (b), (c). Pub. L. 108–177, § 361(c)(2), redesig-

nated subsecs. (c) and (d) as (b) and (c), respectively. 

Former subsec. (b) redesignated (a). 
Subsec. (d). Pub. L. 108–177, § 361(d), redesignated sub-

sec. (e) as (d) and struck out former subsec. (d), which 

related to annual reports on covert leases of the intel-

ligence community. 
Pub. L. 108–177, § 361(c)(2), redesignated subsec. (e) as 

(d). Former subsec. (d) redesignated (c). 
Subsec. (e). Pub. L. 108–177, § 361(d)(2), redesignated 

subsec. (e) as (d). 
Pub. L. 108–177, § 361(c)(2), redesignated subsec. (f) as 

(e). Former subsec. (e) redesignated (d). 
Subsec. (f). Pub. L. 108–177, § 361(c)(2), redesignated 

subsec. (f) as (e). 
2002—Subsec. (a)(1). Pub. L. 107–306, § 811(b)(1)(D)(i)(I), 

struck out ‘‘the congressional intelligence committees 

and’’ before ‘‘the congressional leadership’’. 
Subsec. (a)(2) to (4). Pub. L. 107–306, 

§ 811(b)(1)(D)(i)(II), (III), added par. (2) and redesignated 

former pars. (2) and (3) as (3) and (4), respectively. 
Subsec. (b)(1). Pub. L. 107–306, § 811(b)(1)(D)(ii), sub-

stituted ‘‘submit to the congressional leadership on an 

annual basis, and to the congressional intelligence 

committees on the date each year provided in section 

415b of this title,’’ for ‘‘, on an annual basis, submit to 

the congressional intelligence committees and the con-

gressional leadership’’. 
Subsec. (c). Pub. L. 107–306, § 324(2), added subsec. (c). 

Former subsec. (c) redesignated (d). 
Subsec. (d). Pub. L. 107–306, § 821(2), added subsec. (d). 

Former subsec. (d) redesignated (e). 
Pub. L. 107–306, § 353(b)(6), added subsec. (d) and 

struck out heading and text of former subsec. (d). Text 

read as follows: ‘‘In this section: 
‘‘(1) The term ‘congressional intelligence commit-

tees’ means the Permanent Select Committee on In-

telligence of the House of Representatives and the Se-

lect Committee on Intelligence of the Senate. 
‘‘(2) The term ‘congressional leadership’ means the 

Speaker and the minority leader of the House of Rep-

resentatives and the majority leader and the minor-

ity leader of the Senate.’’ 
Pub. L. 107–306, § 324(1), redesignated subsec. (c) as (d). 
Subsec (e). Pub. L. 107–306, § 822(2), added subsec. (e). 

Former subsec. (e) redesignated (f). 
Pub. L. 107–306, § 821(1), redesignated subsec. (d) as (e). 
Subsec. (f). Pub. L. 107–306, § 822(1), redesignated sub-

sec. (e) as (f). 

CHANGE OF NAME 

Committee on International Relations of House of 

Representatives changed to Committee on Foreign Af-

fairs of House of Representatives by House Resolution 

No. 6, One Hundred Tenth Congress, Jan. 5, 2007. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 
Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

EFFECTIVE DATE OF 2003 AMENDMENT 

Amendment by Pub. L. 108–177 effective Dec. 31, 2003, 

see section 361(n) of Pub. L. 108–177, set out as a note 

under section 1611 of Title 10, Armed Forces. 
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REPORT AND STRATEGIC PLAN ON BIOLOGICAL WEAPONS 

Pub. L. 111–259, title III, § 335, Oct. 7, 2010, 124 Stat. 

2688, provided that: 
‘‘(a) REQUIREMENT FOR REPORT.—Not later than 180 

days after the date of the enactment of this Act [Oct. 

7, 2010], the Director of National Intelligence shall sub-

mit to the congressional intelligence committees a re-

port on— 
‘‘(1) the intelligence collection efforts of the United 

States dedicated to assessing the threat from biologi-

cal weapons from state, nonstate, or rogue actors, ei-

ther foreign or domestic; and 
‘‘(2) efforts to protect the biodefense knowledge and 

infrastructure of the United States. 
‘‘(b) CONTENT.—The report required by subsection (a) 

shall include— 
‘‘(1) an assessment of the intelligence collection ef-

forts of the United States dedicated to detecting the 

development or use of biological weapons by state, 

nonstate, or rogue actors, either foreign or domestic; 
‘‘(2) information on fiscal, human, technical, open- 

source, and other intelligence collection resources of 

the United States dedicated for use to detect or pro-

tect against the threat of biological weapons; 
‘‘(3) an assessment of any problems that may re-

duce the overall effectiveness of United States intel-

ligence collection and analysis to identify and pro-

tect biological weapons targets, including— 
‘‘(A) intelligence collection gaps or inefficiencies; 
‘‘(B) inadequate information sharing practices; or 
‘‘(C) inadequate cooperation among departments 

or agencies of the United States; 
‘‘(4) a strategic plan prepared by the Director of Na-

tional Intelligence, in coordination with the Attor-

ney General, the Secretary of Defense, and the Sec-

retary of Homeland Security, that provides for ac-

tions for the appropriate elements of the intelligence 

community to close important intelligence gaps re-

lated to biological weapons; 
‘‘(5) a description of appropriate goals, schedules, 

milestones, or metrics to measure the long-term ef-

fectiveness of actions implemented to carry out the 

plan described in paragraph (4); and 
‘‘(6) any long-term resource and human capital is-

sues related to the collection of intelligence regard-

ing biological weapons, including any recommenda-

tions to address shortfalls of experienced and quali-

fied staff possessing relevant scientific, language, and 

technical skills. 
‘‘(c) IMPLEMENTATION OF STRATEGIC PLAN.—Not later 

than 30 days after the date on which the Director of Na-

tional Intelligence submits the report required by sub-

section (a), the Director shall begin implementation of 

the strategic plan referred to in subsection (b)(4).’’ 
[For definitions of terms used in section 335 of Pub. 

L. 111–259, set out above, see section 2 of Pub. L. 111–259, 

set out as a Definitions note under section 3003 of this 

title.] 

DATE FOR FIRST REPORT ON COOPERATION WITH 

CIVILIAN LAW ENFORCEMENT AGENCIES 

Pub. L. 105–272, title III, § 307(c), Oct. 20, 1998, 112 Stat. 

2402, provided that the first report under former subsec. 

(a) of this section was to be submitted not later than 

Dec. 31, 1999. 

§ 3051. Repealed. Pub. L. 111–259, title III, 
§ 347(c), Oct. 7, 2010, 124 Stat. 2698 

Section, act July 26, 1947, ch. 343, title I, § 114A, as 

added Pub. L. 107–306, title VIII, § 823(a), Nov. 27, 2002, 

116 Stat. 2427; amended Pub. L. 108–136, div. A, title IX, 

§ 921(g), Nov. 24, 2003, 117 Stat. 1570; Pub. L. 108–458, title 

I, § 1071(a)(4), Dec. 17, 2004, 118 Stat. 3690, related to an-

nual report on improvement of financial statements for 

auditing purposes. 

CODIFICATION 

Section was formerly classified to section 404i–1 of 

this title and repealed prior to editorial reclassification 

and renumbering as this section. 

CORRECTING LONG-STANDING MATERIAL WEAKNESSES 

Pub. L. 111–259, title III, § 368, Oct. 7, 2010, 124 Stat. 

2705, provided that: 

‘‘(a) DEFINITIONS.—In this section: 

‘‘(1) COVERED ELEMENT OF THE INTELLIGENCE COMMU-

NITY.—The term ‘covered element of the intelligence 

community’ means— 

‘‘(A) the Central Intelligence Agency; 

‘‘(B) the Defense Intelligence Agency; 

‘‘(C) the National Geospatial-Intelligence Agency; 

‘‘(D) the National Reconnaissance Office; or 

‘‘(E) the National Security Agency. 

‘‘(2) INDEPENDENT AUDITOR.—The term ‘independent 

auditor’ means an individual who— 

‘‘(A)(i) is a Federal, State, or local government 

auditor who meets the independence standards in-

cluded in generally accepted government auditing 

standards; or 

‘‘(ii) is a public accountant who meets such inde-

pendence standards; and 

‘‘(B) is designated as an auditor by the Director of 

National Intelligence or the head of a covered ele-

ment of the intelligence community, as appro-

priate. 

‘‘(3) INDEPENDENT REVIEW.—The term ‘independent 

review’ means an audit, attestation, or examination 

conducted by an independent auditor in accordance 

with generally accepted government auditing stand-

ards. 

‘‘(4) LONG-STANDING, CORRECTABLE MATERIAL WEAK-

NESS.—The term ‘long-standing, correctable material 

weakness’ means a material weakness— 

‘‘(A) that was first reported in the annual finan-

cial report of a covered element of the intelligence 

community for a fiscal year prior to fiscal year 

2007; and 

‘‘(B) the correction of which is not substantially 

dependent on a business system that was not imple-

mented prior to the end of fiscal year 2010. 

‘‘(5) MATERIAL WEAKNESS.—The term ‘material 

weakness’ has the meaning given that term under the 

Office of Management and Budget Circular A–123, en-

titled ‘Management’s Responsibility for Internal Con-

trol,’ revised December 21, 2004. 

‘‘(6) SENIOR INTELLIGENCE MANAGEMENT OFFICIAL.— 

The term ‘senior intelligence management official’ 

means an official within a covered element of the in-

telligence community who is— 

‘‘(A)(i) compensated under the Senior Intelligence 

Service pay scale; or 

‘‘(ii) the head of a covered element of the intel-

ligence community; and 

‘‘(B) compensated for employment with funds ap-

propriated pursuant to an authorization of appro-

priations in this Act [Pub. L. 111–259, see Tables for 

classification]. 

‘‘(b) IDENTIFICATION OF SENIOR INTELLIGENCE MANAGE-

MENT OFFICIALS.— 

‘‘(1) REQUIREMENT TO IDENTIFY.—Not later than 30 

days after the date of the enactment of this Act [Oct. 

7, 2010], the head of a covered element of the intel-

ligence community shall designate a senior intel-

ligence management official of such element to be re-

sponsible for correcting each long-standing, correct-

able material weakness of such element. 

‘‘(2) HEAD OF A COVERED ELEMENT OF THE INTEL-

LIGENCE COMMUNITY.—The head of a covered element 

of the intelligence community may designate himself 

or herself as the senior intelligence management offi-

cial responsible for correcting a long-standing, cor-

rectable material weakness under paragraph (1). 

‘‘(3) REQUIREMENT TO UPDATE DESIGNATION.—If the 

head of a covered element of the intelligence commu-

nity determines that a senior intelligence manage-

ment official designated under paragraph (1) is no 

longer responsible for correcting a long-standing, cor-

rectable material weakness, the head of such element 

shall designate the successor to such official not later 

than 10 days after the date of such determination. 
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‘‘(c) NOTIFICATION.—Not later than 10 days after the 

date on which the head of a covered element of the in-

telligence community has designated a senior intel-

ligence management official pursuant to paragraph (1) 

or (3) of subsection (b), the head of such element shall 

provide written notification of such designation to the 

Director of National Intelligence and to such senior in-

telligence management official. 
‘‘(d) CORRECTION OF LONG-STANDING, MATERIAL WEAK-

NESS.— 
‘‘(1) DETERMINATION OF CORRECTION OF DEFICIENCY.— 

If a long-standing, correctable material weakness is 

corrected, the senior intelligence management offi-

cial who is responsible for correcting such long-stand-

ing, correctable material weakness shall make and 

issue a determination of the correction. 
‘‘(2) BASIS FOR DETERMINATION.—The determination 

of the senior intelligence management official under 

paragraph (1) shall be based on the findings of an 

independent review. 
‘‘(3) NOTIFICATION AND SUBMISSION OF FINDINGS.—A 

senior intelligence management official who makes a 

determination under paragraph (1) shall— 
‘‘(A) notify the head of the appropriate covered 

element of the intelligence community of such de-

termination at the time the determination is made; 

and 
‘‘(B) ensure that the independent auditor whose 

findings are the basis of a determination under 

paragraph (1) submits to the head of the covered 

element of the intelligence community and the Di-

rector of National Intelligence the findings that 

such determination is based on not later than 5 

days after the date on which such determination is 

made. 
‘‘(e) CONGRESSIONAL OVERSIGHT.—The head of a cov-

ered element of the intelligence community shall no-

tify the congressional intelligence committees not 

later than 30 days after the date— 
‘‘(1) on which a senior intelligence management of-

ficial is designated under paragraph (1) or (3) of sub-

section (b) and notified under subsection (c); or 
‘‘(2) of the correction of a long-standing, correct-

able material weakness, as verified by an independent 

auditor under subsection (d)(2).’’ 
[For definition of ‘‘congressional intelligence com-

mittees’’ as used in section 368 of Pub. L. 111–259, set 

out above, see section 2 of Pub. L. 111–259, set out as a 

Definitions note under section 3003 of this title.] 

§ 3052. Limitation on establishment or operation 
of diplomatic intelligence support centers 

(a) In general 

(1) A diplomatic intelligence support center 
may not be established, operated, or maintained 
without the prior approval of the Director of Na-
tional Intelligence. 

(2) The Director may only approve the estab-
lishment, operation, or maintenance of a diplo-
matic intelligence support center if the Director 
determines that the establishment, operation, 
or maintenance of such center is required to 
provide necessary intelligence support in fur-
therance of the national security interests of 
the United States. 

(b) Prohibition of use of appropriations 

Amounts appropriated pursuant to authoriza-
tions by law for intelligence and intelligence-re-
lated activities may not be obligated or ex-
pended for the establishment, operation, or 
maintenance of a diplomatic intelligence sup-
port center that is not approved by the Director 
of National Intelligence. 

(c) Definitions 

In this section: 

(1) The term ‘‘diplomatic intelligence sup-
port center’’ means an entity to which em-
ployees of the various elements of the intel-
ligence community (as defined in section 
3003(4) of this title) are detailed for the pur-
pose of providing analytical intelligence sup-
port that— 

(A) consists of intelligence analyses on 
military or political matters and expertise 
to conduct limited assessments and dynamic 
taskings for a chief of mission; and 

(B) is not intelligence support tradition-
ally provided to a chief of mission by the Di-
rector of National Intelligence. 

(2) The term ‘‘chief of mission’’ has the 
meaning given that term by section 3902(3) of 
title 22, and includes ambassadors at large and 
ministers of diplomatic missions of the United 
States, or persons appointed to lead United 
States offices abroad designated by the Sec-
retary of State as diplomatic in nature. 

(d) Termination 

This section shall cease to be effective on Oc-
tober 1, 2000. 

(July 26, 1947, ch. 343, title I, § 115, as added Pub. 
L. 106–120, title III, § 303(a), Dec. 3, 1999, 113 Stat. 
1610; amended Pub. L. 108–458, title I, 
§ 1071(a)(1)(P)–(R), Dec. 17, 2004, 118 Stat. 3689.) 

CODIFICATION 

Section was formerly classified to section 404j of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2004—Subsec. (a)(1). Pub. L. 108–458, § 1071(a)(1)(P), 

substituted ‘‘Director of National Intelligence’’ for ‘‘Di-

rector of Central Intelligence’’. 

Subsec. (b). Pub. L. 108–458, § 1071(a)(1)(Q), substituted 

‘‘Director of National Intelligence’’ for ‘‘Director of 

Central Intelligence’’. 

Subsec. (c)(1)(B). Pub. L. 108–458, § 1071(a)(1)(R), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

§ 3053. Travel on any common carrier for certain 
intelligence collection personnel 

(a) In general 

Notwithstanding any other provision of law, 
the Director of National Intelligence may au-
thorize travel on any common carrier when such 
travel, in the discretion of the Director— 

(1) is consistent with intelligence commu-
nity mission requirements, or 

(2) is required for cover purposes, oper-
ational needs, or other exceptional circum-
stances necessary for the successful perform-
ance of an intelligence community mission. 
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1 So in original. Probably should be ‘‘an’’. 

(b) Authorized delegation of duty 

The Director of National Intelligence may 
only delegate the authority granted by this sec-
tion to the Principal Deputy Director of Na-
tional Intelligence, or with respect to employees 
of the Central Intelligence Agency, to the Direc-
tor of the Central Intelligence Agency, who may 
delegate such authority to other appropriate of-
ficials of the Central Intelligence Agency. 

(July 26, 1947, ch. 343, title I, § 116, as added Pub. 
L. 106–567, title III, § 305(a), Dec. 27, 2000, 114 
Stat. 2838; amended Pub. L. 108–458, title I, 
§§ 1071(a)(1)(S), (3)(B), 1072(a)(5), Dec. 17, 2004, 118 
Stat. 3689, 3690, 3692; Pub. L. 111–259, title IV, 
§ 424, Oct. 7, 2010, 124 Stat. 2728.) 

CODIFICATION 

Section was formerly classified to section 404k of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2010—Subsec. (b). Pub. L. 111–259 substituted ‘‘, who 

may delegate such authority to other appropriate offi-

cials of the Central Intelligence Agency.’’ for the pe-

riod. 
2004—Subsec. (a). Pub. L. 108–458, § 1071(a)(1)(S), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’ in introductory provisions. 
Subsec. (b). Pub. L. 108–458, § 1072(a)(5), which directed 

amendment of subsec. (b) by substituting ‘‘to the Prin-

cipal Deputy Director of National Intelligence, or with 

respect to employees of the Central Intelligence Agen-

cy, to the Director of the Central Intelligence Agency’’ 

for ‘‘to the Deputy Director of Central Intelligence, or 

with respect to employees of the Central Intelligence 

Agency, the Director may delegate such authority to 

the Deputy Director for Operations’’, was executed by 

making the substitution for ‘‘to the Deputy Director of 

Central Intelligence, or with respect to employees of 

the Central Intelligence Agency the Director may dele-

gate such authority to the Deputy Director for Oper-

ations’’, to reflect the probable intent of Congress. 
Pub. L. 108–458, § 1071(a)(3)(B), which directed amend-

ment of subsec. (b) by substituting ‘‘Director of Na-

tional Intelligence’’ for ‘‘Director’’ each place it ap-

peared, was executed by making the substitution the 

first place it appeared to reflect the probable intent of 

Congress. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 
Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

§ 3054. POW/MIA analytic capability 

(a) Requirement 

(1) The Director of National Intelligence shall, 
in consultation with the Secretary of Defense, 
establish and maintain in the intelligence com-
munity an analytic capability with responsibil-
ity for intelligence in support of the activities of 
the United States relating to individuals who, 
after December 31, 1990, are unaccounted for 
United States personnel. 

(2) The analytic capability maintained under 
paragraph (1) shall be known as the ‘‘POW/MIA 

analytic capability of the intelligence commu-
nity’’. 

(b) Unaccounted for United States personnel 

In this section, the term ‘‘unaccounted for 
United States personnel’’ means the following: 

(1) Any missing person (as that term is de-
fined in section 1513(1) of title 10). 

(2) Any United States national who was 
killed while engaged in activities on behalf of 
the United States and whose remains have not 
been repatriated to the United States. 

(July 26, 1947, ch. 343, title I, § 117, as added Pub. 
L. 106–567, title III, § 307(a), Dec. 27, 2000, 114 
Stat. 2839; amended Pub. L. 108–458, title I, 
§ 1071(a)(1)(T), Dec. 17, 2004, 118 Stat. 3689.) 

CODIFICATION 

Section was formerly classified to section 404l of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2004—Subsec. (a)(1). Pub. L. 108–458 substituted ‘‘Di-

rector of National Intelligence’’ for ‘‘Director of Cen-

tral Intelligence’’. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 
Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

§ 3055. Annual report on financial intelligence on 
terrorist assets 

(a) Annual report 

On a 1 annual basis, the Secretary of the Treas-
ury (acting through the head of the Office of In-
telligence Support) shall submit a report to the 
appropriate congressional committees that fully 
informs the committees concerning operations 
against terrorist financial networks. Each such 
report shall include with respect to the preced-
ing one-year period— 

(1) the total number of asset seizures, des-
ignations, and other actions against individ-
uals or entities found to have engaged in fi-
nancial support of terrorism; 

(2) the total number of physical searches of 
offices, residences, or financial records of indi-
viduals or entities suspected of having en-
gaged in financial support for terrorist activ-
ity; and 

(3) whether the financial intelligence infor-
mation seized in these cases has been shared 
on a full and timely basis with the all depart-
ments, agencies, and other entities of the 
United States Government involved in intel-
ligence activities participating in the Foreign 
Terrorist Asset Tracking Center. 

(b) Immediate notification for emergency des-
ignation 

In the case of a designation of an individual or 
entity, or the assets of an individual or entity, 
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as having been found to have engaged in terror-
ist activities, the Secretary of the Treasury 
shall report such designation within 24 hours of 
such a designation to the appropriate congres-
sional committees. 

(c) Submittal date of reports to congressional in-
telligence committees 

In the case of the reports required to be sub-
mitted under subsection (a) of this section to 
the congressional intelligence committees, the 
submittal dates for such reports shall be as pro-
vided in section 3106 of this title. 

(d) Appropriate congressional committees de-
fined 

In this section, the term ‘‘appropriate congres-
sional committees’’ means the following: 

(1) The Permanent Select Committee on In-
telligence, the Committee on Appropriations, 
the Committee on Armed Services, and the 
Committee on Financial Services of the House 
of Representatives. 

(2) The Select Committee on Intelligence, 
the Committee on Appropriations, the Com-
mittee on Armed Services, and the Committee 
on Banking, Housing, and Urban Affairs of the 
Senate. 

(July 26, 1947, ch. 343, title I, § 118, as added Pub. 
L. 107–306, title III, § 342(a)(1), Nov. 27, 2002, 116 
Stat. 2398; amended Pub. L. 111–259, title III, 
§ 347(d), Oct. 7, 2010, 124 Stat. 2698.) 

CODIFICATION 

Section was formerly classified to section 404m of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2010—Pub. L. 111–259, § 347(d)(1), substituted ‘‘Annual’’ 

for ‘‘Semiannual’’ in section catchline. 
Subsec. (a). Pub. L. 111–259, § 347(d)(2)(A), (B), in head-

ing, substituted ‘‘Annual’’ for ‘‘Semiannual’’ and, in in-

troductory provisions, substituted ‘‘annual basis’’ for 

‘‘semiannual basis’’ and ‘‘preceding one-year period’’ 

for ‘‘preceding six-month period’’. 
Subsec. (a)(2) to (4). Pub. L. 111–259, § 347(d)(2)(C), (D), 

redesignated pars. (3) and (4) as (2) and (3), respectively, 

and struck out former par. (2) which read as follows: 

‘‘the total number of applications for asset seizure and 

designations of individuals or entities suspected of hav-

ing engaged in financial support of terrorist activities 

that were granted, modified, or denied;’’. 
Subsec. (d)(1), (2). Pub. L. 111–259, § 347(d)(3), inserted 

‘‘the Committee on Armed Services,’’ after ‘‘the Com-

mittee on Appropriations,’’. 

§ 3056. National Counterterrorism Center 

(a) Establishment of Center 

There is within the Office of the Director of 
National Intelligence a National Counter-
terrorism Center. 

(b) Director of National Counterterrorism Center 

(1) There is a Director of the National 
Counterterrorism Center, who shall be the head 
of the National Counterterrorism Center, and 
who shall be appointed by the President, by and 
with the advice and consent of the Senate. 

(2) The Director of the National Counter-
terrorism Center may not simultaneously serve 
in any other capacity in the executive branch. 

(c) Reporting 

(1) The Director of the National Counter-
terrorism Center shall report to the Director of 

National Intelligence with respect to matters 
described in paragraph (2) and the President 
with respect to matters described in paragraph 
(3). 

(2) The matters described in this paragraph 
are as follows: 

(A) The budget and programs of the National 
Counterterrorism Center. 

(B) The activities of the Directorate of Intel-
ligence of the National Counterterrorism Cen-
ter under subsection (i). 

(C) The conduct of intelligence operations 
implemented by other elements of the intel-
ligence community; and 

(3) The matters described in this paragraph 
are the planning and progress of joint counter-
terrorism operations (other than intelligence 
operations). 

(d) Primary missions 

The primary missions of the National 
Counterterrorism Center shall be as follows: 

(1) To serve as the primary organization in 
the United States Government for analyzing 
and integrating all intelligence possessed or 
acquired by the United States Government 
pertaining to terrorism and counterterrorism, 
excepting intelligence pertaining exclusively 
to domestic terrorists and domestic counter-
terrorism. 

(2) To conduct strategic operational plan-
ning for counterterrorism activities, integrat-
ing all instruments of national power, includ-
ing diplomatic, financial, military, intel-
ligence, homeland security, and law enforce-
ment activities within and among agencies. 

(3) To assign roles and responsibilities as 
part of its strategic operational planning du-
ties to lead Departments or agencies, as appro-
priate, for counterterrorism activities that are 
consistent with applicable law and that sup-
port counterterrorism strategic operational 
plans, but shall not direct the execution of any 
resulting operations. 

(4) To ensure that agencies, as appropriate, 
have access to and receive all-source intel-
ligence support needed to execute their 
counterterrorism plans or perform independ-
ent, alternative analysis. 

(5) To ensure that such agencies have access 
to and receive intelligence needed to accom-
plish their assigned activities. 

(6) To serve as the central and shared knowl-
edge bank on known and suspected terrorists 
and international terror groups, as well as 
their goals, strategies, capabilities, and net-
works of contacts and support. 

(e) Domestic counterterrorism intelligence 

(1) The Center may, consistent with applicable 
law, the direction of the President, and the 
guidelines referred to in section 3024(b) of this 
title, receive intelligence pertaining exclusively 
to domestic counterterrorism from any Federal, 
State, or local government or other source nec-
essary to fulfill its responsibilities and retain 
and disseminate such intelligence. 

(2) Any agency authorized to conduct counter-
terrorism activities may request information 
from the Center to assist it in its responsibil-
ities, consistent with applicable law and the 
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guidelines referred to in section 3024(b) of this 
title. 

(f) Duties and responsibilities of Director 

(1) The Director of the National Counter-
terrorism Center shall— 

(A) serve as the principal adviser to the Di-
rector of National Intelligence on intelligence 
operations relating to counterterrorism; 

(B) provide strategic operational plans for 
the civilian and military counterterrorism ef-
forts of the United States Government and for 
the effective integration of counterterrorism 
intelligence and operations across agency 
boundaries, both inside and outside the United 
States; 

(C) advise the Director of National Intel-
ligence on the extent to which the counter-
terrorism program recommendations and 
budget proposals of the departments, agencies, 
and elements of the United States Govern-
ment conform to the priorities established by 
the President; 

(D) disseminate terrorism information, in-
cluding current terrorism threat analysis, to 
the President, the Vice President, the Sec-
retaries of State, Defense, and Homeland Se-
curity, the Attorney General, the Director of 
the Central Intelligence Agency, and other of-
ficials of the executive branch as appropriate, 
and to the appropriate committees of Con-
gress; 

(E) support the Department of Justice and 
the Department of Homeland Security, and 
other appropriate agencies, in fulfillment of 
their responsibilities to disseminate terrorism 
information, consistent with applicable law, 
guidelines referred to in section 3024(b) of this 
title, Executive orders and other Presidential 
guidance, to State and local government offi-
cials, and other entities, and coordinate dis-
semination of terrorism information to for-
eign governments as approved by the Director 
of National Intelligence; 

(F) develop a strategy for combining terror-
ist travel intelligence operations and law en-
forcement planning and operations into a co-
hesive effort to intercept terrorists, find ter-
rorist travel facilitators, and constrain terror-
ist mobility; 

(G) have primary responsibility within the 
United States Government for conducting net 
assessments of terrorist threats; 

(H) consistent with priorities approved by 
the President, assist the Director of National 
Intelligence in establishing requirements for 
the intelligence community for the collection 
of terrorism information; and 

(I) perform such other duties as the Director 
of National Intelligence may prescribe or are 
prescribed by law. 

(2) Nothing in paragraph (1)(G) shall limit the 
authority of the departments and agencies of 
the United States to conduct net assessments. 

(g) Limitation 

The Director of the National Counterterrorism 
Center may not direct the execution of counter-
terrorism operations. 

(h) Resolution of disputes 

The Director of National Intelligence shall re-
solve disagreements between the National 

Counterterrorism Center and the head of a de-
partment, agency, or element of the United 
States Government on designations, assign-
ments, plans, or responsibilities under this sec-
tion. The head of such a department, agency, or 
element may appeal the resolution of the dis-
agreement by the Director of National Intel-
ligence to the President. 

(i) Directorate of Intelligence 

The Director of the National Counterterrorism 
Center shall establish and maintain within the 
National Counterterrorism Center a Directorate 
of Intelligence which shall have primary respon-
sibility within the United States Government 
for analysis of terrorism and terrorist organiza-
tions (except for purely domestic terrorism and 
domestic terrorist organizations) from all 
sources of intelligence, whether collected inside 
or outside the United States. 

(j) Directorate of Strategic Operational Planning 

(1) The Director of the National Counter-
terrorism Center shall establish and maintain 
within the National Counterterrorism Center a 
Directorate of Strategic Operational Planning 
which shall provide strategic operational plans 
for counterterrorism operations conducted by 
the United States Government. 

(2) Strategic operational planning shall in-
clude the mission, objectives to be achieved, 
tasks to be performed, interagency coordination 
of operational activities, and the assignment of 
roles and responsibilities. 

(3) The Director of the National Counter-
terrorism Center shall monitor the implementa-
tion of strategic operational plans, and shall ob-
tain information from each element of the intel-
ligence community, and from each other depart-
ment, agency, or element of the United States 
Government relevant for monitoring the 
progress of such entity in implementing such 
plans. 

(July 26, 1947, ch. 343, title I, § 119, as added Pub. 
L. 108–458, title I, § 1021, Dec. 17, 2004, 118 Stat. 
3672; amended Pub. L. 111–259, title VIII, § 804(5), 
Oct. 7, 2010, 124 Stat. 2747.) 

CODIFICATION 

Section was formerly classified to section 404o of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2010—Subsec. (c)(2)(B). Pub. L. 111–259 substituted 

‘‘subsection (i)’’ for ‘‘subsection (h)’’. 

EFFECTIVE DATE 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

STRATEGY FOR COUNTERTERRORIST TRAVEL 

INTELLIGENCE 

Pub. L. 108–458, title VII, § 7201(b), Dec. 17, 2004, 118 

Stat. 3809, directed the Director of the National 

Counterterrorism Center, not later than 1 year after 

Dec. 17, 2004, to submit to Congress unclassified and 

classified versions of a strategy, to be developed in co-

ordination with all relevant Federal agencies, for com-

bining terrorist travel intelligence, operations, and law 
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enforcement into a cohesive effort to intercept terror-

ists, find terrorist travel facilitators, and constrain ter-

rorist mobility domestically and internationally. 

EXECUTIVE ORDER NO. 13354 

Ex. Ord. No. 13354, Aug. 27, 2004, 69 F.R. 53589, which 

established a National Counterterrorism Center, was 

revoked by Ex. Ord. No. 12333, § 3.6, Dec. 4, 1981, 46 F.R. 

59954, as amended by Ex. Ord. No. 13470, § 4(j), July 30, 

2008, 73 F.R. 45341, set out as a note under section 3001 

of this title. 

§ 3057. National Counter Proliferation Center 

(a) Establishment 

(1) The President shall establish a National 
Counter Proliferation Center, taking into ac-
count all appropriate government tools to pre-
vent and halt the proliferation of weapons of 
mass destruction, their delivery systems, and 
related materials and technologies. 

(2) The head of the National Counter Prolifera-
tion Center shall be the Director of the National 
Counter Proliferation Center, who shall be ap-
pointed by the Director of National Intelligence. 

(3) The National Counter Proliferation Center 
shall be located within the Office of the Director 
of National Intelligence. 

(b) Missions and objectives 

In establishing the National Counter Pro-
liferation Center, the President shall address 
the following missions and objectives to prevent 
and halt the proliferation of weapons of mass de-
struction, their delivery systems, and related 
materials and technologies: 

(1) Establishing a primary organization 
within the United States Government for ana-
lyzing and integrating all intelligence pos-
sessed or acquired by the United States per-
taining to proliferation. 

(2) Ensuring that appropriate agencies have 
full access to and receive all-source intel-
ligence support needed to execute their 
counter proliferation plans or activities, and 
perform independent, alternative analyses. 

(3) Establishing a central repository on 
known and suspected proliferation activities, 
including the goals, strategies, capabilities, 
networks, and any individuals, groups, or enti-
ties engaged in proliferation. 

(4) Disseminating proliferation information, 
including proliferation threats and analyses, 
to the President, to the appropriate depart-
ments and agencies, and to the appropriate 
committees of Congress. 

(5) Conducting net assessments and warnings 
about the proliferation of weapons of mass de-
struction, their delivery systems, and related 
materials and technologies. 

(6) Coordinating counter proliferation plans 
and activities of the various departments and 
agencies of the United States Government to 
prevent and halt the proliferation of weapons 
of mass destruction, their delivery systems, 
and related materials and technologies. 

(7) Conducting strategic operational counter 
proliferation planning for the United States 
Government to prevent and halt the prolifera-
tion of weapons of mass destruction, their de-
livery systems, and related materials and 
technologies. 

(c) National security waiver 

The President may waive the requirements of 
this section, and any parts thereof, if the Presi-
dent determines that such requirements do not 
materially improve the ability of the United 
States Government to prevent and halt the pro-
liferation of weapons of mass destruction, their 
delivery systems, and related materials and 
technologies. Such waiver shall be made in writ-
ing to Congress and shall include a description 
of how the missions and objectives in subsection 
(b) of this section are being met. 

(d) Report to Congress 

(1) Not later than nine months after the imple-
mentation of this chapter, the President shall 
submit to Congress, in classified form if nec-
essary, the findings and recommendations of the 
President’s Commission on Weapons of Mass De-
struction established by Executive Order in Feb-
ruary 2004, together with the views of the Presi-
dent regarding the establishment of a National 
Counter Proliferation Center. 

(2) If the President decides not to exercise the 
waiver authority granted by subsection (c) of 
this section, the President shall submit to Con-
gress from time to time updates and plans re-
garding the establishment of a National Counter 
Proliferation Center. 

(e) Sense of Congress 

It is the sense of Congress that a central fea-
ture of counter proliferation activities, consist-
ent with the President’s Proliferation Security 
Initiative, should include the physical interdic-
tion, by air, sea, or land, of weapons of mass de-
struction, their delivery systems, and related 
materials and technologies, and enhanced law 
enforcement activities to identify and disrupt 
proliferation networks, activities, organiza-
tions, and persons. 

(July 26, 1947, ch. 343, title I, § 119A, as added 
Pub. L. 108–458, title I, § 1022, Dec. 17, 2004, 118 
Stat. 3675; amended Pub. L. 111–259, title IV, 
§ 407(a), Oct. 7, 2010, 124 Stat. 2721.) 

REFERENCES IN TEXT 

This chapter, referred to in subsec. (d)(1), was in the 

original ‘‘this Act’’, meaning act July 26, 1947, ch. 343, 

61 Stat. 495, known as the National Security Act of 

1947, which is classified principally to this chapter. For 

complete classification of this Act to the Code, see 

Tables. 
The Executive Order in February 2004 establishing 

the President’s Commission on Weapons of Mass De-

struction, referred to in subsec. (d)(1), is Ex. Ord. No. 

13328, Feb. 6, 2004, 69 F.R. 6901, which was revoked by 

Ex. Ord. No. 13385, § 3(a), Sept. 29, 2005, 70 F.R. 57990, and 

was formerly set out as a note under section 2301 of this 

title. 

CODIFICATION 

Section was formerly classified to section 404o–1 of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2010—Subsec. (a). Pub. L. 111–259 designated existing 

provisions as par. (1), substituted ‘‘The’’ for ‘‘Not later 

than 18 months after December 17, 2004, the’’, and added 

pars. (2) and (3). 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 
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the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

DELEGATION OF FUNCTIONS 

Reporting functions of President under this section 

assigned to the Director of National Intelligence by 

section 3 of Memorandum of President of the United 

States, Apr. 21, 2005, 70 F.R. 48633, set out as a note 

under section 301 of Title 3, The President. 

§ 3058. National Intelligence Centers 

(a) Authority to establish 

The Director of National Intelligence may es-
tablish one or more national intelligence cen-
ters to address intelligence priorities, including, 
but not limited to, regional issues. 

(b) Resources of directors of centers 

(1) The Director of National Intelligence shall 
ensure that the head of each national intel-
ligence center under subsection (a) of this sec-
tion has appropriate authority, direction, and 
control of such center, and of the personnel as-
signed to such center, to carry out the assigned 
mission of such center. 

(2) The Director of National Intelligence shall 
ensure that each national intelligence center 
has appropriate personnel to accomplish effec-
tively the mission of such center. 

(c) Information sharing 

The Director of National Intelligence shall, to 
the extent appropriate and practicable, ensure 
that each national intelligence center under 
subsection (a) of this section and the other ele-
ments of the intelligence community share in-
formation in order to facilitate the mission of 
such center. 

(d) Mission of centers 

Pursuant to the direction of the Director of 
National Intelligence, each national intelligence 
center under subsection (a) of this section may, 
in the area of intelligence responsibility as-
signed to such center— 

(1) have primary responsibility for providing 
all-source analysis of intelligence based upon 
intelligence gathered both domestically and 
abroad; 

(2) have primary responsibility for identify-
ing and proposing to the Director of National 
Intelligence intelligence collection and analy-
sis and production requirements; and 

(3) perform such other duties as the Director 
of National Intelligence shall specify. 

(e) Review and modification of centers 

The Director of National Intelligence shall de-
termine on a regular basis whether— 

(1) the area of intelligence responsibility as-
signed to each national intelligence center 
under subsection (a) of this section continues 
to meet appropriate intelligence priorities; 
and 

(2) the staffing and management of such cen-
ter remains appropriate for the accomplish-
ment of the mission of such center. 

(f) Termination 

The Director of National Intelligence may ter-
minate any national intelligence center under 
subsection (a) of this section. 

(g) Separate budget account 

The Director of National Intelligence shall, as 
appropriate, include in the National Intelligence 
Program budget a separate line item for each 
national intelligence center under subsection (a) 
of this section. 

(July 26, 1947, ch. 343, title I, § 119B, as added 
Pub. L. 108–458, title I, § 1023, Dec. 17, 2004, 118 
Stat. 3676.) 

CODIFICATION 

Section was formerly classified to section 404o–2 of 

this title prior to editorial reclassification and renum-

bering as this section. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

SUBCHAPTER II—MISCELLANEOUS 
PROVISIONS 

§ 3071. National Security Agency voluntary sepa-
ration 

(a) Short title 

This section may be cited as the ‘‘National Se-
curity Agency Voluntary Separation Act’’. 

(b) Definitions 

For purposes of this section— 
(1) the term ‘‘Director’’ means the Director 

of the National Security Agency; and 
(2) the term ‘‘employee’’ means an employee 

of the National Security Agency, serving 
under an appointment without time limita-
tion, who has been currently employed by the 
National Security Agency for a continuous pe-
riod of at least 12 months prior to the effective 
date of the program established under sub-
section (c) of this section, except that such 
term does not include— 

(A) a reemployed annuitant under sub-
chapter III of chapter 83 or chapter 84 of title 
5 or another retirement system for employ-
ees of the Government; or 

(B) an employee having a disability on the 
basis of which such employee is or would be 
eligible for disability retirement under any 
of the retirement systems referred to in sub-
paragraph (A). 

(c) Establishment of program 

Notwithstanding any other provision of law, 
the Director, in his sole discretion, may estab-
lish a program under which employees may, 
after October 1, 2000, be eligible for early retire-
ment, offered separation pay to separate from 
service voluntarily, or both. 

(d) Early retirement 

An employee who— 
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