with the Chief Information Officer of the Intelligence Community, shall biennially—

(1) conduct an inventory of all existing software licenses of such element, including utilized and unutilized licenses;

(2) assess the actions that could be carried out by such element to achieve the greatest possible economies of scale and associated cost savings in software procurement and usage, including—

(A) increasing the centralization of the management of software licenses;

(B) increasing the regular tracking and maintaining of comprehensive inventories of software licenses using automated discovery and inventory tools and metrics;

(C) analyzing software license data to inform investment decisions; and

(D) providing appropriate personnel with sufficient software licenses management training; and

(3) submit to the Chief Information Officer of the Intelligence Community each inventory required by paragraph (1) and each assessment required by paragraph (2).

(b) Inventories by the Chief Information Officer of the Intelligence Community

The Chief Information Officer of the Intelligence Community, based on the inventories and assessments required by subsection (a), shall biennially—

(1) compile an inventory of all existing software licenses of the intelligence community, including utilized and unutilized licenses;

(2) assess the actions that could be carried out by the Intelligence Community to achieve the greatest possible economies of scale and associated cost savings in software procurement and usage, including—

(A) increasing the centralization of the management of software licenses;

(B) increasing the regular tracking and maintaining of comprehensive inventories of software licenses using automated discovery and inventory tools and metrics;

(C) analyzing software license data to inform investment decisions; and

(D) providing appropriate personnel with sufficient software licenses management training; and

(3) based on the assessment required under paragraph (2), make such recommendations with respect to software procurement and usage to the Director of National Intelligence as the Chief Information Officer considers appropriate.

(c) Reports to Congress

The Chief Information Officer of the Intelligence Community shall submit to the congressional intelligence committees a copy of each inventory compiled under subsection (b)(1).

(d) Implementation of recommendations

Not later than 180 days after the date on which the Director of National Intelligence receives recommendations from the Chief Information Officer of the Intelligence Community in accordance with subsection (b)(3), the Director of National Intelligence shall, to the extent practicable, issue guidelines for the intelligence community on software procurement and usage based on such recommendations.

(1) In general

In addition to the Department of Defense missions set forth in section 442 of title 10, the National Geospatial-Intelligence Agency shall support the geospatial intelligence requirements of the Department of State and other departments and agencies of the United States outside the Department of Defense.

(b) Requirements and priorities

The Director of National Intelligence shall establish requirements and priorities governing
the collection of national intelligence by the National Geospatial-Intelligence Agency under subsection (a) of this section.

(c) Correction of deficiencies

The Director of National Intelligence shall develop and implement such programs and policies as the Director and the Secretary of Defense jointly determine necessary to review and correct deficiencies identified in the capabilities of the National Geospatial-Intelligence Agency to accomplish assigned national missions, including support to the all-source analysis and production process. The Director shall consult with the Secretary of Defense on the development and implementation of such programs and policies. The Secretary shall obtain the advice of the Chairman of the Joint Chiefs of Staff regarding the matters on which the Director and the Secretary are to consult under the preceding sentence.


CODIFICATION

Section was formerly classified to section 404 of this title prior to editorial reclassification and renumbering as this section.

PRIOR PROVISIONS

A prior section 110 of title I of act July 26, 1947, ch. 343, was classified to section 404 of this title prior to being renumbered section 112 by Pub. L. 105–107, title III, §303(b), Nov. 20, 1997, 111 Stat. 2252. Section 404 of this title was subsequently editorially reclassified and renumbered section 3047 of this title.

AMENDMENTS


Subsec. (c). Pub. L. 108–458, §1071(a)(1)(J), substituted “Director of National Intelligence” for “Director of Central Intelligence”.


EFFECTIVE DATE OF 2004 AMENDMENT

For Determination by President that amendment by Pub. L. 108–458 take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Amendment by Pub. L. 108–458 effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 1097(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.


CODIFICATION

Section was formerly classified to section 404 of this title and repealed prior to editorial reclassification and renumbering as this section.

EFFECTIVE DATE OF REPEAL

For Determination by President that repeal take effect on Apr. 21, 2005, see Memorandum of President of the United States, Apr. 21, 2005, 70 F.R. 23925, set out as a note under section 3001 of this title.

Repeal effective not later than six months after Dec. 17, 2004, except as otherwise expressly provided, see section 197(a) of Pub. L. 108–458, set out in an Effective Date of 2004 Amendment; Transition Provisions note under section 3001 of this title.

§3047. Restrictions on intelligence sharing with United Nations

(a) Provision of intelligence information to United Nations

(1) No United States intelligence information may be provided to the United Nations or any organization affiliated with the United Nations, or to any officials or employees thereof, unless the President certifies to the appropriate committees of Congress that the Director of National Intelligence, in consultation with the Secretary of State and the Secretary of Defense, has established and implemented procedures, and has worked with the United Nations to ensure implementation of procedures, for protecting from unauthorized disclosure United States intelligence sources and methods connected to such information.

(2) Paragraph (1) may be waived upon written certification by the President to the appropriate committees of Congress that providing such information to the United Nations or an organization affiliated with the United Nations, or to any officials or employees thereof, is in the national security interests of the United States.

(b) Delegation of duties

The President may not delegate or assign the duties of the President under this section.

(c) Relationship to existing law

Nothing in this section shall be construed to—

(1) impair or otherwise affect the authority of the Director of National Intelligence to protect intelligence sources and methods from unauthorized disclosure pursuant to section 3024(i) of this title; or

(2) supersede or otherwise affect the provisions of subchapter III of this chapter.

(d) “Appropriate committees of Congress” defined

As used in this section, the term “appropriate committees of Congress” means the Committee on Foreign Relations and the Select Committee on Intelligence of the Senate and the Committee on Foreign Relations and the Permanent Select Committee on Intelligence of the House of Representatives.