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EXECUTIVE SUMMARY

The Chinese Communist Party (CCP) exploits federally funded research
and partnerships between U.S. universities and People’s Republic of China
(PRC) defense-linked universities to achieve technological breakthroughs,
both in technologies with military applications and in critical and emerging
technologies where the PRC lags behind the U.S. and its allies.

Our investigation found that due to a lack of legal guardrails around
federally funded research, hundreds of millions of dollars in U.S. federal
research funding over the last decade have contributed to the PRC’s strategic
goals by helping the PRC achieve advancements in dual use, critical, and
emerging technologies like hypersonic weapons, artificial intelligence, fourth
generation nuclear weapons technology, and semiconductor technology.

Specifically, we examined research publications that disclose funding
from the Department of Defense (DOD) or the U.S. intelligence community
(IC) and include a collaboration between a federally funded researcher(s) and
a researcher(s) affiliated with PRC institutions, most frequently PRC
universities. We focused on DOD- and IC-funded research because the
purpose of that research funding is to generate advancements that will
eventually become applied warfighting and intelligence capabilities to protect
America against adversarial nations. Yet the research funded by the DOD
and the IC is providing back-door access to the very foreign adversary
nation whose aggression these capabilities are necessary to protect against.
In short:

e We identified 8,800+ publications supported by DOD funding?
published with coauthors affiliated with PRC institutions, and an
additional 185 such publications supported by IC funding.

e The vast majority of these DOD-funded publications constitute
advanced research related to dual-use, critical, and emerging
technologies.

e These papers covered topics including hypersonics, directed
energy, nuclear and high energy physics, and artificial
intelligence and autonomy.

e More than 2,000 papers DOD-funded papers included PRC
coauthors who were directly affiliated with the PRC’s defense
research and industrial base.

2 We identified these publications by examining the sources of funding provided by the publications
themselves. DOD funding is typically provided to researchers for specific research topics, then those
DOD-funded researchers collaborate with others on aspects of that research project or on specific
publications, as here. We call these “DOD-funded” throughout the paper.



e Some topics have direct military applications — such as high-
performance explosives, tracking of targets, and drone operation
networks — that the PLA would use against the U.S. military in the
event of a conflict.

Additionally, in six case studies, we illustrate how the PRC’s defense and
security establishment benefits from technological advances developed by
federally funded researchers. Those six researchers leveraged expertise,
applied knowledge, and practical capabilities developed through and during
years of receiving federal funding to the PRC’s advantage, helping the PRC
achieve advancements in fourth generation nuclear weapons technology,
artificial intelligence, advanced lasers, graphene semiconductors, and
robotics. In each case study, the advancement was made in conjunction or
shared with entities that are deeply intertwined with the PRC’s defense and
security establishment.

We also illustrate the PRC’s strategy to acquire U.S. technology and
expertise through joint institutes between U.S. research universities and
universities and other entities in the PRC. These institutes pair prestigious U.S.
universities with PRC counterparts under the guise of academic cooperation,
but in practice, they conceal a sophisticated system for transferring critical
U.S. technologies and expertise to the PRC, including to blacklisted entities
linked to China’s defense and security apparatus. We illustrate this issue by
examining three joint U.S.-PRC research institutes—Tsinghua-Berkeley
Shenzhen Institute (TBSI), Georgia Tech Shenzhen Institute (GTSI), and
Sichuan University-Pittsburgh Institute (SCUPI). These joint institutes
facilitate the transfer of expertise, applied research, and technologies related
to dual-use, critical, and emerging technologies to the PRC. Through these
institutes, participating American academics, many of whom conduct U.S.
federally funded research, travel to the PRC to collaborate on research, advise
PRC scholars, teach and train PRC graduate students, and collaborate with
PRC companies on their areas of expertise —frequently, critical and emerging
technologies with national security implications. While doing so, academics
typically maintain affiliations with their U.S. institutions, and many continue
to lead U.S. federally funded R&D projects. This creates a direct pipeline for
the transfer of the benefit of their research expertise to the PRC.

After months of productive engagement with the Committees in this
investigation, Georgia Tech decided to terminate GTSI and curtail its
partnership with Tianjin University. This is an important step for national
security, and we encourage other universities to follow suit. In addition,
shortly before the publication of this report, UC Berkeley informed the
Committees that it “has started the process of relinquishing all ownership” in
TBSI and is “in the early stages of unwinding the joint legal entity.” This also
represents a step in the right direction, and the Committees look forward to



continuing to engage with Berkeley regarding the unwinding of the joint
institute and the national security risks identified below.

We uncovered significant failures in the reporting of foreign funding by
UC Berkeley and Georgia Tech under section 117 of the Higher Education Act
(HEA), despite section 117 being law for over 30 years. Enforcement of foreign
gift and contract reporting requirements by the Biden-Harris Department of
Education has been an abject failure. And the Biden-Harris Department of
Education has failed to open a single enforcement action under Section 117 of
the Higher Education Act in the last four years, despite widespread evidence
of lack of reporting. These undisclosed foreign gifts—likely hundreds of
millions, if not billions in total —give PRC entities troubling influence without
transparency and contribute to building the research relationships that pose
risks to U.S. national security.

American taxpayer-funded researchers are collaborating with PRC
research and academic institutions involved in military and defense research
and development on critical and emerging technologies. The case studies in
this report illustrate this troubling pattern, facilitated by lack of guardrails and
enforcement of existing law. Joint institutes facilitate expertise transfer and
foster connections with blacklisted and other defense-tied institutions, to the
PRC’s strategic benefit. Universities underreport—and the government has
failed to enforce reporting mandates on—foreign funding from the PRC.
Stronger safeguards and more robust enforcement are urgently required.

The Committees therefore recommend:

e Strengthening the guardrails around research collaboration on
dual-use, critical, and emerging technologies with foreign entities
of concern.

e Implementing post-award restrictions on collaborations with
blacklisted entities from a foreign country of concern.

e Adopting the DETERRENT Act to require enhanced
transparency from universities and researchers of foreign gifts
and contracts.

e Strengthening oversight and enforcement of postsecondary
institutions’ failure to disclose foreign gifts and contracts.




L BACKGROUND
A. Investigation Scope and Method

The House Select Committee on the Strategic Competition between the United
States and the Chinese Communist Party (Select Committee) was established at the
outset of the 118th Congress to investigate and submit policy recommendations
on the status of the Chinese Communist Party’s economic, technological, and
security progress and its competition with the United States. The Select Committee
has scrutinized the multifaceted threats posed by the Chinese Communist Party
(CCP) to America’s national security and economic interests. This report addresses
a critical aspect of this competition: the security and integrity of America’s research
enterprise in the face of systematic challenges from the People’s Republic of China
(PRC).

The House Committee on Education and the Workforce is authorized under
Rule X of the Rules of the House of Representatives to conduct oversight of all
matters involving “education... generally” to inform potential legislation.’ The
Education and the Workforce Committee oversight efforts below are relevant to
its existing efforts in support of H.R. 5933 the Defending Education Transparency
and Ending Rogue Regimes Engaging in Nefarious Transactions Act
(DETERRENT) Act to protect national security and research through increasing
transparency and accountability on foreign gift reporting.

Over the past year and a half, the Committees have investigated the links
between U.S. universities, federally funded U.S. researchers, and entities in the
PRC. During that investigation, the Committees have conducted open-source
research, received expert briefings, and requested and obtained documents and
information from the University of California — Berkeley (Berkeley) and Georgia
Institute of Technology (Georgia Tech) regarding the links and collaborations
between those two universities and universities and other entities in the PRC.

B. PRC Strategy to Exploit U.S. Academic Research to Achieve
Technological Supremacy and Military Advancements

For decades, the United States has been the global leader in scientific research,
fostering an environment of open collaboration that has driven groundbreaking
discoveries. But this open system is under threat. The PRC, under the direction of
the CCP, is aggressively seeking to use both lawful and unlawful means to surpass
U.S. scientific and technological leadership in pursuit of becoming a “sci-tech
superpower”? and to use its technological strength to achieve military dominance.
This long-standing effort, which was formally elevated to a comprehensive
national strategy under CCP Chairman Xi Jinping in 2012, involves the systematic
exploitation of foreign technology through licit, illicit, and ambiguous means,



often leveraging the PRC's defense research and industrial base® to achieve these
goals.?

The CCP has a sophisticated, evolving strategy to obtain advanced U.S.
technology and knowledge by exploiting the open U.S. research ecosystem.* Since
the 1980s, the PRC has encouraged Chinese scholars to study abroad and return
with their acquired expertise to “serve the motherland” by advancing national
defense-related technologies.> Xi prioritized this approach in 2013,° and by 2018,
the CCP had established and implemented a wide-ranging strategy for “flexible
talent recruitment” 7 to harness both domestic and international talent and
innovation resources to build a “national innovation system.” <8 This strategy is a
core component of Beijing’s efforts to cultivate a “deep pattern of military-civil
fusion and create an integrated national strategic system and capabilities,” d
mobilizing all available state and societal resources to enhance the PRC’s national
power, military capabilities, and strategic competitiveness.°

The CCP uses a wide range of tactics to

acquire foreign expertise, which Xi has PRC Talent Programs

personally championed as essential for the
PRC’s technological and military
dominance.!’ The PRC’s “national technology
transfer system” leverages student exchanges
and academic partnerships. ! It also uses
hundreds  of  state-sponsored  talent
programs—CCP initiatives that leverage
incentives and organized recruitment
activity —to recruit international scientists,
engineers, and entrepreneurs. !> These
initiatives are further supported by PRC-run
start-up contests, state-backed venture

China’s Thousand Talents Plan is well known,
but it is just one of hundreds of talent programs
developed by the PRC to acquire cutting-edge
technology and knowledge from abroad. These
state-driven initiatives span multiple administrative
levels, often requiring participants to share sensitive
research and lead Chinese R&D projects while
maintaining their foreign positions. This system
frequently results in intellectual property theft and
grant fraud, bolstering the PRC's technological and
military capabilities at the expense of other nations'
innovation leadership and security interests.

capital, and strategic acquisitions in major
U.S. tech hubs.

Beijing sponsors promising PRC STEM
students at non-PRC universities, expecting their return to the PRC to fill critical

knowledge gaps.!® Through talent program, the PRC also targets U.S. academics,

b The PRC’s defense industrial base includes the organs of the People’s Liberation Army, State-Owned
Enterprise defense/weapons conglomerates (and their subsidiaries), the Seven Sons of National
Defense, the Seven Sons of Ordnance (Arms) Industry, national defense labs (key labs, MOE labs, S&T
labs, disciplines), the State Administration for Science and Technology for National defense co-
administered schools, and the public security apparatus (including the MPS and blacklisted companies
like Huawei and Hikvision).
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e The CCP targets U.S. universities more aggressively, at least in part due to their technological and
research strength.



requiring them to bring Chinese students into certain research environments. The
PRC claims to have recruited over 60,000 overseas experts between 2008 to 2016,
including scientists, entrepreneurs, and other professionals from various

nationalities.f14

Talent recruitment is also a critical ingredient of the CCP’s Military-Civil
Fusion strategy—a plan to redirect ostensibly civilian research into military
applications. Military-Civil Fusion is a foundational component of Xi's ongoing
effort to transform the People’s Liberation Army (PLA) into a “world class
military” by 2049.%5 It includes a strategy to aggressively acquire intellectual
property, leverage research in cutting edge technology from private industry, and

Tiers of PRC Defense-Linked Universities

The CCP's Military-Civil Fusion strategy aims to integrate civilian and military sectors across various domains,
including higher education. Although the PRC state could require all of the PRC 3,000 higher education institutions
to participate in Military-Civil Fusion,! some universities are more deeply integrated with military and defense
activities than others. The categories below aim to illustrate the spectrum of military involvement in China's
university system.

Category 1: Military Universities: Institutions directly subordinate to the Central Military Commission, such as
the Academy of Military Science, Air Force Command College and the National University of Defense Technology.
These universities are fully integrated into the military structure.

Category 2: Seven Sons of National Defense: Leading universities with deep roots in military and defense
industry, subordinate to the Ministry of Industry and Information Technology (MIIT). MIIT drives the Party’s
Military-Civil Fusion strategy and the integration of civilian industries and cutting-edge technologies into the
PRC’s military and security ecosystems.

These universities are “defense science, technology and industry work units” and play a crucial role in defense
research and development. As many as half of the PhD graduates from the Seven Sons go on to work in the PRC’s
defense sector, and they spend about half of their research budgets on projects with clear military applications.?

Category 3: SASTIND Co-Supervised Universities: These universities are co-supervised by the State
Administration for Science, Technology and Industry for National Defense (SASTIND), an arm of the Chinese
government whose stated purposes include “strengthen[ing] military forces with additional personnel and more
advanced equipment” and which seeks to leverage these universities for defense purposes. This category includes
about 60 top national universities like Tsinghua and Peking University, as well as some provincial institutions.

Category 4: Universities with Defense Characteristics: Civilian universities with significant defense-related
features such as defense laboratories, designated defense research areas, or security credentials for classified
projects. Over 150 universities have received security credentials, indicating widespread involvement in defense-
related work.

f This figure likely understates the total, as it may not account for participants in entrepreneurial
contests or recruits from the proliferating subnational and local talent programs, particularly after 2016.



1 China has over 47 min higher-education students in 2023, XINHUA (Mar. 1, 2024),

http://en.moe.gov.cn/news/media_highlights/202403/t20240304 1118146.html.

2RYAN FEDASIUK & EMILY WEINSTEIN, UNIVERSITIES AND THE CHINESE DEFENSE TECHNOLOGY WORKFORCE, ( 2020),
https://cset.georgetown.edu/wp-content/uploads/CSET-Universities-and-the-Chinese-Defense-Technology-Workforce.pdf; Alex Joske, The
China Defence Universities Tracker, AUSTL. STRATEGIC POL"Y INST. (Nov. 25, 2019), https://www.aspi.org.au/report/china-defence-
universities-tracker.

3 ALEX JOSKE, THE CHINA DEFENSE UNIVERSITIES TRACKER, AUST. STRATEGIC POL"Y INST. 9 (2019), https://s3-ap-southeast-2.amazonaws.com/ad-
aspi/2019-11/The%20China%20Defence %20Universities %20Tracker.pdf.

systematically reorganize the PRC science and technology enterprise to advance
military and other national strategic objectives.¢

The Military-Civil Fusion strategy applies to every PRC institution with a
research and development function. However, the degree of military engagement
varies significantly (see “Tiers of PRC Defense-Linked Universities” box), with
universities that are directly subordinate to the Central Military Commission
forming the first tier of the PRC’s academic defense research base. In a second tier
are the “Seven Sons of National Defense,” defense universities deeply intertwined
with the defense industry and subordinate to the entity that oversees the PRC’s
defense industry.” Third and fourth tier universities are also routinely leveraged
by the PRC state for defense research purposes.

The PRC also exploits America’s cutting-edge research ecosystem by fostering
collaborations between PRC universities and American research institutions to
acquire dual-use, critical, and emerging technologies. Chinese officials have
openly acknowledged that such partnerships give the PRC access to a “treasure
trove of technological talent” ripe for its taking.!®

China also uses a range of illegal and illicit tactics—such as cyberespionage
and coerced technology transfer—to acquire U.S. technology and know-how.
Recent cases illustrate the threat: U.S. authorities arrested a California resident for
stealing proprietary missile detection technology, ! charged a former Apple
employee with taking autonomous vehicle secrets to a Chinese competitor,?’ and
caught agents illegally exporting aerospace components.?!

However, China’s most insidious tactic may be its exploitation of legal
academic collaborations. These partnerships, while ostensibly legitimate, often
serve as Trojan horses for technology transfer. As the FBI warns, China’s talent
programs “incentivize [their] members to steal foreign technologies needed to

advance China’s national, military, and economic goals.”?


http://en.moe.gov.cn/news/media_highlights/202403/t20240304_1118146.html

Taken together, these efforts fuel China's development at the expense of U.S.
technological leadership while reducing China’s research costs and shielding the
CCP from the openness that democracies rely on for innovation. The CCP presents
these engagements as “mutually beneficial” and “win-win,” but, in reality, China
wins twice—both by gaining technology and using its own closed system to

strictly control outflows of information. This
imbalance stems from fundamental differences
in our systems: while the U.S. fosters an open,
collaborative research environment, China
maintains strict control over information flow
and access.

“The CCP presents these engagements as
‘mutually beneficial’ and ‘win-win,” but, in
reality, China wins twice—both by gaining
technology and using its own closed system to
strictly control outflows of information.”

For example, PRC visiting scholars and

students in the U.S. enjoy virtually unrestricted
access to academic resources, libraries, and the
open internet. In contrast, American researchers in China face significant barriers,
including limited archive access, visa restrictions, government interference, and
online censorship. A recent survey of over 500 foreign scholars in China found that
26 percent were denied access to archives, while nearly one in ten were subjected
to questioning by PRC authorities.?

The failure of the U.S. policy of engagement with the PRC since the 1970s has
become increasingly apparent. Rather than encouraging liberalization, this
approach has bolstered the PRC's economic prowess, technological capabilities,
and geopolitical ambitions, often at the expense of U.S. national and economic
security. It is time to reevaluate and strengthen the safeguards placed around
sensitive, federally funded research and certain forms of academic collaboration
in critical and emerging technologies to better protect against the malign efforts of
the Chinese Communist Party.

C. Reevaluating National Security Risks in Fundamental Research
Collaborations

As laid out in detail in Section V below, the U.S. has traditionally placed few —
if any —limitations on research collaborations provided that those collaborations
are not classified and constitute “fundamental research” —research designed to
produce results that will be published in an academic journal or similar widely-
available publication. The theory is that if the results will be made public, the U.S.
should not restrict the underlying research. Indeed, existing policy under National
Security Decision Directive 189 provides that that U.S. will not restrict sharing or
collaboration in fundamental research except in circumstances involving classified
information.?* For most research areas, this policy is appropriate and serves to
advance general scientific and technological knowledge, which ultimately serves
America’s interests.



However, for dual-use, critical, and emerging technologies, the issue is not so

simple. Even if the results of the fundamental research may eventually be

published, the research process produces extensive applied knowledge and

technological expertise that is not captured by resulting publications yet is

enormously valuable. Indeed, this kind of practical know-how is frequently the

basis for technological

breakthroughs and other
applications of the research to real-
world problems. As illustrated by
the case studies below, those
technological breakthroughs and
the application of the research
have

findings can significant

implications for national security.

In addition, the U.S. places
guardrails around the transfer of
sensitive technologies using a
variety of policies, including export
controls. Export controls prohibit
the transfer of certain technologies
to foreign individuals and entities
without a license, as well as creating
special prohibitions on the transfer
of technology to blacklisted entities
identified by the

Department. However, while it is

Commerce

illegal to transfer certain

The Entity List’s Restrictions vs. Dual-Use Fundamental
Research

The Commerce Department uses the Entity List to restrict
designated persons (including companies and research
institutions) that raise national security concerns from
accessing certain sensitive goods, services, and technologies
without a license. Tianjin University is one such blacklisted
institution. But U.S. researchers are still able to work with
blacklisted PRC universities like Tianjin U. as well as
designated entities like the NSCC, through an exception for
fundamental research.

When U.S. researchers collaborate with designated PRC
institutions on dual-use research, they undermine the intended
effect of the Commerce Department’s designation. U.S.
academics who work with blacklisted PRC universities are not
only legitimizing the blacklisted institution —they are helping
that institution develop the sensitive technologies that the U.S.
is trying to prevent China from obtaining.

technologies to blacklisted entities, universities and research institutions are

permitted to collaborate with those same entities to develop even more advanced

technologies using U.S. taxpayer dollars, as laid out in Figure 1.

Thus, when the U.S. government funds fundamental research in technologies

that may impact U.S. national or economic security, it is investing in the creation

of that applied knowledge and technological expertise by the researchers it is

funding—not merely the published research results. Protecting that investment

from being hijacked by the PRC for its own military or strategic purposes is critical

to ensuring that the resulting breakthroughs provide the broad benefits that the

research funding was intended to achieve and to protecting American national and

economic security.



IL. FEDERALLY FUNDED RESEARCHERS HELP CHINA ACQUIRE
DUAL-USE, CRITICAL, AND EMERGING TECHNOLOGIES

Below, we illustrate how the PRC exploits federal research funding to acquire
dual-use, critical, and emerging technologies.

A. PRC Benefits from DOD and Intelligence Community-Funded
Research in Dual-Use, Critical, and Emerging Technologies

Over the last decade, there is extensive, troubling evidence that the PRC has
been exploiting U.S. funded defense and intelligence research in dual-use, critical,
and emerging technologies for its own benefit. Using open-source information, we
identified 8,829 publications supported by DOD funding that were coauthored by
individuals working for PRC entities,8 and an additional 185 publications with the
PRC supported by the IC. Thousands of these collaborations involved PRC authors
affiliated with the PRC defense research and industrial base.

Each such collaboration is deeply troubling because the purpose of defense
funded research is to build the technological capabilities that will ensure that the
U.S. military remains the world’s strongest and best-equipped fighting force. DOD
funding is not just to advance scientific research—it also specifically aims to fund
research that will eventually become applied

warfighting capabilities and may become part of

controlled, classified, or special access programs.
As the Office of Naval Research explains, its
mission in funding scientific research is to
“maintain[] the future naval power, and
preserv[e] national security,” by “discovering,

“[DOD] specifically aims to fund research
that  will  eventually become applied
warfighting capabilities, and may become
controlled, classified, or special access
program technologies to enhance DOD'’s

developing, and delivering new technology and  warfighting capabilities.”

capability” for the Navy and the Marines.?

Likewise, IC research funding is designed to
enhance current and future intelligence capabilities against America’s adversaries,
including the Chinese Communist Party. Yet the research that the DOD and the IC
are funding is providing back-door access to the very foreign adversary nation
whose aggression these capabilities are necessary to protect against.

We analyzed a small sample of the thousands of DOD-funded publications
with PRC coauthors and identified numerous papers containing research with
direct military applications that could be fueling the advancement of the PLA. The
papers covered topics such as:

e High-performance explosives and rocket fuels?

8 Typically, individuals at PRC universities, but some individuals were affiliated with PRC companies
or other institutions.

10
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e Tracking of underwater targets?”
e High-speed radar target detection?
e Network for coordinated drone operations?

These are not innocuous technologies with civilian-only applications. Rather,
they are cutting edge technologies, militarily useful in the western Pacific, that the
PLA can and will use against U.S. servicemembers in the event of a conflict. The
troubling conclusion then is that DOD funded research—intended to allow the
U.S. military to maintain a technological edge over its adversaries —has likely been
used to enable and strengthen the PLA.

Although the number of publications crediting DOD and IC funding has fallen
from its peak in 2018, the numbers remain troublingly high, with more than 500
such publications expected this year based on current trends. These figures also
only capture a fraction of the broader problem, as other U.S. government
agencies —notably the National Science Foundation (NSF) and the Department of
Energy —regularly invested in research to advance dual-use, critical, and
emerging technologies as well. A similar search of NSF-funded, PRC coauthored
publications turned up more than 30,000 papers over the same ten-year period.®
In total, the U.S. government appears to have provided funding that contributed
to more than 70,000 such publications in the same time frame.3!

Graph 1 - DOD Funded PRC Coauthored Publications

W Publications Projected

The vast majority of these DOD-funded publications constitute advanced
research in dual-use, critical, and emerging technologies. Given the DOD’s defense
interests, this is not a surprise, but it is nevertheless deeply worrying. For example,
we identified hundreds of DOD-funded papers co-authored with PRC individuals
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and entities that focused on advanced materials that

may be relevant to future weapons systems or other

defense applications (2194) and artificial intelligence

and autonomy (695 papers), as well as research on space

and aerospace (398) and advanced networks and

computing (765). We also found papers that appear to

be directly relevant to applied weapons systems, such

as 31 papers on nuclear and high energy physics, 17 on

hypersonics, and 73 on directed energy.

“We also found papers that appear to be
directly relevant to applied weapons
systems, such as 31 papers on nuclear
and high energy physics, 17 on
hypersonics, and 73 on directed energy.”

Graph 2 - DOD Funded PRC Coauthored Publications on
Strategic Technologies (2014-2024)
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The IC-funded papers similarly focus on advanced, strategic technologies.

h B Advanced Materials
® Quantum Science
® Future Generation Wireless Technology
® Directed Energy
® Human-Machine Interfaces
Integrated Network Systems-of-Systems
8% Space Technology
Renewable Energy Generation and Storage

Equally troubling, a recent study by the Navy Criminal Investigative Service
demonstrates that in thousands of cases, the benefit of these research
collaborations is directly fueling the PRC’s defense industrial base.3? Surveying
grants provided by the Office of Naval Research, Air Force Office of Scientific
Research, and the Army Research Office between 2019-2024, the study found that
of 5,000 DOD-funded publications with a
PRC collaborator or affiliate,
approximately half —more than 2,500 —of

Graph 3 - IC Funded PRC Coauthored Publications On
Strategic Technologies (2014-2024)
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“[O]f 5,000 DOD-funded publications with a
PRC collaborator or affiliate, ... more than
2,500 ... were directly with the PRC’s defense
research and industrial base.”

the collaborators were directly with the
PRC’s defense research and industrial
base.

Among those collaborations, the study
found 85 collaborations “with China’s primary nuclear weapons development
complex,” 94 collaborations with the “Seven Sons of Ordnance

Industry,” 72 collaborations with known talent program
“[Tlhe  study  found 85 participants, and hundreds of collaborations with the Seven
collaborations “with China’s  gons of National Defense.® A related study of U.S. Army
primary - nuclear  weapons  research collaborations with PRC entities revealed that the U.S.
development complex.” Army-funded researchers have collaborated with the PLA's
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National University of Defense Technology, the PRC’s Ministry of Public Security,
Seven Sons of National Defense and Ordnance Industry universities, national
defense laboratories, CAEP (nuclear weapons research and development
complex), Military-Civil Fusion research institutions, state-owned defense
conglomerates, and high-risk entities (Huawei, Hikvision, Tencent).3*

These studies found that the relevant

collaborations covered a wide range of sensitive )
[Clollaborations  covered

technologies crucial to national security, including

eavesdropping,

eavesdropping,  hyperspectral

cryptography,
imaging, lithium-ion batteries, aerodynamic angles

hyperspectral imaging, aerodynamic angles of
attack, electronic warfare, high-density explosives,
high entropy alloys, radar target detection,

of attack, electronic warfare, cyber-attack detection,

quadcopters, artificial

high-density explosives, high entropy alloys, radar
target detection, quadcopters, artificial intelligence,
quantum technology, multi-target tracking, missile

intelligence,
technology, multi-target tracking, missile impact
penetration, and surveillance technologies.”

impact penetration, and surveillance technologies.?

The NCIS study concluded that in some cases, the “PRC government has
influenced [the] multi-generational lifecycle of US federally funded research,” and
that it often “targets scientists and engineers after they have developed expertise,
gained access to federal funding,” or demonstrated other metrics of value. The
study also concluded that “[m]ost of the research collaboration goes unreported
or misreported,” in part because of inadequate reporting requirements.3 Lack of
penalties for improper reporting or failure to report undoubtedly also play a role.
The case studies below illustrate how this technology transfer occurs in practice.

B. Case Studies

In the six case studies, we illustrate how the PRC has leveraged American
federally funded research to gain expertise and applied knowledge and to develop
practical capabilities to advance its strategic goals. In each case study, the federally
funded researcher helped the PRC achieve significant advances in a dual-use,
critical, or emerging technology, in collaboration with entities deeply intertwined
with the PRC’s defense and security establishment.

The stories follow a similar pattern: researcher(s) at an American university
pursued cutting-edge research related to critical or emerging technologies, often
with a clear military application. The researchers secured funding for fundamental
research from U.S. government sources including
DOD, National Science Foundation, Department

of Energy, National Aeronautics and Space

Administration (NASA), and National Institutes
of Health and affiliated entities. In all, this
funding likely exceeded one hundred million
dollars. While benefiting from this taxpayer-
funded support, these researchers cultivated ties
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support, these researchers

cultivated ties with entities ... directly
subordinate to [China’s] military-

industrial complex.”




U.S.G.-Funded
Researcher

with entities directly subordinate to or closely aligned with the Chinese
Communist Party’s military-industrial complex.

While receiving federal funding, all six researchers obtained at least one senior
position at an advanced PRC research institution. In at least three cases, the
researchers held senior positions at the Chinese Academy of Sciences (CAS), the
“backbone” of China’s state-driven scientific development strategy and
innovation system according to DOD, with “much of its work ultimately funding
disciplines and contributing to products for military use.” » It receives generous

Figure 1 -Tech Transfer Pipeline

Stays in the PRC and
Establishes
Participates in PRC Research
PRC Talent Engages with Institutes, Labs, and
Program(s) Researchers in the Companies
PRC’s Defense

Industrial Base
(e.g., teaches, Returns to the LS. and

Participates in or Co-Founds

1U.S.-PRC Joint Institute " “ts T , co- Continuously Engages
authors) Researchers from the

PRC’s Defense
Industrial Base

budget allocations dedicated directly to defense and security research areas,’ and
reports directly to the State Council. A CAS affiliation creates a direct pipeline for
researchers to advance China's military modernization efforts. Four of the
researchers helped create advanced technological research institutes in the PRC
and/or served in senior leadership roles at such an institute.

One researcher began collaborating with the blacklisted Chinese Academy of
Engineering Physics (CAEP). CAEP is the PRC’s nuclear warheads research,
development and production entity,* responsible for nuclear warhead design,
directed-energy weapons research, and conventional weapons technology.i“’ The
academy has been implicated in multiple espionage cases involving U.S. nuclear
secrets and maintains strong ties to civilian universities through talent recruitment
programs, running joint laboratoriesi and sponsoring postgraduate students.*!- 4
In 2015, CAEP had recruited 57 scholars through the Thousand Talents Plan,
making it one of the largest recruiters in this program.+ The U.S. government has
added CAEP and multiple subsidiaries to the Entity List.*

h CAS’s staff of about 150,000 includes China’s top scientists and engineers and graduate students
across more than 100 research institutes.

its four main tasks are developing nuclear weapons, researching microwaves and lasers for nuclear
fusion ignition and directed-energy weapons, studying technologies related to conventional weapons,
and deepening military-civil fusion.

j It also hosting a portion of the Tianhe-2, one of the world's most powerful supercomputers. Wang Bin,
This Hunan "Special” Title has Claimed Six World Firsts [X 1M BT #7 F 5, HFNAMIRE ],
CHANGSHA EVENING NEWS (Feb. 28, 2019), https://web.archive.org/-
web/20190929221752/https://hn.rednet.cn/content/2019/02/28/5168529.html.
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CAS and CAEP stand in stark contrast to the U.S. National Academy of
Sciences and Engineering, which is an independent, non-governmental
organization that provides objective scientific advice to the nation and is not
subordinate to or working on behalf of the U.S. government or defense contractors.
Both CAS and CAEP are purposefully and directly tied to the PRC’s military
research and development efforts.

The six researchers further deepened their engagement with the PRC’s
scientific and defense establishments through various government-led programs.
At least five participated in one or more PRC talent programs (three participated
in the Thousand Talents Plan; one participated in five different talent programs).+
These programs offer lucrative benefits to incentivize experts to siphon off critical
knowledge and expertise from overseas institutions to fuel the PRC’s technological
ascendancy and military ambitions. They are also deeply capitalized: in 2018
alone, talent programs and the PRC’s National Key R&D programs invested over
$60 billion in strategic sectors.*

Table 1 — PRC Exploitation of U.S. Government Funded Research

R1 R2 R3 R4 R5 R6

Technology 4G Nuclear Artl.ﬁaal Laser Technology Nano- Graphene Chips Robotics & Control
Weapons Intelligence Technology Systems

US Fed1$ > $8m $30-40m >$10.2m $22m > $5.6m $12m
DoD $ Yes Yes Yes Yes Yes Yes
PRC$ Yes Yes Yes Yes Yes
PRC Talent Yes Yes Yes Yes Yes
Programs
Tier1 Y
(CMC) s
Tier 2

Ye Ye Yo
(Seven Sons) s s ©s
Tier3 Y Yes (x2 Y Y Y Y
(SASTIND) es es (x2) es es es es
Collab. w/
Blacklisted Yes Yes Yes Yes Yes Yes
Entities

Alarmingly, some of these researchers developed affiliations—including
formal appointments, advisory roles, joint research projects and institutes, or other
collaborative relationships—with institutions deeply embedded in the PRC’s
defense industrial base. Some engaged with the PRC’s Seven Sons of National
Defense universities. Others began to work with or at a second category of
universities —including prestigious civilian universities like Tsinghua and Peking
Universities—that are co-supervised by SASTIND and are leveraged by the PRC
government for defense purposes.# Five of the researchers obtained positions at
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universities in this category,* and the sixth began working at a PRC university
with defense characteristics.! 4

The technology transfers took various forms. Breakthrough advances in
graphene semiconductor technology emerged from a PRC university lab
established by a U.S. researcher who had been funded by federal dollars for
decades. Laser semiconductor technology was refined through a joint partnership
between U.C. Berkeley and Tsinghua University, then commercialized in the PRC
by a company with more than a dozen PRC investors, including state-controlled
entities. Advancements in military-use nanotechnology were achieved through
direct collaboration between a U.S. federally funded researcher and Chinese
military entities. An Al researcher who had received tens of millions in federal
funding moved to China and is now running one of the PRC’s leading efforts to
develop artificial general intelligence (AGI).

And in every case study, the Chinese defense and military complex stands to
benefit from the U.S. government’s open and unrestricted funding of these
breakthroughs in critical technologies. These examples illustrate how researchers
who received millions (in some cases, tens of millions) in U.S. federal funding
subsequently leveraged their expertise to help the PRC acquire innovative U.S.
technology and develop high-tech capabilities for its pursuit of economic and
military dominance.

1. Fourth Generation Nuclear Weapons Technology

Researcher 1, a leading materials scientist, led a team of PRC researchers and
others in achieving a significant scientific breakthrough that helps to lay the
groundwork for the PRC’s development of fourth generation nuclear weapons.
They achieved this breakthrough based on expertise he developed over years of
receiving federal funding.

To achieve this breakthrough, Researcher 1 leveraged expertise he developed
over years of receiving U.S. federal research funding.*’ Researcher 1 conducted
groundbreaking research on materials under extreme conditions, such as high
pressure and temperature. His work on the synthesis of metallic hydrogen, often
called the “Holy Grail” of materials science, placed him at the forefront of energy
and superconductivity research.’® During this time, Researcher 1’s research was
funded by at least five different DOD components—including the Defense
Advanced Research Projects Agency (DARPA), the Office of Naval Research, and
the Army Research Organization—as well as the Department of Energy (DOE),
multiple DOE National Laboratories, NSF and the National Nuclear Safety
Administration.! Researcher 1 received at least $7.8 million in federal funding
from NSF alone.5? (While the overall total received in federal funding appears to
be higher, there is unfortunately a lack of open source data on many of his funding

k Tianjin University, Tsinghua University, Peking University, Jilin University, Zhejiang University,
Guilin University of Electronic Technology, and Shandong University.

' Northeastern University of China, which is part of a group of universities focused on developing
military aircraft that is led by blacklisted PRC defense firm Aviation Corporation of China (AVIC).
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sources.) Researcher 1 continued to benefit from federal funding while teaching
and conducting sensitive research in the PRC.

Researcher 1 continues to benefit from federal funding.5 As recently as August
2024, Researcher 1 was awarded a $1 million NSF grant as a co-investigator that
will end in 2027.54

While benefiting from federal funding, Researcher 1’s collaboration with
Chinese institutions has critically advanced China’s nuclear weapons program.
Researcher 1 moved to the U.S. in the 1990s and worked at Lawrence Livermore
National Laboratory in the early 2000s.% Following a return to U.S. research
institution in 2005, he began collaborating closely with a number of PRC entities,
and was invited to serve as a professor at the Chinese Academy of Science,
Institute of Solid State Physics (CAS, ISSP), working there from 2011 to 2020. His
expertise was quickly recognized, and in 2012, he was selected into China's
prestigious 1000 Talents Program at CAS, ISSP.%

During his time at ISSP, Researcher 1 led a group of Chinese researchers in
achieving a significant scientific breakthrough by successfully synthesizing
metallic nitrogen. Chinese media have lauded this material as possessing energy
“10 times that of TNT,” a development with the potential to create “fourth-
generation nuclear weapons” capable of replacing atomic bombs. 5 This
achievement, which PRC media claims overcame “technical difficulties in the
production of metal gases,” marks a critical advancement in their nuclear
capabilities—a direct result of the knowledge Researcher 1 brought with him.% In
recognition of his “great” contributions to Chinese progress, Researcher 1 was
awarded the “2015 People’s Republic of China Friendship Award,” the highest
honor for foreign experts in China.*

Through China’s 1000 Talents Program, Researcher 1 also began collaborating
with entities that are part of the PRC’s nuclear weapons complex. For example, he
gave multiple presentations and collaborated on research with the Center for High
Pressure Science and Technology Advanced Research ® and the Beijing
Computational Science Research Center, ® which are both subordinate to the
PRC’s nuclear weapons research, development, and production entity, CAEP.
Researcher 1’s contributions at ISSP, supported by funding from the PRC’s 973
Program, Talent Programs, and Military-Civil Fusion initiatives, have likely
bolstered CAEP’s ability to produce advanced materials for high-performance
energetic applications, including nuclear weapons. And Researcher 1’s
connections to universities like Jilin, Zhejiang, and Guilin University of Electronic
Technology, all affiliated with SASTIND, further enabled the transfer of critical
research to China's defense sector.

Researcher 1’s research institution informed the Committee that Researcher 1
has since terminated his collaborations with PRC institutions and has no current
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collaborations with CAEP or with ISSP.m Researcher 1 continues to receive federal
research funding today.

2. Artificial Intelligence

The potential military applications of cutting-edge artificial intelligence are
legion, covering capabilities from autonomous weapons systems to
reconnaissance, sensor, targeting, and manufacturing capabilities.

Over the course of three decades, Researcher 2 received at least $30 million in
U.S. federal grants from agencies including the DOD, National Science
Foundation, and Office of Naval Research.®? Researcher 2 was a professor at UCLA
from 2002 to 2020, and he directed UCLA’s Center for Vision, Cognition, Learning
and Autonomy (VCLA) from 2010 to 2020. VCLA works on advanced Al systems
and robotics, including projects with clear military applications.®® Researcher 2’s
DOD-funded work explored high-level robot autonomy and cognitive robot
platforms for intelligence and surveillance.®*

While receiving federal funding, Researcher 2 was recruited into multiple PRC
talent programs,” built a PRC institute designed to transfer military technology to
the PRC, and took on senior roles with problematic PRC entities, including a
blacklisted defense university.®> As early as 2004,
he was actively collaborating with the CCP to

“While receiving federal funding, Researcher 2

develop next generation military technologies. o

... built a PRC institute designed to transfer ~ 1 2013, Researcher 2 began serving as an

military technology to the PRC, and took on
senior roles with problematic Chinese
entities, including a blacklisted defense
university.”

overseas advisor to the Chinese Academy of
Sciences. ¥ And in 2020, after taking a formal
leave of absence from UCLA in November, he
began conducting research and training PhD
students at the Beijing Institute of Technology,

one of the Seven Sons which was blacklisted by
the U.S. government the same year.5

In July 2017, Researcher 2 leveraged knowledge gained from a half million-
dollar NSF grant® to found an Al startup in Los Angeles, but quickly moved the

m According to Researcher 1, he terminated these collaborations as of four years ago and his last
interaction with a PRC institution was a talk he gave one and a half years ago at Hefei University of
Technology, which “specializes in engineering and engages in growing levels of defence research,
particularly in the field[] of advanced materials.” See China Defence Universities Tracker, ASPI, Hefei
University of Technology (last accessed Sept. 22, 2024), https://unitracker.aspi.org.au/universities/hefei-
university-of-technology/.

n Researcher 2 participated in programs including the Thousand Talents Plan, Chang Jiang Scholar
award, Dragon Star Program, 863 Program, and 973 Program.

© In 2004, Researcher 2 founded the Lotus Hill Institute near Wuhan, ostensibly for international
academic exchange. Supported by local Communist Party officials, the institute launched a project
under China's 863 Program in 2008, a state initiative aimed at developing advanced military
technology. The LHI, which shared many students and visiting scholars with Researcher 2’s UCLA
research center, effectively became a platform for Chinese scholars to engage with Al technology for
military applications, facilitating cross-institutional knowledge transfer. See also endnote 66.
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startup to the PRC. By 2018, it was headquartered in the PRC and known as Dark
Matter Artificial Intelligence (Dark Matter, i 4% f£).70 The company, focusing on
human-machine interaction research, rapidly grew to a team of over 200, many of
whom were students and professors from UCLA, including former members of
Researcher 2’s research center.”? Dark Matter immediately attracted significant
investment, raking in more than $60 million from Chinese state-owned enterprises
alone in the years following. It has rapidly expanded its technological footprint,
filing over 100 patents since its inception.”? Key innovations include a “wheel-foot
switching robot system,” “facial expression recognition” technology, and methods
for “pedestrian re-identification across image and video modalities” and
“abnormal event detection in monitoring scenarios.””? The company’s R&D efforts
appear to be accelerating.”

By the fall of 2020, Researcher 2 had returned to China full-time.r,”> He was
appointed as a Chair Professor at both Tsinghua University and Peking University,
two of China's most prestigious institutions —both supervised by SASTIND and
home to large defense-focused laboratories.” He also founded the Beijing Institute
for General Artificial Intelligence (BIGAI), a Chinese-state backed entity working
to build China’s artificial general intelligence (AGI) capability.4

BIGALI has recruited more than 30 top scientists educated at leading U.S. and
UK research universities, many of whom were members of Researcher 2’s VCLA
team or trained under U.S. government programs.”” Those still at VCLA continue
to coauthor with staff at BIGAL 78

BIGAI continues to benefit from federal funding in other ways as well.
Another BIGAI researcher previously received DOD grants and coauthored
several U.S. government-funded studies.” And a quick public records search
reveals that BIGAI researchers have co-authored at least seven recent papers
funded by DARPA and/or ONR.8

This continued collaboration across institutions—supported by the U.S.
federal government—serves to transfer sensitive applied expertise and
technological capabilities in precisely the areas in which the U.S. regulates the
transfer of the technologies, like Al, that may result. In other words, the U.S.
government is funding the PRC’s efforts to leapfrog past the U.S. in critical and
emerging technologies, raising significant national security concerns for the
United States.

P According to UCLA, Researcher 2 “currently has no external research funding from any source
through UCLA and has not since November 2020,” when he took a “formal leave of absence without
pay from UCLA.” He “formally retired from UCLA in October of 2022.” He retains the title Professor
Emeritus at UCLA. Documents on file with the Select Committee.

1 Unlike western AGI focused companies, it focuses on “small data, big task (/) BE, K%Y
methodologies, emphasizing brain cognition and neuroscience.
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Researcher 2 has framed BIGAI's mission in

strategic national terms, likening it to China’s “Two “Researcher 2 has framed BIGAI's mission in
Bombs and One Satellite” (P #i— )" program in  strategic national terms, likening it to China's
defense importance.®! In a March 2023 address to the  “two bombs and one satellite” program.”

Chinese People's Political Consultative Conference
(CPCCQ), he stated, “If China can be the first to achieve
a truly generally intelligent entity, it will become the ‘ace in the hole’ of

international scientific and technological competition.” 82 He called for AGI
development to be elevated to a national priority, coordinated by the central
government to “seize the commanding heights of global technology and industrial
development.”#

This strategic positioning of BIGAI, combined with Researcher 2’s extensive
history of U.S. government-funded work and his ongoing connections to
American research institutions, raises significant concerns about the potential
transfer of sensitive technologies and knowledge.

3. Laser Technology

A core challenge in semiconductor manufacturing relates to the precise
etching and patterning of microscopic circuits on silicon wafers. Semiconductor
lasers are crucial in this process, providing the focused light needed for
photolithography to create increasingly complex integrated circuits. These lasers
are key to advancing computing power and miniaturization in microelectronics.

U.C. Berkeley’s partnership with Tsinghua University, known as the Tsinghua
Berkeley Shenzhen Institute (TBSI),r is expressly focused on commercializing
research.8 In practice, this means that through this partnership, U.S. expertise and
technological capabilities developed by U.S. professors—many of whom have
received or are receiving federal funding —are powering the PRC’s technological
advancements, including in dual-use areas.

In a particularly troubling example, Researcher 3, who was on leave from UC
Berkeley starting in 2018 and resigned from the university in 2020, leveraged years
of federally funded research to start a PRC-based company named Berxel that
created breakthrough laser technology. 8 While receiving federal funding,
Researcher 3 participated in Chinese talent programs like the Chang Jiang Scholars
Program, and served as a Chair Professor at Tsinghua University.8

* This partnership is discussed in greater detail below in Section IILB.
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Researcher 3 used support from a DOD National Security Science and
Engineering Faculty Fellowship that ran through 2014—shortly before co-
founding TBSI in 2015—to explore the technology now offered by Berxel for use
in PRC data centers and Al computing.®” Fellowship grantees receive up to $3
million in federal funding. 8 In 2017, a TBSI press release touted that Researcher

“

3’s research team had achieved new

breakthroughs” in laser semiconductor

technology. s-# Researcher 3 established Berxel— Researcher 3 used support from a DOD

which is focused on that same technology —the next National Security ... Fellowship ... to
explore the technology now offered by
Berxel for use in PRC data centers and Al

computing.”

year, in 2018.% Intellectual property filings shifted to
Berxel as well —Researcher 3’s teams’ initial patents
were filed through the University of California

(2018-19);°* numerous filings followed under Berxel
between 2022 to 2024.92

PRC media has since described Berxel’s patented laser technology as a critical
achievement which “broke the long-standing foreign technology monopoly”
because it was the first of its kind “domestically developed and produced in
China.”®

Researcher 3’s position at TBSI likely provided access to investors in the PRC,
and in turn gave those investors access to the experience and technological
capability Researcher 3 developed through federal research funding. Today,
Berxel has over a dozen PRC-based investors,! including firms that have invested
in PRC companies that support the Chinese defense apparatus.*

s This related to the development of Vertical-Cavity Surface-Emitting Lasers (VCSELs). VCSELs are a
type of semiconductor laser that emits light vertically from its surface. It has become a dominant
technology in datacenter optical communications, 3D sensing, and optical coherent tomography due
to its efficiency and versatility.

tBerxel has attracted investments from 14 Chinese entities over three years (2019-2021). One investor,
Montage Technology, is indirectly owned by the China Electronic Information Industry Group Co.,
Ltd. (CEC), which is on the U.S. Non-SDN Chinese Military-Industrial Complex Companies List. In
addition, Berxel actively engages with Chinese academic institutions like SASTIND-directed Peking
University, which also works with the Seven Sons of National Defense universities and contributes to
the CCP’s military modernization goals.
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Huawei Secretly Funneled Money to American Researchers Through the Optica

Foundation
In May 2024, leaked internal documents from professional photonics society Optica revealed that
the blacklisted PRC telecommunications giant Huawei had been providing millions of dollars to
Optica as the sole funder of an annual research award for early career researchers.! At Huawei’s
request, Optica hid Huawei’s involvement—funding for ten researchers/year—including three U.S.
researchers in 2022 and 2023. Huawei also played a role in the award selection process,? granting it
secret, early access to research projects in advanced photonics.

This appears to have been designed, at least in part, to circumvent university policies curtailing
ties with Huawei, which many universities had adopted in 2019 amidst concerns about losing federal
funding.? Following a congressional probe earlier this year, Optica stated that it would sever ties with
Huawei and return the company's donations. U.S. law does not prohibit such pass-through funding
mechanisms, and given the opaque funding, pass-through funding mechanisms like this may not be
detected by many universities’ research security programs.
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1 Kate O’Keeffe, Huawei Secretly Backs US Research, Awarding Millions in Prizes, BLOOMBERG (May 2, 2024, 6:00 A.M.),
https://www.bloomberg.com/news/articles/2024-05-02/huawei-secretly-backs-us-based-research-with-millions-in-prizes-
through-dc-group?srnd=undefined.

2 Letter, U.S. House of Reps. Comm. on Sci., Space, & Tech. to Elizabeth Rogan, Chief Exec. Officer, Optica (July 29, 2024),
https://republicans-science.house.gov/_cache/files/5/d/5dae8bfb-04eb-42de-ab3d-
ae94d1e14303/758BDC84E3032674A3 AFA4092 AFEFA93.2024.07.29-fl-and-zl-to-optica-pt2-fd-.pdf.

3  Collin Binkley, Correction: — Huawei-Colleges ~ Story, =~ ASSOCIATED PRESS (Apr. 5, 2019, 3:58 P.M.),
https://apnews.com/article/784dda7f0622431ebfd3e4c74f7bd5bd; Robert Delaney, Shutting the Gates of Academia: American
Universities Cut Ties to Huawei and Confucius Institute, S. CHINA MORNING PosT (Mar. 19, 2019, 3:00 A.M.),
https://www.scmp.com/news/china/diplomacy/article/3002218/shutting-gates-academia-universities-cut-ties-huawei-and.
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Berxel’s products also have potential military applications. In fact, TBSI
researchers published a paper in collaboration with China’s State Key Laboratory
on High Power Semiconductor Lasers—a defense-oriented research institution—
that emphasizes semiconductor lasers applications” in “military defense [...]
fields.”*s

Berxel focuses developing high-speed laser and 3D vision solutions for Al
computing, cloud data centers, intelligent manufacturing, smart vehicles, robotics,
and AloT applications.” The company is also focused on LiDAR applications,
which are used in autonomous vehicles and battlefield mapping.? In addition, the
technology can be used for facial recognition, which the PRC has used to advance
its human rights abuses.”

Since establishing Berxel, Researcher 3 has picked up affiliations with the
Chinese Academy of Engineering and Peng Cheng Laboratory.!® This provincial
government-backed institution focuses on advanced technologies, including
artificial intelligence, while maintaining extensive ties to China’s defense-
industrial complex.!o! This laboratory collaborates with numerous U.S.-sanctioned
entities, including the China Aerospace Science and Technology Corporation and
the China Electronics Corporation, as well as other blacklisted Chinese state-
owned enterprises involved in defense technology development and implicated in
China's human rights abuses.!02

Researcher 3’s concurrent role as president of Optica in 2021 raises further
alarms, particularly in light of recent revelations about Huawei’s covert funding
of advanced photonics research at U.S. universities through this organization.!%
The blacklisted telecoms giant entered into an agreement with Optica to secretly
fund cutting edge research in photonics at U.S. research universities —paving the
way for Huawei to access early stage of advanced research in the United States.v
This confluence of positions put Researcher 3 at the nexus of the PRC’s
sophisticated, state-backed system for acquiring cutting-edge U.S. technology.

This transfer of cutting-edge laser technology not only represents a threat to
American national security and technological supremacy but also aids the PRC's
aggressive military modernization and fuels its repressive surveillance state.

u Huawei’s agreement with Optica is part of a broader pattern of evasive tactics employed by the
company to bypass U.S. restrictions. Another notable example is its U.S.-based research arm
Futurewei's attempts to create a false facade of separation from its parent company, illustrating
Huawei’s persistent efforts to maintain access to American technology and expertise through various
channels. See Jane Lanhee Lee, Exclusive: Huawei’s U.S. research arm builds separate identity, REUTERS
(June 24, 2019), https://www.reuters.com/article/technology/exclusive-huaweis-us-research-arm-
builds-separate-identity-idUSKCN1TP2DG/.
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4. Nanotechnology

Piezotronics and nanogenerators are technologies that harness mechanical
energy to control electronics or generate electricity, with nanogenerators
specifically focused on powering wireless devices.’®* According to the U.S. Army,
these technologies could be used to “power future generations of miniature
autonomous systems and satellites” and improve the capabilities of weapons
systems.1%5

Researcher 4 is a pioneer in piezotronics and nanogenerators, and he has built
deep and extensive ties with institutions in the PRC, including those linked to the
PLA 106

Over decades, Researcher 4 secured approximately $22 million in federal
funding from various U.S. agencies, including the National Science Foundation,
Department of Energy, DARPA, NASA, National Institutes of Health, and the U.S.
Air Force.” He has published extensively with DOD-funded researchers.1%

At the same time, Researcher 4 has

participated in PRC talent programs designed to

transfer technology to China, maintained a series  “Researcher 4 secured approximately $22 million in

of dual affiliations with problematic PRC  federal funding from various

entities, and conducted research alongside the including ... DARPA, ... NASA, ...

U.S. agencies,
and the U.S.

PLA. Air Force. At the same time, Researcher 4 ...

Researcher 4 has participated in PRC talent

conducted research alongside the PLA.”

programs designed to transfer technology to
China since at least 1992. These include the
“Chunhui” plan, which requires Chinese academics to offer “new information or
technology” to the PRC,'® the Chang Jiang Scholar program,’® and the Thousand
Talents Plan, into which Researcher 4 was recruited in 2011.11! From 1992 and 2010
alone, while researching nanotechnology at Georgia Tech, he frequently traveled
to the PRC to collaborate with PRC scholars.!'2

Researcher 4 has held numerous positions within problematic Chinese
institutions. For example, he has held numerous positions with the Chinese
Academy of Sciences, including: a senior advisory role since 1998,1%? first overseas
director of the National Center for Nanoscience and Technology since 2004,'* and
chief scientist at the Beijing Institute of Nanoenergy and Nanosystems since
2012.115

Researcher 4 also founded and directed the Department of Advanced
Materials and Nanotechnology at Peking University. This PRC institution operates
a micro/nano fabrication laboratory jointly with PLA-linked!!¢ Shanghai Jiao Tong
University. "7 Both Peking University and Shanghai Jiao Tong University are
institutions that, like Tianjin University, are supervised by the Chinese state with
a goal of strengthening the PRC’s military and technological prowess. 1
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Researcher 4 also unsuccessfully sought to establish a joint doctoral program
between Georgia Tech and Peking University.!"®

Researcher 4’s work has increasingly involved collaborations with PLA-
affiliated institutions, focusing on self-powered technologies with significant
defense implications, including advanced sensors, energy harvesting systems, and
miniaturized power sources that could enhance military capabilities in aerospace,
biomedical, and surveillance applications. While conducting research at the
Beijing Institute of Nanoenergy and Nanosystems, Researcher 4 expanded his
research collaborations with key PRC defense entities. He worked with
researchers from the China Aerospace Science and Technology Corporation and
its subsidiaries,'? engaged with PLA-linked medical research institutes,’?! and
partnered with several “Seven Sons of National Defense” universities, including
Beihang University, 2 Harbin Institute of Technology, ' Beijing Institute of
Technology,'?* and the Nanjing University of Aeronautics and Astronautics.!?

Furthermore, Researcher 4 has filed hundreds of

patents in China between 2012 and 2024 through the
Beijing Institute of Nanoenergy and Nanosystems.!2
These patents cover innovations in triboelectric

nanogenerators, self-powered sensors, and energy ‘
. . . representatives  from  the
harvesting systems, directly supporting the Military C L,
. . . - ilitary Commission.
advancements mentioned in his PLA-affiliated Y

“Researcher 4’s contributions were
recognized [at an] award ceremony
attended by  Xi  Jinping

research. Notable examples include a “friction
nanometer power generator” and a “self-powered
respiration monitoring device,” which align closely with the military medical and
sensing applications described previously.!” These filings indicate a massive
transfer of applied knowledge and capability to China that goes well beyond the
limited nature of findings that are ordinarily shared via publication in academic
articles. Many patents appear to directly leverage concepts developed during
Researcher 4’s U.S. tenure, suggesting the transfer to the PRC of expertise and
applied capability likely funded by American taxpayers.

In 2014, Researcher 4’s contributions were recognized with China's
International Science and Technology Cooperation Award. The award ceremony,
attended by Xi Jinping and representatives from the Central Military Commission,
China’s top military decision making body, praised Researcher 4 for “actively
promot[ing] the construction of cutting-edge scientific research centers and
platform bases in China,” highlighting the strategic importance of his work to the
PRC.18

5. Graphene Semiconductor Technology

Semiconductors have traditionally been made with silicone, but for decades
researchers have investigated whether graphene might offer a viable alternative to
create more advanced and efficient semiconductors at lower cost. The U.S.
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government, including the DOD, have invested heavily in graphene-based
semiconductor research since the late 1990s.

Researcher 5 has been at the forefront of this research effort. Over decades, he
received over $5 million in federal funding,*'?° including millions in awards to
explore graphene applications in hope of “revolutioniz[ing] the electronics
industry” and “kick[ing]-off the long awaited ‘age of graphene electronics.”” '3 He
also received support from Georgia Tech’s DOD-funded research institute, 3!
which was selected and approved by the DOD to conduct research that advances
the Department’s national security priorities.’® In 2014, he reported that a three-
year DOD grant had allowed him to “accomplish[] several of the most important
experimental results in graphene to date.”13

Shortly after achieving this breakthrough, in 2015, Researcher 5 began
working with a former post-doc of his to set up a special laboratory at Tianjin
University in the PRC, the Tianjin International Center of Nanoparticle and
Nanosystems (the Nano Center).1** The two researchers established the Center!?
to advance the same technology that Researcher 5 developed using U.S. taxpayer
dollars.’% According to Tianjin University, the Nano Center was designed the
advance the PRC’s “national technological interests.” 1% It began formal operations
in 2018.

Tianjin University is a SASTIND co-supervised university that houses major
defense laboratories, receives Chinese government funding for defense-related
research, is credentialed to perform classified research for the Chinese
government, and participates in PRC military projects.’?® Tianjin University was
also involved in a scheme to steal technology with military applications from U.S.
companies, activities for which it was placed on the U.S. Department of
Commerce’s Entity List in 2020.'* Though not one of China’s “Seven Sons of
National Defense,” Tianjin University holds a significant position among second
tier strategic defense-affiliated research institutions while presenting itself as a
civilian institution.

Researcher 5 continued to receive federal funding while setting up and leading
the Nano Center at Tianjin University. Between 2013 and 2021, the National
Science Foundation awarded him $1 million in research grants to advance
understanding of nanoscale materials and their potential applications.® In 2015,
the NSF provided a $400,000 grant over five years to investigate applications of
graphene in advanced electronics.'*! This yielded a “major discovery” with “far
reaching consequences” for quantum computing, among other applications. A

v Researcher 5 received funding from the same national security fellowship as Researcher 3, per above,
the DOD National Security Science and Engineering Faculty Fellowship, which is now known as the
Vannevar Bush Faculty Fellowship. Notably, Charles Lieber, the Harvard professor convicted of lying
to federal agents and filing false tax claims related to his federal research grants and activities in the
PRC, received this fellowship as well. See 2009 Vannevar Bush Faculty Fellows, DEP'T OF DEF.,
https://basicresearch.defense.gov/Programs/Vannevar-Bush-Faculty-Fellowship/2009-Vannevar-Bush-
Fellows/ (last visited Sept. 20, 2024).
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further 2022 breakthrough in graphene research from researchers at the Nano
Center, including Researcher 5, also credited NSF funding.1#?

This federal support also attracted other researchers to the Nano Center,
including another Georgia Tech researcher, who received an NSF grant in 2016 to
perform research at the Nano Center under Researcher 5’s supervision.' Notably,
this grant was “jointly funded by the NSF and the Ministry of Science and
Technology of China,” facilitating international research collaboration through a
project where “[the Nano Center] in Tianjin, China, [] act[ed] as a scientific
exchange center between the Georgia Institute of Technology in the United States
and Tianjin University,” further intertwining international collaboration with U.S.
taxpayer-funded research.'*

The Center has also facilitated student exchanges, including doctoral,
master’s, and undergraduate students from both Georgia Tech and Tianjin
University —oftentimes at the expense of the U.S. Government.'#

While Researcher 5 and his colleagues were using

US. federal research dollars to pursue these  “While Researcher 5 and his colleagues

advancements and concurrently working on similar
research with the Nano Center, the Center was also
building partnerships with PLA-affiliated entities
across China. For example, it established a joint lab
with Beijing 718 Yousheng Electronics (718 Yousheng),
“state-owned military-industrial [...] enterprise” that

were using U.S. federal research dollars to
pursue  these  advancements  and
concurrently working on similar research
with the Nano Center, the Center was also
building partnerships with PLA-
affiliated entities across China.”

focuses its R&D and production for PRC aerospace and

defense industry.¢ 718 Yousheng has also received

funding from the PRC government’s semiconductor R&D investment fund, '/
which is designed to “reduce [PRC] reliance on other nations” and improve
China’s “chip sovereignty.” 14 The company provides technology for use in
aerospace, aviation, weapons, and ships, including for the PRC’s Shenzhou
spacecraft, Long March rockets, and Fengyun satellites. In 2019, the Center also
opened a joint laboratory with China Bright Stone Innovation Group, whose
subsidiaries are contractors for blacklisted Chinese military entities like the China
Shipbuilding Industry Corporation.!#

Researcher 5 and a GTRI-funded researcher under his supervision helped to
advance and ultimately contribute to the breakthrough for which Researcher 5 is
partly credited at the Nano Center. In collaboration with Tianjin University
researchers, jointly succeeded in creating the world’s first functional graphene
semiconductor in 2024, a breakthrough described as a “paradigm shifting”
technology that will help China overcome U.S. export controls on the PRC for
foundational semiconductor technology.® The paper stated that “[m]ost of the
work reported here was performed at [the Nano Center]” and credited Tianjin
University, the PRC’s Ministry of Education, and Georgia Tech’s DoD-funded
institute — GTRI—with having financially supported the project.’ The technology
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has potential applications in both quantum and high-performance computing,
with implications for advanced military systems such as autonomous weapons
systems, enhanced cyber activities, and other defense-related technologies.

In short, decades of U.S. federal funding helped an American researcher
achieve a technological breakthrough in a core technology with military
applications—but the breakthrough, the expertise, and the capability resulting
from this research have been transferred to the PRC and developed in concert with
entities linked to China’s military and defense establishment.

6. Robotics and Control Systems

Advanced robotics and control systems have significant military applications,
including in autonomous weapons, drone swarms, and precision-guided
munitions. U.S. federal funding has long supported research in these areas due to
their strategic importance.

Researcher 6, a professor at the University of Texas at Arlington, has received
over $12 million in federal funding since 1982 from agencies including the
National Science Foundation, Army Research Office, Office of Naval Research, and
Air Force Office of Scientific Research.? His work focuses on control theory,
neural networks, and robotics —all fields with clear dual-use potential.

While receiving federal funding, Researcher 6 built extensive ties with Chinese
institutions, participating in the PRC’s Thousand Talents Plan'® as well as other
PRC talent recruitment initiatives like the 111 Project’>* and the 985 Project at
Northeastern University of China.!®> Through these programs, he has collaborated
closely with Chinese universities supervised by the PRC’s State Administration of
Science, Technology and Industry for National Defense, including Shanghai Jiao
Tong University, Beihang University, Harbin Engineering University, and the
University of Electronic Science and Technology of China. 5

He also taught at least seven courses and workshops at Chinese institutions
between 2015-19, some funded by PRC government programs and others by U.S.
federal grants.’”” For instance, in May 2016, he delivered a course on “Optimal
Control Design” at Northeastern University of China, using materials that
referenced U.S. Army Research Office funding.'*® He has also received recognition
for his work, including the Liaoning Friendship Award, reflecting the extent of his
involvement in Sino-U.S. academic exchanges in strategic technology fields.®

Lastly, Researcher 6 collaborated extensively with a professor from Beihang
University, hosting him for a year and co-authoring multiple papers. The Beihang
professor specializes in flight control systems, and he has direct affiliations with
Chinese military and space programs, serving as Deputy Chief Designer for major
Air Force projects and supervising the ‘Beihang-4’ near-space vehicle project.!®
Their joint research, funded by U.S. and Chinese sources, covered topics including
drone swarm control, underwater drone coordination, satellite formation control,
and advanced aircraft maneuvering techniques.¢!
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According to UT Arlington, the university interviewed Researcher 6 during a
2019 review related to foreign influence to discuss his participation in the talent
plan and broader activities with PRC entities. The university advised and
encouraged him to discontinue such activities. The university stated that
Researcher 6 thereafter cut ties with the talent program and discontinued his travel
to the PRC and confirmed that he has not traveled to the PRC for several years.6?

Following those measures, Researcher 6 has secured several recent
Department of Defense grants. These include a $750,000 award from the U.S. Army
(2020-2023) to study military team operations in complex networked
environments, ' an $815,019 grant from the U.S. Navy (2018-2022) aimed at
developing performance guarantees for multi-agent systems like drone swarms,
164 and $30,000 from the Army (2019) to organize a workshop on reinforcement
learning near the Army Research Laboratory.'s

Jamestown Foundation Study Reveals U.S. Army-Funded Researcher Now
Leading PRC Chipmaking

In an August 2024 report, Jamestown Foundation expert Sunny Cheung revealed that a scientist
formerly funded by the U.S. Army was recently selected to lead a new, third generation
semiconductor chip production line for the PRC.! The production line is part of the PRC’s strategic
effort to bypass U.S. export control restrictions on first-generation (silicon-based) semiconductors and
leapfrog past the U.S. in semiconductor technology. The new production line aims to develop third-
generation chips like Gallium Nitride (GaN) epitaxial wafers and the associated light emitting diode
(LED) technology “essential for the advancement of third-generation semiconductor technologies.”?

While at Boston University, the researcher had conducted photonics research with a particular
focus on GaN and LED technologies. He worked on multiple U.S. Army grants related to these
technologies during this time—grants that specifically acknowledged the use for critical defense
applications.? He then went on to commercialize his research via a company called RayVio. RayVio
went out of a business a few years later after a federal court in California ruled that RayVio had
infringed on a competitor’s patent.* The researcher now lends his expertise to the PRC’s efforts to leap
ahead of the U.S. in these technologies.

1 Sunny Cheung, Scientist at Forefront of US Army Research Selected to Lead PRC’s Strategic Chip Production Line, CHINA BRIEF: THE

JAMESTOWN FOUND. (Aug. 8, 2024, 4:33 P.M.), https://jamestown.org/program/scientist-at-forefront-of-us-army-research-
selected-to-lead-prcs-strategic-chip-production-line/.

III. U.S.-PRC JOINT EDUCATIONAL INSTITUTES
FACILITATE CHINA’S MILITARY MODERNIZATION
AND HUMAN RIGHTS ABUSES

Beginning in the early 2000s and accelerating over the last ten years, Chinese
universities have increasingly sought partnerships with U.S. universities,

30



including the establishment of joint educational institutes between U.S. and PRC
research universities.

These institutes pair prestigious U.S. universities with Chinese counterparts
under the guise of academic cooperation, but in practice, they serve as
sophisticated conduits for transferring critical U.S. technologies and expertise to
the PRC, including to entities linked to China’s defense and security apparatus.
We illustrate this issue by examining three joint U.S.-PRC research institutes—
Tsinghua-Berkeley Shenzhen Institute (TBSI), Georgia Tech Shenzhen Institute
(GTSI), and Sichuan University-Pittsburgh Institute (SCUPI).

These joint institutes create a sophisticated mechanism for transferring
sensitive research and technologies and the expertise that undergirds both to the
PRC. Under a typical arrangement, participating American academics—some
receiving DOD research funding—spend significant time (often at least eight
weeks a year) at a joint institute in the PRC. There, they conduct research, advise
PRC scholars, teach and train students, and collaborate with PRC companies on
their areas of expertise—frequently, critical and emerging technologies with
national security implications. While doing so, academics typically maintain their
U.S. institutional affiliations, and many continue to lead U.S. federally funded
R&D projects. This creates a direct pipeline for the transfer of sensitive research,
applied knowledge, and technologies to the PRC.

As concerns over the security risks of these partnerships grow, universities
like Georgia Tech and UC Berkeley have begun to reevaluate their involvement. In
a significant move, Georgia Tech recently decided to terminate its relationship
with Tianjin University, highlighting the increasing recognition of the dangers
these collaborations pose to U.S. national security.'® Berkeley also informed the
Committees that it has begun the process of relinquishing all ownership in TBSI.
This action serves as an example for other institutions to carefully assess their own
joint ventures with PRC universities and consider the broader implications. The
next section will outline how TBSI, GTSI, and SCUPI have served as prime
examples of this concerning trend.

A. How the CCP Exercises Control Over Joint Educational
Institutes

The PRC officially promotes joint institutes and programs between the PRC
and foreign universities as a means to “introduce high-quality foreign educational
resources” to the PRC.'¥ But by law and in practice, they are designed to favor
Beijing’s interests. Beijing has established over 1,500 collaborations with more than
300 U.S. universities, among other entities. ¥ Notably, 21 of these U.S.-PRC

w This sophisticated system, designed to advance the PRC's technological capabilities, encompasses
three forms of Sino-foreign collaboration: (1) joint educational institutes with legal status (standalone
joint universities), (2) joint educational institutes without legal status (secondary colleges within
existing Chinese universities), and (3) joint educational projects (the most common type, involving joint
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partnerships are joint institutes that are predominantly focused on STEM fields
critical to military and economic superiority.168

Unlike American institutions, PRC universities operate subject to the control
of the PRC government. All three of the PRC universities partnering in the joint
institutes —Tsinghua University, Tianjin University, and Sichuan University —are
jointly administered by the SASTIND and Ministry of Education, which, as noted
above, is an arm of the Chinese government whose stated purposes include
“strengthen[ing] military forces with additional personnel and more advanced
equipment.”® Both Tianjin University and Sichuan University are blacklisted by
the Commerce Department, 17 and Tsinghua University has a documented history
of serving the PRC’s national security and defense apparatus, including
involvement in defense research and alleged cyberattacks targeting various
international entities.17!

The CCP ensures its dominance by establishing control over the institutes’
governance, academics and curriculum, and research agenda, and by leveraging
its influence through financial contributions.x

Governance: Under Chinese law, these joint institutes are designed to ensure
CCP control and to benefit PRC students.'”? Joint institutes must be controlled by
boards or management committees with a Chinese majority.y17? This allows PRC
representatives to outvote U.S. partners on key decisions, effectively ceding
strategic control to Chinese interests. And by law, the partnerships must “target”
Chinese citizens as the primary beneficiaries.”* Local authorities retain the power
to select foreign institutions for cooperation, effectively transforming these
“collaborations” into conduits for advancing China’s interests.17>

Curriculum and Academics: PRC law also grants the government the ability
to meticulously shape curriculum and the institute’s research agenda to serve the
Party’s goals. Every aspect of foreign educational input, from textbooks to syllabi,
must pass through the Party's ideological filter.”6 The PRC’s Higher Education
Law mandates that each institute establish a CCP cell, and that the Party
committee “exercise unified leadership over the work of the institutions” and

programs in specific fields). These are formally known as: Sino-foreign cooperative educational
institutions with legal entity status (F ¥k N % #& 11  4h & 1F 75 22 H1#4), Sino-foreign cooperative
educational institutions without legal entity status (A~ B2 A ZE4% HI R4 AEFp ML), and Sino-
foreign cooperative educational projects (F14M&1E7r5 I H).

x This comprehensive framework regulates the organization, content, and outputs of joint institutes,
“strengthening the dominant position of Chinese educational institutions” and “resolutely
implementing national education policies” while facilitating the transfer of knowledge and technology
to support the PRC's economic and military goals. Opinions of the Ministry of Education on Several Issues
Concerning Chinese-Foreign Cooperation in Running Schools [ # & # T 24 Hi 115) & TF7r 58 F &0 &
/], MINISTRY OF EDUC. FOREIGN AFFS. SUPERVISION INFO. NETWORK (Feb. 7, 2006), https://web.-
archive.org/web/20240528034259/https://www.crs jsj.edu.cn/news/index/1.

v TBSI's Governing Board consists of 7 PRC Members—four from Tsinghua University and three from
the Shenzhen Municipal Government—and four from Berkeley. Similarly, GTSI's Joint Management
Committee had eight members, with a 5-3 PRC majority: two Shenzhen government officials, and three
Members each from Tianjin University and Georgia Tech. Documents on File with Select Committee.
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prioritize “ideology and political performance” in faculty appointments and
student evaluations.»'”

Research Agenda: Perhaps most alarmingly, many of these institutes—
including those below —closely align their research focus areas with the CCP’s
strategic priorities in defense, critical, and emerging technologies. TBSI's portfolio
includes smart grid technology, sensors for the Internet of Things, high-speed
nano-lasers, LIDAR and 3D imaging systems, and novel photonic integrated
chips.’”® GTSI concentrates on microelectronics, artificial intelligence, quantum
information science, and advanced manufacturing. 7 These fields directly
correspond to technologies crucial for the PRC’s military and economic
competitiveness, as outlined in the PRC’s 13% and 14" Five-Year Plans.!® By
channeling research efforts into these strategic domains, these joint institutes
function as de facto extensions of the PRC’s own technological advancement
program.

Financial Support: Financial control is exercised through government
funding. 18! The PRC government provides substantial financial backing and
policy incentives for universities involved in these joint institutes to attract
talented overseas researchers.?»182 Furthermore, the Chinese government restricts
how these funds can be used. For example, GTSI's agreement stipulates that its
allotted funds “may not be used for anti-governmental activities against the
People's Republic of China,” a broad restriction on academic freedom to protect
the Party’s interests.

B. Tsinghua Berkeley Shenzhen Institute

In 2009, top officials from Tsinghua University stopped in at Berkeley with the
express purpose of “recruit[ing] high-level overseas talents” —CCP speak for
acquiring advanced technology expertise.’® A few years later in 2015, Berkeley,
the Shenzhen government, and Tsinghua University agreed to establish TBSI in
Shenzhen. Tsinghua University and the Shenzhen government have since poured
millions of dollars into the Institute. Tsinghua University, one of the PRC’s most
prestigious engineering universities, is deeply embedded in the PRC’s Military-
Civil Fusion system and maintains deep ties to the PRC’s defense ecosystem and
the broader security establishment.

In the years since, TBSI has brought dozens of Berkeley faculty to the PRC,
where they work as “core principal investigators,” conducting advanced research
and training TBSI graduate students in critical and emerging technologies. 8

#GTSI’s Party Committee is enshrined in the institute’s Articles of Association. See GTSI Articles of
Association, Article 23 (Dec. 11, 2019) (on file with Select Committee).

aa For GTSI, the Shenzhen Municipal Government committed a Special Purpose Fund in the amount of
$7 million and an initial start-up fund of $1.6 million, with additional contributions of $1.54 million
and $28,000 from Tianjin University and Georgia Tech, respectively. For TBSI, the Shenzhen
government committed $52 million in 2014, scaled up to at least $220 million in 2018, with Tsinghua
University contributing $19 million. See Documents on File with Select Committee. Note: 0.14 USD per
1 RMB.
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TBSI's research areas align extremely closely with the PRC’s science and
technology development priorities outlined in the 13" Five Year Plan, including
artificial intelligence, semiconductors, and cybersecurity.18>

TBSI taps into advanced American technological knowledge and practical
know-how — often developed with U.S. government and, specifically, U.S. military
funding —and facilitates the transfer of that expertise and technological know-how
to entities with deep links to the PRC’s defense and security ecosystems. Many of
TBSI’s major collaborators and backers at Tsinghua University are either directly
embedded in the PRC’s system of civil-military fusion or supplying technology to
the PLA. Given Tsinghua’s own links to the PRC’s
defense and security ecosystems, this should be no

“We identified dozens of collaborations

between TBSI or TBSI researchers and
The Institute facilitates this transfer in part through  ppc Lurities blacklisted by the ULS.

institutional collaborations and individual research
collaborations with entities linked to the PRC military
and human rights abuses. As detailed below, we have
identified dozens of collaborations between TBSI or
TBSI researchers and PRC entities blacklisted by the U.S.
government and entities that are direct PRC military suppliers. We also found
hundreds of research collaborations between TBSI researchers and researchers at
the PRC’s military universities and defense universities, such as the Seven Sons of

surprise.

government and entities that are direct
PRC military suppliers.”

National Defense.

Perhaps even more concerning, TBSI is

dedicated to the “industrialization of scientific
“We found hundreds of research research results” and technology transfer. 8
collaborations between TBSI researchers ~ The Institute’s focus on dual use research,
and researchers at the PRC’s military industrialization, and its robust relationship
universities and the Seven Sons of ~ With the PRC's security and defense
National Defense.” ecosystems raise serious concerns that the
technologies developed at TBSI are actively
facilitating China’s military modernization and

its human rights abuses.

In response to these alarming findings, the UC Berkely is “in the early stages
of unwinding the joint legal entity.” Specifically, UC Berkeley has told the
Committee that it “has started the process of relinquishing all ownership in the
separate legal Tsinghua Berkeley Shenzhen Institute,” a step in the right
direction.s”

1. Research Collaborations with PRC Defense Entities

Chinese Companies Designated as National Security Threats: TBSI
researchers have collaborated with Huawei, BGI, and ZTE —firms restricted by the
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U.S. government for ties to the PRC’s military-industrial complex and surveillance
programs —with research occurring as recently as 2024.bb

Huawei is a U.S. government-designated Chinese military company with a
track record of intellectual property theft and espionage.<« '8¢ TBSI researchers
have worked with Huawei’'s Noah's Ark Lab, which is focused on artificial
intelligence and data mining, as well as Huawei subsidiary HiSilicon.'®® Huawei
and TBSI have conducted joint research dozens of times since 2018, with most
research occurring after 2021.1% TBSI has also worked with telecommunications
company ZTE, which, like Huawei, cannot import or sell new equipment in the
U.S. due to national security risks.!

TBSI has also worked with researchers from BGI,
including a director of blacklisted subsidiary BGI Research
(and BGI Group more broadly) and previously served as
director of China’s National Gene Bank.!'®? BGI reportedly
collected the genetic data of millions of women who used their

“TBSI  researchers

prenatal test—including some outside China itself—and
uploaded it to the GeneBank.!® BGI has also conducted ’ecently as 2024.
research alongside the PLA. BGI subsidiaries, including BGI

collaborated with

have
u.s.

government- designated CCP
military companies including
Huawei, BGI, and ZTE ... as

Research, are on the Commerce Department’s Entity List
because of their collection and analysis of genetic data, which “present a
significant risk of diversion to China’s military programs.”%

PLA-Linked and Human Rights Abuser Tsinghua Tongfang Co. Ltd.
(Tongfang): TBSI has also built a deep partnership with PLA supplier Tongfang
and its subsidiaries. TBSI and its sister institute Tsinghua Shenzhen International
Graduate School (TSIGS) signed a formal cooperation agreement with Tongfang
and a PRC municipal government in 2018 focused on the industrialization of
research.'® TBSI also signed a sponsored research agreement worth $19 million
with a Tongfang subsidiary that granted the company “priority conversion of
intellectual property rights generated by” TBSI. 1% 17 Tongfang has also held
significant sway over TBSI's influential industrial advisory board: Tongfang itself
held a seat on the board!% and the chairman of a subsidiary served as co-vice
chairman of the board at the same time.

b Huawei is on the Non-SDN Chinese Military-Industrial Complex Companies List and Entity List.
Certain BGI affiliates are on the Entity List due to genomic data collection concerns. ZTE was previously
listed. All face severe U.S. export and investment restrictions under various laws and executive orders.
See Exec. Order No. 13,959, 85 Fed. Reg. 73,185 (Nov. 12, 2020); 15 C.F.R. § 744 (2023); John S. McCain
National Defense Authorization Act for Fiscal Year 2019, Pub. L. No. 115-232, § 889, 132 Stat. 1636, 1917
(2018). UC Berkeley stated that UC established a systemwide moratorium on Huawei projects and
engagements in July 2019.

<« The company was added to the Commerce Department Entity List in 2020 and was designated a CCP
military company by the DOD.
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Tongfang connects Tsinghua University’s research apparatus—including
TBSI—to the Chinese military and is implicated in the CCP’s human rights
abuses.?? Tongfang bid on a PLA project at least as recently as 2022, and its wholly
owned subsidiaries are registered military suppliers with dozens of bids on

military contracts.?! Wholly-owned Tongfang subsidiaries
have contracted with the PLA’s Strategic Support Force, the
PLA Navy, and the Armed Police Forces. Another majority
owned subsidiary is a registered military supplier that was
placed on the Commerce Department’s Entity List for
impeding “U.S. efforts to counter illicit international
trafficking in nuclear and other radioactive materials.” 202

“Tongfang  connects  Tsinghua
University’s research apparatus—
including TBSI—to the Chinese
military and is implicated in the
CCP’s human rights abuses.”

Tongfang is also tied to the CCP’s human rights abuses.
It is the majority owner of a company placed on the
Commerce Department Entity List for its role in “human rights violations and
abuses in the implementation of China's campaign of repression, mass detention,
and high-technology surveillance against Uyghurs, Kazakhs, and other members
of Muslim minority groups in the Xinjiang Uyghur Autonomous Region
(XUAR).”208

China Electronics Technology Group and Pengcheng Laboratory: TBSI
researchers have also worked alongside PLA-affiliated research institutes or
laboratories, including the blacklisted China Electronics Technology Group
Corporation and the Pengcheng Laboratory.* The Pengcheng Laboratory works
with entities that conduct research or produce weapons for the PLA, including
China Aerospace Science and Industry Corporation, China Aerospace Science and
Technology Corporation, the National University of Defense Technology, and
others.? The lab is focused on top PRC priorities including artificial intelligence
(for example, the lab has developed large language models with Baidu and
Huawei), cybersecurity, and telecommunications (6G).2%¢ TBSI researchers have
published alongside the lab dozens of times, including on subjects such as
defending against cyberattacks and underwater wireless sensor networks.?” One
TBSI professor who is also affiliated with the TBSI RIOS lab and Pengcheng has
conducted research on Al that can recognize someone by their gait, research that
can support surveillance and human rights abuses.2%

Dual-Use Research with Sister Institute TSIGS: TBSI and TSIGS are closely
interconnected institutions. TSIGS was established in 2018, “expanding on the
foundation of the Shenzhen Graduate School and Tsinghua-Berkeley Shenzhen
Institute.” 2 The two entities have a formal research partnership?® and share
leadership: TBSI China's co-director also serves as a Vice President at TSIGS.2!
Their collaboration extends beyond formal ties, with shared professors and joint
conferences on dual-use technologies and military-civil fusion. TSIGS is
characterized as “an important part of Tsinghua University's global strategy,” and
was “established as an expansion based on the Shenzhen Graduate School and the
Tsinghua-Berkeley Shenzhen Institute” that is committed to becoming an
important force in building Shenzhen's international higher education system.”212

36



TSIGS aggressively works to advance Military-Civil Fusion, budgeting for
military-civil integration research projects. In 2023, TSIGS set aside 9.3 million
RMB, or $1.3 million, for activities including “conducting research on military-
civilian integration projects,” “
support subsystems,” projects related to robotics, and more.?'3 TSIGS has also been
credited by the CCP-controlled press with playing an “irreplaceable role” in

helping the PRC overcome “chokepoint challenges in the arenas of research and

the research and development of aircraft ground

development for military and defense” technologies. 24 Tsinghua University
touted this report—but when TSIGS itself republished the report in English, it
notably omitted the references to military and defense R&D, indicating a desire to
obscure that military-focused role from TSIGS international audiences.?'5

TBSI and TSIGS have conducted dual use research together, openly
acknowledging the military applications. For example, one joint project focused
on high-speed underwater optical wireless communication. The authors tout the
technology’s “military usage,” explaining that “established underwater
communication system can support information transmission between
submarines, ships and submarines, ships and frogmen.”216

Commercialization Contract with PLA and Police Contractor Visbody
Technology: TBSI's first contract after establishing its Technology Transfer Office
was with Visbody Technology, which supports China’s military and police forces
and openly advertises its role in “the development of military-civil integration” in
the PRC.2"7 In a press release, TBSI touted that Visbody works on “research of
human body 3D reconstruction technology and deep learning algorithms,” from
facial to body recognition.?® According to Visbody’s website, its “smart military
camp soldier health monitoring solution” is sold to China’s Armed Police Forces.?'
Visbody also runs a joint Al research institute with Xi’an University of Electronic
Science and Technology,? which heavily engaged in defense research and hosts
several major defense laboratories.??! In addition, Visbody presented at an artificial
intelligence conference alongside Chinese Al firms iFlyTek and SenseTime, both
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of which are blacklisted by the U.S. government for their role in the Uyghur
genocide and other human rights abuses.???

TBSI Hosts the PRC’s AI-Driven Talent Acquisition Platform

TSBI and Tsinghua SIGS are playing an instrumental role in building and maintaining a large, PRC
government-funded Al-based intelligence platform known as “Supermind” to track millions of researchers
and scientists around the world and recruit individuals with advanced technical expertise for the PRC.
Operating from TBSI’s Shenzhen facility, the International Science and Technology Information Center
(ITIC) runs the “Supermind” platform in coordination with Tsinghua SIGS, with $280 million investment
mostly from the Shenzhen government.! ITIC boasts the use of Al models to analyze major global academic
databases to identify the cutting edge technological development trends in eight key areas: “synthetic
biology, blockchain, cells and genetics, aerospace, brain science and brain-inspired intelligence, deep earth
and deep sea, visible light communications and optical computing, and quantum information,” and openly
touts its ability to conduct deep intelligence analysis.? A research security expert has pointed out that the
word “intelligence” suggests ““information of use to the state’ between classified intelligence and open
source.”3

The platform is designed to help the PRC identify and recruit top scientists and technologists, especially
in PRC government-defined “chokepoint technologies,”4 and may be used to target foreign laboratories to
gain access to specific technology or know-how.> The fact that a platform designed to advance the PRC’s
malign talent recruitment activities is housed at a Berkeley facility is deeply troubling.

1 Company Profile, INT'L SCL & TECH. INFO. CTR., https://vip.itic-sci.com/talent/index/aboutus (last visited Sept. 4, 2024); Didi Kirsten
Tatlow, China’s New Al ‘Supermind’ Deepens Challenge to U.S., NEWSWEEK, https://www.newsweek.com/china-us-conflict-artificial-
intelligence-espionage-struggle-ai-computer-science-1873990 (Feb. 29, 2024, 5:14 A.M.)

2 INTERNATIONAL SCIENCE AND TECHNOLOGY INFORMATION CENTER: INTRODUCTION TO THE CENTER, https://cset.georgetown.edu/wp-
content/uploads/t0590_ITIC_intro_EN.pdf (translated Apr. 3, 2024).

3 Tatlow, supra note 1.

4 Government, INT'L SCI. & TECH. INFO. CTR., https://archive.ph/f{GV3a (last visited Sept. 12, 2024).
5 See Tatlow, supra note 1.

2. TBSI Researchers Advance Dual-Use and Military
Technologies with PRC Defense-Linked Entities

Hundreds of Research Collaborations with PRC Defense Universities: TBSI
researchers have also published hundreds of research papers with the PRC
defense universities, especially the Seven Sons of National Defense, universities
that spend a significant portion of their budget on defense research.?? In addition,
TBSI researchers have also conducted research directly with PLA universities.

TBSI faculty and students have collaborated with counterparts from the PRC’s
top defense universities on hundreds of research efforts, including sensitive
research with potential military applications.
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Several collaborations between TBSI and the Seven Sons of National Defense
universities have clear, openly acknowledged military applications. (Many other

projects may have less obvious defense applications.)
For example, in February 2023, a TBSI student
collaborated with aerospace researchers from a top PLA
defense university on infrared target detection.?”* The
research featured three individuals from the blacklisted
Harbin Institute of Technology’s Department of
Aerospace Engineering and its Institute of Space Science
and Applied Technology.

“TBSI faculty and students have
collaborated with ... the PRC’s
top defense umniversities on
hundreds of research efforts,
including sensitive research with
potential military applications.”

In another example, several TBSI researchers

worked with researchers from Harbin on technology

related to an underwater wireless sensor network. The first sentence of the
introduction states that “underwater wireless sensor networks are widely studied
in various military and commercial fields.”?%

Table 2 — TBSI-Seven Sons Research Collaborations

University ©ovi # of TBSI Publications
Beihang University 81

Beijing Institute of Technology 42

Harbin Engineering University 18

Harbin Institute of Technology 107

Nanjing University of Aeronautics & Astronautics 17

Nanjing University of Science & Technology 25
Northwestern Polytechnical University in Xi'an 27

TBSI researchers have collaborated with researchers from the PLA’s top
research university, the National University of Defense Technology (NUDT).
NUDT is directly subordinate to the Central Military Commission, meaning it falls
under the first tier of institutions critical to the PRC’s defense industrial research
base.??6 Some research products involving TBSI scholars received funding from
NUDT or the PRC’s National Defense Basic Scientific Research Program. 2
Further, TBSI researchers have worked directly alongside the PLA on medical
research, including neurological research.?

Federally Funded Berkeley Faculty Transfer Expertise to TBSI: These
collaborations are particularly concerning because many of the Berkeley faculty
who teach at TBSI have received extensive federal funding to support their
advanced technology research. For example, a review of publicly available sources
shows that fourteen Berkeley faculty who taught at TBSI collectively worked on
federal research grants worth more than $18.5 million while they were actively
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teaching and working at TBSI. This funding came from the National Science
Foundation, the U.S. Navy, and the DOD’s Defense Advanced Research Projects
Agency. The federal research grants focused on sensitive, emerging technologies
including artificial intelligence, robotics, semiconductors, and advanced
computing.

Chart 4 - Federal Funding to Berkeley Faculty While Working at TBSI, by
Research Area

To illustrate the issue in greater detail: one of the professors TBSI recruited
from Berkeley specializes in artificial intelligence and has received extensive
funding from DOD. Since joining TBSI, the professor has simultaneously
conducted research with the Tencent Al lab,? one of the PRC’s major Al
development centers, and Cloudminds,?® which was blacklisted over its ties to the

PLA in 2020.
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The Berkeley researcher’s placement at TBSI is especially disconcerting
because of Tsinghua University’s focus on the military applications of AL For
example, the university planned to build a laboratory specifically for military Al
in addition to a laboratory focused on emerging technologies and military-civil
fusion.?2 TBSI's leveraging U.S. professors to conduct Al research in the PRC is
likewise concerning because it runs directly counter to steps the U.S. government
has taken to curb U.S. contributions to the PRC’s Al advancements, such as
through export controls and investment restrictions.

Another professor who received millions in federal funding while teaching at
TBSI—including $1.2 million in DARPA funding—collaborated with researchers
at PRC defense universities on insect-scale fast moving robots, a technology with
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clear military applications. The TBSI professor’s research partners included a
professor at Seven Sons university Beihang (who also conducted research with a
subcommittee of the Central Military Commission?*?) and a graduate researcher
who is now at the DOD-blacklisted University of Electronic Science and
Technology.?*

Those TBSI professors are not alone. A review of publicly available
information revealed that TBSI professors and students are actively engaged in the
conduct of research with military and defense-related applications, including
research on cyberattacks,? the space-air-ground integrated network,?* infrared
technology, 27 semiconductor lasers, 2% sensors for skin-mounted electronics,
drone navigation,®® and attacks on internet of things-based systems.?%

TBSI Leverages a Blacklisted, PLA-Linked Supercomputing Center

It appears that TBSI leverages a blacklisted, PLA-linked supercomputing
center for advanced Al research. According to public reporting, TBSI appears
to have contracted with the National Supercomputing Center (NSCC)
Guangzhou for multiple research projects.! As TBSI itself acknowledges,
NSCC’s claim to fame is the Tianhe-2 supercomputer, which was developed by
a blacklisted PLA university and is used for nuclear explosive activities.? NSCC
has been on a U.S. blacklist that prohibits exports or in-country transfers since
2015. TBSI sought contracts with NSCC in 2017, 2019, and 2020.

1 See Public Notice on Soliciting Opinions on Single-Source Procurement of Large-Scale Cluster Computer
Services and Corresponding System Software and Hardware Technology Services, TSINGHUA-BERKELEY
SHENZHEN INST. (Mar. 25, 2020), https://www.tbsi.edu.cn/2020/0325/c4757a27295/page.htm.

2 Addition of Certain Persons to the Entity List; and removal of Person From the Entity List Based
on a Removal Request, 80 Fed. Reg. 32 (Feb. 18, 2015).

In addition, TBSI researchers have worked repeatedly with Tencent on Al
research, even as the U.S. government has sought to restrict U.S. contributions to
the PRC’s Al development.?*! The PRC views Al as a technology critical to the
coming era of “intelligentized” warfare. In addition to publishing dozens of
research products together, TBSI hosted a month-long seminar series with Tencent
Al lab that aimed to bring scientists and researchers to the PRC to explore cutting-
edge Al issues.?®

3. TBSI’s Influential Industrial Advisory Board Includes
Numerous Blacklisted Chinese Companies

TBSI's Industrial Advisory Board (IAB or the Board), which helps the Institute
set its research agenda and strengthen ties with Chinese industry, is led by Chinese
companies that are today blacklisted by the U.S. government for their role in
China’s military modernization or human rights abuses. 2*> The presence of
blacklisted entities on TBSI's industrial advisory board is especially concerning
because of TBSI's focus on commercializing research. The composition of the IAB,
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along with the fact that TBSI scholars have repeatedly worked alongside
blacklisted IAB members on research, further suggest that the Institute is
facilitating commercialization of technologies for these PLA-linked entities.

According to the most recent publicly available information about the Board,
it includes representatives from blacklisted companies Huawei, DJI, and ZTE, as
well as other Chinese companies linked to the PLA or to China’s surveillance state.
Like Huawei, Chinese telecommunications company ZTE has been blacklisted for
its role in the PRC surveillance state and is barred from U.S. government networks
because it is a security threat.?** DJI, another Chinese military company, has
provided drones to the Xinjiang Public Security Bureau used in repressing the
Uyghur minority.?

Board members also include an offshoot of blacklisted PLA defense
conglomerate AVIC (which is developing China’s 6t generation stealth fighter),24
with whom TBSI reportedly entered into a strategic cooperation agreement to
establish a class in control engineering. Other members include Tsinghua
Unigroup (which owns U.S. government designated Chinese military company
YMTC), 7 and another Tsinghua University research institute that explicitly
promotes Military-Civil Fusion and founded a joint research center with
blacklisted Chinese military aerospace company COMAC.2# Tencent, a leading
PRC Al company, is also a board member. Another board member, Lens
Technology International, has been linked to Uyghur forced labor.#

4. TBSI Hosts Conferences with PLA-Affiliated Entities
on Sensitive Technologies

TBSI hosts conferences on sensitive technologies that convene PLA-linked
entities, further solidifying the Institute’s role in the PRC’s system of military-civil
fusion. For example, TBSI has held graphene forums every year that feature PLA-
linked companies and universities. Coverage of the 2018 forum on TBSI's website
notes that the city of Shenzhen, which is “guided by Xi Jinping’s Thought on
Socialism with Chinese Characteristics for a New Era,” has deeply prioritized
graphene research and industrialization. TBSI organized the forum alongside
Tsinghua’s graduate school, a Shenzhen graphene research center, and the Chinese
Academy of Sciences’ Institute of Metal Research, which has described itself as a
“development platform for military-civilian integration.”2%

That conference, like those before it, featured attendees from PRC defense-
focused universities, the Chinese Academy of Sciences, and graphene companies
that explicitly tout their role in military-civil fusion. For example, a sponsor of the
2018 forum helped establish the “Beijing-Tianjin-Hebei Military-Civil Integration
Graphene Industry Development Alliance.” That sponsor, known as Tangshan
Jianhua Industrial Group, also signed an agreement establishing a “defense
aerospace materials research institute” with another company. ?! Tangshan
Jianhua and another forum sponsor, Hongna New Material Technology, both
participated in a 2016 “matchmaking in the military industry” event alongside top
PLA agencies and universities. PRC media described the event as “of great
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significance to increasing the application of graphene materials in the field of
national defense.” 2

Numerous other forum attendees also have PLA ties, including several
representatives from graphene companies that are devoted to Military-Civil
Fusion and attendees from the PRC’s top defense universities such as Beihang
University and the Harbin Institute of Technology.?

In addition to graphene conferences, TBSI helped host and is involved in a
nanotechnology society that features PLA-linked companies and universities.?
One of the group leaders is a representative from the Institute of Advanced
Technology at the Chinese Academy of Sciences, which has hosted Military-Civil
Fusion competitions and has signed multiple Military-Civil Fusion agreements.?
That institute partnered with a PRC shipbuilding institute to stand up the
Shenzhen Military-Civilian Integration Research Institute. * Another group
leader —PRC chipmaker Shenzhen Guowei Electronics —holds the PRC equivalent
of a security clearance and sells chips to a host of PLA suppliers including a U.S.-
government designated Chinese Communist Military Company.?” Still another
group leader is the dean of the School of Mechanical and Electrical Engineering
and Automation at Harbin Institute of Technology, a Seven Sons institution.

C. Georgia Tech Shenzhen Institute

Evolving from a 2009 summer program, Georgia Tech and Tianjin University
launched a joint graduate program in electrical and computer engineering in
Shenzhen in 2014,%# followed two years later by a memorandum of understanding
to establish a joint institute, signed by Shenzhen’s mayor and the Presidents of
Tianjin University and Georgia Tech.?

GTSI has played a strategic role in Shenzhen’s vision for “world-class
universities” and international collaboration in cutting-edge fields like electrical
engineering and signal processing, ultimately advancing the PRC’s national goals
by building “collaborative innovation models” that bridge “military and civilian
science and technology.”?® The institute and degree program were envisioned as
a critical platform for the PRC’s Military-Civil Fusion strategy, where GTSI would
facilitate “[r]esearch, technology transfer and business incubation activities.”
Through partnerships with Tianjin University and PLA-linked talent programs,2¢!
GTSI has contributed to the PRC’s strategic goals by facilitating advanced training
in fields such as signal processing and advanced communications relevant to both
civilian and military technologies, collaborations and information sharing related
to dual-use technologies, and partnerships with concerning entities, raising
concerns about the transfer of sensitive knowledge from the United States to a
strategic competitor.262

Recognizing the national security threat posed by GTSI's activities and degree
programs, Georgia Tech made the decision to end its partnership with Tianjin
University. 263 This move reflects a necessary response to the broader concerns
about how dual-use research, particularly in fields like signal processing and

43



advanced communications, could be exploited by foreign adversaries. Georgia
Tech’s action underscores the importance of protecting U.S. research from being
leveraged for military advancements by strategic competitors, and should be
emulated by other universities.

The following examples illustrate just how critical this decision was. GTSI had
served as a direct conduit for transferring advanced technological knowledge and
practical know-how—developed through U.S. government and military
funding—to Tianjin University, a blacklisted institution with known ties to the
PRC’s defense apparatus. Given these circumstances, this development is not
surprising because such transfer is the goal of the Shenzhen government.

1. Federally Funded Georgia Tech Researchers Train
GTSI Students on Dual Use
Technologies

Through GTSI, dozens of professors who have tapped  “At least nine prominent Georgia
federal funding to pursue advanced technological expertise  Tech faculty members who
have taught and trained PRC researchers in the same areas for  tayght at GTSI between 2018-
which they have received federal funding. Many of these (4 collectively managed over
professors have received research funding from DOD (4 federal grants.”
components, including the Navy, the Air Force, and DARPA,

among other federal entities.

To illustrate the scope: nine prominent Georgia Tech faculty members who
taught at GTSI between 2018-2024 collectively managed over 140 federal grants.
These grants, spanning from 2005 to 2027, cover a range of sensitive technologies
that have potential military applications. Notably, at least 65 of these grants were
active while the faculty member taught at GTSI. GTSI therefore has acted as a
pipeline for knowledge transfer from federally funded researchers to an institution
at a blacklisted Chinese university.2

Consider the following examples: One Georgia Tech professor instructed GTSI
graduate students on signal analysis and integrated optics—while holding 36 U.S.
federal grants, including grants from multiple defense agencies. 2> These
techniques are crucial for processing signals and light, enabling technologies like
high-speed internet and military surveillance systems. A second professor trained
PRC students in technologies crucial for autonomous weapons, while holding 35
grants from NSF and the Office of Naval Research.?® A third instructed PRC
students on cutting-edge electro-optics and nanophotonics, technologies with the
potential to advance China’s directed energy weapons capabilities. He holds nine

grants from NSF and the Office of Naval Research.2¢”

“A second professor trained PRC
students in technologies crucial
for autonomous weapons, while
holding 35 grants from NSF and
the Office of Naval Research.”
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Chart 5 — Federal Funding to Georgia Tech Faculty While Collaborating with
GTSI or Georgia Tech-Shenzhen, by Research Area
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Another Air Force-funded professor taught signal processing—used in
everything from cell phones to radar systems—at GTSI in 2018, while he was
completing his Air Force-funded research on the same subject.?8 A professor who
taught satellite communications and navigation systems in 2022 and 2023 received
Air Force funding in the years prior to joining GTSI to conduct research on the
same subject.2

These examples are merely illustrative; dozens of additional, federally funded
Georgia Tech professors trained GTSI graduate student researchers on advanced
technologies that have potential to help the PRC achieve military advancements
and dominate critical technology chokepoints.dd.270

2. Georgia Tech and GTSI Hosted Conferences that
Advanced the PRC’s Defense Objectives

GTSI has also served to advance Military-Civil Fusion through institute-level
events, including high-profile conferences. For example, in late 2019, Georgia Tech
and its Shenzhen campus hosted two high-profile conferences that served as thinly

dd At least six additional Georgia Tech professors who have trained GTSI students on the same
technologies and topics for which they have received federal funding, providing instruction in areas
including signal processing, machine learning, environmental engineering, and simulation. These
fields are crucial for advances ranging from telecommunications and data analysis to secure
communications and defense systems.
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veiled platforms for advancing Beijing's strategic, defense objectives by
emphasizing the integration of civilian research into defense applications.

CACRE 2019: Most troublingly, Georgia Tech, through GTSI, hosted the 4th
International Conference on Automation, Control and Robotics Engineering
(CACRE) in 2019 that emphasized specific technological domains with clear
military implications, attracting broad participation from the PLA, the Sevens Sons
of National Defense, and civilian entities that are deeply integrated into the PRC’s
military civil fusion efforts. The event was co-organized by Georgia Tech and the
Hong Kong Society of Mechanical Engineers.

At the helm of CACRE 2019 was an academic who went on to lead the PRC
efforts to align Hong Kong’s research capabilities and capital with the Party’s
military modernization goals.e 27! Zhang spearheaded efforts to integrate the
formerly independent top university in Hong Kong into the broader PRC
ecosystem by building collaborations with blacklisted entities like China Mobile,
supporting the Belt and Road Initiative, and aligning the
Hong Kong university’s research capabilities with China’s

technological ambitions, among other initiatives. 272

The conference attracted dozens of PRC military
participants.?”® The Rocket Force University of Engineering
presented research on intelligent military systems and
hypersonic weapons,?* while the PLA Strategic Support Force

“[The U.S.-blacklisted] Beijing
Institute  of  Technology
presented improvements in
strapdown seeker technology
for missile quidance[.]”

Information Engineering University showcased work on

protecting Al systems from adversarial attacks.?”> The PRC's

National University of Defense Technology contributed

studies on critical infrastructure network security,?”¢ UAV formation control,?”
collision avoidance for fixed-wing UAVs,?78 and vibration analysis for logistics
systems. 2 The PLA’s Naval Engineering University researchers presented
analysis on remote semi-active laser-guided projectiles.?®® Additionally, personnel
from local PLA branches also collaborated with academia and industry. An Army
Equipment Department researcher from Qigihar partnered with Nanjing
University of Science and Technology and PLA contractor Shanxi Limin Industries
to optimize an ammunition supply truck’s design using specialized software.?8!
Another from Nanjing’s Army Equipment Department worked with the same
university to improve the efficiency of weapon recoil systems using artificial
intelligence.?®

¢¢ The academic’s subsequent career trajectory, including his move to Hong Kong University of Science
and Technology (HKUST) and involvement in various cross-border collaborations, underscores his role
in aligning Hong Kong's research capabilities with China's technological ambitions. Upon moving to
HKUST in 2023, he moderated China Mobile’s “Belt and Road” conference, accepted unmanned vessel
donations, lectured at Chinese defense-linked universities, and hosted companies that are part of the
Military-Civil Fusion enterprise. He led a Thai delegation on unmanned driving regulations, signed
agreements with mainland institutions, and participated in high-level meetings with Chinese state-
owned enterprises.

f His activities exemplify a broader trend of mainland influence permeating Hong Kong's academic
institutions, subtly reshaping their priorities and connections.
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“[ At the conference,
China’s] ~ Rocket  Force
University of Engineering
presented  research  on
intelligent military systems
and hypersonic weapons|.]”

The conference also drew broad participation from five of
the Seven Sons defense universities, which are all blacklisted
by the U.S. government. Nanjing University of Science and
Technology presented on weapon systems design, fuze testing,
and projectile transfer systems. 2 Beijing Institute of
Technology presented improvements in strapdown seeker
technology for missile guidance,?* and Beihang University

researchers showcased advancements in industrial robot

calibration.?$5 Harbin Engineering University contributed work
on multi-target tracking algorithms for unmanned surface
vehicles, 26 and Harbin Institute of Technology offered studies on ultrasonic
gesture recognition and fault diagnosis for rotating machinery.27

Ostensibly civilian PRC research institutions also focused on military
applications of the technologies examined, particularly those affiliated with the
Chinese Academy of Sciences (CAS) and the Chinese Academy of Engineering
(CAE). The CAS State Key Laboratory of Robotics at the Shenyang Institute of
Automation presented six studies on advanced underwater and aerial robotic
systems, including research on swarm behavior for underwater drones and
coordinated movement of multiple underwater vehicles.?8¢ Notably, only two of
these studies appeared in the public-facing document, with the others, including
an award-winning presentation by Zhier Chen, withheld from publication,
suggesting the sensitivity of the research to PRC leaders.?® Other CAS institutes
also made contributions on industrial and lunar robots, advanced sensors, UAV-
mounted radar systems, and missile guidance enhancements. The Institute of
Electronic Engineering, subordinate to the CAE, also presented methods for
controlling unmanned surface vessels.??

Top Paper Advances PRC Maritime Robotics and Surveillance Capabilities

At the conference, a researcher at the Chinese Academy of Sciences won an award for his
paper on a flying fish-inspired underwater glider. His design features flexible wings and can be
launched from aircraft, allowing for efficient underwater gliding. This technology has clear
military applications, particularly in underwater surveillance, and represents a significant
advancement in China's marine robotics capabilities.

Zhier Chen, HONG KONG SOC’Y OF MECH. ENG'RS (2019),
https://web.archive.org/web/20240723120000/https://www.smehk.org/PhotoGaller/htm]/?428.html.

This concentration of restricted entities and express military research at what
was billed as a civilian academic conference underscores the PRC's systematic
effort to leverage international collaborations for military advantage. It raises
alarming concerns about the unintended transfer of sensitive technological
expertise that could significantly enhance the PRC's military capabilities.

Sino-US Symposium on Emerging Engineering Education: Likewise, the
Sino-US Symposium on Emerging Engineering Education convened key figures
from institutions deeply involved in the PRC’s defense-related research and
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development. The symposium’s centerpiece—the establishment of the
“International Alliance for New Engineering Education” —brought together high-
ranking officials from China's Ministry of Education and Georgia Tech, signaling
a coordinated effort to reshape global engineering education. The PRC was placed
in the leading role, with Tianjin University serving as the alliance’s first rotating
chair and secretary.?!

The conference assembled senior academics who are deeply embedded in the
PRC’s defense industrial complex and Military-Civil Fusion enterprise. A keynote
address was presented by a professor from Huazhong University of Science and
Technology, which hosts six defense-oriented laboratories and collaborates
directly with the PLA.?? Another notable speaker from Tianjin University was a
principal architect of the PRC’s “New Engineering Education” initiative, a plan to
integrate civilian research with strategic defense needs.?%

Representatives from the Seven Sons universities and other defense-oriented
establishments brought military and dual-use expertise to the table—ranging from
insights in aerospace research to weapons systems to long-range missiles. Beihang
University researchers presented cutting-edge aerospace research with clear
military applications.?* The Vice President of Beijing Institute of Technology
shared insights based on decades of weapons systems expertise.??> The President
of Shenzhen MSU-BIT University offered lessons from Sino-Russian collaboration
on high-tech engineering projects. ¢ The blacklisted Harbin Institute of
Technology sent experts in spacecraft control, 27 while Shanghai Jiao Tong
University's Vice Provost shared knowledge in propellant management that is
critical for long-range missiles.?

These conferences thus served to better align
civilian research with the PRC’s defense
objectives, fostered close collaboration between
military and defense researchers and professors
at the forefront of technological development,
and helped to advance the PRC’s application of

“’Seven Sons’ universities and other defense-
oriented establishments brought military and
dual-use expertise to the table—ranging
from insights in aerospace research to
weapons systems to long-range missiles.”

critical and emerging technologies in its military
and surveillance ecosystems.

3. GTSI Links to PRC Problematic Companies and
Advanced Technology Sector

Internship Programs. GTSIs internship program has established connections
with a network of PRC companies, many of which harbor concerning ties to the
country’s defense and security apparatus. While studying at GTSI, students have
participated in internships with these companies, and in at least 40 documented
cases, students have received academic credit for these placements. This direct
involvement raises significant concerns about the nature of the work students may
be exposed to and the potential for knowledge transfer.

Alibaba and SF Express, prominent placement sites for GTSI interns, have
concerning ties to the PRC’s defense apparatus. Alibaba partners with the Zhejiang
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Lab, which collaborates with numerous U.S.-sanctioned military institutions like
the PLA’s Information Engineering University and National University of Defense
Technology on advanced research in quantum computing, Al, and autonomous
systems.?” The company has also developed mobile propaganda applications and
provides surveillance technology in Xinjiang,3® including facial recognition for
ethnic minority detection.30!

SF Express, which has hosted at least 50 GTSI students since 2017,%2 contracts
with the PLA Air Force, participates in live military exercises, and has developed
military-grade drones like the “Star Shadow” and “AT-200.”73% Additionally, SF
Holding—the parent company of SF Express—signed a school-enterprise
cooperation agreement with Georgia Tech, where, according to the agreement,
“both parties will give full play to their respective professional advantages and
scenario resources in the fields of artificial intelligence, big data, machine learning,
supply chain, etc., focus on cooperation in the fields of technology and education,
and establish a long-term, stable, mutually beneficial and win-win cooperation
relationship.” 3 This close relationship with both academia and the military
underscores concerns about GTSI’s involvement, especially given that SF Express’
drones are now being used by the PLA in military exercises.

In the financial sector, Guosen Securities, another internship provider, actively
invests in Military-Civil Fusion funds, directly supporting the PRC’s defense
injtiatives.® Beijing Kuaishou Technology Co., Ltd., also part of GTSI's internship
network, is owned in part by an entity that also has an ownership stake in
sanctioned entities like China National Nuclear Corporation, linking it to China’s
nuclear weapons program.3%

GTSlinterns have also worked for PRC companies implicated in human rights
abuses and in the PRC’s bid to dominate the U.S. in Al. Tuzhan Intelligent
Technology, another key player in GTSI’s internship network, exemplifies the
PRC’s push to rival U.S. dominance in Al. The company’s Open-Sora project, a
collaboration with Peking University Shenzhen Graduate School, aims to replicate
OpenAl’s advanced text-to-video capabilities.”

Similarly, Intellifusion, co-founded by Georgia Tech alumni Chen Ning and
Tian Dihong, produces Al software, neural network chips, and big data analytics
solutions sold to public security bureaus across China for Al-enhanced police
work.3% Intellifusion is blacklisted by the U.S. Commerce Department for its role
in human rights abuses in Xinjiang.3® Since moving back to China, Chen Ning and
Tian Dihong have taken “special care” to maintain close ties with their alma mater,
not only by organizing “on-site observation[s]” and “exchange seminars” for
Georgia Tech students in Shenzhen, but also by providing internship and
employment opportunities for many Georgia Tech students.? Both alumni also
serve on the board of the Shenzhen Georgia Institute of Technology Education
Foundation, with Chen Ning as vice chairman. 3" This case exemplifies a broader
trend where U.S.-educated alumni, particularly those who worked on
government-funded research, return to the PRC and are now actively funneling
sensitive technologies and expertise to the PRC’s defense and intelligence
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apparatus and maintaining ongoing recruiting and other links with their alma
maters.

China Resources Angde Biotech Pharma Co., Ltd., another internship site, has
links to industrial zones in Xinjiang associated with forced labor.3'2 Shandong Hi-
Speed Holdings Group Limited, also part of the internship program, owns
significant interests in wind power subsidiaries in Xinjiang, a region where forced
labor is so pervasive that its operations are likely tainted in some form by these
human rights abuses.313

Funding. GTSI's connections to entities of concern extend beyond internships
to significant financial relationships. These monetary ties further deepen the
institute’s integration with the PRC’s academic and corporate sectors, particularly
in sensitive technology fields.

Between 2017-2019, SF Express, engaged in multiple contracts with Georgia
Tech, totaling over $7.8 million.3"* This substantial financial commitment coincided
with the formalization of GTSI's internship program and deepened ties between
the institute and a company, as mentioned before, known to have significant
military connections.

Other significant PRC partners have provided substantial funding to GTSI.
Tsinghua University, a leading technical institution with known military research
connections, provided contracts worth $545,000 in 2016. 35 China Mobile
Communication Co Ltd, a state-owned enterprise, contributed a $295,000 contract
in 2014.316

These financial relationships underscore GTSI's deep engagement with the
PRC’s advanced technology sector and illustrate how problematic entities may
exercise potential influence on GTSI's academic programs, and overall strategic
direction. Combined with the internship program, these funding ties create a
complex web of relationships between GTSI and entities linked to the PRC’s
defense and security apparatus, further blurring the lines between academic
pursuits, corporate interests, and national security concerns.

D. Sichuan University — Pittsburgh Institute

SCUPI is a joint institute between Sichuan University and Pittsburgh
University. The program brings U.S. academics from across the country to the PRC
to train Sichuan University undergrads. U.S. professors at SCUPI conduct dual use
research, including with PLA-affiliated entities. Their students do the same. For
example, researchers focus on material science, especially resilience of certain
materials under heat or pressure, and advanced ceramics, which are used as
sensors and in hypersonic weapons applications.3!?

This is especially disconcerting because Sichuan University hosts major
defense laboratories and is on the U.S. Commerce Department’s Entity List and
the DOD’s list of higher education institutions that pose a risk to U.S. national
security .38

50



Further, at least one U.S. SCUPI professor participates in a PRC talent program
that the FBI has explained “works to recruit experts from prestigious universities
. who can assist with the PRC government’s technological and economic
development needs.”3" This signals that SCUPI serves as a talent recruitment
mechanism for the PRC.30 Indeed, SCUPI is structured to facilitate knowledge
transfer: the institute hosts U.S. researchers as they work alongside Sichuan
University researchers and other PRC scholars on sensitive subjects that they had
previously spent years exploring, often with the help of federal funding.

For example, a professor of mechanical engineering and co-director of
nanotechnology at Union College has received federal funding for work on
nanomaterials, some of which has implications for quantum computing.3! At
SCUP], that same individual performs research on ultrathin materials and devices
alongside researchers from Sichuan University.?? This dual affiliation creates the
risk for knowledge transfer to a PLA-affiliated university and other entities in the
PRC that work to advance Military-Civil Fusion.

1. Research Collaborations with PRC Defense Entities

Numerous SCUPI professors who have dual affiliations with U.S. universities
have engaged in sensitive research with PLA-affiliated entities since joining
SCUPI, which serves as the conduit for potential knowledge transfer to these
entities.

The SCUPI dean, who is also in a leadership position at Pitt’s Swanson School
of Engineering, has engaged extensively in dual use research with PLA-affiliated
entities. In the U.S., he has received federal funding for his research on cooling
techniques for gas turbines using 3D printing technology —a fact that SCUPI touts
on its website.3? His research with PLA-affiliated entities has likewise focused on
cooling and heating technologies. For example, he has worked on thermal power
conversion for hypersonic vehicles with the Chengdu Aircraft Design and
Research Institute, a subsidiary of Chinese defense aviation conglomerate Aviation
Industry Corporation of China (AVIC).s¢32* He has also worked on heat transfer
research with the National University of Defense Technology’s Science and
Technology on Scramjet Laboratory, and separately with the Aero Engine
Corporation of China, both of which are blacklisted entities.3?

He also appears to serve as deputy director on the faculty committee of
Sichuan University’s School of Aeronautics and Astronautics. The school has
partnerships with the PLA and many of its contractors.3?”

Another U.S. scholar joined one of the Seven Sons universities after serving at
SCUPI. While serving as a SCUPI professor from February 2017 to January 2021,
he also conducted graphene research alongside an academic from the China

88 The Chengdu Aircraft Design and Research Institute is subordinate to AVIC, which was added to the
Non-SDN Chinese Military-Industrial Complex Companies List on June 9, 2021, pursuant to E.O.
13959.
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Academy of Space Technology"" and a group of researchers from UESTC.32632 He
then went on to serve as vice director of UESTC’s Graphene Innovation and
Engineering Research Center, and is now a professor at another PRC joint
institute.330

Other SCUPI researchers also maintain PLA-linked affiliations, further
underscoring the Institute’s military ties. For example, multiple professors are
affiliated with Sichuan University’s School of Aeronautics and Astronautics, which
has an array of PLA partnerships.®! One such SCUPI professor has won funding
from a PLA contractor for his research.?3? He teaches a required course at Sichuan’s
aeronautics school focused on national defense and so-called “chokepoint”
technologiesi in aerospace manufacturing.33

SCUPI students likewise engage in research with PLA affiliated entities.33* For
example, one student conducted military research with entities including the
Huludao Military-Civil Fusion and New Materials Industry Development Center
and Bohai Shipbuilding Heavy Industry Co.3 The research focused mainly on
ship manufacturing.

2. Research collaborations with the PLA and companies
implicated in forced labor

Like TBSI, SCUPI appears to have a focus on commercialization of research.
The Institute regularly conducts research with companies, many of which have
affiliations with the PLA or forced labor.

For example, SCUPI’s dean and another SCUPI professor worked with EPlus
3D Tech, a metal 3D printing company that partners with China Aerospace Science
and Technology Corporation (CASC), Aviation Industry Corporation of China
(AVIC), China Aerospace Science and Industry Corporation (CASIC), Commercial
Aircraft Corporation of China (COMAC), and others.?3¢ Another SCUPI researcher
worked on high-entropy alloys, which have significant defense implications,
alongside a representative from a gearbox company that lists military industry as
a use case on its website.3¥”

SCUPI has also partnered with companies implicated in forced labor,
including Kelun Pharmaceutical, which owns a Xinjiang-based biopharmaceutical
subsidiary and biotechnology subsidiary, and Tongwei Solar.3® The institute has
also hosted representatives from SenseTime, which is on two U.S. red flag lists
over its role in human rights abuses against Uyghurs.3*

3. SCUPI Serves the PRC's strategic, defense objectives

SCUPI maintains a robust CCP branch and trains its students on the
importance of PRC national security, both of which indicate that the institute is

hh The China Academy of Space Technology is subordinate to the China Aerospace Science and
Technology Corporation, which was added to the Non-SDN Chinese Military-Industrial Complex
Companies List on June 9, 2021, pursuant to E.O. 13959.

ii The PRC uses the concept of “chokepoint” technologies to refer to technologies in which Western
entities are dominant and the PRC seeks to remove its reliance on that Western technology.
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focused on advancing the PRC’s strategic interests first and foremost. While such
programs are common throughout China—and, indeed, are part of the standard
college curriculum—SCUPI's participation in such programs raises concerns
because it is a partnership with a U.S. university.

Students partake annually in a “National Security Education Day” where they
are taught about the PRC’s national defense forces and efforts. A press release
covering the event states that the students “realized that national security is closely
related to everyone, and every citizen has the responsibility and obligation to
safeguard national security.” It includes photos of SCUPI students examining
photos of weapons systems.340

SCUPI also appears to partake in annual military training.3*! Similar trainings
occur at other Sichuan University departments —again, common PRC university
program.3? For example, at Sichuan University’s School of Textiles and Food,
military training is a required course that aims to “improve students’ national
defense awareness.” 33 SCUPI’s participation in the PRC national defense
programming, however, raises concerns.

IV. LACK OF COMPLIANCE WITH FOREIGN FUNDING
REPORTING REQUIREMENTS

It is unsurprising that the CCP recognizes the high value of American
education and scientific research. For example, through large donations, lucrative
academic “partnerships,” and complex legal arrangements, foreign actors have
gained an outsized influence on American universities. Chinese universities and
institutes have exploited these collaborative relationships with American
universities for the benefit of the CCP. Hidden and obfuscated financial ties entice
institutions to hire additional faculty, form on-campus “cultural” centers, and
facilitate campus exchange programs under the guise of academic collaboration.3

We also uncovered the Department of Education’s failure to open a single
investigation under section 117 of the Higher Education Act (HEA)—the single
biggest enforcement tool to protect against the threats posed by foreign
adversaries.?*> The Biden-Harris administration’s blatant crippling of enforcement
efforts as well as institutions’ refusal to adhere to the law have resulted in billions
of dollars in foreign funds infiltrating our country undetected. As a result,
postsecondary education in America has been compromised. Malignant foreign
entities, like the CCP, have taken root at colleges and universities by simply
flashing their checkbooks and opening the floodgates to an endless stream of cash.

Time and accuracy are of the essence for transparency. The requirements of
section 117 of the Higher Education Act are designed to promote public
transparency regarding gifts and contracts that equal or exceed $250,000,
individually or in the aggregate, during a calendar year.34 Reporting contracts and
gifts years after they have occurred violates section 117 and enables dangerous
partnerships to fester out of sight.
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The Department has issued guidance to address scenarios in which foreign
gifts and contracts should be reported and urges institutions to conduct “due
diligence” in their reporting of foreign contracts and gifts under section 117.3%
Some of the scenarios include the following:

¢ Institutions” campuses outside of the United States;

e Intermediaries operating under the auspices of, or on behalf of, an
institution;

¢ Organizations outside of an institution’s direct control that benefit the
institution; and

e Sources that may be determined to be a foreign source.

The structure, nature, and designated monetary value of the contracts and
payments received by colleges and universities from the CCP or those it directly
or indirectly controls should have created vigilance at postsecondary institutions
to comply with section 117 disclosures. Instead, institutions have either acted
negligently or have intentionally misled the Department and the public about the
existence of these troubling foreign ties. This lack of full compliance, in turn, raises
serious questions about institutions’ section 117 processes.

A. Current Requirements of the HEA

To combat the danger of foreign influence in postsecondary education, section
117 of the HEA requires institutions of higher education (IHEs) that receive federal
financial assistance to disclose semiannually to the U.S. Department of Education
(ED or Department) any gifts from, or contracts with, a foreign source that alone,
or in the aggregate, are valued at $250,000 or more in a calendar year.

Section 117 was added to the HEA by the Higher Education Amendments of
1986.% The then-section 1207 (now section 117) became a part of the HEA in
response to large gifts from foreign governments, particularly gifts from Arab
governments to Georgetown University for the purpose of creating a Center for
Contemporary Arab Studies.? Section 117 requires the Secretary of Education to
provide the public access to the disclosed gift or contract information.??

Under section 117, each reported gift or contract must include the aggregate
dollar amount and the country of origin.®! The statute also requires institutions
owned or controlled by a foreign entity to report additional information.352

If a postsecondary institution fails to disclose properly a foreign gift or
contract, the Attorney General may initiate a civil action to compel compliance.35
Institutions that knowingly or willfully fail to comply with the law may be held
liable for the full costs of obtaining compliance, including the costs of investigation
and enforcement.®* In addition, under the Department’s November 2020 notice of
interpretation, a failure to comply with section 117 could constitute a violation of
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an institution’s program participation agreement, risking an institution’s access to
taxpayer dollars.3%

B. University of California, Berkeley

UC Berkeley failed to properly disclose TBSI-related gifts or contracts from the
PRC government throughout the eight years that it has been partnering with
Tsinghua University and the Shenzhen government at TBSI.35 Berkeley contends
that TBSI is a separate legal entity from the university and that any foreign gifts or
contracts to TBSI did not and do not fall within the section 117 reporting
requirements. %7 However, the structure and function of TBSI is that of an
intermediary3® —an entity working under the auspices of, or on behalf of, UC
Berkeley.3j Further, an intermediary under section 117 “may be a legal entity
other than an institution that receives a gift originating from or enters into a
contract with a foreign source, and then passes to an institution part or all of the
benefit of the gift from or contract with the foreign source.”? As an intermediary,
TBSI is a legal entity other than an HEA “institution of higher education,”3! such
as UC Berkeley, which should have triggered UC Berkeley’s reporting
requirement.? TBSI has received gifts originating from Chinese-affiliated entities
or has otherwise entered into contracts with foreign sources and passed on to UC
Berkeley part or all of the benefits of the gifts or contracts.3 This has occurred
through joint research and education, faculty and student exchanges, and the
design of new multidisciplinary research programs, novel graduate curricula, and
education programs in science and technology. Both Tsinghua University and UC
Berkeley hold equal interests in TBSI, and each have a 50 percent interest in all
revenue generated by inventions owned by TBSI and all other assets generated or
created by TBSL.364

As the name Tsinghua-Berkeley implies, UC Berkeley was directly involved
with the creation of TBSI and remains engaged in its management.3® The president
of UC Berkeley serves as co-chair of TBSI, along with the president of Tsinghua
University and the mayor of Shenzhen.3%6 UC Berkeley maintains a direct link to
TBSI on TBSI's website. No other American universities are listed or involved in
the leadership, creating the appearance of a specific and exclusive partnership
between UC Berkeley and TBSI. The existence of the Tsinghua-Berkeley Center at
Berkeley, California, the Berkeley-Tsinghua Center at Tsinghua, China, the use of
UC Berkeley’s name in each of the Centers’ names,’” and the various related UC
Berkeley agreements®® further demonstrate UC Berkeley’s intimate involvement
with, and benefit from, gifts and contracts with TBSI.*%*

Notably, UC Berkeley received nearly $22 million from Tsinghua University’s
U.S.-based entity, the Tsinghua Education Foundation North America (TEFNA)37
to assist with TBSL.?”! This includes two $1.5 million gifts received in 2015 and 2016

ii As demonstrated above, the partnership also serves the broader strategic goals of the PRC.
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and a subsequent $19 million sponsored research agreement.3”2 In UC Berkeley’s
October 6, 2023, oversight response to the House Committee on Education and the
Workforce, UC Berkeley admitted that it did not report to the Department the
section 117 gifts from, or contracts with, TEFNA in a timely manner because UC
Berkeley “did not initially recognize TEFNA as a foreign source due to its status
as a US entity.” 3% Yet, Department guidance clearly provides that “[w]hen
evaluating whether a subsidiary or affiliate is an agent of a foreign source with
respect to the transaction at issue, institutions may not simply assume that all
transactions with U.S.-based counterparties fall outside the scope of Section
117.737¢ UC Berkeley acknowledged it has “since improved” its reporting process
for gifts and contracts.> However, the lack of timely reporting prevented the
public and the Department from becoming aware of TEFNA as a foreign source of
gifts, as well as contracts, until several years after the fact.

Additionally, the Department also recommends colleges and universities
demonstrate increased due diligence “the first time an institution or intermediary
enters into a large transaction.”376 Despite TEFNA’s two gifts of $1.5 million each
equaling more than five times the section 117 threshold of $250,000, there is no
indication UC Berkeley carefully scrutinized whether TEFNA might constitute a
“foreign source.”3””

Millions in foreign funds flowed through TBSI and TEFNA to the benefit of
UC Berkeley. The structures of these contributions were similar to compliance
scenarios provided by the Department, yet UC Berkeley still failed to report
properly and timely the gifts and contracts as required by section 117.

C. Georgia Institute of Technology

Not dissimilar from UC Berkeley, Georgia Tech and Tianjin University entered
into a 20-year enabling agreement in 2016 to create the Georgia Tech Tianjin
University Shenzhen Institute (GTSI).?”® As the name suggests, GTSI expressly
includes Georgia Tech, through the university’s agents, as part of its founding,
leadership, and decision-making.3® Under the agreement and the Articles of
Association, the Board of Regents of the University of Georgia System, by and on
behalf of Georgia Tech, recommends three of the eight members to the Joint
Management Committee3® (the “ultimate decision-making body of GTSI”).38! Of
the remaining five members, the Shenzhen Municipal People’s Government
recommends two and Tianjin University recommends three.’? Additionally, the
Regents, by and on behalf of Georgia Tech, select not less than one third of the
faculty of GTSI and determine, along with Tianjin University, the educational
models and course structures.?? Though the enabling agreement includes the
foregoing faculty selection process, the Articles of Association are more general,
stating:

GTSI shall have a faculty body that is of high caliber,
international, and competitive at the global stage. TJU [Tianjin

56



University] and GT [Georgia Tech] shall send their outstanding
faculty members to work at GTSL; the remaining faculty members
shall be recruited globally [based on] high academic achievements
or potential. The ratio and size of full time faculty body shall meet
GTSI's educational needs and satisfy relevant regulations.3

The Regents also determine graduation and degree requirements for those
GTSI students awarded a Georgia Tech degree certificate.3%

Although GTSI has been in existence for over seven years, Georgia Tech failed
to disclose gifts and contracts in a timely manner.%¢ Similar to UC Berkeley,
Georgia Tech argued GTSI is not an intermediary to Georgia Tech, but instead is a
separate legal entity that does not meet the definition of an “intermediary.”%7 This
is false. If GTSI conveys “part or all of the benefit of the gift from or contract with
the foreign source” to Georgia Tech, then GTSI would be classified as an
intermediary.3 Some of the benefits Georgia Tech receives or may receive from its
association with GTSI include: (1) at least $17 million in section 117 gifts and
contracts from GTSI or other foreign sources in China; (2) a leadership role in
decision-making on the Joint Management Committee of GTSI; (3) the potential
for development of GTSI research centers with co-directors from Georgia Tech and
Tianjin University; (4) collaborative research activities; (5) faculty and student
exchanges; and (6) collaborative graduate degree programs offered at GTSI,
including a Master of Science in Electrical and Computer Engineering.3

Finally, the degrees offered by Georgia Tech through the campus of GTSI are
Master of Science degrees in Analytics, Computer Science, Electrical and
Computer Engineering, and Environmental Engineering; and a Master of
Industrial Design.®® Of relevance, Georgia Tech’s statements of milestone events
and promotional information state, “At GTSI, [Georgia Tech] students will earn the
same Georgia Tech diplomas as that [sic] issued in Atlanta.”3%!

Yet, Georgia Tech contends GTSI is neither an “additional location” nor
“branch campus” of Georgia Tech under the HEA .32 Georgia Tech asserts, instead,
that “Georgia Tech — Shenzhen” is the “additional location” of Georgia Tech and
the holder of the corresponding Department’s Office of Postsecondary Education
Identification number.*? Georgia Tech further contends that GTSI is simply an
“administrative entity” of the “joint initiative between Georgia Tech, Tianjin
University, and the Shenzhen Municipal People’s Government,” and that it is an
“off-campus instructional site for Georgia Tech students to pursue a master’s
degree.”** Given GTSI carries out many of the functional duties of an “additional
location” or “branch campus,” it certainly appears to have a much closer affiliation
with Georgia Tech than a mere “administrative entity.”

Bottom line, Georgia Tech failed to comply with section 117 in a timely
manner. Georgia Tech’s General Counsel began a review of the university’s section
117 reporting practices in 2022. During that review, Georgia Tech determined there
was a “contract” of $17 million “between” GTSI and Georgia Tech that originated
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in 2016, the year Georgia Tech signed a three-way agreement to develop a joint
institute.®> Georgia Tech stated this amount came from reimbursements given to
Georgia Tech from GTSI funding, projected out over the life of the contract.3%

The $17 million was finally disclosed in Georgia Tech’s report to the
Department in January 2024 —eight years after inception. Georgia Tech contended
the $17 million should have been reported earlier but was “unintentionally
omitted.”?”” As with UC Berkeley, the failure of Georgia Tech to report the $17
million initially, and the lack of sufficient attention to section 117’s compliance
obligations, are disturbing. The Defending Education Transparency and Ending Rogue
Regimes Engaging in Nefarious Transactions (DETERRENT) Act, as discussed below,
will remedy such omissions and delayed reporting.

V. POLICY RECCOMMENDATIONS
A. Existing Research Security Guardrails

Despite the PRC’s unprecedented challenges to America’s open research
ecosystem, there are very few guardrails in U.S. law to protect the exploitation by
foreign adversary countries of U.S. government-funded, unclassified research in
dual-use, critical, or emerging technologies. Although Congress and the Executive
Branch are slowly waking up to the problem, more action urgently needs to be
taken.

Congress has recently enacted helpful but incomplete guardrails around
certain federally funded R&D activities. For example:

Confucius Institutes: In the FY2021 NDAA, Congress prohibited DOD from
providing research funding to institutions that host Confucius Institutes, which
frequently function as arms of the PRC government, absent a waiver.* In
response, most U.S. universities have shut down their Confucius Institutes.kk

Talent Programs: In the CHIPS and Science Act, Congress required federal
agencies to prohibit research award grantees from participating in “malign foreign
talent recruitment program[s]” and to disclose participation in foreign talent
programs while receiving federal grant funding. 3 This is an important
improvement, but it only addresses a part of the problem for a few reasons.

1. The DOD-published list of malign talent program is wildly
underinclusive.! The PRC runs hundreds of talent programs that are
designed to facilitate technology and expertise transfer, especially in

k There is some evidence that the PRC is seeking to reestablish Confucius Institutes under new
names— this will require ongoing monitoring by universities to ensure that the PRC does not succeed
in its attempts to flout U.S. law.

I'The statutory definition of foreign malign talent programs extends beyond merely the programs listed
by DOD, but in practice, DOD’s list of programs is commonly used as the list against which affiliations
are screened because DOD has determined that those programs meet the relevant criteria (and has not
done so for other programs).
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dual-use, critical, and emerging technologies. To date, DOD has only
identified five malign talent programs on its list of malign foreign

talent programs, including only three PRC talent programs.m=

2. The requirement only applies while the individual is (a) receiving
federal funds, and (b) actively participating in the identified malign
foreign talent plan. But technology and expertise transfer frequently
happens after the duration of the grant™ (as illustrated above). And as
the examples above show, talent program participation often
generates ongoing links with problematic entities that endure and
grow after the duration of the talent program itself.

3. It is a significant limitation that this requirement relies on self-
disclosure.

Congress has also required DOD to create a list of problematic foreign
institutions, 4° mandated that agencies improve information sharing on research
security,%! and required agencies to identify threats to federal R&D.4?2

NSPM-33: Shortly before leaving office, President Trump issued National
Security Presidential Memorandum 33, mandating that institutions that receive
over $50 million annually in federal science and engineering support develop
research security programs and requiring improved information sharing across
agencies.*® However, these requirements are malleable —implementing guidance
does not require any hard and fast prohibitions on foreign ownership, control, or
influence among potential R&D awardees,** and coordination across agencies on
implementing these requirements remains fragmented.*

Below, we examine DOD policy as an illustration of the shortcomings in
current guardrails around federal grants and awards. In addition, NSF has issued
implementing guidance under the TRUST proposal assessment process to
improve vetting for national security risks.% That framework represents and
important but incomplete step forward because it does not address all relevant risk
factors. Notably, NSF is not a national security agency and it is the Committee’s
view, as articulated below, that Congress should strengthen the guardrails in
legislation.

mm DEP'T OF DEF., INTRODUCTION TO FY23 LISTS PUBLISHED IN RESPONSE TO SECTION 1286 OF THE
NATIONAL DEFENSE AUTHORIZATION ACT FOR FISCAL YEAR 2019 (PUBLIC LAW 115-232), AS AMENDED
(2024),
https://basicresearch.defense.gov/Portals/61/Documents/Research%20Security/1286%20List.pdf?ver=
nEagju7uAK3DCdAfMt9yZGg%3d%3d. Note: Two of the malign talent programs identified are just
different names for the same plan.

m For example, researchers routinely publish papers with findings produced by their federally-funded
research in the years after the grant funded has concluded, and they often tap into the expertise they
developed with federal funding in pursuing follow-on projects.

o NSF enhances research security with new TRUST proposal assessment process, NSF (June 5, 2024) last
accessed Sept. 23, 2024, https://new.nsf.gov/news/nsf-enhances-research-security-new-trust-proposal.
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Stronger research security measures are urgently required across all agencies
that fund dual-use, critical, and emerging technologies.

DOD Policy: As this report demonstrates, there is significant, ongoing
collaboration between DOD-funded researchers and individuals tied to the PRC
defense industrial base. This is not surprising, because DOD policy permits it.
Measures to strengthen DOD policy are urgently required.

DOD issued guidance in 2020 and 2023 implementing the legal requirements
above and providing additional controls related to DOD’s national security
mission. That guidance calls on DOD to implement controls to ensure the security
of DOD-funded research. More granularly, DOD has published a “Decision
Matrix” that gives specific guidance on the one factor that prohibits the grant of a
research award and other factors that require mitigation, among other things.
While the Matrix is an important first step, it leaves wide open avenues for
ongoing collaboration with the PRC’s defense industrial base. For example:

e The Matrix only requires automatic denial if the individual violates the

law—i.e., the individual is an active member of a designated malign
foreign talent program. As noted above, DOD has only listed two out of
hundreds of PRC talent plans; the list does not include common aliases,
and it is not regularly updated.

e For all other risk factors —including affiliations with PLA universities,

the Seven Sons of National Defense, Chinese Military Companies, and
other PRC military and defense actors—the Matrix requires mitigation at
most.

o But mitigation measures are unlikely to succeed in preventing the
transfer of defense-related expertise or technological know-how
to individuals who collaborate with the PRC defense industrial base.

o Even if the individual is not actively employed by the PRC
defense industrial base, it is extremely difficult to monitor the
transfer of federally funded expertise and the technological
breakthroughs that expertise may yield—and once DOD
identifies such a transfer, the damage is done.

e For individuals tied to much of the PRC’s defense industrial base,
mitigation measures are not even required. Mitigation would merely be

suggested for entities including CAEP, China’s primary nuclear weapons
research and development complex, and many PRC companies involved
in defense R&D, among others.

Although these measures are beneficial, they are incomplete. As the report
illustrates, they leave open extensive opportunities for foreign adversary
countries, especially the PRC, to exploit federally funded research into dual-use,
critical, and emerging technologies for their own strategic benefit.
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Lack of Prohibitions on Collaboration with Foreign Adversary Defense
Entities in Dual-Use, Critical, and Emerging Technologies: There is no general
statutory prohibition restricting federally funded researchers from collaborating
with military or defense-affiliated entities in a foreign adversary country like the
PRC on unclassified research. (A narrow prohibition that prohibits PRC
collaboration by recipients of NASA funding, which appears to be very poorly
enforced, is discussed in Appendix B.) That means that it is lawful for a U.S.
researcher to request federal funding to work directly with the PLA or a Seven
Sons university on a research grant related to dual-use technologies, and a federal
agency may award that grant request.

Lack of Prohibitions on Future Transfer of the Technological Advance or
Expertise Funded by Federal Dollars: There is likewise no statute prohibiting the
transfer of technology developed with the support of federal funding —including
DOD funding—to a foreign adversary country or to its military or defense-
affiliated entities. That contributes to the troubling case studies above, in which
federal researchers developed a technological breakthrough or advancement
based on years, sometimes more than a decade, of U.S. research funding, and then
transferred that technological expertise, advancement, or breakthrough to the PRC
and PRC defense-affiliated entities.

Inadequate Reporting Requirement and Enforcement: Finally, current law
does not require and adequately penalize improper, incomplete, or inadequate
reporting of ties to potentially problematic entities, and the information that is
collected is typically siloed within agencies and individual departments. A
January 2024 report conducted by the U.S. Government Accountability Office
found that the U.S. government does not even have reliable and consistent
reporting on research collaborations with foreign entities of concern*s—much less
the regulatory and oversight mechanisms necessary to protect such funding from
cooptation. Existing databases lack basic information such as unique identifiers or
personally identifiable information, making it almost impossible to even assess the
scale of the problem. rp

pp The National Institute of Standards and Technology (NIST)'s Research Security Framework and
NSF’s security training modules represent steps forward but remain insufficient to address the scale of
the threat. The training lacks specificity on navigating complex international collaborations, especially
in fundamental research areas with potential dual-use applications. See Federal Research: Information on
Funding for U.S.-China Research Collaboration and Other International Activities, U.S. GoOV.
ACCOUNTABILITY OFF. (Sept. 29, 2022), https://www.gao.gov/products/gao-22-105313; National Institute
of Standards and Technology, Strengthening Disclosure Requirements and Assessing Training Could Improve
Research Security, U.S. GOV. ACCOUNTABILITY OFF. (Dec. 14, 2023), https://www.gao.gov/products/gao-
24-106074.
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B. Foreign Gift and Contract Reporting Under HEA

1. Trump Administration Response

The Trump administration initiated and carried out multiple compliance
investigations of IHEs to help ensure the integrity of foreign gift and contract
reporting.%7” These investigations by the Trump administration discovered $6.5
billion in previously undisclosed gifts and contributions provided to so-called
“elite” colleges from countries that pose serious national security threats.40®

The investigations found many schools failed to disclose more than half of
foreign gifts and contracts they received. Consistent with the Trump
administration’s findings, a 2019 U.S. Senate staff report found that up to 70
percent of institutions reviewed failed to comply with section 117 and those that
do comply often underreport.4®

These findings showed widespread lack of compliance even though the
reporting requirements of section 117 had been in place for over 30 years.

In summary, under the Trump administration, the Department took many
steps to increase transparency and combat foreign influence through sustained
and focused enforcement of section 117. The Department opened over a dozen
section 117 investigations, issued detailed reporting guidance, modernized the
Department’s online portal to make compliance easier,*? and required the names
of foreign sources to be listed.*!!

2. Biden-Harris Administration Response

In a stark contrast with the Trump administration, the Biden-Harris
administration appears unconcerned about foreign gifts and influence. This
administration is characterized by a glaring lack of transparency and blatant
ignoring of foreign gifts and contracts. The lack of announcements by Secretary
Cardona or other senior Department officers of any newly-initiated compliance
investigations speaks volumes.#2 Further, when asked repeatedly in May 2023 at
a hearing of the Subcommittee on Higher Education and Workforce Development
whether the Biden-Harris administration had opened any new section 117
investigations, then-Office of Federal Student Aid (FSA) Chief Operating Officer
Richard Cordray failed to say yes or no.*? Instead, Mr. Cordray obfuscated,
contending that he could not speak to the details of current investigations.** A
review of the Department’s website on September 20, 2024, shows that no new
compliance investigations were opened during the Biden-Harris administration.*!5

Moreover, on December 27, 2022, the Biden-Harris administration announced
it would transfer responsibilities for administering section 117 away from the
Office of General Counsel and to FSA 416 This move was and remains ill-advised,
given the Office of General Counsel’s expertise and recent history of conducting
section 117 investigations.4” Additionally, FSA was embroiled in many legal,
technical, and other challenges demanding its attention, such as the delayed
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launch of the 2025-2026 Free Application for Federal Student Aid*¢ and the legal
challenges blocking its illegal Income Driven Repayment (known as “SAVE”)
plan.#1®

Relatedly, Chairwoman Virginia Foxx and 21 other members of the Committee
on Education and the Workforce transmitted a letter in April 2023 to Secretary
Cardona which included a request for detailed information on the budget and staff
resources dedicated to section 117 enforcement.*? Unfortunately, the Department
limited its response to the Committee to conclusory information with very few
details, noting it “devote[s] substantial resources towards . .. compliance” and that
“dozens of employees across the Department as well as vendors may work on
Section 117 matters.”42!

Another concern was a June 26, 2024, announcement by the Biden-Harris
administration stating that FSA’s then-existing section 117 interactive data table
would be decommissioned due to a “contract change.”#?2 Although prior years’
reported data remains technically available on several different spreadsheets, as of
June 26 the data table has become and more difficult for the public to access.** On
July 24, 2024, the Department informed the Committee that the interactive table
was “out of scope and out of budget” for the Department’s “ED.gov
Modernization Go-Live” project and that it will “work[] with an FSA contractor to
develop — subject to identification of available funding — a more fulsome Section
117 platform to address stakeholder concerns and operational needs.” ¢ The
absence of any mention of the foregoing in the Department’s FY 2025 budget
request, its equivocation about “identification of available funding,” and its lack
of any mention of reprogramming funds raise significant questions about its
commitment to enforce meaningfully section 117.

Finally, the Biden-Harris administration has closed several investigations with
little transparency into its closure process. In August 2022, the American Council
on Education (ACE) transmitted a letter to the Department thanking Department
senior officers for providing an update on section 117 to ACE and several
“participating associations.” 4> The letter stated that “ED plans to close the
outstanding section 117 investigations that remain open,” though curiously it did
not indicate why the Department planned to close the investigations.#* This
advance notice to ACE is in contrast to the Department’s lack of communication
to Congress about the detailed status of most pending section 117 investigations.*”
The Biden-Harris administration has closed five section 117 investigations since
taking office—three in 2023 and two in 2024.4% Ten other investigations, all
initiated under President Trump, remain open.** All of these actions by the Biden-
Harris administration raise questions about its commitment to enforcement of
section 117.
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C. Policy Recommendations

We therefore recommend the following measures:

Recommendation 1: Strengthen the guardrails around research
collaboration on dual-use, critical, and emerging technologies with foreign
entities of concern.

As demonstrated above, collaboration on dual-use, critical, and emerging
technologies is actively contributing to the PRC’s defense capabilities at the
expense of the American taxpayer. The benefits from federal funding extend
beyond the published results by developing expertise, technological and practical
know-how, and the knowledge base that facilitates technological advancements.
Research restrictions must be strengthened, and they must be applied in a manner
that is consistent with the relevant risk. This requires a sliding scale that factors in
the risk posed by a PRC individual or entity and the subject of the research grant.

Congress should prohibit federally funded researchers from engaging in any
collaboration with the highest risk entities, including individuals and entities
affiliated with the organs of the PLA, PLA universities, the Seven Sons of National
Defense, the Seven Sons of Ordnance (Arms) Industry, and the PRC’s national
defense labs, or the PRC’s Ministry of Public Security.

Congress should also prohibit collaboration on research related to dual-use,
critical, or emerging technologies with entities in the PRC’s broader defense
industrial base. This prohibition should cover individuals and entities affiliated
with the PRC’s state-owned defense conglomerates like AVIC, the PRC’s state key
laboratories, SASTIND-supervised universities like Tianjin University, and PRC
companies that are deeply intertwined in the defense and surveillance apparatus
like Huawei and Hikvision. This requirement could be implemented by
prohibiting collaboration with entities listed on U.S. government blacklists, such
as the DOD’s 1260H and 1286 lists. To be effective, the lists must be expanded to
include the entities engaged in defense research, and prohibit collaboration with
individuals or entities linked to those listed entities or other U.S. government
blacklisted entity.

The DOD should also urgently update the list of malign foreign talent
recruitment to include the dozens if not hundreds of additional PRC talent plans
that are designed to facilitate the transfer of dual-use, critical, and emerging
technologies to the PRC. The DOD’s current list is vastly underinclusive and does
not meet the requirements of existing law related to malign foreign talent
recruitment plans.

Agencies should also strengthen the guardrails related to research on dual-
use, critical, and emerging technologies for all individuals affiliated with foreign
countries of concern. Stronger reporting requirements, greater diligence on
researchers and their collaborators, and improved information sharing continue to
be sorely needed. For example, agencies should require awardees to identify all
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individuals—not just PIs and co-PIs—who will participate in grant-funded
research in advance and screen each researcher for relevant risk factors. Agencies
should routinely check the information reported by researchers against publicly
available information in advance of awarding grants to catch underreporting and
misreporting of risk factors before grants are awarded.

Recommendation 2: Implement post-award restrictions on collaborations
with blacklisted entities from a foreign country of concern.

The risks that the benefit of American taxpayer-funded research could be
transferred to the PRC does not end when a researcher’s grant concludes. Indeed,
in many of the examples above, researchers acquired years of expertise gained
through federal funding before beginning to collaborate with problematic PRC
entities. Here as well, a risk-based approach is warranted:

Congress should require agencies to prohibit federally funded researchers
from any future collaboration with the highest risk entities—i.e., organs of the
PLA, PLA universities etc. —related to the subject matter of their research grants.
Likewise, Congress should prohibit researchers who receive federal funding to
conduct research on dual-use, critical, or emerging technologies from
collaborating with individuals or entities affiliated with the broader PRC’s defense
industrial base—as defined above—related to the subject of their research even
after the grant has concluded.

Collaborations with individuals or entities associated with a blacklisted
foreign entity from a country of concern should be reported to the funding agency
in advance and require a waiver (at the risk of disqualifying the researcher from
any future federal grants or awards) before any collaboration related to the subject
matter of their grant could be pursued.

And agencies should strengthen reporting requirements, due diligence
processes, and enforcement of these requirements after the grant period.

Recommendation 3: Adopt the DETERRENT Act to require enhanced
transparency from universities and researchers of foreign gifts and contracts.

As demonstrated above, there is both inadequate reporting and enforcement
of federal requirements on university disclosures of foreign gifts and contracts. On
October 11, 2023, Representative Michelle Steel (R-CA) introduced the
DETERRENT Act (H.R. 5933) with Representatives Virginia Foxx (R-NC), Burgess
Owens (R-UT), Joe Wilson (R-SC), Glenn Thompson (R-PA), Glenn Grothman (R-
WI), Elise Stefanik (R-NY), Lloyd Smucker (R-PA), Lisa McClain (R-MI), Julia
Letlow (R-LA), Brandon Williams (R-NY), Erin Houchin (R-IN), Ron Estes (R-KS),
and Tim Walberg (R-MI).#® The DETERRENT Act passed the House floor on
December 6, 2023, with a bipartisan vote of 246 — 170.%1

The DETERRENT Act:
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e Slashes the foreign gift reporting threshold for colleges and
universities from $250,000 to $50,000, with an even stricter $0
threshold for countries of concern (China, North Korea, Iran, Russia,
as well as any country designated by the Secretary of Education, in
consultation with the Secretary of Defense, Secretary of State, and the
Director of National Intelligence to be engaged in conduct detrimental
to the national security or foreign policy of the United States);

e Closes reporting loopholes and provides transparency to Congress,
intelligence agencies, and the public;

¢ Requires disclosure of foreign gifts to individual staff and faculty at
research-heavy institutions to protect those targeted the most by our
adversaries;

e Holds our largest private institutions accountable for their financial
partnerships by revealing concerning foreign investments in their
endowments; and

e Implements a series of repercussions for colleges and universities that
remain noncompliant in foreign gift reporting, such as fines and the
loss of Title IV funding.

Recommendation 4: Strengthen oversight and enforcement of
postsecondary institutions’ failure to disclose foreign gifts and contracts.

As demonstrated above, stronger oversight and enforcement of foreign gift
and contract disclosure requirements is needed. Federal investigators have
recently settled multiple cases against federally funded universities for their
failures to disclose funding from the PRC.42 Our report demonstrates that this is
just the tip of the iceberg.

Strengthening enforcement will also require robust information sharing across
federal funding agencies. Sharing information about enforcement matters,
individuals of concern, and documents from ongoing cases across enforcement
entities will be critical to success.
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5 Documents on File with the Select Committee; Wang Yong'an, ” %% & 4N B 35 b B BUR &H,”
Anhui Daily (Oct. 12, 2015),
https://web.archive.org/web/20240828200423/https://www.cas.cn/cm/201510/t20151013 4436744.shtml
60 “Optical Properties & Conductivity of Planetary Material at Extreme Pressure-Temperature
Conditions,” Center for High Pressure Science and Technology Advanced Research (Jul, 30, 2015),
https://web.archive.org/web/20240828202329/http://www.hpstar.ac.cn/contents/616/369.html; “Novel
high-pressure materials with unusual bonding patterns and stoichiometries,” Center for High
Pressure Science and Technology Advanced Research (Dec. 18, 2015),
https://web.archive.org/web/20240828202423/http://www .hpstar.ac.cn/contents/616/381.html;
Documents on File with the Select Committee.

61 See Xiao-Jia Chen et al., “Elucidating the driving force of superconductivity increase in compressed
optimally doped Bi25r2CaCu208+xm,” The American Physical Society (March 14, 2016),
https://web.archive.org/web/20240828204821/https://absimage.aps.org/image/MAR16/MWS MARI16-
2015-006168.pdf; Xiao-Jia Chen et al., “Pressure tuning of competing orders and superconductivity in
Bi25r1.6La0.4CuO6,” The American Physical Society (March 5, 2019),
https://web.archive.org/web/20240828205120/https://meetings.aps.org/Meeting/MAR19/Session/F08.1
5.

62 While some sources report that the U.S. contributed $30 million to a leading Chinese scientist in AL
a Chinese source indicates that the UCLA lab, where Researcher 2 was the principal investigator,
received “more than $40 million in funding.” See Documents on File with the Select Committee; “ET
DAL ZR AR A BER A E AL RN TR BT FUbt bt K, Sina Technology (Sep. 25, 2020),
https://web.archive.org/web/20240821200855/https://tech.sina.com.cn/csj/2020-09-25/doc-
iivhuipp6289115.shtml.

6 Documents on File with the Select Committee.

¢ Documents on File with the Select Committee; “CCF Dragon Star Program: Overseas Outstanding
Chinese Scientists Provide Full Course Instruction [CCF 221X, IS HEARI AR &R IR,
China Computer Federation (2019),
https://web.archive.org/web/20240821222823/https://www.ccf.org.cn/c/2018-11-07/654682.shtml; “List
of the Eighth Batch of Chair Professors under the Chang Jiang Scholars Program [“ VL% 32 i) i1 %1l
755 )\ R EE B 44 #1],” Chang Jiang Scholars Program (May 30, 2009),
https://web.archive.org/web/20090530082106/http://www.cksp.edu.cn/news/4/4-20070316-54.htm; &
Fagli: & mpE AN LR — — WREHE R KAES,” Tencent Cloud (Nov. 12, 2019),
https://web.archive.org/web/20240821203030/https://cloud.tencent.com/developer/article/1537183;
Yixin Zhu, Tao Gao, Lifeng Fan, Siyuan Huang, et al., “Dark, Beyond Deep: A Paradigm Shift to
Cognitive Al with Humanlike Common Sense,” Engineering (2020): 31045,
https://www.sciencedirect.com/science/article/pii/S2095809920300345.

¢ Documents on File with the Select Committee. Beijing Institute of Technology is sanctioned under
Section 1286 of the NDAA and listed on the Entity List, restricting the export and reexport of EAR-
controlled items. See Introduction to FY23 Lists Published in Response to Section 1286 of the National
Defense Authorization Act for Fiscal Year 2019 (Public Law 115-232), as amended, (July 2024),
available at https://rt.cto.mil/wp-content/uploads/2024/07/FY23-Lists-Published-in-Response-to-
Section-1286-0f-NDAA-2019_clearedv2.pdf ; Supplement No. 4 to Part 744 —Entity List, 88 Fed. Reg.
13,675 (Mar. 6, 2023), https://www.ecfr.gov/current/title-15/subtitle-B/chapter-VII/subchapter-C/part-
744/appendix-Supplement%20No0.%204%20t0%20Part%20744 (last updated Aug. 15, 2024).

6 Documents on File with the Select Committee. For details on the Lotus Hill Institute, see: ZkFA#4fi:
i AN T8 6 — — MK EAE 31K 4T %%, Tencent Cloud (Nov. 12, 2019),
https://web.archive.org/web/20240821203030/https://cloud.tencent.com/developer/article/1537183;
“Hubei Ezhou: Attracting Talent and Intelligence to Promote Development [WiJb58/H: A 518Kk
f&],” Economic Daily (Feb. 19, 2009),

https://web.archive.org/web/20240821205537 /https://finance.sina.com.cn/roll/20090219/08312682915.s
html.
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https://web.archive.org/web/20240828195741/https:/inf.news/en/military/c9c31a6885f9b736582095d954a306c3.html
https://web.archive.org/web/20240828200423/https:/www.cas.cn/cm/201510/t20151013_4436744.shtml
https://web.archive.org/web/20240828202329/http:/www.hpstar.ac.cn/contents/616/369.html
https://web.archive.org/web/20240828202423/http:/www.hpstar.ac.cn/contents/616/381.html
https://web.archive.org/web/20240828204821/https:/absimage.aps.org/image/MAR16/MWS_MAR16-2015-006168.pdf
https://web.archive.org/web/20240828204821/https:/absimage.aps.org/image/MAR16/MWS_MAR16-2015-006168.pdf
https://web.archive.org/web/20240828205120/https:/meetings.aps.org/Meeting/MAR19/Session/F08.15
https://web.archive.org/web/20240828205120/https:/meetings.aps.org/Meeting/MAR19/Session/F08.15
https://web.archive.org/web/20240821222823/https:/www.ccf.org.cn/c/2018-11-07/654682.shtml
https://web.archive.org/web/20090530082106/http:/www.cksp.edu.cn/news/4/4-20070316-54.htm
https://web.archive.org/web/20240821203030/https:/cloud.tencent.com/developer/article/1537183
https://www.sciencedirect.com/science/article/pii/S2095809920300345
https://web.archive.org/web/20240821203030/https:/cloud.tencent.com/developer/article/1537183

¢ Documents on File with the Select Committee.
% The Beijing Institute of Technology (BIT) was added to the Commerce Department’s Entity List in
December 2020. Dep’t of Commerce, BIS, Final Rule, 85 FR 83416 (2020), available at
https://www.federalregister.gov/documents/2020/12/22/2020-28031/ad dition-of-entities-to-the-entity-
list-revision-of-entry-on-the-entity-list-and-removal-of-entities (last accessed Sept. 22, 2024).
¢ Documents on File with the Select Committee.
70 The full name of the company is now Dark Matter Intelligent Technology (Guangzhou) Co., Ltd. (
EYEREREL MD HBRA ), and its transition from a Los Angeles startup to a Guangzhou-based
entity reflects the trend of Al researchers returning to China to commercialize their work. See “About
Us,” Dark Matter Al (Dec. 1, 2020), https://web.archive.org/web/20201201104810/https://www.dm-
ai.cn/aboutus/.
7t “Dark Matter Al completes tens of millions of dollars in Pre-A round financing, building a
powerful cognitive Al platform [R&#) % i DMAI 56820 T- 7736 70 Pre-A $6Rb5E, FTi&#IAH AL V&
].” Global Artificial Intelligence Information Service (Mar. 28, 2018),
https://web.archive.org/web/20240821232212/https://www jigizhixin.com/articles/19032801.
72 The five state-owned enterprises are Guangzhou Industrial Investment, Guangzhou Industrial
Control, Guangzhou Urban Investment, Guangzhou Financial Control, and Nansha Science and
Technology Financial Holding. See “Seizing the Strategic Opportunity of the “Nansha Plan,” Five
State-Owned Enterprises in Guangzhou Jointly Invest in Dark Matter Intelligence [{148 (F7b77Z)
SREEHLIE, M 5 KIEARBA R R YR BE],” Express News (Jul. 5, 2022),
https://cj.sina.cn/articles/view/1652484947/627eeb5302001e05u?vi=4&autocallup=no&isfromsina=yes;
“Dark Matter Intelligence Technology (Guangzhou) Co., Ltd. [FE¥%& GeRl (M) HIRAF]”
QCC, https://archive.ph/jZVfj; “Guangzhou Dark Matter Enterprise Management Partnership
(Limited Partnership) [/ /& YA & Al B B G pk Al CHRRG1K) 1,7 QCC,
https://archive.ph/gnco3; “Dark Matter (Beijing) Intelligent Technology Co., Ltd. [BE#1)fi (dbm0) F4&E
BHEA A #]” QCC,
https://www.qcc.com/firm/a5b5a0f16c1bf43e469677eb786d6293.html?utm source=sogoulxkp.
78 Zhang Zhihong, Zhao Dong, and Chen Chongyu, CN-111497965-B, A Wheel-Leg Switching Robot
System and Its Control Method, Dark Matter Intelligence Technology (Guangzhou) Co., Ltd. (4%
ReRHL (] ) B BR 2 F]), Pub. Date January 18, 2022, filed April 24, 2020, issued April 24, 2020,
https://patents.google.com/patent/CN111497965B/zh; Xie Yuan, Chen Tianshui, and Pu Tao, CN-
110738102-B, Facial Expression Recognition Method and System, Dark Matter Intelligence
Technology (Guangzhou) Co., Ltd. ()& feft () H PR A7), Pub. Date May 12, 2023, filed
September 4, 2019, issued September 4, 2019, https://patents.google.com/patent/CN110738102B/en;
Lin Jing, Zhang Dongyu, and Wu Wenxi, CN-107480178-B, A Pedestrian Re-identification Method
Based on Cross-modal Comparison of Images and Videos, Dark Matter Intelligence Technology
(Guangzhou) Co., Ltd. (B#8& GeRH: (7 M) F R A &), Pub. Date July 7, 2020, filed July 1, 2017, issued
July 1, 2017, https://patents.google.com/patent/CN107480178B/zh; Chen Chongyu, Zhang Jian, and
Dong Le, CN-117372969-A, Monitoring Scene-Oriented Abnormal Event Detection Method, Dark
Matter Intelligence Technology (Guangzhou) Co., Ltd. (W48 GeRHE (7 M) EBR A &), Pub. Date
January 9, 2024, filed December 8, 2023, issued December 8, 2023,
https://patents.google.com/patent/CN117372969A/en.
7+ DMALI’s strategic importance in China’s Al development is highlighted by its recognition as a core
enterprise in Guangzhou's Al industry and its role in the “Nansha Plan” for the Greater Bay Area.
The “Nansha Plan” aims to develop the Greater Bay Area into a world-class city cluster with
advanced manufacturing and innovation capabilities. See “SCIO briefing about Master Plan of
Guangzhou Nansha on Deepening Comprehensive Cooperation between Guangdong, Hong Kong
and Macao with Global Perspective,” The State Council Information Office of the PRC (Jun. 24, 2022),
http://english.scio.gov.cn/pressroom/node 8031627.htm.
75 Huey-Meei Chang & William Hannas, “Spotlight on Beijing Institute of General Artificial
Intelligence,” Center for Security and Emerging Technology (May 2023),
ht-on-beijing-institute-for-general-artificial-

https://cset.georgetown.edu/publication/spotli

intelligence/.

76 Documents on File with the Select Committee; Huey-Meei Chang & William Hannas, “Spotlight on
Beijing Institute of General Artificial Intelligence,” Center for Security and Emerging Technology
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https://www.federalregister.gov/documents/2020/12/22/2020-28031/addition-of-entities-to-the-entity-list-revision-of-entry-on-the-entity-list-and-removal-of-entities
https://www.federalregister.gov/documents/2020/12/22/2020-28031/addition-of-entities-to-the-entity-list-revision-of-entry-on-the-entity-list-and-removal-of-entities
https://web.archive.org/web/20201201104810/https:/www.dm-ai.cn/aboutus/
https://web.archive.org/web/20201201104810/https:/www.dm-ai.cn/aboutus/
https://web.archive.org/web/20240821232212/https:/www.jiqizhixin.com/articles/19032801
https://cj.sina.cn/articles/view/1652484947/627eeb5302001e05u?vt=4&autocallup=no&isfromsina=yes
https://archive.ph/jZVfj
https://archive.ph/gnco3
https://www.qcc.com/firm/a5b5a0f16c1bf43e469677eb786d6293.html?utm_source=sogoulxkp
https://patents.google.com/patent/CN111497965B/zh
https://patents.google.com/patent/CN110738102B/en
https://patents.google.com/patent/CN107480178B/zh
https://patents.google.com/patent/CN117372969A/en
http://english.scio.gov.cn/pressroom/node_8031627.htm
https://cset.georgetown.edu/publication/spotlight-on-beijing-institute-for-general-artificial-intelligence/
https://cset.georgetown.edu/publication/spotlight-on-beijing-institute-for-general-artificial-intelligence/

(May 2023), https://cset.georgetown.edu/publication/spotlight-on-beijing-institute-for-general-
artificial-intelligence/.

77 Four of the UCLA lab’s five faculty and many of its 28 Ph.D. students also were affiliated with
Chinese universities. Graduate students work in causal learning, cognitive modeling, communicative
learning, generalization, grounding, reasoning and intent. See “People,” Center for Vision, Cognition,
Learning, and Autonomy,
https://web.archive.org/web/20240822130125/https://vcla.stat.ucla.edu/people.html; Documents on
File with the Select Committee; “£5 S Vjk: BifiEfE LA EE T AA X 4#,” CCTV (Nov. 25, 2022),
https://web.archive.org/web/20240822125618/https://news.cctv.com/2022/11/25/ARTIWIN0iErt6666t22
E1ACF221125.shtml.

(Nov. 25, 2022), https://news.cctv.com/2022/11/25/ARTIW][NoiErt6666t22E1 ACF221125.shtml.

7 Documents on File with the Select Committee.

80 More examples can be found in a 2023 report published by the Center for Security and Emerging
Technology, see Huey-Meei Chang & William Hannas, “Spotlight on Beijing Institute of General
Artificial Intelligence,” Center for Security and Emerging Technology (May 2023),
https://cset.georgetown.edu/publication/spotlight-on-beijing-institute-for-general-artificial-
intelligence/; Tao Yuan, Hangxin Liu, Lifeng Fan, Zilong Zheng, et al., “Joint Inference of States,
Robot Knowledge, and Human (False-)Beliefs,” IEEE International Conference on Robotics and
Automation (ICRA), Paris, France (2020), https://arxiv.org/abs/2004.12248; Luyao Yuan, Xiaofeng Gao,
Zilong Zheng, Mark Edmonds, et al., “In situ bidirectional human-robot value alignment,” Science
Robotics 7, no. 68 (July 13, 2022), https://www.science.org/doi/10.1126/scirobotics.abm4183; Yixin
Zhu, Tao Gao, Lifeng Fan, Siyuan Huang, et al., “Dark, Beyond Deep: A Paradigm Shift to Cognitive
Al with Humanlike Common Sense,” Engineering 6, no. 3 (2020): 31045,
https://www.sciencedirect.com/science/article/pii/52095809920300345.

81 CSET researchers note this phrase is generally “used to describe a Chinese project of paramount
importance and national pride,” where #7f is commonly mistranslated as “two bombs,” i.e., atomic
and thermonuclear weapons. The second #f (dan) is actually an abbreviation of 33 (ddodan),
“ballistic missile.” See Huey-Meei Chang & William Hannas, “Spotlight on Beijing Institute of
General Artificial Intelligence,” Center for Security and Emerging Technology (May 2023),

https://cset.georgetown.edu/publication/spotlight-on-beijing-institute-for-general-artificial-
intelligence/; Irene Zhang, “Al Proposals at “Two Sessions’: AGI as “Two Bombs, One Satellite’?”,
ChinaTalk (Mar. 8, 2023), https://www.chinatalk.media/p/ai-proposals-at-two-sessions-agi.

8 ““Two bombs and one satellite’ established China's status as a great power [“ 3 — 2" B % H1 [H X
E #4717 CCTV (Oct. 18, 2007),
https://web.archive.org/web/20240822131310/http://discovery.cctv.com/special/C19607/20071018/1048
99.shtml.

8 General artificial intelligence should be raised to the height of ‘two bombs and one satellite’ [4>E
T FiAAA Al R IE A N T REIR P s — B 7%= ],” Southern Metropolis Daily (Mar. 6, 2023),
https://web.archive.org/web/20240822131336/https://www .bigai.ai/blog/news/nanfangdushibao/.

8 Since its inception, the Tsinghua-Berkeley Shenzhen Institute has adhered to the concept of

“industrializing scientific research outcomes,” by establishing the institute in an industrial park and
appointing industry experts as mentors to fully leverage Shenzhen's strengths in innovation and
entrepreneurship, achieving a deep integration of academia, research, and industry [J&5H#—{ 78 FIIK
N2 R AL G S 2 WA B R A B, ST B AME P e« B R SR AT Tl
IgE R, AR HRYIZECIH G LIRS, Sl SRR 4] emphasizing the institute's
express focus on translating research into commercial applications. See Wei Feifei, "Tsinghua-
Berkeley, Running at the Same Speed as Shenzhen [i&#—fH7H], FIERYIFHFFHI]," China
Education Network (Apr. 8, 2017),

https://web.archive.org/web/20231004213847 /https://webcache.googleusercontent.com/search?g=cach
e:TkmALKTP3x4]:www.hinews.cn/news/system/2017/04/08/031051499.shtml&cd=17&hl=en&ct=clnk
&gl=us.

8 The company’s full name is Berxel Photonics Co. Ltd (RIINE G RN A BR A 7). For more
details, see “Shenzhen Berxel Photonics Co., Ltd. [iRIITEF 6 HEHSE R A 7], Qichacha,
https://web.archive.org/web/20240822142553/https://www.qcc.com/firm/8d1747eefe3e8918cd94604498
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https://cset.georgetown.edu/publication/spotlight-on-beijing-institute-for-general-artificial-intelligence/
https://cset.georgetown.edu/publication/spotlight-on-beijing-institute-for-general-artificial-intelligence/
https://www.chinatalk.media/p/ai-proposals-at-two-sessions-agi
https://web.archive.org/web/20231004213847/https:/webcache.googleusercontent.com/search?q=cache:TkmALKTP3x4J:www.hinews.cn/news/system/2017/04/08/031051499.shtml&cd=17&hl=en&ct=clnk&gl=us
https://web.archive.org/web/20231004213847/https:/webcache.googleusercontent.com/search?q=cache:TkmALKTP3x4J:www.hinews.cn/news/system/2017/04/08/031051499.shtml&cd=17&hl=en&ct=clnk&gl=us
https://web.archive.org/web/20231004213847/https:/webcache.googleusercontent.com/search?q=cache:TkmALKTP3x4J:www.hinews.cn/news/system/2017/04/08/031051499.shtml&cd=17&hl=en&ct=clnk&gl=us

467b27.html. For examples of federally-funded research, see "CMOS-Compatible Nanomanufactured
Optoelectronic Integrated Circuits on Silicon," Award No. 1335609, National Science Foundation (Jul.
26, 2013), https://www.nsf.gov/awardsearch/showAward? AWD 1D=1335609; Stuart A. Wolf, James
Belanich, and Melissa A. Cummings, “An Evaluation of the National Security Science and
Engineering Faculty Fellows Program,” Institute for Defense Analyses at A-2 (Jun. 2017),
https://www.ida.org/-/media/feature/publications/a/an/an-evaluation-of-the-national-security-
science-and-engineering-faculty-fellows-program/d-8528.ashx; Robert Sanders, Tiny Tunable Laser
Lights Way to High-Speed Data Networks Perhaps 100 Times Faster Than Today's Fastest Data
Communication Systems, UC Berkeley Researchers Say, U.C. Berkeley News (Feb. 6, 2011),
https://web.archive.org/web/20240822140142/https://newsarchive.berkeley.edu/news/media/releases/
98legacy/03_11_98a.html; Roger Chen et al., Nanolasers Grown on Silicon, 5 Nat. Photonics 170
(2011), https://e3s-center.berkeley.edu/wp-content/uploads/2019/06/2011_Nanolasers-Grown-On-
Silicon.pdf; https://apps.dtic.mil/sti/citations/ADA606149; “BNNI Centers,” Berkeley Nanosciences
and Nanoengineering Institute,
https://web.archive.org/web/20240822140422/https://nano.studentorg.berkeley.edu/research/BNNICe
nters.html.

8 “Ministry of Education Notice on the Announcement of the List of Chang Jiang (Yangtze River)
Distinguished Professors, Chair Professors, and Chang Jiang Scholars Achievement Award Winners
for the Year 2008 [#( & #0¢ T-AM0 2008 KL # RSB . YFEEFR KL 34 BUsh 3R 4 % 44
LRI &N],” PRC Ministry of Education (Sep. 6, 2009),
https://web.archive.org/web/20240705201237/http://www.moe.gov.cn/publicfiles/business/htmlfiles/m
oe/cmsmedia/image//UserFiles/File/2009/09/24/2009092409/2009092409 875892.doc; “List of the
Fourth Batch of Chair Professors under the “Chang Jiang Scholars Award Program [“ 171243 22 i i+
X7 S8 DUtk U FE 4% 4 #],” Chang Jiang Scholars Award Program (Apr. 17, 2010),
https://web.archive.org/web/20100417112222/http://www.cksp.edu.cn/news/4/4-20070316-44.htm. See
also Documents on File with the Select Committee.

87 “EECS News Fall 2008,” Department of Electrical Engineering and Computer Sciences at UC
Berkeley (Nov. 20, 2008),
https://web.archive.org/web/20240704184703/https://www2.eecs.berkeley.edu/News/Archive/08fall.sh
tml; Stuart A. Wolf, James Belanich, and Melissa A. Cummings, “An Evaluation of the National
Security Science and Engineering Faculty Fellows Program,” Institute for Defense Analyses at A-2
(Jun. 2017), https://www.ida.org/-/media/feature/publications/a/an/an-evaluation-of-the-national-

security-science-and-engineering-faculty-fellows-program/d-8528.ashx.

8 Documents on File with the Select Committee. The fellowship awarded up to $3 million over five
years, starting in 2008, with the expected output being a series of academic publications. To track
these, the Committee conducted a search on OpenAlex for papers authored by Researcher 3 that
acknowledged the “National Security Science and Engineering Faculty Fellowship.” This search
yielded 17 publications, primarily from 2010, extending through 2015 due to the peer review process.
Of these, eight focused on optical networks, with additional work on advanced materials and laser
technology components. Documents on File with the Select Committee.

89 Documents on File with the Select Committee.

9 “Shenzhen Berxel Photonics Co., Ltd. [T EEHEHBR/A]],” Qichacha,
https://web.archive.org/web/20240822142553/https://www.qcc.com/firm/8d1747eefe3e8918cd94604498
467b27 . html.

91 See Oxide Spaced HCG VCSEL and Method of Fabricating the Same, CN-112219327-A (filed May
11, 2018, issued Jan. 12, 2021) (California Univ. Board of Trustees; Ruihua Chang, Kevin T. Cook,
Jipeng Qi, Jiaxing Wang), https://patents.google.com/patent/CN112219327A/en; Vertical Cavity
Surface Emitting Device with Buried Index Guiding Current Confinement Layer, CN-112189288-A
(filed May 11, 2018, issued Jan. 5, 2021) (California Univ. Board of Trustees; Ruihua Chang, Jiaxing
Wang, Kevin T. Cook, Younan Shao, Emil Kolev),
https://patents.google.com/patent/CN112189288A/en; Epitaxial Growth of Phosphorus Gallium
Arsenide Clad Material on Gallium Arsenide Substrate, CN-112119481-A (filed May 11, 2018, issued
Dec. 22, 2020) (California Univ. Board of Trustees; Ruihua Chang, Jiaxing Wang, Younan Shao, Emil
Kolev), https://patents.google.com/patent/CN112119481A/en.
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https://patents.google.com/patent/CN112189288A/en
https://patents.google.com/patent/CN112119481A/en

92 See Polarized Structured Light 3D Camera and 3D Imaging Method, CN-115524719-A (filed Oct. 9,
2022, issued Dec. 27, 2022) (Berxel; Xuanlun Huang, Chenyang Wu, Jiannan Yu, Jiaxing Wang,
Ruihua Chang), https://patents.google.com/patent/CN115524719A/en; High-Speed Vertical Cavity
Surface Emitting Laser, Photoelectric Device with High-Speed Vertical Cavity Surface Emitting Laser
and Manufacturing Method of High-Speed Vertical Cavity Surface Emitting Laser, CN-116759888-A
(filed Jun. 8, 2023, issued Sep. 15, 2023) (Berxel; Ruihua Chang, Jiaxing Wang, Huawen Hu, Zhuokai
Yang), https://patents.google.com/patent/CN116759888 A/en; High-Speed Vertical Cavity Surface
Emitting Laser and Photoelectric Equipment with Same, CN-220382487-U (filed Jun. 8, 2023, issued
Jan. 23, 2024) (Berxel; Ruihua Chang, Jiaxing Wang, Huawen Hu, Zhuokai Yang),
https://patents.google.com/patent/CN220382487U/en; High-Contrast Grating Polarizer with
Adjustable Polarization Characteristics, CN-117170004-A (filed Jun. 16, 2023, issued Dec. 5, 2023)
(Berxel (Zhejiang); Yao Cui, Ruihua Chang, Younan Shao, Yipeng Ji),
https://patents.google.com/patent/CN117170004A/en; High Contrast Grating Polaroid, CN-
116482792-A (filed Mar. 31, 2023, issued Jul. 25, 2023) (Berxel (Zhejiang); Yao Cui, Ruihua Chang,
Younan Shao, Yipeng Ji), https://patents.google.com/patent/CN116482792A/en; Adjustable Structured
Light Generator, Photoelectric Device with Same and Manufacturing Method, CN-117369196-A (filed
Aug. 23, 2023, issued Jan. 9, 2024) (Berxel; Chenyang Wu, Xuanlun Huang, Yipeng Ji, Jiaxing Wang,
Ruihua Chang), https://patents.google.com/patent/CN117369196A/en; Noise Removal Method for 3D
Structured Light Camera System, CN-116962898-A (filed Jul. 28, 2023, issued Oct. 27, 2023) (Berxel;
Xiaolan Xu, Ruihua Chang, Jiannan Yu, Baishun Wang),
https://patents.google.com/patent/CN116962898 A /en.

9 Pan Xiaoqin et al, “Rising of Jiashan's 'Smart Sensor Valley': Industrial Breakthrough in an
Emerging Zone [ Ui & BEALIEA7:  — AN EIX H LR H],” Jiaxing Daily (May 27, 2021),
https://web.archive.org/web/20231003154156/https://webcache.googleusercontent.com/search?q=cach
e:EwGKN9503Uc]:https://zjnews.zjol.com.cn/zjnews/jxnews/202105/t20210527_22588113.shtml&cd=17
&hl=en&ct=clnk&gl=us.

% Berxel's investors (2019-2021 include: Summitview Capital, Qingsong Fund, TusStar, Leaguer
Angel Investment Management, Vision Knight Capital, Legend Star, E-Town International Industrial

Investment, Hongtai Fund, Shenzhen Capital Group, Oriental Fortune Capital, Sunic Capital, Yitang
Changhou Fund, and Montage Technology. For details on ownership structure, see “Shenzhen Berxel
Photonics Co., Ltd. [IRYIEF R A R 2], Qichacha,
https://web.archive.org/web/20240822142553/https://www.qcc.com/firm/8d1747eefe3e8918cd94604498
467b27.html. For details on investors tied to the military industrial complex, see “2020 Annual
Report,” Montage Technology Co., Ltd. (Apr. 30, 2021),
http://static.sse.com.cn/disclosure/listedinfo/announcement/c/new/2021-04-
30/688008_20210430_5.pdf; “2023 Annual Report,” Montage Technology Co., Ltd. (Apr. 10, 2024),
https://static.sse.com.cn/disclosure/listedinfo/announcement/c/new/2024-04-
10/688008_20240410_UZ0Y.pdf; "Non-SDN Chinese Military-Industrial Complex Companies List,"
U.S. Department of the Treasury, https://www.treasury.gov/ofac/downloads/ccmc/nscmiclist. txt.

% “High Directionality of Surface Radiation for Surface Emitting Distributed Feedback Lasers,”
Optics Express (Apr. 25, 2022), https://opg.optica.org/oe/fulltext.cfm?uri=oe-30-9-14243&id=471347.

9% “About Us [5%T-#A1],” Berxel,
https://web.archive.org/web/20240822150855/https://www.berxel.com/cn/about.html.

% While Berxel does not explicitly state LIDAR as an application on their website, the company's
General Manager gave a presentation titled “New High-Power, Anti-Interference LiDAR Light
Source” at the 29th Microwords and Great Meanings Seminar on ‘LiDAR Technology and
Applications” in September 2020. This suggests Berxel’s involvement in developing technologies
directly applicable to LiDAR systems. See “29th "Micro Words, Great Meanings" Symposium: LiDAR
Technology and Applications [ £~ JUJE"“ IS K LB 2 WOGTE IS SR &M HT,” MEMS
Consulting (Sep. 10, 2020),
https://web.archive.org/web/20240306202915/https://webcache.googleusercontent.com/search?q=cach
elwYQIhUIFgQJ:https://www.memseminar.com/29/&cd=12&hl=en&ct=cInk&gl=us.

» The following patents are related to technologies commonly used in facial recognition systems,
particularly involving 3D imaging and structured light methods: Polarized Structured Light 3D

76


https://patents.google.com/patent/CN115524719A/en
https://patents.google.com/patent/CN116759888A/en
https://patents.google.com/patent/CN220382487U/en
https://patents.google.com/patent/CN117170004A/en
https://patents.google.com/patent/CN116482792A/en
https://patents.google.com/patent/CN117369196A/en
https://patents.google.com/patent/CN116962898A/en
https://opg.optica.org/oe/fulltext.cfm?uri=oe-30-9-14243&id=471347

Camera and 3D Imaging Method, CN-115524719-A (filed Oct. 9, 2022, issued Dec. 27, 2022) (Berxel;
Xuanlun Huang, Chenyang Wu, Jiannan Yu, Jiaxing Wang, Ruihua Chang),
https://patents.google.com/patent/CN115524719 A/en; Adjustable Structured Light Generator,
Photoelectric Device with Same and Manufacturing Method, CN-117369196-A (filed Aug. 23, 2023,
issued Jan. 9, 2024) (Berxel; Chenyang Wu, Xuanlun Huang, Yipeng Ji, Jiaxing Wang, Ruihua Chang),
https://patents.google.com/patent/CN117369196A/en; Noise Removal Method for 3D Structured Light
Camera System, CN-116962898-A (filed Jul. 28, 2023, issued Oct. 27, 2023) (Berxel; Xiaolan Xu, Ruihua
Chang, Jiannan Yu, Baishun Wang), https://patents.google.com/patent/CN116962898A/en.

100 Documents on File with the Select Committee; see also %8 | M3 9256 25 B = AE 0 FE #0374k
ERL =B b1 MSIR LS = I AR i B TRERE 4ME R L, Peng Cheng Laboratory (Nov. 23,
2023), https://web.archive.org/web/20240704035825/https://www.pcl.ac.cn/html1/943/2023-11-
23/content-4338.html.

101 Peng Cheng Laboratory (PCL), established in 2018 by Guangdong and Shenzhen governments, is a
key instrument in China's state-driven Al development strategy. It aggressively pools resources from
government, military-linked industries, and academia to advance Al capabilities, particularly in large
language models. PCL provides critical infrastructure for sensitive, compute-intensive Al tasks and
collaborates with sanctioned entities like Huawei. Its ‘China Computing Net’ (C2NET) initiative aims
to centralize Al computing resources, potentially facilitating state control and surveillance. These
efforts are designed to achieve technological supremacy in Al while circumventing U.S. export
controls, raising significant national security concerns. “Profile of Pengcheng Laboratory [MS3®3246 %
ML), Peng Cheng Laboratory, https://archive.is/0F7vk; Rebecca Arcesati, “China’s Al development
model in an era of technological deglobalization,” Mercator Institute for China Studies (May 2, 2024),
https://www.merics.org/de/studie/chinas-ai-development-model-era-technological-deglobalization.
102 More specifically, Peng Cheng Laboratory maintains connections with numerous U.S.-sanctioned
entities, including China Aerospace Science and Technology Corporation, China Electronics
Corporation, China Mobile, China Aerospace Science and Industry Corporation, China Telecom
Corporation, and Huawei. The laboratory also collaborates with iFlytek and Intellifusion, which are
blacklisted by the U.S. for human rights abuses. These partnerships, ranging from strategic
cooperation to joint construction efforts, raise serious concerns about technology transfer and

potential military applications of Al technologies developed through these collaborations. See
“Strategic Partnerships [/l {F],” Peng Cheng Laboratory,
https://web.archive.org/web/20220705210246/https://www.pcl.ac.cn/html/903/. For information on

sanctioned entities see China Aerospace Science and Technology Corporation (listed on the Non-SDN
Chinese Military-Industrial Complex (CMIC) List, August 2, 2021, and under Department of Defense
(DoD) Section 1260H of the National Defense Authorization Act, June 3, 2021), China Electronics
Corporation (listed on the Non-SDN CMIC List, August 2, 2021), China Mobile (listed on the Non-
SDN CMIC List, August 2, 2021), China Aerospace Science and Industry Corporation (listed on the
Non-SDN CMIC List, August 2, 2021, and on the Bureau of Industry and Security (BIS) Entity List,
October 9, 2019), China Telecom Corporation (listed on the Non-SDN CMIC List, August 2, 2021, and
under DoD Section 1260H), Huawei (listed on the BIS Entity List, May 21, 2019), iFlytek (listed on the
BIS Entity List, October 9, 2019), and Intellifusion (listed on the BIS Entity List, June 5, 2020) —see
Office of Foreign Assets Control, Non-SDN Chinese Military-Industrial Complex List, issued August
2, 2021; Office of Foreign Assets Control, Reciprocal Sanctions, issued November 12, 2020;
Department of Defense, Section 1260H of the William M. ("Mac") Thornberry National Defense
Authorization Act for Fiscal Year 2021, Pub. L. No. 116-283, issued June 3, 2021; Bureau of Industry
and Security, Entity List, issued May 21, 2019; Bureau of Industry and Security, Entity List, issued
October 9, 2019; Bureau of Industry and Security, Entity List, issued June 5, 2020.

103 Documents on File with the Select Committee; Kate O'Keeffe, “Huawei Secretly Backs US
Research, Awarding Millions in Prizes,” Bloomberg (May 2, 2024),
https://www.bloomberg.com/news/articles/2024-05-02/huawei-secretl
with-millions-in-prizes-through-dc-group?embedded-checkout=true.
104 Zhou Li & Zhong Lin Wang, Research Highlights in the Beijing Institute of Nanoenergy and
Nanosystems, 29 Adv. Funct. Mater. 1906059 (2019),
https://onlinelibrary.wiley.com/doi/pdf/10.1002/adfm.201906059.

-backs-us-based-research-
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105 James J. Valdes, Richard S. Potember & Diane M. Kotras, Nanoenergetic Materials for Microscale
Tactical Applications, Mil. Rev. Online Exclusive (May 2023),
https://www.armyupress.army.mil/Journals/Military-Review/Online-Exclusive/2023-
OLE/nanoenergetic/.

106 Documents on File with the Select Committee.

107 Documents on File with the Select Committee.

108 “Documents on File with the Select Committee.

109 Emily Weinstein, “Mapping China’s Sprawling Efforts to Recruit Scientists,” Defense One (Nov.
30, 2020), https://www.defenseone.com/ideas/2020/11/mapping-chinas-sprawling-efforts-recruit-
scientists/170373/; F}5 NA: 5 NAER}F -0/ 6 W BE T 2%B% £ 44K, Scholars of China (May 2, 2003),
https://web.archive.org/web/20240523161902/https://edu.sina.cn/sa/2003-05-02/d etail-
ikftpnny8649445.d.html.

VO 235 2l vk K1) B8 DU U PR 44 54, Chang Jiang Scholars Award Program (Apr. 17, 2010),
https://web.archive.org/web/20100417112222/http://www.cksp.edu.cn/news/4/4-20070316-44.htm.

o AR R 3 4513k 250 42 4413 4M a2 A, United Front Work Department of the Party
Committee of Hunan Institute of Science and Technology (June 26, 2012),
https://web.archive.org/web/20240822190502/https://tzb.hnist.cn/info/1732/3990.htm; 44N K AT M.
At L7 45, Beijing Yanqi Development Zone Administrative Committee (July 23, 2015),
https://web.archive.org/web/20240822191055/https://read01.com/O0zK06.html.

112 Between 1992 and 2010, Researcher 4 made approximately 130 trips between the U.S. and China to
maintain ongoing collaborations with Chinese scholars. (“7EE /M, T Aobk WA Hr i 5 o [E 22 1
AC. 1992 SEF 2010 42 18 4E[], At o362 A AR IC R #8130 1K) See WL THAEIT G AR RER
W9tk &,” Guo Ke Da (Jun. 25, 2022),
https://web.archive.org/web/20240822191630/https://wap.sciencenet.cn/mobile.php?type=detail&cat=
news&id=481526&mobile=1.

113 Specifically, Wong served as an “Overseas Review Expert” for CAS, The program was established
in 1998 “to encourage outstanding overseas Chinese students to serve their country, fully utilize

overseas intellectual resources, and reform and adjust domestic review work to make it more
scientific and standardized.” For more see “A Brilliant Life: Interview with Professor Zhonglin Wang
from the College of Engineering, Peking University,” Peking University News (Apr. 19, 2006),
https://web.archive.org/web/20240523160426/https://www.coe.pku.edu.cn/newsfocus/fast/4982.html;
“List of Overseas Review Experts of the Chinese Academy of Sciences,” Overseas Review Experts
(2001), https://archive.ph/nYjbZ; Zhonglin Wang, “Decades of Effort in Creating a Nanotechnology
Research System,” University of Chinese Academy of Sciences (Jun. 25, 2022),
https://web.archive.org/web/20240416160813/https://wap.sciencenet.cn/mobile.php?type=detail&cat=
newsé&id=481526&mobile=1; Peking University College of Engineering, "Starting Afresh: The
Vigorous Development of the Peking University College of Engineering [1fii -1 # I\ Skibk — — &%) &
JERIAL RS T %], Peking University College of Engineering (May 2008),
https://web.archive.org/web/20240703172451 /https://www.coe.pku.edu.cn/Uploads/Bdgxy/Collection/
File/2021/09/28/jtgtOysbkum.pdf.

Documents on File with the Select Committee; “Introduction to the Unit [$44 {&41],” National Center
for Nanoscience and Technology,
https://web.archive.org/web/20240822194801/http://nanoctr.cas.cn/dwgk2017/dwijj/ .

115 “The Basic Information of the Nano Energy Institute [44K B8 T A 5L],” Beijing Institute of
Nanoenergy and Nanosystems, Chinese Academy of Sciences,
https://web.archive.org/web/20240822200134/http://www.binn.cas.cn/gk/skji/.

“Annual Report to Congress: Military and Security Developments Involving the People’s Republic of
China 2016,” Office of the Secretary of Defense (2016),
https://dod.defense.gov/Portals/1/Documents/pubs/2016%20China%20Military %20Power%20Report.

pdf.
116 “Shanghai Jiao Tong University — Chinese Defence Universities Tracker,” Australian Strategic

Policy Institute, https://unitracker.aspi.org.au/universities/shanghai-jiaotong-university/.

117 “Peking University,” Australian Strategic Policy Institute (Nov. 20, 2019),
https://unitracker.aspi.org.au/universities/peking-university/; “National Key Laboratory of Science
and Technology on Micro/Nano Fabrication [#CK/44K N T4 A # 5256 % ],” Shanghai Jiao Tong
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University,
https://web.archive.org/web/20180729064751/http:
=1; “Introduction to the School of Information Science and Technology, Peking University, 2010 [2010
FILHE KRS BRFFHAR %P /], Sina Education (Apr. 15, 2010),
https://web.archive.org/web/20140716175653/http://edu.sina.com.cn/gaokao/2010-04-
15/1701243091.shtml.

118 “Peking University,” Australian Strategic Policy Institute (Nov. 20, 2019),
https://unitracker.aspi.org.au/universities/peking-university/; “Shanghai Jiao Tong University,”
Australian Strategic Policy Institute (Nov. 20, 2019),
https://unitracker.aspi.org.au/universities/shanghai-jiaotong-university/; “Table of Statistics on
Universities Directly Under the Ministry of Education and Their Joint Establishment with Industry
Departments [ & # BLJE =i 517\ T 13 15 B4 1H#],” Ministry of Education (Mar. 13, 2014);
“Our university has been designated as a university jointly established by the State Administration of
Science, Technology and Industry for National Defense and the Ministry of Education [Ff: 4 %1 9
K EPRHE TR E I =], Jingwei News (Jul. 3, 2016),
https://web.archive.org/web/20190713190211/https://news.whut.edu.cn/article/72160.html; "The State
Administration of Science, Technology and Industry for National Defense and the Ministry of
Education have jointly established 16 universities, while 25 universities have been established
through local joint efforts [[EBi%} T RS2 E MILE 16 fFrmik, #7734k 25 fr]," Thousand Talents
Think Tank Network (Aug. 30, 2016),
https://web.archive.org/web/20190808043103/http://www.1000thinktank.com/xwh/14611.jhtml.

119 According to documents provided by Georgia Tech to the Committee, “[w]hile Georgia Tech
intended to begin a joint PhD program in Materials Science with Peking University, no students were

ever enrolled in this program and it never came to fruition.” See Documents on File with Select
Committee. “Introduction to the School of Information Science and Technology, Peking University,
2010 [2010 AFAL TR A5 B AR AR 2B E /1], Sina Education (Apr. 15, 2010),
https://web.archive.org/web/20140716175653/http://edu.sina.com.cn/gaokao/2010-04-
15/1701243091.shtml; Documents on File with the Select Committee.

120 Specifically, these subsidiaries include the Shanghai Academy of Spaceflight Technology and the
China Academy of Space Technology. See “Company Profile [ 7 i{41],” Shanghai Institute of Space
Power-Source,

https://web.archive.org/web/20240822212753/http://www.811sisp.com/newsinfor/p2 47.html?&pagei
d=2& id=47&r=0; “Deputy Director of the Surveying, Mapping, and Geoinformation Bureau Visits

China Academy of Space Technology to Investigate Progress on the Development of the Gaofen-7
Satellite [I2 15 )= R 3] o [ 23 [ BRI FEBE i 0F e -E L2 A €], Surveying, Mapping, and
Geoinformation Bureau (Jun. 6, 2017); Lingxiao Gao et al., “A self-powered and self-functional
tracking system based on triboelectric-electromagnetic hybridized blue energy harvesting module,”
Nano Energy (Jun. 2010), https://www.sciencedirect.com/science/article/abs/pii/5221128552030241X;
Nuanyang Cui et al., “High performance sound driven triboelectric nanogenerator for harvesting
noise energy,” Nano Energy (Jul. 2015),
https://www.sciencedirect.com/science/article/abs/pii/S2211285515001755.

121 Yuan Yang et al., “Improved pharmacodynamics of epidermal growth factor via microneedles-
based self-powered transcutaneous electrical stimulation,” Nature Communications (Nov. 14, 2022),
https://pubmed.ncbi.nlm.nih.gov/36376334/; Lulu Zu et al., “Multiangle, self-powered sensor array
for monitoring head impacts,” Science Advances (2023)
https://www.science.org/doi/10.1126/sciadv.adg5152; Hui Liu et al., “A bio-degradable, triboelectric
self-stimulated herbal transdermal therapeutic dressing for healing massive chronic wound,” Nano
Energy (2024),
https://www.sciencedirect.com/science/article/abs/pii/S2211285524003331?via%3Dihub.

122 For example, see Qiang Zheng et al., “In Vivo Self-Powered Wireless Cardiac Monitoring via
Implantable Triboelectric Nanogenerator,” American Chemical Society (Jun. 2, 2016),
https://pubs.acs.org/doi/10.1021/acsnano.6b02693; Ye Ma et al., “Self-Powered, One-Stop, and
Multifunctional Implantable Triboelectric Active Sensor for Real-Time Biomedical Monitoring,” Nano
Letters (Sep. 8, 2016), https://pubs.acs.org/doi/10.1021/acs.nanolett.6b01968; Zhuo Liu et al.,
“Transcatheter Self-Powered Ultrasensitive Endocardial Pressure Sensor,” Advanced Functional

79


https://web.archive.org/web/20180729064751/http:/mnfab.sjtu.edu.cn/cn/content.aspx?info_lb=1&flag=1
https://web.archive.org/web/20180729064751/http:/mnfab.sjtu.edu.cn/cn/content.aspx?info_lb=1&flag=1
https://web.archive.org/web/20140716175653/http:/edu.sina.com.cn/gaokao/2010-04-15/1701243091.shtml
https://web.archive.org/web/20140716175653/http:/edu.sina.com.cn/gaokao/2010-04-15/1701243091.shtml
https://unitracker.aspi.org.au/universities/peking-university/
https://unitracker.aspi.org.au/universities/shanghai-jiaotong-university/
https://web.archive.org/web/20190713190211/https:/news.whut.edu.cn/article/72160.html
https://web.archive.org/web/20190808043103/http:/www.1000thinktank.com/xwh/14611.jhtml
https://web.archive.org/web/20140716175653/http:/edu.sina.com.cn/gaokao/2010-04-15/1701243091.shtml
https://web.archive.org/web/20140716175653/http:/edu.sina.com.cn/gaokao/2010-04-15/1701243091.shtml
https://web.archive.org/web/20240822212753/http:/www.811sisp.com/newsinfor/p2_47.html?&pageid=2&_id=47&r=0
https://web.archive.org/web/20240822212753/http:/www.811sisp.com/newsinfor/p2_47.html?&pageid=2&_id=47&r=0
https://www.sciencedirect.com/science/article/abs/pii/S221128552030241X
https://www.sciencedirect.com/science/article/abs/pii/S2211285515001755
https://pubmed.ncbi.nlm.nih.gov/36376334/
https://www.science.org/doi/10.1126/sciadv.adg5152
https://www.sciencedirect.com/science/article/abs/pii/S2211285524003331?via%3Dihub
https://pubs.acs.org/doi/10.1021/acsnano.6b02693
https://pubs.acs.org/doi/10.1021/acs.nanolett.6b01968

Materials (Nov. 23, 2018), https://onlinelibrary.wiley.com/doi/abs/10.1002/adfm.201807560; Qiang
Zheng et al., “Robust Multilayered Encapsulation for High-Performance Triboelectric Nanogenerator
in Harsh Environment,” ACS Applied Materials & Interfaces (Sep. 22, 2016),
https://pubs.acs.org/doi/abs/10.1021/acsami.6b06866; Qiang Zheng et al., “Biodegradable triboelectric
nanogenerator as a life-time designed implantable power source,” Science Advances (Mar. 4, 2016),
https://www.science.org/doi/10.1126/sciadv.1501478; Han Ouyang, “Symbiotic cardiac pacemaker,”
Nature Communications (Apr. 23, 2019), https://www.nature.com/articles/s41467-019-09851-1; Yang
Zhou et al., “A bionic stretchable nanogenerator for underwater sensing and energy harvesting,”
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SHENZHEN,
https://web.archive.org/web/20240725195416/https://www.shenzhen.gatech.edu/favicon.ico (last
visited Aug. 30, 2024); MRI: Acquisition of 3D Lithography System with Sub-Micrometer Resolution, Award
No. 1626078, U.S. NAT'L SCI. FOUND. (Aug. 10, 2016),

https://www.nsf.gov/awardsearch/showAward? AWD_ID=1626078&Historical Awards=false;
Elucidation of Hot-Electron Transport and Exploitation of Hot-Carrier Plasmonics via Nonlinear Optical
Effects, Award No. 2004749, U.S. NAT'L SCI. FOUND. (Apr. 7, 2020),
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https://www.shenzhen.gatech.edu/courses/course-offerings-for-summer-2020-semester/
https://www.shenzhen.gatech.edu/course-offerings-for-summer-2022-semester/
https://www.shenzhen.gatech.edu/tentative-course-offerings-for-summer-2023-semester/
https://www.shenzhen.gatech.edu/course-offerings-for-fall-2019-semester/
https://www.shenzhen.gatech.edu/courses/course-offerings-for-summer-2018-semester/
https://www.shenzhen.gatech.edu/course-offerings-for-fall-2021-semester/
https://www.shenzhen.gatech.edu/course-offerings-for-spring-2021-semester/
https://www.shenzhen.gatech.edu/course-offerings-for-spring-2022-semester/
https://web.archive.org/web/20240725194735/https:/sites.gatech.edu/ece-shenzhen/courses/course-offerings-for-spring-2020-semester/
https://web.archive.org/web/20240725194735/https:/sites.gatech.edu/ece-shenzhen/courses/course-offerings-for-spring-2020-semester/

https://www.nsf.gov/awardsearch/showAward? AWD_ID=2004749&Historical Awards=false.;
Electrically-Induced Nonlinear Optical Processes in Plasmonic Metamaterials, Award No. 1609567, U.S.
NAT’L SCI. FOUND. (July 11, 2016),

https://www.nsf.gov/awardsearch/showAward? AWD_ID=1609567&Historical Awards=false; The six
ONR grants related to ECE this researcher received from 2017-2022 were documented in packages
Georgia Tech provided the Committee, Documents on file with Select Committee), but general
references to receiving ONR funding can be found on his faculty profile. See Wenshan Cai, GA. INST. OF
TECH., https://web.archive.org/web/20240725193807 /https://ece.gatech.edu/directory/wenshan-cai
(last visited Aug. 30, 2024).

268 According to documents the Committee received from Georgia Tech, this researcher received three
grants related to “spatially aware cognitive radio networks” from 2015 to 2017. Documents on file
with Select Committee. For coursework taught, see Course Offerings for Fall 2018 Semester, GA. TECH-
SHENZHEN,
https://web.archive.org/web/20240725200135/https://www.shenzhen.gatech.edu/courses/course-
offerings-for-fall-2018-semester/ (last visited Aug. 30, 2024).

269 According to documents the Committee received from Georgia Tech, this researcher received two
grants focused on ECE from the U.S. Air Force between 2015 and 2018, and six grants from the NSF
focused on ECE from 2014 until 20125. Documents on file with Select Committee. For coursework
taught, see Course Offerings for Fall 2022 Semester, GA. TECH-SHENZHEN,
https://web.archive.org/web/20240725200231/https://www.shenzhen.gatech.edu/course-offerings-for-
fall-2022-semester-2/ (last visited Aug. 30, 2024).

270 See Course Offerings for Spring 2019 Semester, GA. TECH-SHENZHEN,
https://web.archive.org/web/20240725194525/https://www.shenzhen.gatech.edu/courses/course-
offerings-for-spring-2019-semester/ (last visited Aug. 30, 2024); Course Offerings for Summer 2019
Semester, GA. TECH-SHENZHEN, https://www.shenzhen.gatech.edu/courses/course-offerings-for-
summer-2019-semester/ (last visited Aug. 30, 2024); Course Offerings for Fall 2021 Semester, GA. TECH-
SHENZHEN, https://www.shenzhen.gatech.edu/course-offerings-for-fall-2021-semester/ (last visited
Aug. 30, 2024); Course Offerings for Spring 2022 Semester, GA. TECH-SHENZHEN,
https://web.archive.org/web/20240725195102/https://www.shenzhen.gatech.edu/course-offerings-for-
spring-2022-semester/ (last visited Aug. 30, 2024); Course Offerings for Fall 2022 Semester, GA. TECH-
SHENZHEN, https://web.archive.org/web/20240725200231/https://www.shenzhen.gatech.edu/course-
offerings-for-fall-2022-semester-2/ (last visited Aug. 30, 2024); Course Offerings for Spring 2023 Semester,
GA. TECH-SHENZHEN,

https://web.archive.org/web/20240725195217 /https://www.shenzhen.gatech.edu/course-offerings-for-
spring-2023-semester/ (last visited Aug. 30, 2024); Course Offerings for Summer 2022 Semester, GA.
TECH-SHENZHEN, https://www.shenzhen.gatech.edu/course-offerings-for-summer-2022-semester/
(last visited Aug. 30, 2024); Course Offerings for Summer 2023 Semester, GA. TECH-SHENZHEN,
https://www.shenzhen.gatech.edu/tentative-course-offerings-for-summer-2023-semester/ (last visited
Aug. 30, 2024); Course Offerings for Fall 2023 Semester, GA. TECH-SHENZHEN,
https://www.shenzhen.gatech.edu/course-offerings-for-fall-2023-semester/ (last visited Aug. 30, 2024).
?1Documents on File with the Select Committee.

272 See HKSME Council, HONG KONG SOC"Y OF MECH. ENG'RS,
https://web.archive.org/web/20240717135333/https://www.smehk.org/page/zhaopin/index.php (last
visited Aug. 30, 2024). ZEFIFEAFHIS AP AN BTILBEFE R KT FCEIE L I EC BT A IR 77, SCH.
OF AUTOMATION SCI. & ENG’G, XI'’AN JTAOTONG UNI1V. (Dec. 28, 2023),
https://web.archive.org/web/20240717123115/https://automation.xjtu.edu.cn/info/1008/2042.htm; 2/
FIHEABIBS A AN I BE BT R EH [C 1 1 L FE B FR A\ 7] 4 B 5 1F A B, HONG KONG UNIV. OF
SCI. & TECH. (Jan. 17, 2024),
https://web.archive.org/web/20240717121054/https://ri.hkust.edu.hk/news-34; Guangdong Tus-Sales
Visited the Cheng Kar-Shun Robotics Institute of the Hong Kong University of Science and Technology [/ 4%
S S0 BB KIS AP A IT 5T 7], TUSHOLDINGS CO. (May 25, 2023),
https://web.archive.org/web/20240717124955/http://www.tusholdings.com/h/branchnews/show-62-
3684-1.html; HKUST and Huazhong University of Science and Technology Wuxi Research Institute Sign
Letter of Intent for Joint Laboratory Collaboration [ BEFIA G HEFFIFEA F T GWI T g B 4 Sk iy # L
A/E B /E773], PHOENIX JIANGSU (Nov. 27, 2023),
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https://web.archive.org/web/20240717135333/https:/www.smehk.org/page/zhaopin/index.php
https://web.archive.org/web/20240717123115/https:/automation.xjtu.edu.cn/info/1008/2042.htm
https://web.archive.org/web/20240717121054/https:/ri.hkust.edu.hk/news-34
https://web.archive.org/web/20240717124955/http:/www.tusholdings.com/h/branchnews/show-62-3684-1.html
https://web.archive.org/web/20240717124955/http:/www.tusholdings.com/h/branchnews/show-62-3684-1.html

https://web.archive.org/web/20240717125940/https://js.ifeng.com/c/8V1NglbeERU; Tongfang Co.,
Ltd., “Announcement on Signing the Subscription Contract for Introducing Strategic Investors and
Non-public Issuance of Shares with Conditions for Effectiveness,” Announcement No. Lin 2020-035
(Jul. 28, 2020),
https://web.archive.org/web/20240717124718/https://static.cninfo.com.cn/finalpage/2020-06-
01/1207879155.PDF; Yunzhou Intelligence Donates Unmanned Vessel to HKUST to Support the Development
of Robotics Research and Education [ v GE /e 278 FIHEA AN B 70BN IEH BT FAW KA,
YUNZHOU INTELLIGENCE (May 13,2024, 4:33 P.M.),
https://web.archive.org/web/20240717130643/https://www.sohu.com/a/778475842_100113520; Three
Regions Collaborate for a *Skillful Future’ [ =HiBEFHEH RI7H4 K T, SINA CORP. (Apr. 16, 2024),
https://web.archive.org/web/20240717130847 /https://finance.sina.com.cn/jjxw/2024-04-16/doc-
inaryhci1000465.shtml; The Group Holds Cooperation and Coordination Meeting with HKUST [ 2475 &
FIFEA 5 TF B X1 #185 1% 2], CHINA ACAD. OF MACH. SCL. & TECH. GRP. (May 17, 2023),
https://web.archive.org/web/20240717131224/https://mp.weixin.qq.com/s?src=11&timestamp=1721221
905&ver=5388&signature=1147Cj7SUfP%2Ajdqbegk4BYbd YQsBY %2 AZMal-YxQ4FTdU9Dru-
3U1rDopOPsGKjmCFNvMysQ6POdND2W{%2 AoG6ZGge8uTnzGkM9OY53Y3bUbluwFVnbO75sN
zOjNFry5ow&new=1; Cultivating Innovation 'Soil” and Conducting Scientific Research ‘at the Doorstep’:
Scientific and Technological Innovation Momentum Sets Sail in the Greater Bay Area [ 5% B 6# -2 51717
" TEFH BG5S #I0 A 72X, CHINA MACH. RSCH. INST. (Jul. 4, 2024, 9:34 AM.),
https://web.archive.org/web/20240717125638/https://new.qq.com/rain/a/20240704A03UI300.

273 KENNETH ALLEN & MINGZHI CHEN, THE PEOPLE’S LIBERATION ARMY’S 37 ACADEMIC INSTITUTIONS
(2020), https://www.airuniversity.af.edu/Portals/10/CASI/documents/Research/Other-Topics/2020-06-
11%20PLA%20Academic_Institutions.pdf.

274 See Li Chen-xu et al., Conception of Parallel Intelligent Military System, ACM DIGITAL L1B. (July 19,
2019), https://doi.org/10.1145/3351917.3351965.

25 Lingyun Jiang et al., Unsupervised Adversarial Perturbation Eliminating via Disentangled
Representations, ACM DIGITAL LIB. (July 19, 2019), https://doi.org/10.1145/3351917.3351987.

276 Xueqiang Gu et al., Applying a Bayesian Stackelberg Game to Secure Infrastructure System: From a
Complex Network Perspective, ACM DIGITAL LIB. (July 19, 2019),
https://doi.org/10.1145/3351917.3351924.

277 Mengge Zhang et al., Leader-Follower Formation Control of Unmanned Aerial Vehicles Based on Active
Disturbances Rejection Control, ACM DIGITAL LIB., https://doi.org/10.1145/3351917.3351930.

278 Zhiwen Zhang et al., Research on Collision Avoidance of Fixed-Wing UAV, ACM DIGITAL LIB. (July 19,
2019), https://doi.org/10.1145/3351917.3351933.

279 ShaoYi Wang et al., Vibration Analysis of the Bogie of Medium-Speed Maglev Trains with Mid-Mounted
Linear Motor, ACM DIGITAL LiB. (July 19, 2019), https://doi.org/10.1145/3351917.3351955.

280 Hao Wu et al., Analysis of Target Capture Characteristics of Remote Semi-Active Laser Guided Projectiles,
ACM DIGITAL LIB. (July 19, 2019), https://dl.acm.org/doi/abs/10.1145/3351917.3351939.

281 Jianhui Sheng et al., Size Optimization Design for Cantilever Structure of an Ammunition Supply Truck
Based on Optistruct, ACM DIGITAL LIB. (July 19, 2019), https://doi.org/10.1145/3351917.3351976.Shanxi
Limin Industrial Co., Ltd. (L 7§ F| R TAVA IR 51E A ) is a key player developing military materials
and technology in China’s defense industry, directly competing with other firms and research
institutes for military contracts. See ; “Explanation of the First Application Document for Beijing
Changlong Material Technology Co., Ltd. [5% Tt 77 KIHA R AR M 37 BR 24 71 15 K H 35 SO ] 0 2R
BIE AT, XHS (2021) at 2-1-7,
https://web.archive.org/web/20240912172200/http://reportdocs.static.szse.cn/UpFiles/rasinfodisc1/202
205/RAS 202205 _0001809C84B4873FCAEABE4D1A1BE43F.pdf.

282 Xiaoyan Gu et al., Research on Modern Design Technology of the Recuperator Combined with Neural
Network, ACM DIGITAL LIB. (July 19, 2019), https://doi.org/10.1145/3351917.3351945.

283 Da Yu et al., Design and Test of Multi-Information Storage Testing System in Complex Physical
Environment, ACM DIGITAL LiB. (July 19, 2019), https://doi.org/10.1145/3351917.3351963; Hang Yu et
al., Design of Fuze Speed Correction System Based on Projectile Rotating Environment Data, ACM DIGITAL
LiB. (July 19, 2019), https://doi.org/10.1145/3351917.3351964; Bengiang Yang et al., Design of a Multi-
channel and Multi-parameter Fuze Test System, ACM DIGITAL LiB. (July 19, 2019),
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https://web.archive.org/web/20240717131224/https:/mp.weixin.qq.com/s?src=11&timestamp=1721221905&ver=5388&signature=l147Cj7SUfP%2Ajdqbegk4BYbdYQsBY%2AZMal-YxQ4FTdU9Dru-3U1rDopOPsGKjmCFNvMysQ6POdNfD2Wf%2AoG6ZGge8uTnzGkM9OY53Y3bUbIuwFVnbO75sNzOjNFry5ow&new=1
https://web.archive.org/web/20240717131224/https:/mp.weixin.qq.com/s?src=11&timestamp=1721221905&ver=5388&signature=l147Cj7SUfP%2Ajdqbegk4BYbdYQsBY%2AZMal-YxQ4FTdU9Dru-3U1rDopOPsGKjmCFNvMysQ6POdNfD2Wf%2AoG6ZGge8uTnzGkM9OY53Y3bUbIuwFVnbO75sNzOjNFry5ow&new=1
https://web.archive.org/web/20240717125638/https:/new.qq.com/rain/a/20240704A03UI300
https://doi.org/10.1145/3351917.3351965
https://doi.org/10.1145/3351917.3351987
https://doi.org/10.1145/3351917.3351924
https://doi.org/10.1145/3351917.3351930
https://doi.org/10.1145/3351917.3351933
https://doi.org/10.1145/3351917.3351955
https://doi.org/10.1145/3351917.3351976
https://web.archive.org/web/20240912172200/http:/reportdocs.static.szse.cn/UpFiles/rasinfodisc1/202205/RAS_202205_0001809C84B4873FCAEABE4D1A1BE43F.pdf
https://web.archive.org/web/20240912172200/http:/reportdocs.static.szse.cn/UpFiles/rasinfodisc1/202205/RAS_202205_0001809C84B4873FCAEABE4D1A1BE43F.pdf
https://doi.org/10.1145/3351917.3351945
https://doi.org/10.1145/3351917.3351963
https://doi.org/10.1145/3351917.3351964

https://doi.org/10.1145/3351917.3351967; Shanping Yang et al., Co-simulation of Dynamic Surface Sliding
Mode Control for Elevation Equilibrator Electro-Hydraulic System of Truck-Mounted Howitzer, ACM
DIGITAL LiB. (July 19, 2019), https://doi.org/10.1145/3351917.3351971; Zhongliang Xiao et al., Adaptive
Sliding Mode Control of Projectile Transfer Manipulator Based on Double Power Approach Law, ACM
DIGITAL LiB. (July 19, 2019), https://doi.org/10.1145/3351917.3351972.

284 He Yifei et al., Application of Improved SRCKF for Strapdown Seeker, ACM DIGITAL LIB. (July 19, 2019),
https://doi.org/10.1145/3351917.3351948.

285 Gang Zhao et al., The Calibration of Industrial Robot Through Compensation of The Nonlinear Residual
Errors, ACM DIGITAL LiB. (July 19, 2019), https://doi.org/10.1145/3351917.3351969.

28 Jun Song et al., Surface Multi-Target Tracking Algorithm Based on Data Association of Information
Fusion, ACM DIGITAL LIB. (July 19, 2019), https://doi.org/10.1145/3351917.3351974; Yushan Sun et al.,
Underactuated AUV Three-Dimensional Path Tracking Control Based on Interference Observer and
Backstepping Sliding Mode, ACM DIGITAL LIB. (July 19, 2019), https://doi.org/10.1145/3351917.3351934.
287 Ronghua He et al., System Design of Ultrasonic 2D Hand Gesture Trajectory Capture Using Variable
Gain, ACM DIGITAL LiB. (July 19, 2019), https://doi.org/10.1145/3351917.3351978; Jiankun Wang et al.,
Assembly Defect Detection of Atomizers Based on Machine Vision, ACM DIGITAL L1B. (July 19, 2019),
https://doi.org/10.1145/3351917.3351925; Gang Yu et al., Feature Extraction of Mixed Faults of Rotating
Machinery Based on ICA-R and Stochastic Resonance, ACM DIGITAL LiB. (July 19, 2019),
https://doi.org/10.1145/3351917.3351957; Gang Yu et al., Objects Grasping of Robotic Arm with Compliant
Grasper Based on Vision, ACM DIGITAL LiB. (July 19, 2019), https://doi.org/10.1145/3351917.3351958.

288 Documents on file with Select Committee.

289 See Zhaoyang Sun et al., Design and Characteristic Analysis of Variable Buoyancy System for Long Range
Autonomous Underwater Vehicle, ACM DIGITAL LiB. (July 19, 2019),
https://doi.org/10.1145/3351917.3351973; Yu Changshuai et al., Vibration Test and Vibration Reduction
Design of UAV Load Radar, ACM DIGITAL LiB. (July 19, 2019), https://doi.org/10.1145/3351917.3351980;
Zhier Chen, HONG KONG SOC’Y OF MECH. ENG'RS,
https://web.archive.org/web/20240718154001/https://www.smehk.org/PhotoGaller/html/?428 html
(last visited Aug. 30, 2024).

20 See Wenwen Wang et al., Design of Cooperative Control System for the Automatic Loading Robot of
Bagged Cement, ACM DIGITAL LiB. (July 19, 2019), https://doi.org/10.1145/3351917.3351936; Yuming
Wu et al., Design and Analysis of Serial Mechanical Leg of Quadruped Lunar Robot, ACM DIGITAL LIB.
(July 19, 2019), https://doi.org/10.1145/3351917.3351947; Yuyun Xu et al., Research on the Flexible Three-
Dimensional Force Sensor Based on Microstructure, ACM DIGITAL LIB. (July 19, 2019),
https://doi.org/10.1145/3351917.3351937; Yu Changshuai et al., Vibration Test and Vibration Reduction
Design of UAV Load Radar, SCM DIGITAL LIB. (July 19, 2019), https://doi.org/10.1145/3351917.3351980;
Ende Wang et al., Sliding Mode Backstepping Method for Integrated Missile Guidance and Control System,
ACM DIGITAL LiB. (July 19, 2019), https://doi.org/10.1145/3351917.3351922; Fangfang Hu et al.,
Stabilization Control of Underactuated Unmanned Surface Vessels Based on Backstepping and Lyapunov
Direct Method, ACM DIGITAL LIB. (July 19, 2019), https://doi.org/10.1145/3351917.3351956.

21 Engineering Innovation is a ‘Big Deal’ for Tianjin University [ T F}#: BiEa KA #1#, 2K AHIH],
GUANGMING DAILY (Apr. 29, 2019),
https://web.archive.org/web/20240725212926/http://www.moe.gov.cn/favicon.ico; Zhang Hua &
Zhenpeng Cheng, University-Enterprise Integration Drives Innovation in New Engineering Education:
China-US New Engineering Education Symposium Held in Shenzhen [ £ 74 a0 51 L FI# B GIFT AR HRE
HZE R TR BB SR 2477, S. EDUC. TIMES NEW MEDIA (Apr. 26, 2019),
https://web.archive.org/web/20240716171012/http://news.tju.edu.cn/info/1005/44608 . htm; Guang
Yang, China-US New Engineering Education Symposium Held in Shenzhen [ F1ZE5_LFIH G0 L5
2£77], TIANJIN UNIV. NEWS NETWORK (Apr. 27, 2019),
https://web.archive.org/web/20240716171122/https://eee.tju.edu.cn/info/1017/1079 htm.

22 Huazhong University of Science and Technology, CHINA DEFENCE UNIVS. TRACKER (Nov. 18, 2019),
https://unitracker.aspi.org.au/universities/huazhong-university-of-science-and-technology/.

23 Zhang Fan & Guan Yi, Focusing on the Third Technology Work Conference: The Science and Technology
Work Conference of the School of Mechanical Engineering of Tianjin University Was Successfully Held [ &/
ZE= T (E£5X], SCH. OF MECH. ENG'G, TIANJIN UNIV. (Nov. 30, 2018),
https://web.archive.org/web/20240716130630/https://me.fju.edu.cn/research_content.action?colid=7&c
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https://web.archive.org/web/20240716130630/https:/me.tju.edu.cn/research_content.action?colid=7&cla=3&news.id=5691

la=3&news.id=5691; Jiao Defang, Peihua Gu Attends 'New Engineering and First-Class Undergraduate
Education’ Seminar and Delivers Keynote Report [ BUIRAEN HI I W LS — I A RN # W S9F k%
F&7R 2], TIANJIN UNLV. (July 8, 2019),
https://web.archive.org/web/20240716132115/https://news.tju.edu.cn/info/1003/45923.htm; Dexin Hu
et al., High-Quality Development of Modern Industrial Colleges for the Training of Excellent Engineers:
Goals, Strategies, and Paths [ /] /o] 588 T FEITIEFRIGHIACroll F B m fT R E:  HEr Fhs-G 5 77], INST.
OF HIGHER EDUC. RSCH., DONGGUAN UNIV. OF TECH. (Dec. 18, 2023, 2:40 P.M.),
https://web.archive.org/web/20240716132308/https://gjyj.dgut.edu.cn/info/1031/3368.htm.

24 Huang's National Outstanding Youth Science Foundation grant focuses on logistics with dual-use
potential and Wang's research includes signal processing for non-cooperative targets and lightweight
neural networks for space systems. See Professor Haijun Huang [ #7% % ##Z/%77}],” BEIHANG UNIV.
https://web.archive.org/web/20240716134628/https://shi.buaa.edu.cn/huanghaijun/zh_CN/index.htm
(last visited Aug. 30, 2024); Zulin Wang: Teacher Details [ 7 # #£ £ #Z/#% 7], BEIHANG UNIV.,
https://web.archive.org/web/20240716141150/https://shi.buaa.edu.cn/wangzulin/zh_CN/jsxx/8277 /jsxx
Jjsxx.htm (last visited Aug. 30, 2024); Zulin Wang: Research Areas [ F# #E £} 75 8i#%], BEIHANG
UNIV.,
https://web.archive.org/web/20240716141409/https://shi.buaa.edu.cn/wangzulin/zh_CN/yjgk/8278/list
/index.htm (last visited Aug. 30, 2024); Zulin Wang: Funds Received [ - #1#kEH /741, INJIANG
CITY LIB.,
https://web.archive.org/web/20240716141709/http://jjslib.gt.cqvip.com/writer/fund.aspx?id=100000010
408613&subid=&showname=&searchtype= and
https://web.archive.org/web/20240716141825/http://jjslib.gt.cqvip.com/writer/fund.aspx?id=100000010
408613&subid=&showname=&searchtype=&q=%7B %22page%22%3A %222 %22 %7D&hfldSelectedIds
= (last visited Aug. 30, 2024).

25 Former President of Nanjing University of Science and Technology, Wang Xiaofeng, Appointed as Vice
President of Beijing Institute of Technology [ F5 R PE T A RIS I EREEE I EIL T A< K], THE
PAPER (Feb. 1, 2016, 6:46 P.M.),
https://web.archive.org/web/20240716144624/https://www.thepaper.cn/newsDetail_forward_1428081;
Vice President of Beijing Institute of Technology: Five Major Challenges in Training Top Defense Talent [ L2
LAIAS: [FRHRAS BEFRIEN 7 A, CHINA NEWS NETWORK (July 15, 2016, 10:19 P.M.),
https://web.archive.org/web/20240716145126/http://www.xinhuanet.com/politics/2016-
07/15/c_129150337 htm; Vice President of Beijing Institute of Technology Wang Xiaofeng Delivers Special
Party Lecture on “Staying True to the Original Aspiration and Keeping the Mission in Mind” [ £ 2 L&
LREFE I a0 il fEm &5 ifl], DEP'T OF UNDERGRADUATE ACAD. AFFS., BIT (Nov. 5,
2019),
https://web.archive.org/web/20240716145213/https://jwb.bit.edu.cn/xwzx/0b219ac25de44801b2c7e9230
b8467ee.htm.

2% Manli Wang, Professor Tang Shuiyuan, Acting President of Our University, Elected Vice President of
Shenzhen Western Returned Scholars Association [ ZeFE1CEE AR ITEFE L IR YN |7 % 21 21K,
SHENZHEN MSU-BIT UN1V.(Jan. 17, 2019),
https://web.archive.org/web/20240716150406/https:/www.smbu.edu.cn/info/1031/2205.htm; Tang
Shuiyuan’s Professional Profile and Stock Holdings [ B KIEHT I BT/ RIFF#E 15 7%], SINA FIN.,
https://web.archive.org/web/20240716150441/https://vip.stock.finance.sina.com.cn/corp/view/vCI_Cor
pManagerInfo.php?stockid=600879&Pcode=30792631&Name=%CC%C6%CB%AE%D4%B4 (last
visited July 16, 2024); Hardcore! Shenzhen Beili Moscow University Military Training Graduation Ceremony
is Real [ 1% ! IRINEBEEHFIA 25 1) 25l He 7L A 9], SHENZHEN NEWS NETWORK (Sept. 4, 2019),
https://web.archive.org/web/20240716151009/http://www.sznews.com/news/content/mb/2019-
09/04/content_22444329.htm.

27 Addition of Entities to the Entity List, Revision of Certain Entries on the Entity List, 85 Fed. Reg.
109 (June 5, 2020), https://www.federalregister.gov/documents/2020/06/05/2020-10869/ad dition-of-
entities-to-the-entity-list-revision-of-certain-entries-on-the-entity-list#print (2020-06-05); Hongwei Liu [
H# #2177, HARBIN INST. OF TECH.,
https://web.archive.org/web/20240716151504/https://homepage.hit.edu.cn/liuvhongwei (Sept. 3, 2022);
Guangfu Ma [ ##Z#77}], HARBIN INST. OF TECH.,
https://web.archive.org/web/20240716152005/http://homepage.hit.edu.cn/maguangfu (Sept. 3, 2022).
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https://web.archive.org/web/20240716130630/https:/me.tju.edu.cn/research_content.action?colid=7&cla=3&news.id=5691
https://web.archive.org/web/20240716132115/https:/news.tju.edu.cn/info/1003/45923.htm
https://web.archive.org/web/20240716132308/https:/gjyj.dgut.edu.cn/info/1031/3368.htm
https://web.archive.org/web/20240716141709/http:/jjslib.gt.cqvip.com/writer/fund.aspx?id=100000010408613&subid=&showname=&searchtype=
https://web.archive.org/web/20240716141709/http:/jjslib.gt.cqvip.com/writer/fund.aspx?id=100000010408613&subid=&showname=&searchtype=

298 See Qin Lu, Jingyi Wu: The “Her” Power as Provost [ Rg#5: #H#KH7 4 77 ], SHANGHAI JTAO
TONG UNIV. (Apr. 11, 2023),
https://web.archive.org/web/20240716153506/https://news.sjtu.edu.cn/tll/20230414/181200.html; Jingyi
Wu [ RE#HE 77, SHANGHAI JIAO TONG UNIV.,
https://web.archive.org/web/20240716153613/https://www.sjtu.edu.cn/jdld/20181024/85907 html (last
visited Aug. 30, 2024).

299 Other partnerships with Chinese military companies blacklisted by the U.S. Government include
the National Supercomputing Center Wuxi, Beijing Institute of Technology, the Computer Network
Information Center at the Chinese Academy of Sciences, Beihang University and its Hangzhou
Innovation Institute. The Lab has filed numerous joint patents with these institutions, such as 11 with
the Institute of Computing Technology at the Chinese Academy of Sciences, 11 with the PLA
Information Engineering University, eight with Beijing Institute of Technology, two with the PLA
National University of Defense Technology, and two with Beihang University's Hangzhou Innovation
Institute. See Data Forwarding Method, Device, Equipment and Storage Medium [ —F##5F K 7772 J &,
BE TR ], CN-115348340-B, GOOGLE PATENTS,
https://patents.google.com/patent/CN115348340B/zh (last visited Aug. 30, 2024) (issued March 8,
2024); Cross-Cluster Resource High-Availability Scheduling Method and System in Inter-Cloud Computing
Environment [ # 2 i1 37 7 B P 56 BEBE IR e Al FTHE DR 772 R 75 25], CN-114911613-A, GOOGLE
PATENTS, https://patents.google.com/patent/CN114911613A/en (last visited Aug. 30, 2024) (issued
August 16, 2022); Blockchain Supervision Method and System Supporting Privacy Protection [ —F 3 #F/ %
LRI HIIX B EE Y B 774 e F47], CN-116232652-A, GOOGLE PATENTS,
https://patents.google.com/patent/CN116232652A/zh (last visited Aug. 30, 2024) (issued June 6, 2023);
Micro-Nano Robot Positioning and Tracking Method and Device [ —Fl 2Pl # N TE (/6 £5 777256 K £,
CN-115542527-B, GOOGLE PATENTS, https://patents.google.com/patent/CN115542527B/zh (last visited
Aug. 30, 2024) (issued June 2, 2023); Collaborative Routing Method and Device of Cross-Domain System [ #
LRGN F#h 1 777 15 B, CN-114374638-B, GOOGLE PATENTS,
https://patents.google.com/patent/CN114374638B/en (last visited Aug. 30, 2024) (issued Feb. 27, 2024).
300 See SAMANTHA HOFFMAN, ENGINEERING GLOBAL CONSENT: THE CHINESE COMMUNIST PARTY’S
DATA-DRIVE POWER EXPANSION (2021), https://s3-ap-southeast-2.amazonaws.com/ad-aspi/2019-
10/Engineering%20global %20consent%20V2.pdf?Versionld=elvKpmwu2iVwZx401n8B5SMAnncB75q
bT; Pei Li & Cate Cadell, Alibaba is the Force Behind Hit Chinese Communist Party App - Sources, REUTERS
(Feb. 18, 2019, 10:31 A.M.), https://www.reuters.com/article/us-china-alibaba-government-
idUSKCN1Q70Y7/; Global Tone Communication Technology Co., Ltd. (GTCOM) Signs Strategic
Cooperation Agreement with Alibaba Cloud to Build a Multilateral Win-Win Ecosystem Platform [ #7585
B2 R mE A 1F iR ) Z g LT £, GTcoM (Oct. 17, 2016),
https://archive.fo/MDgbMi#selection-741.0-775.8; Jack Ma: Alibaba Will Increase Investment in Modern
Logistics in Xinjiang [z :  Ji B EE R AR MA T CHY £ 7, CHINA DAILY (Nov. 23, 2014, 10:22
P.M.), https://archive.vn/WKFZs#selection-239.0-255.19.

301 Raymond Zhong, As China Tracked Muslims, Alibaba Showed Customers How They Could, Too, N.Y.
TIMES https://www.nytimes.com/2020/12/16/technology/alibaba-china-facial-recognition-
uighurs.html (Jan. 20, 2021); see Company Introduction [ £/ 7], AEE AVIATION TECH.,
https://web.archive.org/web/20240810181032/https://www.aee.com/index.php?case=archive&act=list
&catid=256 (last visited Sept. 2, 2024); SenseTime Secures Another 1.5 Billion Yuan Investment from
Alibaba | This Week's Investments, IPOs, and M&A Total 150 Events, Involving a Total Amount of 39.119
Billion Yuan [ 2§23 /& FIHHTE LIE 15 170155 FRTREGE L IITHIFIGHE 150 BHIF, HREEH
391.19 #Z7C A K 17], PE DAILY (Dec. 2, 2017, 11:00 A.M.),
https://web.archive.org/web/20240810180335/https://pe.pedaily.cn/201712/423868.shtml.

302 SF Express and Georgia Institute of Technology Sign University-Enterprise Cooperation Agreement to
Accelerate Industry-Academia-Research Collaboration [TF-5 0768 WHE I F i B Z R BB TFH K, W#Er~
FETESE], CITNEWS (Nov. 14, 2017, 10:10 A.M.),
https://web.archive.org/web/20240729184755/http://www.citnews.com.cn/news/201711/61515.html.

303 See Bid Award Announcement for the Designated Logistics and Freight Service Project of a Unit of the
People’s Liberation Army of China [ /[F A FEAFIXFFRAE #HY08 LEis 35T H 1145 A 7], MINISTRY OF
FIN. OF THE PEOPLE'S REPUBLIC OF CHINA (Oct. 19, 2020, 1:41 P.M.),
https://web.archive.org/web/20240730153049/http://www.ccgp.gov.cn/cggg/dfgg/zbgg/202010/t202010
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19_15256934.htm; Announcement of Transaction for the Sporadic Transportation of Large Equipment by a
Certain Unit [ R (i KZHFE s FLEBIFEE M58 4 7], MINISTRY OF FIN. OF THE PEOPLE’S REPUBLIC OF
CHINA (Aug. 17,2021, 2:11 P.M.),
https://web.archive.org/web/20240730155823/http://www.ccgp.gov.cn/cggg/dfgg/cjgg/202108/t202108
17_16729507.htm; SF Express develops military-grade drones like the “Star Shadow” and AT-200
through its parent company’s stake in Langxing UAV System, which. See “Longstar UAV System Co.,
Ltd. Audit Report [MIE T AN RS A PR A A # 14K #],” Ruihua Shaanxi Audit No. [2018] 61060048
(2018),
https://web.archive.org/web/20240730172326/http://qccdata.qichacha.com/ReportData/PDF/5a794£850
0e6fa8692d6e11791d8ddf1.pdf; “Announcement on the Response to the 2023 Annual Report Inquiry
Letter from the Shenzhen Stock Exchange [ ¢ T XHRIINESF32 5 it 2023 A-4F4 0] ] o 51 52 1 A 251,
Shenzhen Stock Exchange (2024),
https://web.archive.org/web/20240730172815/https://file.finance.sina.com.cn/211.154.219.97:9494/MRG
G/CNSESZ_STOCK/2024/2024-4/2024-04-24/10038977.PDF; SF Express Drones Participate in Military
Supply Drill: Antitoxin Delivered in 22 Minutes [ JTF NP S5 F 77 #2515 5% DLaFI1IE 22 7-#1%4],
XINHUA (Feb. 6, 2018), https://web.archive.org/web/20240730161011/http://m.news.cn/mil/2018-
02/06/c_129806300.htm; ANDREW W. HULL ET AL., “PRIVATE” CHINESE AEROSPACE DEFENSE COMPANIES
28 2020), https://www.airuniversity.af.edu/Portals/10/CASI/documents/Research/Infrastructure/2020-
06-14%20Chinese_Aerospace_Defense_Companies.pdf; China’s Advanced Unmanned Combat Aircraft
First Revealed: “Star Shadow” or “CH-7"? [ /& S # TN G HL B BRI “ B 4E" A2 FEHT-7"?], SINGTAO
(Oct. 19, 2022, 6:54 A.M.),
https://web.archive.org/web/20240730171407 /https://www .singtao.ca/6059297/2022-10-19/news-
%E4%B8%AD%E5%9C %8B %E5%85%88%E9%80%B2%E7 %84 %A1 %E4%B A %B A %E6 %88 %B0%E6 %
A9%IF%EI% A6%96%E6%9IB%ID %ES5 %85 %89+%E3%80%8C%E6%98%IF%E5%BD%B1%E3%80%8D
%E9%82%84%E6%98% AF %E3%80%8C%E5%BD % A9%E8%99%B9-7%E3%80%8D%3F/?variant=zh-
cn; AT200 Cargo Unmanned Aerial Vehicle, AEROSPACE TECH.,
https://web.archive.org/web/20240730171236/https://www.aerospace-technology.com/projects/at200-
cargo-unmanned-aerial-vehicle/ (last visited Sept. 2, 2024); Wu Yuhong, Jane’s: China Showcases Export
Stealth Drones at Singapore Airshow [ f£G:  H1 B RN RE S ki 44 A Pl GUANCHA (Feb. 7,
2018, 1:59 P.M.),
https://web.archive.org/web/20240730171227/https://imil.ifeng.com/55853800/news.shtml?&back.

304 “SF Express and Georgia Institute of Technology Sign School-Enterprise Cooperation Agreement
to Accelerate Industry-Academia-Research Collaboration Process [l =5 {4 W B T % B 25 F e A &
FEWR, I r= = & E#EFE ], Citnews (November 14, 2017),
https://web.archive.org/web/20240729184755/http:/www.citnews.com.cn/news/201711/61515.html.

305 “Guosen Securities Annual Report [ [E {5 UES A7 IR A Bl 4EEE#R #],” Shenzhen Stock Exchange
(Apr. 17, 2024), https://perma.cc/DMW3-TL2X.

306 Beijing Kuaishou Technology Co., Ltd. is partially owned (9.7096%) by Hangzhou Magic
Chopsticks Technology Co., Ltd. Both companies share ownership ties with Shenzhen Dingkun
Venture Capital Center (Limited Partnership) (23.05%) and Shanghai Science Innovation Center Phase
I Equity Investment Fund Partnership (Limited Partnership) (15.33%). These entities, in turn, have
connections to China National Nuclear Corporation and AECC Commercial Aircraft Engine Co., Ltd.
through various intermediary companies. See “Hangzhou Magic Chopsticks Technology Co., Ltd. [Fi
MHBERRHE AR AR QCC,
https://web.archive.org/web/20240810182533/https://www.qcc.com/firm/be6717beec3d809c2192£57820
ec9b04.html; “Shanghai Science Innovation Center Phase I Equity Investment Fund Partnership
(Limited Partnership) [_L#gRM i — B B R S A k4l CAIRE1KD 17 QCC,
https://web.archive.org/web/20240810183404/https://www.qcc.com/firm/4fc6cal353566872de959e6d66
5fed6c.html; Guotai Junan Securities Co., Ltd. & CITIC Securities Co., Ltd., Report on the Temporary
Management Services Due to the Change in the General Manager of China National Nuclear
Corporation (May 2024),
https://static.sse.com.cn/disclosure/bond/announcement/company/c/new/2024-05-
14/143003_20240514_S3YF.pdf; Guotai Junan Securities Co., Ltd., Review Opinion on the Non-Public
Offering of Restricted Shares by China Nuclear Industry Construction Co., Ltd. (n.d.),
https://q.stock.sohu.com/newpdf/202458936543.pdf.
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307 Kelly Le, Chinese Researchers Aim to ‘Reproduce” OpenAl’s Text-to-Video Model Sora with Help from
00pen Source Community, S. CHINA MORNING POST (Mar. 4, 2024, 9:00 P.M.),
https://amp.scmp.com/tech/tech-trends/article/3254107/chinese-researchers-aim-reproduce-openais-
text-video-model-sora-help-open-source-community; Luo Yunpeng, The Open-Sora Project Has Been
Open Sourced [Open-Sora i1£JZFFJ], S&T DAILY (Mar. 13, 2024),
https://web.archive.org/save/http://www.stdaily.com/index/kejixinwen/202403/6e490bfa03674eaf8d 6f
2efe5b6be738.shtml; Beijing PKU Shenzhen Institute Ruzhan Intelligent AIGC Joint Laboratory Launches
Open-Sora Plan [ 173 T IREARIGHE JEA RIS 5 & #5E AIGC I 554% % ##EHf Open-Sora 1141, ECON.
DAILY NEWS APP (Mar. 15, 2024, 11:58 A.M.),
https://web.archive.org/web/20240811202354/http://www.ce.cn/xwzx/gnsz/gdxw/202403/15/t20240315
_38935669.shtml.

308 Intellifusion’s founders, Chen Ning and Tian Dihong (F % 1%), were classmates at Georgia Institute
of Technology prior to returning to China under the Thousand Talents Program. After returning to
China in 2014, Chen and Tian were also selected to Shenzhen’s Peacock Program (fL#71%l), a local
talent recruitment program targeting experts with significant overseas work experience. Chen and
Tian reportedly received a RMB 40 mIn (4000 3 JG ¥ 4x) grant within three months of joining the
Peacock Program. See Shenzhen’s Three Major Talent Policies Play a Combination of Innovation and
Entrepreneurship [IRIN=AN F FrEFT H GIFF G4 3], S. METROPOLIS DAILY (May 11, 2016, 9:51
AM.),
https://web.archive.org/web/20240728193305/http://www.taiwan.cn/chuangye/cyxw/201605/t20160511
_11455144 html; GT Alumni Stories | Dr. Ning Chen and Dr. Dihong Tian: Creating Visual Intelligence
Systems to Enable Machines to “Understand” the World [GT fE X # | 7184 HFE1E A 75
HERERLG, YA M 1ER], GT ALUMNI ASS'N (Aug. 26, 2016, 7:51 AM.),
https://web.archive.org/web/20240729130658/https://mp.weixin.qq.com/s?src=3&timestamp=17222576
03&ver=1&signature=W5tSyd1Y6g3cDIT8ScOcgr1P7R6EW Zd %2 A-6Q-Jb9olPPIAXX-
9uXTS18JJkSYyPOGptZGubOBoxeoU5Tg%2 AF7hwgMzBPrz31jy %2 AcPAjXvAp3id0BO7JfEAUiuya4
RRdaHGwBqvH2RCuWgn%2AHV7d8imCfzVUuzkePPuHISCuhWTdm4=; “Client in Partnership,”
https://web.archive.org/web/20180925172709/http://www.intellif.com/cases; Intellifusion and the
People’s Public Security University of China School of Investigation and Anti-Terrorism Sign Strategic
Cooperation Agreement [ zx Kf) €5 HEHN [E L LA F 5 R Bl #5352 4605 7 1F 11X, VOICE OF
THE SKY (Oct. 25, 2018),
https://web.archive.org/web/20240728193514/https://www.intellif.com/int/news/15.html.

309 See Addition of Certain Entities to the Entity List; Revision of Existing Entries on the Entity List, 85
Fed. Reg. 34503 (June 5, 2020).

30 “GT KA | MRy, HEMEL. TSRS, YL FE 15, GT Alumni
Association (August 26, 2016),
https://web.archive.org/web/20240729130658/https:/mp.weixin.qq.com/s?src=3&timestamp=172225760
3&ver=1&signature=W5tSyd1Y6g3cDIT8ScOcgr1 P7R6EWZd %2 A -6Q-[b9olPPIAXX-
9uXTS18]TkSYyPOGptZGubOBoxeoU5Tg%2 AF7hwgMzBPrz3rjv %2AcPAiXvAp3id0BOZ7IfEAUiuya4
RRdaHGwBgqvH2RCuW gn%2AHV7d8imCfzVUuzkePPuHI5CuhWTdm4-=.

311 See id.

312 China Resources Angde Biotech Pharma Co., Ltd. is jointly owned by Dong'e Ejiao, which has a

wholly-owned subsidiary in the Beijing Hotan Industrial Zone in Xinjiang. This zone houses XPCC
subsidiaries and a U.S.-sanctioned garment factory, as well as a "vocational training center" that
combines anti-extremism training with labor programs. See 2023 Annual Report [2023 4 £ 5],
Dong’e Ejiao Co., Ltd. (Mar. 2024),
https://web.archive.org/web/20240811191108/https://static.cninfo.com.cn/finalpage/2024-03-
22/1219375568 PDF; Dong’e Ejiao Co., Ltd. 2020 Mid-Year Financial Report [ ZRBi B [z 4 A FR A ]
2020 A 54 1,7 at 42 (2020),

https://web.archive.org/web/20240811195348/https://file finance.qq.com/finance/hs/pdf/2020/08/26/120
8249187 .PDF.

313 See SHANDONG HI-SPEED HOLDINGS GROUP LIMITED, 2023 ANNUAL REPORT (2024),
https://www.sdhg.com.hk/wp-content/uploads/2024/04/CW00412.pdf.

314 See Foreign Funding Reporting available here https://fsapartners.ed.gov/knowledge-
center/topics/section-117-foreign-gift-and-contract-reporting/section-117-foreign-gift-and-contract-
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https://web.archive.org/web/20240811191108/https:/static.cninfo.com.cn/finalpage/2024-03-22/1219375568.PDF
https://web.archive.org/web/20240811191108/https:/static.cninfo.com.cn/finalpage/2024-03-22/1219375568.PDF
https://web.archive.org/web/20240811195348/https:/file.finance.qq.com/finance/hs/pdf/2020/08/26/1208249187.PDF
https://web.archive.org/web/20240811195348/https:/file.finance.qq.com/finance/hs/pdf/2020/08/26/1208249187.PDF
https://fsapartners.ed.gov/knowledge-center/topics/section-117-foreign-gift-and-contract-reporting/section-117-foreign-gift-and-contract-dataand
https://fsapartners.ed.gov/knowledge-center/topics/section-117-foreign-gift-and-contract-reporting/section-117-foreign-gift-and-contract-dataand

dataand https://www.nas.org/foreign-donor-database. SF Express, Contract ID 105418 (Aug. 2020);
Contract ID 105419 (Aug. 2020); Contract ID 105425 (Aug. 2020).

315 See Foreign Funding Reporting available here https://fsapartners.ed.gov/knowledge-
center/topics/section-117-foreign-gift-and-contract-reporting/section-117-foreign-gift-and-contract-

dataand https://www.nas.org/foreign-donor-database.
316 See Foreign Funding Reporting available here https://fsapartners.ed.gov/knowledge-
center/topics/section-117-foreign-gift-and-contract-reporting/section-117-foreign-gift-and-contract-

dataand https://www.nas.org/foreign-donor-database.

317 See Mingyang Tang, Dielectric, Elastic, and Piezoelectric Matrices of [001]-textured Mn-PMN-PZT
Ceramics, ]. OF APPLIED PHYSICS (May 14, 2024),
https://pubs.aip.org/aip/jap/article/135/18/184103/3293233/Dielectric-elastic-and-piezoelectric-
matrices-of; Jie Chen et al., Strength-Ductility Mechanism of CoCrFeMnNi High-Entropy Alloyed with
Inverse Gradient-Grained Structures, MDPI (Apr. 7, 2024), https://www.mdpi.com/1996-1944/17/7/1695;
Sichuan University-Pittsburgh Institute Research Tracker, DATA ABYSS,
https://www.dataabyss.ai/platform-resources/sichuan-university-pittsburgh-institute-research-tracker
(last visited Sept. 4, 2024); Yijing Y. Stehle et al., Dielectric Performance of Aluminum Cation Modified
Graphene Oxide Membrane: Influence of Al Source, SCIENCEDIRECT (Nov. 15, 2023),
https://www.sciencedirect.com/science/article/abs/pii/S0925963523009263; Yijing Yin Stehle et al., A
More Controllable Laser Reduction of Graphene Oxide Membrane for Electrode Applications, IOP ScI. (2023),
https://iopscience.iop.org/article/10.1149/MA2023-0181107mtgabs.

318 Sichuan University, CHINA DEFENCE UNIVS. TRACKER,
https://unitracker.aspi.org.au/universities/sichuan-university/ (last visited Sept. 4, 2024).

319 Press Release, U.S. Dep’t of Just., Chinese Government Employee Charged in Manhattan Federal
Court with Participating in Conspiracy to Fraudulently Obtain U.S. Visas (Sept. 16, 2019),
https://www justice.gov/opa/pr/chinese-government-employee-charged-manhattan-federal-court-
participating-conspiracy (in attached complaint at 9).

320 See SCUPI Journal-SCOOP, SICHUAN UNIV. PITTSBURGH COLL. FOCUS (Mar. 26, 2019),
https://web.archive.org/web/20240520184654/https://scupi.scu.edu.cn/activities/elementor-4672

321 See Siyuan Dai et al., Phonon Polaritons in Monolayers of Hexagonal Boron Nitride, 31 ADV. MATERS.
1806603 (2019).

322 See Stehle et al., Dielectric Performance of Aluminum Cation Modified Graphene Oxide Membrane:
Influence of Al Source, supra note 275; Stehle et al., A More Controllable Laser Reduction of Graphene Oxide
Membrane for Electrode Applications, supra note 275.

323 Professor Minking Chyu, Dean of Sichuan University Pittsburgh College, Uses 3D Printing Technology to
Improve Gas Turbine Cooling Solutions and Receives Key Funding from the U.S. Department of Energy, INT'L
OFF. SICHUAN UNI1V. (Oc. 19, 2017),
https://web.archive.org/web/20240519212042/https://global.scu.edu.cn/?news/2328.

324 See Sino-American Hypersonic Vehicle Research Collaborations Tracker, DATA ABYSS,
https://www.dataabyss.ai/platform-resources/sino-american-hypersonic-vehicle-research-
collaborations-tracker (last visited Sept. 4, 2024); Lanxin Wang et al., Working Medium Selection of a
Closed Brayton Cycle Thermal Power Conversion System for Hypersonic Vehicles with Unstable Finite Heat
Source, SSRN (Feb. 5, 2024), https://papers.ssrn.com/sol3/papers.cfm?abstract_id=4716976.

325 See Dong Liang et al., Comparing Endwall Heat Transfer Among Staggerd Pin Fin, Kagome and Body
Centered Cubic Arrays, SCIENCEDIRECT (Feb. 25, 2021),
https://www.sciencedirect.com/science/article/abs/pii/S1359431120337856; Wandong Bai, Cfd
Simulation on Hydrodynamic and Thermal Behavior of Elliptical Condensing Tubes with an Improved Mass
Transfer Model, SSRN (Oct. 20, 2022), https://papers.ssrn.com/sol3/papers.cfm?abstract_id=4253484.
326 Mingjing Qiu, "Profile of Mingjing Qiu [BR 52X A A4 fi/1]," Sichuan University, School of
Aeronautics and Astronautics (accessed Sept. 18, 2024),
https://saa.scu.edu.cn/teamlist. htm?action=detail Team&uuinld=781497434493893.

327 Sichuan University, "Introduction to the School of Aeronautics and Astronautics [ Fi & /1],"
Sichuan University (accessed Sept. 18, 2024),
https://saa.scu.edu.cn/list.htm?m=1821493791917256&c=781494316834693.

328 See Longlong Zhan et al., Preparation of Ultra-Smooth Cu Surface for High-Quality Graphene Synthesis,
PUBMED (Oct. 25, 2018), https://pubmed.ncbi.nlm.nih.gov/30361958/.
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32 Changqing Shen, Criteria for the Growth of Large-Area Adlayer-Free Monolayer Graphene Films by
Chemical Vapor Deposition, SCIENCEDIRECT (Sept. 23, 2019),
https://www.sciencedirect.com/science/article/pii/523528478183021194:~:text=We%20found %20that%
20keeping%20equal,growth%200f%20adlayer%2Dfree%20MLG; Fangzhu Qing et al., Chemical Vapor
Deposition Synthesis of Graphene Films, APL MATERIALS (Feb. 11, 2019),
https://pubs.aip.org/aip/apm/article/7/2/020903/150763/Chemical-vapor-deposition-synthesis-of-
graphene.

30 He is currently at the University of Arizona College of Technology at Hebei University of
Technology. Richard Stehle, LINKEDIN, https://cn.linkedin.com/in/richard-stehle-47ba6269 (last visited
Sept. 4, 2024).

331 Introduction to the College, SCH. OF AERONAUTICS & ASTRONAUTICS, SICHUAN UNIV.,
https://web.archive.org/web/20240904165513/http://saa.scu.edu.cn/list. htm?m=1821493791917256&c=7
81494316834693 (last visited Sept. 4, 2024); Dong Liang et al., Fluid Flow and Heat Transfer Performance
for Micro-Lattice Structures Fabricated by Selective Laser Melting, SCIENCEDIRECT (Oct. 26, 2021),
https://www.sciencedirect.com/science/article/abs/pii/51290072921004713; Liang Dong et al.,
Influences of Lattice Unit Type and Arrangment Orientation on Heat Transfer Characteristics, J. OF
AEROSPACE POWER (2022),

http://www jasp.com.cn/hkdlIxb/en/article/d0i/10.13224/j.cnki.jasp.20210067; Xinyi Liu, Singularity
Free Dynamic Control Allocation for Tilt-Rotor Multirotor Unmanned Aerial Vehicles, IEEE (2023),
https://ieeexplore.ieee.org/document/10260455/authors#authors.

332 See Professor Huang Chongxiang, KEY LAB. OF DEEP EARTH SCI. & ENG'G (SICHUAN UNIV.), MINISTRY
OF EDUC. (SICHUAN UNIV.),
https://web.archive.org/web/20240520153242/https://duse.scu.edu.cn/yjdw/yjry/yjry1/2018-07-

25/57 html (last visited Sept. 4, 2024).

333 Sichuan University Teaches This Course with Great Care and the Students Study Seriously!, YOUTH.CN
(Oct. 14,2023, 7:24 AM.),
https://web.archive.org/web/20240520155043/https://news.youth.cn/jy/202310/t20231014_14847338.ht
m.

334 See Haoran Xie et al., High Breakdown Strength and Energy Density in Multilayer-Structured
Ferroelectric Composite, OPENALEX (2020), https://openalex.org/works/W3112071894; Hanlin Fei et al.,
Sintering of the WC-6%Co Cemented Carbides for Improved Mechanical and Cutting Performance Using
Micro-FAST, SCIENCEDIRECT (Apr. 13, 2021), https://doi.org/10.1016/j.ijrmhm.2021.105545.

35 Fang Yimeng et al., Characteristics, Connotation and Military Application of Additive Remanufacturing
Technology, IOP PUBLISHING (2021), 10.1088/1742-6596/1948/1/012118; Wan Rongchun et al., Welding
Procedure Qualification of Q345 Grade Fire-Resistant Steel Based on Jmat-pro Calculation, IOP PUBLSHING
(2021), 10.1088/1742-6596/1903/1/012001; Fang Yimeng et al., Effects of Isothermal Temperature on
Microstructure and Properties for N8O Oil Pipe Steel, IOP PUBLISHING (2021), 10.1088/1742-
6596/1986/1/012019; Wan Rongchun et al., Study on Salt Spray Delayed Cracking Performance of Ultra-
High Strength Martensitic Steel, IOP PUBLISHING (2021), 10.1088/1755-1315/768/1/012025

336 See Eplus3D Nominated by MIIT in Aerospace Industry, E-PLUS-3D (Mar. 12, 2024),
https://web.archive.org/web/20240516224444/https://www.eplus3d.com/eplus3d-nominated-by-miit-
in-aerospace-industry.html; Liang et al., supra note 293; Company Profile, E-PLUS-3D,
https://web.archive.org/web/20240522143229/https://www.eplus3d.com/company-profile/ (last visited
Sept. 4, 2024).

337 See Jie Chen et al., Strength-Ductility Mechanism of CoCrFeMnNi High-Entropy Alloys with Inverse
Gradient-Grained Structures, MDPI (Apr. 7, 2024), https://www.mdpi.com/1996-1944/17/7/1695; Gearbox
and Reducer Product Sales, ZHEJIANG WUMA REDUCER CO. LTD.,
https://web.archive.org/web/20240516194900/https://www.wumareducer.com/ (last visited Sept. 4,
2024).

338 College News | Pittsburg College Actively Promotes College-Enterprise Cooperation, SICHUAN UNIV.
PITTSBURGH NEWS & ANNOUNCEMENTS (Nov. 2, 2018),
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College Visited the Tongwei Solar Energy Base for a Practical Visit, SICHUAN UNIV. PITTSBURGH NEWS
(Mar. 27, 2018),
https://scupi.scu.edu.cn/activities/%e6 %88 %91 %e9 %99 %a2 %e5%b7 %a5%e4 %b8 %9a%e5 %b7 %a5%e7
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Y%a4 %aa%e9%98%b3 %e8%83 %bd %e5%9f%ba%e5%9c%b0%e5 %ae% e %e8 %b7 %b5 %e5 %8 %82 %e8 %
a7%82.

339 Representatives from Yibin Kaiyi Automobile Co., Ltd. and SenseTime Technology Visited Our Institute for
Research and Discussion, SICHUAN UNIV. PITTSBURGH NEWS & ANNOUNCEMENTS (Dec. 7, 2023),
https://web.archive.org/web/20240519230240/https://scupi.scu.edu.cn/activities/%E5%AE%9C%E5 %A
E%BE%E5%87%AF%E7%BF%BC%E6%B1%BD%E8%BD %A6%E6%9C%89%E9%99%90%E5%85%AC
%E5%8F%B8%E3%80%81%E5%95%86%E6%B1%A4%E7 % A7 %91 %E6%8 A %80%E4 %BC %81 %E4%B8
%9 A %E4%BB%A3%E8%A1%A8%E5%88%B0%E8%AE %BF%E6%88%91; U.S. to Put Chinese Firm
SenseTime on Blacklist Ahead of $767 min Listing-FT, REUTERS (Dec. 9, 2021, 5:23 A.M.),
https://www.reuters.com/markets/us/us-put-chinese-firm-sensetime-investment-blacklist-ahead-ipo-
ft-2021-12-09/.

340 The 8 National Security Education day Theme Event of Pittsburgh Institute, SICHUAN UNIV.
PITTSBURGH STUDENT WORK (Apr. 27, 2023),
https://web.archive.org/web/20240521181740/https://scupi.scu.edu.cn/activities/%E5%8C%B9%E5%85
%B9%E5%A0%A1%E5%AD %A6%E%99%A2%E7 % AC % AC%E5%85%AB%E4%B8%A A%E5%85%A
8%E6%B0%91%E5%9B%BD%ES5%AE %B6%E5%AE %89 %E5 %85 % A8%E6%95%99 %E8%82%B2%E6 %
97%A5%E4%B8%BB%E9%A2%98%E6%B4 %BB%E5 %8 A%AS.

341 See SCUPI Journal-SCOOP, supra note 278.

342 See Tempering Perseverance and Character, Showing Aerospace Style—the 2018 Military Training of the
Aerospace Academy Has Been Successfully Completed, SCH. OF AERONAUTICS & ASTRONAUTICS, SICHUAN
UNIV. (July 18, 2019),
https://web.archive.org/web/20240904161307/http://saa.scu.edu.cn/info.htm?id=2011561442634198&c=
1821493791917254; The School of Textiles and Food Held a Mobilization Meeting for the Military Training of
the 2014 Undergraduate Students, COLL. OF BIOMASS SCI. & ENG'G (July 3, 2015),
https://web.archive.org/web/20240520185921/https://qfsp.scu.edu.cn/info/1041/4255.htm; Chen
Xiaojuan, Without Struggle, There is No Youth; Without Strength, There is No Talen — The 2019 Military
Training Mobilization Meeting of the School of Electronic Information Was Successfully Held, SICHUAN
UNI1v. COLL. OF ELECS. & INFO. ENG'G (July 6, 2021),
https://web.archive.org/web/20240520190158/https://eie.scu.edu.cn/info/1056/9055.htm.

343 The School of Textiles and Food Held a Mobilization Meeting for the Military Training of the 2014
Undergraduate Students, supra note 283.

344 See Confucius Institutes: https://crsreports.congress.gov/product/pdf/IF/IF11180,

https://www.hsgac.senate.gov/wp-
content/uploads/imo/media/doc/PSI%20Report%20China's %20Impact %200n%20the %20US%20Educa
tion%20System.pdf.

345 See https://fsapartners.ed.gov/knowledge-center/topics/section-117-foreign-gift-and-contract-
reporting/resources/notices-compliance-review-and-records-requests.

346 § 117(a) of the Higher Education Act.

347 https://fsapartners.ed.gov/knowledge-center/topics/section-117-foreign-gift-and-contract-
reporting/resources/frequently-asked-questions.

348 Pub. L. No. 99-498 (1986).

349 Opinion: Education Act Would Curb Foreign Gifts, N.Y. TIMES (Oct. 16, 1986),
https://www.nytimes.com/1986/10/16/opinion/l-education-act-would-curb-foreign-gifts-
148386.html?searchResultPosition=1.

350 § 117(e) of the HEA.
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31§ 117(b) of the HEA.

32§ 117(c) of the HEA.

33 § 117(f)(1) of the HEA.

354 § 117(f)(2) of the HEA.

35 85 Fed. Reg. 72567 (Nov. 13, 2020).

3% Letter, U.S. House of Reps. Select Comm. on the Strategic Competition Between the U.S. and the
Chinese Communist Party to Dr. Michael V. Drake, President, Univ. of Cal., and Dr. Carol T. Christ,
Chancellor, Univ. of Cal., Berkeley (July 13, 2023),
https://selectcommitteeontheccp.house.gov/sites/evo-
subsites/selectcommitteeontheccp.house.gov/files/evo-media-document/2023-07-13-berkeley-tbsi-
letter.pdf.

37 Letter of Oct. 6, 2023, from Raphael A. Prober of Akin Gump Strauss Hauer & Feld LLP, Counsel
for UC Berkeley, to Chairman Mike Gallagher of the U.S. House Select Committee on the Chinese
Communist Party and Chairwoman Virginia Foxx of the U.S. House Committee on Education and the
Workforce at 2-3 (on file with the U.S. House Committee on Education and the Workforce).

358 (“For purposes of Section 117 reporting, an intermediary is an entity other than an institution that
receives a gift originating from a foreign source or enters into a contract with a foreign source.”)
Electronic Announcement, A7, Appendix B, Reminder to Report Ownership/Control by, and
Contracts/Gifts From, Foreign Sources, Ofc. of Gen. Counsel, U.S.Dept. of Educ. (June 22, 2020),
https://fsapartners.ed.gov/knowledge-center/library/electronic-announcements/2020-06-22/reminder-
report-ownershipcontrol-and-contractsgifts-foreign-sources; see also, A6 (“An institution receiving the
benefit of a gift from or a contract with a foreign source, even if through an intermediary, must
disclose the gift or contract. Additionally, where a legal entity (e.g., a foundation) operates
substantially for the benefit or under the auspices of an institution, there is a rebuttable presumption
that when that legal entity receives money or enters into a contract with a foreign source, it is for the
benefit of the institution, and, thus, must be disclosed. Institutions have a duty, under Section 117, to
conduct reasonable due diligence when they receive the benefit of a contract or gift from any entity to

determine whether the gift or contract is from or with a foreign source. If they do receive such a
benefit and it meets the threshold amount, they must report the item to the Department. However,
institutions are not required to report any gift to or contract between a foreign source and an entity if
the institution did not receive a benefit from the gift or contract.”) Id. See also Strategic Partnership
Agreement between UC Berkeley and Tsinghua University executed Oct. 30, 2012; Undated
Addendum to the Strategic Partnership Agreement between UC Berkeley and Tsinghua University;
UC Berkeley and Tsinghua University Agreement on the establishment of TBSI, Addendum (II) to the
Strategic Partnership Agreement Between UC Berkeley and Tsinghua University, undated;
Memorandum of Understanding Among Shenzhen Municipal People’s Government, UC Berkeley,
and Tsinghua University on the establishment of TBSI dated Sept. 7, 2014; Master Affiliation
Agreement between TBSI, Tsinghua University, and the Regents of the University of CA, on behalf of
UC Berkeley dated Oct. 16, 2015; Amendment dated April 5, 2018 to the Master Affiliation Agreement
between Tsinghua University and the Regents of the University of CA, on behalf of UC Berkeley, on
TBSI; Second Amendment dated July 31, 2020 to the Master Affiliation Agreement between Tsinghua
University and the Regents of the University of CA, on behalf of UC Berkeley, on TBSI; Sponsored
Research Agreement No 12422 dated Aug. 1, 2016 between Tsinghua Education Foundation North
America Inc. (TEFNA) and Warranty Asset Management Co., Ltd and The Regents of the University
of CA; Amendment No. 1 dated Aug. 28, 2019 to Sponsored Research Agreement No. 12422;
Amendment No. 2 dated April 30, 2020 to Sponsored Research Agreement No. 12422; Sponsored
Research Agreement dated Aug. 1, 2021 between Tsinghua Shenzhen International Graduate School
and the Regents of the University of CA; Cooperative Agreement dated Nov. 2016 on a Jointly Run
Educational Institution Among Shenzhen Municipal People’s Government, Tsinghua University, and
UC Berkeley (by the Regents of the University of CA); Amendment dated Aug. 20, 2018 to
Cooperation Agreement on a Jointly Run Educational Institution Among Shenzhen Municipal
People’s Government, Tsinghua University, and UC Berkeley (by the Regents of the University of
CA); Agreement on Dual Degree Program between UC Berkeley and Tsinghua University, PRC (on
file with the U.S. House Committee on Education and the Workforce).

359 See Scenarios, supra.
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Dept. of Educ., (Nov. 29, 2023), https://fsapartners.ed.gov/knowledge-center/topics/section-117-

foreign-gift-and-contract-reporting/resources/frequently-asked-questions.

361 §§ 101 & 102 of the HEA (definitions of “institution of higher education”).

362 See Master Affiliation Agreement dated Oct. 16, 2015 between Tsinghua University and the Regents
of the University of CA on behalf of UC Berkeley at 2. (The agreement established the Tsinghua-
Berkeley Shenzhen Institute (TBSI) as an “incorporated Sino-foreign cooperative non-profit research
and education institution in Shenzhen, Guangdong in accordance with the terms and conditions of
this Agreement as well as applicable laws and regulations of the People’s Republic of China.”)

363 See supra note 358, documents governing the establishment and operations of TBSI and its
relationship to UC Berkeley.

364 See supra note 358, generally; see specifically the Master Affiliation Agreement dated Oct. 16, 2015
between Tsinghua University and the Regents of the University of CA on behalf of UC Berkeley and
the First and Second Amendments to the Master Affiliation Agreement (on file with the U.S. House
Committee on Education and the Workforce).

365 I ].

366 https://www.tbsi.edu.cn/4769/list.htm.

367 See discussion of the Berkeley-Tsinghua Center and the Tsinghua-Berkeley Center in the
Addendum to the Strategic Partnership Agreement between UC Berkeley and Tsinghua University
(on file with the U.S. House Committee on Education and the Workforce).

368 Supra note 358, generally.

369 See Scenarios, supra.

370 TEFNA is organized as a § 501(c)(3) tax exempt entity under 26 USC § 501(c)(3).

371 https://regents.universityofcalifornia.edu/regmeet/july15/e2.pdf.

372 Letter of Oct. 6, 2023, from Raphael A. Prober of Akin Gump Strauss Hauer & Feld LLP, Counsel
for UC Berkeley, to Chairman Mike Gallagher of the U.S. House Select Committee on the Chinese
Communist Party and Chairwoman Virginia Foxx of the U.S. House Committee on Education and the
Workforce at 3 (on file with the U.S. House Committee on Education and the Workforce).

373 Id. at footnote 3.

374 Frequently Asked Questions: FS-Q3, FED. STUDENT AID, https://fsapartners.ed.gov/knowledge-
center/topics/section-117-foreign-gift-and-contract-reporting/resources/frequently-asked-
questions#FS (last visited Sept. 20, 2024).

375 Supra note 372.

376 Frequently Asked Questions: INS-Q3, supra note 360.

377§ 117(h)(2) of the HEA (definition of “foreign source”).

378 Agreement on Developing a Joint Institute in Shenzhen Among Shenzhen Municipal People’s
Government, Tianjin University and Georgia Institution of Technology (Dec. 2, 2016) (on file with U.S.
House Committee on Education and the Workforce).

379 Id. at 2-3 (Organization and Management); 5 (Faculty); 6 (Preparatory Working Group); and 7-8
(Miscellaneous Provisions).

380 Jd. at 2-3 (Organization and Management); Chapter 5, Article 16 of the Articles of Association of
GTSI (revised Dec. 2019) (on file with the U.S. House Committee on Education and the Workforce).
381 Chapter 5, Article 16, Item 1 of the Articles of Association of GTSI (revised Dec. 2019) (on file with
the U.S. House Committee on Education and the Workforce).

382 [,

383 Agreement on Developing a Joint Institute at 5-6.

384 Chapter 4, Article 13 of the Articles of Association (on file with the U.S. House Committee on
Education and the Workforce). The enabling Agreement on Developing a Joint Institute (Dec. 2, 2026)
has not been rescinded or otherwise abrogated.

35 Agreement on Developing a Joint Institute at 6.

386 Letter of June 7, 2024 of Saxby Chambliss and Vanessa Le of DLA Piper, counsel for Georgia Tech,
to Chairman John Moolenaar of the U.S. House Select Committee on the Chinese Communist Party,
Chairwoman Virginia Foxx of the U.S. House Committee on Education and the Workforce, and
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Ranking Member Roger Wicker of the U.S. Senate Armed Services Committee at 3 (on file with the
U.S. House Committee on Education and the Workforce).

387 See supra, generally, the Department’s discussion of the characteristics of an “intermediary” at
footnote 358, and elsewhere in this report.

388 Frequently Asked Questions: INS-Q2, supra note 360; see also the discussion of intermediary at
footnote 358.

389 See Letter of June 4, 2024 to Chairman Moolenaar, Chairwoman Foxx, and Ranking Member
Wicker; Agreement on Developing a Joint Institute; Memorandum of Understanding dated Dec. 2,
2016 between the Board of Regents of the University of Georgia System, by and on behalf of Georgia
Tech, and Tianjin University for the Operation of GTSI; the First Supplemental Agreement dated May
2019 to the Agreement on Developing a Joint Institute; Articles of Association of GTSI as revised in
Dec. 2019; and Agreement dated March 1, 2020 between the Board of Regents of the University of
Georgia System, by and on behalf of Georgia Tech, and Tianjin University for the Operation of GTSI
(all on file with the U.S. House Committee on Education and the Workforce).

39 https://www.shenzhen.gatech.edu/.

391 https://www.shenzhen.gatech.edu/events-and-news/.

392 See email of Aug. 16, 2024, 12:55 p.m. of DLA Piper on behalf of Georgia Tech to the oversight staff
of the U.S. House Committee on Education and the Workforce, the House Select Committee on the
Chinese Communist Party, and the U.S. Senate Committee on Armed Services (on file with the
Committee on Education and the Workforce); see also 34 CFR Part 600; 34 CFR § 600.2 (definitions of
“additional location” and “branch campus”), § 600.9(d) (state authorization), and § 600.32 (eligibility
of additional location).

3% See email of Aug. 16, 2024, 12:55 p.m. from Carlton Davis of DLA Piper, on behalf of Georgia Tech,
to Julissa Walsh and Vanessa Le (on file with the Committee on Education and the Workforce).

394 See Letter of August 20, 2024 of Saxby Chambliss and Vanessa Le of DLA Piper, counsel for
Georgia Tech, to Chairman John Moolenaar of the U.S. House Select Committee on the Chinese
Communist Party, Chairwoman Virginia Foxx of the U.S. House Committee on Education and the
Workforce, and Ranking Member Roger Wicker of the U.S. Senate Armed Services Committee at 2 (on
file with the U.S. House Committee on Education and the Workforce).

35 Letter of June 7, 2024 from Saxby Chambliss and Vanessa Le of DLA Piper, on behalf of Georgia
Tech, to Chairman John Moolenaar of the House Select Committee on the Chinese Communist Party,
Chairwoman Virgina Foxx of the House Committee on Education and the Workforce, and Ranking
Member Roger Wicker of the U.S. Senate Armed Services Committee at 3; see also Agreement on
Developing a Joint Institute (on file with the Committee on Education and the Workforce).

3% Letter of June 7, 2024 at 3.

397 1.

3% National Defense Authorization Act for Fiscal Year 2020, Pub. L. No. 116-92, § 1746, 133 Stat. 1198,
1842-43 (Dec. 20, 2019), https://www.congress.gov/116/plaws/publ92/PLAW-116publ92.pdf; National
Defense Authorization Act for Fiscal Year 2021, Pub. L. No. 116-283, § 223, 134 Stat. 3388, 3486-87 (Jan.
1, 2021), https://www.congress.gov/116/plaws/publ283/PLAW-116publ283.pdf.

39 Public Law 117-167, Chips and Science Act, H.R. 4346, 136 Stat. 1366 (Aug. 9, 2022),
https://www.congress.gov/117/plaws/publ167/PLAW-117publ167.pdf. National Defense
Authorization Act for Fiscal Year 2020, Pub. L. No. 116-92, § 1746, 133 Stat. 1198, 1842-43 (Dec. 20,
2019), https://www.congress.gov/116/plaws/publ92/PLAW-116publ92.pdf; National Defense
Authorization Act for Fiscal Year 2021, Pub. L. No. 116-283, § 223, 134 Stat. 3388, 3486-87 (Jan. 1, 2021),
https://www.congress.gov/116/plaws/publ283/PLAW-116publ283.pdf.

400 See Section 1286 of FY2019 NDAA: https://www.congress.gov/115/bills/hr5515/BILLS-
115hr5515enr.pdf and Section 1299C of FY 2021 NDAA:
https://www.congress.gov/116/bills/hr6395/BILLS-116hr6395enr.pdf.

401 It requires federal R&D grant awarding agencies to enhance cross-agency collaboration to assess
and mitigate research security risks and develop and standardize cross-agency disclosure
requirements for conflict of interest and conflict of commitment in the federally funded researchers’
foreign engagement. “Guidance for Implementing National Security Presidential Memorandum 33
(NSPM-33) on National Security Strategy for United States Government-Supported Research and
Development,” Subcommittee on Research Security, Joint Committee on the Research Environment

106


https://www.congress.gov/116/plaws/publ92/PLAW-116publ92.pdf
https://www.congress.gov/116/plaws/publ283/PLAW-116publ283.pdf
https://www.congress.gov/117/plaws/publ167/PLAW-117publ167.pdf
https://www.congress.gov/116/plaws/publ92/PLAW-116publ92.pdf
https://www.congress.gov/116/plaws/publ283/PLAW-116publ283.pdf
https://www.congress.gov/115/bills/hr5515/BILLS-115hr5515enr.pdf
https://www.congress.gov/115/bills/hr5515/BILLS-115hr5515enr.pdf
https://www.congress.gov/116/bills/hr6395/BILLS-116hr6395enr.pdf

(Jan. 2022), https://www.whitehouse.gov/wp-content/uploads/2022/01/010422-NSPM-33-
Implementation-Guidance.pdf; “Guidelines for Research Security Programs at Covered Institutions,”
Memorandum for the Heads of Federal Research Agencies from Arati Prabhakar, Assistant to the
President for Science and Technology, Director of the Office of Science and Technology Policy (Jul. 9,
2024), https://www.whitehouse.gov/wp-content/uploads/2024/07/OSTP-RSP-Guidelines-Memo.pdf.
Research Security: Strengthening Interagency Collaboration Could Help Agencies Safeguard Federal
Funding from Foreign Threats, GAO-24-106227 (Jan. 11, 2024), https://www.gao.gov/products/gao-
22-105313.

402 National Defense Authorization Act for Fiscal Year 2020, Pub. L. No. 116-92, § 1746, 133 Stat. 1198,
1842-43 (Dec. 20, 2019), https://www.congress.gov/116/plaws/publ92/PLAW-116publ92.pdf; National
Defense Authorization Act for Fiscal Year 2021, Pub. L. No. 116-283, § 223, 134 Stat. 3388, 3486-87 (Jan.
1, 2021), https://www.congress.gov/116/plaws/publ283/PLAW-116publ283.pdf.

403 National Security Presidential Memorandum on United States Government-Supported Research
and Development National Security Policy, NSPM-33, § 4(g) (Jan. 14, 2021),
https://trumpwhitehouse.archives.gov/presidential-actions/presidential-memorandum-united-states-
government-supported-research-development-national-security-policy/.

404 “Guidance for Implementing National Security Presidential Memorandum 33 (NSPM-33) on
National Security Strategy for United States Government-Supported Research and Development,”
Subcommittee on Research Security, Joint Committee on the Research Environment (Jan. 2022),
https://www.whitehouse.gov/wp-content/uploads/2022/01/010422-NSPM-33-Implementation-
Guidance.pdf; “Guidelines for Research Security Programs at Covered Institutions,” Memorandum
for the Heads of Federal Research Agencies from Arati Prabhakar, Assistant to the President for
Science and Technology, Director of the Office of Science and Technology Policy (Jul. 9, 2024),
https://www.whitehouse.gov/wp-content/uploads/2024/07/OSTP-RSP-Guidelines-Memo.pdf.
Research Security: Strengthening Interagency Collaboration Could Help Agencies Safeguard Federal
Funding from Foreign Threats, GAO-24-106227 (Jan. 11, 2024), https://www.gao.gov/products/gao-
22-105313.

405 In response, the National Science Foundation implemented new disclosure forms in November
2023. See “Common Form for Biographical Sketch,” National Science Foundation (Nov. 1, 2023),
https://www.nsf.gov/bfa/dias/policy/researchprotection/commonform biographicalsketch.pdf;
Common Form for Current and Pending (Other) Support, National Science Foundation (Nov. 1,
2023), https://www.nsf.gov/bfa/dias/policy/researchprotection/commonform cps.pdf. DOD also
implemented policy changes under NSPM-33, which require a risk-based approach to reviewing
fundamental research projects for conflicts of interest arising from foreign influence. See “Countering
Unwanted Foreign Influence in Department Funded Research at Institutions of Higher Education,”
DOD (Jun. 29, 2023), https://media.defense.gov/2023/Jun/29/2003251160/-1/-1/1/COUNTERING-
UNWANTED-INFLUENCE-IN-DEPARTMENT-FUNDED-RESEARCH-AT-INSTITUTIONS-OF-
HIGHER-EDUCATION.PDE.

406 Research Security: Strengthening Interagency Collaboration Could Help Agencies Safeguard
Federal Funding from Foreign Threats, GAO-24-106227 (Jan. 11, 2024),
https://www.gao.gov/products/gao-22-105313.

407 See Institutional Compliance with Section 117 of the Higher Education Act of 1965, U.S. Dep’t. of Educ.,
Ofc. of General Counsel, (Oct. 2020), https://www2.ed.gov/policy/highered/leg/institutional-
compliance-section-117.pdf.

408 Jd. at 1,9, and 17.

409 See China’s Impact on the U.S. Education System, Staff Report, Permanent Subcommittee on
Investigations, Committee on Homeland Security, U.S. Senate (Feb. 2019),
https://www.hsgac.senate.gov/wp-
content/uploads/imo/media/doc/PSI%20Report%20China's%20Impact%200n%20the%20US%20Educa
tion%20System.pdf.

410 https://www2.ed.gov/policy/highered/leg/institutional-compliance-section-117.pdf.

411 Jeremy Bauer-Wolf, Ed Dept Steps Up Scrutiny of College Foreign Gifts Reporting, HIGHER ED DIVE
(June 23, 2020), https://www .highereddive.com/news/ed-dept-steps-up-scrutiny-of-college-foreign-
gifts-reporting/580376/.

107


https://www.whitehouse.gov/wp-content/uploads/2022/01/010422-NSPM-33-Implementation-Guidance.pdf
https://www.whitehouse.gov/wp-content/uploads/2022/01/010422-NSPM-33-Implementation-Guidance.pdf
https://www.gao.gov/products/gao-22-105313
https://www.gao.gov/products/gao-22-105313
https://www.congress.gov/116/plaws/publ92/PLAW-116publ92.pdf
https://www.congress.gov/116/plaws/publ283/PLAW-116publ283.pdf
https://trumpwhitehouse.archives.gov/presidential-actions/presidential-memorandum-united-states-government-supported-research-development-national-security-policy/
https://trumpwhitehouse.archives.gov/presidential-actions/presidential-memorandum-united-states-government-supported-research-development-national-security-policy/
https://www.whitehouse.gov/wp-content/uploads/2022/01/010422-NSPM-33-Implementation-Guidance.pdf
https://www.whitehouse.gov/wp-content/uploads/2022/01/010422-NSPM-33-Implementation-Guidance.pdf
https://www.gao.gov/products/gao-22-105313
https://www.gao.gov/products/gao-22-105313
https://www.nsf.gov/bfa/dias/policy/researchprotection/commonform_biographicalsketch.pdf
https://www.nsf.gov/bfa/dias/policy/researchprotection/commonform_cps.pdf
https://media.defense.gov/2023/Jun/29/2003251160/-1/-1/1/COUNTERING-UNWANTED-INFLUENCE-IN-DEPARTMENT-FUNDED-RESEARCH-AT-INSTITUTIONS-OF-HIGHER-EDUCATION.PDF
https://media.defense.gov/2023/Jun/29/2003251160/-1/-1/1/COUNTERING-UNWANTED-INFLUENCE-IN-DEPARTMENT-FUNDED-RESEARCH-AT-INSTITUTIONS-OF-HIGHER-EDUCATION.PDF
https://media.defense.gov/2023/Jun/29/2003251160/-1/-1/1/COUNTERING-UNWANTED-INFLUENCE-IN-DEPARTMENT-FUNDED-RESEARCH-AT-INSTITUTIONS-OF-HIGHER-EDUCATION.PDF
https://www.gao.gov/products/gao-22-105313
https://www.hsgac.senate.gov/wp-content/uploads/imo/media/doc/PSI%20Report%20China's%20Impact%20on%20the%20US%20Education%20System.pdf
https://www.hsgac.senate.gov/wp-content/uploads/imo/media/doc/PSI%20Report%20China's%20Impact%20on%20the%20US%20Education%20System.pdf
https://www.hsgac.senate.gov/wp-content/uploads/imo/media/doc/PSI%20Report%20China's%20Impact%20on%20the%20US%20Education%20System.pdf

42 The Department’s Section 117 web site shows several open and closed compliance reviews. Yet,
none of the reviews, open or closed, appear to have been initiated by the Biden-Harris
administration. See https://fsapartners.ed.gov/knowledge-center/topics/section-117-foreign-gift-and-

contract-reporting/resources/notices-compliance-review-and-records-requests; see also
https://www.nationalreview.com/corner/biden-admin-winds-down-probes-into-universities-foreign-
gifts/.

413 Transcript of Hearing, Subcommittee on Higher Education and Workforce Development, U.S.
House Committee on Education and the Workforce at 69-70 (May 24, 2023) (statements of FSA COO
Richard Cordray in response to questions of Rep. Jim Banks, R-IN) (transcript on file with
committee).

414 Id

415 Notices of Compliance Review and Records Request, FED. STUDENT AID,
https://fsapartners.ed.gov/knowledge-center/topics/section-117-foreign-gift-and-contract-

reporting/resources/notices-compliance-review-and-records-requests (last visited Sept. 20, 2024).

416 See Letter of May 15, 2023 from Under Secretary James Kvaal to Chairwoman Virginia Foxx of the
Committee on Education and the Workforce at 1 referencing a June 2022 Department webinar
announcing the transfer of the administration of section 117 to FSA (letter on file with the
Committee); see also 87 Fed. Reg. 79292, 79293 (Dec. 27, 2022)(“With this request for a new
[information] collection, the Department . . . [will] be returning the collection of this information to
FSA, which is the office with primary responsibility for the administration of Section 117 within the
Department going forward.”).

417 See Institutional Compliance with Section 117 of the Higher Education Act of 1965, U.S. Dep’t. of Educ.,
Ofc. of General Counsel, (Oct. 2020), https://www2.ed.gov/policy/highered/leg/institutional-
compliance-section-117.pdf.

418 The Department announced on August 7, 2024 the full launch of the FAFSA application would be
delayed from the traditional launch date of October 1, until December 1, 2024,
https://www.ed.gov/news/press-releases/us-department-education-announces-schedule-and-new-

process-launch-2025-26-fafsa-form.

419 See Future of the SAVE Repayment Program in Limbo as Federal Appeals Court Scrutinizes ED’s
Authority, NAT'L ASS'N OF STUDENT FIN. AID ADMINS. (Aug. 13, 2024), https://www.nasfaa.org/news-
item/34378/Future of the SAVE Repayment Program in Limbo as Federal Appeals Court Scruti
nizes ED s Authority; SAVE Plan Court Actions: Impact on Borrowers, FED. STUDENT AID,
https://studentaid.gov/announcements-events/save-court-actions (last visited Sept. 20, 2024).

420 Letter, U.S. House of Reps. Comm. on Educ. and the Workforce to Honorable Miguel Cardona,
Secretary, U.S. Dep’t of Educ. (Apr. 5, 2023),
https://edworkforce.house.gov/uploadedfiles/letter_to_secretary_cardona_on_sec._117_vf.pdf.

421 See Letter of May 15, 2023 from Under Secretary James Kvaal to Chairwoman Virginia Foxx of the
Committee on Education and the Workforce at 1 referencing a June 2022 Department webinar
announcing the transfer of the administration of section 117 to FSA (letter on file with the
Committee).

42 (GENERAL-24-79) Reminder-July 31 Reporting Deadline for Section 117 of the Higher Education Act of
1965; Decommission of the Section 117 Interactive Data Table, FED. STUDENT AID (June 26, 2024),
https://fsapartners.ed.gov/knowled ge-center/library/electronic-announcements/2024-06-26/reminder-
july-31-reporting-deadline-section-117-higher-education-act-1965-decommission-section-117-
interactive-data-table.

423 See Section 117 Foreign Gift and Contract Data, FED. STUDENT AID,
https://fsapartners.ed.gov/knowledge-center/topics/section-117-foreign-gift-and-contract-
reporting/section-117-foreign-gift-and-contract-data (last visited Sept. 20, 2024).

424 Email of July 31, 2024, from staff of Office of Legislative and Congressional Affairs, U.S.
Department of Education, to U.S. House Committee on Education and the Workforce oversight staff
(on file with the committee).

425 Letter, Am. Council on Educ. to Melanie Muenzer, Chief of Staff, Off. of the Under Sec’y, U.S. Dep’t
of Educ. & Richard Cordray, Chief Operating Off., Off. of Fed. Student Aid, U.S. Dep’t of Educ. (Aug.
16, 2022),
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https://www.cogr.edu/sites/default/files/081622%20FIN AL %20August%202022%20ED %?20letter%200
Nn%20117%20follow %20up.pdf.

426 The ACE letter stated —

The information and presentation by your [Department] teams was helpful, and we were happy to
distribute the slides from that meeting to our larger community. We were pleased to learn that ED
plans to close the outstanding Section 117 investigations that remain open; that ED will address the
concerns and issues with the existing reporting portal; and that Section 117 management will be
transferred back to Federal Student Aid (FSA). (ACE letter at 1).

427 See question nine and ten of the letter of April 5, 2023 from Chairwoman Virginia Foxx and others
to Secretary of Education Miguel Cardona,
https://fedworkforce.house.gov/uploadedfiles/letter_to_secretary_cardona_on_sec._117_vf.pdf.

428 Notice of Compliance Review and Records Requests, FED. STUDENT AID,
https://fsapartners.ed.gov/knowledge-center/topics/section-117-foreign-gift-and-contract-
reporting/resources/notices-compliance-review-and-records-requests (last visited Sept. 21, 2024). .
294,

430 Press Release, Congresswoman Michelle Steel, Steel, Fox, Bill Will Deter Foreign Adversaries’
Influence in Postsecondary Education (Oct. 11, 2023), https://steel.house.gov/media/press-
releases/steel-foxx-bill-will-deter-foreign-adversaries-influence-postsecondary.

41 DETERRENT Act, H.R. 5933, 118th Cong. (2024).

432 Press Release, U.S. Dep’t of Just., University of Maryland, College Park Agrees to Pay $500,000 to
Resolve Allegations That It Failed to Disclose Foreign Research Support in Federal Grant Proposals
(July 16, 2024), https://www justice.gov/usao-md/pr/university-maryland-college-park-agrees-pay-
500000-resolve-allegations-it-failed ; Molly Ormsbee, SUNY Settles Lawsuit Alleging Foreign Research
Interference, NBC5 (Sept. 13, 2024, 7:55 A.M.), https://www.mynbc5.com/article/suny-lawsuit-foreign-
interference/62185980.
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