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INTRODUCTION

Defense Institution Building: A New Paradigm for the 21 Century

Alexandra Kerr

oday, the United States faces a security paradox. On the one hand, the U.S. military

is unrivaled in size, strength, capacity, and budget; on the other hand, the global

operating environment of the 21% century is diffuse and complex. Beyond the rise
of geopolitical challenges from China, Iran, North Korea, and Russia, threats to the United
States are increasingly unpredictable and often asymmetrical. From terrorist groups that
thrive in the absence of strong governance to transnational criminal networks unhindered
by state borders, such challenges stipulate that no single nation, regardless of its traditional
military might, can completely address its security objectives alone. The United States is
no exception. Developing a network of competent partners that can share the burdens and
responsibilities of global security, embracing a strategy of coalition and cooperation, is
therefore vital to U.S. interests.

In the contemporary context, however, many partner countries lack the capacity
to defend their own populations and borders, never mind the capabilities necessary to
contribute meaningfully to international coalitions, peacekeeping operations, or shared
security goals with other countries. At a time when tangential conflicts and threats
originating far from the U.S. homeland frequently have direct consequences for the United
States, its security, and its allies, the ability of partner countries to maintain their own
security and stability is critical. The challenge, then, for the United States is how to best
invest its resources to help establish strong and capable defense partners. To this end,
security cooperation and assistance programs are the main line of effort, but traditional
approaches employed by these programs have proven insufficient to instate sustained
improvements to partners’ defense sectors.

Defense institution building (DIB) seeks to fill the gap in these traditional approaches
by supporting partners in developing the strong institutional foundations needed for
legitimate, effective, professional, and sustainable defense sectors that contribute to the
overall security and prosperity of the state—and in turn, to regional stability and U.S.
national security. This chapter provides a wave-top introduction to the concept of DIB,
the context from which it emerged and developed, what the DIB process entails, and its
importance to the national security goals of the United States. It then lays out the structure
of the book and reviews the content of the four main sections, concluding with a discussion

of some of the major crosscutting themes that run throughout the chapters.
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Background

Defense institution building is a relatively recent concept that has grown in response
to three distinct but related developments since the end of the Cold War. First, DIB’s
operating theory is a legacy of the concept of security sector reform (SSR) that emerged
during the 1990s; second, the practice of DIB has its roots in the North Atlantic Treaty
Organization’s (NATO) Partnership for Peace (PfP) program, which began as a way to
reform the defense sectors of former-Warsaw Pact states after the fall of the Soviet Union;
and third, it has evolved in response to the increased spending on, and use of, U.S. security
assistance and cooperation efforts in the wake of the terrorist attacks on September 11,
2001 (9/11), particularly as these efforts shifted toward effectiveness and building capacity.'

Roots in Security Sector Reform and PfP

Thelink between functioninginstitutional governance and effective security emerged during
the tumultuous decade following the dissolution of the Soviet Union. For the previous 40
years, the divide between Communism and the West had ordered the international system
into two opposing camps. Almost every aspect of U.S. strategy—including the approach to
both development aid, and security assistance and cooperation—was seen through the lens
of containing the spread of communism, while extending the reach of liberal democracy.
In the case of security assistance, the United States delivered weapons, equipment, and
training to key partners and allies in order to forge or maintain relationships, and to
strengthen their defensive postures (among other national priorities, like access for the
U.S. military and bolstering the domestic defense industrial base).? While U.S. security
assistance aimed to strengthen its partners against Soviet-sponsored insurgencies, it did so
from a strictly military standpoint, with little if any involvement in the governance aspects
of the partners’ security and defense sectors.

The dissolution of the Warsaw Pact and fall of the Soviet Union in 1991 prompted
drastic changes in the global political and security landscape, and in turn, altered how
security was conceptualized. While many had expected the end of the bipolar order to
usher in an era of peace, instead there was an emergence of fragile, often predatory states
and a shift from interstate conflict to intrastate violence, marked by deep divisions along
ethnic or religious lines.

For the security community, the resulting operating environment was characterized
by humanitarian interventions to end conflict, often coupled with peacekeeping operations
to prevent violence from reigniting in post-conflict environments. While the U.S. security
assistance and cooperation system remained largely unchanged in terms of equipment
grants and sales—with an emphasis on sales to help offset the sluggish U.S. economic
recovery after the 1990 recession’® and a redistribution of funds, giving larger sums to
fewer countries (e.g., Egypt, Israel, and Colombia)—the goal of this assistance shifted from
simply thwarting communism, to emphasizing the promotion of democracy and civilian
control of the military.* Thus, in addition to traditional Foreign Military Sales (FMS) and
Foreign Military Financing (FMF), programs such as International Military Education and
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Training, the Center for Civil-Military Relations, the Defense Institute of International
Legal Studies, and the Regional Centers were instituted in the nineties to further these
objectives.®

For the development community, the concept of “human security” dominated
assistance efforts in the post-Cold War context. Human security shifted the focus of security
from the state to the individual, and moved beyond traditional security apparatuses to
include the social, economic, and political conditions necessary for ensuring the protection
of the individual. Where securing the sovereignty and territory of the state had, in many
cases, superseded the protection of the basic needs of citizens, the human security
paradigm maintained that the protection from harm and the provision of the basic needs
of individuals were critical to both individual and national security.® In the global South,
the lack of social and economic development was perceived as a major threat to human
security. The development sector thus concentrated resources on strengthening weak and
post-conflict states through economic aid, focusing on liberalizing the economies of fragile
states on the premise that this would reduce poverty and improve social progress toward
liberal democracy. They did so while largely shying away from engagement with these
countries’ security and defense sectors (many of which had supported or led authoritarian
regimes throughout the Cold War, and remained tainted by corruption, human-rights
violations, and ineffectiveness).”

However, prosperity and stability can seldom take hold when development is
pursued without security.® The problem with decoupling development from security was
two-fold: First, at the same time that efforts were being made to improve the economies
of fragile states, militaries that had been propped up by outside regimes during the Cold
War remained bloated and rife with resource-syphoning corruption. The opportunity for
development efforts to help downsize or rightsize militaries, promote civilian control, and
reallocate the excess resources to civilian activities, was initially overlooked. Second, the
state’s capacity to protect the population from threats within its borders and to defend
those borders from external threats is a necessary condition in order for socio-political and
economic development to take hold; human security requires functioning and effective
security services. Insufficient attention had been paid to the correlation between fragility
and the role of functioning security sector institutions in a state’s ability to deliver security
to its citizens. As Kofi Annan would later put it, “We will not enjoy security without
development, we will not enjoy development without security.”

This gave rise to a reevaluation of the delivery of international assistance, both in terms
of security and development. Clare Short, then UK Secretary of State for Development,
recounted that at this stage,

we needed to re-examine all the instruments of policy. Aid could no longer be an
instrument of Cold War policy propping up kleptocratic dictators such as Mobutu
simply because they were firmly pro-Western. Arms sales, and export credits and
military assistance programs needed re-examination. And the propaganda, which
stressed the provision of aid as an act of charity for the poor and hopeless, also
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needed reconsideration. If we meant to seize this historical opportunity, we needed
to re-examine all the old assumptions and develop policy focused on helping end
conflict and building competent state institutions that would encourage economic
growth and human development in the poorest countries.'

The resulting concept of SSR (which Short went on to champion) focused on
governance and highlighted the nexus between development and security."! Where the
traditional security assistance paradigm focused on improving security force effectiveness
and the traditional development assistance approach did not address the security aspects
of the state, SSR instead argued for a holistic approach to enhancing partner capacity
in all aspects of the security sector. The SSR approach would achieve this by improving
the governance, oversight, accountability, transparency, and professionalism of security
sector forces and institutions, in line with democratic principles and the rule of law.'
Importantly, SSR argued for the importance of functioning professional ministerial
institutions to sustained security capacity. While SSR tended to focus on the domestic side
of the security sector (e.g., law enforcement or justice), its emphasis on the governance of
security institutions laid the theoretical groundwork from which DIB has developed.

Toward the end of the decade, the SSR construct enjoyed widespread support
in Europe, particularly the UK, and from Canada, the Organisation for Economic
Cooperation and Development, and the United Nations.”” While SSR did not received the
same institutional acceptance in the United States, the idea gained traction among both the
security and development sectors. One example of this was Plan Colombia—the security
and assistance package developed by the United States and Colombia in 2000, when the
country was overwhelmed by violence that emanated from drug trafficking and organized
crime, as well as an armed insurgency, and in danger of becoming a failed democracy. Plan
Colombia is discussed in greater detail in subsequent chapters, but it is worth mentioning
in the context of SSR as it sought to reform governance of the entire security sector of
Colombia, not just bolster its military capabilities."

The United States was also deeply involved in the post-Cold War efforts of NATO
in Europe—which strongly reflected SSR principles." The alliance had found new purpose
in helping support the sudden influx of fledgling democracies that emerged from the
former Warsaw Pact alliance. While these states sought to throw off their authoritarian
past, many teetered on the brink of falling back into old, familiar habits, and, recognizing
that imminent support was necessary to stop this regression, NATO pledged to provide
assistance to help navigate the difficult transition to democracy. This included targeted
security assistance and cooperation to help reshape Soviet-era defense sectors, primarily
through the PfP program, which was established in 1994 and supported by the United States
through the launch of the Warsaw Initiative Fund—later renamed the Wales Initiative
Fund (WIF)—the same year. PfP attached the carrot of potential NATO membership
to countries’ security sector reform efforts.'® States that desired deeper ties with NATO,
and those hoping for eventual membership in the alliance, received security assistance to
help bring their outdated defense sectors in line with those of NATO members. PfP aimed
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to ensure that new democracies had defense sectors built on Euro-Atlantic principles
of civilian control and democratic governance in order to safeguard regional stability.
Importantly, PfP did not just seek to provide the new states with training and equipment,
but rather emphasized the implementation of governance mechanisms throughout the
entire security sector, including the establishment or overhaul of democratic, accountable,
and professional defense institutions.

The Short-Term Capability, Long-Term Capacity Disconnect

The 9/11 terrorist attacks prompted another fundamental shift in U.S. national security
strategy. With the focus on combating irregular warfare and rising global terrorism, security
swung back toward the type of war-fighting response seen during the Cold War, including
arming and training partners to assist in the Global War on Terrorism alongside U.S. forces.
Effective counterterrorism relied on the ability of states to defend their own territory and
secure their own populations—sealing porous borders and shrinking ungoverned spaces.
Security assistance and cooperation efforts were thus oriented toward providing tools—
primarily in the form of training and equipment—to supplement the weak militaries
and internal security forces of strategic partners (particularly in Afghanistan and Iraq) to
improve their operational and tactical proficiency.

The magnitude of U.S. security cooperation investments after 9/11 accounted for
billions of defense dollars annually, particularly in countries like Iraq and Afghanistan.”
Yet, these huge investments resulted in only (some) short-term progress: ultimately,
the provision of more assistance did not mean the provision of better assistance. In the
context of these conflict zones, Title 10 security cooperation was mainly used for putting
out fires in the immediate term, primarily through a familiar train and equip paradigm,
the provision of which was considered critical to counterterrorism and counterinsurgency
efforts; partners were given the “stuff” they needed, such as trucks or weapons, to help fulfill
a directive to contain the “bad guys” by countering an imminent threat. In this sense, short-
term wins gave the impression that gap filling, e.g., the provision of trucks and weapons,
was successfully building capacity. While these programs were also intended to build each
country’s ability to deliver effective security and defense after the United States disengaged,
within a short time it became clear that major investments in time, money, and personnel
had not resulted in corresponding increases in institutionalized and sustainable partner
capacity—and in some cases, overall security had even diminished.

Discussing post-9/11 security assistance and cooperation, then Secretary of Defense
Robert Gates noted in 2010, “[t]he security assistance system, which was designed for
the more predictable requirements of the Cold War, proved unequal to the test.”™® To
understand why, look to the example of security cooperation in the form of large-scale
military equipment. Through FMF or FMS, the United States may, for instance, provide
a partner with helicopters in order to assist U.S. forces in a specific mission to fend off an
insurgent group. And indeed these helicopters may serve that short-term purpose. But if the
country’s military does not have functioning institutional logistics, resource management,
and human resources systems, then that partner will not have access to the fuel to power
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the helicopters or the funds to buy fuel to power them, personnel with the knowledge to
fix and maintain the helicopters, access to the unique parts necessary to fix them, or the
funds to buy the necessary parts. And so those helicopters will most likely be rusting on the
tarmac within a year.

This all too frequent scenario—perhaps substituting helicopters for F16s or empty
U.S.-built training facilities—highlights that while such programs can sometimes serve
U.S. interests in the short term, the partner’s long-term capacity to counter threats and
secure its population is not correlatively strengthened; equipment and training that fill
short-term gaps do not result in the capacity to deliver and maintain security in the longer
term. Put simply, a piece of equipment is not a capability and its possession alone does not
increase capacity. Therefore the delivery of training and equipment alone, regardless of the
amount, did not lead to functioning defense sectors in Iraq or Afghanistan.

Problematically, the rapid responses necessary for countering groups like al-
Qaeda and the Taliban left little time for considering post-conflict governance, and
the illusion of success, as seen through short-term gains, further distorted the need for
long-term governance planning."” The critical flaw in the gap-filling approach is that it
misses the inextricable correlation between institutions and absorptive capacity—i.e. that
foundational institutions must be in place for a partner to be able to assimilate and apply the
training, knowledge, skills, and equipment that the United States provides through other
forms of security assistance and cooperation.” In the case of Afghanistan and Iraq, the
security sectors were at best dysfunctional and functioning defense institutions were often
nonexistent. These partners thus lacked the capacity to absorb training and equipment,
and to sustain it once the United States left; so even though there was a graduation goal,
graduation was not possible.

In light of this, the past ten years have seen sustained partner capacity—that is, the
capability to maintain effective security and defense once the United States is no longer
involved—become a critical goal of security cooperation efforts. These conflicts revealed
that while there is often tension between the provision of security in the immediate context
and building institutions for the long run, the latter cannot be subverted if the ultimate
goal is sustained partner capacity. “Building Partner Capacity” activities have expanded to
reflect a more holistic approach to strengthening partner states by focusing on the effective,
legitimate, transparent, and accountable governance of various elements that make up the
security and defense sectors.” These activities stress the importance of addressing the core,
underlying problems in the institutional foundations of these sectors in order for a country
to develop long-term capabilities to secure its population and defend its sovereign borders,
and to ultimately contribute to shared security goals with the United States.

Within this context, defense institution building is one of the integral components of
any effort to establish long-term defense capacity. DIB takes on the considerable challenge
of helping partner nations establish or reorient their human resources, organizations, rules,
norms, values, processes, and behaviors to develop a functioning and professional defense
sector, in order to develop and manage security forces, subject to civilian control, that can
defend and secure the state. In so doing, DIB helps lay the foundations of defense.
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Defense Institution Building

Defense institutions are the foundation of professional defense establishments. At
a fundamental level, defense institutions play an essential role in fulfilling the social
contract: defending sovereign borders and territories of the state, ensuring the security and
prosperity of the citizens therein, protecting the interests and values of the state abroad, and
maintaining national and regional stability. They serve to deliver and maintain the present
and future strategies and capabilities that the armed forces need in order to conduct their
operations. Democratic defense institutions also safeguard civilian control of the military
and are themselves accountable to the government, to legislation, and ultimately to the
electorate.

In the United States, the Department of Defense (DOD) employs over 700,000
civilian personnel, in addition to the nearly 1.5 million active-duty members of the military
and hundreds of thousands of reservists.” While physically headquartered at the Pentagon,
DOD utilizes sites covering over 30 million acres of land,® and operates on the world’s
largest defense budget: $590.5 billion for Financial Year 2017.2* While these figures are
impressive, tangible assets do not in and of themselves constitute an institution. Rather,
defense institutions are comprised of people, organizations, rules, norms, values, processes,
and behaviors that enable oversight, governance, management, and functionality of the
defense enterprise.”®

For the United States, DIB is based on the recognition that in order to be effective
defense partners, countries need professional defense sectors, which in turn require
functioning defense institutions. If a country’s defense sector is unaccountable, poorly
managed, and not subject to civilian control, it will be difficult for the rest of the government
to govern effectively or to promote social wellbeing and economic prosperity—never mind
for democracy to take hold. Unfortunately, countries that fall into this category outweigh
those with accountable and democratic defense institutions: Transparency International’s
most recent Government Defense Anti-corruption Index, which “assesses the existence,
effectiveness and enforcement of institutional and informal controls to manage the risk
of corruption in defence and security institutions,” places 80 countries (i.e. 70 percent of
the 114 countries analyzed in 2015) in the “high” to “critical” risk range.? Countries with
such high levels of political, financial, operational, personnel, and procurement risk in their
defense institutions pose a direct threat to the stability of the state and their respective
regions. This shines a light on the extent of the challenge, and why practitioners must study
and plan for DIB separately from (though in coordination with) other types of institution
building and security assistance and cooperation.

An Emerging Discipline

Only in the past decade has DIB been approached as a separate discipline and employed
as a distinct tool of national security. As mentioned above, recent U.S. activities that
target partner institutional capacity at the ministerial level primarily date back to the

XV




Xvi

Kerr

establishment of PfP in the 1990s. The successes of PfP contributed significantly to the
recognition of DIB’s importance as a fundamental element of security cooperation, and
laid the groundwork for the development of targeted DIB activities at DOD. The term
“defense institution building” also has its origins in NATO. It was first used officially in the
Partnership Action Plan on Defense Institution Building, launched at the NATO Istanbul
Summit in 2004, which laid out the following 10 objectives for NATO to assist its partners
in developing democratic defense institutions:”

= Effective and transparent arrangements for the democratic control of defense
activities;

= Civilian participation in developing defense and security policy;

= Effective and transparent legislative and judicial oversight of the defense sector;

»  Enhanced assessment of security risks and national defense requirements,
matched with developing and maintaining affordable and interoperable capa-
bilities;

= Optimizing the management of defense ministries and other agencies which
have associated force structures;

= Compliance with international norms and practices in the defense sector, in-
cluding export controls;

s Effective and transparent financial, planning, and resource allocation proce-
dures in the defense area;

v Effective management of defense spending as well as of the socio-economic con-
sequences of defense restructuring;

= Effective and transparent personnel structures and practices in the defense
forces;

= and Effective international cooperation and good neighborly relations in de-

fense and security matters.

Use of the word “building” in DIB has proven somewhat controversial (particularly
with partners), given that the large majority of efforts do not actually build institutions from
scratch, but rather help partners to strengthen and reform the governance and management
of particular elements of their existing institutional systems. The nuances of the concept are
clarified in the 2016 DOD Directive 5205.82 Defense Institution Building, which defines
DIB efforts as “activities that empower partner-nation defense institutions to establish
or re-orient their policies and structures to make their defense sector more transparent,
accountable, effective, affordable, and responsive to civilian control.”” In the more recent
National Defense Authorization Act for 2017, the term “defense institution building” was
expanded upon to the more appropriate “defense institution capacity building,” though
this terminology has yet to replace DIB in most instances.”

DIB includes missions that “improve the civilian control of armed forces; transmit
values of respect for the rule of law and human rights; improve the management methods of
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defense institutions, as well as their support elements (most prominently: logistics, human
resources, and financial management); [and] professionalize defense personnel.”* DIB is
therefore not one single program, but rather a process undertaken by a mosaic of programs
and actors, primarily in the Department of Defense. Within DOD, the Defense Governance
Management Team (DGMT) is the lead implementer of DIB efforts. The main programs
and centers that deal specifically with DIB are the Center for Civil-Military Relations, the
Ministry of Defense Advisors Program, the Defense Institution Reform Initiative, WIF-
DIB, the Defense Institute of International Legal Studies, and the DOD Regional Centers.*!
Other U.S. agencies (such as the U.S. State Department [DOS]), countries (including the
UK and France), and organizations (most prominently, NATO) also engage in DIB-related
activities. As a 2016 RAND report highlighted, coordination between and among these
DIB (and DIB-related) activities, programs, and actors will need to be enhanced to avoid
unnecessary overlap, miscommunication, and subversion.*

It is worth noting that DIB is an emerging and evolving practice, taking place in
diverse contexts worldwide, and cannot be “owned” by any single proponent. While
this book offers numerous descriptions and insights on DIB, any attempt to define the
practice by administrative fiat, or rigidly codify its techniques and methods will restrict
the intellectual space needed for DIB to remain adaptable in the face of diverse and ever-
changing environments. While DIB has been codified in a DOD Directive and other
publications, this does not mean that the definitions, characterizations, practices, and
principles are universally accepted. As with any emerging discipline, there are predictable
definitional disputes, bureaucratic competitions, and parochial rivalries. DIB is no different
in this regard with various offices, commands, agencies, and even countries and individuals
seeking to set the terms and parameters as the practice evolves. Thus, even in this book,
the reader will perceive some nuanced differences in definitions, usages, and prescriptions.

DIB Engagements
DIB activities target defense institutions responsible for oversight, management, and
governance of a partner’s defense sector at the national level. While the preferred entry-
point is the Ministry of Defense, DIB requires working across multiple levels of the defense
sector (e.g., general staff and service headquarters) and with multiple stakeholders; defense
institutions are a system of systems and all must be involved in the process for the changes
to truly take hold. The length of DIB engagements varies between programs and activities;
DGMT projects, for example, tend to last multiple years, and engagements between the U.S.
practitioners and the partner-nation counterparts are carried out on the ground, lasting
generally one to two weeks at a time. The main phases of a DGMT DIB effort—which
are not necessarily linear in practice, but rather necessarily blend and overlap—include
scoping and assessment; capability-based planning and program design; implementation;
continuous monitoring and evaluations; and ultimately, graduation (U.S. exit).

The scoping and assessment phase looks at the historical and current political, socio-
economic, and cultural context to determine a useful baseline for the DIB engagement.
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This phase seeks to accrue an accurate picture of the existing defense institutions and
culture (e.g., defense processes and structures, and how the defense establishment relates
to other parts of government), the partner nation’s existing capabilities and resources, what
U.S. assistance the partner nation desires and why, and who stands to lose or gain from
the changes. The planning and program design phase uses the partner context that was
determined by the assessment to link the project strategy to realistic resource availability
and project feasibility based on pragmatic expectations about constraints. The planning
phase is also when U.S. and partner-nations negotiate and determine goals and priorities.
Determining the overarching security goals of the partner nation is as critical to this
stage as identifying their DIB goals. Understanding broader security objectives can help
practitioners guide the planning process toward the most useful place to start, which is not
always the starting point the partner initially has in mind.

During implementation, the U.S. practitioners help the partner to reform specific
areas of their defense institutions, including but not limited to strategy, policy and planning,
human resources management, resources management, and strategic logistics. Steady
assessments take place throughout implementation to determine if the original plan is
working and to make course adjustments where necessary. U.S. and partner practitioners’
are also monitored to determine if they are fulfilling their agreed-upon role in the effort,
and if sufficient progress is being made toward “North Star” goals—the overarching
outcomes being sought by both sides. All DIB efforts aim to end with graduation, the
partner having the developed institutional capacity to a point where the United States can
disengage—though this is not an end-state, as all institutions continue to evolve over time.
This layout of phases is, of course, a significantly simplified vision; in practice, DIB is far
more complicated and convoluted by external events, human agents, and the specificities
of context.

DIB in the Broader Security Cooperation and Assistance Confext

While it is a distinct discipline, DIB does not exist in a vacuum; it is one important tool
to advance U.S. interests. As Congress seeks to develop a broader comprehensive strategy
for security cooperation in the 21* century operating environment, the indispensability
of DIB is reinforced.” DIB is not synonymous with building partner capacity or SSR, but
complements efforts related to both. That said, DIB should not be seen as an “add-on” after
the fact to make other investments sustainable; rather, it should be integrated into the front
end of any security cooperation conversation and planning to ensure that the assistance
provided, such as training and equipment, can be sustained.

Security assistance and cooperation efforts are the chiefline of effort in the U.S. toolkit
to help partners bolster their security and work with the United States to support common
security objectives. In the context of this book, the authors often use these terms for their
intrinsic meanings, as DIB efforts entail both “assisting” and “cooperating” with the partner
to improve the partner’s institutional defense capacity. But it is important to note here that
the official distinction between “security cooperation” and “security assistance” activities
within the U.S. government has to do with the agency administering the program: in
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simplest terms, it is either an activity of the Department of Defense (security cooperation)
or the Department of State (security assistance).

DOD and DOS have shared responsibility for engaging with foreign partner militaries
since the mid-twentieth century, with the bulk of congressional security assistance funding
allocated to the Department of State through Title 22 (Foreign Affairs) of the U.S. Code.*
Programs overseen and given direction by DOS but administered by DOD, however, are
considered security cooperation activities. In the modern context, and particularly after the
terrorist attacks on 9/11, the legal framework for the funding and administration of such
activities has evolved in response to emerging threats. Congress has increasingly granted
funding and authorities directly to DOD under Title 10 (Armed Services) of the U.S. Code
for security cooperation, particularly for improving the capacity of partners “to enable
foreign forces to take greater responsibility for their own defense and for achieving mutual
security goals in order to reduce U.S. costs.”® Therefore, while DOS security assistance
programs can include DIB components, the majority of DIB-specific programming is
funded under Title 10 and is thus security cooperation. This tangle of authorities is difficult
to unwind, even for those intimately involved in the security cooperation and security
assistance enterprises, and in the case of DIB, it can be a point of friction within and
between agencies.

The Strategic Role of DIB in U.S. Security Interests

With the number of programs that already exist to strengthen the security and defensive
capabilities of U.S. partners and allies, questions arise about “if” and “why” DIB should be
set apart as a separate discipline with specific programming. The answer to this lies in the
distinct strategic role that DIB plays for the United States. While the partner’s objectives
and perspectives have to be the starting point for all engagements, DIB efforts are not
undertaken simply for the benefit of partner nations. DIB plays three major strategic roles
for U.S. national security: sustaining security investments, increasing regional and global
stability, and creating partners capable of sharing security burdens.

First, by increasing the partner’s absorptive capacity, DIB increases the sustainability
of U.S. security investments.” In order to ensure the effective oversight, management,
and functionality of all other forms of security cooperation and assistance, partners must
first have functioning institutional systems; without them, partners lack the ability to
permanently assimilate and apply the training, knowledge, skills, and equipment provided
by the United States. This is the necessity of functioning institutions for absorptive capacity.
DIB enhances and complements the gains made by other capacity-building programs,
ensuring that the United States gets the “most bang for its buck.” In addition to increasing
the viability of investments, DIB complements the goals of other security assistance and
cooperation efforts by maintaining and improving relationships with partners and allies,
and by addressing some of the major problems other capacity-building programs have
faced after the United States leaves, including the misuse of U.S. provided training and
equipment.
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Second, DIB reduces state instability and fragility, which can lead to regional
instability, internal conflicts (which can spread beyond state borders), terrorist safe havens,
and ungoverned spaces that transnational criminal organizations can utilize—all of which
threaten U.S. national interests and security. The establishment of functioning defense
institutions increases stability by enhancing the partner nation’s capacity to address its own
security needs, protect its population, maintain governance, and ensure border security.
DIB facilitates the preconditions for defense sectors to function as they should, and the
resulting security allows governments and populations to focus resources on strengthening
governance, civil society, rule of law, and economic prosperity—all of which are vital to long-
term stability. In a 2014 RAND report assessing the utility of U.S. security cooperation as
a preventive tool to reduce instability, researchers analyzed security cooperation efforts in
107 countries between 1991 and 2008 to test the hypothesis that “[security cooperation] to
bolster a partner state’s security institutions can be used as a preventive measure to reduce
fragility and decrease the need for larger and more- extensive U.S. military interventions.”
The study revealed that the correlation is more nuanced: the effectiveness of U.S. security
cooperation in preventing conflicts and reducing stability is more pronounced in countries
that have strong institutions (including defense institutions) and “the capacity to project
[their] governance functions throughout [their] territory.”® DIB is thus a necessary first
step for providing the institutional foundations necessary for stability.

Third, by building long-term partner defensive capabilities, DIB helps to create
partners with the ability to contribute meaningfully to shared security goals with the
United States and its allies, such as counterterrorism or peacekeeping efforts. At a time
when emerging threats are difficult to predict and therefore difficult to plan for, DIB can
serve to enhance the ability of the United States to be proactive rather than reactive in

shaping the future security environment.
Overview of the Book

This volume was born of the recognition that there is a dearth of thinking, writing, and
analysis dedicated to the emerging practice of defense institution building in the United
States, despite the fact that it has become and will remain a powerful tool of national security.
While insights that are derived from existing SSR literature are often directly applicable
to DIB, much of what is written about SSR focuses on the internal security apparatuses
of the state—such as the police, border guards, or the justice system.* Similarly, while
institutional capacity-building literature exists and can be useful to DIB, building defense
institutions stands apart from other institution building because defense institutions are
unique in their global scope, inherently more sensitive nature, and existential role for
the state.* As a product of bottom-up evolution, there has only recently been high-level
thinking on DIB in the Department of Defense. While DIB practitioners agree that DIB is
not yet as good as it could be, insights and lessons from their experiences around the world
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have not been systematically recorded. Without looking to past and existing efforts, little
can be done to improve DIB undertakings in the future. This book is therefore motivated
by a desire to take a first step toward formalizing the study of DIB, laying the groundwork
for refining the discipline.

This is not, however, a handbook for “how to do DIB.” Instead, it is a collection of
reflections, opinions, analyses, insights, and suggestions. The authors range from DIB
practitioners to high-ranking policymakers and former members of the military, to
diplomats, academics, and experts from other fields and countries. They have obtained
their data through experience on the ground, historical accounts, intimate knowledge of the
decision-making processes, and interviews. Their thoughts on DIB do not reflect a single
or unified position, and indeed in some cases authors sharply diverge in their analysis,
interpretations, or opinions. This diversity of thought gives the reader the opportunity to
form a rounded perspective on where the DIB discipline has come from, where it stands
now, and how it may evolve in the future. The chapters seek to answer, or at least begin to

address, the following questions:

= What is DIB and what is its purpose?

= How is DIB undertaken within the current security cooperation architecture?

= How does DIB support U.S. security assistance and cooperation goals?

= Why is DIB important to achieving high-level U.S. policies?

= What are the U.S. and partner-nation goals, how are they determined, and how
can they be reconciled?

= What role does the partner play at each phase from planning to implementation
to evaluation?

= How can we gain and maintain genuine partner buy-in and ownership?

= What does the United States want its partners to be able to do, and are the right
tools in place to help them achieve this?

= Why has the United States either failed or succeeded in past DIB efforts?

= What will ideal DIB scenarios look like?

= What will the major impediments be, and how can the road blocks be mitigated?

= Who makes up the DIB workforce?

= How can practitioners be better equipped for the task?

= How can we improve the current approach to assessing, monitoring, and evalu-
ating DIB efforts?

The book is divided into four sections that explore the origins and meaning of the
DIB discipline, detail the technical elements of a DIB effort, draw on the relevant insights
of related experiences, and extract lessons learned from DIB case studies. The conclusion
looks to the future of the DIB enterprise in the United States and offers insights for policy
makers and practitioners on the major outstanding challenges.
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Section One

Section one traces the evolution of DIB from its conceptual origins in the historical events
and policy discussions of the post-Cold War period, through the terrorist attacks on 9/11
that brought the abrupt return of operational effectiveness as the primary goal of national
security policy, to the experiences in Iraq and Afghanistan that demonstrate the limits of
relying solely upon training and equipping operational forces to build partner capacity.
This historical context sets up the backdrop upon which DIB has emerged as a critical
component in assisting partner-nation security forces and institutions to be more effective
and accountable.

The theoretical and practical applications of DIB, and how DIB fits into a broader
strategy for building partner-nation defense sector capabilities in support of U.S. strategic
objectives, are then examined. This includes a description of “what good looks like” in a
professional defense partner, and also looks at what DIB efforts have the potential to achieve.
While many DIB missions take place in non-democratic countries, DIB activities have the
potential to guide our partners in a democratic direction by encouraging transparency,
professionalism, and accountability, and by demonstrating how these practices benefit
the partner nation more than systems that are rife with nepotism and marred by endemic
corruption.

Finally, this section turns a critical eye to the very crux of DIB: partnership. It details
the concept of partnership and the crucial role that it plays in DIB endeavors, while
examining the challenges and inherent tensions partnership entails. It considers whether
the development of a partnership is a means or an end for the United States; whether
partnerships are grounded in national security imperatives or the more altruistic, long-
term notion of capacity building; the problem of viewing partnerships primarily as a source
of interoperability aimed at helping the foreign assistance community; and the paradox
inherent in the differing conceptions of partnership.

Section Two
Section two delves into the integral technical elements of DIB from the experiences and
perspectives of seasoned DIB practitioners. It begins by detailing the nested levels of the
initial assessment and planning phases, which are critical for guiding the long-term effort,
and then turns to how to plan a strategic DIB engagement. The planning and assessment
phases lay the groundwork for establishing effective defense governance, including the
cultivation of several integral systems that make up defense institutions. The second
section includes chapters on three of these fundamental “pillars” of a defense institution—
strategy and policy development, strategic human resources management, and logistics. A
fourth pillar, resource management, is discussed in the specific context of Guatemala as an
exemplar in the fourth section.

The second section concludes with one of the most important, but least developed
elements of the DIB enterprise: monitoring and evaluation. Evaluation is critical for
understanding what is going right and what needs to be altered in a DIB engagement; for
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communicating to policymakers what is needed for the DIB effort and why; for showing
how a program is achieving its intended goals; and for determining if a particular system
is working for the partner, as well as whether the partner is playing its mutually agreed
part in the endeavor. Yet, practitioners face a challenge in monitoring and evaluating
both U.S. DIB efforts and the partner-nation institutions that are the focus of the work,
as the North Star goals—a professional defense partner and enhanced U.S. security—are
difficult to quantify or connect to specific inputs, and may take decades to come to fruition,
while engagements are rarely more than episodic. This chapter examines the potential of a
layered, outcome-driven evaluation system for measuring progress and successes in DIB
efforts.

Section Three

Section three looks further afield to gain insights from other sectors, agencies, countries,
and organizations that have undertaken institution building efforts or have applicability
to the DIB enterprise. Defense institution building, while idiosyncratic, is not unique;
development agencies have for decades understood that social change depends on the
consolidation of robust and inclusive institutions. Any attempt to develop this practice
independent of the broader developmental context of institution formation and reform
would deprive practitioners of the insights derived from many decades of experience in
other sectors. Thus, this section looks first to the development sector, where authors draw
insight from New Institutional Economics—a concept that has shown that “how” people
manage their relations through institutions (primarily government, but also through
informal norms and customs) affects the efficiency and distribution of service delivery and
the provision of public goods (in this case, security and defense).

It then examines the State Department’s Security Governance Initiative (SGI), which
recognizes that weak or mismanaged security sectors represent significant obstacles to
sustainable development, democracy, and peace. President Obama launched SGI in Africa
to help develop effective and democratic partner-nation institutions and professional
forces rooted in the rule of law and accountable to civilian oversight. Section three then
looks at applicable lessons from the United Kingdom’s 20th century experiences in Oman,
South Africa, Sierra Leone, and Zimbabwe. Finally, NATO’s DIB efforts, primarily through
the PfP program, are examined, and the strengths and weaknesses in NATOs approaches
over the years are analyzed.

Section Four

Section four details and analyzes contemporary DIB case studies. Though still an evolving
and dynamic activity, the United States has tested and developed approaches through the
trial and error of mid-conflict experience in Afghanistan and Iraq, and the implementation
and adaptation of highly successful programs in South America. The DIB effort in
Colombia is a salient demonstration of what strong partnerships can accomplish. U.S. DIB
efforts in Colombia are reviewed within the context of a long historical relationship, which,
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over time, established mutual respect and understanding. This section then looks at the
recent and highly successful case of DIB in Guatemala. It details how a U.S. team helped
the Guatemala Ministry of Defense transform itself from an organization shaped by the
demands of past civil wars into a professional defense institution structured to handle new
national security paradigms. The case of Guatemala highlights the importance of taking a
holistic approach to defense reform and adds to the debate on measuring success in DIB.

Finally, section four looks at the cases of Afghanistan and Iraq. In both countries,
U.S. and allied forces focused primarily on raising, training, equipping, and advising army
and police forces, but belated attempts were also made to help establish effective ministries
in both countries. In Afghanistan, the United States’ main focus after the attacks on 9/11
was to defeat the Taliban and al Qaeda, with little regard or planning for post-conflict
governance, and in the case of Iraq, the United States did not anticipate widespread post-
conflict instability or plan for the need to rebuild or reform basic defense institutions in the
face of this instability. The challenges in Iraq and Afghanistan were (and are) formidable—
from financial, materiel, and time constraints, to lack of direction from Washington and
training for those carrying out the job, to cultural and linguistic differences, political
upheaval, widespread corruption, and sectarian turmoil on the ground. In both cases, U.S.
and coalition personnel on the ground found themselves adapting to the evolving post-
conflict environments and, when it came to DIB, building the plane while they were flying
it.

Crosscutting Themes

Throughout the chapters, the reader will find several important crosscutting themes. These
may seem familiar and somewhat self-evident to those in the field, but their importance to
the DIB enterprise is paramount.

The first is the time factor in DIB efforts. Defense institution building is not a quick
fix. It seeks to catalyze institutional change, to address the core of a systemic problem, so
that the outcomes of the activities conducted in the near to medium term will be sustained
in the long term. While DIB engagements are relatively limited, the time necessary for
an institution to undergo the changes set in motion by DIB can take decades or even a
generation. Even then, there is no definitive end-point at which an institution becomes
perfectly complete: indeed, even institutions in the world’s most advanced democracies
continuously change, adapt, and improve. For DIB activities, this gradual pace of change
presents a unique set of challenges, from long-term planning, staffing, and funding, to the
need for constant adaptation to shifting political environments, to congressional reporting,
assessments, and evaluations. This requires both the United States and the partner to
develop and agree upon a long-term strategy from the outset that guides the DIB process
consistently in the long run.

The second is that one size fits one: that is, the importance of approaching each
DIB case without a preset template. A common pitfall is to think of DIB as the transfer
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of institutional culture. Indeed, there are plenty of cases in which this “mirror-imaging”
approach was applied and summarily failed, or resulted in isomorphic mimicry (when a
partner’s defense institutions take the form of the donor country’s defense institutions,
but have none of the substance or capabilities in practice). Moreover, lessons learned from
one DIB endeavor will be largely informed by the cultural and contextual particularities—
historical and contemporary—of that country at that time: lessons learned in extreme
cases like Iraq and Afghanistan, for instance, are undoubtedly important to identify, but do
not always translate seamlessly into best practices for, say, Colombia or Indonesia.*' This
reinforces the importance of focusing on customized plans for each country, informed
by applicable lessons drawn from related experiences from a variety of sectors, and based
on what is realistically possible in that context. Engagement with each country will be
different and in order to be sustainable, the institutions that DIB efforts help to form must
be appropriate for the unique defense culture of each partner.

Third, partnership and ownership are the crux of defense institution building.
The U.S. role in DIB is building defense institutions with, not for, the partner; external
influence, after all, can only guide, not drive, real change. DIB starts with the default
position that the partner must be all “In” at all stages and at the highest-levels; experience
demonstrates that otherwise the institutional changes will fail to take hold. At the outset,
this means identifying and clearly defining the partner’s security challenges and priorities,
while clearly laying out the overarching objectives of the United States.* In planning and
implementation, partners must be fully engaged in a genuine discussion of competing
interests and adjustments of proposals to mutual satisfaction; the role of the United States
is to offer actionable solutions, not ultimatums. A take it or leave it approach centered
around U.S. demands can lead to the wrong plan being forced on the partner and in turn
a misconception about lack of partner will to implement change. Inclusion, flexibility,
diplomacy, relationship building (both between the United States and the partner, but also
between the partner’s defense ministry and other government ministries in that country),
and negotiation with the partner must be employed at every stage of a DIB engagement if
the institutional enhancements are to last.

This book is not a blueprint for building defense institutions; rather, it frames the
challenge and asks the right questions for further development of the DIB discipline. The
chapters herein reinforce the fact that DIB efforts will not be easy, and that while bolstering
institutional and governance capacities within a defense sector fills a glaring gap in the
traditional approach, DIB is not panacea. But the United States cannot and should not be
everywhere at once, and as instability increases and defense budgets shrink, the United
States must rely on its partners to share some of the security burden. By using our own
strengths to strengthen our partners, DIB can help create security that is lasting.
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DIB in the Broader Security Architecture

Querine Hanlon and Robert M. Perito

ive us the tools,” Prime Minister Winston Churchill said in his famous Lend Lease

radio address, to “finish the job.” The United States has been “giving tools” to

strategic allies for the better part of a century. Historically, this assistance was
used to buttress the defense sectors of key allies like Greece, Turkey, Israel, and Egypt
against state threats.> Although the programs varied across countries, U.S. security
assistance throughout the Cold War involved long-term efforts to build infrastructure,
such as runways, and the provision of major weapons systems, such as tanks or fighter jets,
to countries seen as essential in the fight against communism. With few exceptions, little
attention was paid to how these countries’ security sectors functioned internally or how
their security institutions were managed and led.

As the security environment evolved in the aftermath of the Cold War and again
after September 11, 2001 (9/11), the U.S. approach to providing assistance to partner
nations underwent a series of fundamental shifts to align U.S. security assistance tools
with the requirements of a transformed security environment. These shifts were in part
“pushed” by a reevaluation of the concept of security, first during the surge of intrastate
conflict in the post-Cold War period, and again after 9/11 by the direct attack on the U.S.
homeland by a nonstate armed group. Armed groups and the failed states that harbored
them were elevated to tier-one security threats, and a broader concept of security replaced
the narrower Cold War focus on defense against state threats.’ But these shifts were also
“shaped” by events on the ground—the U.S. experience reforming security institutions in
Eastern Europe following the end of the Cold War, as well as in Iraq and Afghanistan,
where belated institution building efforts were conducted in the midst of war.* The United
States came to recognize that effective external defense and internal security sectors in
fragile states mattered a great deal, and a host of new policies and programs were developed
to build the capacity of key partners and allies to fight new threats, alongside and in support
of U.S. interests.

Within the U.S. defense establishment, the growing recognition that institution
building is the “missing piece” in the U.S. government’s security assistance toolkit has
prompted a renewed focus on defense institution building (DIB). The experiences in Iraq
and Afghanistan—and in many other fragile places where the United States has sought to
strengthen partner defense capacity—have shown that U.S. policymakers cannot bank on
DIB being an organic outgrowth of security assistance and security cooperation efforts.
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Instead, Washington has to invest some time and effort in thinking about what institution
building really means and how best to meet its requirements. This timely volume captures
some of the key lessons from the U.S. experience building defense institutions, and in so
doing, provides a meaningful contribution to the ongoing debate about how to enhance
the impact and sustainability of U.S. assistance for partner states. This chapter provides the
conceptual context for this endeavor, focusing on the changing security environment that
pushed the new focus on institution building, and the post-Cold War and post-9/11 events
that shaped the requirements for and development of a DIB focus for the U.S. government.

DIB and the Transformation of the Security Environment: The Push Factors

The decades immediately preceding and following the turn of the 21* century have
been witness to a remarkable transformation of the international security environment.
Throughout most of the Cold War, the concept of security was military and state-
centered, and the United States developed a robust security architecture for supporting
key allies across the globe to counter Soviet-led communist expansion. Not surprisingly,
the programs and funding authorities for assisting countries like Greece, Turkey, Egypt,
Saudi Arabia, the Philippines, and Korea were designed to buttress allied military defense
establishments against external, state-led threats. Important training and advisory missions
were also created to support countries throughout Latin America and elsewhere to engage
in low intensity conflict against Soviet-sponsored subversion. With few exceptions, little
attention was paid to how these defense sectors were managed or led.

The Korean case stands as one of the few successful examples of defense institution
building during the Cold War.® A small program providing military equipment and
training for Korean soldiers in their use—a train and equip program—that began in 1946
was expanded rapidly with the outbreak of the war in 1950, turning into a large scale
program that “transformed the military of the Republic of Korea (ROK) from a small,
disorganized constabulary into the most dominant institution in South Korean society.”
The effort involved not only providing vast military resources, but also “instructing officers
in how to carry out complex technical and logistical operations” and “indoctrinat[ing]
military officers with a sense of duty and patriotism.”

Many of the challenges U.S. trainers and advisors faced in Korea echo those of
the countries where DIB will likely be implemented in the future: an illiterate or poorly
educated recruiting base, high desertion rates, and an officer corps more interested in
material enrichment and self-promotion than success on the battlefield. Addressing these
challenges required more than the mere transfer of equipment and accompanying training.
Korea’s defense establishment needed institutions and processes to manage and sustain an
effective defense sector. Nearly two decades after it began, U.S. assistance resulted in the
doubling of the Korean armed forces and the professionalization of its military and defense
establishment. It also created an ongoing partnership that reflects the objectives of the
building partner capacity (BPC) approach launched by Secretary of Defense Robert Gates.
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During the Cold War, the concepts of security and development came to be seen
as separate spheres of activities for third parties, whether individual donor states or
international actors like the United Nations (UN). To an important degree, this was due to
the numerous interventions by the armed forces into politics in many developing countries,
the inordinate amount of resources they subsequently accumulated, and the impact that
this had on poverty alleviation efforts. Development came to be seen by those involved in
the enterprise as largely concerned with “reducing poverty in the [Global] South through
the promotion of economic growth based on investment and the application of science
and technology. The implicit assumption was that economic development automatically
enhanced peace and stability.”® The opposite proposition—that without security, the
conditions for development become problematic—appears not to have been given serious
consideration.’

U.S. Security Assistance in the Posi-Cold War Era

The end of the Cold War appeared to provide a golden opportunity to shift resources and
attention to the development needs of the Global South. Many believed the end of the Cold
War would open the door to a new international security environment—one dominated
not by opposing military alliances or narrow state interests but guided by the genuine
security needs of the people. Conflict between states would become a vestige of the old
order. Funds previously spent on defense could instead be repurposed toward development
and the eradication of poverty.

Unfortunately, the end of the Cold War ushered in a new security environment
marked by a growing number of intrastate conflicts fostered by ethnic and religious
divisions."” Largely unexpected, this escalation in instability was also characterized by a
proliferation in the types of nonstate actors—ethnically-based militias, guerrilla or terrorist
organizations, clans, tribes, warlords, organized communal groups, and criminal gangs—
challenging weak states."!

In the Balkans, Caucasus, Central Asia, and Middle East, and across Africa, Asia,
and Latin America, ethnic and religious identity emerged as the principal source of
organized violence."? Wars in these regions were no longer limited to internal conflicts
between substate actors. They challenged state sovereignty, prompted the disintegration
and collapse of multiethnic states like Yugoslavia, and taxed the international community’s
ability to respond. They also introduced new terms into the international relations lexicon.
In places like Bosnia and Rwanda, “ethnic cleansing” became the new term of art for the
atavistic practice of ethnic homogenization." These strategies were employed not against
a nameless foe but against “enemies intimately known.”'* Rather than being a relic of the
past, the power of local identity in places like Bosnia and Chechnya was changing the
character of war.

Prescient theorists such as Mary Kaldor and Kalevi Holsti, and European military
commanders like Sir General Rupert Smith, saw in Bosnia the harbinger of the future:
with the demise of the Westphalian state, interstate conflict would be replaced by local
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conflagrations between adjacent ethnicities.”” They posited that these violent conflicts were
not merely an anomaly of the post-Cold War era but a new form of warfare. “New wars
involve a blurring of the distinctions between war . . . organized crime . . . and large-scale
violations of human rights,” Mary Kaldor noted on the eve of the North Atlantic Treaty
Organization (NATO) bombing campaign against Yugoslavia in 1999.'¢ At the other
extreme, the global phenomenon of societal violence became the basis for a new paradigm of
civilizational conflict proposed by Samuel Huntington, in which fundamentally dissimilar
groups would clash along civilizational fault lines."”

The new form of warfare in Northern Ireland, Bosnia, and Kosovo, General Smith
concluded, was “war amongst the people.”*® This new war diverged considerably from that
20th century standard of conventional war between states along recognized battlefronts
conducted by uniformed soldiers. These experiences led him to conclude that “it is now
time to recognize that a paradigm shift in war has undoubtedly occurred: from armies
with comparable forces doing battle on a field to strategic confrontation between a range
of combatants . . . using different types of weapons, often improvised.” And those conflicts,
Smith noted, “can take place anywhere: in the presence of civilians, against civilians, in
defense of civilians.”? Critical to making sense of this new state of affairs, Smith argued, was
the realization that it was wars between nation-states that were becoming the anomaly.?

In the context of the upsurge of intrastate conflict, the United States discovered that
its traditional military and security assistance tools, which had been developed to deal with
interstate wars and to support formal military forces, were ill-equipped to manage the
challenges that emerged out of the conflicts in the Balkans and elsewhere. However, unlike
the response to the events of 9/11, this realization did not fundamentally shift the U.S.
security assistance architecture.

In 1996, the UN deployed a peace enforcement mission to Bosnia, followed by the
1999 NATO bombing campaign against Yugoslavia and a second peace enforcement
operation in Kosovo. By 2000, some 70,000 NATO forces had been deployed to the region
to support these operations. In the Balkans, the United States expended $21 billion on
military operations as well as a significant civilian presence to build democratic, multiethnic
institutions.”! Yet this large commitment of resources failed to overcome ethnic hostilities
and create national unity. American military capacity alone could not solve the breakup
of Yugoslavia, what former Secretary of State Warren Christopher called the “problem
from hell.”** The struggle to resolve the violence in the Balkans and elsewhere presaged the
difficulty the United States would face bringing the conflicts in Iraq and Afghanistan to a
close in the decades following 9/11. Military force alone could not resolve the underlying
institutional dysfunctions of weak and fragile states. Nor could it build effective institutions
in states rent by violent conflict.

The limited utility of military force for creating stability and lasting peace in weak
and fragile states was readily apparent on the ground following the signing of the Dayton
Accords and the deployment of a NATO-led Implementation Force (IFOR) authorized
by the Security Council under Chapter VII, the peace enforcement provisions of the
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UN Charter. The NATO force, led by the U.S. First Armored Division from Germany,
accomplished its mission of stabilizing the ceasefire and the cantonment of troops and
heavy weapons in the first ninety days after its deployment. The political provisions of the
agreement, however, proved more problematic. International efforts to create meaningful
national defense institutions largely failed. One critical hurdle was the country’s division
into two ethnically defined entities, the Bosniak-Croat Federation and the Republika
Srpska, each of which was granted considerable autonomy, including the authority to
maintain its own armed forces deployed along an internal boundary that divided the
country. Accordingly, the ethnic Bosniak-Croatian and Serbian armies maintained their
separate identities and chains of command. Each force was administered, financed, trained,
and equipped by its respective leadership.

A major threat to the peace settlement was the military imbalance between the
Bosniak-Croat Federation and the Bosnian Serb forces at the end of the conflict. “To
achieve a lasting peace in the Balkans,” U.S. Secretary of Defense William Perry argued,
“it will be essential to achieve stable and balanced force levels within Bosnia-Herzegovina
and among the states of the former Yugoslavia.”” But existing Cold War U.S. security
assistance programs were not designed to supply the nonstate combatants for “war amongst
the people.” In what was to become a much larger and more ambitious effort to reshape the
U.S. security assistance architecture after 9/11, the United States was forced to create a new
program to meet the training and equipment needs of ethnically allegiant military forces
that emerged out of Yugoslavia’s collapse. This was not a task for which the existing security
assistance architecture was designed. The result was “an unusually successful” interagency
initiative using private contractors called the “Bosnian Train and Equip Program.”*

Implemented by a small interagency task force, this now forgotten program achieved
all of its operational goals—creating a rough military parity among opposing forces,
removing foreign fighters that had fought on the Bosniak side, and instilling “Western
civil-military norms and NATO military standards.”” Specific DIB components included
training of the armed forces leadership and battle staffs, the ministry of defense, and the
joint command.* Many of the challenges of building the ethnic Bosniak-Croatian army’s
capacity resonate with those faced by DIB efforts today: ethnic tensions among senior
ministry staff and operational commanders, bureaucratic battles over both large and small
issues (including the distribution of office furniture), perceptions among recipients that
training and institution building were unnecessary, and challenges introducing NATO
standards to forces indoctrinated in Soviet military tactics and operational principles.”

The goals of the peace agreement negotiated at Dayton were to end the fighting,
establish a viable Bosnian state, and restore the pre-war, multiethnic character of Bosnian
society. The international intervention largely succeeded in accomplishing the first two
goals, but failed to politically unify the country. Subsequent NATO efforts to create an
integrated national army and to reform war-time defense institutions were rebuffed by
political elites who preyed upon popular fears and animosities to maintain their positions,
a situation that largely continues to the present.
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Despite its experiences on the ground in the former Yugoslavia (and with peace
enforcement operations more generally), the United States did not seriously consider the
changing security dynamics of the new post-Cold War order—and the implications for
U.S. national security and its international posture—until after 9/11.2% Of course there were
strategists and military commanders who recognized the need for change and warned that
“this conventional mindset could lead to military misfortune.”” However, asymmetrical,
intrastate conflicts against irregular actors in fragile states were at best considered tertiary
security matters while the United States remained focused on the ramifications of the Soviet
collapse, German unification, the First Gulf War, and the European security community’s
eastward expansion. The U.S. security assistance architecture developed during the Cold
War to manage these tier-one security challenges remained largely intact—with one
noteworthy innovation to meet the challenges of NATO’s eastward expansion. Created
in 1994, the Department of Defense (DOD) Warsaw Initiative Fund (WIF) supported the
participation of 34 former Warsaw pact countries and former Soviet republics in NATO’s
Partnership for Peace (PfP) program.’® Renamed the Wales Initiative Fund, WIF is a central
program in the DIB toolkit.

Although WIF was a new program created specifically to address the changing
dynamics of the post-Cold War security environment, its approach did not differ greatly
from existing security assistance programs. It funded military engagement seminars and
exercises, and supported institution building efforts for the region’s military academies.
It was only after the events of 9/11 that the United States undertook a concerted effort to
reshape the country’s security assistance architecture and revisited the need for institution
building.

U.S. Security Assistance after 9/11

The events of 9/11 prompted a dramatic shift as the threat of armed groups and the failed
states that harbored them were elevated to tier-one security threats.’® New terms entered
the national security lexicon with the focus on weak, failing, and failed states, and the threat
of ungoverned spaces from which a host of new armed actors could directly threaten the
U.S. homeland.

Within the U.S. defense establishment, the paradigm shift augured by 9/11 prompted
a new focus on irregular warfare, which was elevated to a vital mission area in the 2006
Quadrennial Defense Review (QDR). Post-9/11 combat was depicted as “irregular in its
nature.” Enemies in those fights were “not conventional military forces” belonging to
nation-states. Rather, they included various armed nonstate actors who employed indirect
and asymmetric means. A new directive on irregular warfare followed. It stated that
irregular warfare “is as strategically important as traditional warfare” and recognized that
the capabilities required for each would be different.*

In the aftermath of 9/11, the United States became enmeshed in large-footprint
engagements in Iraq and Afghanistan, as well as many small-footprint engagements along
arcs of instability stretching from the African continent through the Middle East, Central
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and South Asia, and the U.S.-Mexico border through South America. It adopted—and
adapted—its approach to security assistance in order to provide better tools and training to
fragile states that lacked effective capabilities to manage these 21* century security threats
on their own. The vast majority of this assistance was train and equip programs to build the
capabilities of weak military and internal security forces to counter nonstate threats and
operate alongside and in support of U.S. interests. With some exceptions, there was little
effort to build security sector institutions—such as ministries of interior and defense—even
though many of these institutions were perceived to be weak, corrupt, or illegitimate.

There are numerous reasons why institution building was not a priority in the early
years after 9/11. Among Washington policymakers, there was an aversion to nation-
building activities that would likely stretch over many years, require significant human and
materiel resources, and that could not address the near-term requirements of beleaguered
forces on the ground. There was also no capacity to do so in any systematic way. Although
the United States had robust capabilities for providing equipment and training, there was
no program explicitly designed to build security sector institutions in fragile states. Also
missing was guidance for planners to incorporate the institution building requirements into
their pre-war planning, with tragic consequences in both Iraq and Afghanistan. Finally, the
urgent requirements of partner countries did not offer Washington policymakers—or the
commanders on the ground—the luxury of time to delve into earlier institution building
lessons. It is only now, with not quite a decade of experience implementing DIB programs,
that concerted efforts are being made to learn from U.S. experiences in the 20™ and early
21% centuries. This book is part of that important effort.

In the years following the 9/11 attacks, the United States began to explore how to
reshape the purpose of U.S. security assistance. If fragile states were to be the recipients of
the new programs being conceptualized in Washington, what should that assistance aim to
do? Was the goal to be interoperability with U.S. forces? Engagement to secure U.S. access
to critical regions, ports, or airspace? Or, drawing on the lessons of the former Yugoslavia,
should that assistance aim to create internal stability? And if stability and broader regional
security were to be the goals, how could security assistance be properly leveraged to achieve
them?*

One answer emerged out of the development community in Europe. Clare Short,
the first UK Secretary of State for International Development, had argued to her Ministry
of Defense colleagues at the end of the 1990s that both the security and development
communities had to “re-examine all the old assumptions and develop policy focused
on helping end conflict and building competent state institutions that would encourage
economic growth and human development in the poorest countries.” One of the
principal obstacles to development, Short and other development specialists recognized
in the aftermath of the Cold War, was “the existence of bloated, repressive, undemocratic,
and poorly structured security services.” These bloated security sectors not only “soaked
up resources,” but were often the major “source of insecurity and human rights abuses.”
Short and others recognized that development was not possible without security and
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stability, and that security and stability were not possible without the development of
competent and responsive security sector institutions and forces. Thus the answer to the
twin challenges of security and development lay at the nexus of security assistance and
foreign aid, captured in a new concept called security sector reform (SSR).

SSRis an approach to security assistance that prioritizes institution building to ensure
that security sector forces—both internal law enforcement and military and defense forces—
are appropriately managed and led in accordance with democratic principles and the rule
of law. DIB is a key component of this approach, with its focus on the institutions that
oversee, provision, manage, train, and lead the armed forces and hold them accountable.
Thus, defense institution building owes its conceptual origins to the SSR concept.

It was through the shift to a counterterrorism strategy—and the concordant focus
on failed and weak states—that SSR first attracted the interest of the Washington policy
community as a potential tool for protecting U.S. allies and interests around the globe.*
Unlike their British, Canadian, and other Western counterparts, SSR was not a part of the
post-Cold War security assistance discourse in the U.S. military or in the broader U.S.
government. What took place was security assistance programming within the context of
“military operations other than war,” complex contingencies, and peace operations. These
missions covered a range of activities, from traditional humanitarian assistance to more
complex peace enforcement operations.” Although these missions included activities that
addressed aspects of a country’s security sector, they were not explicitly designed to rebuild
and reform those institutions within an SSR framework.®® While enforcing the peace
exposed serious security, poverty, governance, and infrastructure problems, solutions
exceeded the scope of most of these missions, with Bosnia and Kosovo being the exceptions.

However, in the final 18 months of the George W. Bush Administration, an interagency
working group led by mid-level officials from DOD, Department of State (DOS), and U.S.
Agency for International Development (USAID) developed a common statement on SSR
that attempted to translate the Organisation for Economic Cooperation and Development,
Development Assistance Committee (OECD DAC) Guidelines and Handbook on SSR into
a U.S. context. The statement provided the three lead agencies with a common vocabulary
for understanding SSR. It also informed DOD’s Guidance for Employment of the Force, the
U.S. military’s primary planning document; the SSR chapter in the Army’s Field Manual
3-07; and the 2010 QDR. Although the statement was published, it was not endorsed by
five of the eight agencies in the working group and did not rise to the level of government
policy. Leading members of the working group hoped the incoming Barack Obama
Administration would build on their work, but this did not happen.*

Instead, the Obama Administration developed a Presidential Policy Directive on
Security Sector Assistance (SSA). Its focus on SSA rather than SSR is clearly reflected in
its statement of purpose: “this directive is aimed at strengthening the ability of the United
States to help allies and partner nations build their own security capacity.”* Rather than
emphasizing support for comprehensive security sector reform, the emphasis is on building
capabilities of allies and partners to meet a range of challenges, including fighting alongside




DIB in the Broader Security Architecture

U.S. forces, countering terrorist and international criminal networks, participating in
international peacekeeping operations, and building security and justice institutions.* The
selection of SSA as the U.S. government’s preferred policy was significant.* Whereas SSA
focuses on the supply side of U.S. assistance and on improving the way in which assistance
is delivered, SSR is a much broader concept that involves capacity building to enhance
the effectiveness of security sector forces and institutions, and efforts to strengthen the
accountability, oversight, and governance of those institutions in accordance with
democratic principles and the rule of law.

As defined in the directive, SSA is closely aligned with the concept of BPC outlined by
former Secretary of Defense Robert Gates. According to Gates:

Strategic reality demands that the U.S. government get better at what is called
“building partner capacity™ helping other countries defend themselves or, if
necessary, fight alongside U.S. forces by providing them with equipment, training,
or other forms of security assistance. . .. Helping other countries better provide for
their own security will be a key and enduring test of U.S. global leadership and a
critical part of protecting U.S. security, as well.?

BPC helped reframe the purpose of defense sector train and equip programs to meet the
requirements of the changed strategic security environment. To assist fragile states and
achieve the objectives of BPC, and SSA more broadly, the United States needed a new
security assistance toolkit. New authorities and programs were added under the DOD, and
funded through the DOD budget. Many of these new security assistance programs were
focused on BPC in host nations where the United States was operating, such as in Iraq
and Afghanistan, or in partner nations, such as Poland, that were supporting the U.S.-led
coalition. In an important shift, the post-9/11 security assistance programs altered their
focus from assisting allied national defense sectors to addressing broader security sector
challenges, including counterterrorism, counternarcotics, democracy promotion, nuclear
nonproliferation, and strengthening the broader security sector.*

The result was to create an even more complex security assistance architecture. There
are essentially four models for how U.S. security assistance is resourced and executed,
most of which pre-date 9/11. The first model includes activities conducted by other U.S.
government agencies using DOS resources. This category includes the Cold War-era
Foreign Military Financing (FMF) and International Military Education and Training
(IMET) programs appropriated to DOS for DOD implementation. In this model, DOS
retains oversight of the funds.*” The DOD-implemented programs in this category are
considered part of DOD security cooperation.

A second model includes activities conducted by the State Department using State
Department resources. Because DOS capacity for direct implementation is limited, in this
model DOS contracts the activities or transfers the funds to another government agency or
entity for execution. DOS retains oversight of the funds in this second model.*
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The third model involves activities conducted and resourced by other agencies.
In the case of DOD, these programs are also classified as security cooperation and
are implemented by a variety of DOD actors, including the Office of the Secretary of
Defense, combatant commands and their military components, and the Defense Security
Cooperation Agency. Included in this category are multinational military exercises and
assistance provided to partner-nation security forces during U.S. combat operations.
Because these activities are designed and executed with the host nation, DOS oversight
takes place later in the process through the U.S. Embassy’s country team.*

Most of the post-9/11 programs belong to the final category: hybrid models to
address a range of new security assistance and capacity-building needs arising from
the wars in Iraq and Afghanistan and the global counterterrorism campaign. Although
specific mechanisms vary, the hybrid models require the “joint concurrence” of DOS and
DOD.* Examples of this hybrid model include Section 1206 Global Train and Equip,
Section 1207 Reconstruction and Stabilization, Afghanistan Security Forces Fund, Iraq
Security Forces Fund (ISFF), Pakistan Counterterrorism Capabilities Fund, and the
Global Security Contingency Fund. Many of these hybrid models were created to address
post-9/11 needs and to fast track assistance to partner countries. Whereas the pre-9/11
funds for military assistance were generally focused on long-term defense sector assistance
and sustainment, the new programs sought to meet short-term security sector capacity
gaps. The recipient countries are also markedly different. For example, in the first seven
years of the 1206 program, $1.8 billion of training and equipment was provided to 41
countries.” The largest recipients during the first seven years included Yemen, Pakistan,
Lebanon, and the Philippines. In later years, Mauritania, Uganda, Burundi, Romania,
Tunisia, Georgia, and Yemen received over $25 million each.*® Before 2010, almost all
Section 1206 funding was used to purchase counterterrorism training and equipment,
including radios and communications systems, surveillance and reconnaissance systems,
trucks, ambulances, boats and other vehicles, small arms and rifles, night vision goggles
and sights, and clothing. After 2010, funding was also used to train and equip foreign
military forces for stability operations, particularly in Afghanistan.”

The U.S. experiences in Iraq and Afghanistan also shaped the new post-9/11 security
assistance architecture. One important and costly lesson was the belated attention to
institution building during the Iraq war. For example, Lieutenant General James Dubik,
the commander of the Multi-National Security Transition Command-Iraq, has argued
that U.S. train and equip efforts were not even able to meet the tactical requirements,
much less “enterprise-wide imperatives” such as know-how regarding sustainability,
force management, or logistics and acquisition.® Some of these shortcomings informed
the creation of two new programs explicitly designed to build the institutional capacity
of ministries of defense and interior.”® These two initiatives—the Ministry of Defense
Advisors (MODA) program and the Defense Institution Reform Initiative (DIRI)—
became the flagship programs of DIB. Together these efforts propelled a new approach to
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security assistance that expanded the purpose of these programs, from merely providing
tools, to a much broader and more ambitious agenda: building the institutional capacity
of key partners and allies to fight new threats alongside and in support of U.S. interests.

What became quickly apparent during the early efforts to implement DIB is that the
defense building needs of fragile states differ markedly from the places where such efforts
had been initiated during the Cold War and post-Cold War periods. For example, in
Eastern Europe and the former Soviet republics there was a baseline institutional capacity
upon which to build defense sector reform efforts. In many of the fragile states where DIB
is likely to be a priority today, that baseline capacity is missing; defense sector institutions
may be weak or nonexistent. There are also significant human capacity challenges,
including low levels of literacy and even numeracy.

Defenseinstitution buildingisatall order. Itis much more difficult to build institutions
than to provide training and equipment, because the results are less immediate and the
risks involved for the recipient country are higher. DIB may require reforming existing
institutions by putting new systems and processes in place for procurement, or human
resources that directly threaten the power base of key actors who may emerge as critical
spoilers. It may also require building institutions from scratch, often in environments
that are not permissive for the long-term embedding of advisors to guide and support the
effort. There may be little host-nation capacity—in terms of human capital or financial
resources—to build or reform these institutions and sustain them in the long term. DIB
also competes with immediate and more urgent priorities, such as direct or even existential
threats to recipient forces or regimes.

There is also the enduring challenge of political buy-in for highly intrusive reforms
that require these countries to reveal information about budgets, force numbers,
operations, intelligence, or procurement processes that are classified and could be
damaging to senior political or military leaders if they were publically released. The entire
effort is further compounded by the sheer time required to affect institution building. It
is difficult to secure the buy-in and commitment of key leaders and stakeholders if the
purported benefits of DIB are realized a decade hence, well beyond the next election or
promotion cycle.

Nonetheless, DIB is an essential addition to the post-9/11 U.S. security assistance
toolkit. Resolving the enduring challenge of how to build effective and sustainable defense
institutions in fragile states has become a new priority for the United States. Fragile state
governments are losing the battle to counter security threats because they lack institutional
capacity. Train and equip programs can address operational force capacity gaps, but
these programs are not designed to strengthen, reform, or build institutional capacity.
And without that institutional capacity, there is nowhere to embed that assistance and to
ensure that U.S. efforts can be sustained by the recipient country after U.S. assistance ends.
By “building” these countries’ defense institutions, DIB promises to make U.S. assistance

for foreign defense sectors more effective and sustainable.
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DIB on the Ground: The Shaping Factors

The recognition that defense institution building was the missing piece in the U.S. security
architecture was largely pushed by the transformation of the international security
environment and the effort to reshape that architecture to meet the capacity needs of fragile
states. The actual development of the DIB concept, however, was shaped by experiences on
the ground—most notably in Afghanistan where DIB was first implemented in 2010—and
also by the successful post-Cold War military downsizing in Europe, and NATO expansion
efforts through the PfP program.

Although these lessons are explored in more detail in subsequent chapters of this
volume, one key lesson from experiences in Eastern Europe, Iraq, and Afghanistan was
the recognition that defense institution building is not just about force generation or
interoperability with U.S. and allied forces. It requires building the ministerial capacity to
manage, sustain, and lead these operational forces, and to operate alongside and in support
of U.S. interests. But how should this ministerial capacity be built, and by whom? And for
what purpose?

The U.S. involvement in the eastward expansion of the European security community
helped influence the overall purpose of the DIB program. The 10 P{P objectives for defense
sector reform identify the broader purpose of defense institution building, including
“effective and transparent arrangements for democratic control of defence activities,”
“civilian participation,” “legislative and judicial oversight of the defense sector,” and
“effective and transparent” defense sector procedures.* The 2016 DOD Directive 5205.82
Defense Institution Building echoes many of these principles. It calls for creating defense
institutions that are “transparent, accountable, effective, affordable and responsive to
civilian control.”®

The 10 PfP principles also provide some guidance on how to implement DIB to
achieve these objectives.* For example, “effective and transparent personnel structures and
practices” (PfP Objective 7) requires the creation of “sound personnel policies” that are
essential for an “efficient fighting force,” and “effective and transparent financial, planning,
and resource allocation procedures” (PfP Objective 8) requires modern and efficient
planning, programming, and budgeting procedures, as well as procedures for auditing,
oversight of budgeted funds, and awarding contracts for equipment or services. Many of
these principles are reflected in the types of expertise MODA advisors need to support their
ministerial counterparts and in the assessment tools employed by the DIRI program to
assist partner-country defense institutions improve their functions.

However, the lessons from the PfP program were not fully applicable to the DIB
needs of fragile states because the environments for each differed significantly. Whereas
the defense institution building challenges in Eastern Europe were mostly about reforming
existing institutions and processes, in Afghanistan they were much more basic. Often,

institutional mechanisms were simply missing and had to be built from the ground up. This
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required a highly specialized form of expertise, as well as the skills to share this expertise in
productive ways, a lesson that quickly became apparent when MODA was first launched
in Afghanistan.

In 2009, deteriorating security conditions in Afghanistan, coupled with the growing
awareness that U.S. security assistance had failed to produce a viable Afghan army or police
force, prompted a renewed focus on defense institution building. This was reflected in the
2010 QDR, which specifically called for the strengthening of the U.S. military’s capability
for ministerial-level training of partner nations, and in the creation of two new programs
within the Office of the Secretary of Defense for Policy discussed above—MODA and
DIRI—to meet the new requirement.

The MODA program, which deploys senior civilian management and administration
personnel from their positions in the DOD to serve for up to two years as advisors in
Afghanistan, was designed to improve upon the earlier reliance on U.S. military officers
who had been assigned from front line positions to serve as ministerial advisors. Other
positions had been filled by contractors who were often retired military officers. Many
lacked the expertise or experience for the specific and often highly technical ministerial
functions, such as recruiting, procurement, human resources, logistics, and information
management, that are the purview of DOD civilians in the United States.”” To be able to
deploy these civilians overseas, the MODA program recruited senior DOD civilians through
a new program, the Civilian Expeditionary Workforce (CEW). This important innovation
enabled MODA to recruit the right types of expertise required for DIB in Afghanistan.

A second important lesson from the experience in Afghanistan that shaped the
requirements for DIB was the need to define institution building more broadly. DOD had
the mission to build the whole of Afghanistan’s national security forces—not just the army,
but also the Afghan National Police and the Ministry of Interior (MOI). The Afghan MOI
suffered from even more serious institutional capacity gaps than the Ministry of Defense
(MOD), and therefore MODA advisors were assigned to both organizations.*® Thus in its
implementation, the MODA program reflected the SSR focus on the broader security sector
institution building needs of Afghanistan. A similar SSR focus is evident in the newest DIB-
related program created by DOS, the Security Governance Initiative (SGI), which focuses
not only on building ministerial capacity throughout the security sector, but goes even
further by promoting effective and transparent security sector governance.

Yet another lesson that shaped the development of DIB was the recognition that
advising requires a specific skill set. In addition to recruiting advisors with the right
technical expertise to support their counterparts, these advisors also need the skills to
“transfer knowledge” in a way that local officials find helpful.” This requires more than
knowing how these systems work in their own countries. It requires understanding how
that expertise could be useful in a different context and culture, and how to transfer this
knowledge given that different context and culture. Doing so requires a host of soft skills
alongside the technical expertise required to support capacity building of specific ministry
functions. To meet these requirements, MODA implemented a pre-deployment training
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program that attempted to replicate the context and difficult conditions MODA advisors
would face to better prepare them to meet the new institution building requirements in
Afghanistan.®

In 2014, Congress expanded the program beyond Afghanistan, authorizing the
assignment of ministerial advisors to partner countries worldwide. The new “Global
MODA” and a similar expansion of DIRI indicated that DIB would remain an important
part of the U.S. security assistance toolkit moving forward. As DIB expands in scope and
reach, there are important lessons that can be drawn from past U.S. experience building
defense institutions. This book provides one opportunity to delve into the institution
building requirements drawn from lessons on the ground that can in turn shape the future
evolution and implementation of DIB.

What Lies Ahead

Most of our early learning about defense institution building comes from a very different
security environment. Both during the Cold War and in its aftermath, the focus was on
building defense sectors in relatively stable states where there was a significant degree of
institutional capacity already in place. After the Cold War, the emphasis was mostly on
reforming these institutions to establish or strengthen civilian control of the armed forces
and enhancing transparency, accountability, leadership, and management of the defense
sector. These conditions are unlikely to be replicated in the future.

The places where DIB will likely be a priority in the future will be remarkably difficult
environments for affecting institutional change. For example, Mali is one of the priority
countries of the 2015 Security Governance Initiative. When a U.S. government assessment
team visited Mali to document how assistance was being utilized, they found that much
of the equipment that had been supplied to Mali’s security forces was still sitting in boxes,
unopened, in scattered locations around Bamako. None had been deployed to frontlines
in the north. Still worse, none of the training offered to Mali’s forces was being utilized
in various pre-deployment programs.®' Although corruption and bureaucratic rivalries
certainly played a role, the broader problem was simply one of institutional capacity. Mali’s
security institutions lack the capacity to manage and deploy equipment, track its use, and
standardize training across its forces.*

Given the instability of the post-Iraq and Afghanistan security environment, the
exponential growth of irregular security threats, and the enormous gaps that exist in the
operational capacity of fragile states where U.S. interests are at stake, the environments
where DIB will be a priority are more likely to resemble Mali than Montenegro. And
although some of the institution building challenges of these places will mirror those of
Afghanistan, the DIB effort will likely be further complicated by the fact that there will not
be a large U.S. presence on the ground to support DIB implementation.

One solution may be to focus future DIB implementation on states where there is a
modicum of institutional—and absorptive—capacity. For the more fragile states like Mali,
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building ministerial-level capacity may seem like a luxury when local commanders do not
know how many forces they have or where they are. There will always be a tension between
immediate gaps in equipment or training and the longer term institutional capacity gaps,
and beleaguered governments will likely opt for U.S. assistance for the former over the
latter.

The political will to undertake institutional reform will also likely remain a challenge,
regardless of the level of existing capacity. By its very nature, DIB is an intrusive process—
advisors and expert teams need access to information about the inner workings of defense
bureaucracies and their budgets, information that may not even be available to these
countries’ own populations. Finally, there is the enduring challenge of time. DIB is by
definition a slow process, and measurable results may take a decade or more to appear.
Short-term U.S. government funding cycles will make it difficult to show the near-term
results often necessary to sustain long-term funding.

Finally, one important lesson from Afghanistan is that the institution building
challenges of fragile states are unlikely to reside only in the defense sector. The internal
security sector—the police and ministries of interior that oversee them—are likely suffering
from equally challenging institutional capacity gaps. It will be hard to ignore these capacity
gaps if the goal of DIB is to promote security and stability in these fragile states.

Nonetheless, DIB remains a key program in the U.S. security assistance toolkit.
Without it, U.S. security assistance will remain largely focused on building the capacity
of operational forces. These operational gaps are real, and they require urgent attention.
But to make that assistance more impactful and sustainable, the United States will need
to incorporate institution building into how it helps partner states build security sector
capacity. By building both operational and institutional capacity, the United States can
better meet the security needs of key partner states where U.S. interests are at stake and
increase the likelihood of return on investment for U.S. security assistance.
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Defining the Discipline in Theory and Practice

Thomas W. Ross, Jr.

anuary 2012 brought one of the more unexpected and profound international crises in

recent years: the establishment of an al-Qaeda-controlled terrorist safe haven spanning

aregion the size of Texas, within a five-hour flight of western Europe. Groups of Tuareg
rebels returning home after the collapse of Qaddafi’s Libya started an armed uprising in
northern Mali that would soon be co-opted by al-Qaeda in the Islamic Maghreb (AQIM),
sparking the utter collapse of state security in the region. The Malian Army should have
been prepared for this challenge. For the previous 10 years, the United States had spent tens
of millions of dollars training and equipping Malian forces to confront terrorist groups
and to maintain control of their sovereign territory. In the three years leading up to the
crisis, U.S. special operations forces had particularly focused efforts on training an elite
counterterrorism unit, the Compagnie de Forces Speciales (CFS).

And yet, when the fighting began, ragtag groups of poorly trained rebels and AQIM
fighters turned back the CFS and the rest of the Malian military quickly collapsed. According
to one press account, “as insurgents swept through the desert last year, commanders of this
nation’s elite army units, the fruit of years of careful American training, defected when they
were needed most—taking troops, guns, trucks, and their newfound skills to the enemy in
the heat of battle.” The common narrative held that Malian forces—despite years of U.S.
training and support—simply withered in the face of a modestly capable enemy.

A deeper examination of this episode calls into question the common narrative.
According to many on-the-ground accounts, the CFS acquitted itself reasonably well in
fighting against AQIM and other combatant groups. The failure of the Malian Army’s
operations lay not primarily with the will or courage of its soldiers, but in deep systemic
flaws in the institutions of the military as a whole. Soldiers fighting in the North quickly
ran out of bullets and food because of the lack of a logistics system capable of resupplying
them.” Other units outside the CFS had been poorly organized and unevenly trained due
to a flawed human resource management system. Many were poorly equipped despite the
large influx of weaponry through U.S. and international assistance because of an inadequate
maintenance system. Certainly, a deeply divided political system and a chronically starved
budget also contributed to the hollowing of the Malian forces.

Human resource management systems, logistics enterprises, and budgeting: these are
hardly the capabilities that come to most minds when considering how to win wars. And
yet, the failure of Mali’s defense system and U.S. military training efforts in Mali to attend
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to these capabilities, led to one of the most significant setbacks in the global fight against
terrorism in years. It is a chronic failure across militaries in underdeveloped nations, and in
the attendant U.S. and international military assistance missions seeking to build capacity
within those militaries—from Iraq and Afghanistan to Ukraine and the Philippines.

Defense institution building (DIB) is the U.S. Defense Department’s answer to these
failures. DIB is a discipline that supports partner-nation stakeholders as they seek to build
and sustain systemic capabilities within the core institutions of their defense sector. This
chapter will explore the contours of DIB as it has evolved over the last decade, in an effort to
define its purpose, scope, and key focuses. It will seek to illuminate, as the Mali experience
suggests, the vital role of DIB in the effective, sustainable development of partner-nation
military forces and their larger national security sectors.

U.S. Assistance to Defense Institutions: A Brief History

While the United States has a long history of working with partner-nation militaries at the
institutional level, concerted efforts to build institutional capacities in support of effective
defense sector governance are relatively new. In the wake of World War II, U.S. military
advisors worked at the highest levels in Japan, as well as in some European governments,
helping not only to rebuild defense agencies, but also to help entire new governments form
and gain their footing, with great success. Thousands of military advisors also famously
supported the Vietnamese Army in advance of the initiation of U.S. combat operations in
Vietnam; while they were largely working at the tactical level, some advisory roles extended
into the defense ministry as well. Advisors have worked within defense institutions in a
number of other contexts as well, from the Philippines to Saudi Arabia. Raymond Millen,
a professor at the U.S. Army’s Peacekeeping and Stability Operations Institute, traces the
U.S. role in advising defense ministries back to at least the 1848 occupation of Mexico.’

In all of these cases, however, the mission was primarily advisory in nature—that
is, oriented toward providing advice and encouragement to foreign counterparts to take
policy or strategic decisions in accordance with U.S. interests, rather than focused on
building indigenous institutional capacities. Advising partner defense establishments
to take decisions that advance U.S. interests is a far different proposition than building
institutional capacity to support the ability of partner nations to advance their own, and
shared, interests.

The fall of the Soviet Union initiated a fundamental reorientation toward institutional
capacity building, beginning with the establishment of the Partnership for Peace (P{P). Ata
summit of North Atlantic Treaty Organization (NATO) defense ministers in Travemiinde,
Germany, in October 1993, the United States first proposed the establishment of the PfP;
the Partnership was launched at the NATO Summit in Brussels three months later. The
Declaration of Heads of State and Government, issued at the Summit, proclaimed that
the PfP would expand military cooperation throughout Europe by focusing on practical
cooperation and, in particular, “at a pace and scope determined by the capacity and desire
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of the individual participating states, we will work in concrete ways towards transparency
in defence budgeting, promoting democratic control of defence ministries, joint planning,
joint military exercises, and creating an ability to operate with NATO forces in such fields
as peacekeeping, search and rescue and humanitarian operations, and others as may be
agreed.”

The PP provided a platform for U.S. and NATO cooperation with states of the former
Soviet Union to enhance institutional capacity and align policies, processes, and standards
with NATO and its members. It laid the groundwork for “defense institution building,”
and, in fact, the term itself officially emerged at the 2004 NATO Summit in Istanbul, when
NATO released the “Partnership Action Plan on Defense Institution Building” (PAP-
DIB). PAP-DIB represented a critical evolution in two ways: first, it provided a concrete
conceptual framework for approaching capacity building within the defense institutions
of NATO’s partners; second, it prompted the establishment of new initiatives specifically
oriented toward DIB within the U.S. Department of Defense (DOD).

In the United States, DOD launched a robust line of DIB programming through its
Warsaw Initiative Fund (WIF, recently renamed the Wales Initiative Fund), launched by
President Bill Clinton in a 1994 visit to Poland. WIF has grown to provide DIB support to
over 15 PfP members in Eastern Europe and Central Asia. As the Department saw the gains
by PP partner defense sectors enabled by WIF’s DIB support and began to recognize the
need for greater institutional capacity among partners beyond the PfP, it started to explore
ways to take DIB global.

As the Department was seeing its DIB efforts pay oft in Eastern Europe, it was also
coming face to face with the challenges of large-scale, intensive capacity building in defense
institutions in Afghanistan and Iraq. Following combat operations that toppled sitting
regimes in each country, U.S. reconstruction efforts initially focused on training units
within the military and civilian security forces to confront remaining threats associated
with the ousted regimes. However, in each country, it quickly became clear that functional
defense ministries were required to direct, support, and sustain military forces, including
these newly trained units, if there were to be any hope of enduring stability. In Iraq,
ministerial development was initially so ignored that the Coalition Provisional Authority
established a new Ministry of Defense (its establishment rushed to meet the scheduled
2004 transfer of sovereignty to an Iraqi government) with only three weeks of training
for incoming officials at the National Defense University and the U.S. Institute of Peace
in Washington, DC.* Beginning in 2005, DOD initiated an evolving mission to provide
training and advisory assistance to the Iraqi Ministry of Defense, which brought together a
mix of U.S. military personnel, civilians, and contractors.®

In Afghanistan, the period from the launch of combat operations in 2001 through 2009
was, as one researcher described it, one of “fragmented inattention.” U.S. military training
organizations “focused the bulk of their initial technical assistance resources and energies
on the rapid generation of armed forces over the long-term management capacity inside
the defense ministry.”” The United States did provide limited support to the development
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of the new Ministry of Defense (MOD) through commercial firms that provided contracted
advisory support, primarily Military Professional Resources International (MPRI, now
Engility) and DynCorp, and through retired military officers and former government
civilians with vast but varied experience. Dedicated advisors, primarily military personnel,
began to be assigned to the Afghan MOD in 2007; however, it was not until 2009—with a
rejuvenated Combined Security Transition Command-Afghanistan and a newly created
NATO Training Mission-Afghanistan—that the United States began to elevate ministerial
development as a priority.

In 2009, these two threads—the mounting evidence of institutional gains in Eastern
Europe and the growing concerns about institutional failings in Iraq and Afghanistan—
came together to prompt the Defense Department to significantly expand its commitment
to DIB. Secretary of Defense Robert Gates established two new programs exclusively
devoted to DIB: the Defense Institution Reform Initiative (DIRI), designed to undertake
programming similar to WIF’s efforts but for partners around the world outside of the
PP, and the Ministry of Defense Advisors (MODA) program for Afghanistan, specifically
designed to meet mounting ministerial development needs in that country. One year later,
the MODA program was given a global reach, authorized to assign civilian experts as
technical advisors to partner defense institutions around the world.

As these three programs—WIF, DIRI, and MODA—have matured and have been
complemented by other Defense Department programs offering relevant institutional
assistance or engagement, the Department has begun to embrace DIB as a critical element
of its broader security cooperation with partner nations across the globe. By 2015, robust
DIB programming had taken root around the world, spanning more than three dozen
partner nations.

Defining DIB

As the discipline of DIB has emerged, one essential challenge has been defining what it
means to build defense institutional capacity, and what DIB ultimately seeks to achieve. As
a discipline, it is a unique blend of security assistance and institutional capacity building.
It is distinct from most assistance programs targeting partner defense sectors in that it
focuses on institutional capacity rather than tactical or operational mission readiness. As
a recent RAND study put it, “DIB aims to promote effective, transparent, and responsive
institutions in a variety of ways. Its goals include improving civilian control of the military,
building respect for the rule of law, and improving military professionalism. What it does
not do is focus on the operational readiness or tactical capabilities of the host nation’s
military.”® That is not to say DIB does not contribute—significantly—to operational
readiness or tactical capabilities; however, such contributions are outcomes of the DIB
discipline’s focus on broader processes at the institutional level, as opposed to outcomes
of interventions specifically targeted at individual, tactical-level units or capabilities.
While DIB can draw lessons from institutional capacity-building efforts often seen in the
development community, it remains distinct in that it targets defense capacities that are
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often without counterpart in civilian ministries, and are ultimately intended to support and
sustain specific military roles and missions.

Department of Defense Directive 5205.82, the Department’s top-level policy guidance
for DIB, defines the discipline as follows:

Security cooperation activities that empower partner nation defense institutions
to establish or re-orient their policies and structures to make their defense
sector more transparent, accountable, effective, affordable, and responsive to
civilian control. DIB improves defense governance, increases the sustainability
of other DOD security cooperation programs, and is carried out in cooperation
with partner nations pursuant to appropriate and available legal authority.
It is typically conducted at the ministerial, general, joint staff, military service
headquarters, and related defense agency level, and when appropriate, with other
supporting defense entities.’

Defense institution building, therefore, is generally organized around two primary
objectives. The first is to enable a partner nation to improve its ability to provide for its own
defense, including by undertaking roles and missions that benefit shared security interests.
That is, DIB seeks to help partner militaries become more effective so that they can provide
more valuable contributions to regional and international security operations, as well as
to more effectively protect the security of the citizenries they are established to defend.
There is thus an immediacy assigned to DIB objectives: desired improvements in defense
governance are embedded within strategy-based plans to address emerging or existing
real-world security challenges.

The second objective is to empower a partner nation to undertake reforms within
its defense sector that achieve greater transparency, accountability, efficiency, legitimacy,
and responsiveness to civilian oversight. In other words, DIB seeks to help partners
improve defense governance, resulting in defense sectors that are both more effective
on the battlefield and more responsive to their citizenries. While these two goals are
fairly straightforward, taken together, they distinguish DIB from institutional capacity
building in other settings, where capacity-building efforts are often focused exclusively
on enabling more effective partner-nation governance, with a less explicit expectation
that improvements in such governance will lead to direct benefits for the donor nation or
broader international community. Other such institutional capacity-building efforts may
not be strictly altruistic, but may be developed in service to strengthening international
systems or regional stability over the long term. DIB, on the other hand, is often expected
to generate more effective militaries that will be employed to meet shared, often specific,
national security objectives.

As discussed in greater detail below, DIB draws from traditional defense security
cooperation, foreign development assistance, and the broader discipline of security sector
reform (SSR), but it is distinct from all three. By definition, DIB falls within the broader set
of activities within DOD termed “security cooperation” that is, it is one tool with which
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the Department seeks to engage and assist key foreign partners and allies to build military
capabilities, promote interoperability, and enable the United States and partners to jointly
pursue shared national security interests. It also falls within the broader area of “security
sector reform,” a discipline which emerged in the late 1990s along a trajectory similar to
DIB’s evolution, which has come to mean “the set of policies, plans, programs, and activities
that are undertaken by a series of stakeholders to improve the way a state or governing
body provides safety, security, and justice to its civilian population within the context of
rule of law.”'® DIB is not generally considered to fall within the boundaries of development
assistance; nevertheless, the two disciplines share key similarities. Notwithstanding the
overlap across these terms, DIB has emerged as a distinct practice, blending key elements
of all three broader disciplines. It is more focused on institutions and long-term outcomes
than most traditional defense security cooperation, while it is more focused on specific
security outcomes of direct relevance to U.S. national security interests than is development
assistance. Security sector reform efforts and related literature, meanwhile, have largely
focused on justice and policing sectors in their brief history; however, without question,
defense sector reform is a critical—if unique—sub-area within SSR.

DIB efforts may vary widely in scope and, because of the different models involved,
the intended scope becomes another important question in defining DIB. Two settings that
were in many ways the birthplace of U.S. DIB (Iraq and Afghanistan) are also outliers in
the discipline’s practice. Massive DIB interventions in which a large number of embedded
trainers and advisors seek to help build or fundamentally rebuild a defense ministry,
such as those the United States undertook in Iraq and Afghanistan, look far different in
practice than the more common DIB programs in which a relatively small team works in
partnership with ministries to seek agreed-upon reforms of various levels of ambition and
complexity, depending on the partner. Because of the differences in models and underlying
conditions that these two approaches entail, it is important to distinguish the large-scale,
from-the-ground-up type of effort on display in Iraq and Afghanistan, from the more
targeted activities that represent the norm.

Finally, any definition of DIB should be accompanied by a caveat: activities do not
constitute DIB simply because they take place within the defense sector, or even within
defense institutions. DIB is a specific subset of such activities that focuses on enhancing
the systemic capabilities involved in governing the defense sector. Nicole Ball, an expert
on SSR, has issued a similar warning in that context: “All too often, the term SSR is applied
to a wide range of security-related activities. In fact, in many cases ‘SSR’ entails re-hatting
existing programs or initiating activities that are largely devoid of governance content.”
Governance, as Ball rightly notes, is the key defining factor; if an effort is not primarily

focused on improving a partner’s capacity to govern its defense sector, then it is not DIB.
The Role of Defense Institutions within the Defense Sector

As suggested above, DIB is distinguished from other defense security cooperation activities
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not only by its objectives and scope, but also by where its activities are situated within a
defense sector. Because building military capabilities necessarily involves the development
and improvement of specific tactical units tasked with employing those capabilities, most
defense security cooperation activities are appropriately located at the unit and individual
level—that is, focusing on specific operational units or individual personnel. DIB, on the
other hand, must target institutional systems to achieve its objectives. These systems are
found at a number of different levels within a defense sector, but always above the unit
level.

A nation’s defense sector consists of a number of different elements, ranging from
the national leader—who often serves dually as the Commander-in-Chief of the national
armed forces—to individual military units at the bottom of the chain of command. As
Figure 1 demonstrates, these elements might be divided into five levels distinct in function
but often, in practice, overlapping in structure: national governance, ministerial, military
headquarters, operational, and tactical (or unit).

Figure 1: Functional Levels within the Defense Sector
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At the national governance level, defense institutions are guided by decisions,
laws, and processes managed by interagency government leaders and organizations,
including national leaders and other national government departments, and usually by
laws passed by legislative bodies. It is at this level that governance of the defense sector is
integrated with broader government objectives, strategies, and equities. While functions
at the national governance level bear upon the defense sector, this level is most often
characterized by actors outside of defense institutions—ranging from presidential offices
to parliaments—and thus is best addressed through whole-of-government interventions
broader than DIB.

A second distinct level is the ministerial level, comprised primarily of the Ministry
of Defense, but also potentially including specific defense-related organizations housed
within other ministries (for example, some offices or organizations within certain
Interior Ministries perform defense-related ministerial functions, such as oversight of
National Guards) or other civilian defense institutions organized outside of the Ministry
of Defense.

The military headquarters level captures those functions associated with general
and joint staffs, military service headquarter operations, and certain national commands:
namely, those functions associated with the translation of ministerial-level policy and
guidance into military policies and orders, and with the organization, maintenance,
training, and equipping of armed forces. The military headquarters level could be divided
into two levels based on two separate functions: one, generally associated with joint and
general staffs, translating ministerial-level policy into broad, cross-service military policies
and orders; and the second, generally residing in individual military service headquarters
organizations, involving the organization, training, and equipping of forces. In practice,
however, many militaries do not include general or joint staffs, and the two functions are
commonly combined into a single organization.

A fourth level, the operational level, captures those functions associated with
the employment of those armed forces in military operations, and generally includes
operational commands (such as the U.S. Military’s Geographical Combatant Commands).

The latter three levels—the ministerial, military headquarters, and operational
levels—encompass the institutional systems upon which individual military personnel,
units, and capabilities depend. For that reason, DIB activities are targeted at these
levels, almost exclusively. The final level is the unit (or tactical function) level, which
is comprised of the individual military units of a partner nation’s armed forces and is
generally associated with tactical operations and activities. While units at this level are
dependent upon institutional systems, they generally are not in a position to manage or
shape such systems and, for that reason, are rarely objects of DIB engagement. It is worth
noting that military training and assistance often target individual military personnel,
which may represent the lowest level of a military organization; however, for the purposes
of simplicity individual personnel are treated as part of the unit level within this chapter.
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Defense Sector Level Core Capacity Focus Areas

= Resource Management

=  Human Resource Management
Ministerial = Strategy, Policy, and Planning
= Acquisition and Logistics

= RuleofLaw

= Total Force Management
= Force Development

Military Headquarters R e~
= Command Responsibility and Accountability
= Readiness
. =  Command-and-Control
Operational

= Logistics
= Operational Planning

DIB plays out differently at each of the three targeted levels. Each level is characterized
by institutional capacities, processes, and systems that enable organizations to carry out
the functional responsibilities associated with that level. These capacities, processes, and
systems are connected and integrated across levels in many cases; for example, an effective
national logistics system depends on policies and governance at the ministerial level and
a functional distribution network that ensures acquisition and dispersal of equipment
from national organizations to dispersed local units—involving military headquarters and
operational level functions. However, while they are connected, different capacities are
required at each level.

Thelist of capacity areas required for a defense sector to function efficiently, effectively,
and in alignment with broader national policies, laws, and strategies could fill volumes.
However, at each of the three targeted levels of a defense sector, there are a handful of core
capacities that are vital for any defense sector, no matter its organization, scope, or level
of maturity. While U.S. DIB activities have not been restricted to these core capacities,
they are the starting point for effective defense institution capacity building—each a sine
qua non for effective defense institutions. The annex at the end of this chapter offers a
taxonomy, summarized in Figure 2, of the core capacities at each level.

DIB, Development Assistance, and Defense Security Cooperation

Defense institution building remains a new and evolving discipline for DOD. The taxonomy
outlined in the annex remains somewhat theoretical; the Department has a relatively limited
set of experiences from which to draw lessons, and several potentially promising models
have yet to be fully explored. Nevertheless, even the relatively short history of DIB has
offered a number of practical lessons, many of which highlight additional elements helpful
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in defining and distinguishing DIB. Many such elements highlight just how different DIB
is compared to other defense security cooperation activities, at least as they are currently
undertaken by most of the world’s security exporters, and just how challenging it can be
to integrate DIB and other defense security cooperation activities into holistic approaches.

Among the distinctions that separate DIB from mainstream defense security
cooperation are considerations relating to engagement rhythms and time horizons, target
audiences, practitioners or implementers, and considerations with regard to foreign
partners. Most defense security cooperation engagements with foreign partners are
sporadic and short-lived. While the acquisition and transfer of equipment to a partner may
take months or years as defense articles are put on contract and delivered, their delivery to
partners is experienced as a single event. Because of the authorities and resources available
to most security exporters and their military’s training rhythm, foreign partner training is
rarely sustained over long periods. Additionally, the bulk of defense security cooperation
activities are conducted as discrete events—military staff talks, port calls, exercises, or
subject matter expert exchanges.

Part and parcel with the engagement rhythm is the target audience. Because most
defense security cooperation activities are focused at the unit level—primarily seeking to
build capacity, interoperability, shared understanding of tactics or operating concepts, or
rapport with individual units—such activities tend to be conducted with a rotating cast
of partner leaders and units. Each U.S. military service will tend to work with its foreign
counterparts, and will generally work with a range of units within each partner-military
service. This approach creates a cumulative effect that can powerfully build military
capabilities or develop interoperability but, individually, most security cooperation
activities are characterized by their short time horizons, sporadic engagement rhythms,
and diverse set of unit-level partner participants.

DIB, meanwhile, lends itself to sustained, consistent engagement with a core group
of stakeholders that, working persistently over many months or years, are committed to
reforming institutional systems and capacities. Institutional change, as a rule, cannot be
achieved through one-time events; it requires a persistent, cooperative effort to identify
institutional shortcomings, develop potential solutions, and adjust the solutions under
implementation as circumstances dictate. Such a sustained effort, in the DOD experience,
must be led by committed partners who take the lead in developing homegrown solutions
and building consensus within partner governments for implementing them. Moreover,
such committed partners, by virtue of DIB’s institutional focus, will largely be found at
the Ministerial, Military Headquarters, and Operational levels; rarely are individuals at the
unit level empowered to lead institutional reforms.

DIB is thus distinguished from other aspects of defense security cooperation in
that it involves regular, sustained engagements with a core of committed participants at
institutional levels, rather than largely sporadic, short-term engagements with a diverse set
of actors primarily at the unit level. This distinction is not inherent or inevitable: in fact,
experience has demonstrated that mainstream defense security cooperation efforts, like DIB,
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will achieve more successful outcomes when planned in coherent, sustained approaches
that target actors across different levels of a defense sector. However, mainstream security
cooperation efforts are often constrained by a host of factors that impose less pressure
on DIB programs. For example, equipment programs are tied to acquisition and delivery
cycles, while unit-to-unit exchanges or trainings are dependent on the separate training and
deployment cycles of each unit, which makes sustained engagement or routine follow-up
challenging. Given their focus at institutional levels, DIB programs are often less affected
by deployments, training requirements, and rapid personnel turnover and are more likely
to involve committed partner counterparts empowered to lead reforms to achieve desired
outcomes.

This practical distinction between mainstream security cooperation activities and
DIB can create challenges in integrating the two. DIB interventions may take years to bear
tangible fruit. In an ideal world, DOD could work with partners to enhance institutional
capacities during simultaneous efforts to build tactical capabilities and link them into a
broader defense enterprise; in practice, however, it is difficult to predict DIB outcomes and
timetables and thus to develop coherent implementation plans for tactical and operational
capacity building that build upon and integrate institutional efforts. Similarly, in an ideal
world, tactical capacity-building activities would be preceded by engagements at the
institutional level that serve to develop or enhance partner defense strategies in order to
ensure the right tactical capabilities are targeted for further improvement, or to develop
financial and human resource or logistics capabilities to ensure that they can be sustained
and manned. In practice, however, tactical capacity-building activities may be seen as
options to address near-term requirements, meaning that waiting for institutional capacity-
building efforts to take hold may not be seen as an acceptable luxury. These challenges point
to the need for more strategic, long-term approaches to security cooperation planning that
seek to align the nature and timing of long-term and short-term activities around a viable
theory of change.

DIB is also often distinguished from mainstream defense security cooperation by
its practitioners or implementers. Mainstream defense security cooperation activities are
primarily implemented by personnel of individual U.S. military units who are available to
deploy for such activities or who are present in a partner nation because of their assigned
duty stations, training rotations, planned exercises, or other responsibilities. In some cases,
contract personnel implement such activities, though they are often civilians with prior
service in related military units. Meanwhile, DIB activities are implemented by a mix of
civilian DOD personnel, military personnel with relevant experience, and contracted
subject matter experts.

It is a fundamental prerequisite of successful DIB programming that implementers
have direct experience and/or subject matter expertise in the chosen focus area at the
appropriate level in the institution. Even more importantly, implementers need to have an
understanding of how systems or processes work across levels and then be able to determine
which aspects of this knowledge are relevant to the often very different circumstances of

3l




32

Ross

the partner nation. While this principle sounds simple and obvious, in practice it creates
challenges. For example, one of the most common needs—at all three levels of DIB—is
logistics capacity, a fundamental military capability. Yet, while the U.S. Armed Forces
maintain substantial logistics capacity across the military, most logisticians work at the
tactical level and have scant experience with the institutional processes associated with
a highly functional national or operational logistics enterprise. While the military offers
tremendous logistics expertise, most logisticians are not ideal DIB implementers. On
the other hand, civilian and contractor subject matter experts who may have had little
experience working within military units, or working through U.S. military institutional
structures, may find it difficult to navigate partner military organizations. This disconnect,
without careful management, can lead to missed opportunities and well-intentioned
planners and implementers talking past each other due to their mismatched experiences.

Finally, DIB is often distinguished from mainstream defense security cooperation by
the requirements it creates on the relationship between the United States and its partners.
While defense planners generally make every effort to involve partners in the planning
and implementation of security cooperation activities, especially those designed to advance
specific partner military capabilities, the truth is that these activities often risk becoming
transactional and unidirectional in nature. They involve the donor (the United States)
handing over to the recipient an article (a weapons system, a piece of equipment) or a service
(training, education, information). DIB, on the other hand, must be bidirectional, mutual,
and non-transactional in order to achieve enduring results. It asks partners to commit to a
process that will result—if successful—in the partners making targeted, systemic changes
to their own processes, policies, and practices.

In that regard, DIB is situated more closely within the practice of foreign aid and
development assistance, which, in recent years, has increasingly embraced a principle
of “country ownership,” established in the 2005 Paris Declaration on Aid Effectiveness
and the 2008 Accra Agenda for Action, as a critical best practice. Country ownership
fundamentally entails a relationship built upon mutual collaboration between donors and
recipients of development assistance, ensuring that the recipient nation both prioritizes
areas of focus and takes steps internally to develop solutions. As the Accra Agenda for
Action elaborates, “Developing countries will systematically identify areas where there is
a need to strengthen the capacity to perform and deliver services at all levels — national,
sub-national, sectoral, and thematic — and design strategies to address them. Donors will
strengthen their own capacity and skills to be more responsive to developing countries’
needs.”"?

Country ownership is one of several principles DIB shares with development
assistance. Underlying the similarity between DIB and development assistance is a value-
neutral approach to empowering partner nations to self-sufficiently govern and meet critical
citizen needs. In practice, the similarities in approach have yielded similar principles for
success that tailor the way each discipline is applied.

For example, in addition to country ownership, both DIB and development assistance
have developed approaches built upon the understanding that improving a partner




Defining the Discipline in Theory and Practice

nation’s capacity for governance fundamentally involves political action in addition to
technical assistance. Reform efforts must overcome not just technical shortfalls, but deeply
entrenched interests that benefit from the status quo despite its inadequacy for serving
citizens generally. As Thomas Carothers, an expert on developing democratic governance
capabilities, has written:

Governance shortcomings often directly serve the interests of power holders. The
lack of meritocracy allows leaders to reward political followers and cement their
bases of support. The weakness of the bureaucracy diminishes the risk that an
independent source of authority might limit or even threaten the prerogatives
of the ruling elite. Inefficient and opaque policy processes provide opportunities
to insert special favors for powerful interests . . . In these situations the primary
governance challenge is unavoidably political: forging a basic societal consensus
on the form and legitimacy of the state.”

This understanding generates two important lessons for undertaking assistance to
improve governance capacity. First, such assistance should be prefaced by an informed
political economy analysis. It should evaluate the political dynamics relating to a capacity
targeted for reform, identify actors who will lead reform efforts and those who are likely to
undermine them based on their entrenched interests, and develop strategies for navigating
the political dynamics in order to advance reforms. Second, such assistance requires
sustained political engagement with senior partner-nation leaders in order to develop
and maintain the top-level support for reforms that is necessary to overcome entrenched
interests.

Another key principle is that governance assistance should look for solutions that
represent the best fit with a partner nation’s own capacities, culture, personnel, and
resources, rather than seeking to impose a donor nation’s own way of doing things or one-
size-fits-all best practices. As Carothers has also noted, “attempting to install best practice
institutions that lack any real relationship to their local context is likely to spark unintended
consequences and could even hinder institutional development. In response to these
challenges, governance experts have increasingly embraced the idea of ‘best fit’ rather than
best practice.”'* Some of the more prominent failings in previous DIB experiments have
fallen short precisely because they neglected this principle. For example, anecdotes have
long circulated about military officers in Afghanistan seeking to develop a budgeting system
in the Afghan Ministry of Defense based on the Pentagon’s own Planning, Programming,
Budgeting, and Evaluation (PPBE) system—that is, seeking to adapt an incredibly complex
system designed to balance requirements of numerous components and agencies across a
budget of over half-a-trillion dollars to meet the needs of a ministry that has a budget the
size of an average big-city school district in the United States.

A number of other key principles—such as donor transparency, the importance of
monitoring and evaluation, and the integration of governance assistance with assistance
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in other areas—have also informed both DIB and development assistance practices.
These shared principles suggest a deep affinity between DIB and development assistance.
Moreover, many touchstones of development assistance—such as country ownership and
the preference for “best fit” over “best practice”—are not only currently shared with DIB,
but are also applicable to traditional security cooperation, even if they are less uniformly
adopted. The point is not to establish hard walls between the disciplines, but to suggest
that DIB is unique as a discipline in practice because it brings prominent characteristics of
traditional security cooperation and development assistance together—both in harmony
and creative tension.

One way to describe this unique aspect of DIB is to understand DIB as the ongoing
attempt to reconcile the tension between U.S. and partner security goals and U.S. and
partner governance goals. As Nicole Ball notes, partner nations engaged in security sector
reform often experience it as a tension between two competing goals: improving security
sector governance—implies greater effectiveness, accountability, transparency, and respect
for the rule of law—and pursuing security against domestic and foreign threats, which
too often convince governments of the necessity of excess, secrecy, and shortcuts. Security
sector reform, according to Ball, works best when it enables partners to have both; that is,
when security sector reform efforts can “identify the areas where a development approach
to security and justice reform overlaps with security work and how the two can become
mutually reinforcing, rather than pulling in opposite directions. It is with this effort that
what is truly unique in the SSR concept—the emphasis on democratic governance of the
security sector—can be realized.”” The additional element brought by DIB is the goal of
identifying areas where these two goals can be mutually reinforcing in concert with another
goal: empowering the contribution of a partner nation’s defense sector to address national
security interests shared by both the partner and the United States. A recent RAND study
brings these three mutually reinforcing poles into focus:

Effective security institutions, as well as professional and accountable military
forces, provide the conditions that make it possible to deter extremism and
combat transnational threats. DIB also creates a virtuous circle by reinforcing the
country’s ability to provide security to its citizens and the region as a whole. For
instance, having legitimate and accountable security institutions reduces the risk
of abuses against the civilian population and repression of ethnic and religious
minorities, which can provide fertile ground for radicalization and extremism,
whether homegrown or transnational. DIB also increases a partner nation’s
security—by reducing internal tensions—and legitimacy by providing security to
its neighbors. In this way, DIB objectives can form useful “stepping stones” for
other U.S. strategic objectives.’®

In addition, DIB is distinguished from development assistance—and even other
security sector reform efforts outside the defense sector—in the unique challenges it routinely
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confronts. Improving governance within the defense sector involves building capacity in key
areas that generally are not found outside the defense context; it involves challenges unique
to the defense sector that involve distinctive power relationships, relations with the citizen
population, and responsibilities under domestic and international law. For example, in
general, in no other sector of government might an organization maintain a workforce that
is, in part or in full, conscripted into service. The dynamics involved in enabling a partner
military to better manage a conscripted force, or to transition from a conscripted force to
a volunteer force, are unique. Addressing policies and accountability under international
humanitarian law in a context often involving warfare with irregular or unlawful insurgent
forces and the blurred lines between such forces and civilian populations is similarly unique
to the defense sector. Moreover, many of the core focus areas, particularly within military
services and operational commands, are rarely replicated outside of defense sectors: take,
for example, force readiness or military operational planning.

Ultimately, therefore, DIB is truly a unique discipline that brings together critical
elements of traditional defense security cooperation, broader security sector reform,
and development assistance. It is a narrow discipline that focuses on a discrete set of
objectives, actors, and capabilities. By holding in balance the objectives and best practices
of all three disciplines, DIB generates opportunities to achieve and sustain fundamentally
transformative defense objectives in cooperation with partners around the world.

The Way Ahead

Defense institution building, like security sector reform, is a young discipline that continues
to experiment, fail at times, and learn. There is much work to be done to identify what
works in most cases and what does not, where different models are needed, and how to
overcome challenges and mitigate risks. This need is particularly glaring given the relative
paucity of international experience with DIB. Only a few actors, such as the governments
of the United Kingdom and France, have undertaken ministerial advisory efforts that are
rooted in SSR and address many of the functional areas of DIB; the list is not long. NATO’s
Partnership Action Plan for DIB has not yet taken root as a major influence on the efforts of
NATO members and partners to lead defense institution reform. As the discipline matures,
it will need to make room for other actors, to embrace and harness their efforts, and to
maintain a robust capacity for self-examination to identify better ways of approaching
shared challenges.

Another critical gap is the misunderstanding, relatively low prioritization, and
lack of integration of DIB in relation to traditional security cooperation and security
assistance efforts. The dominant model of security cooperation, both within the United
States and among other security exporters, is focused on providing military equipment and
operational training to tactical military units in partner nations, and is rarely informed by
or subordinated to efforts to build institutional capacity. As a recent report commissioned
by the UK’s Department for International Development found, often “many of the most
critical reform issues, notably the impact of the programme and the sustainability of any
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effect, are treated by the military as strategic-operational level issues to be addressed at a
political level. They are often not considered from the outset by programme level planning
processes.”"” Such efforts risk setting partners up to fail. As military force planners in the
United States and other high-end militaries know well, developing a military capability
requires that the full military system—from the ministerial down to the tactical level—
adapt to embrace the new capability; simply inserting a new piece of equipment without the
concomitant systemic adaptation often means the equipment is unlikely to be maintained,
supported by the right personnel, or employed effectively. To address this shortcoming,
a critical task is educating policy makers and security assistance planners within the
security sectors of the United States and other security providers on the role, purpose, and
implementation of DIB. A second key task is developing more precise, repeatable models
for merging “train and equip” programs with DIB; that is, models for holistic approaches to
military assistance that account for the full range of requirements associated with building
legitimate, affordable, effective, and sustainable military capabilities.

Ultimately, a model that effectively integrates unit-level capacity building with
institution building may require a fundamental shift in the way the United States and many
other security exporters approach security sector assistance. Rather than seeking to address
defense institution and broader whole-of-government issues after plans to provide tactical
military capabilities have already been developed or initiated, it may require turning
this model on its head: starting with whole-of-government approaches to developing
effective governance institutions, including in the defense sector; identifying and analyzing
shared security objectives that may guide further capacity building; and then planning
the development of tactical capabilities as direct outgrowths of this strategic alignment.
There are numerous disincentives standing in the way of such a transformation, however,
and even minor shifts in that direction require the reorientation of a wide array of actors.
That is not to say that such an approach, which holds the potential for far more successful
outcomes, should not be pursued.

These challenges notwithstanding, DIB is a nascent discipline with great promise,
both for improving the ability of the United States and other security providers to achieve
strategic national security objectives, and to empower partners to more effectively,
accountably, and transparently govern their defense sectors so as to enhance the security
of their own citizens. In the increasingly complex security environment that has thus far
characterized the 21% century, DIB’s potential is rivaled only by its necessity.

Taxonomy of DIB Focus Areas

This annex presents a taxonomy of core focus areas across the three levels of engagement for
defense institution building (DIB): the ministerial, military headquarters, and operational
levels. The taxonomy is intended to identify critical functions at each level that may be
important areas of focus for institutional capacity-building efforts; it is not a task list. It is
also important to note that many identified functions are not rigidly confined to one level,
while many functions identified at different levels may be present in a single organization.
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Organizational structure notwithstanding, the functions identified in the taxonomy are
critical to effective defense sector governance.

Ministerial Level

The critical goals of DIB at the ministerial level are to ensure that a partner nation’s
defense ministry is able to effectively perform oversight and ensure the effectiveness,
transparency, and accountability of its military activities; align policies, strategies, and
investments of the defense enterprise with those of the national government; set the
direction of the development and employment of the military through clear, executable
policy and budgetary guidance; and ensure unity of effort across disparate elements of a
defense enterprise. To achieve these goals, DIB at the ministerial level focuses on five major
competencies: resource management; human resource management; strategy, policy, and
planning; acquisition and logistics; and rule of law. Each of the five major competencies is
defined below.

Resource Management

The ability of the host-nation (HN) defense sector to plan, allocate, execute, and account
for resources in support of national defense through the nation’s armed forces. Resource
management includes capacities to budget, conduct analysis of short- and long-term
budgetary requirements, effectively allocate resources in alignment with strategic priorities,
execute budgets through effective program management, contracting, and acquisition,
conduct analysis of expenditures, and audit expenditures.

Human Resource Management

The ability of the HN’s defense sector to identify, assign, develop, and maintain the
required civilian and military workforce to achieve national defense objectives. For a host
nation, according to a manual produced by NATO’s Building Integrity program, “The goal
of the defence personnel management system is to ensure that the right numbers of people
with the right mix of skills and experience are in the right positions to provide for defence
outputs—current operations, future capabilities, command and control, etc.”'® The same
manual notes that, for a personnel management system to perform effectively:

it must perform two complementary functions . . . :

1. Determine human resource requirements, based on future defence requirements
and force plans. These include short-term requirements to meet the needs of the
current force, mid-term (5-6 year) requirements for the evolving force, and long-
term (15+ year) requirements for meeting long-term development goals.

2. Manage and develop people—as individuals and in aggregate—to maximize the
human resources available to meet requirements. This requires systematic efforts
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to attract, train, motivate, assign, promote and retain personnel to ensure an
available pool of personnel with needed professional competencies (knowledge,
skills and experience).”

Critical capabilities in this area thus include the ability to establish human resource
requirements, establish and maintain viable civilian and military career paths, ensure
successful policies and processes for recruiting and retention of civilian and military
personnel, provide sufficient professional education and development, maintain objective
and transparent promotion processes, determine and plan for appropriate compensation
and benefits, maintain objective and transparent performance management or evaluation

systems, and ensure fair and transparent recourses for redressing personnel grievances.

Strategy, Policy, and Planning

The ability of a host-nation defense sector to develop and oversee defense and military
strategies, plans, and policies that identify and prioritize defense objectives, direct when
and how to commit military forces, provide for the management and oversight of both
military and civilian elements of the defense sector, and develop plans that align available
ways and means to desired ends.

The policy function entails the ability of a ministry to engage in national level,
interagency policymaking, as well as to clearly articulate policies governing the specific
functions of the defense sector. Such policies will define missions and objectives, identify
and direct the means through which the defense sector pursues such objectives, and
assess and seek to mitigate risks associated with those objectives. The policy function
also includes engagement with foreign partners to seek agreements, develop common
practices, share information and planning assumptions, and otherwise collaborate to
achieve mutual objectives.

Strategy and planning entail “the intelligent identification, utilization, and
coordination of resources (ways and means) for the successful attainment of a specific
objective (end).”® Strategy, too, has both interagency and defense-specific dimensions;
the effective ministry of defense should be able to work through interagency processes
toward the development of national security strategies while translating national guidance
into specific defense strategies (that is, the application of defense sector ways and means
against identified objectives) that account for both broad national defense interests and
specific regional or functional challenges. Planning is the translation of these strategies
into specific plans that sequence, coordinate, and integrate activities and resources to
achieve desired end states, as well as the assessment and mitigation of risks associated
with alternative courses of action; at the ministerial level, planning requires direction to
and oversight of military planners to ensure that military plans are developed, maintained,

and assessed in support of identified, prioritized defense objectives.
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Acguisition and Logistics

The ability of a host-nation defense sector to acquire new defense capabilities, to maintain
existing capabilities, to move forces, equipment, and supplies within and between areas
of operation, to maintain necessary infrastructure, to manage supply chains and risks
thereto, and to provide medical support to defense personnel.

More specifically, acquisition at the ministerial level requires appropriate policies
and management frameworks to support effective identification and articulation of
specific requirements and performance specifications associated with desired military
capabilities, cost analysis and life-cycle support planning, and mechanisms (such as
contracting) to acquire weapons systems, equipment, support systems, and services in
support of the missions of a country’s armed forces and defense institutions. Logistics is
“anation’s capability to plan for, gain access to, and deliver forces and materiel to required
points of application.” The two go hand-in-hand, and are often lumped together under
the category of logistics. NATO’s Logistics Handbook, for example, provides an expansive
definition addressing both capabilities:

The science of planning and carrying out the movement and maintenance of

forces. In its most comprehensive sense, the aspects of military operations which

deal with:

s design and development, acquisition, storage, movement, distribution, main-
tenance, evacuation and disposal of materiel;

= transport of personnel;

= acquisition or construction, maintenance, operation and disposition of facili-
ties;

= acquisition or furnishing of services; and

= medical and health service support.?!

While logistics is a critical capability at all three levels of DIB activity, at the ministerial
level its focus is on ensuring the policies and processes necessary to maintain effective
acquisition and logistics systems, allocating resources to achieve acquisition and logistics
requirements, ensuring management frameworks to maintain program accountability
within the acquisition and logistics systems, and address the integration of defense
logistics systems (including supply chains) with national logistics systems. Moreover,
at the ministerial level, logistics often demands an ability to make arrangements for
multinational cooperation, such as ensuring viable lines of communication to support
foreign deployments, including through seeking necessary agreements with allied or
partner nations. Finally, in certain circumstances, it entails the ability to receive, host, and

support foreign forces deployed to ensure the partner nation’s security.
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Rule of Law

The ability of a HN defense sector to ensure the accountability of armed forces to national
authorities; ensure the adherence of armed forces to domestic and international law and
treaty obligations; administer an effective, fair, transparent, and timely system of military
justice or to ensure military personnel are accountable to a national justice system; provide
military leaders with the tools to ensure accountability of military personnel to a clearly
defined chain of command; and provide direction and oversight to the conduct of military
justice activities, such as investigation and detention. The United Nations defines rule of
law as:

A principle of governance in which all persons, institutions and entities, public
and private, including the State itself, are accountable to laws that are publicly
promulgated, equally enforced and independently adjudicated, and which are
consistent with international human rights norms and standards. It requires, as
well, measures to ensure adherence to the principles of supremacy of law, equality
before the law, accountability to the law, fairness in the application of the law,
separation of powers, participation in decision-making, legal certainty, avoidance
of arbitrariness and procedural and legal transparency. *

This core focus area is essentially the application of the United Nations definition to
the institutions of the defense sector; however, in the defense sector, the principle of
accountability through a clearly defined chain of command becomes a primary means
through which armed forces are directed and held accountable in adherence to the law.
Capabilities in this area serve to enhance public trust in the defense sector, maintain
good order and discipline among military units, establish clear policies governing the
circumstances under which military units apply instruments of force, enforce justice, and
ensure that armed forces are employed strictly in support of national policies and laws.

Military Headquarters Level

The critical goals of DIB at the military headquarters level are to translate ministerial-level
policy and guidance into military policies and orders; to ensure that a partner nation’s
military services are able to form, train, equip, sustain, develop, and direct operating units
within military forces; to organize those operating units most effectively and efficiently
to perform assigned missions; to integrate units across services through joint staffs or
other mechanisms; and to provide appropriate guidance to military personnel regarding
the execution of assigned responsibilities. To achieve these goals, DIB at the military
headquarters level focuses on four major competencies: personnel management; force

development; logistics; and command accountability. Each of the four major competencies
is defined below.
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Many militaries, including the United States military, choose to divide the functions
identified within this level into two distinct organizational levels. Joint or general staff
models often assume the function of translating ministerial-level policy and guidance
into military policies and orders, while headquarters organizations of individual military
services are charged with organizing, training, and equipping forces. However, many other
militaries lack general or joint staffs, and combine the functions into single organizations.

Total Force Management

The ability of the HN military’s organizational structures and processes to support
recruitment, mobilization/demobilization, the distribution of resources, and other efforts
that support the forming and reforming of units. Total force management involves many
of the same functions as human resource management at the ministerial level; however,
specific tasks, activities, and challenges may take a much different shape in a military
context. Total force management may involve determining the balance of volunteer forces
versus conscripts, managing and developing conscripted forces, blending military and
civilian workforces within a service, planning for the mobilization and deployment of
forces for combat, integrating reserve forces into active duty status, and other challenges

unique to the military context.

Force Development

The ability of the HN military’s systems to develop its forces through development, testing,
and fielding of materiel and non-materiel capabilities required in support of strategy; to
develop doctrine, provide professional military education, ensure funding and personnel
to support such capabilities; developing budgetary analysis and input to ministerial
functions in support of such capabilities; and to maintain necessary physical infrastructure
and installations. Force development determines what functional capabilities are required
to meet assigned missions and objectives, and undertakes the development, maintenance,
assessment, and integration of those capabilities. Such capabilities include materiel,
systemic, and personnel elements.

Logistics
The ability of the HN military’s systems to provide logistical support across the military
institution through the maintenance and assurance of the supply chain and a national
distribution system, the establishment of policies and systems to support strategic planning
for sustainment and distribution, and the establishment and maintenance of sufficient
personnel, units, and organizations to meet national logistics requirements.
Differentiating logistics at the military headquarters level from logistics at the
ministerial or operational level is critical. Figure 3, adapted from Henry Eccles’s classic
Logistics in the National Defense, provides a visual differentiation of logistics roles at
various levels.”® At the military headquarters level, the fundamental task of logistics is the
application of national- and ministerial-level guidance, resources, policies, and direction
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to develop and sustain logistics systems designed to support service-specific military units
and capabilities, and to integrate those systems into a joint logistics system that supports
the application of joint military power.

Figure 3: The Levels of Planning in Logistics
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Command Responsibility and Accountability

The ability of the HN military to maintain a clearly established chain of command within and
among its units, to select and replace command staff, to establish mechanisms for effective
communication and coordination across units, to ensure personnel accountability, and to
set policies and guidance that ensure the adherence of military personnel and units to the
rule of law. Maintaining order and discipline is an inherent responsibility of any military
officer serving in a command capacity; however, the ability of a military commander to
do so depends on an institutional architecture of standards, regulations, procedures, tools
for accountability, and the like. As a former U.S. Air Force Chief of Staff summarized,
“standards must be uniformly known, consistently applied and non-selectively enforced.
Accountability is critically important to good order and discipline of the force. And,
failure to ensure accountability will destroy the trust of the . . . public.”® The command
responsibility and accountability function includes, where applicable, the maintenance and
application of a military justice system and other disciplinary frameworks.

Operational Level

DIB’s focus is most robust at the ministerial and military headquarters levels; it is at
those levels where most systemic mechanisms supporting the effective management and
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accountability of the defense sector arelocated. However, there is a focused set of capabilities
at the operational level that are also critical to well-functioning military institutions, and
these capabilities may benefit from defense institution building efforts as well. It is worth
noting that in some, especially smaller, militaries, functions at the military headquarters
and operational levels are often found in the same organization. The critical goals of DIB
at the operational level are to ensure that a partner nation’s military units are able to plan
for, mobilize, deploy for, sustain, and assess military campaigns and major operations,
and to demobilize and recover from such operations. To achieve these goals, DIB at the
operational level focuses on four major competencies: readiness; command and control;
logistics; and operational planning. Each of the four major competencies is defined below.

Readliness

The ability of the HN military’s systems to provide the key elements needed to identify,
achieve, and sustain a level of training readiness to meet operational requirements for
its units, to establish and maintain physical infrastructure necessary to support training
requirements (e.g. training ranges), and to ensure that each unit maintains the requisite
personnel and equipment necessary to meet operational requirements. In essence,
readiness is determined at the level of individual operational units, and depends on the
extent to which each unit has the personnel, equipment, and training to enable it to carry
out operational responsibilities when required. As retired Army Colonel Richard Dunn
has written:

To fight effectively, the armed forces must be manned, equipped, and trained
to operate under dangerous, complex, uncertain, and austere conditions—
often with little warning. They require the right personnel operating the right
equipment with the right training to win . . . . Readiness is like a three-legged
stool. The personnel, equipment, and training legs need to be balanced and in
sync to support the load.*

Readiness, as a core institutional function, refers to the systemic capability to address each
of these three legs across a military’s units. A well-functioning readiness capability does not
necessarily ensure that all units are ready at all times; rather it manages requirements and
risks associated with training, personnel, and equipment according to projections of likely

operational requirements.

Command and Control

The ability of the HN military’s commands to exercise effective command and control
during operations; to direct force maneuver, intelligence, fires, and force protection; and
to hold personnel accountable to a clearly established chain of command. The concept of
command generally implies the effective expression of will by a military officer assigned
authority over other military personnel. The function of command, in the institutional
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context, however, extends beyond the expression of will: it requires established chains
of command, regulations that shape the expression of authority, clear delineation of
responsibility, and tools and procedures to enforce authority, order, and discipline. Control
is, by nature, systemic: it “implies the personnel, facilities and procedures for planning,
directing and co-ordinating [sic] resources in the accomplishment of the mission. It
implies standard operating procedures (SOPs), rules of engagement (ROEs), regulations,
military law, organizational structures, policies, equipment—in short, all those structures
and processes (including cybernetic processes) put in place by the military to facilitate the

accomplishment of its mission in a safe and efficient manner.””

Logistics

The ability of the HN military’s systems to provide logistical support to operationally
deployed military units and personnel, including fielding, distribution, and maintenance
relating to critical equipment, personal gear, and provisions such as food and fuel; and
to establish and maintain lines of communication. Operational logistics encompasses the
activities and resources necessary to undertake military campaigns and major operations.
According to U.S. Marine Corps doctrine, “Operational-level logistics links strategic
resources with tactical units and enables force closure [that is, ensuring sufficient personnel
are in place to carry out assigned tasks], sustainment, reconstitution, and redeployment of

forces...Operational logistics supports expeditionary operations.”

Operational Planning

The ability of the HN military’s operational commands to establish, maintain, execute,
and assess coherent, resource-informed plans for responding to contingencies and for
conducting steady-state activities. Operational planning is well defined in the U.S. Army’s
treatment of the concept of “operational art” in its Field Manual on Operations (FM 3-0). It
is, according to the Field Manual, “the application of creative imagination by commanders
and staffs—supported by their skill, knowledge, and experience—to design strategies,
campaigns, and major operations and organize and employ military forces. Operational art
integrates ends, ways, and means across the levels of war.” In this conception, operational
art “requires three continuous, cyclic activities™: identifying and framing the mission,
formulating an operational design to achieve the mission, and refining the design based on
assessment and additional information. As the U.S. Army defines it, “Operational design
is the conception and construction of the framework that underpins a campaign or major
operation plan and its subsequent execution...Through operational art, commanders and
staffs develop a broad concept for applying the military instrument, including landpower,
and translate it into a coherent, feasible design for employing joint forces. This operational
design provides a framework that relates tactical tasks to the strategic end state. It provides

a unifying purpose and focus to all operations.””
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Attributes of a Democratic and Competent
Defense Partner

Dennis Blair

he ultimate goal of defense institution building (DIB) is to assist in the development

of partner armed forces that are competently organized, trained, and equipped in

accordance with democratic civil-military principles, and that plan and conduct
military operations skillfully while under the full political direction of a democratic
government. Historically, such partner nations have consistently served in coalitions with
the United States against authoritarian regimes from the Soviet Union in the Cold War,
through Serbia in the Balkans, to Saddam Hussein in the First Gulf War, and the Taliban
in the Afghan War. It is these nations that share the United States’ vision of a prosperous,
peaceful, secure, and free world and are willing to use their armed forces to achieve that
vision.

Only a few armed forces around the world—primarily longstanding treaty allies
in NATO and Australia in the Pacific—meet these criteria in full. While there are many
other countries with which the United States cooperates and interacts, it has found that
its most reliable partners are those that are democratic in their governance and competent
in their military capabilities. Simply put, the objective of DIB is to work with the defense
organizations—military and civilian—of other countries to build the strength of democratic,
civil-military relations and the competence of their armed forces in a balanced manner.

In order to plan and carry out an overall DIB campaign with a specific country, the
U.S. Department of Defense (DOD) must first, formulate a logical approach to selecting
from the many diverse DIB programs available. This begins with an understanding of the
characteristics of democratic civil-military relations, and the skillsets or competencies of
effective defense ministries and uniformed military forces. The next step is an assessment
of a prospective state recipient of DIB programs, a potential partner for defense and
military cooperation. The assessments must cover both the state of civil-military relations
and the competence of the defense and military organizations. It is not in the U.S. interest
to help develop the military competence of a defense organization that can be directed by
an authoritarian government to suppress its own people, or to give it greater capability to
take actions hostile to the United States. In some circumstances, the United States may
offer military assistance to authoritarian governments for immediate strategic imperatives,
but an overall DIB campaign should take the long-term view of balanced development of a
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potential partner’s capabilities. The final steps in a DIB campaign are executing, monitoring,
and adjusting—then continuing, evolving, or terminating—the programs over time.

This chapter begins with a description of “what good looks like” in a competent
democratic defense partner. It details an idealized model meant to portray what the United
States is working toward with a partner. The chapter then describes seven characteristics
observed in the armed forces of mature democracies, and summarizes the most important
areas of functional defense and military competence. Next, an outline of a process for
planning, executing, and adjusting a military-military program using the DIB toolkit is
described. Finally, the chapter discusses some of the lessons that have been learned in using
military interactions to transform armed forces in transitioning countries into competent
organizations, responsive to democratic government. The reader should understand that
though building defense institutions is not an exclusive prerogative of the United States, the
author is writing from the perspective and experience of a U.S. military officer. Therefore,
the characteristics and competencies described, not surprisingly closely resemble those of
the United States armed forces, and will be those most readily recognized by an American
military officer. While differences exist among the armed forces of democracies across
the world, these seven characteristics, or similar variations, can be found in most mature
democratic forces. It should further be noted that while the professionalization that results
as DIB progresses does instill transparency and civilian-control of the armed forces, DIB is
undertaken in both democratic and nondemocratic settings.

The Seven Characteristics of Democratic Armed Forces

The best, short description of democratic armed forces is as follows, “Armed forces
in a democracy are competent, honest and respected defenders of the nation’s interest,
loyal and responsive to the elected national government.” Building on this, this section
discusses seven particular characteristics observed in the armed forces of most mature
democracies, which DIB efforts can help nations to establish. These characteristics are
derived from the author’s own experience and research, and include: a constitutional
and legal basis; clearly delineated internal and external missions; an inclusive force
representative of the demographic makeup of the country; political neutrality and loyalty
to the elected government; an established ministry of defense; developed budgetary, pay,
and procurement systems; and finally a reputation that earns the respect and backing of
their populations at large.

Constitutional and Legal Basis

In a mature democracy, the roles and functions of the armed forces are established in
the constitutional and legal framework. The roles, functions, and loyalty of the armed
forces are in service to the nation (that is, the people of their country and their elected
representatives), rather than to a ruling person, family, tribe, religion, or political party. In

the transition from authoritarian regimes to democratic governments, while the process of
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creating and promulgating a new legal framework for the armed forces can take years, it is
of vital importance to ensuring the accountability and civilian oversight of a professional
defense sector.

Legal frameworks specify the authority of the head of state to give orders to the
armed forces, and the authority and responsibilities of other officials in the government—
including ministers of defense and their staffs, chiefs of defense and their staffs, and the
role and authorities of legislative bodies. They set out the procedures for sending units of
the armed forces into combat, appointing and approving senior officers, providing military
budgets, and purchasing military equipment and supplies. Importantly, they provide the
basis for legal orders to the armed forces.

The responsibilities of the legislature for the armed forces are especially important in
a democracy. Although the government directs the armed forces on a day-to-day basis, and
the head of government generally serves as the commander-in-chief of the armed forces,
the legislature in a democracy has vital responsibilities. It is the legislature that approves
the budget and the appointments of the most senior officers. The legislature also approves
a government’s decision to go to war and has oversight responsibility for the armed forces
to investigate mistakes and failures and hold the government accountable for them.
Legislatures in mature democracies develop experience and expertise in military matters to

provide effective oversight, exerting an important constraint on executive power.

Mission

In most mature democracies, armed forces have the primary mission of defense against
external threats. External threats include both immediate military threats within the region
and more distant threats to the international order that have provoked a collective response
from the United Nations or other international authority. For countries that do not have an
immediate external threat, the primary mission for armed forces is to maintain sovereignty
over land, air, and maritime territory—a minimum capability that can be expanded
should future threats arise—and to support international peacekeeping operations against
common threats to the international community.

Armed forces in democracies also have internal missions. Military units often
conduct national development projects, such as building roads and bridges, or providing
medical care in remote areas. When disasters occur, armed forces are expected to be among
the first to respond to save lives, provide emergency supplies, and restore transportation
and communications systems. Armed forces can also perform internal counterinsurgency
or counternarcotic operations, or support law enforcement or border patrol authorities.
Internal operations like these in democracies are always under strict legal controls,
especially regarding the use of force and handling of detained citizens. They are conducted
to the extent possible in support of domestic government agencies (most often domestic
law enforcement agencies) and are conducted for limited periods, subject to renewal by
established government procedures. Military intelligence agencies in democracies are
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permitted to gather information about a country’s citizens only under strict controls that
are approved outside the intelligence services themselves through an established legal
process.

Demographic Representation and Contribution fo Society

Armed forces in democracies reflect the ethnic, regional, religious, and tribal makeup of
the country. Recruitment programs and promotion procedures are established to ensure
representation of the groups making up the country’s population. This mixing of groups in
the armed forces is intended not only to provide service opportunities for different segments
of the society, but also to ensure that the armed forces retain a national perspective: not
favoring one group within the country because of its dominance in the armed forces, either
in numbers or in leadership positions. Mixing of minority groups within the armed forces
has been most successful when it has been carried down to the unit level —for example, to
the brigade or regiment level in an army. In democracies, when veterans of military service
return to civilian life, they are expected to contribute to a country’s overall objectives
through the skills and knowledge they gained during their service.

Political Neutrality

In democracies, the armed forces are expected to be just as loyal and responsive to the orders
of a new government on its first day in office as they were to the previous government on
its last day. Active duty military personnel play no role in elections beyond casting their
individual votes, and they do not make any political preference known publicly. During
political crises, armed forces remain neutral.

In countries without long-established democratic traditions, there will often be strong
pressures on military leaders during times of political and economic stress and crisis:
popular opinion may call for them to take power in times of social disorder and economic
hardship; civilian political leaders vying for power may seek their support; and once elected,
heads of government may abuse their authorities to consolidate or extend their power,
moving toward authoritarianism. There are rarely simple and correct guidelines to follow
in situations like these; rather, military leaders must carefully think through the issues at
stake and make decisions based on supporting the long-term democratic development of
their countries.

Ministries of Defense

In democracies, military leaders provide advice on military policies, but the ultimate
decisions on the structure and funding of the armed forces and on their employment are
made by the elected government. Ministries of defense perform the function of receiving
professional military advice from the uniformed services and then implementing the
national decisions that affect the armed forces. Usually, there is an appointed and confirmed
Minister of Defense with a staff that has the authority and skills for these responsibilities.
The Minister of Defense is responsible both to the head of government and to the legislature
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for defense policy, budgets and major equipment purchases, the appointment of senior
military officers, and the overall direction of military operations. Although military officers
can serve in assignments within the Ministry of Defense, the top positions in democracies
should be all civilian politicians or senior career government employees, and a majority
of the staft should not be not serving military officers. A strong and competent Ministry
of Defense ensures that the military leaders of the armed forces are not making policy
decisions that have consequences beyond the military sphere, and in addition it insulates
them from policy responsibility. For example, if a war is unpopular, the armed forces are
not held responsible for it, and can still be respected and supported by the population
for doing their duty. In a transition from an authoritarian government to a democracy,
the development of a competent Ministry of Defense staft is one of the most difficult and
lengthy challenges.

Budgets, Pay, and Procurement

Military budgets are big, and with big budgets come powerful incentives for both control
and corruption. Established democracies have developed systems to ensure that their
armed forces are adequately funded for their missions, and that the funds are spent on
the intended purposes and not siphoned oft into the pockets of the powerful. In mature
democracies, military budgets are funded entirely by the national government as approved
by the legislature; the armed forces do not own and operate businesses. Military budgets are
published. Systems to purchase supplies and equipment are transparent. The competitive
procedures, costs, and responsibilities of all officials involved are established by law, audited,
and published. Legislatures have the staff, authority, and responsibility to closely track the
expenditure of defense funds, and to initiate independent audits to ensure that they are
being used for their intended purposes. Military personnel of all ranks are compensated
adequately in the armed forces of mature democracies through salary, housing allowance,
medical care, and pension. Adequate pay both ensures that capable people serve in the
armed forces and reduces the incentives for corruption.

Prestige, Reputation, Rights, and Opportunity
In established democracies, the armed forces routinely rank in opinion polls as one of
the most respected institutions in the country. They are considered defenders of their
country who are willing to serve—despite personal hardship and the obligation to risk their
lives—out of patriotism and a higher sense of service. When they are committed to action,
popular support grows, and even if popular opinion turns against a war effort, the citizens
of democracies are expected to understand that the armed forces who fight those wars are
performing honorable duties, and continue to support them and honor the sacrifices they
make in their countries’ service.

Members of the armed forces in democracies do not enjoy all of the personal freedoms
of the other citizens in their countries; while on active service, they give up some of their
rights to free speech and political activity, and much of their right to privacy. In return,
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they are owed fair treatment within the military system through promotion based on merit,
adequate compensation, and a military justice system that protects the rights of the accused
as it pursues just verdicts and supports military discipline.

Competencies of Armed Forces

In addition to the seven characteristics described above, there are important areas of
functional competence of armed forces in mature democracies, which are drawn from
the standard organizations of ministries of defense and uniformed staffs of advanced
democratic countries. The six competencies described below are areas in which the DOD,
and in particular DIB programs, can help build the capability of its partners. These areas of
competency are closely related to many of the democratic characteristics listed above, and
in some cases they overlap.

Strategy and Budgets

It is a combined responsibility of ministries of defense and military staffs to write national
defense strategies and draw up budgets for the armed forces for approval by governments
and legislatures, and to then execute those budgets. A national defense strategy generally
includes a description of the security environment of a country, its overall nature, as well
as specific vulnerabilities and threats. It describes and prioritizes the nation’s security
objectives, and provides at least the outline of a plan to meet the objectives. The national
defense strategy provides the foundation for directing, prioritizing, and assessing the full
range of military activities.

Based on its national defense strategy, the Ministry of Defense and military staffs
draw up budgets for submission to the government and the legislature. The most important
budget categories are personnel, operations, and procurement. In most countries, budgets
are approved by legislatures one year at a time, but budget planning must extend into the
future: at least five years in detail, and then another five or more years in more general
terms.

Once a budget is approved, it must be executed competently. Accounting systems are
required to transfer and account for funds, procedures to handle changing requirements
within a budget cycle, and auditing functions to verify proper expenditures and to prevent
the diversion of funds.

Personnel Management

Some democracies fill their ranks through conscription, and others recruit volunteers.
In either case, it is important to draw from all of the ethnic, religious, regional, or tribal
sectors of a country, and to assign them so that all units—even down to the tactical level
(i.e. brigades or regiments)—have diversity. There must be a regular system for promotion
based on merit, although provisions can be made to ensure that the senior ranks also are
diverse. Military training and education systems are extremely important, and democracies
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have extensive professional military education systems for both the enlisted ranks and
officers; the quality of training and education must be continually assessed and improved.
Finally, compensation at all levels must be adequate so that service is attractive and there is
no excuse for accepting bribes and practicing extortion.

Intelligence

The armed forces in democracies need intelligence systems to plan and conduct their
missions. The components of an intelligence system include technical collection systems
(such as photo-reconnaissance aircraft and satellites), personnel to collect intelligence
and to analyze it, and secure communications systems. The scale and sophistication of
intelligence systems will depend on available resources. However, this basic intelligence
cycle is common to all military intelligence operations: the establishment of intelligence
requirements by planning staffs and by operational commanders, the collection of
intelligence, analysis of the intelligence, and then distribution of intelligence reports to all
levels of the armed forces, from tactical units through top-level command.

Doctrine, Operational Planning, and Execution

Armed forces in democracies have established procedures to develop and approve doctrine
(that is, the standard approach of that country’s armed forces to the major military
functions). In addition, military forces develop sets of tactics, techniques, and procedures
that provide more detailed direction for the military functions. Doctrine, tactics, techniques,
and procedures provide the basis for military education and training, and for the full range
of activities performed by the armed forces.

Initial planning of a military operation or campaign is a process of translating political
objectives received from the government into military objectives and a specific plan to
reach those objectives. Once the plan is approved and the order to execute is given, the
operational cycle commences. The operational cycle is an interactive, continuous system
of assessing the situation, directing actions, carrying out those actions, and repeating
the cycle. Intelligence and reports from operational units flow up to commanders with
recommendations, assessments are then made by the commander and his staff, and fresh
direction in the form of orders is sent to the operating units. There are variations in this cycle
depending on the level of skill of commanders and units, the quality of communications
systems, and the style and experience of commanders, but the fundamental cycle takes

place in all military operations.

Logistics and Medical Services

Military logistics systems provide food and water, fuel, ammunition, spare parts, and
other replacement materiel to tactical units. Logistics systems are both “push” and “pull”
systems. The “push” component is the pre-stocking or automatic supply of items based on
estimates of what will be needed; the “pull” component is filling requirements that are sent
in by operational units as they maneuver, engage, and use up their supplies. Like military
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operations themselves, military logistics require initial planning and flexible decisions once
operations begin. Transportation is an integral part of logistics, as the supplies must be
moved from storage areas, depots, and stock points to meet the operational units.
Adequate medical care is an essential part of logistics in democratic armed forces.
One of the characteristics of a democracy is the emphasis on the importance of individuals.
Mature democracies take care of their soldiers, sailors, airmen, and marines by providing
medical care for service members, including during peacetime. When operations begin,
the wounded receive immediate care, and if necessary, they are evacuated and treated in
hospitals. Individuals are provided with continued care if they have to leave the service
because of injuries and when they retire at the end of a career in the armed forces.

Communications
Virtually all the competencies describe above depend on extensive communications within
the armed forces. Communications systems are used to send plans and orders, to submit
reports, to gather and disseminate intelligence, to order and distribute logistics support,
and to schedule transportation and medical support, among other purposes. Military
communications systems all require security, depending on the nature of the information.
Increasingly, communications systems consist of computer networks with linked
databases, enabling the sharing and exchange of large amounts of data, written messages,
voice, and video. Often, military networks are embedded within the global communications
network, using the Internet for communication, and commercial hardware and software
for both data storage and communication. The increased use of military communications
networks linked to the Internet has led to more informed and effective military capabilities,
but has also opened up major vulnerabilities for adversaries to infiltrate networks for both
espionage purposes and to interfere with communications. Therefore, the security of
military networks has become another important function.

Planning, Prioritization, and Execution of Defense Institution Building

Department of Defense Directive (DODD) 5205.82 lists ten objectives for DIB programs,
along with another seven types of activities, one of which includes nine major “principle
functions of effective defense institutions.” With such numerous and complex objectives
and activities, selecting the right DIB programs for a particular country depends on
careful assessment and prioritization. The DIB programs do not exactly correlate with the
objectives, activities, and principle functions listed in DODD 5205.82; some contribute
to multiple objectives, and other DOD programs and activities that are relevant are not
classified as DIB programs. A planning process is needed that can prioritize and synchronize
the various programs that the United States can bring to bear to improve the democratic
development and functional competence of partner armed forces.

Any Department of Defense planning process follows the same basic approach:
specifying strategic objectives, assessing the situation, defining the mission, executing the
plan, and monitoring and adjusting execution of the plan. This same process can be applied
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to bring order and coherence to the large number of DIB programs in a geographic region
and in a specific recipient country.

The characteristics and competencies described earlier in this chapter provide the
ultimate long-term objectives for DIB programs for the many countries the United States
Department of Defense deals with. However, an assessment process is necessary to set
realistic short- and medium-term objectives for a recipient country.

Assessment

Every countryisunique. Each hasits own history, culture, and is ata different stage of military
and political development. The influence of the United States, and of the Department of
Defense, is often an important factor in that development, but in most countries internal
factors are most important. Understanding these internal factors is crucial if DIB programs
are to be applied effectively.

The first, and probably most important, step to take in planning a DIB program is to
analyze the potential recipient country’s internal situation. Overall, is it moving toward a
stronger democracy and greater military capacity, or is it becoming more authoritarian or
even deteriorating militarily? What is the power and what is the relationship of the armed
forces to other branches of government and organizations—the ministry of defense, the
head of government, the legislature, the police, the coast guard, etc.? What is its relationship
to other powerful individuals, political parties, or ethnic, regional, religious, or tribal groups
and their leaders? Which leaders in the government, the ministry of defense and the armed
forces are the most influential, and are they reformers or are they resisting reform? What do
the armed forces consider their primary missions? What is the overall level of corruption in
the country, and which officials and officers are the most and the least corrupt? The current
intelligence estimates of most countries that the United States works with do not ask these
kinds of questions, but the information can be gathered from intelligence stafts, attachés,
and military assistance officers, and from other knowledgeable observers, like journalists,
academics, think tank officials, and on-the-ground observers from NGOs, among other
organizations. An overall understanding of the state of development of a country provides
the foundation for the selection of DIB programs.

A Model for Combatant Command Planning
Combatant Commanders are required to submit Theater Security Cooperation Plans
(TSCPs) for approval by the Joint Staff and the Office of the Secretary of Defense.? The TSCP
planning process provides an orderly way to assess the armed forces of the countries with
which the United States has military relations—allies, partners, neutrals, and adversaries—
and to prioritize the full range of military-to-military programs the United States conducts
with a particular country, including specific DIB programs.

The assessments of individual countries need to strike a balance between completeness
and usefulness. For overall planning purposes, a “stop-light” matrix provides about the
right level of detail without becoming incomprehensible. For each country in the area
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of responsibility (AOR), the Combatant Commander can draw up a matrix of the seven
democratic characteristics and the six functional competences described above and assign
one of three assessments: red for inadequate, green for adequate, and yellow for partially
adequate. In addition, an arrow can be added to each assessment, with its direction
indicating a favorable, unfavorable, or steady trend in that assessment in recent years. The
author has observed the value of this matrix in various regional combatant commands
(CCMDs), but cannot confirm whether this type of a matrix is required under current
procedures. The assessment should be a qualitative judgment, based on the observations
of the country officers on the CCMD staff, with input from the CCMD intelligence (J-2)
staff, the attaché and military assistance staff at the embassy in that country, and—where it
would add value—the service component staffs.

This overall assessment will provide a solid foundation for the selection process
for DIB programs. However, before making that selection, an additional planning step
is needed: defining realistic near- and medium-term objectives for each country in the
AOR based on the state of democratic development and functional defense and military
competence that country can be reasonably expected to achieve in the near future (about
five years). This judgment is important for several reasons: it recognizes that in most
cases development is primarily caused by the efforts of the country itself, rather than by
DIB programs; it identifies countries that are unlikely to make much progress, even with
heavy application of DIB programs; it identifies countries that are motivated and likely to
make progress on their own without extensive outside assistance; and finally, it identifies
countries that are likely to improve their functional competence without making progress
on democratic development, or vice versa.

This step of assessing the potential future development of different countries will
narrow the scope of candidates for most DIB programs to ensure that the limited resources
of the United States are used in countries in which the investment will yield the most
effective and sustainable results. Such an assessment will help eliminate those countries—
Russia, for example—that have little chance of progress. This assessment will distinguish
those countries that have their own plans for democratic and functional competence
development and need little assistance from the United States (such as Japan), from
countries with little official intention of democratic development, but strong incentives
for development of military competencies. The countries for which DIB programs are
likely to be the most effective, like Myanmar for example, are those that are motivated to
make progress in both democratic development and functional competence, and have clear
needs in both areas (as identified by red and yellow assessments in individual areas in the
matrix described above). Because DIB programs are limited, they should be used sparingly
focusing on countries with potential but little chance of making significant progress on
their own, or those already making progress which could be enhanced by U.S. partnership.

Matching DIB Programs to Assessed Partner Needs
Once a country has been given an overall, detailed assessment, then the final planning
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step can be taken: matching DIB programs to the assessed needs of the country in both
democratic reform and military capability improvement. These decisions should involve
the regional and country knowledge of the Combatant Commanders’ staffs as well as the
functional experience of the DIB program managers and the relevant offices of the Office of
the Secretary of Defense. Some DIB programs have been running for several years, so there
is experience to draw from as to what works and what does not.

Careful judgments are required for countries that both want and could benefit from
military improvements, but are resistant to democratic development. In the long run, it is
not in the U.S. interest to support only the military capability of an autocratic government,
however friendly to immediate U.S. interests. In some cases, however, U.S. strategic
imperatives will be decisive in a decision to offer military assistance to an authoritarian
country. Examples include counter-terrorism training and assistance, or the sale of arms
to strengthen a country’s defenses against a powerful neighbor threatening both that
country’s and U.S. interests. However, in these cases, DIB programs and similar programs
that can encourage democratic development, such as International Military Education
and Training, should be included to encourage greater democratic characteristics in that
country.

Ongoing Monitoring and Adjustment

The final step in the cycle of DIB programs consists of monitoring and plan adjustment.
The Theater Security Cooperation Plans are submitted annually, and as part of each year’s
submission (an evaluation of the trends in the overall assessment), any changes to the seven
democratic characteristics and the six functional competencies should be highlighted. In
addition, there should be a careful assessment of the effectiveness of specific DIB programs
that have been going on in the recipient countries. Although the results of these programs
will often take several years to be clear, the process of continual evaluation is important to
ensure that the resources are being used for their maximum value.

Conclusion

Two importantlessons have beenlearned over time in DIB programs and their predecessors.
The first is that democratic development and military capability improvement are long-
term processes. A one-year program assisting, for example, financial planning and
comptrollership capacities in a country will not usually produce a much higher level of self-
sustaining skills. Often, the first year is spent in identifying the true obstacles to progress
and necessary internal reforms that were not known in detail before the program started.
Programs should be planned on a multi-year basis, with flexibility to adapt once there is a
full understanding of the most effective approach.

The second lesson learned is the importance of skilled instructors and facilitators
working for extended periods—generally several years—with officers and officials from the
recipient country. Progress in the important and sensitive areas that DIB programs target
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proceeds “at the speed of trust.” There is very little chance that successive waves of new U.S.
faces coming to a country for short periods will earn the trust to make real progress. It takes
multiple interactions over several years for instructors and facilitators to be trusted sources
of advice, and for them to figure out how to work productively with the different officers
and officials in the recipient country.

With these lessons in mind, the seven characteristics and six competencies of a demo-
cratic and competent armed forces provide a basis for assessing the countries considered
for DIB programs by the Department of Defense. The Theater Security Cooperation Plans
of the combatant commanders provide an existing cycle in the Department of Defense that
can be readily applied to plan and execute the DIB programs. Due to the large number of
countries and programs involved, procedures need to be kept straightforward to avoid staft
overload; however, this process can ensure that the Department of Defense achieves the
maximum benefit from the substantial human and financial investments made in these

programs.

Notes

1 The seven characteristics in this chapter are drawn from: Dennis Blair, Military Engagement: Influencing
Armed Forces Worldwide to Support Democratic Transitions, Volume 1 (Washington, DC: Brookings Institution
Press, 2013), 15.

2 DOD Directive 5132.03 directs the combatant commanders to “Develop campaign plans, as appropriate, to
conduct security cooperation programs and activities.” Office of the Undersecretary of Defense for Policy, DOD
Directive 5132.03: DOD Policy and Responsibilities Relating to Security Cooperation (Washington, DC: Office
of the Undersecretary of Defense for Policy, December 19, 2016).
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Paradoxes of Partnership

Nadia Gerspacher

efense institution building (DIB) requires a well-calibrated approach to

establishing working partnerships with host-country counterparts. The past

15 years of assistance leave no doubt that host-country officials are the change
agents responsible and vital for ushering in new institutional processes, and ensuring
they are underpinned by the necessary competencies of individuals and systems. This
insight highlights two critical elements necessary for DIB success: local buy-in and local
ownership. While this lesson is reflected in the discourse and increasing attention on DIB,
planning and implementation are plagued by significant confusion about how partners
and partnerships fit into the endeavor. Indeed, approaches to host-country partners and
partnerships differ greatly. An ad hoc approach to partnership, and confusion on how
to build effective relationships with host governments and individual officials, can pose
significant impediments to sustainable and successful DIB activities—particularly when
there is a tendency in the Department of Defense (DOD) and the U.S. foreign policy
community to influence the behavior of host-country counterparts and institutions to
primarily achieve U.S. interests.

Herein lies the paradox of partnership: a relationship founded on a donor nation
influencing the host nation to act in the donor’s interest—rather than one in which the
donor and host nation find common ground on a mutually beneficial plan that addresses
both nations’ interests—is unlikely to lead to sustainable solutions.

Understanding Narratives on Partnership

International Security Assistance Force (ISAF) briefings for various audiences at the
Pentagon on the Ministry of Interior and Ministry of Defense (MOD) advising missions
underway in Afghanistan consistently fail to adequately address where Afghan ministry
officials fit into the change management process, at what stage they were involved, and what
their roles were in the process. Similarly, during a January 2014 briefing in Washington,
an astute Ministry of Defense Advisors (MODA) returnee asked, “Where are the Afghan
counterparts in all of this?” The briefer responded, “We know we are supposed to engage
them but there is no time.” In conflict or post-conflict environments, such as Afghanistan
or Iraq, the characteristic urgency of operations may lead practitioners to bypass labor
and time-intensive processes. Well-meaning practitioners may feel the need to “do the
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job for them (host-nation counterparts),” as it is not uncommon for practitioners to be
skeptical of host-nation capacity, and impatient for results. Cultivating local buy-in and
local ownership, however, are critical for success.

These reflections demonstrate how partnerships are viewed by many who work on
strengthening host-country government institutions, privileging a utilitarian approach
rather than a mutually beneficial enterprise. Indeed, a recent RAND Corporation study
of DIB in Africa focused on the interests of United States Africa Command (AFRICOM),
seldom mentioning the recipients of the assistance.! Similarly, Theater Campaign Plans
emphasize the goals of the Combatant Commander (CCDR), with little or no mention of
partner goals. And during the working group discussions that led to the development of the
Directorate of Building Partnership Capacity (BPC), the most frequently discussed issue—
and subject of heated disagreements—was whether the P in BPC stands for “partner” or for
“partnership,” the latter being the goal of the doctrine.

These narratives and approaches to partnership have led to significant confusion
about what works in capacity-building efforts, and in turn, have had negative impacts on
the countries receiving the assistance. For instance, some host-country counterparts have
learned to leverage the inequality inherent in this approach to partnership by effecting little
or no real change in their systems, while acquiring large quantities of equipment donations.
The result is a partnership in which the donor country promotes changes to little or no
avail, because the recipient country does not agree to the plan—often because the changes
do not make sense to them or because the plan threatens an order that suits various actors
benefitting from the status quo.

A key question that DIB strategists, planners, and implementers must contemplate
is: What is the role of partnership in DIB? It is important for the DOD and the entire
U.S. government to understand the merits and pitfalls of the various conceptualizations
and strategic uses of partnerships. This chapter explores the concept of partnership in
the context of DIB activities. The notion of partnership is central to the development of
the necessary and complex capacities of defense institutions, as well as other government
entities. Indeed, the right kind of partnership facilitates the transfer of knowledge, skills,
and expertise, and a mutually beneficial exchange of information. It is the key ingredient
for the establishment of a new normal of enhanced ability of a country to provide security
for its population and territory.

The concept of partnership is the cornerstone of doctrines such as BPC and security
cooperation, and of planning and project design throughout the security assistance
community. Less evident and clear is the role that partnership plays in these endeavors.
Is the development of a partnership with a recipient or host country a means or an end?
Are partnerships grounded in national security imperatives or the more altruistic, long-
term notion of capacity building? What is the nature and scope of the type of partnership
that is conducive to long-term institution building? Which partnerships will not lead to
a sustainable new normal? The answers to these questions are by no means intuitive; in
fact, they can be quite counterintuitive for practitioners who are often from tactically-
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driven agencies. Indeed, they present the four layers of the paradox that the chapter will
subsequently examine in greater detail:

= First, the term “partnership” is politically courteous, but imprecise and
ambiguous, as “partners” in the DIB field can refer to either allies within a
capacity-building coalition or recipient countries. The intention is to express
mutual respect. Paradoxically, by conflating two essentially separate roles this
prioritization of political courtesy leads to misunderstandings and confusion in
program discussions and planning, as well as inefficiencies in implementation.

= Second, a partnership established for the purpose of developing effective institu-
tions must be understood as instrumental—a means to an end. The paradox is
that while good partnership is essential for effective capacity building, the oppo-
site is not true. Good partnership can also be cultivated by sharing information
and intelligence, joint training and education, and shared coalition experience.
Such partnerships will not necessarily lead to effective capacity building.

= Third, partnership implies joint ownership and shared interest; what happens
when interests diverge? Does the United States partner with another nation
in order to have a collaborator or proxy in remote regions that can effectively
burden-share or provide support when needed in their region? Or is a partnership
ameans to strengthen the partner’s ability to pursue its own, self-defined national
interests? Is the partnership about the U.S. interests or the interests of the host
country? Or both? Most will answer both, but then institutional reform in the
host country may adversely affect the interests of stakeholders in the status quo,
paradoxically threatening the very partners upon whom we depend for effective
capacity building.

= Fourth, security assistance providers tend to see partnerships as a useful
mechanism to establish interoperability as they aim to help host countries
develop systems and processes that mirror existing DOD systems and processes.
This is an approach and a mindset which by imposing systems and processes
inorganic to the partner country has paradoxically led to more problems than
solutions in the recent history of security assistance, and even various DIB
efforts, as we will see.

This chapter aims to describe and explain the problems inherent in differing views of
partnerships. It offers suggestions for more effective leveraging of partnerships to meet the
goals of capacity building and national security through the design and planning of DIB
initiatives. In general, an effective partnership prioritizes mutual goals over the partnership
itself. This is a mindset which has yet to permeate capacity-building practices, leading to
less than stellar strategies, missions, operations, and activities in the past 15 years or more
of security sector reform. This chapter offers insights and reflections on the concept of
partnership as it can best be leveraged for conducting defense institution building.
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There are Partners, and There are Pariners

Partnership has various connotations, and it is useful to inventory the various notions of
who and what partners are. In the context of assistance, partners may include allies or a
coalition of countries operating together in a specific country or mission. Alternatively,
they may call on each other to work together to deliver assistance to conflict-affected
countries or fragile countries in the case of violent extremism, terrorism, or other non-
traditional conflict scenarios. According to this understanding, U.S. partners include
the UK, Canada, Australia, France, Germany, Italy, and others like Saudi Arabia and
Jordan. Alternatively, partners may be understood to mean recipient countries, i.e. those
countries receiving the assistance from the U.S. and its donor community partners. This
second category of partners comes out of lessons learned concerning local ownership,
which highlights the importance of local solutions for local problems.? Indeed, assistance
is cognizant of the need to involve host-country officials in reform processes. However,
such involvement is often superficial. Even the confusing use of the term “partners” for
both allies and for host countries who receive assistance demonstrates that the language
is evolving, but real partnerships have not caught up with the narrative. It is safe to state
that recipient partners do not see themselves as the same types of partners as those who
provide assistance alongside the United States.

The impacts of using the same term for very different actors in the assistance arena
cannot be overlooked. Understanding partners interchangeably as members of a coalition
and as host-country recipients of assistance confuses assessments, planning, and actual
activities on the ground. An assessment of the capabilities of the French to operate
alongside the U.S. Special Forces in Mali and even the strengthening of those capabilities
if necessary for mission success is not the same activity as the assistance to a host-country
recipient’s Ministry of Defense to address its ghost payroll problem. The first engagement
is one in which partner countries develop their joint capabilities to achieve readiness
for a set of capacity-building activities. The second is about reforming an institutional
system and/or processes to strengthen the ability of the Ministry of Defense to administer
and manage defense activities in their country. The approaches to these two distinct
engagements as well as the interests that underpin them are quite different and should be
approached differently. It is important to distinguish between the development of joint
capabilities to carry out a set of activities, and the target of the capacity-building or DIB
activities. These partnerships are not the same, in nature or scope.

Henceforth, “partner” will be used to describe the recipient country whose ownership
and buy-in of the reform and change processes is crucial to building institutional
capacity. In the case of Liberia, the national defense strategy designed by the U.S. DOD
was not implemented because there was no real buy-in—meaning that Liberian defense
sector actors had not been part of the process early or often enough.’ In many cases,

“engagement” means merely “assessing” to DIB implementers, but engagement goes far
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beyond assessment; indeed, host-country counterparts must be involved in the process
of identifying solutions, not just sharing vulnerabilities in their systems (in some cases,
the vulnerabilities in their systems are observed by outsiders but not accepted by host-
country counterparts). While these vulnerabilities may well be the legitimate source of
fragility of the system, the only viable and sustainable practice is for the host-country
partner to be involved in the identification of both problems and solutions, which will
in turn improve assessments, analysis, ideas, and solutions to address gaps in capacity.

Operationalizing Partnerships: Ends or Means?

It is important to distinguish whether partnerships are a means to an end, or an end in
themselves. In other words, what are the varying strategic uses of partnerships? There are
partnerships that are established and maintained in order to ensure a specific behavior
from a partner either on an ongoing basis or in times of crisis. This approach privileges
the influence of the United States on host-country partners to ensure that their decision-
making processes align with and reinforce the interests of the United States in a given
scenario. This approach is one in which a partnership is based on expectations of behavior
and is primarily operationalized through financially-based assistance. The approximately
$1.4 billion assistance package that Egypt receives annually from the United States
is intended to maintain the geopolitical status quo in the Middle East region. In this
instance, given the primacy of the Foreign Military Sales (FMS) portion of the assistance
package, the partnership is an end to itself—a partnership designed to sustain a specific
international relations architecture, and predicated on strengthening operational
capabilities rather than building institutional capacity. This approach to partnership
should not be seen as strengthening defense institutions, as it carries expectations of
specific behavior but does not address gaps in defense institutions’ capacity to support,
administer, and manage defense activities. Confounding this type of assistance with
programs designed to strengthen procurement capacity, logistics management, and
human resource management systems is problematic and counter-productive to the
efforts to build up security institutions effectively.

Under Title 10 of the U.S. Code of Laws, training and equipping activities
underpinned by FMS programs operationalize the concept of partnership through
the exchange of interest-based concessions.* Essentially, equipping and training host-
country militaries has been the conduit to developing relationships which are seen as
strategic partnerships. These partnerships have many inherent expectations that are often
miscommunicated and difficult to manage. Essentially, the expectation of this approach
is that the partner who enters in a partnership through the reception of equipment will
behave according to (or at least not against) U.S. interests (and may be reminded of the
nature of the partnership so they may behave according to its unspoken terms).

These geopolitical and mission-specific partnerships are an end in themselves. When
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DIB activities were incorporated in these scenarios, it was mainly to introduce conditions
for receiving materiel assistance; for instance, transfers of trucks to send security forces
to border areas incorporate DIB by requiring that inventory or maintenance programs be
in place prior to delivery.® Similarly, defense technology transfers require specific security
mechanisms to be in place to ensure proper use of the newly implemented systems.
Neither of these scenarios represent a capacity-building ethos; rather, they bring back a
logic akin to that of structural adjustment programs.” This precondition-based approach
has been discredited for failing to build sustainable capacity in host-country contexts.?

Defense institution building seeks to operationalize partnerships differently by
establishing a partnership with a host country, its institutions, and its key actors as a
foundation for identifying capacity gaps. This approach facilitates the development of
joint capacity-building projects which address the institutional weaknesses identified by
the partner. This approach leverages a partnership as a means to an end, which offers more
hope for sustainability. The end becomes enhanced capacity rather than the partnership
itself. Indeed, capacity-building activities require access to and candid interaction
with host-country counterparts, and successful planning depends on understanding
failures, vulnerabilities, and obstacles. These are very difficult to identify without a solid
partnership among peers. This type of partnership takes time to develop, but developing
the partnership is only the very beginning of the capacity-building activity.

The role of DIB activities is to promote and support host-country officials and
their institutions in identifying and developing a change management process that
will result in enhanced institutional capacity. By developing partnership as the means,
the partnership becomes the foundation for catalyzing change, which must be led and
genuinely accepted by local stakeholders and officials. For example, in order to uncover
a ghost payroll problem plaguing an army’s operational capacity, a solid relationship,
based on information-sharing and some level of trust regarding what the partners might
do with such information, is necessary. While this type of partnership is not easy to
achieve, it should be prioritized for the purposes of DIB.

While partnerships as an end can be an effective tool of diplomacy or international
relations, they are not generally effective for building institutional capacity to provide
security. The onus is not only on implementers and planners to leverage partnerships
effectively as a means to a capacity building end. Success also depends on specialized
training, policies, and decisions. When assistance is for the purpose of capacity building,
additional training is required to improve the practitioner’s familiarization with the
country, its culture, and its language. The message that many receive from this heavy
investment in understanding the context is that the partnership itself is the end goal, as
such efforts help to ensure that culture is respected and partners view the United States
favorably, and will cooperate when needed. However, this is an incomplete picture of

how to build capacity overall.
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Balancing National Goals and Interests with Capacity-Building Principles

A major obstacle to successful defense institution building is ambiguity regarding our
motivation, and its purpose. “Why do we do it?” The question is vital for DIB planning
and implementation. In fact, it is important to ask the question even prior to making the
decision to implement DIB as part of a security cooperation strategy. This is not merely a
philosophical question, as it affects the strategy, design, and implementation of any DIB
effort. Indeed, it is important to define the motivations of both providers and consumers,
as well as an understanding of the foreign policy that underpins the overall assistance
program. Governments articulate their reasons for engaging in assistance in various ways,
and have several audiences, including the domestic public, donor partners, and the recipient
partners (whose institutions are fragile and require strengthening). The narrative can be
one of assistance in order to better sell international assistance with domestic audiences, as
is the case with Canada and its police missions. Alternatively, it can be to ensure that the
language and culture of a host country remains intact through the provision of assistance
and beyond, as is the case with France. It can also be about securing the homeland and
addressing threats to security before they have a chance to reach home, as is often the case
for the United States.

A country’s motivations in offering assistance programs tell a very complex
tale of goals and interests, which may fit awkwardly with the interests of the host or
recipient country. Each country has a specific narrative justifying assistance programs.
Those motivations and the many factors that shape them can lead to a strategic view of
partnerships that does not fit well with the key requirements of capacity building. As in
most security assistance and cooperation efforts, the leading reason for engagement in DIB
is national interest. Indeed, the U.S. government’s goals are to increase a partner country’s
capacity to address common security challenges, and become partners in supporting U.S.
interests including promoting good governance and universal norms, and strengthening
international security agreements and collective arrangements. While these goals translate
into first rate military operations, the narrative they convey is less conducive to effective
institution building activities.

AsDIB is expected to complement the Title 10 mission and render it more sustainable,
it is important for strategy and planning efforts to take stock of the tension that arises when
simultaneous goals exist to build sustainable capacity and secure U.S. national security
interests. Effective capacity-building partnerships are often the main casualty in the use
of partnership to directly pursue U.S. national security interests; such use can violate key
capacity-building principles, including respect for local ownership, “do no harm,” and
especially sustainability. The emphasis on transparency and/or accountability, for example,
demonstrates that U.S. stakeholders often impose specific changes that are not envisioned
or even deemed necessary by host-country counterparts. DIB cannot be achieved without
integrating systems and processes that make the defense ministry accountable for its
actions, decisions, policies, and procedures. As imposing accountability requires systemic
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institutional reform as well as the development of the competency of key individuals, DIB
efforts require built-in partnership development, which takes time, strategy, and the right
skills.

It is possible to reconcile effective capacity building and goals defined around the
national interest. The bad news is that such an approach takes much more time, skill
engaging host-country actors, and agility in transferring capacity. But the good news is
that if host-country actors are truly seen as equal partners with whom capacity-building
projects are designed, the footprint of international assistance that is necessary for impact
is much smaller. Indeed, effective institution building only requires a few, but the right,
experts. Therefore, capacity building in DIB should be perceived as a strategy to render a
fragile defense sector more capable of providing security, which will, in turn, contribute to
the U.S. goal of national security; a much better investment-to-impact ratio than having
to provide assistance every time the need arises without building sustainable capacity. This
narrative can be particularly insightful for strategy, planning, and implementation. It is
rooted in a logic of focusing on capacity building in order to reach the goals of national
security, which is less direct and more challenging, but more rewarding in terms of
sustainability and successful exit strategies (i.e. those more than simply the abandonment
of a precarious environment likely to ignite upon the departure of international agents).

Too often, assistance amounts to putting in a familiar system with the goal of achieving
interoperability, but ends up depending heavily on a permanent funding support. This is
often referred to as the “cookie cutter solution”: bringing in the U.S. procurement system
to fix the host-country system. While experience clearly shows that this approach fails time
and again, identifying an alternative has proven difficult. And even when an alternative is
identified, it is difficult to convince policy, planning, and implementation communities to
do things differently. This undermines any capacity-building effort (especially DIB) and
underestimates the potential that constructive partnerships with host-country stakeholders
offer. Partnerships are the cornerstone of DIB as well as other capacity-building efforts.
Without a strong partnership with defense ministry officials and other relevant government
actors, no DIB efforts—let alone other Title 10 assistance activities—will be sustainable, and
repeat engagements will undoubtedly be necessary. However, the right kind of partnership
may lead to the development of sustainable local solutions (although these have proven
easier to invoke than to achieve).

According to this logic, the partnership with a host-country’s defense institution is
a means to an end. It is the means to finding local solutions, by learning about the sources
of problems and how the problems matter to those with the authority to usher in change
in their own institutions. Such partnerships look quite different than the older generation
of partnerships. They are based on mutual learning about the realities on the ground, what
has been tried, why it worked, or why it did not, and the exchange of ideas about how to
address the gaps in capacity.

Sustainable defense institution building depends heavily on establishing a partnership
based on the honest sharing of vulnerabilities, problems, gaps, and sources of resistance
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that change agents are likely to encounter. A partnership based on this access to host-
country counterparts will allow for a more targeted, even surgical, approach to capacity
building, and one which ensures that the only actors with the authority to affect this change
in their country—the host-country officials—will do so in a manner that can be accepted
by the contributing stakeholders. This kind of partnership allows for the exchange of ideas
for addressing problems, and is rooted in a true understanding and respect for existing
dynamics and other realities such as culture, socio-economics, and political contexts.

The lllusion of Interoperability

The question “Why do we do it?” often brings the response that the goal is “interoperability.”
It is important to understand both the opportunities and the risks of that presumption.
Closely tied to the idea of providing assistance as a means of achieving national security
(by addressing a threat before it comes to the shores of the United States) is the desire
for compatibility of materiel and non-materiel systems between the United States and
the recipient country. This motivation begs a much subtler articulation of how defense
institutions are strengthened. Helping a fragile defense sector strengthen its institutional
practices in the mirror image of the donor’s defense institutions colors all aspects of
interaction with host-country counterparts. However as one astute advisor recounted, host
defense officials approach this type of assistance with the attitude of, “don’t worry; when
they leave, we will do it our way again.”

Such misalignments are not only about the size of an army or of budgets, nor are they
the inevitable results of differing cultural and historical contexts. They result from pursuing
the wrong approach to establishing capacity-building partnerships. Interoperability may
be a worthy goal among allies or coalition partners conducting counterterrorism missions
side-by-side or addressing belligerent states; and in the context of DIB, it requires a
different kind of partnership, characterized by mutuality, interdependence, and equality.
When describing host-country counterparts, advisors sometimes refer metaphorically to
parenting; counterparts are like children, or teenagers. The relationship then should be
carefully crafted to ensure that the teenagers adopt the image of their role models. This
is possibly the most alienating mindset to a host-country counterpart. It conditions the
words chosen as well as the tone, the body language, and the content of all aspects of the
partnership.

Further, emphasizing interoperability can reinforce the perception that the United
States and some of its allies are strictly self-serving and not genuinely interested in the
strategic concerns and interests of the counterpart country. Other concepts that illustrate
this challenge are anti-corruption and merit-based staff recruitment. Prioritizing
interoperability results in a view of partnership based on the assumption that there is only
one correct way to manage a process. This assumption is detectable in all interactions
with counterparts, as well as in the advice shared by advisors deployed to strengthen
institutions. Besides losing credibility as a legitimate resource for strengthening fragile
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defense institutions, DIB efforts driven by the quest for interoperability are likely to be
crafted in a manner that privileges the “cookie cutter solution.”

In the case of DIB, this implies establishing acquisition, technology, and logistics
systems that can operate in sync with those of the U.S. Army. An ISAF briefing in 2015
described the U.S. approach to building the capacity of the Afghan procurement system
as “making their system communicate with ours and ensuring the Afghan Ministry of
Defense procurement department only has to push a button to order equipment.” This is
not developing a partnership, nor will it lead to interoperability, because it is not driven
or supported by ministry officials. This method also fails to strengthen the capacity of the
various operators in the ministry who contribute to a procurement system. Such approaches
based on interoperability and mirroring donor systems have been adopted because there
is “no time to engage counterparts.” DIB activities need to pay closer attention to the
problems of championing interoperability and recognize that institutions will become
sustainable if partnerships are approached as a means to building sustainable capacity, and
if the assistance provided is not something akin to “assistance for dummies”; an abridged
version of how to create and maintain strong, effective, and interoperable institutional
systems.

A More Systematic Approach to Partnerships

As mentioned above, a common approach to security assistance assumes that once
partnership has been established, based on sharing of information or transfer of equipment,
knowledge, or skills, it is the duty of the host country to undertake the changes advised by
the donor country. This reflects an “I owe you” logic that will not likely lead to the desired
results, because it is based on the notion of the donor giving something in exchange for
influence over recipient actions. This often leads to host-country institutions and officials
receiving equipment they may or may not deem desirable for their own needs. A more
sustainable approach would empower host-country counterparts as the change agents who
can contribute to more effective functioning of their institutions.

The emerging DIB paradigm developed from the recognition that security sector
reform is ineffective when founded on training and equipping programs. It also rests on
empirical experience and lessons showing that sustainable solutions are vital to success.
Sustainable solutions are both locally identified and driven in order to be accepted by both
operators (those who contribute to the enhanced functioning of an institution) and the
end users, such as the population. Establishing partnerships to enhance fragile defense
institutions is about more than strengthening capabilities to counter specific threats at a
given single point in time. Rather, it is about increasing capacity to manage, administer,
strategize, and plan for the use of the equipment and skills for enhanced operations and
improved security.

Successfully building human capacity depends on establishing partnership built on
commitment to learning the realities and competencies of host-country counterparts, in
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addition to the more general demographic, cultural, and socio-political dynamics that
constitute the counterpart operating context. Many security sector assistance providers
attempt to build capacity without understanding those realities. However, bypassing
that step signals dismissiveness to host-country counterparts, sending a message that the
relationship is one between parent and teen, or doctor and patient.” This asymmetrical
approach comes significantly short on delivering a level of trust and credibility vital for
sustainably building capacity. In fact, many who have used this approach have found
themselves reverting back to train and equip programs in hope of influencing the
counterpart. This short-term approach may seem effective, as assistance recipients are
well disposed to accepting material and equipment as the solution to their capacity gaps,
especially—as they often state—since it is so willingly offered. From an impact perspective,
though, this is not a desirable path, as it delivers very little in terms of long-term solutions
to capacity gaps.

Essentially, DIB is a reform and change management process. Partnership has long
been based on the assumption that change must be managed by outsiders—those providing
assistance to a fragile government. This has proven to be wrong for a number of reasons,
particularly as it misinterprets the nature of the relationship between the capacity builder
and the host-country government official. Formulating a strategy to strengthen a defense
institution based on the notion that the change belongs to the United States or any other
provider of assistance sets the mission up for failure.

Defense institution building demands significant changes of host-country
stakeholders. An effective change process can only be managed effectively by those who
work and operate within the target system on an ongoing basis. The assisting partner must
have a keen understanding of its role as a supporter, a peer, a promoter of change, and a
facilitator of reflection about gaps in capacity and capabilities."" Essentially, the partnership
that will lead to long-term solutions is predicated on partners being positioned as equals,
each having much to bring to the relationship—a crucial concept that underpins any
successful DIB effort.

Partnership in this context must emphasize the two parties’ respective interests,
identify how they can reinforce each other, and develop capacity-building activities that
implement a long-term change management process. As the Organization for Economic
Cooperation and Development recently stated, better political engagement and more
change management are needed to improve security and justice programs.'? This requires
partnerships that leverage existing host-country capacities, and recognition that stronger
processes are necessary from the host-country partners.

Existing Opportunities
Current Theater Campaign Plans (TCPs) of geographic combatant commands state goals

that lend themselves to DIB activities, in addition to goals of other security cooperation
programs. AFRICOM’s TCP, for example, seeks to neutralize al-Shabaab, contain the
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instability in Libya, contain Boko Haram in Western Africa, disrupt illicit activity in the
Gulf of Guinea and in Central Africa, and build African partners’ peacekeeping and disaster
assistance capabilities.”® All of these goals provide opportunities for implementing DIB
activities, which aim to strengthen the institutional processes of these countries’ militaries.
Disrupting illicit activity requires a myriad of capacities for strategies and the management
of systems necessary to put these strategies in place. This includes investigative capacity,
intelligence capacity, analysis capacity, and strategy development capacity, as well as
procurement and logistics systems which provide the security actors with a steady stream
of the tools they need.

Additional Capacity for Effective DIB

Establishing and maintaining a partnership that lays the foundation for sustainable capacity-
building activities is the missing link that is required for effective DIB activities. There is a
gap at DOD and throughout the U.S. government that inhibits institution building efforts
in many instances: the lack of a standardized, evidence-based, and consistent approach to
the development of partnerships with host-country counterparts and between the DOD and
MODs. Engagement strategies are chosen with the best intentions, with the existing tools
that each individual brings to the endeavor, but they are also very ad hoc. There is a critical
and urgent need to develop a set of protocols for U.S. DIB capacity builders—those assisting
MODs and other host-country institutions to become more effective.

DOD planners and implementers need a roadmap for building partnerships that are
going to develop sustainable and viable institutions, capable of unilaterally and independently
assuming the responsibility of defense. The problem with partnerships cannot be defined by
the capacity or will of the host-country stakeholder; that part is difficult to control and will
fluctuate over time and across borders. What can be controlled is the professionalization and
the practices of the practitioners of defense institution building.

There are two skill sets that are crucial to render U.S. DIB planners and operators
good partners: an in-depth knowledge of the area requiring strengthening (i.e. procurement,
contracting, oversight, recruitment, logistics); and the skill set and mindset for establishing
partnerships that will lead to joint capacity-building activities that enable defense institutions
to better provide security as part of a country’s governance structure. The DIB community
needs to invest more systematically in the recruitment of individuals who have the depth and
breadth of experience necessary to know how to address capacity gaps in defense institutions.
There is a need to invest in transforming these experts into astute advisors with the skills
to establish constructive partnerships. Being a good partner is not about pointing out
weaknesses, but rather promoting the reflection and analysis by the host-country counterpart
to identify sources of ineffectiveness and viable solutions. This is a skill set that will change
mindsets and approaches, a skill set that DOD has begun to invest in through the MODA and

DIRI programs, which represents great hope for the professionalization of the DIB workforce.
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Conclusion

When asked about how and when to engage host-country partners, DOD consistently
responds “early and often.” This demonstrates awareness that partnerships must be based
on consultation, information sharing, and a willingness to acknowledge what works
and what does not. Engaging early and often is difficult. It requires skills and attitudes
suitable to balancing the “can-do” attitude, useful in some situations, but less helpful when
providing in-depth advice to host-country counterparts in the identification of capacity-
gap solutions.

An effective DIB partnership will entail confronting the challenges associated with
influencing a partner’s behavior. It will require a shift in how partnerships are developed,
maintained, and leveraged. Establishing this type of partnership is challenging. Indeed,
the mutual nature of DIB programs conflicts with the more transactional nature of more
traditional security cooperation and security assistance programs. The former takes time
and, in theory, should come before the latter. While the security situation often requires
security assistance programs, separating these from DIB is worth considering. They are
separate activities, and if approached that way they can be managed as separate efforts: one
short-term, the other long-term.
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Assessment and Program Design

Jeanne Giraldo

ith the increased Department of Defense (DOD) focus on building partner

capacity (BPC) activities since 2001—ranging from routine, steady-state

efforts to encourage democratic and competent partners, to the more extreme
cases of Afghanistan and Irag—most stakeholders involved in security cooperation are
conversant with the basic lessons captured in the chapters in this volume. Each country is
unique; solutions must be appropriate for partner-nation realities and should not simply
mirror U.S. organizations and processes. The influence of external actors, including the
United States, is limited; change will be driven from within. There will be actors who
actively oppose change. Even when change is desired, it may require cultural adjustments
that take time. External actors should have patience; trust and relationship building are
essential first steps in supporting change processes. And while the military is important,
it is just one tool that a state has at its disposal to achieve national security objectives and
serve its citizenry; effective engagement on security issues requires a comprehensive whole-
of-government approach.

These lessons seem to overlap with many of those drawn from the international
development community’s experience with institutional capacity building over the past
decades. Tommy Ross highlights some of these principles in chapter two: “Best practice”
approaches should be eschewed in favor of finding the “best fit.” Change is fundamentally
political; powerful stakeholders may see their interests undermined by change and oppose
it, thus external support for a reform effort should be informed by a political economy
analysis. Partner ownership is essential for successful reform. And finally, defense sector
reform should be firmly nested within security sector reform.

This apparent convergence on lessons, however, hides some very real differences.
By most accounts, the defense community in the United States (and internationally) lags
the international development community on the capacity-building learning curve.! This
is not suprising: the sustained capacity-building efforts of the international development
community predate those of the defense sector by decades. Notwithstanding isolated U.S.
advisory efforts during the Cold War in places like El Salvador and Vietnam, widespread
military-military engagement with the objective of building partner capacity is largely a
post-Cold War phenomenon. The development community’s critique of its own traditional,
technocratic approaches—where outside experts come in with the “right” institutional
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blueprints and insist on partners having the “political will” to implement them—began in
the 1950s and picked up steam in the 1990s, but consensus on an alternative approach only
really began to emerge in the late 2000s.? In contrast, the majority of the security asssistance
and security cooperation communities, both in the Department of State and Department of
Defense, are still only in the initial stages of developing a critique.

The alternative approach that has emerged in the international development
community focuses largely on process issues related to assessment, program design, and
implementation, rather than the content of reform. It has been developed by practitioners
in a wide range of institutional reform areas, including public sector management reform,
security and justice sector reform, and rule of law reform. The DOD’s Defense Institution
Reform Initiative (DIRI) has also piloted and validated similar practices for defense
institution building (DIB) since 2010. Arguably, the somewhat independent convergence
of so many different communities on the same good practices reinforces their validity.?

This chapter summarizes these “state of the art” assessment and program design
practices for institutional capacity building, contrasts them to traditional approaches, and
describes their applicability to defense institution building. The following section describes
how the apparent convergence on the lessons identified above can mask important
differences in how these lessons are conceptualized and put into practice, particularly
at the assessment and program design stages. As a result, policymakers, planners, and
practitioners may think they are in agreement on the basic principles of DIB (and security
cooperation), but find they have radically different ideas about how to plan for and
implement these activities.

Thenextsectiondescribestheinnovationsmadein DIB programmingsince 2010, based
on an understanding of the failures of traditional, technocratic approaches to institutional
reform and lessons learned from previous efforts to execute DIB within the traditional
security cooperation paradigm. The challenge was not only to devise a new results-oriented
approach appropriate to the DIB problem set but also to carve out space for the exercise
of the new approach. This section highlights some of the obstacles to effectiveness posed
by traditional security cooperation practices and the minor accommodations to these
practices that have been made to enable effective DIB programming.

The chapter concludes by discussing the challenges that lay ahead as DIB moves from
being a specialized program offered to a subset of interested and priority countries to a
more mainstream part of security cooperation. Care will need to be taken to ensure that the
gains made in understanding and operationalizing the requirements for effective DIB—
the assessments, program design, and implementation “good practices” identified in this
chapter—are not lost. At the same time, there are opportunities for security cooperation
writ large to become more effective and sustainable with the mainstreaming of DIB, but
only if this is understood to include more than just the expansion of DIB programming. It
will require a nurturing of the initial tentative steps being taken to make DIB considerations
a more integral part of the policymaking, strategic planning, and security cooperation
planning processes.
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International Experience with Institutional Reform: New Approaches to Assessment and
Program Design

The International Security Sector Advisory Team (ISSAT) aptly notes that security sector
reform has three key dimensions—technical, political, and holistic—and should be driven
by a general guiding principle of “local ownership.”* This section describes how apparent
agreement on basic principles in these areas (e.g., “best fit, not best practices” to describe
how technical knowledge should be applied) can hide very real differences in how each
of those insights is conceptualized and put into practice. In general, the difference is
between a more narrow interpretation of the lesson that leads to minor adjustments in how
institutional reform is undertaken, on the one hand, and on the other, a more fundamental
critique of traditional approaches, with significant implications for how assessment and
program design are conducted. The international community’s long path to developing
alternative approaches arguably stems in part from an evolutionary process where, initially,
only tweaks were made to the traditional approach; when these proved ineffective, more
radical changes were attempted with better results—hence the current consensus on the

approaches described below.

The Technical Dimension of Reform: Best Fit, Not Best Practices

In the United States, discussion of the role of technical expertise in the DIB workforce has
been deeply colored by the experiences in Iraq and Afghanistan, where military commands
were in charge of institutional capacity-building efforts. In many cases, non-experts in
defense management (active duty military or retired military hired as contractors) resorted
to “mirror imaging” of U.S. models, which proved inappropriate in the partner-nation
context. Some reacted by drawing the assumption that “real” experts—individuals who had
performed defense management functions within the U.S. system—would be better-placed,
after some advisory training, to avoid these pitfalls.” Others noted that, given the size, scale,
and level of sophistication of the U.S. defense bureaucracy, U.S. experts would likely have
an in-depth knowledge of individual parts of their own system, but not the overall view
of systems and processes needed to provide advice to partners pursuing reform. Instead,
experts from countries with smaller defense sectors and U.S. experts who have studied the
diversity of international experiences with defense management, would be better placed to
act as DIB experts.

U.S. policymakers expressed their faith in technical expertise by calling for the use of
baselines of defense management best practices as a guide for action. In particular, detailed
lines of activities—i.e. frameworks defining the technical details of functions within each
defense pillar, such as resource management or human resource management—were called
for as “menus” from which security cooperation planners could choose. This inclination
toward DIB templates came at a time when the international community had largely
rejected templates, after decades of relying on international best practice frameworks that
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proved largely ineffective. Just as the U.S. experience in Iraq and Afghanistan had resulted
in the mirror imaging of U.S. processes, the development community’s experience had
resulted in the mirror imaging of international best practices (institutional isomorphism).
Formal laws, documents, and organizations were created that looked good on paper, but
had little impact on how things functioned or, if they had an impact, did not produce the
desired outcomes.

In some cases, this disconnect between form and function could be attributed to
partners adopting best practices under pressure from the international community,
without the partner intending to implement said practices. In many cases, however,
partners willingly adopted best practices in the hope of achieving improved governance
and were disappointed with the results. This can be attributed in part to a major flaw
in the best practices approach: templates typically depict an ideal system of all the best
practices thought to possibly make a difference, but which no country (not even the most
advanced) displays. This has led experts to acknowledge that the goal should be “good
enough governance”—identifying the minimum subset of practices necessary to produce
the desired outcomes in any particular context.®

In addition, experts acknowledged that changes in formal processes might not lead
to the desired results because informal factors (e.g., status, personal relationships, beliefs,
individual incentives) mattered as much or more for achieving the desired outcome. The
importance of informal practices and other country-specific factors in shaping the impact
of institutional changes meant that experts had to show a greater humility in their approach
and work much more closely with partner-nation personnel to identify whether and how
different good practices might be tailored to partner-nation realities to produce the desired
outcomes.

Among other things, this meant eschewing the traditional best practices gap analysis
approach to assessment and program design. This approach compares existing partner-
nation practices to best practices, identifies an (often long) list of gaps between the two, and
recommends working through the checklist of identified gaps until a modernized system
is in place. However, while checklists and templates can prescribe specific and sequenced
steps for addressing complicated technical problems (e.g., rebuilding a carburetor or
preparing an airfield), they are less appropriate for complex problems like institutional
reforms (sometimes called “wicked problems”), in which human beings are involved and
the context significantly affects results.

When context matters, and the goal is to find the best fit rather than import best
practices, assessments need to center on defining the relevant aspects of the context rather
than gaps in best practices.” Two complementary approaches have emerged in this regard:
a problem driven approach which focuses attention on the specific desired outcomes of
reform in a particular context (the “problem” to be solved) and a baseline description of
current practices (the “as is”) that should fundamentally shape thinking about the kinds of
reforms that might be feasible and necessary.
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The problem driven approach provides the “North Star” to orient reform efforts.
Instead of identifying the lack of best practices as the problem to be addressed (as in
traditional approaches), the focus is on identifying the key problem that the partner
cares about (and thus will be motivated to address). It is a facilitated conversation with
the partner about shared strategic objectives and priorities, and the extent to which the
performance of their defense management system is affecting the realization of these
objectives. In some cases, the “pain points” may be very clear from the start, even if it will
take stakeholders time to collectively identify their root causes and possible solutions. In
other cases, the framing of the problem and possible solutions may require some refining
over time in an iterative process that is the hallmark of approaches for working in volatile,
uncertain, complex, and adaptive environments. A key focus is identifying the necessary
and sufficient ingredients required to solve the problem, which often means addressing not
just institutional processes but the broader system within which actors operate.

In addition to identifying the problem to be solved, DIB practitioners work with
the partner to develop a baseline (“as is”) assessment of the existing formal and informal
“rules of the game”—who does what to whom and why and with what effect—to identify
where change might be necessary and feasible. In contrast to a best practices approach,
change is not about experts designing new processes and insisting the partner leadership
have the political will to implement them, but rather about determining how it might be
feasible to get large numbers of individuals to behave differently. Understanding existing
approaches—their strengths, the opportunities for change, and the perceptions and
interests of the actors involved (e.g., decision makers, analysts, implementers, users)—is
key to the problem solving effort.

The Political Dimension of Reform: Thinking About How Change Happens

A conclusion reached by most capacity builders is that change affects the balance of
power, and will frequently be resisted by those who benefit from the status quo. While
perhaps obvious, this insight represents a departure from a more technical theory of
change embodied in early public sector management reform (and implicit in many
security cooperation training and education approaches to capacity building): provide
partners with an understanding of “what right looks like” and they will make changes in
their organizations or their behavior to produce better outcomes. Unfortunately, while
education often serves to help an individual understand the dysfunctions of the system, it
usually does not empower or incentivize them to make change.

When change did not come automatically with the imparting of knowledge, or was
resisted, external actors began to revise their theory of change, concluding that political
will, and not just knowledge, is essential for change. In response, external actors operating
at the policy level have tried to influence a partner’s political will through conditionality,
diplomacy, or a combination of “sticks and carrots.”

At the program level, the reaction to the need for political will has varied. Technical
experts sometimes insist that the political aspects of reform are outside their duties
or “above their pay grade”—their job is to share knowledge, but it is the partner’s (or
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donor’s) responsibility to do something with that information. At other times, technical
experts take a more proactive approach but one that is based on a fairly technical, linear,
and hierarchical understanding of the policy formulation and implementation process:
leadership endorsement is secured before beginning a project; the relevant staffers are
engaged over a period of time (often years) to teach them best practices and have them apply
this knowledge to the creation of a document or new process; leadership then publishes the
resulting product, creates a strategic communications plan to ensure it is understood by
implementers, and monitors implementation. The timelines for this approach are often
divorced from political reality, and are driven by the technical complexity of the processes
being taught and the amount of time required for this process.

Unfortunately, these approaches to tackling the political dimension of reform often
yield changes in the form of partner institutions, but not their function. Outsiders can force
the formal adoption of new laws or procedures through conditionality or through a sense
of obligation (for instance, as part of a package of technical support), but neither result in
real change. Despite the importance of “champions of change,” especially in hierarchical
partner-nation militaries and bureaucracies, leadership endorsement—or the political will
of a single individual—is also usually insufficient to affect change. The scope and process of
change tends to be much broader and messier than envisioned by the linear, hierarchical
approach: if true changes in the ways of doing business are desired, the broader set of
stakeholders expected to adopt, implement, and institutionalize new practices needs to be
consistently considered throughout the process. Coalitions for reform need to be built, and
may come together in different ways and at unexpected speeds in different settings.

To address these shortcomings, the international community has stressed the need
for a political economy analysis (PEA) to understand the incentives and power of a wider
array of stakeholders who might support or oppose change. In some cases, dysfunctional
processes may exist not because they serve elite interests, but because factors that affect
human behavior and decision-making—inertia, fear of the unknown, discounting of the
future, limited time and attention span—are often at work, and must be overcome through
a reform process that deliberately targets these issues. In other cases, change might serve
the collective good and make everyone better off but it is not in the interest of individuals
to unilaterally take action to solve the problem. Understanding the factors that contribute
to the preservation of the status quo and how these might be changed is essential for
successful reform.

Though it represents a broader effort to tackle the politics of reform, more than a
focus on leaders and political will, PEA by itself has not been a sufficient tool for adequately
incorporating the politics of change into program design and implementation. There are
at least two plausible reasons for this: first, stovepiped functions in many donor agencies
mean that assessments are conducted by one set of actors, and programming is shaped
by another set of actors who tend to choose a stock program with little regard for initial
assessments. Second, PEA conducted during the assessment stage frequently only offers
limited insight into stakeholder interests. Instead, PEA must be thought of as an ongoing
process that continues during the design and implementation phases of a project.®
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In addition to incorporating PEA as a central feature of their new approach at the
assessment, design, and implementation phases, external reformers have responded to the
politics of change by emphasizing the central importance of engaging local stakeholders
in the process from the start. From this perspective, “problem definition is an inherently
political process of negotiation and priority setting.” Problems and their potential solutions
are not determined externally by expert assessors, but should be the subject of debate among
local stakeholders, supported by experts. In addition, engaging stakeholders from the start
“helps uncover the real incentives and interests of the actors involved in conducting . . .
reform change and finds a compromise between them.” Moreover, the process of change
itself may alter an actors’ interests and stance toward reform, requiring that experts have
the flexibility to adapt or iteratively build their programs accordingly.

In this approach, PEA can help the reformer understand the initial space for reform
and propose a plausible theory of change. But since change is multifaceted and there are
likely multiple paths to the desired outcome, the steps of the process cannot be laid out in
great detail in advance. The terrain can be mapped; the reformer knows to avoid the cliff
to the left and the waterfalls to the right, but other paths might be pursued sequentially or
concurrently, with the reformer having the flexibility to change course when dead-ends
are hit or to accelerate change when a clearing is found. This understanding of change
(and corresponding program design) is often contrasted with the sequenced roadmap of
reforms produced by a best practices gap analysis. If the latter is similar to a train moving
down a track hitting milestones at determined intervals, more complex institutional
change is akin to a sailboat, tacking according to the prevailing winds but guided by a
North Star and problem-driven sequencing of reforms.'” In many cases, the lines between
the assessment, program design, and implementation phases become less distinct with the
iterative development of knowledge of the technical and political feasibility of different
possible solutions over time.

The Holistic Dimension of Reform: Setting a Realistic Level of Ambition

The security sector reform literature rightly stresses the need to understand how parts of
the security sector interconnect within broader government, legal, and societal contexts.
This need for a holistic perspective, however, is often mistakenly interpreted as the need for
holistic action—undertaking an overly comprehensive assessment or proposing an overly
ambitious reform agenda at the program design phase. In both cases, the results ironically
tend to be far less than what would have been produced through more targeted assessments
and projects. As ISSAT notes:

Experience has also shown that comprehensive assessments that aim to cover all
actors in depth are ambitious, complex, resource intensive and time consuming.
Comprehensive assessment efforts often falter with poor results that assess a
limited number of actors unevenly. As a result, comprehensive assessments should
generally be avoided, and focus given to areas where there is likely to be a greater
positive impact.!!
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Of course, the challenge is to determine what criteria should be used to identify focus
areas of greater positive impact. Traditionally, the best practice framework has provided
little analytical purchase in this regard, as even less-than-comprehensive assessments
usually produce long laundry lists of gaps. This often results in programming that is overly
ambitious—comprehensive reforms to address as many of the gaps as possible. Or, if the
limits of the partner nation’s time, energy, and resources for reform are acknowledged,
a curiously unambitious approach is taken: Since everything cannot be addressed, an
“anything helps” mentality prevails, with external agencies almost inevitably able to find
a need for their stock programs among the list of gaps. Programming ends up being the
same as it would have been in the absence of an assessment. In both the overambitious and
under-ambitious cases, programming is supply-driven—external experts offering up best
practice templates for reform or favored individual programs.

In reaction, the international community developed the more diagnostic approach
to programming described in previous sections, which is focused on the need to identify
achievable and relevant reforms based on partner-nation realities and desired outcomes.
This problem-driven approach seeks to understand how a desired functional outcome
might be reached, presuming that the introduction of some subset of good practices will be
necessary but insufficient to reach the desired outcome. The approach emphasizes flexible
problem-solving, acknowledging the constraints of the environment while focusing on the
actors who will be responsible for defining the problem and designing, implementing, and
sustaining new ways of doing business. Based on what is known about actors’ perceptions
and incentives, and a problem’s technical challenges, can a clear theory of change be
proposed for how the proposed changes will expand the reform space and fix the functional
problem? This diagnostic approach, as the World Bank notes, “implies an emphasis on
flexible problem-solving,” conducted iteratively, rather than a formal project design and
approval approach with solutions defined in detail in advance; “the traditional distinction
between ‘design’ and ‘implementation’. . . gets blurred — and more flexible instruments are

needed.”"?

Local Ownership

The preceding pages have described the upending of the traditional, technical approach to
institutional reform, shifting from a long-standing model—where experts and their best
practices were the driving force behind change—to one where partner-nation stakeholders
are rightly understood to be the engines of reform (with external experts acting in a support
role). Within this context, the concept of local ownership of reform is easily grasped, but
nonetheless is subject to varying interpretations that determine whether the intended
result is achieved.

In some cases, the principle of local ownership may be acknowledged, but the political
priorities of the donor or the lack of flexibility within donor planning processes may lead to
decisions being made and then imposed on the partner. This is particularly the case when
external actors are required to produce and adhere to detailed plans early in a relationship,
when the problems and solutions have not yet been discussed with the partner.
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In many cases, ownership is often equated with the existence of formal agreements
between countries and formal governance structures overseeing the work being supported
by external experts. However, there is nothing automatic about this equation: it is not
uncommon for formal agreements to mask a lack of real partner ownership. In part, this
is because formal agreements are often sought at the very beginning of a process of reform
and this timing can pose serious challenges for meaningful local ownership. Early on, it is
often not clear to policymakers what they are really signing up for, creating the illusion of
ownership where there may be very little. This is particularly the case when leaders endorse
an initiative, with the assessment and program design phases to follow.

In addition, when a more detailed plan is formalized early (after a truncated joint
assessment process), the danger lies in narrowing the potential scope of reform, since
dialogue about required changes often leads to more expansive support for reform months
into the project rather than at its onset. This can be accommodated if early agreements
do not attempt to lock in overly specific milestones, but instead agree to the steps that
help actors to deepen their understanding of required changes (for example, conducting
“process tracing” as part of the implementation plan). As one author notes:

Aniterative process would . .. view an assessment not as a prerequisite to beginning
an SSR process but as an integral part of that process. An iterative process would
not aim to tick the box of local ownership, but rather see it as a continuum of
open discussion between the national government and international partners,
regarding expectations, needs, and what is feasible given certain constraints.?

The conceptualization of local ownership as a “continuum of open discussion” also
provides a corrective to some notions of local ownership that put the partner completely
in the driver’s seat. This may be the case when a stakeholder interprets ownership as asking
the partner what they want, as opposed to engaging in an informed dialogue about issues
of mutual importance and debating the best strategies to advance these shared objectives.
This also takes place when teams of contractors are assigned as advisors and see their
job primarily as providing technical advice and keeping the partner happy. In contrast,
the expert should add value by providing a transformative perspective, helping partners
discover new ways of doing business and supporting reformers in the face of resistance
to change. This ranges from introducing challenging new good practices, like infusing
transparency into a system as part of an effort to improve effectiveness, to opening the
possibility for new approaches by bringing disparate stakeholders together that would
never have spoken to one another if left to their own devices.

Defense Institution Building Innovations

As DOD looked to take DIB global under the DIRI program in 2010, it modified the
traditional DIB paradigm to reflect the critiques and alternative approaches outlined in the
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first part of this chapter. Notably, these changes were not motivated by a desire to apply
lessons learned from the international experience to DIB; in fact these international lessons
learned were being articulated over the same time period as the DIB innovations (2009
and following), and the similarities between the two processes only became evident much
later. Instead, the DIB innovations were driven by an analysis of the practices required for
strategically relevant outcomes and built on lessons that had emerged from the experience
of the Warsaw Initiative Fund (WIF)-DIB program which was already in place (but limited
to supporting members of NATO’s Partnership for Peace program).'

The WIF-DIB “playbook” in place in 2009 was characterized by a fairly traditional,
technocratic approach to capacity building. A DIB team would conduct a technical
“requirements determination,” assessing (usually over a week) the partner’s defense
organizational structure and its processes in strategy, policy, and planning, resource
management, human resource management, and logistics, as compared to international
best practices. This typically generated a long list of gaps that formed the basis for a
sequenced roadmap of activities—a menu that security cooperation planners used to
match providers to activities, working their way through the list based on U.S. objectives,
partner interest, and availability of funding.

The DOD’s creation of the DIRI Program in 2009 significantly advanced both
understanding and the practice of defense institution building. This section describes three
of the fundamental changes that were made as DIRI hit its stride. First, DIRI expanded
the scope of DIB to capture all areas of the defense institution that needed to be targeted
to see real improvements in governance and management. Second, DIRI began every DIB
project with a scoping phase, where all relevant stakeholders would determine what was
achievable and relevant in a given partner-nation context—moving from a technical, best
practices approach to a politically-informed approach. Third, DIRI established an approach
to program management, project design, and implementation that allowed the long-term
perspective and short- to medium-term flexibility required for effective DIB.

Each of these innovations had implications for how DIB programs related to other
security cooperation activities and to the traditional security cooperation planning process.
Understanding this logic will be essential as DOD seeks to institutionalize DIB as a standard
part of security cooperation programming. Ideally, the process will meet the requirements
of all stakeholders, while retaining the planning and programming required to make DIB
effective.

Defining DIB

DIB was initially characterized as a ministerial capacity-building program contributing to
broader objectives of defense sector effectiveness, affordability, transparency, accountability,
and responsible civilian control.”” Building on WIF-DIB practice, four main pillars were
identified as key to effective governance: the management of ideas (strategy, policy,
and planning), money (resource management), people (human resource management,

including defense and military education), and things (logistics). Civil-military relations
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and interagency coordination, which were treated as separate focus areas under WIF-DIB,
were incorporated as cross-cutting principles potentially applying to all DIB activities.

In some quarters, “ministerial capacity building” was viewed from a traditional,
technocratic perspective, focusing on sharing knowledge with Ministry of Defense (MOD)
officials to improve their ability to manage the defense sector (e.g., providing policy guidance
or managing money). However, viewed from a broader political and holistic perspective, it
was clear that this narrow approach would not increase the MOD’s capacity to effectively
oversee ideas, money, people, and things, and thus could not contribute meaningfully to
solving the problems partner nations faced. To do that would require understanding—
and potentially influencing—the broader governance and management system and set of
power relations within which the ministry operated.

In any defense sector, the MOD is only one part of the overall defense management
system—a key fact that was acknowledged by broadening the scope of DIB to include “the
ministerial, general, joint staff, military service headquarters, and related defense agency
level, and when appropriate, . . . other supporting defense entities.”® Focusing only on the
MOD’s ability to do their job would make sense if defense management processes were
structured effectively and only lacked competent ministry officials. However, in most cases,
effective DIB requires a review of all the steps in the “results chain” (looking across the
“levels” of the defense sector) to determine where breakdowns are preventing effective
processes and to identify required action. The organizational capacity of the ministry is
important, but should not be confused with the overall institutional capacity of the defense
sector, which refers to “the people, organizations, rules, norms, values, and behaviors that
enable oversight, governance, management, and functioning of the defense enterprise.”"’

This caveat about the role of the MOD is true everywhere, but is particularly important
in partner nations where considerable power resides in the military services, rather than in
the MOD or even the general command or joint staff. Introducing new ways of operating
in these settings often requires changing power relationships and empowering a ministry
that may be reluctant to assert its authority to lead the defense sector toward more effective
and accountable practices. Understanding these power relationships, possible sources of
leverage, and urgent problems that might serve as the opening for working collectively
toward new ways of doing business is a necessary first step.

In this system of systems approach to defense management, the ministry is the
preferred entry point for engagement, even if those interactions eventually lead to primarily
working with other interlocutors as the main change agents. (In some cases, depending on
the problem to be solved and the power of the ministry, engagement with the MOD may
not be necessary.) However, engaging at least initially through the ministry represents not
only a normative stand on the importance of civilian control, but also the acknowledgment
that the ministry is frequently potentially responsible for the changes needed to create new
ways of doing business. The MOD is, after all, at least formally responsible for representing
the defense sector to the rest of the executive branch, the legislature, and the international
community, and interacts with those actors on fundamental legal, policy, and resourcing
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issues. This includes working with the Ministry of Finance, Ministry of National Planning,
and legislative bodies on resource management issues, and with other ministries in the
security sector to coordinate and deconflict roles, missions, and service delivery.

In addition to this outward-looking role, the MOD is responsible for ensuring that
guidance from executive and legislative actors shapes the actions of the defense sector on
key issues related to the design of defense sector processes. From its key position above the
military services, and as representative of the national interest, it can advocate for solutions
to collective action problems that military services—motivated by their individual interests
and perspectives—may not be able to reach. Designing effective solutions for the defense
sector requires the MOD to work with key stakeholders in the general staff, service
headquarters, and elsewhere to ensure the right design and implementation.

This broad understanding of institutional capacity development, requiring a partner
to look across the levels of the defense sector to understand what might need to be changed
to improve performance and solve specific challenges, demands a similarly integrated
approach from DIB providers. However, this runs contrary to the counterpart approach
to engagement that often characterizes security cooperation (e.g., the Defense Logistics
Agency in the United States engages with the corresponding agency in a partner nation).
This approach not only runs the risk of mirror imaging, but also is likely to contribute to
the development of only one part of the system—often with little effect if reforms in other
parts of the system are required.

Assessment: “Scoping” is the Key

While the traditional paradigm identified a best practices gap analysis as the first step in
a DIB project, this was replaced with a scoping phase that engaged key U.S. government
and partner-nation stakeholders to identify shared objectives and priorities, areas where
institutional performance hindered the realization of these objectives, and feasible and
realistic entry points for DIB projects that could advance those objectives. The term
“scoping” was selected to emphasize that the necessary start point was not a comprehensive
assessment of the partner’s defense institutions—an undertaking most partners were not
willing to engage in—but rather a process that narrowed or scoped the project to target the
most strategically relevant and achievable reforms.'

Reforms were considered to be “achievable” only if they advanced partner-nation
objectives and priorities. Understanding this is the point of departure for the scoping
process. This emphasis was subsequently validated by a large-scale RAND study, What
Works Best When Building Partner Capacity and Under What Circumstances, that identified
support for partner priorities as the single most important factor affecting the success
of BPC efforts.” This is a central focus of desk study activities where U.S. government
stakeholders are asked to share not only U.S. strategic objectives and priorities, and U.S.
perceptions of institutional shortcomings that were affecting the realization of these
objectives (performance gaps), but also their understanding of how different partner
stakeholders viewed their strategic priorities and institutional issues. Understanding the
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fundamentals of how relationships were structured—among MOD, General Staff, Service
HQ, and commanders; between the defense sector and the security sector; and between the
defense sector and the rest of the government, legislature, and society—is also a big-picture
issue addressed during the scoping phase.

A successful DIB project usually requires engaging with the partner at the highest
level possible in order to understand its objectives and priorities, to link any institutional
reform efforts to those objectives, and to lay the groundwork for the high-level support
that would be needed to affect institutional change. Since defining a program should be a
political and strategic process, similarly high-level stakeholders need to be consulted on the
U.S. government side. This includes the regional office of the Under Secretary of Defense
for Policy (OSD-P), which sees DIB as a key engagement tool to build relationships
with counterpart MODs, as well as State Department and U.S. Agency for International
Development officials on the ground (e.g., ambassador, deputy chief of mission, and pol-
econ and pol-mil officers). Stakeholders at Combatant Command (CCMD) headquarters,
the Office of Security Cooperation Chief, and the Senior Defense Official-Defense Attaché
are also consulted, and may have different, although usually complementary, perspectives
on U.S. and partner objectives.

Typically, a conference call between DIB scoping experts and all key stakeholders—
OSD-P, CCMD, and embassy personnel—is held as soon as a DIB request is received. This
allows any differences of opinion to be resolved to avoid competing mandates from different
stakeholders. It also maximizes the information available for understanding the partner, as
different stakeholders are likely to have insights on different aspects of the partner-nation
reality. In addition, international actors working in the country are consulted, not just to
deconflict activities, but also to benefit from their insights on working with the partner.

As in other policy areas, U.S. objectives for defense sector reform in a given country
are usually stated in a generic way and are often the same for all countries (e.g., the desire for
an effective, affordable, accountable, and professional defense force). Since this is the case,
the challenge is to derive more specific objectives by understanding overall strategic aims
and priorities and, through a facilitated dialogue on the topics described above, work with
stakeholders to identify the kind of DIB project that would best advance shared partner-
nation and U.S. objectives. Often this is an iterative process, with rough general answers
identified early on but greater fidelity added as the DIB program begins work with partner-
nation stakeholders (and continues discussion with U.S. stakeholders) on topics of interest.

Comparison to Traditional Security Cooperation Planning Approaches

The traditional approach to security cooperation is often a highly stove-piped, menu-based
one: the policymaker or planner assesses the requirement, reviews the tools in the security
cooperation toolkit, and decides which are needed. Given the standardized nature of
most security cooperation programs, the policymaker or planner can look at the available
menu of courses or training opportunities, and select the most relevant one based on his
or her understanding of what is required. Not infrequently, the menu is offered directly
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to the partner, who identifies items of interest. The provider then offers the standard
course, unable to tailor it in advance to partner-nation requirements because the specific
requirement is unknown or uncommunicated to the provider. Good providers will make
adjustments on the ground to try to improve the value of their offering, but these are often
highly constrained by the circumstances.

DIB programs, in contrast, are highly tailored to partner-nation realities and strategic
objectives. Conducting this (initial and ongoing) tailoring requires a facilitated dialogue
between policymakers, planners, and DIB experts, as well as partner-nation stakeholders.
While general topics and focus areas can be provided to policymakers to give a sense of the
scope of DIB work, a menu-driven approach typically fails when applied to DIB.

Program Management, Project Design, and Implementation: Developing a Flexible, lferative Approach
When the Office of the Secretary of Defense (OSD) decided to expand DIB in 2009, it
made a deliberate decision not to delegate the programming of DIB activities to CCMD
planners, opting instead for a more centralized program management structure that would
work closely with OSD. This was motivated by several lessons learned from the WIF-DIB
experience: that the strategic-level entry point of DIB programs would require strategic
decisions by OSD regional offices and high-level interaction with the partner, thus making
it advisable that the DIB program have privileged access to those offices; that the tactical
and operational focus of most CCMD planners would not lead to effective DIB planning;
and that existing security cooperation providers and tools available to the CCMDs
for planning DIB were largely oriented toward an educational mindset, rather than
persistent engagement over time, to achieve collectively defined improvements in defense
management. Finally, even if individual providers could make the shift to a more project-
oriented approach, the WIF-DIB experience demonstrated that progress in DIB required
an integrated approach at the country level, designed and overseen by DIB experts.

The DIRI program was tasked with devising an effective approach to institutional
reform. The program would provide persistent engagement with a partner, engaging as
frequently as the partner desired for up to two weeks per engagement. The program did
not provide education or training, but took a problem-driven approach, working with
the partner to determine the scope of the effort and project objectives (which part of the
defense management system would be targeted for improvement, how, and why). This
would require developing a methodology for the most effective engagement in institutional
reform—the approaches to assessment and program design described in the first half of
this chapter—and a management structure to operationalize the approach, learn lessons,
and adapt. This included an emphasis on creating a strong linkage between the otherwise
stove-piped steps in a planning process—with DIB management: contributing to strategic
discussions about realistic and relevant DIB objectives at the policymaker and planning
levels; designing and overseeing projects accordingly; and then ensuring feedback
loops that allowed for adjustments along the way. Both the international institutional
capacity-building literature and the experience of other security cooperation providers
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stress the importance of clear linkages between the assessment, design, implementation,
and monitoring and feedback phases, and lament their loss when multiple agencies and
bureaucratic processes intervene.?

Responding to palpable “assessment fatigue” at the partner-nation and U.S. Embassy
level—long, intrusive assessments that answered the bureaucratic imperatives of donor
agencies but did not produce any actionable support for the partner—the program
developed an approach that allowed action to begin almost immediately on priority issues.
The dates, topics, and stakeholders for a follow-on engagement would usually be settled
with the embassy and partner before departing at the end of an initial scoping visit. To
allow for U.S. policy feedback, partner-nation ownership, and the broadening of the reform
space that would take place over time, a project might begin with two complementary
tracks: action on quick-win or priority items identified by the partner (and of interest to the
United States), and activities designed to contribute to the collective definition of problems
and possible solutions. A deeper dive into technical details of systems and understanding
of stakeholder interests (e.g., process tracing) that was previously part of an external
assessment, are instead conducted by DIRI as part of the project, allowing relevant partner-
nation stakeholders to jointly define problems and their solutions. Multi-stakeholder
workshops are particularly effective at launching this process, bringing together multiple
actors who normally communicate infrequently, and whose perspectives often depend on
where they sit in the defense bureaucracy, to discuss key challenges and next steps. Ideas of
spiral development, quick wins, and pilot projects are incorporated to generate momentum
for reform or, alternately, to fail quickly and move on to more promising approaches, while
having learned more about the system by taking the initial action.

Understanding that institutional change is most likely to succeed when it responds
to politically urgent priorities, DIRI was structured to be able to respond to emergent
requirements from partners, rather than requiring they wait until the next planning cycle.
For instance, a new head of state who is elected on a security platform would want to
initiate change in the first 100 days in office, and the United States would want to be able
to rapidly provide support in order to take advantage of the initial window of opportunity
for reform (as well as to have the entire length of the administration to consolidate gains).

Program funds are also managed to address some of the dilemmas posed by traditional
security cooperation approaches. In many cases, roadmaps for reform are laid out without
resources to match. DIRI projects, in contrast, are scoped to ensure that results can be
achieved within the level of resources that the United States and partner nation are willing
to devote to the project. Flexibility in funding, a key good practice for effective institutional
reform, is also a central tenet, in contrast to many security cooperation projects with funding
levels locked in for a country—leading to funds being spent, regardless of progress being
made. Flexible funding allows funds to be shifted between lines of effort within a country
project and between country projects depending on progress being made. In addition, even
though funds are “one-year money,” program management practices allow for longer-term
commitments to partners, as long as progress is being made. While challenging from a
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management perspective, this approach allows for an effective, long-term perspective to be
taken at the individual country level.

The Way Ahead: Mainstreaming DIB

As of this writing, a number of processes are underway that represent the mainstreaming
of DIB. A planned DOD Instruction defines the roles and responsibilities of all security
cooperation stakeholders in guiding, planning for, and implementing DIB activities.
Congress has been paying increasing attention to DIB since the summer of 2015 when
it suspended the delivery of large equipment packages for a number of African countries
under the Counterterrorism Partnership Fund on the grounds that the partners would
not be able to absorb and sustain the equipment. DIB activities were required to be added
to the equipping packages, forcing at least the beginning of an internal DOD debate on
sustainment. In addition, proposed changes to the FY17 National Defense Authorization
Act in 2016 require DIB activities to accompany every train and equip package—though
the intent in this case is not the sustainment of U.S. security cooperation investments but
rather the strengthening of responsible civilian control.

While potentially valuable because of the increased attention these efforts direct to
DIB, they run the risk of making DIB merely a routine part of a security cooperation process
that most stakeholders acknowledge requires some adjustments. Conducting seminars on
DIB to “check the box” for a DIB requirement is unlikely to contribute to policy objectives.
And even persistent engagement on topics selected from a DIB menu (the old WIF-DIB
approach) are unlikely to have an effect unless planned and executed as part of a more
deliberate and integrated DIB strategy. Without a coherent, results-oriented approach to
DIB activities, these will yield few benefits.

Even with such an approach, many of the objectives associated with DIB—such as
the sustainment of other U.S. security cooperation investments—cannot be accomplished
through action at the program level alone. Instead, a more profound integration of DIB
principles into security cooperation plans is required.

In this regard, the combined actions of Congress and DOD policymakers have helped
to create an awareness among security cooperation planners of the need for training and
equipping plans to incorporate DIB considerations if equipment provided is to become an
operational capability that can be effectively and legitimately employed and sustained. In
particular, the idea of a “capability planning package” has resonated with military planners,
as it highlights the concept that buying a piece of equipment does not automatically create
a military capability; rather, operational enablers and institutional capacity are required for
equipment to become an employable and sustainable capability.*!

Despite the progress this represents, more work will need to be done to convert this
concept into an effective approach. The initial impulse from security cooperation planners
has been to attempt to implement the concept in a way that only tweaks the existing
equipment-centric security assistance system. Just as past innovations designed to increase
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the sustainability of U.S.-provided equipment began with a specific piece of equipment
and added on a two-year package of spare parts, maintenance, and training to form a “total
package” approach, the “full-spectrum capability planning package” is often interpreted as
“wrapping DIB elements around a piece of equipment.” Such an approach, however, will
only add to security cooperation spending, likely with little effect.

Training and equipping plans made in the traditional way—with little regard for the
partner’s institutional capacity to employ and sustain the assistance—cannot suddenly
be made sustainable with the addition of DIB programming. In contrast, an integrated
approach to DIB and security cooperation would require adhering to guidance provided in
Presidential Policy Directive 23 on Security Sector Assistance : “Formal assessments of current
partners’ institutional capacity, political will, operational capabilities, and anticipated
security sector needs will be conducted as needed as the first phase of strategic planning
at both the country and regional levels.”” This assessment of institutional capacity should
not be seen primarily as providing a roadmap for the programming of DIB activities, but
as a fundamental input to a strategic approach that includes asking what kind of training
and equipping can be effectively employed and sustained given the partner’s institutional
capacity (or potential institutional capacity with expected DIB accomplishments during
the planning timeline).

Policymakers may decide to provide equipment that is not sustainable for a number
of reasons—in order to maintain the relationship or stay competitive in a context
where other countries are willing to provide “shiny objects”; to support the U.S. defense
industry; or to create a long-term relationship that comes with the sale of major pieces
of equipment, whereby the partner becomes reliant on the provider for parts, training,
and maintenance. But these competing policy objectives should be acknowledged, and
explicit policy decisions should weigh those objectives against the sustainability objective.
If still deemed beneficial, more realistic objectives can be set for DIB programs in those
countries. While some of these conversations have taken place in the halls of the Pentagon
in response to new Congressional requirements, they are by no means guaranteed within
the current approach to security cooperation, which sets high-level policy objectives that
are not fleshed out in any kind of detail required for effective DIB action. Instead, if DIB
programming is to live up to its potential, stakeholders must seek out the opportunities that
can be created within current security cooperation planning processes for policymakers,
planners, embassy personnel, and DIB experts to engage in this kind of strategic, results-
oriented conversation about DIB objectives, program design, risks, and potential payoffs.

Notes

1 A recent study notes that “the main programming and knowledge gap at this time is the lack of information on
military sector reform effectiveness.” The International Security Sector Advisory Team, “What Works in Inter-
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Strategy, Policy, and Defense Management
Architecture

Erik J. Leklem

efense institution building (DIB) activities help partner nations address gaps

in how they manage their defense sectors. Ensuring that a nation’s defense

management architecture includes a solid defense strategy and policy (DSP)
framework is key to successful DIB initiatives. Effective strategy and policy are only
achieved if a nation designates roles and missions for the defense sector and defense
leaders, which can then be translated into defense guidance for planning and budgeting.
Budgets not driven by strategy and defense guidance are at best, prone to status quo
outcomes, and at worst, promote ineffective, inefficient, and corrupt flows of state
resources. Good strategy and policy will also identify human resource and logistics needs.
Strategy can then lead to analytically sound (ideally, “joint”) requirements for the defense
sector to generate military units and operations—the ultimate test of DIB impact and
partner-nation institutional capacity.

Successful DIB projects connect strategy and policy processes with highly
contextualized options for a partner nation to adopt. Sustainable DIB DSP work should
be truly strategic in that DSP projects are anchored to five- or ten-year milestones,
accounting for a country’s long-term fiscal and development timelines, incentive
structures, and needs. Determining how to better conduct such capacity building is an
ongoing effort of practitioners and policymakers alike. There remains a need to better
connect DSP capacity building and traditional educational security assistance, to refine
DSP and defense resource management (DRM) doctrine; to improve the linkages between
DSP work, Foreign Military Sales (FMS), and related grant aid; and to explore how joint
concepts and DSP may be further harmonized for better institutional capacity building.

While this chapter references theory, cases, and best practices, the author includes
observations from personal experience, as well as the experiences of colleagues, to
provide examples of DSP work from a U.S. perspective. But history has also shown that
there are limits to focusing exclusively on U.S. examples in capacity building. For this
reason, practitioners should consider and incorporate principles and best practices from
a variety of donor countries, such as those found in the chapters on the British and NATO

experiences within this volume.
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Strategy and Policy: Framing Defense Management

A nation’s defense institutions operate most effectively and efficiently when guided by
a strategy. Ideally, a nation will implement plans and policies that translate the strategy
into more tangible outcomes, such as force structures, policies for military engagement
with other countries, and prioritized military capability requirements. Defense budgets
should flow from strategic needs; human resource plans and policy should align to
defense priorities; and defense posture planning should inform the creation of military
sustainment and supply networks. If this entire management system is well designed and
aligned, nations should be better able to generate military operations within available
resources and at acceptable levels of risk. DSP capacity building influences how a nation
resources its military, determines the size of its human resource needs (to include military
end strength), structures its logistics system, develops the ways its military will operate
jointly, and identifies the ways in which the military supports national objectives.

This section describes what DSP comprises and its terminology as it applies to the
emerging DIB discipline. Defense strategy and policy describe a pillar of the defense
management system that guides, frames, and restrains how a nation structures and
resources its military. While strategy and policy are sometimes used interchangeably,
they are not identical. Some practitioners include planning as an element of DSP. In this
chapter, and in alignment with emerging DIB doctrine, defense guidance will be used to
describe the strategic or policy direction that is provided to guide more detailed planning,
as conducted by capability and budget planners.

Defense Strafegy

Defense strategy is the government’s articulation of the major goals or ends that the defense
and military must achieve for the nation, and how those ends will be achieved.! Defense
strategy is distilled from a higher-level national security strategy or national policy. As
such, significant attention should be devoted to clearly prioritizing what those ends are, as
well as important but less critical defense goals that help support other aspects of national
policy (e.g., the military’s role in responding to national disasters).

Defense strategy should capture, clarify, and translate relevant national guidance for
purposes of managing the defense sector. Some common, basic elements of defense strategy
are: a description of the strategic environment (with a focus on military trends and threats);
a delineation of the priority threats in that environment; a prioritized list of the ends or
goals of the defense sector in responding to that environment and protecting the nation
from those threats; a list of missions and postures (or ways) to achieve those objectives; and
a description of the capabilities, force structure, and activities (or the means) that defense
and military organizations will need to achieve those ends.

Nations may also use defense strategy documents (especially when shared publicly)
to describe defense policies, initiatives, or related issues. For example, these strategy
documents will usually have a review of major bilateral and regional defense relationships
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and what they mean for the country (e.g., a defense diplomacy section or a defense analysis
review of major regional and global powers).

Defense Policy

Defense policy clarifies how a country will approach specific defense or military topics, as
guided by strategy.® Ideally, policy will be published for dissemination and implementation.
Policies can drive relations with other countries (sometimes referred to as a bilateral
policy), with groups of countries or regions (e.g., multilateral or regional policy), or
focus on functional or subject-driven topics (e.g., cyber policy, counter-narcotics policy,
arms control policy). In all cases, good defense policy should determine what a defense
establishment must do, could do, may do, or will not do in relation to the topic. For
example, a regional defense policy might describe how a nation will use its military to
promote peacekeeping or support a regional alliance.

Policy should also promote strategic objectives. It may be a ministry of defense
developing policy to pursue closer relations with a neighboring country, a policy to reduce
tension through binational patrols of a border, or a policy to cooperate with other countries
in countering a specific threat. Corresponding ways and means for achieving the objectives
should be identified. For DIB practitioners, supporting defense policy development can be
some of the most sensitive work done, as a partner may ask those practitioners to also get
involved in the substance of those policies. The basic elements of policy development (how
to conduct it and what needs to be in a policy), however, can be divorced from such issues.
For example, DIB practitioners can use fictional countries or contexts as one method of
“showing what right looks like” for explaining the processes for policy development, while
steering clear of what needs to comprise the actual contents of such a policy.

Defense Guidance
Defense guidance flows from strategic processes. When issued by defense organizations,
it is generally used to shape two major defense management efforts: planning for military
force employment and planning for military force development. The former provides
national guidance to the military for how forces might be used to defend a nation
under certain circumstances (e.g., homeland defense), in particular areas, or in external
environments (e.g., for border security, or a contingency plan against a specific threat or
country). In defense management parlance, force employment planning connects defense
strategy to how and where a nation may conduct military operations. Force development
planning connects strategy to capability planning and resource management; and ideally, it
identifies capabilities and forces required to conduct the major military missions identified
in a strategy. In both cases, there is a role for joint concepts to play—as determined by the
direction and objectives articulated by the strategy.*

Countries wanting to improve the effectiveness of their national defense or military
forces should start by developing better defense strategy and policy. In many cases, national
defense institutions and their leaders may also be required by law or regulation to issue
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strategies or specific policies. For practitioners of DIB, understanding whether and to what
extent a country has a well-managed and structured defense strategy and policy system
is essential. If the country does not have a strong DSP system, other forms of assistance
may fail to take hold, be sustainable, or generate impact. For example, providing maritime
capacity assistance to a country that advocates for maritime capabilities in its defense
strategy, but that lacks a management process that translates that strategy into increased
budgets for sustainment of those capabilities, may lead to frustration and wasted effort.
When a country has good DSP systems, capacity building in any part of a defense system
should be oriented toward a nation’s strategic objectives. For example, when the United
States trains and equips foreign militaries, it is best to do so in high priority mission areas
that the partner nation is committed to developing on its own, even without U.S. assistance.

Conditions for Successful DSP Development

Practitioners and security cooperation officers should look for indications of defense
strategy and policy formulation by a partner country, as should leaders and analysts in
those countries. Defense leaders seeking to improve the management of the military
should be aware of these preconditions, and establish or continue to foster them. For DIB
practitioners charged with strategy or policy it is essential to determine whether these
preconditions exist and to what extent they do or do not shape existing defense guidance.

First, it is helpful for a country to have a national policy that articulates the roles of
the defense sector and the nation’s military forces. Such policy should also clarify how the
military relates to the rest of the government and its citizens. This guidance can specify
what the nation expects of its military and it can delineate how military forces and law
enforcement (including police forces) divide the responsibilities of ensuring a nation’s
security. In many cases, such a policy will extend from existing law or a nation’s constitution.

Second, it is useful for the executive or legislative branches to require the defense
ministry or its equivalent to develop a defense strategy. Such a requirement usually
describes what must be included in a defense strategy and when these strategies should
be published. A common time is at the start of an executive leadership cycle such as the
beginning of a presidential term of office. Legal requirements for the U.S. defense strategy,
for example, provide a long list of what the U.S. Congress wants to see in such strategy, to
include identification of major threats, required military capabilities to face such threats,
and how the U.S. military will manage risk.”

The Benefits of DSP Cooperation

Capacity building for DSP enables other pillars of defense management. It also has
ramifications for policymakers and officials involved in defense matters. The author, in
his work as both a practitioner and policymaker, observed that cooperation between
countries on DSP capacity building provides common benefits in the following six ways:
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Improving Mutual Understanding

DIB activities, by their very nature, emphasize broad and deep initial discussions, or scoping,
of both U.S. and partner interests, objectives, and gaps. Scoping discussions will often reveal
a good deal about each country’s systems and policies, more so than many bilateral dialogues.

For example, during initial DIB work with U.S. treaty ally Thailand, the U.S. DIB team
asked Thai counterparts about their defense strategy in order to understand how the work (a
human resource project) could be aligned to Thai objectives. Thai counterparts were open
to sharing their defense strategy, which enabled the DIB team to learn about Thai strategic
objectives and how the strategy addressed human resource topics. This helped improve both
mutual understanding and U.S. appreciation for how changes to human resource systems
might better support Thai objectives in the long run.

In many countries, initial DIB discussions on DSP provide U.S. stakeholders a unique
opportunity to explain U.S. strategies and implications of major policy initiatives (e.g., “the
Asia Pacific Rebalance”). Importantly, they foster exchanges on how U.S. defense and military
organizations are structured, why, and with what authorities. DIB work is usually done in
a host country, and often with counterparts that may not have benefited from traditional
U.S. assistance such as International Military Education and Training (IMET). As such, DSP
scoping can reach more stakeholders within the partner nation.

Confidence Building Measures

DIB activities can be useful confidence building measures between defense organizations—
especially when geographic distance, a lack of combined military operations, or foreign
policy differences complicate such confidence building. A common theme of DIB
cooperation with Indonesia, for example, is how DIB exchanges help demystify the bilateral
defense relationship and provide opportunities for extended dialogue on defense issues.
Given Indonesia’s non-aligned foreign policy tradition, advanced forms of confidence
building (such as combined military operations or habitual exchanges due to basing
access) are not feasible. Along with military staff talks and exercises, DIB activities and
exchanges have become important ways for both nations’ defense establishments to build
confidence in one another, as recognized recently in the U.S.-Indonesia Joint Statement on
Comprehensive Defense Cooperation of 2015.6

Common Goal Identification
DIB engagements on DSP are particularly useful for exploring and identifying where
countries share common interests, threat perceptions, or defense objectives. When
performing workshops for DSP, sessions might include horizon scanning, regional security
challenges, or discussing processes for threat analysis. These illustrative processes of DSP
capacity building allow partners to discuss common views, objectives, and goals—all of
which can help identify richer ground for future cooperative activity.

This outcome can also manifest itself during discussions on functional capacity
building with strategy or policy aspects. A U.S. capacity-building team that was supporting
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Saudi Arabia’s early steps to bolster its cyber defense capacity observed this effect. Workshop
sessions included cyber strategy development, which allowed both nations to better
understand common goals in the cyber domain and where shared mutual vulnerabilities

require cooperative approaches.

Diplomatic Agenda Identification

The flipside of common goal identification is that DSP capacity building is also a way
for countries to clarify where there are divergences of goals, ways of operating, and how
nations will defend themselves. Just as a workshop on defining strategic interests can
illuminate where two countries share a common interest, such a dialogue can also bring
differences of view into sharper relief. One nation’s military focus on illicit trafficking or
poaching, for example, can be at odds with U.S. views of appropriate use of military forces.
This allows both countries the opportunity—through diplomatic channels—to discuss how
cooperation might proceed using either different capacity-building approaches (e.g., law
enforcement capacity building), or where concerted diplomatic activity may be required to
find compromises in dealing with a particular security or foreign policy issue.

Enabling Other DIB Activity or Changes to DIB Methods In-country

DSP capacity building will often identify institutional capacity gaps and shortfalls. For
example, an exchange of best practices for linking strategy and budget planning might
reveal faulty aspects of a budgetary system. If budget categories, codes, or records are not
well designed, these budget management approaches may actively prevent defense leaders
from aligning budgets to national objectives. Likewise, an advisor supporting a partner
with defense policy for counternarcotics may also help that nation identify insufficient
force structure, inadequate personnel training, or outdated interministerial coordination
policies.

Some DSP work can reveal flaws in U.S. assistance methods and alternatives. During
advisory DSP efforts in Afghanistan, it became apparent that the U.S. team of advisors
had been using traditional U.S. Department of Defense (DOD) planning, programming,
budgeting and execution modules to train the Ministry of Defense (MOD) and Afghan
military. Unfortunately, this was at odds with the modalities of the Afghan government’s
Ministry of Finance, which operated on World Bank financial timelines and processes.
The United States spent years, millions of dollars, and untold man-hours training Afghan
officials on defense budget systems and terminology that were not appropriate for their
national budgeting system.

Transparency, Accountability, and Oversight (TAO) and Democratic Givilian Control

DIB activities can help nations improve civilian oversight of the military, increase
transparency and accountability regarding defense and military spending, or help
parliaments and civil society conduct oversight of military forces and defense institutions.
Nations can achieve these objectives by improving how they formulate and publish
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strategies and policies related to defense and military affairs. As such, DIB DSP projects
can take on formal or informal—direct or indirect—roles in improving democratic civilian
control and TAO. What is sometimes lost in such work is that defense strategies (and
to a certain extent, policies) of a country are usually made public in some form. They
become one of the mechanisms for the public, parliaments, and civilian elected leaders to
understand what the military is for, what it is trying to achieve, and what it may be seeking
in terms of budget, weapons systems, or end-strength.

Additionally, the civil-military discussion regarding which defense strategy and
policy ends need to be achieved (usually led by civilians) and in what “joint” ways (usually
led, or proposed, by the military) is a critical process that can reinforce and foster civilian
control. Ultimately, civilian control should be about leading and driving that discussion on
how defense strategy and policy is achieved, to include implementation.”

Unlike other technical aspects of DIB—such as human resource management,
resource management, and logistics—DSP is the major DIB context within which debates
and discussion between the public, civil society, civilian leaders, and the military happen.
Public explanations of the defense sector which stem from DSP efforts can be important
to stabilization efforts in fragile or transitioning states, or for countries seeking to advance
economically and politically. DSP in these contexts can become essential to fostering
civilian-military dialogue, improved understanding, and more resilient governance—key
elements of security sector reform.®* For U.S. foreign policy goals, which often include
the promotion of democratic processes or objective civilian control of the military, the
importance of DSP as a DIB tool in the U.S. security cooperation and assistance kit bag
cannot be overstated.

Issues and Methods for Conducting DSP DIB

The doctrine for practitioners attempting DSP capacity building must be context specific
and account for partners with specific requests and a desire to cooperate (i.e. demonstrating
“will”), as well as reticent partners. It should also describe how to help fragile or conflicted
countries, where host-nation leaders may be suffering from institutional and personal
shock affiliated with weak governance or violent conflict. DSP doctrine and methods
must anticipate these environments. Like other forms of doctrine, it must be adaptable to
circumstance, political tides, and the emergence or departure of key personalities, leaders,
and spoilers. Such work is inherently context driven, yet it must also be outcomes focused,
or in defense terms, “strategic.”

For those involved in designing, conducting, or evaluating DSP capacity building,
there are few, if any, axiomatic ways of conducting these interventions.’ This is even truer
for DSP work than for other DIB pillars, as DSP capacity building tends to be broader,
more variable, and much more dependent on host country context. The U.S. experience
conducting DIB in dozens of countries illustrates some of the key factors that drive
how practitioners can or should approach DSP activities, using common DIB processes
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described in detail in this volume. Much of this experience has attempted to borrow from
prevailing thinking (or doctrine) in international development, such as Theory of Change'
and principles of strategic advising.!' Methods from management consulting and human-
centered design disciplines have also served to inform DSP capacity building.’? These
approaches are particularly useful for exploring existing strategies and their shortfalls,
the power of institutional norms and tradition, and areas where governance systems are
disconnected from strategic objectives.

The following sections offer suggestions on what could be included in future DSP
DIB doctrine. These suggestions are based on examples, failures, and lessons observed on
the ground during DSP-related efforts in a number of countries. They are also distilled
from observations of fellow practitioners and foreign partners. In keeping with other
chapters in this book, these suggestions are shared using some of the key phases of DIB
efforts and projects. The bias is toward providing observations drawn from countries where
the United States lacked a fully willing partner that acknowledged gaps in institutional
capacity for DSP. An associated assumption is that doctrine for DSP work with willing
partners is simpler; when a partner acknowledges gaps and wants to fix them, DIB project
design and implementation are less complex, and the pace of work may be faster. That said,
the suggestions that follow apply to all DSP DIB activities, even those with more favorable
circumstances.

The Five Phases of DSP DIB Efforts

Phase 1: Assessment and Scoping

DSP capacity-building efforts must begin with comprehensive assessment, or scoping,
as with other DIB engagements. Below, the four common sub-phases of assessment are
described with illustrative DSP aspects.

Paper or “desk” review and, ideally, pre-deployment training: The first sub-phase is research
and learning done by DIB practitioners, often with the help of knowledge management
staff as part of a pre-deployment training cycle. Most practitioners will do this as part of
their own professional approach to the work: reading country profiles, conducting library
and Internet research on a country’s DSP documents, issues, and challenges, researching
governance and military history, and analyzing the defense legal context for DSP work.
Research on the laws and regulations that govern the defense sector is particularly
relevant; as with U.S. public law regarding the DOD and the Armed Forces (e.g., Title 10),
understanding host nation laws is vital.

In the author’s experience, articles on security sector reform in a given country
are often instructive for DSP capacity building. Many U.S. and international think
tanks also have information on national defense structures, policies, and strategic
topics. Additionally, practitioners should make an effort to access the academic work of
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partner-nation officials, particularly those that have written thesis papers during their
time in U.S. military education institutions. In preparation for DIB assignments in both
Afghanistan and Indonesia, the author also benefited from participating in a two-month
pre-deployment training program. This training included briefings and discussions with
country and topical experts to help orient and prepare the author for DSP work in those
countries.

Policymaker and embassy consultations: Practitioners should have extensive conversations
with U.S. policy makers and security cooperation officials (especially in the country team)
who are interested in supporting a partner with strategy efforts. These stakeholders will
have a good understanding of partner needs and ambitions, and will be able to articulate
why it is in the U.S. interest to support that partner on DSP topics. Practitioners should
identify which U.S. objectives are most important: what types of changes in the partner’s
security environment suggest the need for a new strategy? Are there new missions that
the partner wants to take on that will help the United States with burden sharing in a
particular region or capability area (e.g., maritime domain awareness)? To what extent has
civil society or civilian leadership been involved in DSP formulation and is the time ripe for
a recalibration? For example, when the Government of Kosovo requested U.S. support in
conducting a security sector review coinciding with the end of supervised independence,
DSP practitioners worked closely with officials in Washington and Pristina to develop
an understanding of U.S. policy objectives and concerns. A key U.S. objective for this
politically sensitive review was to produce recommendations for a reasonably sized and
equipped defense force, which would contribute to regional stability. DSP practitioners
judged that a technically sound approach to force planning and cost estimation would
likely produce this result, while still respecting partner ownership of the process (which
was especially salient in this case, as Kosovo officials felt they had been forced to accept
the international community’s views during a previous review). By identifying the issues
that are foremost on the agenda of U.S. officials, practitioners will also be better placed
to continue their efforts and link them to other U.S. security assistance and cooperation
efforts in-country.

A great method for DSP practitioners to gain insights is to identify existing country
team efforts related to assessment or strategic planning. DSP practitioners can join these
efforts in real-time, or plan a scoping visit to the country during one of these reviews.
Wherever possible, they should try to participate in annual evaluations of the security
cooperation office and country security cooperation planning.

In Indonesia, including visiting security assistance teams or DIB practitioners into
these internal processes was advantageous. As part of the assessment of maritime strategy
and policy capacity building needs in-country, these visitors brought new perspectives
and technical expertise to add to the assessment process. The practitioners also benefitted
by learning from the discussions in ways that they may not have otherwise seen or heard
during a typical scoping visit.
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Consultations with host-country officials: Practitioners and security cooperation officials can
best achieve the third sub-phase of assessment through a teamed approach in consultations
with defense counterparts. This may occur simultaneously or sequentially with the second
sub-phase above. Security cooperation officers can transfer their knowledge of a counterpart’s
security and defense agenda, current issues, and challenges. They have existing knowledge of
and relationships with the country’s defense leaders and staff. As such, security cooperation
officers will often hear the demand signals from a partner for DIB support on DSP topics.
There may even be a DIB practitioner assigned to the country team as an advisor or technical
expert, who will be more aware and focused on identifying DIB gaps and opportunities.

DSP practitioners will benefit from this kind of teamwork. On arrival in Afghanistan, for
example, existing advisors provided the author with orientation, familiarization, and updated
training on Afghan culture within the military. They introduced Afghan counterparts,
ministerial organizational structures, strategic and planning documents, and associated
capacity gaps. This was uncommon; there is not usually a formal handover from one advisor
to another.

Consultations with a wide range of host-nation experts are recommended. DIB experts
will need one or more scoping visits to do this well. These visits should include office calls,

briefings, and informal discussion sessions with stakeholders, such as:

= Officials directly involved with the strategy, planning, or policy issues that will form
the basis for a capacity building project.

= Offices that handle international cooperation, or the defense diplomacy aspects of
bilateral defense cooperation for most ministries or military headquarters. These
offices should also be consulted. They will be involved with coordinating future
meetings, arranging for access, and may also regulate security access/approvals.

= Officials providing guidance to the defense sector. This includes coordinating min-
istries, presidential/prime minister staff, parliamentary staff, or planning/finance
ministries. They can help diagnose what is working well and what could be im-
proved in a nation’s defense strategy, planning, or policies.

= External experts, including researchers, think tank staff, retired military or defense
officials, and academics can also be useful sounding boards.

DIB practitioners should consider using human-centered design methods during this work.
This ranges from ethnographic research (e.g., looking at which offices and in what conditions
strategy and policy making are done, and how), to assessing how people and systems interact
in DSP (e.g., understanding stakeholders through mapping key relationships). The objective
for all of these interactions is to identify where useful DSP capacity building work can be done.

Information synthesis: The final sub-phase of initial assessment involves the synthesis
of this information by the DIB practitioner or team. The objective is to identify initial
hypotheses: Where are the main institutional capacity gaps? What are the immediate needs?
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How might these be explored through initial DIB engagements, demonstrations, or pilot
projects? Practitioners will need a disciplined process for sifting through their observations,
evidence, documentation, and research material. Key questions to explore are: does the
partner have existing strategy, planning, or policy processes and documentation? What are
the initial impressions of the human capital working on these topics? To what extent is top-
down guidance shaping or directing DSP? How are these DSP processes driving priorities,
military activity, and budgets? What gaps in understanding still exist about the partner’s
defense context, military history, or bureaucratic culture?

During the author’s initial assessment phase in Afghanistan, these types of questions
led to nagging concerns. U.S. capacity-building efforts had imposed formulaic U.S.-centric
processes and timelines on DIB partners. This was done without sufficient accounting for
host-nation ownership. There was also a lack of empathy on the part of U.S. assistance
providers. Through similar scoping synthesis, DIB practitioners will be able to: identify
what additional scoping work or research needs to be done; note where a partner may
most welcome or need initial DSP capacity building; clarify if existing assistance needs to
be adjusted; and determine how such work will benefit the partner and the United States.

Assessment will continue over the lifespan of any DIB program or activity. For DSP
projects, this is especially true. As the DIB pillar that is the most sensitive and reactive
to external and internal events in a host nation, regular assessment checks are needed.
Changes in government policy, the arrival of new civilian or military leaders into key
positions, or tensions with neighboring countries can all trigger institutional shifts in
strategy and policy.

Phase 2: Demonstration

Practitioners must prove they can be relevant. In work with the host nation and
counterparts, practitioners must demonstrate appreciation and respect for the partner’s
DSP system and needs. By bringing initial knowledge, examples, and illustrative approaches
to the partner for consideration, they can gain trust and demonstrate expertise. There may
be engagements where the practitioner has to demonstrate subject matter expertise on
strategy, planning, or policy development. Practitioners must be able to draw upon their
own experiences, knowledge of core DSP principles, and associated international and U.S.
practices and examples.

This phase requires some degree of humility, as well. Practitioners will know that
best practices from other countries have their limitations, and are not always perfectly
replicable. Being able to discuss these experiences with a counterpart in a calibrated and
contextualized way is vital. For example, the author’s experience with several Quadrennial
Defense Reviews (QDRs) in the United States initially seemed like a good source of
anecdotes or methods of planning to share with host nation counterparts. After all, QDRs
include work on multiple DSP processes. However, for countries like Indonesia, with an
executive cycle different from that of the United States and which uses a World Bank-based
central planning system, QDR timelines and components may not work as well.
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Likewise, DIB practitioners should demonstrate their knowledge to U.S. officials, at
multiple levels. All relevant U.S. staff will be assessing the practitioners’ utility, be it the
country team, a regional combatant command security cooperation office, or policy and
program managers at the headquarters level. This is the test of credibility and adaptability
that can sometimes doom a practitioner or team. If a DSP practitioner fails to understand
how a country’s own governance systems are different than those of the United States,
but keeps pushing for solutions that copy U.S. procedures, this should be a reason for the
country team to prevent that individual or team from coming back and continuing their
work.

A tagline for this phase is “get invited back,” which means two invitations. The most
important invitation to return is from the partner. The most difficult return invitation to
earn can sometimes be from your own government.

Phase 3: Project Design

Practitioners conduct their capacity-building project design based on their assessments.
Their project design should lead to one or more capacity-building approaches and
associated plans that identify what elements of DSP capacity building will be conducted,
what commitments the partner has agreed to, and a schedule for these activities. Project
plans should identify long-term capacity goals (e.g., an improved strategy development
system that restrains and guides defense budgets), and include shorter-term pilot projects
or “quick wins” (e.g., sharing best practices in analyzing security and military trends).
The latter is important to bolster confidence with a partner, and to demonstrate capacity-
building benefits immediately relevant to better strategy or policy processes. Long-term
goals, or what are sometimes referred to as “the North Star” that guides strategy efforts,
are the five- to ten-year milestones that a DSP project is seeking to influence, support,
or catalyze. This may be to drive a multi-year budget plan or to shape a long-term set of
weapons systems and capability investments that will change the partner’s defense posture.
The design of these projects necessitates multiple interactions with the partner and includes
the designation of a project sponsor and set of working-level counterparts.

In U.S.-NATO advisory work with the Afghan Ministry of Defense, the U.S. DSP
team worked on project design efforts on several levels simultaneously.’* By 2011, the long-
term NATO objective was to support Afghan establishment of ministerial functions and
required offices capable of conducting strategy, defense diplomacy, policy, and budget
planning/programming. Many projects were being implemented already. Other DSP
projects needed to be established or re-scoped based on the team’s assessment of gaps in
the approach and feedback from Afghan partners.

A practitioner on the DSP team identified Afghan interest in military center of gravity
analysis as a good defense analysis approach helpful to DSP work. This analytic approach
was understood by some experienced Afghan leaders, but not widely understood across the
MOD. The DSP practitioner leveraged several months of assessment work and relationship
building with his ministerial counterparts to discuss and then co-design a capacity building
workshop on center of gravity analysis and related Clausewitzian theory. The workshops




Strategy, Policy, and Defense Management Architecture

included Afghan speakers who could present operational and historical experiences that
described the value of center of gravity analysis in the Afghan context and Afghan way
of war. The workshops incorporated educational materials from U.S. military education
institutions to bolster their credibility and the materials were prepared in both English and
Dari. Many more hours went into project planning and design than the implementation
itself, and it paid off. In departure calls with Afghan ministerial officials, it was repeatedly
referenced as one of the most impactful workshops the team conducted during that tour.

This anecdote is an example of how DSP practitioners can design capacity building
to account for host-nation buy-in, needs, and absorptive capacity. In some cases, project
design for defense strategy may need to look different than capacity building for defense
policy and vice-versa.

Defense strategy project design: A common project effort is to support a nation conducting
a strategic review, or assessment, of its security and defense needs. Another may be a full,
multi-year defense strategy process improvement effort. A third common strategy project
is to explore how strategy is managed with resourcing and budgeting.

Many countries struggle with using strategy to constrain and restrain budget
priorities and capability investments. For example, the Indonesian MOD senior leadership
asked the U.S. for DSP process support to examine the extent to which strategy was shaping
budget planning. The DIB team conducted a series of process mapping workshops to allow
Indonesian strategists and budget planners to see how their processes were, or were not,
connected.

Some DSP projects may also favor inclusion of stakeholders outside defense and
military strategy offices. This will involve drawing upon information from people in other
ministries, academia, or think tanks. Projects like this may be more sustainable if external
stakeholders also serve as formal project team members (such as the U.S. National Defense

University or strategic policy offices of related ministries).

Defense policy project design: An initial choice to present to a partner is whether a project
will be about the process of developing policy, or about a specific policy itself. Policy projects
will usually have shorter time frames than strategy projects. They allow DSP practitioners
the chance to demonstrate some quick wins as well: supporting development of a policy

document will usually be less complex than developing a nation’s defense strategy.

Defense guidance project design: DSP practitioners and their partners need to identify
whether the project will emphasize force employment issues or force development.
The former often relies on designing simulations and table-top exercises to test force
employment options, or they can provide opportunities to link DIB with existing bilateral
military exercises. Force employment efforts may also require greater interaction with
joint, regional, or service military headquarters, where much of the force employment
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planning expertise of a nation either resides or will be impacted. For force development
projects, a DSP practitioner team should plan to include capability planners or resource/
budget management experts. Likewise, such projects may need to include diverse parts
of defense institutions (e.g., planning staffs and program managers or long-term budget
analysts) that may not be accustomed to working together.

Phase 4: Project Implementation
A milestone for the end of a DSP project design is the formulation of the project plan,
terms of reference, or other agreements that set the parameters for implementation. While
there are exceptions (especially in cases where a country is willing to move directly to
fixing DSP gaps or challenges), most DSP projects will have two major phases. The first
phase involves practitioners transferring core knowledge on DSP, good/best practices, and
lessons from U.S. and international cases where DSP efforts have gone well or poorly. The
second phase involves the partner choosing to explore how that knowledge can be applied
to improve systems, processes, or policies. For defense institutions struggling with change
management or reform, the second phase may be delayed, or it may never occur.

DSP capacity building can take on many forms, as described in previous sections;
a comprehensive list or description of these types of projects is beyond the scope of this
chapter. There are, however, some unique lessons and challenges in implementing DSP
projects that can inform doctrine.

“Regular” timelines are often trumped by reality: In many countries, including the United
States, the work of strategists, planners, and policymakers is often associated with presumed
regular schedules. Some capacity builders therefore try to use these schedules as incentives
during project implementation. But in many countries, those schedules are frequently
ignored or delayed (especially in countries where strategy is already disconnected from
budget planning). Simple reasons can drive this (i.e., a strategy staft did not get its annual
budget for conducting the work) or it can be more complex. A common challenge is
senior leader turnover, which often restarts the process of a strategy or planning effort.
Experienced practitioners understand that these timelines are fluid. In contrast, human
resource management is a DIB pillar that is less forgiving; when soldiers are not paid, they
tend to only tolerate such failures in management for so long before revolting. The cold
reality for many defense institutions is that DSP activities are often considered nonessential
for a ministry of defense or a military headquarters if they want to simply appear to be
functioning. In situations where this is the case, DSP practitioners will find more success
by helping the defense institution understand the costs associated with not having strategy
drive resource priorities. They may also be able to help a policy staft articulate to leadership
the negative consequences of not having a particular policy.

Some inexperienced security cooperation officers or DIB practitioners will confuse
the regular production of strategy or policies for “a functioning defense institution.”
However, just because a National Military Strategy is produced every year on time does not
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make it a good strategy. On arrival in Afghanistan, the author learned (to his dismay) that
the U.S. had forced an annual strategic document production process on the Afghan MOD
and military headquarters. We had confused form with function. Some advisors explained,
“This will give them good practice in strategy and planning.” Even in the United States,
we do not develop national military strategies every year. As a result, the DIB team began
working with Afghan counterparts to move away from the annual production cycle for
strategy documents. At the same time, we shifted our capacity building attention to more
important challenges associated with force employment planning: how to plan the transfer
of territorial control from NATO forces to the Afghan MOD, the Afghan National Army,
and other security forces.

Strategists need to be aware of bureaucratic limitations: Most DSP DIB practitioners
have lived the experience of seeing a strategy, plan, or policy fail at the execution or
implementation stage in their own nations. In countries needing DSP DIB support, this
challenge is even more common. Be it lack of implementation oversight, insufficient
budgetary guidance, weak internal controls, or organizational resistance to strategic
direction, defense institutions around the world often lack the systems required to assure
DSP implementation.

A common capacity shortfall among strategists, planners, and policymakers in a

>

defense institution is the absence of bureaucratic “savvy,” or understanding of what other
parts of the defense institution need from their strategy and policy work. For DSP project
implementation, it then becomes paramount that DSP practitioners use the capacity
building opportunity to build awareness in their counterparts about how their work relates
to the rest of the defense institution. Good methods for doing this include process mapping
workshops, focus groups with stakeholders from other parts of the defense institution,
stakeholder mapping (and assessment of the health of these processes and stakeholder
relationships), and structured interviews/discussions with offices that use (or ignore)

strategy, planning, and policy documentation.

External and internal events can disrupt or accelerate implementation: While events can
alter the course of any DIB project, DSP activities are particularly sensitive to political,
military, or societal changes in or near a country. For example, a new president will
often mean implied and/or explicit changes to a country’s defense strategy and policies.
The arrival in 2012 of the new President in Guatemala, for example, actually led to the
initiation of a new DSP DIB project by the United States after that leader asked for help
with reducing corruption and improving security in his country. A significant DSP and
resource management set of DIB projects came to follow in the span of a few years. Regional
security dynamics—such as the purchase of a major new weapons system by a neighboring
country—may quickly alter the threat perceptions of a partner nation. This may change
its assessment of both planning requirements and bilateral defense relations toward that
neighbor. Societal views toward the military may shift, changing the way that a defense
institution explains its strategies or policies to the public.
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DSP DIB practitioners should monitor events within and external to the partner
and adjust the approach as warranted. Within U.S. channels, regular interactions with the
country team will help with this. Building in project-oriented and informal time to discuss
ongoing events with DSP DIB counterparts in the MOD and military services is also a
necessity. Another useful mechanism is structuring DIB workshops with time to discuss
recent events, or facilitate analysis of major news items or think tank reports relevant to a
country’s defense sector.

Implementation may be thrust upon you without needed time to design: DSP practitioners
are familiar with responding quickly to new tasks related to a strategic topic, a new planning
requirement, or the need to quickly conduct policy analysis of an emerging development
in defense affairs. These are typical dynamics in a modern defense organization. The same
holds true for our partners and their defense institutions. The DSP DIB practitioner can
be a key sounding board or otherwise support a counterpart during these times. This is
especially relevant in situations where the DSP practitioner is an in-country advisor with
a good counterpart relationship. Unplanned DSP DIB events may be opportunities for
practitioners to either demonstrate the relevance of a project already in implementation,
or quickly shift to a new implementation event that supports their counterpart. There may
not be sufficient time to design a new capacity building effort, but these events can provide
real world situations to road test ongoing DIB themes or objectives.

A similar opportunity emerged while in Afghanistan as NATO and coalition
forces prepared to transfer security responsibility to Afghan security forces. This phased
transition of geographic control became known in Dari as Inteqal. Coalition leadership
disseminated the order to prepare for this transition and within days the DSP team was
to begin the planning process with our Afghan counterparts for how this would unfold
in reality. Prior discussions with ministerial counterparts on national military strategies
and subordinate planning documents quickly shifted to the need to support the team’s
Afghan counterpart (a Deputy Assistant Minister for Strategy and Policy) with his duties
for Inteqal. That said, this new implementation event also became a venue for practical
discussions of how existing strategic objectives in the Afghan National Military Strategy
translated to the operational level of security transition, and how they did not. This process
also galvanized Afghan MOD understanding of the need for improved campaign planning,
which energized its involvement in Army headquarters-driven planning processes.
Through what quickly became an interministerial and coalition combined planning effort,
numerous opportunities also arose to advise counterparts on the need for the MOD to take
a leading role in coordinating political and defense leadership guidance into the planning
process. These discussions provided opportunities to share lessons on civilian oversight
and control of the military; discuss roles and missions of a MOD in interministerial affairs;
and identify future areas for DSP capacity building.

Whether it is a regional security crisis that sparks new work within a defense
institution, or the arrival of a new leader within the defense chain of command, DSP DIB
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practitioners can leverage these events toward the ultimate objectives of their work with a
partner. The path toward that objective may take a turn, or it may need to be blazed in a
new direction, but usually such events provide new opportunities and tangible contexts for
DSP to be made even more relevant with partners.

Phase 5: Monitoring and Evalvation

Ongoing monitoring of DSP capacity-building progress is required to ensure efforts are
on track. Regular reviews should be scheduled. Evaluation efforts are best done at the end
of major projects, or to support annual security cooperation timelines (such as the annual
review of country security cooperation plans). This volume provides a good example of
how to conduct monitoring and evaluation of DIB, to include associated metrics.

A few DSP unique monitoring and evaluation best practices merit attention. Country
teams and policymakers alike can leverage standing bilateral defense dialogues, military-
military dialogues, and staff talks to check DSP project value. Usually, such projects will be
related to, or be impacted by, decisions stemming from such bilateral events.

For monitoring, DSP projects should be responsive to any changes in higher-level
national strategic planning efforts. They should also anticipate any adjustments to national
budget cycles. DSP projects that do not build capacity or improve processes in ways that
are responsive to, and influential to, these national processes run the risk of becoming
irrelevant.

During evaluation phases, external evaluators and practitioners should assess DSP
projects against conditions across the security sector, and not simply in relationship
to producing better defense or military outcomes. Determining progress toward U.S.
interagency goals in the country’s Integrated Country Strategy (ICS) is also warranted. Many
U.S. ICS objectives tend to be directly tied to the DSP pillar of the defense management
framework.

Future Issues and Conclusion

For those interested in the future of defense strategy and policy capacity building in the
DIB context, there are four issues for consideration, further debate, and incorporation into
future security cooperation approaches. Some are born of lessons gained while working at
the country team level, others are cumulative in the author’s experience at the policy level

and in working with DIB program managers and practitioners.

= Help security cooperation officers and in-country practitioners by better linking DSP
DIB activities with individual training and education programs provided through
IMET, FME or other security assistance: Many host-nation strategy and policy
leaders (or future leaders) benefit from education at premier U.S. war colleges

and defense education institutes. But their involvement and participation in DSP
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capacity building in their own country is often spotty, or not well coordinated.
Host nation officials leading or participating in DSP projects often miss the
chance to be involved in such individualized education. A good first innovation
would be to identify existing strategy and policy courses, professors, and degree
programs that could be linked with DSP activities in-country. Ideally, this would
be in a digital format that could more easily be used by security cooperation of-
ficers and partner-nation officials alike to improve capacity building integration
and effectiveness.

Develop simpler and more useful doctrine for synchronizing DSP and DRM: While
practitioners and DIB program managers have done good work on these re-
lated, but different pillars of defense management, more forums for discussion
and deliberation between practitioners would be beneficial. With multiple U.S.
DIB programs now having accumulated experience in many country projects, it
could be beneficial to convene practitioners associated with these projects. They
could report on crosscutting lessons, develop areas of doctrinal innovation, and
develop training materials for future teams and advisors pursuing this work in
the field.

Consider reforms to U.S. Foreign Military Sales (FMS) processes and equipment
assistance programs to better integrate DSP capacity building as part of the sales
and equipping processes: Country teams can do more to consider the strategy and
policy aspects of a host nation’s interest in FMS or a particular grant aid weapons
system. There appears to be room for improvement in how the strategic orien-
tation of a country’s defense needs is assessed and considered as part of such
weapons sales or assistance. Additionally, the United States could do more to
require or link DSP capacity building to traditional FMS or equipment assistance
programs. Such changes may help reduce the common risk that such sales and
assistance end up being improperly sustained or mismanaged by partner nations.
Research and test ways to better combine capacity building for DSP and joint con-
cepts: While mentioned briefly in this chapter, better capacity building on joint
concepts as part of comprehensive defense management and DSP efforts appears
to have great promise. For example, improving how joint concepts in military
exercises and operational security cooperation are linked with long-term institu-
tion building merits greater attention. Country teams, regional combatant com-
mand staffs, and policymakers seeking to achieve U.S. security cooperation goals
could leverage such improved DIB doctrine for joint concepts for higher-level
defense objectives. The United States has tremendous experience of joint con-
cepts. In many ways, the United States has comparative advantages in jointness,
which is acknowledged by many security cooperation partners and foreign mili-
taries. These strengths should be leveraged to improve the relevance and impact

of U.S. DIB programs and activities.
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With the insights gained from many years of DSP capacity building conducted by the
United States and other countries, there is emerging doctrine for how such work ought to
be conducted. As argued above, DSP capacity building will be more efficacious in countries
where conditions are conducive for the successful articulation of national goals, roles, and
missions for its security sector. That said, the processes of DSP capacity building, even in
less favorable conditions, can be useful in pursuing other U.S. goals—especially in fragile
states or in other countries for purposes of supporting TAO and improved democratic
civilian control.

Practitioners have been producing significant lessons learned for DSP work in the
field and why it should matter to policymakers, to which the DIB and DOD communities
should pay greater attention. The doctrine derived from some of those lessons, as described
above, is closely linked to which phases of DSP DIB activity are happening in a given
country. This doctrine will continue to evolve. Within the pillars of defense management
there is more work to be done on harmonizing doctrine. This is especially true in relation
to how DSP is synchronized with resource management and joint concepts.

U.S. national defense strategies of the future will likely continue to call on our allies
and partners to do more to support global security. Defense strategy and policy capacity
building can be central to making that aspiration a reality. The security cooperation system
and its leaders are prone to promoting training and equipping to achieve those ends. The
United States should ask that same system and its leaders to better promote institutional
capacity building for DSP, lest burden sharing efforts fail due to the fragility of a partner’s
defense strategy and policy framework.

Notes

1 There is a difference between strategy and policy made at the defense level, and policy made at the military
service or joint headquarters levels. Defense strategies encompass subordinate military strategies; for example,
they also provide guidance to non-military organizations and personnel in a defense sector (for example, defense
agencies, ministerial offices, etc.). For ease of reading, “defense” is used as the umbrella term. Doctrine for
defense strategy and policy capacity building is generally the same for associated military-oriented DSP work,
although military organizations have important cultural, organizational, and mission differences that will impact
strategy and policy formulation at the military headquarters level and below.

2 Zoltan Barany, The Soldier and the Changing State: Building Democratic Armies in Africa, Asia, Europe, and
the Americas (Princeton, NJ: Princeton University Press, 2012), 355-356. Barany provides a useful discussion
of why it is important for countries in democratic transition to identify the right military missions, so that these
militaries will be sized and shaped to be relevant to the direction of that democratic change. For DSP practitioners
that may be working in a state experiencing such a transition, defense strategy processes can be very useful to
supporting a review of new or needed missions for a military undergoing reform or change.

3 Policies exist throughout a defense enterprise to direct the work of organizations and people. Policies are used
to keep organizations and staff aligned as they do that work. Personnel policies, logistics policies, and budget
policies all play important roles in helping defense institutions manage day-to-day activities. Defense policy in
this definition operates at a political-military level as described.

4 Joint concepts are important for defense institution building as they help defense and military institutions to
identify more effective and efficient ways to manage their organizations, budgets, and military units. A simple
example relates to airpower across multiple services. Without joint concepts being used to shape defense choices,
defense institutions may naturally evolve to have airpower and aviation capabilities in every single service in
ways that are not needed. In systems where oversight or management is not good, this may result in each military
service investing in or trying to maintain similar types of aviation aircraft (such as helicopters). This may also
result in these aircraft being very expensive to maintain, or operate, which can often lead to management choices
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to not fund readiness or sustainment. Over time, a nation may have a large helicopter fleet, but it will not be able
to operate those aircraft when it needs to (due to resultant operational readiness shortfalls). Using joint concepts to
inform “force development” choices can help identify how a smaller number of aircraft, associated with joint mis-
sions and tasks, can be maintained and operated at lower cost (e.g., efficiency) but still get the required military
activities accomplished (e.g., effectiveness). While beyond the scope of this paper, and still evolving as an area of
DIB discipline, joint concepts and their utilization in DIB capacity building are topics worth additional academic
study and practitioner discussion.

5U.S. Code, Title 10, “Armed Forces,” § 118.

6 Republic of Indonesia Ministry of Defense and U.S. DOD, Joint Statement on Comprehensive Defense Coop-
eration, October 26, 2015.

7 Elliot Cohen, Supreme Command: Soldiers, Statesmen, and Leadership in Wartime (New York, NY: The Free
Press, 2002), 205-207. Cohen’s arguments on civilian control and civil-military dialogue are instructive to this
point. He argues against those that believe civilian leaders should simply identify the goals of a strategy or a war
and then let the military determine the ways and means to conduct them; he believes this is deeply misguided.
Rather, he sees that the right lessons from history should be, “above all, that political leaders must immerse them-
selves in the conduct of their wars no less than in their great projects of domestic legislation; that they must master
their military briefs as thoroughly as they do their civilian ones; that they must demand and expect from their
military subordinates a candor as bruising as it is necessary; that both groups must expect a running conversation
in which, although civilian opinion will not usually dictate, it must dominate; and that conversation will cover not
only ends and policies, but ways and means” (emphasis added).

8 United States Institute of Peace, Guiding Principles for Stabilization and Reconstruction (Washington, DC:
United States Institute of Peace, 2009), 6-51 to 6-53.

9 Intervention is used here as borrowed from international development terminology.

10 Isabel Vogel, “Review of the use of “Theory of Change” in international development,” UK Department
for International Development Review Report, April 2012, available at <https://assets.publishing.service.gov.
uk/media/57a08a5ded915d3¢fd00071a/DFID_ToC Review VogelV7.pdf>, 8-12. For an overview of theory of
change history and usage within international development efforts, see Vogel: “Theory of change comes from
both evaluation and social change traditions, so it is being used both by smaller civil society organizations and
by donors. Development agencies and organizations are mainly using theory of change for evaluation, but it is
increasingly being used for program design and to guide implementation. Perceived benefits include an integrated
approach to design, implementation and evaluation and better analysis of the program context than other ap-
proaches.”

11 Nadia Gerspacher, Strategic Advising in Foreign Assistance, A Practical Guide (Boulder, CO: Kumarian Press,
2016), 27-38.

12 Luma Institute, Innovating for People Handbook of Human-Centered Design Methods (Pittsburgh, PA: LUMA
Institute, 2012).

13 Technically, in 2011 and 2012, ministerial advising with the Afghan Ministry of Defense was not a declared
NATO mission. It was a U.S. mission, under the Combined Security Transition Command-Afghanistan Com-
mander (the commander was dual hatted as the NATO Training Assistance-Afghanistan Commander). Other
countries joined this effort in their respective bilateral mechanisms. This included the United Kingdom, France,
Canada, Germany, Estonia, and others. In practice, however, our Afghan partners saw us as representing the
NATO coalition, and we operated as a multilateral staff. For simplicity sake, the author uses NATO advisors or
capacity builders to describe our efforts.
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Human Resources Management

Henry A. Leonard

trategic human resource management (HRM) is a fundamentally important

institutional capability for all defense organizations, and thus a key element of defense

institution building (DIB). Although each nation manages its defense institutions
differently, every nation needs its own overarching concept, along with policies, plans,
and programs, to manage its security forces and the people in them. HRM combines with
other technical elements, such as resource management and logistics, to form the pillars
that support the overall administration of a nation’s defense sector. Successful strategic
human resources (HR) systems provide not only for the armed forces themselves, but also
for the organizations and institutions that support those forces. Absence or failure of this
pillar would be a serious if not fatal flaw in a nation’s overall defense posture. Accordingly,
partner nations have a significant interest in adapting and transforming their strategic HR
systems to align with modern best practices.

Despite this basic motivation, support for efforts to transform strategic HRM
institutions can be particularly challenging. HRM is inherently complicated in the best
of circumstances: its different elements are closely interwoven and frequently in tension
with one another, sometimes in ways that cannot be foreseen. One classic example is the
tension between current readiness, which argues for retaining people in positions longer
to capitalize on their experience, and readiness in the longer term, which argues (up to
a point) for rotating more people through key developmental positions. This is just one
of the myriad balances that strategic HRM systems, and the people who implement
them, must achieve. In addition, defense sector HRM institution building in many of
our partner nations faces challenges presented by socio-political, cultural, and economic
circumstances, alongside challenges posed by vested interests within existing political and
military structures. Collectively, these challenges can produce considerable inertia, which
makes strategic HRM transformation programs simultaneously more challenging and
more important than they would otherwise be.

This chapter begins by discussing the overall goals and vision for a typical DIB effort
to support transformation of strategic HRM institutions, and presents a general framework
for designing such support for ministries of defense, general staffs, and armed forces staffs
in their efforts to modernize their institutions and practices. The concepts, principles, and
a greater share of the methods themselves apply more or less equally to the management
of the military and civilian defense workforce, and should be viewed in that light. The
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discussion then turns to a more detailed presentation of a strategic HRM concept and a
model to accompany it, including insights drawn from work with partner nations over
the past several years. The next section draws directly and heavily from experiences with
partner nations and discusses two cases that bring out many of the points discussed earlier,
as well as insights into some of the challenges faced by those attempting to build more
modern defense institutions. The chapter ends with some general considerations and
conclusions that highlight the more important aspects of the model.

DIB and Strategic HRM

The general purpose of DIB is to advance strategic U.S. objectives by working with
partner-nation defense officials to define requirements for the transformation of their
defense institutions and to establish a shared approach to address those requirements.
More specifically, this involves helping partner nations build effective, transparent, and
accountable defense institutions, thus advancing the ideals of democracy and the rule
of law, as well as key strategic interests.! DIB programs aim to empower partner-nation
defense institutions to establish or re-orient their policies and structures to accomplish
those ends, including making their institutions more affordable and responsive to civilian
oversight.?

Human resource management transformation efforts include modernizing strategic
HRM institutions and practices, enhancing the professionalism of defense workforces, and
improving the ability of the people in partner-nation defense organizations to coordinate
operations with other modern defense forces engaged in cooperative international
efforts. Considering this framework, the foundations of a strategic HRM system include
transparency, meritocracy, efficiency, effectiveness, and a carefully maintained balance
between short- and long-term goals. Similar to the other pillars of strategic defense
institution management, it is also important for the system to include suitable requirements
and measures for evaluating the impacts of the various policies and procedures being put
into effect.

Accomplishing the three HRM goals outlined above requires the active participation
of both the senior leadership and key leaders and staffs in the defense sector, and on
occasion those in other institutions. Although DIB HRM teams typically do most of
their work with staffs directly concerned with HRM—e.g., the HRM departments in the
ministry of defense (MOD), the J-1 or G-1 divisions of the joint or general staffs, and the
G-1 divisions of service staffs—it is important that they connect periodically with more
senior officials in the ministerial or senior military leadership. It is also important that they
connect with the most senior officials—i.e., department or division chiefs—in the HRM
arena, as well as with their staffs. For instance, DIB teams have interacted with the deputy
ministers responsible for HRM, principal deputy ministers, and occasionally the defense

ministers themselves. On the military side, the teams have regularly met with J-1s or their
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deputies, and periodically with chiefs of defense staff or their deputies. Where appropriate,
they have also had sessions that combined defense HRM staffs and key officials in civil

service or veterans outreach agencies.

Aligning HRM Objectives with Strategic Defense Goals

This chapter highlights the importance of ensuring that a partner’s overall strategic goals
are appropriately reflected in its strategic HRM goals; the emphasis given to this connection
is a distinguishing feature of the model discussed below. While this may seem more or
less intuitive to most HR experts, partner nations do not always have the capability to
make these important connections or to describe the processes by which national strategic
goals drive—as they should—the goals of the HRM system. Thus, this principle can be
overlooked or given too little attention in practice. From a DIB HRM standpoint, this
means that work with any partner nation must be based on a mutual understanding of the
nation’s overall strategic goals, how these goals lead to appropriate force designs and goals
for HRM, how the various processes for achieving HR objectives are put into practice, and
how the processes currently work.

A national strategic goal could be, for instance, “defend the nation’s territorial
integrity.” This clearly necessitates land warfare and in many instances maritime capabilities,
thus giving rise to requirements for land, naval, and air forces. These requirements also
include a command and control structure to plan, coordinate, and execute operations; an
institutional structure to raise, train, equip, maintain, and sustain the forces; and a resource
management system to provide funding to support all those activities. All the organizations
responsible for these functions must also be provided with the human resources to
accomplish them. Actual force requirements depend on a host of other factors, including
the country’s overall geopolitical environment and the degree of cooperation and support
agreed upon with allies, if any, or other friendly nations. While these connections are not
solely the responsibility of HR managers, the act of making the connections and turning
them into force designs is, among other things, an act of strategic HRM and should be
considered as such. It follows that learning about how the partner nation conducts these
processes, and how its HR community translates force designs into manning and workforce
development requirements, should be part of a preliminary examination of that nation’s
strategic HR posture.

HRM Assessments

Conducting a preliminary examination to determine the status of strategic HR practices
and institutions, and of current efforts to transform them, is fundamental to the design
of any DIB effort. This assessment—based on the HRM implications of the national
defense strategy—starts with an exploratory visit to the partner nation to discuss goals and
objectives with defense officials, members of the U.S. country team, and, where present
and as appropriate, other members of the international community engaged in similar
support efforts. These introductory discussions also give the partner nation’s defense
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leadership an opportunity to learn about the DIB team’s plans and the views, experience,
and perspectives of the team’s members, and to shape those plans to complement their
own transformation efforts. This scoping process endeavors, as much as possible, to
examine the current state of the defense workforce and to learn how the partner-nation
leadership would like to see it develop. Planners of the DIB effort need to gain familiarity
with current institutions, policies, and practices designed to develop a professional defense
workforce, acquire any current assessments as to their effectiveness, and gauge the senior
leadership’s understanding of their strategic HR challenges as well as their commitment
to dealing with them. The teams should also obtain the partner nation’s current working
definition of strategic HRM and learn how it is reflected in associated strategy and policy
documents. In addition, it is important to determine the partner leadership’s priorities for
transforming or enhancing their HRM institutions. Balance is important here as well: while
it is important to understand and empathize with the partner-nation officials, it is also
important for DIB teams to offer their own assessments of HRM institutions as well as the
priorities for working to change them.

Those engaged in DIB efforts have to bear in mind that any nation’s HRM institutions
and practices are, to a significant extent, reflections of the nation’s socio-political, economic,
and cultural circumstances, and constrained by them. The legal framework in some partner
nations can also be a more significant constraint than is commonly found in the United
States and other Western countries. For example, pension system laws and regulations
may apply to the entire civil sector of the nation, making it difficult to change aspects of
military pensions. In short, defense establishments around the world differ considerably
in their approach to the management of both uniformed and civilian personnel; and
understanding these differences and the challenges they pose is fundamental to the success
of any supporting effort.

Enhancing strategic HRM institutions and practices is not just about introducing new
ways of doing business, but also about addressing long-standing cultural, social, political,
and power relationships. These factors often make proposed changes in HRM practices
contentious and difficult to achieve. American—or North Atlantic Treaty Organization
(NATO), or “Western”—solutions cannot be directly incorporated: opportunities for
progress depend upon the unique institutional arrangements and the underlying socio-
political and cultural contexts in each country.

One DIB HRM team, for instance, worked with HR staff in a partner nation to develop
a means to eliminate a long-standing practice of assigning people—particularly officers—
based more on the preferences of senior leaders than on the rank and qualifications of the
person being assigned. Accomplishing this objective was a significant challenge: it had been
a NATO Partnership Goal for almost a decade, with no visible progress. More than two
years after the DIB team began working with the partner’s staff, the staft was ready to take a
decision briefing to the Defense Minister to accomplish this overall purpose. The Minister
approved this plan and implementation has proceeded systematically over the following
years, albeit amid some vestigial resistance. Understanding the existing circumstances and
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their influence on HRM institutions and practices is thus an important element of the initial
scoping process. This understanding also helps in maintaining perspective—i.e., managing
expectations—regarding the ability of partner-nation leaders to engender change.

An Overarching Construct for Strategic HRM

Experience shows that transformation efforts are most productive when carried out in a
collaborative manner. Thus, the major elements of the model presented in this chapter lend
themselves to cooperative engagement. This section starts with an organizing construct for
strategic HRM, drawing on the “T'alent Management” concept, and continues with details
regarding the key components of the framework.?

There are two important things to note about the model and the presentation in this
chapter: First, no two nations are alike in their defense institutions and goals. Therefore,
no two collaborative support efforts can be entirely alike, and planners have to adapt their
approaches in the context of partner-nation circumstances, goals, practices, and other
considerations. The model presented here enables adaptive (and selective) application,
based on a planner-based assessment of goals and priorities. This model can be a decision
support tool, both for conducting assessments and for designing and focusing support
efforts, and has been used successfully with that idea in mind. The importance of adaptive
and selective application—i.e., using the construct here as a template and not as a rigid
framework—cannot be overstated in the context of DIB. While the examples and case
studies in this chapter concentrate on areas where DIB efforts were needed on a larger
scale, the processes, policies, programs, and institutions in a given partner nation may need
only minor adjustments to accomplish their HRM goals.

Second, valid and current assessment of the partner nation’s HR situation is crucial,
and it is a necessary first step toward the development of more detailed support plans.
Thereafter, it is important to conduct informal assessments continuously throughout the
engagement, though it may also be useful to conduct more formal reviews periodically.
The construct presented here is both a basis for design and conduct of assessments, and a
foundation for the design of support plans.

The strategic HRM model below is an adaptation of the Talent Management concept,
and draws heavily from it. The Association for Talent Development has defined Talent
Management as, “A holistic approach to optimizing human capital, which enables an
organization to drive short- and long-term results by building culture, engagement,
capability, and capacity through integrated talent acquisition, development, and
deployment processes that are aligned to business goals.” This is a good working definition
of the strategic HRM concept outlined here. It is important to stress the provision at the
end of the definition, that the “processes” are “aligned to business goals.” In the context
of the strategic HRM model in this chapter, that means re-wording the above passage
slightly to, “aligned to the goals of the nation’s national security and military strategies.”
In other words, the foundation underlying a nation’s HR strategy includes the nation’s
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national security and military goals. From these goals come more specific requirements
for capabilities, requirements for forces and organizations oriented on providing those
capabilities, and competency requirements for the different positions in the units and
organizations. This is the essence of the planning function in the construct below. The rest
of the processes are then designed to support the achievement of the overall HR goals and
to contribute to the ability of other processes to achieve them.

Figure 1: Strategic HRM Model
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Figure 1 illustrates the strategic HRM construct used in this chapter. This chapter

favors the model illustrated in Figure I because it explicitly establishes the need for
alignment of organizational goals with HRM system goals. This model is itself a composite
that draws not only from other models but also from the experience of several DIB HRM
teams.

The diagram demonstrates the primacy the model gives to the overall strategy and
goals, and their influence on the personnel planning process (represented by the block at
the top), which derives its goals and direction from the national strategy and goals (the
blue arrow at the top left connotes this connection). The essence of this model, and one
of its distinguishing features, is that all three of the other major functions (acquisition,
engagement, and development, and the sub-functions associated with each) derive their
goals directly or indirectly from the personnel planning goals. All functions contribute
individually, and often collectively, to the accomplishment of the overall goals.

Another important feature is that the functions operate simultaneously: although
the planning activities drive the others, this is a dynamic model that represents the real
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world in which all the functions are continually adapting to changing circumstances. The
thin two-way arrows symbolize the integrated nature of the model: all the major elements
influence the other elements in some way. The same can generally be said of the more
specific processes that comprise each element. In fact, some of the more specific HRM
processes are arguably an integral part of more than one major element; performance
management (supporting both engagement and development) is but one example. The
arrow connecting the results box with the strategy and goals box signifies the requirement
to evaluate the overall results of the strategic HRM system in light of its contribution to
accomplishing the nation’s strategic goals.

There are other models (and accompanying diagrams) that illustrate the various
elements of HRM and their connections with one another. Many in the strategic HRM
community are familiar with a model usually called the life-cycle model, illustrated in
Figure 27

Figure 2: Life-Cycle Model
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By way of brief comparison with the model represented by Figure 1, note that the
functions illustrated in Figure 2 are essentially confined to the management of individuals,
and as such, are very closely matched to many of the functions in the strategic HRM model.
But this figure does not explicitly include requirements for units, organizations, people,
capabilities, and skills, so it is treating these requirements as more or less exogenous.
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Figure 1 is more comprehensive; it not only includes the determination of requirements,
it starts with it. This significant difference is what makes a strategic HRM model truly
strategic, capturing the principle that the HRM-specific processes need to be “aligned
to business goals,” and, in the case of defense-related HRM institutions, that they need
to be derived from—and aligned with—national strategic goals. It would be possible to
adapt other versions of the life-cycle model, especially those that can be applied at both the
organizational process and individual level, to accomplish the purposes we are discussing.
But the key purposes of the model in the DIB context—establishing a framework for
the assessment of partner-nation defense HRM practices and for designing and guiding
support for their transformation efforts—remain constant regardless of the model chosen.

The Strategic HRM Model in More Detail

The following subsections provide more detail on the contributing elements in the strategic
HRM functions (planning, acquisition, engagement, and development). They draw, as
appropriate, from the Talent Management strategic HRM model outlined in Figure 1. The
primary purpose of these subsections is to provide additional detail regarding the numerous
elements and sub-elements of a strategic HRM system. Taken as a whole, this section is a
template—a “teachable model”—that can aid in the design of an assessment of a partner
nation’s HRM institutions, policies, and practices, and in the design of the DIB efforts
specified in that assessment. It starts with drawing HRM goals from the national strategic
goals, and proceeds to show key elements of workforce planning, systems for acquiring and
retaining talent, means for developing the workforce, and programs that engage with and
sustain the workforce. This section also includes considerations for a records management
system, which, in one form or another, is a crucial supporting system in strategic HRM.

Connecting Strategic Goals with Strategic HRM

This connects with the “plans” block in Figure 1. If strategic HRM processes are to derive
from and support the overall national security strategy, they should be founded on a method
for drawing from national strategic goals, capability, and force requirements to articulate
the workforce requirements that form the foundation for the human resource strategy; the
means for developing the overall HR strategy; and the institutions to implement it. Each
of these can be addressed separately, as in the discussion that follows, which also addresses
some key sub-elements that enable the overall process.

The national security strategy’s implications for capabilities turn into more specific
requirements for forces, manpower, and skills through functional links between the
development of national defense requirements and the delineation of strategic HRM
requirements and goals. Those responsible for strategic HRM (not just the HRM staff) must
first translate strategic defense goals into required capabilities for military forces. Many
readers will see here a notable similarity with capability-based planning. The processes are
nearly identical until one considers the more detailed HRM functions. The next steps include
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deriving operational and institutional requirements from national security and military
plans, identifying roles and missions for military forces and supporting institutions, and
translating roles and missions into organizational designs both for the military forces and
for their supporting institutions. The organizational designs and requirements then utilize
a job and position classification system to establish specific manning needs: numbers,
skills, and grade levels for military and civilians in operating forces and their supporting
institutions. There must also be a process in place for ensuring accessions, retention, career
management, and professional development processes are and remain consistent with
manning requirements.

These processes and those listed below are iterative and may in some cases be
simultaneous or nearly so, as suggested by the feedback loops and the “Measure and
Evaluate” section of the strategic HRM diagram presented above. It is also important
to note that the required force has to be determined not only in the context of strategic
requirements but also in the context of the capabilities to produce, develop, equip, and
sustain it, both in the near term and in the longer term. The HRM system needs to have
a rationally developed set of requirements to man either the operating forces or the
supporting institutions with any reasonable chance of success. Partner countries have been
known to develop force designs that are not compatible with the manning system, and
may in fact not be feasible at all considering resource and political constraints. In other
cases, HRM staffs are trying to manage workforces without a sufficiently developed force
design. In one case, a partner nation continues to try to develop certain types of forces
that are not best suited to the operational context in which those forces will operate. In
another case, a partner nation is still struggling to develop and articulate a concept for
the employment of reserve forces, from which would flow the specification of capabilities,
and then numbers, types, and designs for units in the force. This challenge spills over into
specification of manpower requirements for active forces as well. Until the armed forces
staff and leadership can define the concept and its derivative requirements, the HRM
workforce planning process will continue to lack a well-developed set of requirements, and
thus will have significant difficulty in meeting either active or reserve force manning goals.

Manning requirements—specified in terms of positions, ranks, grades, qualifications,
skills, experience levels, and the like—become the fundamental goal for the HRM strategy
and the means for implementing and assessing its success. Like strategy development
processes, this generally involves establishing and articulating strategic HRM goals,
identifying ways and means to accomplish those goals, and articulating the goals,
objectives, ways, and means in an overall statement of the HRM strategy. In this process,
it is important that the HRM system take into account both current requirements and
the need to sustain the force over time. The latter starts with specifying, establishing,
and maintaining a sustainable grade and experience profile for the force, consistent with
manning requirements drawn from the force design. Put simply, sustainable profiles are
those that allow for natural aging and attrition of the force: ideally the profile has more
people with six years of service than with seven, and so forth. This rather simple theory is
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difficult to put into practice; U.S. and other Western military services frequently struggle
with it, especially when downsizing. The challenge becomes more acute when—as is the
case in some partner nations—the actual profile is skewed toward the longer years of
service, with a significant trough in the middle years. Regardless of the current size and
shape of the personnel profile, the establishment of a sustainable one is a key strategic
HRM goal. Once the strategic goals have been articulated, the next steps require translating
the strategy into specific policies, procedures, and implementing guidance; this is an area
where DIB teams are likely to find themselves engaged repeatedly.

A parallel process involves identifying the financial resources required to support
all the HRM functions, and ensuring programming and budgeting processes suitably
account for those requirements. The main cost of this resource requirement comes from
compensation, benefit, and pension systems; legacy compensation systems in partner
nations frequently consume disproportionate shares of small defense budgets. Additional
costs include recruiting operations and the operations of HRM institutions and their
infrastructure.

The nation must also have in place the strategic HRM institutions needed to
accomplish the purposes described above. If those purposes are clearly delineated, this
process will be much easier; in many cases, it will involve relatively minor refinements or
adaptions to existing institutions. Depending on the presence and suitability of strategic
HRM institutions, some combination of the following steps will aid in their creation,
refinement, or adaptation. Identifying responsibilities and aligning the strategic HRM
system and its institutions with the designed strategy is the first step. Which agencies will
be responsible for which elements of HRM? Where does ultimate responsibility for policy
formulation and oversight lie? How will the different elements coordinate their efforts and
account for their impacts on one another? These are fundamental questions DIB HRM
teams have confronted in many partner nations. Depending on the answers to questions
like these, DIB teams also assist in assessing the ability of HRM institutions and policies
to carry out their responsibilities and in identifying areas for refinement or improvement.
In turn, this process can lead to the development of alternatives for reorganizing and
augmenting HRM institutions and agencies at the MOD, joint staff, and service HQ level
as needed, and to the development of ideas for training and educating staffs and other key
implementing personnel.

Last, but not least important, is the theme of designing and implementing systems,
with associated metrics to evaluate the success of the HRM strategy and its policies, and
compliance with HRM guidance.

Workforce and Succession Planning

In the context of our HRM model, the term “succession planning” refers to the ability
to project anticipated vacancies and turn those projections into requirements for
replacements—either from the existing manpower pool or from new hires.® An additional
challenge in succession planning is that it is an iterative process: replacements coming
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from within the pool must themselves be replaced. This process could perhaps as easily
be added to the workforce design parts of the strategic HRM planning considerations
described above; in the model diagram it belongs in the planning box. Succession planning
is discussed separately in this section because it is distinct as a specific responsibility of
the human resource community and because it forms a good connecting bridge with
the acquisition, development, and engagement functions that follow. In particular, this
bridging step forms the basis for accession and retention planning, and for many of the
elements of career management as well.

A capable workforce planning process tracks and projects anticipated losses and
pending vacancies using some kind of measurable model. The technical complexity of this
process depends on its magnitude and on the cultural characteristics and technological
capabilities of the partner nation. Small forces do not need elaborate systems to project
vacancies; larger ones will be better served if they have a comprehensive analytical system
that supports accurate projections. Given reliable projections, the organization can
determine how vacancies will be filled, including where candidates will be drawn from
(new hires, transfers, promotions). The process must also account for the requirements for
each position, in order to accurately allot candidates to open positions. These derive from
the force design process, and could include rank, technical skills, or years of experience. By
aligning the projected losses and vacancies with specific requirements, organizations are
able to evaluate whether their existing applicant pool contains enough qualified candidates,
or if more need to be sought, for example, through outside or civilian hire, recruitment,
conscription, or some combination.

The assignment system must also be tied to the career management system to ensure
positions are filled not just on the basis of immediate needs and qualifications for the
position in question, but also with a view toward the experience and exposure (either
managerial or technical) the position will provide in developing the incumbent for other
positions in the future. This implies the need to connect the succession management and
assignment systems with training, education, selection, and professional development
systems in a comprehensive career management system. This is one of many examples
of the ways in which different elements of the HRM system influence and depend on
one another in important ways. In many partner nations, these connections are better
understood in theory than in practice. In designing these planning systems, the partner
nation must ensure that they employ fair and transparent assignment and selection
protocols that permit transparency and accountability.

Lastly, partner nations must design a succession plan for senior leadership and other
key positions. This may or may not be included in the processes described above; many
military services (including those of the United States) have separate—generally board-
supported—selection processes for filling many key positions at more senior levels.

Systems for Acquiring and Retaining Talent
This is the “acquisition” element of the model. Arguably, the retention components could
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be considered part of development or engagement—another example of how the different
elements are intertwined. Noting these close connections, retention is included here because
it is a means of acquiring (or re-acquiring) people to fill the vacancies determined in the
workforce planning process. Recruiting and conscription (which can be and frequently are
used simultaneously) are also separated from the initial “onboarding” of newly acquired
personnel.

There are thus three overall functions connected with acquiring and retaining talent:
acquisition itself, frequently called the “accession” process, transition (“onboarding”)
of the new accessions, and retention. These all interrelate closely with requirements
determination, and with the development processes.

Accessions: The HRM system identifies, screens, and acquires its new entrants (“accessions”

through a fair and transparent recruiting or conscription process, or both. To do this
efficiently, the succession planning process must specify accession requirements in terms
of numbers, skills, aptitudes, and qualifications. The accession system itself must set
and enforce qualification standards, and must have the means for testing and screening
applicants or conscripts using those standards. Accomplishing this requires due attention
paid to the allocation of sufficient manpower resources to institutions responsible for the
accession processes, training those personnel, and focusing and supporting their efforts
with marketing and propensity analyses, advertising, and appropriately targeted incentives.

Entry and “onboarding”: Establishing and carrying out successful entry training and
“onboarding” processes starts with maintaining a functional and visible link between
accession plans and requirements, and the capacity of systems conducting accession
training and education. For officer accessions, this will often include military academies
(current or planned), and in other cases it will involve countries having their personnel
trained in other nations’ military academies. The successful transition of new entrants
also requires adequate resources—sufficient numbers of properly trained and qualified
personnel operating in organized entry training institutions (academies, training base, etc.)
with sufficient equipment and facilities to meet requirements. Finally, successful transition
culminates in effective “onboarding” processes in receiving organizations; this should be a
matter of interest in assessments of HRM activities.

Retention: Effective retention processes start with the establishment of retention goals
based on manning requirements and predicted losses: skills, aptitudes, qualifications,
and numbers, which, taken together, comprise specific retention requirements. This is
yet another example of the connection with workforce planning processes. Retention
planning should include the means to compare retention goals with anticipated behavior
and adjusting policies or incentives accordingly, and to apply those incentives to encourage
the required number of people to continue their careers. This is partly an ongoing and
relatively short-term dynamic process centered on bonuses or other immediate incentives,
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but over the longer term it should include periodic examination of the retention effects of
the entire compensation system, including all pays and benefits. Retention processes should
also identify training and education requirements and select individuals to align with them,
with sufficient lead-time to allow efficient allocation of training and education resources.
This aligns closely with the development function, below. Finally, the HRM system
must ensure that the assignment and distribution systems place retained individuals in
accordance with requirements; this is another case where periodic assessments are needed
to ensure all systems are aligned.

Developing the Workforce

This function covers a very wide range of activities, all of which should trace back to overall
requirements; the connections with workforce and succession planning are particularly
important. The elements and sub-elements listed here also connect very closely with one
another and in many ways with the engagement and acquisition functions. Of all the parts
of the strategic HRM model, this major function depends the most on active participation
from the leadership in operational units and supporting institutions, not just members of
HR staffs. For many partner nations, professional development, education, and training
are key reform activities. In some cases, education and training have been singled out as a
specific NATO Partnership Goal.

Professional development system: First and foremost, there must be a comprehensive and
well-maintained professional development system. This is the prerequisite for operating
effective training and education systems. An effective professional development system
must first project and identify vacancies, along with the education, training, and experience
requirements associated with the coming vacancies. Career and assignment managers
must then match the pre-requisites with available candidates in the pool, which helps to
determine any needs for additional training or education for these candidates, and also
enables better alignment of individual development needs with the manning requirements
of the force. Note that a system for monitoring accumulated experience, training, and
education is a key enabler for identifying candidates and any development needs. The
result of these coordinated processes is the efficient matching of best-qualified candidates
against projected vacancies.

Education and training systems: These support the professional development system
outlined above, and could thus be combined. Typically, however, the institutions that
perform these functions are separate from the staff and leadership organizations that
accomplish the functions listed above. Whether the institutions are combined or not, the
functions must be well coordinated with one another and with the assignment and career
management functions. The professional development system provides the requirements
for the training and education system, thus enabling the managers of that system to
project and specify training and education needs for all components of the force. The
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HRM system must also develop and maintain the capacity to provide required training
and education. Ideally, this is a flexible capacity that can adjust, within reasonable limits,
to changes in requirements. Part of this flexibility can come from judicious planning and
projecting. Integrating available foreign or civil sector training and education courses
with requirements determination is another potentially significant source of flexibility in
matching requirements with the capacity of national institutions; this plays a particularly
significant role in the training, education, and professional development systems in smaller
partner nations. Evaluation and validation of the effectiveness of all of these systems, and
the degree to which they are suitably coordinated, is also a key responsibility.

Selections: Requirements-based, objective, and transparent promotion and selection
processes are the third major element of the development function. The basis for all of these
processes is identification of vacancies by grade and specialty, in accordance with needs
projected in the succession planning and professional development processes—another of
the many connections among the elements of the HRM system. It is important to emphasize
that selections are not just for promotions, a concept not universally well understood. An
assignment manager makes selections all the time; a commander is selecting when he or
she chooses someone from within the organization to move from one position to another.
The selection system must be founded on objective selection criteria that are disseminated
to and understood by those affected. Another significant challenge is the establishment of
selection procedures (as distinct from criteria), including boards as required or appropriate,
and ensuring their workings are also fully understood in the workforce. Another crucial
enabler for effective selection procedures is a system for collecting and keeping records
that objectively, systematically, and consistently reflect performance and other key factors
connected with the selection criteria. These processes, and the evaluation and performance
management systems that support them, depend heavily on the active and informed
support of leaders and other supervisors in the workforce. It is therefore crucial that these
individuals be well educated on the workings of the systems and their roles in them. It
is also important that those directly responsible for the selection processes (e.g., senior
leaders, assignment managers, board members as appropriate) be well educated regarding
their responsibilities. Finally, there must be an oversight process through which the senior
leadership monitors selection processes and evaluates their success and objectivity.

Engaging with the Workforce

This major function involves efforts to engage with and sustain the workforce, including
provision of support for families as appropriate. Like the others, it includes a wide range of
sub-elements, and many of these overlap with the other overarching functions, particularly
the development function. One overlap in particular stands out: performance management,
which is a key element of both engagement and development. This is included with
engagement because the developmental aspects of performance management comprise one
of the ways in which the leadership engages with and motivates the workforce. However,
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one could just as easily argue that the most important effects of performance management
are those that support workforce development. The success of all these efforts should be
evaluated in light of the degree to which they accomplish the overall goals set forth in the
planning process, or contribute to the effectiveness of other activities in achieving those
goals.

Performance Management

Setting up and employing an objective and transparent performance management system
consists of a wide range of policy development and implementation practices. This has
been a matter of considerable interest for the HR communities in many of our partner
nations. Performance management is a holistic process that comprises much more than
just evaluations: one of the reasons it is included in this model under engagement, while
also an important contributor to development. This point, and the need to keep all the
elements listed in this section coordinated with and supportive of one another, is not
altogether well understood by some partner nations.

Performance management starts with establishing and publishing overall goals for
the system. This includes developing criteria for evaluation—professional values and
standards, and key common competencies, knowledge, and skills—and developing skill
and knowledge requirements by specialty and grade. This connects closely with job and
position classifications (in workforce planning) and, again, with professional development.
The HRM system must also organize evaluation means and methods into a comprehensive
process for individual evaluations, and establish methods to be used in the evaluations: the
means by which leaders and managers communicate evaluations of key traits, knowledge,
skills, competence, overall performance, and potential. Typically, this is done using
evaluation forms; getting these forms structured in ways that truly accomplish the purposes
of the evaluation system is a frequent challenge. Another challenge is encouraging partner
nations to include and stress policies for goal-setting and periodic counseling. These
provisions tend to be honored more in theory than in practice.

The maintenance of links between performance evaluation and systems for selection,
retention, and separation also needs attention; discussions of performance evaluation
invariably lead to these links. It is important to stress that while evaluations can and should
have a prominent role in selection processes, performance management should also
contribute in more general ways to furthering the development and improving the abilities
of the workforce to accomplish its goals. In this regard, appropriate policies and practices
for other means of recognizing achievement (e.g., awards, other commendatory actions,
and bonuses) can be useful contributors to the overall performance management system.

The points above make the importance of training and educating all personnel
regarding the performance management system and their role in it more or less self-evident.
Another potentially large stumbling block is getting “buy-in” from the leaders who have
to implement the performance management system, which is critical since efforts to refine
the system will fail otherwise. It also follows that overseeing the system to ensure quality
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control and enable adaptation is another significant role for the HRM staft, supported by
the senior leadership.

Compensation and Benefits

A total compensation/benefits system integrates the effects of numerous forms of monetary
and non-monetary compensation. Such a system is generally founded on a pay program
based on appropriate characteristics and qualifications of individuals (e.g., rank and
experience) and reflected in basic pay tables. The system should also have supplementary
compensation and bonus policies as appropriate to reward certain duties, incentivize skills,
and shape the force longitudinally. It should also take account of the role that non-monetary
benefits (discussed below) play in the total compensation system and, thus, of their
contribution to shaping the force. Many host counterparts have trouble conceptualizing
this: benefits tend to be considered as social programs and not as part of the means for
motivating or shaping the force. Partner-nation HRM staff and the leadership in the force
must also ensure that the total compensation and benefits system is communicated to and
understood by all concerned.

Retirement and Pensions

Effective strategic HRM includes establishing a retirement and pension system that
fairly and effectively rewards dedicated service, adequately provides for retirees, and
complements the rest of the compensation system in accomplishing motivational and
force-shaping goals. Many see this element of compensation as separate from the others,
so those involved in DIB programs should emphasize the value of taking a holistic view.
In particular, programs should help partners to see pensions and other retirement benefits
as part of total compensation. Some partners do not have a military pension system per se,
so pensions for military retirees come under a national pension system. In these cases, it
is far more difficult for those in the HRM system to see and use pensions as part of total
compensation. This does not mean giving up on advancing the holistic view, but it is an
additional challenge in the design and accomplishment of DIB goals. Establishing overall
goals for the retirement system helps to encourage a broader vision. Such a vision, based on
national and strategic HRM goals such as sizing and shaping of the force, should lead to a
system designed as an integral part of the total compensation system, including provisions
for non-financial benefits that may continue after retirement. Disseminating policies and
educating the force on retirement benefits is important, especially in cases where the system
is being altered along the lines suggested above.

Separation and Transition Processes

These processes, in their raw forms, are simply inventory management. In a well-designed
HR system, they are an integral part of total compensation; they become an effective part
of both engagement and inventory management when designed fairly and efficiently,
and when aligned with force shaping goals. In some cases, it will be necessary to develop
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standards for separation and selective retention to accomplish these purposes. Involuntary
separations are also a necessary component; fairness in their design and implementation
includes provisions for independent appeal processes. Appropriate types and amounts of
transition assistance enhance the fairness of the separation system, as do transition benefits.
The latter should be designed with entitlement provisions tied to eligibility criteria such
as length of service, disabilities, or other appropriate considerations. Veterans’ outreach
programs and other means of recognizing service of those being separated are also
worthwhile enhancements; some of our partner nations have shown considerable interest
in these kinds of programs.

Quality of Life

Many of our partner nations refer to quality-of-life institutions and practices as “social
support” or a similar term. This aligns with the previous remark that many see these benefits
as entitlements and social programs rather than part of the means for attracting candidates
and motivating the force. The latter view deserves more emphasis: quality-of-life programs
connect with many other aspects of engagement, so they are included here as one of the
elements of that overall process. Ultimately, U.S. partners in other nations will try to design
programs consistent with national standards, but it is appropriate to encourage them to do
so with motivational (and, thus, force shaping) effects in mind as well. Examples of quality-
of-life programs include, but are not limited to: medical, psychiatric, and dental care;
housing, or a housing allowance that enables members of the workforce to obtain housing
competitive with national standards; education benefits; and assistance in employment
searches and job counseling. Many nations include recreational facilities and programs,
especially where such opportunities are absent or inadequate in the civilian community.
Programs for helping people obtain information about recreation opportunities and
facilitating their access fall into this category as well. Note also that the other elements of
engagement may affect the families of workforce members, but a common thread that runs
through all of these programs is that they can be designed to have direct impacts both on
members of the workforce and their families.

Appeals and Redress of Grievances

Affording access to fair and transparent systems for seeking redress is frequently called
providing for “ombudsman” support. These systems are an important way of ensuring
people are treated fairly, both in fact and in their own perceptions. This requires, first and
foremost, that leaders and staffs be trained and supervised to execute their responsibilities
for listening to and dealing fairly with valid requests for redress. There must also be
policies and adequately staffed agencies within the HRM system for reviewing grievances
and appeals connected with personnel management decisions; appeals of evaluations and
promotion selections are prominent examples. Finally, transparency also requires that
there be “ombudsman” support outside both the chain of command and the personnel
management chain, available to all and understood by all to be independent. This is at least
as important as providing for redress within the chain of command and the HR system.
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A System for Managing Information and Records

All human resource management systems need a system for collecting, using, analyzing,
and archiving information on the members of the workforce. Such a system is valuable not
just for managing and tracking individual careers (reason enough to have the system), but
also for evaluating the effects of policies and programs and for planning future adjustments
to them. Most modern systems are automated, but that is not a hard-and-fast requirement,
and many partner nations will, at least initially, be more comfortable with manual records
or a system that combines digital and manual records. However, it is essential that some
system be in place that stores and makes available information for decision support (e.g.,
assignments and selections), research, actuarial analysis, reporting, and evaluation of
programs and policies. For example, such a system can be especially valuable in managing
retention incentives by using longitudinal analyses (enabled by archived records) to
gauge responses to these incentives. In any records system, it is also important that the
information be periodically and systematically updated; contained in archived records
to enable compiling of histories (like assignment records) and longitudinal analyses; and
accessible, with appropriate safeguards, to personnel staffs and key decision makers. The
choice of which types of information to include in the records system will naturally reflect
the priorities and requirements of the partner nation; following the guidelines above will
better enable designers of the system to select the right elements.

This section examines two case studies from DIB team experiences in partner nations.
These cases provide some perspective on supporting the efforts of partner nations to
transform their strategic human resources management, illustrate some of the points made
earlier in this chapter, and demonstrate the importance of understanding and working
within the extant circumstances of the partner nation. The first centers on the importance of
securing and maintaining support from the partner nation’s senior leaders. In the second,
the partner nation’s leadership was already engaged and supportive, so the DIB team’s
efforts focused on supporting HR staff as they put together a sound and comprehensive
program for acquiring new talent for the MOD.

Case Study 1: Objective Selection and Assignment Processes
This case study examines the experiences of a DIB HRM team in supporting the efforts
of a defense ministry and military HR staff to eliminate a legacy selection and assignment
system that essentially amounted to patronage, and replacing it with a more objective
and transparent system. The discussion brings out the challenges that socio-political and
cultural circumstances can pose—in this case, the inertia endemic to a legacy military
assignment practice combined with cultural influences. It also highlights one of the
advantages inherent in civilian control and oversight of military practices.

The legacy system derived from the nation’s connections with the Soviet Union’s
military establishment. It was further affected by socio-political and cultural influences
that grew out of the strife inherent in the transition toward democracy, which gave rise
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to loyalties and debts that influenced assignment and selection practices. As the country
worked on modernizing its military, the only example they were familiar with was their
legacy system—a system that was over-centralized, with unclear lines of command, and
led by senior officials who frequently were selected based on personal relationships, rather
than professional qualifications.

This latter practice was reflected throughout the military establishment, with officers
selected for command and other key assignments based on the preferences of senior
commanders, with little or no regard for the rank, experience, or qualifications of the
candidates. Officers so selected were paid according to the position they held, and not by
their grade, unless coincidentally. Thus, a captain filling a colonel’s position was being
paid as a colonel. In the early years of the transition process, this practice was justified
as a means of giving responsibility to forward-thinking, Western-oriented junior officers
by passing over the old line officers from the legacy force—who were being retained for
political reasons. Over time, however, even as the relevance of this rationale faded and
many recognized it was inconsistent with the principles of a well-ordered military personnel
system, the practice became more entrenched, developing into a cultural norm of sorts.

For those in the nation’s defense community interested in fostering closer partnership
with NATO, this practice had to change. NATO had in fact presented a Partnership Goal
calling for a change in the personnel assignment system for many years, yet nothing had
been done, as the partner nation’s defense and military leadership cited complications
with retirement pay and other transition difficulties that would result from such a change.
Changing the legacy system was also identified in a Bilateral Defense Consultation with the
United States as one of the tasks to be accomplished for transformation of the personnel
management system. HR staff planning to accomplish this change was under way as early
as July 2009, with a projected implementation date of 2011. Nevertheless, many senior
officers were more comfortable with the “flexibility” in assignments that was central to the
old system, and thus rejected the reform. A directive signed by a Deputy Defense Minister
directing this reform had essentially no effect. When the DIB HRM team came on the scene
in 2011, it was apparent that accomplishing this transition would require not only good
staff work, but also the active support of senior leadership in the MOD.

That active support materialized in the form of a new reform-minded Deputy
Minister, but the process still moved slowly with resistance from those that saw this reform
as too disruptive. In a private meeting with the Deputy Minister, the DIB HRM team made
the case for the transition on the basis of achieving a merit-based, objective, and transparent
selection and assignment system. They explained that moving the system in this direction
was not really about making sure that all persons of a given rank were paid the same, but
rather about making assignments by matching the rank and other qualifications required
for a position with the rank and suitability of candidates to fill it. They used the analogy
of conducting a procurement process but then setting aside the result of the competitive
process to award the contract to a friend, which is essentially what happens when a favored
officer is assigned without regard to an objective system. That example resonated well, and
the Deputy Minister decided to push forward with the reform.
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(ase Study 2 Screening and Hiring Civilian Professionals for the MOD

In this case study, the most significant challenge facing the partner nation was the absence of
a working system that used best practices to find, recruit, screen, interview, hire, and onboard
new staff for the MOD. Unlike in the example above, the DIB HRM team detected little to no
bureaucratic or political resistance, even at the beginning of the process. In fact, the MOD’s
HR staff and the Deputy Minister holding the HR portfolio were eager to move forward,
while simultaneously willing to be deliberate and careful in designing their system. Other
departments in the Ministry shared their enthusiasm, judiciously combined with patience
in the design process, and the end result was a highly successful opening round, followed by
continued success in subsequent rounds of a process that became well understood and well
established.

The fundamental challenge in this project was that there were no foundations on
which to base a recruiting and hiring effort. There was essentially no functioning national
civil service, and patronage was a significant part of the basis for hiring and placing people.
Until these efforts to build a modern recruiting and hiring system began, there had been no
serious effort to attract suitable candidates to the Ministry from the partner nation’s public.
There had been no established screening process, interviews, or any systematic (or widely
understood) assessment of the capabilities a candidate could bring to the staff, nor any
means for communicating job descriptions and requirements to prospective candidates. In
fact, there was little to no internal documentation of position requirements—a different but
related problem whose solution is still a work in progress. All of these missing attributes are
elements of a sound system for acquiring talent—i.e., the acquisition function in the strategic
HRM model above—so the DIB team concentrated its efforts on supporting the design and
development of such systems.

Through workshops, email discussions, the exchange of illustrative documents and
templates, and the offering of ideas gleaned from other modern systems, particularly those
of the United States, the DIB HRM team mentored the partner nation’s staff and provided
advice to guide their thinking and approach to this challenge. The terms “advise” and
“guide” are especially important here: the MOD staff did all the actual work in designing and
implementing the process, and the ultimate success was (and is) theirs. It is also important
to note that while the MOD HR staff had the lead role in concept development, design, and
implementation, they meticulously saw to it that they included representatives from the rest
of the Ministry at every step. They developed and vetted an overall scheme for the process,
and then partnered with a governmental testing agency to develop a test specifically designed
to screen applicants for the MOD. They then determined how best to derive a short list of
the best-qualified candidates, set up interview panels for each department, and complete the
selection of new staff. The DIB team provided general advice and support throughout the
process. Two key elements were advice on the design and content of essays to be used to
evaluate candidates who passed the initial screening, and advice on onboarding processes.

Regarding the essays, the DIB HRM team first worked with the HR department’s
designs, which later could be adapted to apply to other departments’ screening efforts. The
team’s advice on the essay design included: ensuring in advance that the purpose of the
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essays was clearly understood by all involved in the selection process; deciding whether
or not any essay questions would be connected with one or more specifics of HRM; and
establishing the criteria and methods for evaluating the quality of the essays and what the
content indicated about the suitability of the candidate. With those considerations in mind,
the team advised dividing the prospective questions into two groups, one dealing with the
applicant’s experience (not just HR experience), and the second dealing with general HR
and policy development issues. This second category brought out the degree to which the
candidate understood contemporary HRM. For example, “Describe how HR contributes to
the effectiveness of an organization in accomplishing its mission.” The DIB team stressed
that considerations for the essays were also largely applicable to structuring interview
protocols and criteria for evaluating candidates in those circumstances.

The second specific element of DIB team support came in the area of welcoming,
orienting, and onboarding new staff. The team advised the partner nation on how to bring
new staff into the world of defense and defense-related institutional policies and practices;
how to help them to understand the work being done at higher levels; and how to give them
a sense of how and where their contributions fit in. The team reviewed and commented
on several concepts, and pointed the HR staff toward several references to deepen their
understanding of contemporary practices.

Within the first few months after the new program began in earnest, the Deputy
Minister noted its success and praised both the work of the HR staff and the quality of the
new hires. Throughout the next year, the program continued successfully; by the end of
2014, it had dealt with over 1,000 applicants, and successfully brought on upwards of 60
new hires. In 2015, the partner nation ran seven more competitions, with a view toward
filling upwards of 80 positions. The cumulative extent of this effort has been considerable:
more than 3,000 applicants considered, with over 600 screened successfully and qualified
for interviews.

The MOD has also begun to re-compete many positions in which the incumbents
were not originally selected through the open competition system. Many, but not all, of the
incumbents compete successfully. Overall, this process has been a significant contribution
to transparent and merit-based hiring; a NATO Peer Review Team noted this and
commented favorably on the use of independent testing with a balanced interview process
using selection panels in the hiring of new civilian staff.

This success resulted from the care, diligence, and hard work of the HR staff, supported
by senior leadership. The DIB team’s role—as it should have been—was to provide advice
and support. The MOD HR staft took very seriously their role in supporting this entire
process for all agencies in the MOD, frequently subordinating their own needs to those of
other departments.

Other General Considerations

This section addresses some more general considerations that can help assure success both
in the scoping and assessment process, and in the design and implementation of DIB HRM
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plans. In the process, it also reinforces the idea that the elements of the strategic HRM
model are closely intertwined. Some of these observations are drawn from “Nine Best
Practices for Effective Talent Management.”

Nations must align their HRM strategy with their overall national security and
military strategies, and the force and capability requirements that derive from them. The
scoping process should determine whether or not this is already the case. Accordingly,
strategic HR managers must be fully cognizant of strategic goals and adapt HR goals and
practices as national goals and circumstances evolve. Note that in many instances this
calls for engagement of senior defense leadership above the senior HR management levels;
strategic HR managers must also see to this and be provided access accordingly.

Development of the workforce should be founded on established, basic competency
(skill) requirements for each type of position at each level; ideally, these are specified in
the workforce planning processes. In addition, requirements should include personal
attributes connected with motivation, success, ability to work with others, leadership, and
basic good character; general technical or professional knowledge beyond the essential
competencies; and experience, which develops the attributes outlined above in ways that
training and education cannot.

Human resource management is the responsibility of all leaders, not just senior HR
officials or staff members. This cannot be emphasized enough: the system is as strong as its
weakest link. For example, an ideal performance management system on paper will fail if
the (largely non-HR professional) leaders who implement it do not understand it or do not
believe in it, and therefore fail to make it work. Good professional development systems
stress the role of leaders, and thus provide accordingly for their acculturation.

The HR system must select and reward best performers. It must identify, select, and
develop based on demonstrated potential for operating at higher levels of responsibility or
for the exercise of higher levels of technical skill. This is a fair process if it is transparent,
objective, and understood by all concerned. But another critical element of this process
is ensuring that the criteria for the best performers are truly tied to the requirements of
a specific career field and, for key positions, the requirements of that position. Technical
fields may require a heavy concentration of people with deep expertise, so it may be
counterproductive to turn over employees in those fields at high rates simply because
they are less qualified on some less relevant criteria. This is a constant source of tension
in development and selection systems, and those systems should be designed to adapt to
that tension. The emphasis on selecting and developing employees based on potential also
means the system must reflect as much strategic patience as possible.

The system should emphasize development, but ultimately must rely on selection
processes to get the right people into the right positions. This further underscores the
importance of transparency and objectivity in selections, and in the evaluations that
support them.

The HR system must continually and accurately communicate with the larger
organization and hold itself accountable for aligning its practices with the goals and
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objectives of that organization. It must also ensure the HR responsibilities of those
outside the HR community are fully articulated and understood. Thus, the system should
include a comprehensive set of processes and tools for monitoring its effectiveness and the
compliance of the rest of the organization with HR responsibilities and standards.

Concluding Observations

As long as organizational success depends on qualified people performing the tasks they
are assigned, good strategic human resource management will be at the core of that success.
Strategic HRM is a complex iterative process that involves the entire organization, and
the single most important prerequisite for success of the HRM enterprise is that it be
fully integrated into the workings of the organization. From a DIB standpoint, this means
ensuring that the partner’s senior leadership provides the guidance, direction, and visible
support needed to get the entire defense establishment working together to accomplish the
needed HRM changes. It also means developing and continuing constructive relationships
with the HRM staff to support their efforts to design policies and programs suitable to their
context. Accomplishing these aims requires both empathy and strategic patience.

The model offered here, with its basis in the modern Talent Management construct,
is a comprehensive approach to framing efforts first to understand, and then to adapt or
refine the HRM policies and practices of partner-nations’ defense communities. It is not,
however, a rigid one-size-fits-all framework either for scoping efforts or for the design of
follow-on DIB efforts. Those using these ideas must have sufficient expertise in strategic
HRM to be able to judge which elements of the framework are applicable in the particular
circumstances of the partner nation, and customize their use of the model accordingly.
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ogistics is an elemental component of all military operations; it is not only a major

function unto itself, but also a vital consideration in every other aspect. Logistics

essentially undergirds operational capability in support of national security. Rear
Admiral Henry Eccles, the seminal logistics theorist of the twentieth century, is credited
with the idea that logistics sets the reach of the operational commander. While every
commander and senior leader understands the importance of logistics, it is too often
seen that a failure to consider, plan for, and resource logistics has resulted in diminished
operational capability or even mission failure.

Although the definition of logistics varies from country to country and over time,
several key themes and concepts are remarkably consistent. At the very least, logistics is “the
practical art of moving armies and keeping them supplied.”* Different countries add more
complexity to that definition so that the term can include the support required to raise,
equip, train, employ, and even retire military capabilities and personnel. No matter how
simple or complicated the definition, logistics activities are key to the effective deployment
and sustainment of military forces. As such, the people, procedures, and technology that
make up the national military logistics systems are essential to create and maintain military
power. Without these elements, all of the operational capabilities that a nation might
develop become unusable. Logistics, then, is one of the critical building blocks for any
defense institution.

Security cooperation and engagement activities, including defense institution
building (DIB), have been an important component of U.S. national security strategy, as
well as military and diplomatic efforts, for many years. These activities have taken various
forms, ranging from small efforts to massive programs that have transformed regional
security at a strategic level. Virtually all of these efforts included a logistics component or,
at a minimum, considerations of supportability. Failing to ensure that the recipient nation
has the capability to effectively manage logistics can undermine the overall effectiveness
and credibility of the nation or defense force the United States is attempting to assist. In
this way, failure to ensure viable logistics support ultimately undermines U.S. credibility
and interests.

One of the major avenues for support of friendly, allied, and partner nations is
through the provision of equipment and other materiel, and logistics is a major component
of ensuring the effectiveness of such equipment and materiel. Planning, management, and
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accountability are all required to ensure that the generally expensive and often sensitive or
dangerous capabilities offered to developing nations are appropriately used and effectively
protected. During the Cold War era, for instance, robust support programs that included
all aspects of logistics for major equipment programs were provided around the world
by the United States and other allies. The post-Camp David Accords program in Egypt,
for example, was truly transformational and resulted in very effective capabilities that
have endured for over three decades. In addition to the significant purchases of advanced
combat equipment (including tanks, fighter aircraft, and naval vessels), the U.S. Office
of Military Cooperation worked closely with the Egyptian Ministry of Defense to build
an extensive logistics system. Over the course of several decades, they modified a deeply
ingrained Soviet-style sustainment program to effectively support many billions of dollars’
worth of advanced U.S. systems. This included developing several generations of logistics
leaders that continue to provide effective support and operational readiness today.

Yet, while it is essential to ensure that support for all equipment and materiel provided
has an appropriate degree of structure and consistency, this has not always been the case.
There have been instances where the need for a quick response instigated hasty assessments
of requirements and political realities, producing poor outcomes; to say that some areas
of the world are littered with the results of such efforts is a distressing but accurate double
entendre. In addition, competition with the Soviets for influence in developing nations
and regions caused the United States to make detrimental decisions concerning long-term
relationships with other nations. Throughout the Cold War, assistance programs around the
world essentially became an East-West battleground, where poor decisions were made not
only in what equipment was provided, but also in some cases where no support was offered
to extremely poor countries. Moreover, shifting allegiances, civil and factional conflicts,
and the natural tendency for “partners” to play the United States against the Soviets, all
exacerbated this problem. In almost every case, logistics was left as an afterthought with
often regrettable results.

Success in implementing the logistical aspects of DIB programs has varied. In the
post-Soviet era, many opportunities for engagement emerged across Eastern Europe and
Central Asia, as countries worked to build democratic institutions and modernize their
aging and poorly supported equipment. Efforts to develop institutional structures to support
transformational change have taken many forms in the decades since. Some programs,
such as the education of individuals through the International Military Education and
Training program, are relatively easy to administer. These programs have produced senior
leaders that were instrumental in transforming logistics within their nations, helping to
create the capacity to further both host and donor nation interests. Yet other initiatives
have proven more challenging. Some lost support over time, or were so disconnected from
other efforts that they were of little consequence. In all cases, the partner nation must fully
support and value any engagement effort for it to be worthwhile. The various components
of the DIB programs described in this volume work toward these larger objectives through
logistics modernization efforts.

This chapter is one of a series of chapters describing the functional components
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and attributes of logistics programs, activities, initiatives, and plans as an integral and
essential part of DIB. One of the key points in this discussion is to recognize that, like
any other aspect of military operations, logistics depends on its integration with many
other functional areas, and that its overall effectiveness depends in large measure on how
well a plan is synchronized to optimize the use of resources. The intent in this chapter is
to describe what logistics is, how it fits, and why it is important for DIB. The discussion
includes a summary of the types of activities that have constituted recent engagements,
major issues, and implications and the challenges of designing, planning, and executing
the logistics portion of an integrated DIB program. The chapter then turns to the case of

Colombia as a model for DIB logistics efforts.
Defining Logistics

One of the challenges in planning for and managing logistics is simply ensuring that there
is a common understanding of what the term means; this is true within the U.S. military
across services and between different organizations. For example, the question of whether
medical support should be included within the logistics portfolio is a major issue in U.S.
military doctrine, and management of the health services function has moved in and out
of the logistics community several times in recent years. This has implications for DIB
insofar as each nation approaches this issue differently. It is, however, obvious that the
provision of medical support is closely aligned with logistics, provision of supplies, and
patient or casualty evacuation, and that positioning and movement of medical support are
both essentially logistics functions. Similarly, engineer support is aligned with the logistics
community in U.S. joint doctrine, although engineer planning and management falls
generally under the director for operations on military staffs.

Another difficult aspect of defining logistics in a military context—particularly in the
realm of multinational initiatives and building partner capacity—is the relationship between
acquisition and support throughout the life cycle of equipment. Because a great deal of the
total cost of ownership—often between 60 and 80 percent—is attributed to the use, repair,
support, and modernization of equipment, the line between acquisition and logistics is
often blurred. Moreover, decisions made in the acquisition and design process can have a
dramatic effect on the cost of operating and ability to maintain equipment systems. How
individual nations manage these processes has a major impact on their logistics systems.
Additionally, the fact that most nations must purchase or acquire their equipment from
many different foreign countries and firms adds to the complexity of supporting a diverse
array of equipment. The example of Afghanistan, where logistics challenges are almost
inconceivably difficult, is emblematic of this problem. Their inventory includes vehicles
from over a dozen different nations, often donated in less than ideal condition, or consisting
of outdated models that require multiple supply chains and sources, and mechanics trained
to service many different types and models. When you add the very low Afghan literacy
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rate and the miniscule number of documents written in local languages, the problems
become even more intractable.

The Complexity of Stakeholders

One factor that adds to the complexity of logistics efforts in DIB is the tremendous number of
stakeholders and entities involved in planning and managing support operations, especially
at higher levels. This is true not only within the U.S. government, but also in working with
allies and other provider nations, international organizations, and, of course, the partner
nations themselves. As with any engagement activities and capability development, other
nations in the region will be affected by any significant change, even if it is simply regional
“competition.” The complexity of the bureaucratic processes is an obvious and constant
challenge for even the most skilled and experienced managers; resourcing, diplomatic
protocols, regional security considerations, and adjusting to constant changes in all of
these factors requires constant vigilance, exhaustive coordination, and, in many cases,
great patience.

Within the Department of Defense, there are dozens of entities that all have
an interest in or impact on security cooperation programs. Many are identified and
discussed in various parts of this volume, but several bear highlighting in this chapter to
demonstrate the breadth and complexity that specifically attend logistics. At the higher
levels, various components of the Office of the Secretary of Defense, the Joint Staff, the
services, the Combatant Commands and their components, the mostly service-based
acquisition communities, Defense Logistics Agency, U.S. Transportation Command, and
many others are all involved in the design, approval, implementation, and execution of
logistics activities with our partners. Almost all have different organizational objectives and
priorities, and satisfying every entity is challenging. Multinational exercises that seem to be
designed to support building partner capacity might actually be motivated by the desire to
build U.S. capabilities; for instance, advocating for other nations to purchase equipment
that helps lower costs for domestic acquisition, or supporting activities for diplomatic or
political aims that are not necessarily useful for the receiving foreign units that participate.
This does not even touch on other parts of the government, where in some cases there are
programs that might compete with each other. At a minimum, partner nations (which
often have small staffs who do not speak or understand English) will struggle to grasp the
complexity and multitude of interactions.

There are also a number of issues among the stakeholders that exacerbate the
difficulty of developing well-integrated, long-term strategies, plans, and programs. In
recipient nations, while they try hard to assign their best people to senior positions dealing
with international cooperation, in many cases they are not logisticians by training or trade,
and do not always understand some of the nuances of the “business.” Often, the chief of
logistics for a partner nation’s military will be someone in his first job in this demanding
field. Rotations on staffs at all levels within the U.S. military are also relatively short
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compared to the long timeframes involved in security cooperation. The officers that plan
and coordinate activities often never see their execution. Newly assigned officers rarely
have an appreciation for the exhaustive coordination that takes place to support major
activities, or some of the sensitivities that may well be present.

Perhaps the most challenging part of this enterprise is in the U.S. Office of Security
Cooperation itself in each partner country. This office is invariably lightly staffed, and
the senior officer is likely to have only had a few weeks of specific training on security
cooperation and cursory introductions to the dozens of people he will be required to
coordinate with in the months after he or she is assigned. It is unrealistic to expect these
officers to have a solid background in the affairs of the regions, a working knowledge of
the challenging equipment purchase, transfer, and acquisition processes, U.S. policies for
dozens of issues that affect their efforts, etc. In some cases they have little or no background
in the security cooperation field, and may have never served on a staft that managed
international affairs. If we expect these people to effectively advocate for and coordinate the
resourcing and provisioning of logistics to our partners without any assistance, we should
anticipate less than optimal results.

Designing a DIB Logistics Engagement with a Partner Nation

This section offers a general description of and key considerations for designing, planning,
and executing a program for building partner capacity in logistics. While the focus of DIB
is generally at the national or institutional level, a holistic approach is critical to overall
effectiveness. Even if efforts are specifically and narrowly focused, broad and informed
consideration of all effects at every level and across complementary functions is essential.
Similarly, logistics initiatives can be of a grand scale or quite modest, and in either case
have a significant impact. Above all, recognizing that every situation is unique and making
sure that the partner nation is committed to shared objectives is of paramount importance.

When designing a logistics engagement project with a partner nation, the DIB
Logistics Engagement Team (DIB LET) should establish a few simple parameters. First,
it is important that the team determine the U.S. intent for both results and timeframe.
These two factors are closely inter-related because strategic change takes time, while
tactical change can be accomplished relatively quickly. For example, if the intent is to
support some simple changes in the partner’s ability to support its military vehicle fleet,
then a few tactical adjustments focused on the maintenance and supply aspects of that fleet
might be all that is required. On the other hand, if the requirement is to support the way
in which logistics requirements are determined, funded, and managed, such a strategic
change might necessitate years of effort to understand what is required and create new
processes and procedures (as well as laws and regulations) to achieve the desired outcome.
It is important that the time and resources to be invested in the necessary changes are
calibrated to the availability of U.S. support. Starting an ambitious improvement project
to improve a partner logistics system that will require more time and investment than the
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United States is willing to invest does a disservice to all of the participants.

One of the earliest deliverables from an engagement should be an agreement between
the partner and the DIB program team on what is to be achieved and in what timeframe.
This should be viewed as an ongoing process, as it is unlikely during the early days of the
engagement that either the partner or the DIB LET can identify and articulate the aims of
the engagement. Indeed, it is quite likely that it will take a series of visits to identify what
can be done, what the partner wants to accomplish, and the level of effort required.

In these initial visits, the DIB LET may need to establish some common lexicon with
the partner, so that the partner-nation senior authorities, the DIB LET, and the U.S. senior
authorities understand what is being discussed, considered, and eventually proposed. The
issue may be one of language, where the partner nation’s language(s) is not English, and
misinterpretation of terms can be a significant issue. To reduce the potential for confusion,
it might be necessary to build a simple compendium of terms, defined in both English and
the partner’s language(s). This can start with the definition of the term “logistics,” which
can mean different things to different organizations. The United States has its definition of
logistics,” the North Atlantic Treaty Organization (NATO) has its definition,’ and various
civilian organizations have theirs. The UN might have it right when it advises that “there is,
realistically, no precise name or definition that can be universally applied because products,
organizations, and systems differ.”

The DIB LET should therefore try to establish whether there is a partner definition
of logistics in order to establish the initial boundaries of the engagement, unless the aims
of the engagement have already been determined. This will help set the parameters for
subsequent work if the theme of the engagement is, as is often the case, to “improve partner
logistics.” Depending on the partner, the definition of logistics might include some or all
of the following elements:

= Materiel management, including planning for the introduction of new materiel
into the defense forces, management of in-service materiel, control of materiel
usage, and eventual disposal of surplus and obsolete items.

= Facilities management, including creating and supervising a national military
infrastructure plan, controlling the use of existing defense infrastructure, plan-
ning national infrastructure maintenance, and the acquisition and disposal of
infrastructure.

= Movement and transportation management, including designing and running
a national defense distribution system, coordinating national and international
movements, and liaising with domestic transportation companies.

= Services management, including making national contracting arrangements for
the procurement of services; liaising with various national and international
companies providing services to the partner defense forces; setting postal, audit,
and food services standards; making veterinary arrangements; and other non-
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materiel support required by the military.

= Health services support, including the preparation and implementation of mil-
itary health care policies and standards, management of hospitals, training of
personnel, and coordination with the national civilian and international military

health care providers.

Once some broad parameters are established regarding what is part of the partner logistics
system to be reviewed, the DIB LET can begin the work of identifying, with the partner,
what should be improved.

The Logistics Need's Assessment

Often, the DIB LET must conduct a logistics needs assessment to determine with the partner
which aspects of the current logistics system need to be improved. This can be an important
step if the goals of the engagement have not already been decided, and is something that
must be carried out with the active support of the partner nation’s senior authorities,
preferably both the military and civilian ministry officials. The initial step of the needs
assessment is to identify how the partner nation currently conducts its logistics activities.
This “as is” logistics system may be formally documented or informally conducted on a
daily basis. The DIB practitioners should be aware that the formal documentation could
bear little resemblance to the actual logistics system. This often occurs in those countries
that have had previous logistics engagements by the United States or other allies who simply
copied and pasted another country’s system into a document purporting to be the partner’s
logistics system without ever implementing it. As a result, great care must be taken from
the outset to ensure that the engagement team understands how the logistics system really
works in the country, before considering ways to work with the partner to improve it.

There is often a great temptation to declare that the partner’s logistics system is so
poorly organized that the only solution is to completely replace it with a new one, and one
with which the engagement team is conveniently familiar. Engagement teams should be
very careful to avoid this initial assessment, for it is rarely correct. Foreign logistics usually
require foreign methodologies, doctrine, and financial and legal regimes that may not exist
in the partner country. Trying to implement a foreign logistics system in a partner nation
that does not have the capacity to implement it, often results in making an already poor
logistics system worse—the exact opposite result from the headline goal.

To avoid this pitfall, it is important that the DIB LET carefully examine the history,
culture, and financial, legal, and organizational structure of the partner before offering
advice on what to change. This first step can be far more challenging than might be
expected, since it is possible that no one in the partner nation actually understands how the
system works, or why. Some partner logistics systems have developed as a result of multiple
engagements by various “mentoring nations” spread over decades. When the “mentoring
nations” have completely different logistics methodologies, the end result can be that some
aspects of the partner’s “as is” logistics system will resemble Soviet-style logistics while
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others are more Western-oriented, and yet others reflect the influence of UN operations
logistics frameworks. These varied (and sometimes incompatible) procedures may be lashed
together with some Byzantine system of training, education, leadership, and doctrinal and
financial procedures. Understanding the basics of how the current system functions, why
it does so, and how the various parts of it are interlinked is the most important first step.

In parallel with this, the engagement team must also understand the partner nation’s
military threats and operational requirements. In an ideal world, these have already been
identified in a formal, government-approved document that provides the military strategy
of the country to meet its internal and external security challenges. More often, however,
these must be implied from the assessments provided in government speeches, think tank
papers, and interviews with senior governmental personnel in both the military and the
president’s or prime minister’s office.

In addition, when starting a DIB logistics engagement, it is important to gather as
much information regarding the various stakeholders as possible, including those from
the United States, the partner nation, non-governmental organizations, and other nations.
This is because, for each engagement to be successful, it should take into account the
motivations of the various players who are part of, or have an ability to influence, the
outcomes of the engagement. These stakeholders will affect how much change is possible
and how it can be achieved or stymied. For some stakeholders, maintaining their power and
authority will be one of the most important factors in any change. Other stakeholders may
be motivated by the needs of their country to better meet the security challenges, without
regard to how change might affect them personally. Still others are motivated by greed and
avarice. In addition, there will be a sprinkling of those who are concerned that their past
sins may become revealed through improvements to the logistics system. Some allies might
be concerned that the U.S. activities will undercut their traditional relationships with the
partner, while others might be happy to have the United States assume some of the real or
imagined burden of assisting the partner nation. Understanding the role and motivations of
each stakeholder in any logistics engagement will be important before proposing changes.

Other factors that should be considered include the literacy level of the general
population and of the logistics personnel in the host-country military. The ability of the
nation and its military logistics practitioners to make change will be constrained by these
factors. In addition, the size of the military and the complexity of the equipment that it
operates will also affect the extent and nature of the changes that are achievable. Small
militaries operate in a very different manner from large ones. One of the most important
factors is the ability of the national government to provide the financial means to the
military to conduct and support operations and training. Where funds are limited or
provided on an irregular basis, the logistics system must still function. Finally, the way
in which information and data is generated, stored, and used to make decisions will be
an influencing factor. Partner nations that are paper-based (analogue) will require a very
different logistics system than those that are highly automated and digital by design.

While much of this information can be gleaned from official government papers,
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academic studies, and other published documents, the DIB LET should also consult with
various civilian and military personnel. The purpose of the consultation is to discuss
the logistics requirements of the partner nation and to confirm that any assumptions or
conclusions reached during the literature survey are correct. In addition, if possible, the
DIB LET should also visit representational units of the military forces to get a firsthand
look at the equipment, personnel, infrastructure, and operating conditions. This will serve
two purposes: to frame the DIB LET’s perception of the current conditions on the ground,
and to confirm, or perhaps challenge, the information gathered earlier.

Resource Availability Assessment

Change requires resources and resource reallocation decisions. Before launching into
aggressive recommendations for logistics change in a partner nation, it is important that the
DIB LET understands what resources may be available to institute change or be reallocated
to support changes. This can usually be obtained from the ministry’s budgeting directorate,
or the military forces chiefs when they are allowed to apportion their respective shares of
the national military budget. The amount of resources, both financial and human, that
can be made available to implement improvements will often become the limiting factor
in any proposals for logistics improvements. It will be important that the DIB LET and
the partner-nation team understand those constraints before designing any new logistics
proposals.

Legal, Political, Cultural, and Other Constraints

The design of the future “as is” partner logistics will be affected by the partner’s laws,
policies, and disposition to implement change, as well as the level of commercial capability
available within the nation and the level of education of the logistics personnel. These
factors must be understood if the DIB LET is to leverage the strengths of the partner while
understanding and compensating for the weaknesses. One of the major factors, often
worth special consideration, is the level of corruption that exists or is believed to exist in
the military logistics system.

Corruption is one of the most corrosive factors in logistics management. Because
money tends to flow through the logistics system, and the bulk of the valuable materiel is
controlled through the logistics system, corruption must be considered when addressing
possible changes to a partner nation’s logistics operation. Corruption robs troops of their
means to train and fight, reduces the credibility of the national government and military
forces, and generally degrades the partner’s security. It can be confused sometimes with
incompetence, when poorly trained logistics personnel make serious errors that result in
significant funds being expended for little operational support capability. It is important
to identify whether what is labeled as corruption is really illegal activity designed to enrich
specific individuals, or just incompetence, where individuals have been assigned logistics
responsibilities that exceed their training and experience. While the latter can be addressed
through training and education, the former is more difficult to tackle because it tends to be
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systemic, with commanders often either complicit or unwilling to admit the problem for
fear of being tainted. Nevertheless, it must be addressed if the partner is to have any chance
of making real and lasting logistics reforms. Ignoring corruption, or tacitly supporting it
to try and make reforms, is unfair to the partner’s government, people, and troops. It also
does little to enhance the U.S. image abroad.

Dealing with real corruption requires patience and the commitment of the senior
leadership in the partner nation. Without both of these, corrupt practices and people will
simply disappear below the surface for a while, waiting for the opportunity to reemerge. The
best remedy against corrupt practices is transparency, where the processes used to award
contracts, distribute materiel, and dispose of surplus or obsolete items is based on clear
rules and practices that are routinely audited by third parties and publicly reported. Illegal
practices must be investigated by appropriate authorities, and those guilty of participating
in or condoning those practices must be publicly punished. This requires considerable
fortitude on the partner’s military and civilian leadership, but without this, it is unlikely
that systemic corruption can be rooted out. The DIB LET must carefully consider what it
can and should do when confronted with this issue as it designs a partner engagement plan.

During this phase of an engagement, the DIB LET should also ensure that it has a basic
understanding of the legal system as it applies to partner military logistics. Contracting
law in particular will be an important factor in making logistics improvements, as it is
usually very difficult to change national contracting laws. As a result, the DIB LET should
encourage improvements that are based on working with, and not fighting, the legal
processes in place. While in the long term, improvements to the contracting law might be
in order, in the short term these are usually too difficult to achieve. Indeed, in many cases,
the partner’s military must first demonstrate that it can be trusted with more contracting
authority, so making early improvements to the management of military logistics might
become the price to pay for being allowed more authority later. This will depend on the
nation, of course, but should be considered during the engagement design phase.

The Gap Analysis
The next step for the DIB LET should be to conduct a gap analysis between what the
partner’s logistics system is currently capable of providing, and what it should be capable
of to meet the nation’s security requirements. Most of the first order gaps should be fairly
obvious from the logistics needs assessment work already performed, such as mismatches
between the troops’ needs and the materiel or services being provided. These often occur
when the Ministry uses a central logistics planning system that is highly bureaucratic and
relies on templates created years earlier. Some DIB logistics engagements have noted that
this centralized logistics planning simply lacks an effective feedback loop, where there is a
significant disconnect between line units’ actual requirements and the central bureaucracy
that establishes the procurement contracts.

Another common gap is the inability to move troops, equipment, and other
materiel from the warehouses or supplier points-of-sale to the locations where they are
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actually required. This often occurs when there is a disconnect between the bureaucracy
that supervises the procurement process and the military organizations that possess the
transportation resources.

Other gaps may relate to the capability to maintain equipment once it is procured.
There are many reasons for this. In some cases, the equipment has been donated by an ally
but without repair parts, technician training, or the appropriate tools and repair facilities.
In other cases, the equipment has been procured by the partner without consideration for
the ongoing maintenance requirements, simply because the procurement process did not
include experts who could properly identify those needs. Whatever the cause, the result
is the same: equipment that cannot be employed because it is broken and there is not a
functioning maintenance system in place to source the necessary repair parts, contract out
the necessary repairs, or acquire the tools and technician training necessary to complete
the repairs.

If health service support is part of the logistics engagement, a key gap is often the
lack of an organized way to treat and evacuate casualties. Where there is not an effective
integrated treatment and evacuation system in place, troops may not be as willing to expose
themselves to combat for fear of being left to die on the battlefield. Recent experience
with some partner nations has suggested that this may be why some partner units have
been reluctant to close with and engage their enemy.’ The adoption of improved medical
care protocols, particularly Tactical Combat Casualty Care, has significantly reduced the
preventable loss of life in a number of militaries, and the exportation of these procedures
to partner nations may be an important force enabler to consider.®

During this phase of the engagement, all of the logistics gaps should be identified and,
where possible, assembled into packages of gaps that appear to have similar characteristics
or causes. Great care should be taken to avoid “cherry picking” some gaps and ignoring
others, as doing so can result in proposals for improvements that are insufficiently holistic
to have a lasting impact. Improvements that are only temporary or fail to address the real
causes of the problems can result in wasting the financial and human resources that are
devoted to the subsequent phases of the engagement, both of the United States and the
partner.

Analyzing the Options

The options analysis phase is both difficult, and the most important. This can be a daunting
exercise if the DIB LET attempts to resolve logistics capability gaps by trying to replicate
the “best in class” support available in militaries such as that of the United States and senior
NATO allies. This is because, while it may be possible to measure the capability gap between
the partner and “best in class” military logistics systems, finding a way to bridge that gap
is often too great a challenge for the partner, requiring financial and human resources
that are not available. While it might be possible to implement one small improvement
that is “best in class” (for example, an automated inventory tracking software package),
unless the improvement is integrated into the total logistics system context, it may simply
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become an orphaned capability that has expenses that outweigh its overall utility. When
the partner has very limited resources, these must be devoted to getting the most capability
improvement for the resources being expended, and not all expended on a single logistics
capability.

Instead of looking at “best in class” solutions to the logistics gaps, a better approach
is to look for partner appropriate solutions that will address the capability gap. This
implies considering options that have demonstrated their utility in the past and might be
appropriate for the next phase of the partner’s logistics improvements. While it is tempting
to try to skip generations by using contemporary technology, there may be pitfalls that can
have serious, even disastrous, consequences. Obviously, logistics improvement programs
need to take advantage of such capabilities as modern communications if available, but as
always, implications must be very carefully considered.

One of the key factors to consider during this phase is the partner’s level of
information management (IM) and information technology (IT). U.S. logistics processes
and procedures benefit substantially from outstanding IM and IT. Inventory management,
repair procedures, technician training, and other key elements of the U.S. logistics systems
exploit the U.S. IM and IT systems to their fullest. On the other hand, many partner nations
do not have IM and IT systems that can replicate the U.S. approach. In fact, many partners
do not have the capacity to generate the electricity required to even run a system as reliant
on IM and IT as is used by U.S. and allied militaries. An inventory management system
based on index cards (similar to those used in the 1950s and earlier in the United States)
might be a completely acceptable solution in a partner nation with a small military and
low levels of military IM and IT integration. Consequently, the DIB LET must understand
the extent to which the partner can copy methodologies that are reliant on sophisticated
IM and IT systems, or must employ some “old school” analogue techniques to manage its
logistics requirements initially, as it builds more robust (and potentially more expensive)
techniques in the future. This may be the most important factor when considering what
options for logistics improvements are suitable for the partner. It may also be one of the
greatest challenges for the DIB LET if the team members do not possess the necessary
experience with analogue logistics systems to assist the partner in developing affordable,
effective, low-tech solutions to their logistics gaps.

In addition to the level of partner information management capability, other factors
must be considered. Key among these are the partner nation’s history, political situation,
the size of the military organization, its equipment, doctrine, and capabilities (both
current and planned). The level of training and education of the forces’ personnel, and
the relationship between the decision makers in the Ministry and the Forces, will also be
important factors, since these may identify where the key operational and support decisions
will be made. It is important that the logistics system be designed to support the desired
division of authorities and responsibilities for logistics decisions/activities at the tactical,
operational, and strategic levels.

Alliances, both political and economic, are yet another important consideration. For
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nations that are part of the NATO alliance, the need to conform to NATO practices is
mandated. For other nations, however, this is not necessarily the case. Regional alliances
may be a driving consideration for some nations while others might consider the United
Nations to be the most important alliance for their military planning. Others may be
ambivalent, wanting to maintain a strong independence from allies, while being able to
still work cohesively in a coalition when the conditions call for it.

The most appropriate options analysis will usually be the one based on including all
of the most important factors and as many of the less important factors as possible. While it
will be impossible to identify all of the latter, the DIB LET must make every effort to include
all of the former. The partner-nation personnel may or may not be able to identify the
important factors. This can make the options analysis phase both challenging and dynamic.

Selecting the Appropriate Options

This phase of the engagement can be one of the most challenging, as it requires the
full involvement of the partner nation, particularly the senior ministerial and military
officials who may have little experience in logistics. The option(s) selected to initiate or
continue to improve the partner logistics system often have economic, political, and other
ramifications that exceed the approval authority of the Service- and lower-level ministerial
logistics specialists. For instance, in a number of partner countries, the lack of a single
inventory management system has been identified as a major stumbling block to logistics
improvements. One of the key ingredients of a good inventory management system is an
integrated, automation-friendly method of uniquely identifying the materiel procured and
used by the military. One of the often preferred solutions for this is the NATO Codification
System, with its NATO Stock Numbering capabilities. While all NATO nations use this
system to manage their inventories, as do many non-NATO nations, the decision to adopt
this system has significant political and financial implications. The partner nation will also
require a NATO sponsor before becoming a participant. Consequently, even though the
NATO system might be the best technical solution to an inventory management capability
gap, it might not be an acceptable political one. The DIB LET must ensure that the partner
has all of the information and understands the implication of selecting this option when it
is one of the contenders to bridge a logistics capability gap.

Reviewing how other countries have contended with similar capability gaps is one of
the better approaches to options analysis. While not every country publishes its logistics
improvement experiences, a number of them have, and their reports can be used for
comparison. By reviewing how other nations dealt with similar capability gaps, and then
with the second and third order consequences, the partner can gain a better understanding
of what will be required should it decide on a certain course of action, and can anticipate
the less obvious issues that will have to be addressed to implement that course of action.

The way these decisions should be made will vary in each partner nation and should

have been identified in the stakeholder assessment conducted at the outset, since the decision
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makers will clearly be some of the most important stakeholders. One of the roles that the
DIB LET can perform is to help the partner-nation participants write down the issue to be
resolved, the options that are being considered, the implications of each option, and, in the
end, record the decision taken. One of the common weaknesses of partner logistics change
management is that decisions are made using unclear language and not recorded. This
can become a serious problem during the implementation phase of the engagement, when
senior leaders inevitably are replaced by others who did not participate in the decision-
making process and who may not understand the issues. A good set of records that show
how the work progressed from problem identification and option analysis, to an informed
decision, will often become an invaluable aid before the engagement ends. It will also serve

as an example that future DIB teams can show other partners.

The Future Logistics Support Structure

The end result of the gap analysis and the option selection should be a decision on the future
partner logistics structure or system. The changes might include organizational changes,
reapportioning responsibilities and authorities around the forces and the ministry in a
more effective manner, or introducing new processes, procedures, IM/IT systems, or other
improvements. The changes might also include new education and training requirements
for key individuals, new audit regimes, or improved selection criteria for assignments to
key logistics jobs. There may also be a requirement to phase the improvements over time
so that the future logistics structure becomes an evolving target. This often occurs when the
partner decides to move from a paper-based logistics management system to a more highly
interconnected one that relies on new IM/IT packages. In these cases, the pace of change
may be limited by the rate at which the new IM/IT packages can be procured and installed,
procedures amended to fit the IM/IT package requirements, and personnel trained to work
within the new system. The evolution may take many years and as much as a decade before
the conversion is fully implemented.

In other cases, the initial changes might be quite small but meaningful. This is often
the better course of action for partners that have many logistical challenges to overcome,
but little recent experience with making change. In these circumstances, it is quite common
for the senior decision makers to have a poor understanding of the second and third order
consequences of changes made to various parts of the logistics system. By establishing
a series of small, easy but meaningful projects to improve the partner’s logistics system,
the DIB LET can assist the partner to better understand how to make change and how to
forecast the second and third order consequences of the various change proposals under
consideration.

Whether the proposal is for sweeping changes to the partner logistics system or for
a few small, incremental changes, the output of this phase of the engagement should be
a written plan, approved by the partner senior authorities, which clearly identifies the

problem to be resolved, the resources assigned, the outcomes to be achieved, and the
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authorities and responsibilities of the individuals or offices charged with executing the
plan. Where the changes are extensive, there may be a series of plans linked through some
overarching master plan. Where the changes are smaller and focused, there may be only a
single plan.

Typical logistics development plans designed to produce a new partner logistics

structure may include:

= Materiel Development Plans that highlight how to improve the process of identi-
fying the materiel required by the forces, then procuring, receiving, warehousing,
distributing, and disposing of the surplus or obsolete items.

=  Movement and Transportation (M&T) Development Plans that identify im-
provements in how materiel and personnel will be moved in support of military
requirements. The M&T plan might include how both military and commercial
assets and contracts will be combined, or how the resources of different services
will be managed to reduce inefficiencies and costs. When the Materiel Develop-
ment Plan proposes improvements to the distribution of goods, there may be a
specific need for either a companion M&T plan or an M&T annex to the Materiel
Development Plan.

= Facilities Development Plans that ensure that the infrastructure requirements of
the partner military are sufficient and adequate to support the training and oper-
ational needs of the forces. These plans may include specific sub-plans or annexes
devoted to such things as creating a catalogue of the existing infrastructure, with
its value and condition, as well as which organization is responsible for maintain-
ing it. Facilities may include buildings, runways, piers, ranges, and training areas.

= Logistics Services Improvement Plans that identify how to improve the non-
materiel support to the partner forces. Common areas of logistics services de-
velopment include food services, postal, veterinary services, laundry and bath,
pay, and flight publication management. Identifying how to leverage the national
commercial capacity to provide some services is often included in these plans.

= Health Services Support Improvement Plans that may include such simple items
as combat first aid courses or better individual and collective medical kits, or
more sophisticated casualty/medical evacuation systems. Depending on the re-
quirement, a Health Services Support Improvement Plan might include a medi-
cal facilities development sub-plan, an M&T sub-plan or annex, or a medical
supplies distribution sub-plan or annex.

= A Logistics Information Development Plan when there is a desire to increase the
level of IM/IT used to support the national logistics system improvements. This
can be a key plan that may manage many aspects of the partner’s logistics struc-
ture when converting from a paper-based logistics system to a modern, digital,
information-based system. This plan would have to connect to many collateral
improvements, including process and procedural changes in materiel distribu-
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tion, M&T management, Logistics Services management, and often both facili-
ties and Health Services management.

Execution

The execution phase of the engagement is where all of the prior work finally pays off. When
the previous phases have been carefully completed and the partner nation has been not just
a participant but the owner of the work and the decisions, the execution phase has a higher
probability of success than when the DIB LET has been doing the bulk of the work, the
partner has only marginally participated, and the senior partner authorities have endorsed
but not made the key decisions.

Even with full partner participation to this point, the execution phase is frequently
the point where the logistics engagement fails to deliver on expectations. While the
previous phases have required the intellectual involvement of the partner’s personnel,
this phase requires actually making change through expenditures for training, facilities
and equipment, realigning authorities and responsibilities, and other activities that upset
the status quo. When the previous phases of the engagement have clearly demonstrated
the need for change and evaluated the options, and the senior authorities in the ministry
and services have selected a course of action with the knowledge of what will be required,
the probability of successful execution is much higher than when those authorities only
become aware of the difficulties during the execution phase.

As part of the execution phase of the engagement, the DIB LET may have to support
the partner in many different areas. The changes may touch on many areas not commonly
associated with or controlled by the logistics leadership. These include such things as
national military doctrine, which might have to change to accommodate or fully leverage
the improvements. There may be requirements to create new logistics units or redesign unit
missions and re-equip existing ones with significant implications for the Human Resources
management aspects of the partner’s military. Similarly, there may be requirements for
new logistics training, for logistics and non-logistics personnel, so that they understand
how to integrate their training and battle plans into the new logistics system. There may
also be requirements for some legislative changes to provide the necessary legal authorities
for new concepts such as public/private agreements or international agreements with allied
militaries or organizations such as NATO.

Reality will Disrupt the Best Laid Plans

While the foregoing suggests that it is possible to move seamlessly through a series of simple
steps from identifying the need for logistics changes in a partner nation to implementing a
brilliant plan, the reality is almost always far more complex. Nations have many competing
interests and individuals with their own agendas. The national political process routinely
interrupts the cycle with new governments and new government policies. Military and, to
a lesser extent, civilian decision makers move from post to post, to be replaced by those
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who have no background in the work done or knowledge of decisions already made. War
and natural or manmade disasters occur even as the DIB LET is trying to support the
preparations for new ways to deal with these same events. As a result, it is important that
those working with the partner nation understand that these events are inevitable and a
natural part of the partner’s reality; as such they are also a part of the DIB LET’s. How the
DIB LET deals with these circumstances may well determine the long-term success of the

project.
A Model for Building Logistics Capability: The Case of Colombia

Colombia has been a country of special interest to the United States for many years. It
is remarkable for the investments made by the United States under Plan Colombia
and related efforts to stem the flow of drugs. Between 2000 and 2012, the United States
provided over $8 billion in assistance to Colombia to combat the drug trade, reestablish
Colombian control over its territory, combat terrorist activities, and reduce poverty.” As a
result of these investments, Colombia has developed a close partnership with the United
States and adopted many of its military conventions. In 2010, the Colombian Ministry of
National Defense (MoND) embarked on a series of studies aimed at improving its military
capabilities through new investments in training, equipment, organizational structure, and
policies to meet the aims of the government’s Politica Integral De Seguridad y Defensa Para
La Prosperidad (Comprehensive Defense and Security Policy for Prosperity).® One of the
study areas was logistics. The studies concluded that Colombian military logistics were not
supporting the military and ministry effectively; change was needed, but it was unclear
what those changes should entail.” The MoND asked the U.S. Defense Institution Reform
Initiative (DIRI) program for support.

The DIRI approach was to review the information gathered by the various studies
conducted by the Colombians, and then to hold a series of workshops with the MoND
and the four Public Forces (Navy, Army, Air Force, and National Police). From the work
done by the Colombians themselves and the workshops, the DIRI team concluded that
the major opportunity for change came from something that the Colombians themselves
identified: to move from four separate service-oriented logistics systems to a more joint
and “coordinated” (the word the Colombians use to describe instances where the National
Police are involved) system. This would allow them to gain economies of scale across a wide
range of logistics services, including training, procurement, inventory management, and
maintenance. Unlike the United States, there was no equivalent to Title 10 (which provides
the legal basis for the organization of each of the U.S. armed services and Department
of Defense) restrictions on the amount that the four Public Forces could integrate their
spending processes, and all four Forces were using a single Enterprise Resource Planning
(ERP) software for their inventory management. In addition, the Forces were agreed that
integration of their logistics systems was absolutely essential if they were going to make

significant advances in improving the delivery of goods and services while reducing costs.
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These were three key building blocks that the DIRI team used when considering what to
recommend.

On the downside, the Colombians had no central manager of logistics policies and
procedures. While there was a will to work together, there was no one to lead the effort.
The first recommendation from the DIRI team was to find a way to amalgamate the four
logistics systems, where sensible, and to select a logistics leader at the ministry level with the
authority to make the kinds of changes that would be needed. This was generally accepted,
although the new Director of Logistics was strictly authorized only to propose, not make,
changes. The management of the ERP was assigned to him, along with a number of other
“orphan” logistics projects that were scattered across the MoND. In December 2011, the
new Logistics Directorate was created, with a mandate to prepare a Logistics Master Plan
for ministerial approval.’®

Having a leader was only the first step in making change. From 2012 through 2014,
the DIRI team worked with the new Logistics Directorate to identify what changes were
required and what it would take to implement them. Much of the early work concentrated
on the social aspects of change management. The Logistics Directorate was a new invention
and it was not clear how the Forces and the various directorates and agencies would react
to the interloper. To address this, the combined Colombian/DIRI team carefully listened
to the various entities to understand their logistics requirements and concerns, and then
identified high-value, low-risk, simple solutions to some key logistics shortcomings. The
improvements were launched through a series of pilot projects, each one aimed at a specific
logistics requirement and designed to experiment with different approaches to identify
ways and means of making change that were culturally acceptable, low cost, and effective.

For example, the Public Forces and MoND recognized that their current procurement
and supply management system could become more effective and cost less if they could
somehow merge the four separate systems of the respective Public Forces into a single,
integrated system. One of the first projects that the new Logistics Directorate took on was
how to achieve this integration. Deconstructing the problem into its constituent parts, the
lack of a single inventory codification system was identified as the key change that needed
to be implemented. Without a way to compare usage data and inventory holdings among
the four Public Forces, it would be difficult to make significant improvements in this
area. The combined Colombian and DIRI team reviewed the various options, including
building a custom system, adopting another Latin American system, implementing the
United Nations (UN) system, or joining the NATO Codification System. The Colombian
analysis concluded that the NATO Codification System was the best option and it was
adopted, although the political aspects of this move were debated at very senior levels in the
government. Next came the process of understanding how to implement the NATO system
and to establish the appropriate policies and procedures in Colombia for its use, as well
as mapping the inventory reference numbers being used by the individual Public Forces
to the NATO equivalent. Spain proved to be a very helpful partner in this area, having
done similar work after it became a NATO nation in 1982. Spain provided considerable
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training, technical assistance, and Spanish language software, as well as advice on
common inventory management policies and procedures. NATO provided mentorship
to the Colombians through its meetings and panels, while the United States—in addition
to providing expertise through the DIRI program—provided support through the U.S.
Defense Logistics Agency’s National Codification Bureau.

Although this project is still ongoing, it represents the kind of logistics change
management that will act as a major stepping stone to future improvements in Colombian
defense logistics. The new inventory management system is scheduled to replace the
existing four systems in late 2016 or early 2017, setting the stage for the next series of
improvements, including common inventory management of the procurement and
repair of high-cost, low-volume items used by more than just one service. In Colombia,
three of the four Public Forces fly the UH-60 Black Hawk helicopter, and the ability to
manage the key (and expensive) components of this aircraft in common is being actively
pursued as a priority effort. Similarly, other pilot projects have covered such things as
common life cycle materiel management, with emphasis on creating common readiness
standards, common maintenance procedures and standards, and maintenance data
gathering and analysis. Another pilot project will allow the four Public Forces to start
using each other’s movement assets to eventually create a common distribution system,
speeding up the delivery of items to units while at the same time reducing the unused
cargo space on the Forces’ trucks, aircraft, and marine craft. Yet another pilot project will
ensure that fuel and lubricants are managed at the national level, gaining economies of
scale in procurement, storage, and distribution.

The common thread running through these initiatives is that each started from an
initial Colombian analysis of what needed to be done. The Colombians identified some of
their critical logistics issues, but required support to articulate both the requirement and
decide on the next steps including determining how to accomplish their aims, introducing
methodologies used in other countries to address similar issues, and finding partners and
experience outside of Colombia that could be used to advance each improvement. A major
component of the work has always been to understand that the cultural aspects of change
are equally important as the technical aspects. Solutions that are simple in one country
can be difficult in others for purely cultural reasons. At the same time, solutions that are
difficult in one country can be relatively simple in others. The lesson from Colombia is
that DIB efforts need to start with the host country’s own assessment of its objectives and
priorities, and their perceptions of how performance gaps in logistics are affecting the
realization of those objectives. From this, the DIB effort can then support stakeholders as
they collectively define the nature of the problem(s) and the range of acceptable solutions.
Following this, the DIB LET can work with the country’s logistics leaders to identify what
should be implemented first, identify the legal and cultural support and impediments to
change, then help find appropriate partners with the necessary experience to allow the

country to initiate the change on its own schedule, as it builds its own expertise.
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Conclusion

Each partner-nation logistics engagement will be different, because each partner has
its unique combination of history, culture, military organization, and goals. There is
no template that can be applied that will ensure a successful engagement. To begin an
engagement, it is therefore important that the DIB LET understand the partner’s situation
by conducting with the partner some kind of needs assessment, resource availability
assessment, and catalogue of the legal, political, cultural, and other factors that might
either support or constrain the implementation of logistics improvements. Following
these activities, a useful strategy is to build the logistics improvement roadmap that will
determine what to change, as well as how to change the current “as is” partner logistics
system into a new “to be” construct. Depending on many factors, this may be a radical and
significant change, or it might be some minor changes designed to accustom the partner to
implementing logistics improvements. The roadmap can be constructed by conducting a
gap analysis of logistics shortcomings, considering options for overcoming those gaps, and
then supporting the partner to select an appropriate, affordable yet effective, new logistics
structure. Once this is completed, the final activity is to support the partner in the creation
of the new logistics construct. In those situations where the initial engagement is limited in
scope and intent, the lessons learned can then be used to assist the partner nation begin the
process again to initiate another series of improvements.

Despite the many challenges described above, the United States has achieved excellent
results and produced a number of remarkable accomplishments in logistics within the field
of security cooperation in recent years. In addition to the achievements of the logistics
development efforts in Colombia, efforts to build partner capacity in Eastern Europe—
both in the newer NATO nations and the Partnership for Peace (PfP) members—has been
significant. Assistance with building partner logistics capability has enabled many nations
to make important contributions to coalition efforts in Iraq, Afghanistan, and to global
counterterrorism efforts. Similarly, assisting in the improvement of partners’ logistics
systems has facilitated participation in UN and other peacekeeping efforts, as well as many
humanitarian assistance and disaster relief efforts in recent years. Recent initiatives and
high-level support from the U.S. Department of Defense and close allies point to even
greater results in the years ahead.

Such examples of progress demonstrate the importance of planning for and investing
in logistics in virtually every undertaking to assist partner nations in their capacity-
building efforts. The nature of the geopolitical environment in the years ahead—combined
with fiscal realities and the uncertain nature of conflict—make DIB efforts as important as
in any time in history. Increasingly, however, we are developing the tools, expertise, and
commitment that can lead to the development of strong partnerships, which, ultimately,
will enhance security, stability, and progress.

Logistics is, and will always be, a critical component of virtually every security
cooperation effort. The entire concept of building partner capacity rests upon the durability,
and hence sustainability, of cooperative efforts. It is also clear that logistics developed
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in partnership with other nations should be designed for adoption across the affected
components of the force, integrated vertically from the tactical to institutional level, and
capable of enduring for as long as necessary. Short-term and/or “point” solutions may
sometimes be required to meet immediate operational requirements, but they cannot be
expected to provide enduring support. At the same time, logistics must be considered as a
component of a broader development effort, especially at the institutional level. As a recent
RAND study noted, “just supporting partner nations at the operational and tactical level—
without supporting the basic infrastructure to handle personnel management, logistics,
finance, and many other functions necessary to a well-functioning military—would create a
partner-nation force unable to sustain itself.”"! The development of logistics improvements
that are appropriate to each partner is a complex, interactive, and nation-specific activity
that requires a broad understanding of the technical and human aspects of both logistics
and building partner capacity. While still evolving as a tool to support partner nations as
they build effective, transparent, and accountable defense institutions, the development of
DIB logistics methodologies and practitioners will be key to obtaining the best return on
DIB investments in the future.
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Measuring and Evaluation

Paul Clarke and Thomas Davies

efense institution building (DIB) seeks to produce relevant institutional change

with partners by addressing complex problems in dynamic environments. In

order to determine their impacts, these changes must be continuously monitored
and their effects, positive and negative, evaluated. However, the methods and techniques
commonly used for the monitoring and evaluation of security cooperation activities often
prove inadequate to produce the information required for thoughtful DIB decisions.
Further, information requirements differ between those necessary for the development
and justification of DIB authorities, policies, resources, guidance, and programs (the
“DIB Enterprise”), and the management toward DIB outcomes by programs and other
implementers (“DIB Activities”). Evidence from measures at the activity level will heavily
influence decisions at the DIB Enterprise level. In addition, measures to support monitoring
and evaluation must enhance the effectiveness of DIB without over-burdening the limited
capacity of the small footprint, high impact teams that carry out the work. This chapter
will first address the role that measures play in DIB decision-making and the unique
complexities of measuring in the DIB context. The importance of integrating measures into
every aspect and phase of DIB will then be discussed, as well as what appropriate measures
should be for DIB activities.

Terminology

The term “measure” in this chapter refers to the quantitative or qualitative description of an
input, output, or outcome of DIB policy, programs, or activities. Measures are often further
defined as measures of performance, which seek to describe progress toward an objective,
or measures of effectiveness, which seek to describe the degree to which an objective was
met. The term “metric,” which is not used in this chapter, is often used interchangeably
with “measures,” but metrics can be understood to refer to the combining of multiple
measures to provide information (examples include rates such as “cost per hour” and
changes from a baseline such as “increases in staft capacity”). For simplicity, the use of the
term “measure” in this chapter is intended to capture the wide array of techniques available
to process, analyze, and present measures, inclusive of the use of metrics. “Accountability”
and “learning” are the primary purposes of DIB measures. “Accountability” refers to
measures that seek to compare DIB inputs, outputs, or outcomes with expectations for
these. “Learning” refers to measures that seek to improve the effectiveness or efficiency
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of DIB policies and practices. “Monitoring” and “evaluation” are processes that use
measures to inform the decisions required to manage DIB policy, programs, and activities.
“Monitoring” occurs on an ongoing basis for DIB programs and activities, and is generally
accomplished through internal resources (or in conjunction with those of partners).
“Evaluations” seek to answer specific questions related to DIB policy and programs, occur
in conjunction with specific events (such as the end of an activity), and often include some
degree of independence from the programs and activities they target.

What Should Measures do for DIB?

DIB measures should enable evidence-based decisions. Evidence-based decisions about
policy, programs, and practices are those that are grounded in research and informed
by experiential evidence from the field.! These decisions can support DIB policy,
programming, priorities, and resources, as well as the management of DIB activities, and
improve their outcomes. The production of experiential evidence requires deliberate and
considered monitoring and evaluation of the progress and effects of DIB activities. As
such, the most critical aspects of integrating effective measures for DIB is to anticipate the
decisions that need to be made, who will make the decisions, when the decisions will be
made, the information required to make the decisions, the level of fidelity required from
the information, and how the information needs to be presented. Further, the information
gathered needs to be linked to decision makers at the right time and in the right way to have
the intended influence on outcomes. While these decisions may not be apparent or even
known at the onset of DIB activities, the more insight gained and guidance provided as
early as possible regarding requirements for experiential evidence, the better information
can be provided for DIB decision makers.

The inclusion and implementation of measures supports both accountability
and learning. Figure 1 shows examples of information requirements for accountability
and learning that can inform decision-making for the conduct of DIB activities and
management of the DIB Enterprise. Accountability in the DIB context should explain what
has happened, particularly to confirm or challenge assumptions and to determine to what
extent objectives have been met. This has been critical in the problem-driven, iterative, and
adaptive approaches that have proven successful in DIB in practice—where “failing fast”
can be a virtuous component of the process.> The ability to rapidly determine what works
and what does not, allows teams and partners (as well as DIB policy makers and planners)
to focus on efforts that contribute to positive outcomes while divesting themselves from,
or avoiding, efforts of limited relevance or effect. Learning in the DIB context describes a
process of gaining knowledge or skill by practicing or experiencing something; measures
facilitate learning by demonstrating patterns and trends both within and across DIB
activities, programs, and contexts. In the dynamic environments where DIB takes place,
learning occurs across many different cycles, from insight into how the “political will”
or “absorptive capacity” of a partner will affect the design of an activity, to the long-
term effects of institutional capacity on Foreign Military Sales decisions. Varying cycles




Measuring and Evaluation

of learning require measures with feedback loops that are appropriate for the decisions
and outcomes they are meant to support. Learning at the project level may require the
immediate judgment of a team on the ground. While learning at the program level, such
as for the refinement of practices, may need to be widely and deliberately vetted to ensure
consideration across various contexts and appropriate application. Learning at the policy
level may require information across multiple years to inform and justify change(s), such
as the need for new DIB authorities or programs.

Figure 1: Typical DIB Information Requirements

DIB Accountability Learning
R = What Works in What Contexts
= DIB’s Relevance/Impact L
C . = New DIB Programs/Authorities
= Prioritization of DIB Activi- .
. = Integration of DIB and
Enterprise tles Security Cooperation/
P = DIB Resource Planning and ity ~oop .
Building Partner Capacity
Management . .
. = Engaging with the DIB Commu-
= DIB Program Effectiveness . ;
nity of Practice/Interest
= Scoping New or Existing DIB
«  SMART DIB Objectives copg £
. o Lines of Effort
= Leading Institutional Change: . .
A = Testing Theories of Change
o Performance - are we doing 5 . .
Activities . . = Adapting to Dynamic Environ-
things right? Effects - are we
g g - ments
doing the right things? . -
: « o =  Disseminating Lessons
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At its best, DIB is a facilitated process of partner-led institutional change toward mutually
beneficial outcomes, and the role of the partner is therefore an indispensable aspect of DIB
measures and evaluations. That said, the practice of partner ownership presents challenges
to measures. There are some elements of performance and effectiveness that a DIB team
can be directly responsible for, but much of it they cannot. To the extent we hold DIB
teams accountable, perverse incentives can emerge for implementers to do the work for
the partner—undermining the enduring and institutionalized change that comes from
partner ownership. The challenge is therefore to have multiple tiers of measures and show
their overlap: so an outcome for the DIB team is really only an output from the partner’s
perspective. Further, the partner’s active involvement in monitoring and evaluation may
relieve some of the burden of information gathering for DIB practitioners, though it should
be recognized that the partner’s capability and capacity for monitoring and evaluation
might need to be developed over time.

Integrating partners into the process of monitoring and evaluation can be a means of
institutionalizing good governance and management. A partner’s self examination of the
decisions necessary to implement and institutionalize change, analysis of the information
requirements to support these decisions, development of appropriate measures to provide
the information, and management of the information as it is collected, will facilitate
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implementation of the DIB activity. At the same time, this process enhances the partner’s
ability to ensure changes endure and adapt with the partner’s defense establishment.
Further, a practical implementation of measures can demonstrate the means of establishing
transparency, accountability, and evidence-based decision-making more broadly for
partners. As these practices are adopted, they become tools of good governance that address
potentially sensitive issues, such as corruption, without directly taking them on.

Box 1: Hierarchy of Evaluation?

In a piece published in the Small Wars Journal, RAND Senior Scientist Christopher
Paul describes the importance of explicit theories of change and a hierarchy for the
evaluation of planning and assessments. He explains that “having an explicit theory of
change helps the assessor identify what to measure and supports an assessment structure
that tests assumptions as hypotheses, which leads to improved operations, outcomes,
and assessments.” He also describes a hierarchy of evaluation with five nested levels
that “helps the assessor match assessments to stakeholder needs and identify where
improvements are needed when operations do not produce desired outcomes”:

Level 1- Assessment of Need for Effort

= Focuses on the problem to be solved or goal to be met, the population to be served, and
the kinds of services that might contribute to a solution.
= Establishes the problem to pursue, as well as the intended objectives.

Level 2- Assessment of Design and Theory

= Focuses on the design of a policy or program, and is where an explicit theory of change
should be articulated and assessed.

= If program design is based on poor theory or mistaken assumptions, then perfect
execution may still not bring desired results.

= If the theory does not actually connect the activities with the objectives, efforts may
generate effects other than those intended.

Level 3 - Assessment of Process and Implementafion

= Focuses on program operations and the execution of the elements prescribed by the
theory and design.

= Poor execution can foil the most brilliant design.

. Traditional measurements at Level 3 are measures of performance (MOP).

Level 4- Assessment of Outcomes

= Focus is on how outputs are translated into outcomes or achievements.

= Outputs are the products of activities, and outcomes are the changes resulting from
these efforts.

. Measures at this level are often referred to as measures of effect (MOE).

Level 5 - Assessment of Cost-Effectiveness

= Only when desired outcomes are at least partially observed can efforts be made to
assess their cost-effectiveness - before you can measure “bang for buck,” you have to
be able to measure “bang.”




Measuring and Evaluation

What is Unique about Measuring in DIB?

The unique nature of the cooperation between the United States Government (USG) and
partner nations poses challenges for measurement across the DIB effort such that several
factors must be considered in the tailored development of DIB measures, including:
institutional perspective, various actors, motivations, political will, cultural context, the
low-capability of some partner countries, and the fact that teams will be dealing with a mix
of defense governance systems. At the DIB Enterprise level, the stakeholders are many,
including senior policy makers, legislators, and multiple Department of Defense (DOD)
agencies, each of which has a different perspective on success, requiring measures that
accommodate these perspectives. In the case of the Security Governance Initiative—a DIB-
related program in Africa—the work is inherently interagency, and the lead is with the State
Department rather than the DOD. At the program level, measures have to be agreed upon
by numerous USG actors overseeing the projects, while the U.S. expert teams that actually
execute the projects may draw expertise from multiple think tanks, private contractors, and
other providers. The result is often a tenuous relationship between the measures envisioned
in the project’s design, execution, and assessment.

The perspectives and motivations of the multiple players in a DIB project complicate
the conceptualization of measures, although all seek to achieve success via institutionalized
improvement. The United States has its own internal measures related to budgets, programs,
competing security interests, and methodologies, while the partner has its own internal
measures, which may stem from its motivation to secure the ongoing engagement of the
United States and maintain the flow of U.S. training and equipment. Another challenge is
determining whose work is to be measured. DIB work is produced by three broad categories
of workers: the U.S. experts and the partner nation each working separately, and the U.S.-
partner teams working together. As mentioned before, measures for each of these need to
overlap to create the appropriate incentives for partner ownership and enduring change.

Typifying a DIB Engagement is also difficult, since the roster of partner nations has
grown rapidly. The resultisa diverse body of engagements in different security environments
and socio-economic realities that runs from Bangladesh to Kosovo, and from Colombia
to Guinea. For the DIB Enterprise, this manifests itself in finding measures that have
legitimacy in many different contexts and an understanding that rolling up or aggregating
measures without these contexts may result in a loss of significance. This diversity is less
of a challenge at the program level, since it is to be expected that each partner will have its
own context. Still, DIB partners are chosen for a reason—to cure a particular challenge, to
take advantage of an opportunity, or to shore up a partner in a tough security environment.

Every partner has its own context, including some level of internecine conflict from
the banal (interagency) to the truly divisive (insurgency or sectarian conflict). And, of
course, the motivations of the partner, including the perspectives of different elements of
a partner’s government, remain an important factor. In the world of political insight, U.S.
DIB practitioners may be able to discern basic truths and speak the unspoken, but they
remain novices in the partner’s political setting. It can be tough to discern: what is the
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unstated priority of the leadership? Which accommodations should not be tampered with?
Which graft grinds the system down and which is lubricating the gears? In an environment
where appropriate institutional fixes must be married with political reality, powerful
measurements of progress can be difficult to create.

U.S. experts face several imperatives when designing projects and the measures to
evaluate their effectiveness. The “do no harm” imperative is always in play, but for countries
that face an active threat there is a corollary of “fix the system without breaking it.” The
work in such cases should consider how to determine when the work impedes the running
of operations. The U.S. experts may not perceive when they cross such a threshold, but
the partner may also not be fully aware of the trade-offs that are being made. For instance,
how much the partner staff’s work on DIB soaks up energy from other efforts, how support
systems might be stressed by changes, or how adjusting budgets may affect operations.

Measuring progress and evaluating success can also be challenging in countries
where a multitude of outside actors are advocating for some form of political or security
sector reform. External initiatives might come from interested states, regional bodies, or
the United Nations. In Western Africa for example, we see French, European Union, and
United Nations’ efforts, together with regional (African Union) and subregional (Economic
Community of West African States) efforts to produce defense reform. DIB efforts can aid
in these reforms, and the synergy between those initiatives and U.S. efforts can be powerful.
Yet, when it comes to measurements, the cause of progress might be hard to discern since
many countries may have set the stage for reform through long years of engagement, and
the payoff may be manifested in part through the U.S. DIB effort.

Designing measurements in the early phases of a DIB project is similarly problematic,
since discovering and incorporating into a baseline the existence of related efforts by
other actors can be very time intensive. The partner might also struggle to meet tasks
and deadlines because they are engaged in similar but different international efforts. One
nation may have started with the French system of defense forces, then embraced the Soviet
system for decades, turned back to the French and the United States and now find itself with
Chinese equipment and training. Mixing these many defense systems poses a challenge to
measurement design and collection, since different systems track and evaluate equipment
using dissimilar tools, or have different approaches to human resource management. In
the example of logistics, the partner may have received instruction in tracking equipment
readiness from various donors, and these different systems may exist side-by-side in the
same institution, hindering understanding of their own state of readiness. For outside
experts, the design of measures can be complicated by these multiple standards, the
complexity of which can only be revealed by in-depth study.

Inevitably, DIB efforts are increasingly taking place with low-capability countries in
grave crisis, which have often become the recipients of large amounts of material assistance.
In the past, countries where the U.S. was engaged in DIB-related efforts had more capacity
to absorb the concepts and the workload involved in implementing DIB; take for instance
Colombia, Chile, and former Warsaw Pact countries in Eastern Europe. While there are
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advantages to working with low-capability countries—for example, there is low-hanging
fruit to pick, and simple solutions can have big impact—the very concepts of DIB can
be difficult to translate into such institutions, and devising useful measures for partners’
success can therefore be challenging. For such low-capability countries, the U.S. DIB
tools and methodologies are underdeveloped and untested. In time, the methodology will
advance, and further studies may find that DIB work in this category of countries has both
great risk and great payoft. If absorptive capability is a challenge for developed ministries
of defense, it is doubly so with low-capability partners, who are already receiving so much
material assistance that it poses a risk of choking the support system. Measures should seek
to reveal the absorptive capacity of a partner to inform the levels of engagement that are
effective for DIB, the capacity constraints most burdened by material assistance to focus
effort, and the limits the partner faces in integrating and sustaining material assistance to
inform future material assistance.

Low-capacity countries are often dealing with significant societal challenges. Tolstoy
begins Anna Karenina by noting, “All happy families are alike; each unhappy family is
unhappy in its own way.” DIB practitioners need to find the unique qualities that make
a security establishment “unhappy,” and this involves understanding the nature of the
defense institutions, of course, but also more broadly the society and political values and
processes in the partner. On the societal side, when formulating measures, DIB planners
need to consider how sectarian, social, and regional issues influence decision-making and
resource allocation. The ongoing effects of these on DIB activities should be monitored to
allow activities to adapt in order to remain relevant in dynamic environments. The work
itself and the measures developed must take into account the subtle nuances that keep an
institution together. Many motivations may come into play, and corruption (hidden rice
bowls, ghost soldiers, etc.) is a reality one must consider when asking for institutions to
measure their work or conduct other self-assessments. A bit of investigation will often find
a lack of materiel, missing parts, inadequate training, faulty communications, insufficient
logistics support, the wrong mix of capital assets and so on, but rarely are the cultural
foibles in the institution evident upfront. In designing measures, DIB experts should
consider where the power and authority reside, who has oversight, and how those qualities
interact. Measures should be designed with foreknowledge of how they might produce
winners and losers.

Measures are most useful when there is support for the DIB effort by the political
leadership, rather than just the career defense officials. Political leaders can provide the
authority and resources to ensure DIB success, since they represent the will of the people.
Without such buy-in, measures may not become institutionalized or the information
provided may lack key insights. Political buy-in aids the overall effort, ensuring that
timelines are met, that replacements are found for DIB counterparts, and that the program’s
efforts remain consistent with the evolving priorities of the partner. Political clout can also
overcome divergence between the political level and the operational level, and between
different agencies and services, helping to ensure that reliable measures are developed.
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Without that support, different processes between different ministries (Interior and
Defense) may impede collection of information used for measurements or create confused
data. Finally, lower level officials lack the authority to collect useful and sensitive data, so
the political class can give these officials more power to perform that function. Political
leaders should be brought into the process early on by commissioning the work, setting the
terms of reference, reviewing progress, and approving and directing the implementation

of any recommendations.
Integrating Measures into DIB

The effectiveness of DIB will be greatly increased if measures are integrated from the start
into every aspect of DIB policy, program, and project methodologies—monitoring and
evaluation should not be an afterthought. In fact, some information may be lost if baselines
are not established and deliberate measures put into effect. Additionally, DIB measures
should themselves be actively managed throughout all phases of projects to account for the
complex problems and dynamic environments they address.

DIB outcomes center on change and measuring change requires the establishment of
baselines as a point of reference for comparison. A baseline is a description of a condition
at a point in time, ideally before the effects of DIB take place. Baselines often focus on those
things that pose the greatest challenges to achieving desired outcomes. An example of this
for DIB could be the “as is” process map for a partner’s annual budget, which includes
information on how its inputs, outputs, actors, and decisions affect current outcomes.
However, DIB baselines should also include the conditions that may indicate opportunities
for action such as engaged and empowered senior sponsors, relevant dynamics, such as
absorptive capacity, that may be favorable or unfavorable for change, and the people and
politics that influence the DIB environment. Baselines are necessary for effective action, so
they should be defined upfront, and fleshed out or clarified as the activity proceeds, as they
can be difficult and costly to create after the fact.

All measures have a cost, and the cost of producing measures can have a tremendous
impact on DIB operations. In the context of DIB, cost refers less to the financial impacts
of monitoring and evaluation (though these should be considered) and more to the
opportunity cost of producing the information. If the burden of collection and analysis
of information for measures falls on the typically small DIB teams carrying out the work,
then there must be consideration of the effect on the project before levying information
requirements. The importance of the decisions, the level of detail needed to make the
decision, the need for establishment of a baseline, and the frequency of updates should
all be factored in and adjudicated before stakeholders request information about DIB
activities. What DIB information is then produced should be widely available to satisfy
the situational awareness and decision-making requirements of as many stakeholders as
possible. Another potential cost is that measures can create perverse incentives for DIB
practitioners, such as interfering with partner ownership, stifling learning and adaptation,
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setting safe goals when meaningful change requires more, and standardizing practices
when tailored approaches are appropriate. The potential perverse incentives formed by
any measure should be considered and controlled for as the measure is developed and
implemented. Finally, the type of information and the timing of the requirements can have
an effect on the relationship between the DIB implementers and the partner’s interlocutors.
Building trust takes time, and it can be lost quickly or never achieved at all if the partner
perceives the DIB team as “collectors.” Information is not useful if it negatively affects the
overall ability of the DIB activity to progress toward its ultimate outcomes.

Integrating Measures for the DIB Enterprise
Measures should support decisions regarding DIB authorities, policies, priorities,
resources, and programs. Foundational to this is the establishment of enterprise-level
DIB objectives that are nested in broader security cooperation objectives. The Specific,
Measurable, Achievable/Agreed, Relevant and Time Bound (SMART) approach advocated
for security cooperation planning, which links broad end states to concrete tasks, should
carry through for DIB and its measures.” DIB Enterprise-level objectives should provide
sufficient direction for programs and activities to develop measures that provide the relevant
information necessary for greater understanding and more effective management of DIB’s
array of complex challenges and dynamic environments. In addition to these objectives,
policy makers and planners should articulate information requirements related to the
performance of DIB programs, priorities, and resource allocations. The DIB Enterprise
may also pool monetary and manpower resources to ask and answer specific evaluation
questions through means more external than a program’s own monitoring. Though the
evaluation may be external to the DIB program, the collection of information should be
integrated within DIB activities as much, and as early, as possible to increase the value
of the information collected. The information gathered to support enterprise-level DIB
objectives should drive ongoing and thoughtful dialogues among the decision makers who
must link strategies to DIB programming and resources, and who must justify the results.
Measures can also be used to educate and inform the DIB community of interest.®
The DIB community of interest can include legislators, policy makers, planners, and
implementers involved in related security sector development and security cooperation
activities. This community can also include independent contributors such as academics,
think tanks, and the media. Across this broad spectrum of stakeholders, it is important
to establish what DIB can and cannot do, DIB’s impact and contributions, and how
DIB affects other activities. To this community, measures can be a powerful means of
communicating the appropriate application and potential impact of DIB activities, as well
as the effectiveness of practices for partners, environments, and outcomes sought.

Integrating Measures for DIB Activities
Measures to support DIB activities need to be integrated throughout the cycle of building
partner capacity (see Figure 2). Though monitoring and evaluation are explicit components
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of this cycle, their effectiveness will depend on deliberate actions taken to plan for and
integrate measures throughout the earlier scoping, design, and implementation phases.
Further, the DIB environment is dynamic and facilitating partner-led change is a process
that highlights different aspects as it proceeds, so measures should be adapted with the
environment and through implementation to support problem-driven outcomes.” Security
cooperation and development programs frequently have separate evaluation teams that
come in one to two years after the end of the project to evaluate effectiveness. However,
given the newness of the field and its characteristics (volatile, uncertain, complex, and
adaptive), DIB activities have focused heavily on effectiveness in earlier phases—especially
monitoring with immediate feedback loops into country projects and for program-level
practices (such as for DIB’s overall methodology).

Figure 2: DIB Model for Building Partner Capacity®
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Scoping: Scoping is the process of transforming broad guidance to engage with a partner
into a logical set of targeted and feasible recommendations that communicate the intent,
and shape the design and implementation of DIB activities. As such, scoping establishes
the foundation upon which the measures of DIB activities are built. Specifically, scoping
begins to define the outcomes upon which to devise measures of progress and effect, and
establishes the baselines that set the starting points for measuring change and defining
what is feasible.

Scoping should, at a high level, define the intended and mutually agreed outcomes
of a project. These should seek the “sweet spot” (see Figure 3) among U.S. government
priorities, the objectives and priorities of our partners, and how institutional improvements
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of defense governance and management can contribute to both. If realistic, these become
the ultimate outcomes or “North Stars” that allow DIB projects over time to develop
SMART objectives as part of the project design, implementation, and monitoring phases.’
From these project level outcomes, teams can begin to anticipate the information required
to manage progress and determine the effectiveness of projects and their activities.

Figure 3: The “Sweet Spot” for DIB Objectives'
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Scoping should also begin to establish the relevant baselines for a project. Baselines
are a description of the relevant “as is” state of the partner’s institutions, opportunities for
and challenges to mutual interests, and current level of performance relative to outcomes
sought. Baselines should not only describe the current state of the partner’s institutional
capabilities but also describe other factors related to the partner’s motivations for and
limitations to change such as leadership, priorities, will, capacity, absorption, and spoilers.
Baselines are the foundation from which any measures of change are built and are therefore
paramount to managing progress and measuring the success of DIB activities.

Design: DIB projects are designed to address the unique institutional environment and
outcomes sought with partners. In other words, when it comes to DIB projects, one size fits
one. As such, measures must also be custom tailored to suit the needs of the project (See
Box 2). Specifically, measures should be integrated into and support the logic (referred to
as theories of change) for how teams intend to work with partners to achieve objectives.
Theories of change strive to incorporate and relate all of the necessary and sufficient
elements required to achieve a desired outcome into a logical framework. They are generally
expressed as a series of cause and effect or “if, then” statements that start from a baseline
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condition and proceed to the outcome sought with no unrealistic assumptions or leaps of
logic. Since these logic frameworks incorporate all of the elements to produce outcomes,
they will not only include the technical elements of institutional development but also
the human and political aspects of the institutional environment that accept, support,
produce, and sustain the changes. An essential element of theories of change is that they
are testable. If a portion of the logic proves wrong (either through a false assumption
or a changed condition), then the theory must be adjusted to accommodate the new
information. As such, measures must be developed to test the theories that underlie the
design of DIB projects.

Box 2: Evaluating Complexity"

In their work, Preskill and Gopal respond to a growing realization that, “systemic

change is not linear, predictable, or controllable...problems are more resilient than

previously thought and that traditional means of tackling them often fall short.” In

response, they described characteristics of the complex systems that contribute to

this realization (an accurate portrayal of the dynamic environments and complex

problems DIB typically faces) and offered propositions for evaluation (measures)

under such circumstances.

Characteristics of Complex Systems Propositions for Evaluation

A complex system is always changing, | 1.  Design and implement evaluations to be adaptive, flexible, and
often in unpredictable ways; it is never iterative

static

Everything is connected; eventsinone | 2.  Seek to understand and describe the whole system, including
part of the system affect all other parts components and connections

Information is the fuel that drives 3. Support the learning capacity of the system by strengthening
learning and helps the system thrive feedback loops and improving access to information
Context matters; it can often make or | 4.  Pay particular attention to context and be responsive to changes
break an initiative as they occur

Each situation is unique; best 5. Look for effective principles of practice in action, rather than
principles are more likely to be seen assessing adherence to a predetermined set of activities

than best practices

Different sources of energy and 6.  Identify points of energy and influence, as well as ways in
convergence can be observed at which momentum and power flow within the system
different times

Relationships between entities are 7. Focus on the nature of relationships and interdependencies
euqally if not more important than within the system

the entities themselves

Cause and effect is not a linear, 8.  Explain the non-linear and multi-directional relationships
predictable, or one-directional between the initiative and its intended and unintended
process; it is much more iterative outcomes

Patterns emerge from several semi- 9. Watch for patterns, both one-offs and repeating, at different
independent and diverse agents who levels of the system

are free to act in autonomous ways
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From theories of change, objectives can be developed that provide the “connective
tissue” from baselines to outcomes, which guide activities to get from “here” to “there.”
Measures must be developed to determine if and to what extent these objectives are met.
This includes both intermediate outcomes that act as milestones toward the ultimate
outcome, as well as measures of the ultimate outcome(s). All objectives, including
intermediate ones, should strive to be SMART. Beyond the obvious “measurable”
component, “achievability” and “relevancy” are critical to a project’s theory of change and
may be subject to assumptions made or to the DIB environment. Time is also a measurable
component (by either chronology or events) that can have significant impacts in terms of
relevancy and relativity to other activities that may define a critical path for a project. For
example, the sophistication of technical requirements may have to be balanced against the
need to meet certain political deadlines.

Figure 4: Graphic Example of Objectives and Measures in a Logic Framework"
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Implementation: The essence of DIB implementation is the facilitation of a partner-led
change management process (see Box 3). As such, if implementation is when change
happens, then implementation is when measures need to take place. Further, because change
is a dynamic process, collection of information through implementation should not be
static or risk not being relevant through the entire course of a project. For example, critical
measures at the beginning of a DIB project may include partner leadership: assigning the
correct stakeholders to the working group, committing to ensure continuity of personnel,
taking briefings from the working group, and contributing to and making project design
decisions. Do working group members show up, engage meaningfully, and undertake the
agreed-upon work on the project between engagement visits? Measures midway through the
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implementation of a project may focus on understanding and applying new concepts and
approaches. The institutionalization of the changes to a partner’s supply chain management
processes may be a more critical measure at the end of a DIB project. Measures through
implementation should, to the greatest possible extent, be integrated into the conduct of a
project so as to complement and enhance the work of DIB implementers, while providing
the information needed for DIB decision makers. Therefore, frameworks and tools for the
collection and management of a project’s measures should complement and be adaptive to
the project’s needs (and other higher level DIB decision requirements) and highlight the
information that is most relevant given where a project is along the change process.

Box 3: Leading Change®

Kotter’s well-known process of “Leading Change,”—recently updated to accommodate
the context and objectives of a faster moving world (and more accurately reflect the
complex problems and environments of DIB)—is useful for demonstrating the dynamic
informational requirements to support the implementation of DIB activities. It is
important to note that change for DIB is rarely linear as Kotter’s “steps” may suggest,
and Kotter’s update describes running the steps “concurrently and continuously” in

such cases:

Craft and use a significant opportunity as a means for exciting

Step I: Create a Sense of Urgency people to sign up to change their organization.

Assemble a group with the power and energy to lead and support

Step 2: Build o Guiding Coaliion a collaborative change effort.

Shape a vision to help steer the change effort and develop strategic

Step 3: Form a Strategic Vision and Initiatives initiatives to achieve that vision.

Raise a large force of people who are ready, willing, and urgent to

Step 4: Enlist a Volunteer “Army” e e

Remove obstacles to change, change systems or structures that

Step 5: Enable Action by Removing Barriers pose threats to the achievement of the vision.

Produce, track, evaluate, and celebrate volumes of small and large

Step 6: Generate ShortTerm Wins accomplishments and correlate them to results.

Use increasing credibility to change systems, structures, and
Step 7: Sustain Acceleration policies that do not align with the vision; reinvigorate the process
with new projects, themes, and volunteers.

Articulate the connections between the new behaviors and
Step 8: Institute Change organizational success, and develop the means to ensure
leadership development and succession.

In order to manage the information from a DIB project, it is useful to have a systematic
way of collecting and interpreting the data. It is also useful to have a means to assess the
totality of what is being measured to determine if it meets the informational requirements
of the DIB activity without exceeding the reasonable capacity of the implementers. There
are various methods for this kind of data management and the methods and tools used
should fit the needs and requirements of a particular project. For programs that use
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theories of change in the development community, for example, this is often done through
a “results framework” that provides a tabular format for succinct statements of data such as
baselines, objectives, intended results, observations, and analyses.

Monitoring and Evaluation: Monitoring and evaluation of DIB activities involves gathering,
processing, analyzing, presenting, and managing information to support evidence-based
decisions. Though the groundwork for effective monitoring and evaluation is established
in the scoping and design of DIB activities, the groundwork means nothing if it does not
get the right information, in the right form, to the right people, and at the right time to
make evidence-based decisions. Therefore, deliberate planning and management should be
applied to the effective utilization of the information gained through the monitoring and
evaluation of DIB activities (see Box 4).

Box 4: Evaluation in Fragile and Conflict-Affected Environments'

The UK’s Department for International Development (DFID) has “established a
partnership with a consortium of leading organizations in the fields of conflict,
security and justice to develop more effective approaches to the use of data in the
design, implementation and evaluation of programs that contribute to reducing
conflict, cri me and violence.” This has yielded a significant body of knowledge of
its own regarding fragile and conflict-affected environments in general and for the
integration of measures in these environments specifically.

The DFID consortium advocates that integrating theories of change and measures
provides planners with a basis to determine whether a project, program, or strategy
is on track to accomplish the desired change, and if the environment is evolving as
anticipated in the project or program design. DFID establishes that theories of change
enable evaluators to ask hard questions about why certain changes are expected,
the assumptions of how the change process unfolds, and which outcomes are being
selected to focus on and why.

The work of the DFID consortium also proposes that the process of monitoring
assumptions and theories of change involves an iterative cycle of regular data collection,
analysis, reflection, feedback, and action. They hold that theory-based evaluation helps
assess whether underlying theories of change or assumptions of a program are correct
by identifying the causal linkages between different variables and is particularly useful
for learning and accountability—whether the success, failure, or mixed results of the
intervention were due to program theories and assumptions, or implementation.
Finally, the DFID consortium asserts theories of change need to be as reflective of
the actual environment as possible without overly complicating the situation—clearly
defining the boundaries of the theory and its assumptions is critical.

The challenges that arise during DIB projects are often multi-causal and highly
political, and may involve many people and organizations. Therefore it is important to
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identify measures that indicate progress and adequate resolution. Testing theories of
change and making adjustments to DIB activities, including the measures used to support
them should be highlighted as features of the monitoring process (and captured for
learning within the DIB activity and across DIB programs). Making adjustments to the
plan should not be taken as indications of failure—failure would be to rigidly follow a plan
and miss opportunities to achieve outcomes in the face of new information or changing
circumstances. Therefore, evaluation must also take into account that DIB activities
intentionally evolve beyond scoping and design, and throughout implementation, in order
to achieve intended outcomes. Measures should be able to “tell the story” that justifies the
evolution of a DIB activity by providing the evidence that led to the decisions to adjust
course. Without this evidence, a DIB activity may be evaluated on objectives that were only
relevant at the time they were established, decisions that may be scrutinized as arbitrary,
and activities that are criticized for not having discipline or direction (when the discipline
was in the deliberate exercise of agility in the face of changing circumstances or new
information).

Appropriate Measures for DIB

Public policy deals with tough questions, such as: is NATO a success? One would answer
this question differently at different times in history. Early on, NATO demonstrated the
resolve of the United States in Europe, but during the Cold War it sometimes demonstrated
the lack of Western unity and at times it was outflanked by Soviet initiatives. At the fall of
the Berlin Wall and the dissolution of the Soviet Union, it appeared a great success. But
soon after, its utility was in dispute again, while its value rose after the Russian Federation
became more provocative. One could ask the same thing about DIB. Is DIB as an enterprise
a success or is a specific DIB activity a success? What are the measures as a whole and by
case?

One measure of the success of a DIB effort is to query the ultimate stakeholder of
DIB work, the citizen of the partner nation. This construct of a measure of success could
be evaluated through surveys, and that science has come a long way with accurate public
opinion surveys being conducted in war-torn areas, such as Iraq and Afghanistan.”” One
can even find data on how the defense institutions we work with are viewed by their
consumers, their citizens.'® On the other hand, such surveys are certainly far removed by
time and effort from any direct DIB projects, and the ability to disaggregate causes from
effect can also be challenging.

Program evaluation is essential in public policy. DIB is a relatively new concept with
much still to be learned or developed, but there is a growing basis of understanding about
the challenges and some useful tools to deal with them. Among them are tools that rely
upon timely and accurate qualitative and quantitative information, and a process that aims
to monitor and evaluate intermediate objectives as the primary means to assess program
success. It should be noted that, while there is great power in the analytics associated with
quantitative measures, there is no inherent superiority of quantitative over qualitative
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measures—each has its time and place. This is important since the nature of DIB issues and
environments will often necessitate the use of qualitative information to support evidence-
based decisions.

Quantitative Data Collection and Assessment

Though DIB environments often necessitate their use, DIB should not develop its own bias
for qualitative measures when quantitative measures may be available and appropriate to
the situation. At the enterprise level, programs can be evaluated long after the activities are
over, changes in methodologies can be weighed, and categorization of various programs
in different contexts can be developed. And while the data itself may be labor intensive
to produce, the data analysis tools at the activity level tend to be rather simple, requiring
basic trend tracking and past and future consumption and spend rates. This also applies
to measures that DIB teams may help partners integrate into their management systems
where a simple tool can require a good deal of labor to develop and support it. For example,
creating a unit readiness system (a factor of personnel and equipment, and the training and
maintenance of the same) requires a great deal of work by the partner, evaluations of the
processes of the system by experts, and a judgment of success by the DIB team and partner-
nation leadership.

Quantifiable data can be categorized by the amount of information (too little or too
much), the reliability of the information, and timeliness. Having too much information
is not often a problem, but discerning what is important and what is not is an issue.
Quantitative information should be informed by contextual insight. Experts are best
served when they have the key bit of data or insight that informs the data overall: what
is missing? How much information is enough? Answers to these questions can be hard
to divine. The more common situation is a paucity of information—an undefined force
structure, a partial insight into the status of vehicle and equipment maintenance, a lack of
records on how the force performs under stress situations (exercises and operations), etc.
When developing measures for DIB projects, practitioners will have to take into account
the amount of information available and determine if it is adequate to effectively manage,
and, if not, what could be done to gain the necessary data to produce relevant outcomes.

One of the greatest obstacles to overcome in the quantitative realm is that usable data
often arrives late in a program. Partners may not have the tools to understand their own
capabilities, and in fact, often those skills, programs, and processes are an intermediate
outcome of the program. If the partner is in crisis, then collection of quantifiable data
may be more difficult, yet becomes even more crucial. The solution is clear. If there is
no baseline early in the design of the program, other than the realization that there is an
unknown, then a line of effort of the program should be to create that baseline.

In order to be confident in the use of data to drive decisions and make evaluations, we
must ascribe to that data a level of reliability. As we noted earlier, measures can be thwarted
by any manner of political, cultural, and administrative challenges. For instance, in the
process of the program, the DIB team may have urged the partner to duplicate measuring
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systems that do not capture a useful baseline. If the authority is not there to collect the data,
or if there is graft or a need to save face, then the DIB expert faces a dilemma. Fortunately,
DIB experts can rely upon others for evidence. The U.S. Embassy country team may
have data related to the partner’s practices, as well other donor countries. In the realm of
resource management, there is usually a wealth of World Bank and other reports to provide
a basis of insight. Some data will be more accurate than others, and the DIB professional
has to discern how that might reflect upon the institution as a whole: Is the information
accurate across the institution or do we know the status of the Special Operations Forces
unit because the United States spent years working with them? Is the data simply a snapshot
reflecting a moment in time, a recent bit of support to a partner? Will reliable data continue
to inform the institution once we have gone?

The challenge of collecting hard, reliable data leads to satisficing, eschewing optimal
results for practical outcomes. As Herbert A. Simon posited, “decision makers can satisfice
either by finding optimum solutions for a simplified world, or by finding satisfactory
solutions for a more realistic world. Neither approach, in general, dominates the other, and
both have continued to co-exist in the world of management science.”"” DIB practitioners
strive to make a defense institution better not perfect, and the goals they devise with
partners reflect an appraisal of what the defense institution can produce throughout the
program. In some cases, rough order magnitudes of hard data are what will satisfice to
move the institution forward.

Qualitative Data Collection and Assessment

Qualitative approaches can be used throughout the program to test questions that hard
data cannot address. Qualitative assessment answers the core questions about the work of
the program: “are we doing all the right things to achieve objectives?,” which is essentially
about progress, and “are we doing things the right way?,” which is about the effectiveness
of the program. Qualitative practices can be particularly useful for tying hard data to the
relevance question: is the program contributing to improving the security capabilities of
the partner? Are all the consequences (good, bad, and indifferent) of the program being
evaluated? Does the partner have the capacity and political will to follow through on DIB
efforts, to make adjustments during the program? Judgments on institutional learning also
rely mostly on qualitative evaluations.

One of the most common qualitative approaches is a form of process mapping, which
seeks to understand the how and why of institutional decision-making, often with a goal of
increasing organizational efficiency and effectiveness. As applied to DIB, the who and what
are also appropriate questions, providing an appraisal of what an institution is doing well
and when it is not. Of course, such assessments are best made with an appreciation of data,
but a simple comparison of processes against adapted international practices is itself useful
for DIB purposes to measure progress for both U.S. experts and partners’ institutions.

Even when quantifiable data is used throughout a program, it is often aided by
qualitative measures. For example, a logistics review (a key DIB assessment) starts with a
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baseline of data of the current status of the partner’s system, followed by an analysis of this
data (often tied to operational support).

Setting Intermediary Objectives

During program execution, those who provide oversight will ask if the program is going
according to plan. This is can be addressed by those measures of performance (MOPs) that
have been built into the program. A MOP weighs whether or not the inputs are producing
outputs and outcomes in the project. Are the experts and partner-nation representatives
meeting, is work being produced, is the timeline being met, etc.2 MOPs are sometimes
criticized, because they do not answer the existential question of whether the work will
lead to the designed end-state in the institution. But inputs and activities are essential for
creating impacts, and knowing their success or failure can help keep a program on track or
suggest that a new tack is required. A program will also include measures of effectiveness
(MOEs) that address the larger question of how “well” the program is, and if it is leading to
desired outcomes and eventually program impacts.

Using both qualitative and quantitative tools, the practitioners weave together
measures all along the course of the program. Some of these will serve the purpose of
external evaluation for overseers and other stakeholders, while others are internal tools
to ensure a program adjusts to the changing arrangements. In this process, intermediate
objectives serve as the link between the performance measures and the North Star of a
program.

Conclusion

Sigmund Freud posited that psychoanalysis had a limited mandate and, “much will be
gained if we succeed in transforming your hysterical misery into common unhappiness.”*
Ashe saw it, psychoanalysis brought merely “common unhappiness,” and DIB practitioners
share the same sort of bounded goal, bringing defense institutions into the unsatisfying
realm of imperfect public policy and out of the world of unacceptable risk. Within that
world are the many challenges unique to working on complex problems with such
partners—the political realities, the cultural and social characteristics, and a multitude of
actors with a variety of perspectives and motivations. These are intensified as DIB activities
increasingly reach a diversity of partners across a spectrum of capability. Despite these
dynamic environments, DIB efforts strive to integrate both quantitative and qualitative
tools, as appropriate, to measure the progress and effectiveness of programs and activities.
In that context, these measures serve to track progress toward intermediate outcomes that
compose the causal logic and framework of action toward ultimate outcomes for a partner.
When these measures are effectively integrated into DIB practices, a base of experiential
evidence sufficient to support accountability and learning is created. This base should be
thoughtfully managed to support the decisions, and enable the disciplined agility, to adapt
for better outcomes within DIB activities and across the DIB Enterprise. The way ahead is
to build on practices for measures and collate knowledge of what is effective and what is not
for wider dissemination. As DIB becomes institutionalized within security cooperation, it
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should move toward more formal evaluation, since the focus of measures so far for DIB has
been on the earlier phases of building partner capacity through monitoring.
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The Security Governance Initiative

Julie E. Chalfin and Linda Thomas-Greenfield

he White House estimates that between 2009 and 2014, U.S. assistance to sub-

Saharan African militaries and police combined to total more than $3 billion.!

Of this total, the United States spent approximately $900 million on support to
peacekeeping efforts alone. The U.S. government also provided approximately $90 million
in foreign military financing and sold more than $135 million worth of arms.? Despite
these substantial expenditures and investments, the ability of African states to address
their security challenges remains insufficient. Some African peacekeepers are falling short
in peacekeeping performance; terrorism and other transnational threats impede human
development in several parts of the continent; and African citizens often mistrust their
police and military forces. When the fundamental responsibility of the state for the security
and justice needs of its citizens is inadequately executed, the result is often increased
insecurity and de-legitimization of the government.

Based on years of security assistance delivery, the U.S. government concluded that if
the aim was to develop sustained and effective African capacity to tackle security and justice
challenges, then the traditional approach for providing security assistance was incomplete.
The Security Governance Initiative (SGI) was introduced in 2014 as a new approach to
respond to this quandary. The SGI approach seeks to align partner priorities with U.S.
national interests, resources, and expertise to enhance the management, oversight, and
accountability of the security and justice sectors. SGI also offers a more comprehensive,
effective, and efficient approach for partners addressing security challenges, and for the
U.S. government in providing security assistance.

Security sector governance is defined as the transparent, accountable, and legitimate
management and oversight of security policy and practice. This chapter presents an
overview of security and justice sector governance challenges in Africa, a review of U.S.
security sector assistance on the continent, and a description of SGI, its key principles,
and the progress made on implementation. This chapter also discusses defense institution
building (DIB) through the SGI lens, and the role of other stakeholders in the governance
of the security sector. While SGI is focused broadly on security governance, because of
the centrality of defense institutions to the security sector, DIB is a key component of the
SGI framework. In some cases, such as in Mali, Niger, and Nigeria, partners specifically
identified the enhancement of defense institutions as one of their priorities for SGI.
Although SGI activities for these focus areas will primarily benefit the defense sector, the
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holistic approach that SGI promotes will ensure that these governments consider defense
institutional capacity building in relation to overall security priorities and resources.

African Security and Justice Sector Challenges

Security and justice sectors that are weak, poorly managed and coordinated, and affected
by corruption, present significant obstacles to sustainable development, democracy,
stability, and peace across Africa. Democratically governed security sector institutions and
professional forces rooted in the rule of law and held accountable to civilian oversight are
critical. Governments are more effective in the delivery of services to their population—and
are better partners for addressing shared security interests—when they can communicate
priorities, capabilities, and requirements, and can efficiently and transparently manage
human, material, and financial resources. It is no coincidence that the first pillar of
President Obama’s 2012 Presidential Policy Directive for Africa is to strengthen democratic
institutions.?

Decades of imbalances in power between military and civilian security institutions,
including allocations of resources that heavily favor the military and, more specifically,
military operations, have left many African countries with civilian security institutions that
do not have the capacity or confidence to carry out their core functions. This imbalance
has further perpetuated the reliance on and favor for the military. The dynamic created has
led to security institutions that do not trust one another and a stove-piped approach for
planning and budgeting for security requirements. This paradigm inhibits governments
from meeting the demands of complex security challenges that require a whole-of-
government effort. The stove-piped approach also leads to redundancies, confusion of roles
and responsibilities, and wasteful practices.

While the mismanagement of personnel and resources might preclude efficiencies in
the security sector structure, the lack of oversight and accountability of the entire security
system has allowed corruption and abuse to thrive. Tolerance for corruption and abuse not
only erodes security capabilities, but also the trust of the population in the government and
its security services. The U.S. government recognizes that professionalism and sustainment
challenges are faced by security institutions around the globe, not just in Africa. However,
given that African states are earlier in their state formation process and continue to be
dominated by problematic relations between the population and government security
forces, the African continent was selected first for this initiative. It is likely that SGI will
expand to other parts of the globe as demand for this partnership increases.

Similar problems plague African judicial sectors, which have frequently been
marginalized or otherwise neglected by the continent’s strong, executive-centric
governments. Conceived of as the formal institutional mechanism that ultimately holds
individuals—including government representatives—accountable for civil and criminal
infractions, judiciaries are an integral part of the security sector apparatus. Without
effective, independent courts that are able to hold security actors accountable, there is
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nothing to assure citizens that predatory acts will be punished. While traditional justice
systems will continue to play an important role in mitigating conflict and assuring justice
for Africa’s citizens, SGI focuses on strengthening modern systems wherever able, and
establishing citizen confidence in the justice process.

SGI is distinctive in the broad scope of its institutional mandate including armed
forces, civilian oversight agencies, police and other internal security organizations,
legislatures, and civil society, reflecting a holistic understanding of security. The program
emphasizes collaborative processes and U.S.-host country partnership in pursuing shared
national and international security goals.

U.S. Government and Security Sector Assistance

For more than a decade, the U.S. government has supported security sector reform and
defense institution building efforts in Africa, primarily in countries transitioning from
conflict, such as Liberia and South Sudan. The Department of State (DOS) Bureau of
African Affairs not only led policy formulation of these efforts, but also played the lead role
in implementing DIB of the fledgling Sudan People’s Liberation Army (SPLA) of southern
Sudan and eventually South Sudan. In Liberia, DOS similarly led the early planning and
execution of the reform of the Armed Forces of Liberia (AFL) starting in 2004. These major
attempts at reform produced results that were both positive (Liberia) and mixed (South
Sudan), which are worthy of close study for DIB practitioners operating in post-conflict
contexts.

In South Sudan, U.S. assistance began following the signing of the 2005
Comprehensive Peace Agreement, with a focus on transforming the SPLA from a largely
guerrilla force to a professional military, respectful of the rule of law and civilian control.
These efforts occurred along with similar work to improve South Sudan’s police and justice
systems. In addition to building headquarters and unit infrastructure, and supporting the
development of tactical and operational capabilities, U.S. assistance focused on enhancing
the command, control, and administration of the force, as well as the establishment of
policies, strategies, and procedures to guide the transformation process. Partly owing to
the lack of Department of Defense (DOD) personnel resources and a permissive security
and political environment, DOS led the DIB mission using training and advisory teams
composed of mostly retired U.S. military personnel embedded in the offices of the Sudan
People’s Liberation Army leadership and later, a second U.S. team, embedded within the
offices of the South Sudanese Ministry of Defense directorates.

Despite some tangible progress, a number of challenges stymied the overall military
professionalization and DIB efforts for South Sudan. These included: 1) a lack of sufficient
South Sudanese buy-in as indicated by a lack of resources invested in the sustainment
of the force; 2) a lack of coherence with the wider budget and immature public financial
management; 3) the inability of leaders to delegate responsibilities; 4) the lack of a
human resource management system to strategically vet, develop, and employ personnel;
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5) an entrenched antagonism to civilian control, even from the Ministry of Defense; and 6)
the preoccupation of South Sudanese leadership with ongoing conflicts and other political
priorities.

On the other hand, the commitment by the Liberian political and security leadership
to the defense reform process, assisted by significant U.S. assistance, resulted in the
formation of a professional, competent, and civilian-led Liberian defense force. The DOD
joined with DOS in reform efforts early on, playing a significant training and mentoring
role for the AFL, alongside work by the Economic Community of West African States and
other international partners.

U.S. assistance and Liberian political will were instrumental in disbanding the
entire existing defense force and re-constituting it from scratch. This fresh start allowed
the government to establish institutional norms, infuse national purpose in the AFL, and
undertake necessary reforms that would have been resisted by personnel from the AFL
serving under the former head of state Charles Taylor. Liberia’s Ministry of Defense drew
from shared U.S. best practices, such as the recruitment of personnel from across Liberia’s
regions and thorough military induction standards.

Alongside this AFL rebuilding effort, the Liberia National Police (LNP) was maintained
and was able to provide public order management in coordination with the United Nations
(UN) Mission in Liberia so that the AFL development could advance without distractions.
The increasing competence of the AFL, and Liberia’s demonstrated ability to protect its
people and borders, has permitted the UN to draw down its peacekeeping mission and
plan for its complete withdrawal within the next few years—the mark of a successful
exit strategy for U.S. security sector reform efforts. This relatively successful endeavor
took place in conjunction with LNP reform, economic progress, and other post-conflict
reconstruction work that has buoyed the Liberian body politic and placed the country on
a solid reconciliation path.

As the different outcomes of these two U.S. government experiences illustrate, certain
conditions are necessary for successful institutional reforms to endure. Without political
will, absorptive capacity, credible and effective institutions, willingness to independently
manage U.S. and other international donor investments, an equal stake in the success of
security sector initiatives, and policy commitment to security sector reform, governments
will not sustain reforms undertaken with U.S. assistance over the long term. In addition,
it is imperative that civil society engagement and parliamentary oversight be strengthened
to ensure that the security system has checks and balances, and over time can produce
increased government legitimacy.

In 2013, Presidential Policy Directive 23 on Security Sector Assistance (PPD-23)
endorsed a comprehensive U.S. strategy for building sustainable partner security sector
capacity.! PPD-23 provides a framework for the U.S. government to coordinate efforts and
ensure transparency and consistency in security sector assistance delivery. The policies
and guidelines offered in PPD-23 also provided the foundation for developing a whole-of-
government approach to address the governance obstacles that prevent the sustainability
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of security sector assistance. PPD-23 reaffirms the State Department’s lead in policy,
supervision, and general management of security sector assistance. DIB is crucial to these
general security assistance management efforts since defense institutions play a pivotal role
in the governance of a major component of the security sector. For greatest impact, these
efforts must be jointly planned and monitored by the Departments of State and Defense,
and other relevant agencies.

New Approach: The Security Governance Inifiative

President Obama launched the SGI at the August 2014 United States-Africa Leaders
Summit, offering a new approach to improve security sector governance and capacity in
Africa. SGlis a coordinated interagency process that promotes inclusivity and partnerships.
The Initiative is informed by consultations with a broad audience, including U.S.
government experts, civil society, international donor partners, and other international
nongovernmental organizations. This approach is to ensure a thorough understanding of
issues and efforts to address security sector governance challenges.

SGI is not intended to replace training and equipping assistance programs. Rather,
SGP’s central objective is to complement these other efforts, and enable countries to
develop policies, institutional structures, and systems that allow them to more efficiently,
effectively, and responsibly deliver security and justice to their citizens.

Through SGI, the United States partners with countries to undertake strategic and
institutional reforms required for governments to tackle key security challenges, both in
regard to the mission of protecting state institutions and assuring citizen security. As a
Presidential initiative, SGI calls for high-level, bilateral commitments. A foundation
based on shared goals and commitments ensures appropriate management, coordination,
and prioritization of efforts undertaken under SGI. The SGI focus is intended to foster
resiliency within partner governments to not only address short-term disruptions in the
security environment, but also to be better able to make strategic choices about their future
security posture. SGI also emphasizes productive dialogue with civil society stakeholders.

61 Process and Principles

To coordinate this new initiative that will initially focus primarily on sub-Saharan
Africa, DOS established an SGI Coordination Office in the Bureau of African Affairs.
This inaugural SGI Office includes liaison officers from other U.S. government agencies,
including the Departments of Defense, Justice, and Homeland Security, as well as the U.S.
Agency for International Development. Applying PPD-23’s central tenets of transparency
and coordination across the U.S. government, DOS convenes an SGI Working Group
to coordinate with the broader SGI interagency community. The SGI Working Group
includes all relevant U.S. government agencies to synchronize efforts, reduce redundancies,
minimize assistance-delivery timelines, ensure consideration of the full range of policy and
operational equities, improve data collection, and measure effectiveness. The SGI Working
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Group also provides an opportunity to share best practices that DOD and other agencies
can apply to DIB.

The SGI Coordination Office works closely with U.S. Embassy country teams in partner
countries, which play a critical role in SGI program development and implementation.
Specifically, U.S. Embassies maintain regular contact with key partner-country SGI
interlocutors, provide real-time information about the dynamics in a country, and assist
with Leahy vetting and other foreign assistance reporting requirements. The interagency
quality of embassy country teams also offers a natural forum for SGI coordination to take
place between the various U.S. interagency implementers.

Before engaging in an official visit, U.S. government officials gather information and
organize briefings with U.S. government and nongovernmental country and subject matter
experts. This includes arranging sessions with U.S. Embassy teams to develop a shared
understanding of the U.S. interests at stake, inventory current and planned U.S. assistance
and programs, discuss the security situation, and identify potential areas for engagement.
The intensive study and preparation informs the SGI team prior to engaging the partner
country by providing awareness both of the relationships between the defense sector and
other security sector stakeholders, and of the partner-country security sector institution
capabilities, including defense institutions. The study also considers the relationship of the
state security and justice institutions to the wider public they are in principle expected to
serve.

The SGI approach applies key principles to ensure the commitment of governments
and the sustainability of good security sector governance. These key principles include:
promoting partnership and collaboration; coordinating interagency and interministerial
efforts; and adopting a flexible and adaptable approach based on the needs of the SGI

partner and the evolving environment.

Partnership and Collaboration

The SGI process was developed based on the premise that sustainable solutions to security
sector challenges must come from within the partner country. Through SGI, the U.S.
government launches a dialogue with the partner to identify opportunities to tackle urgent
and emerging threats. After securing head of state commitment to the principles endorsed
by SGI, U.S. delegations are dispatched to actively listen to the concerns articulated by high-
level government officials. U.S. Embassies also facilitate conversations between the U.S.
SGI interagency teams and other stakeholders, such as representatives from parliaments,
local nongovernmental organizations, academics, and other international donors.

This open dialogue creates a space to explore options for addressing systemic security
sector governance problems, reinforcing the necessity for burden-sharing, managing
expectations of U.S. resource commitment, and confirming partner priorities. Frank
communication establishes a feedback loop where ideas, best practices, and lessons learned
can be readily shared. It also builds relationships that can lead to productive dialogue on
other shared bilateral interests not necessarily in the SGI realm.
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This diplomatic engagement is a key component of SGI and cannot be overemphasized.
Engagement at all levels, including dialogue between senior leadership and between
working-level counterparts, allows the U.S. government to gauge government interest and
commitment to undertake the difficult and often sensitive reforms required. Over time, it
also builds trusting relationships, and allows U.S. government officials to better understand
evolving security challenges from the partner’s perspective, and appropriately link good
governance principles to a country’s ability to address current security threats.

Consistent diplomatic engagement provides the opportunity for the United States
and partners to manage expectations and proceed at the pace in which reforms can occur.
Despite good will and intentions, partner institutions might lack skilled human capital
to receive assistance, and governments might not have the resources readily available for
reforms to which they have committed. The United States and its partners must consider
the absorptive capacity to take on the reforms and present a realistic timeline to set up the
government for success. SGI program design is, therefore, founded on a developmental
approach to help manage expectations and undertake the appropriate efforts at a tempo
that does not place undue burden on the partner government.

Based on priorities and requirements articulated by the partner country through
the consultations and dialogue, the U.S. government proposes specific focus areas for SGI
engagement. Focus areas not only reflect partner-country interests, but are selected to
draw on a range of available expertise and experience from the U.S. interagency, present
options for improving systems to sustain and complement other U.S. security assistance,
and provide opportunities for addressing underlying governance challenges that prevent
partners from meeting their security objectives. Focus areas proposed also align with U.S.
national interests.

Several partners identified DIB as a priority area of focus, including Mali, Niger,
and Nigeria. Partner countries expressed a desire to improve resources management in
particular. In Niger, for instance, a main component of SGI programming is focused on
improving the defense sector’s human, material, and financial resource management.
Enhancement in these areas not only helps countries to overcome their own security
challenges more effectively, but also makes them more capable and sustainable long-term
partners for the United States, with the ability to contain local conflicts and prevent them
from rising to a threat level that could more directly threaten U.S. interests.

Once partner governments agree on the proposed SGI focus areas, a Joint Country
Action Plan (JCAP) is co-drafted to define the parameters of the SGI partnership. The
JCAP development process illustrates the importance SGI places on collaboration. U.S. and
partner-country experts jointly conduct an analysis of the challenges and opportunities
available in each focus area, which includes reviewing any related and parallel activities.
These expert teams then articulate the desired end state for each focus area, and recommend
activities, required steps, and milestones for achieving these ends.

Best practices and lessons learned can be shared through sustained, high-level
engagement and through the process of conducting a joint analysis in which government
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officials are more likely to openly discuss any capacity gaps and root causes of security sector
challenges. Consultation teams have been able to build a rapport with officials in partner
countries, which has facilitated honest and open exchange. This process also establishes
a common understanding of the current environment and allows the U.S. government
to offer better informed and targeted assistance to address the systemic issues unique to
the partner’s context. Hence, the final JCAP presented to U.S. and partner leadership for
signature is the product of in-depth conversations between partner and U.S. government
subject matter experts.

SGI activities are developed and implemented using the JCAP as the roadmap. A
senior-level SGI Steering Committee, co-chaired by the U.S. ambassador and a senior
partner representative, is established to regularly discuss SGI activities and progress. The
Steering Committee, comprised of U.S. representatives and senior officials from the partner
country, including ministers, deputy ministers, and representatives from the Office of the
Presidency, meets approximately every six months to review progress made on the focus
areas and intermediate objectives outlined in the JCAP. SGI relies on the embassy team and
the partner to ensure that SGI points of contact have the backing of the head of state. This
coordination mechanism ensures that JCAP implementation reflects joint expectations, is
pragmatic and resource-informed, and gains and maintains senior leader support.

Periodic review by the senior SGI Steering Committee is required to determine the
relevance and effectiveness of SGI activities, whether objectives should be added or omitted,
and the level of continued partner commitment. The Steering Committee assesses whether
the completed activities have contributed to moving closer to the desired end state for each
of the focus areas, and discusses planned SGI activities intended to meet the objectives
articulated in the JCAP that have not yet been reached, or new objectives identified.

Interagency and Interministerial Coordination
SGI leverages expertise and experience from throughout the U.S. government. Interagency
coordination and collaboration both within the U.S. government and with the partner
is a hallmark of SGI. SGI applies a comprehensive, whole-of government approach for
addressing complex and emerging security challenges. Liaisons from the relevant U.S.
government agencies and departments are detailed to the SGI Coordination Office in order
to maintain a constant flow of information between home agencies and SGI planning. The
SGI Office also facilitates weekly meetings to provide frequent updates and solicit feedback
from the broader SGI interagency community. Regularly scheduled meetings allow for
the interagency to discuss and coordinate the most appropriate U.S. implementer and
resources for SGI programming, and to adjust the programs as the environment changes.
The SGI approach adopts the premise that governments that have a comprehensive
understanding of their security sector capabilities, gaps, and deficiencies can more
efficiently align resources to address security priorities, and that well-developed policies,
systems, and processes allow governments to more effectively manage their security and
justice sectors. To be truly impactful, laws, policies, and procedures must be clearly stated
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and widely understood. More transparent and effectively managed security and justice
sectors, in turn, lead to better coordinated and formulated plans, and more targeted and
organized operations.

Harnessing the expertise and resources of the entire government can lead to new
collaboration and creative solutions; however, the practice of collaboration and cooperation
is difficult and time consuming for any country. For some countries, interministerial
coordination can be especially challenging. Often, partner governments need to overcome
years of mistrust and rivalry between ministries, and systems that perpetuate stovepiped
decision-making processes. The lack of reliable and practical information-sharing between
security sector organizations can undermine the effectiveness of each organization. One
of SGI’s key strengths is its convening power. The majority of SGI engagements identify,
organize, and call together interministerial representatives to discuss shared interests and
challenges. Repeated interactions over the course of the life of SGI, which is expected to be
several years, can create and cultivate important governmental relationships.

Despite existing hurdles, SGI countries have voiced a desire to attain the benefits of
this approach, recognizing that interministerial coordination and a whole-of-government
approach to security builds resiliency and efficiencies into the security sector. Clearly
defined roles and responsibilities of each organization, as well as systems for sharing
information help to reduce redundancies, ensure a common mission, and institute a
process for ministries to hold one another accountable. For example, in Kenya SGI has
encouraged improved border management by breaking down stovepipes and providing
opportunities to communicate between agencies.

A Flexible and Adaptable Approach

As threats evolve, priorities shift, and a better understanding of the environment emerges,
SGI endeavors to be flexible to adapt to changing requirements. The SGI Steering Committee
provides a forum for the U.S. and partner leadership to assess progress and determine
whether the objectives presented in the JCAP reflect the evolving environment. For SGI to
remain relevant to the partner and, at the same time, satisfy U.S. interests, modifications to
the JCAP are open for discussion and must be mutually agreed upon by both the U.S. and
partner senior leadership.

Defense Institution Building Through the SGI Lens

While SGI is not solely focused on DIB, there are direct and indirect contributions that
SGI makes to enhance the governance of defense institutions. There are also many lessons
learned from U.S. government experience in undertaking DIB efforts in Africa that have
informed the SGI process, most importantly, that success depends on the partner’s political
commitment and embrace of institutional reform.

Through SGI, mechanisms for information sharing and coordination between
ministries are being established, new relationships between the defense sector and other
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security agencies are being formed, and the distinct roles and functions of the various
security agencies are becoming more clearly defined and understood. These outcomes have
the potential to result in the military relinquishing some of the de facto responsibilities it
acquired from its colonial legacy or might have acquired over time, and allow ministries of
defense to more effectively and efficiently target their efforts and resources to fulfill their
primary defense functions.

In some cases, such as in Mali and Nigeria, partners specifically identified the
enhancement of defense institution systems as a priority for SGI. For example, defense
human resource development and management was selected for Mali, and the enhancement
of defense procurement and acquisition processes were selected for Nigeria. Although
activities to support these areas primarily focus on and benefit the defense sector, the
holistic SGI approach encourages the partner to consider institutional capacity building in
one sector in relation to broader security priorities and public budget resources.

SGI Progress

The U.S. government selected SGI partner countries based on existing relationships, a
commitment by the governments to the guiding principles of the initiative, and an expressed
desire to undertake necessary security sector reforms. Kenya, Niger, Mali, Ghana, Tunisia,
and Nigeria are the six initial SGI partners. Since the August 2014 launch, SGI has enjoyed
modest successes, and the approach to SGI implementation has been well received.

Kenya

Kenya is the most advanced in SGI implementation. The Government of Kenya was the
first of the SGI countries to: receive an interagency consultation team; finalize a JCAP,
which was signed on the margins of President Obama’s visit to Nairobi in July 2015;
appoint a senior representative as the primary SGI point of contact; and host SGI Senior
Steering Committees. The SGI engagement with Kenya has informed the SGI process,
including validating the importance of sustained high-level communication and feedback.
Progress made to date is mainly due to excellent bilateral collaboration at the senior and
working levels, and proactive steps taken by Kenya to meet desired SGI objectives. An
example is the development of a plan and process to establish a new Kenyan Customs
and Border Protection Agency to integrate border management capabilities and capacities.
Without the support of senior Kenyan leadership, working-level officials would not have
been empowered to propose the new structure and offer innovative ideas for advancing an
integrated border management framework.

The three mutually agreed areas for SGI-Kenya do not directly address DIB, but rather
focus on enhancing and coordinating internal security processes and responses. In addition
to establishing a holistic approach to border management, which involves elements of the
defense sector, SGI is working to enhance police human resources management and the
administration of justice. An overarching goal of SGI, and a national security priority for
the Government of Kenya, is to foster greater public confidence in security and justice
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institutions, and prevent the marginalization and radicalization of segments of Kenya’s
population. Building institutional capabilities—beyond the defense sector—to detect, deter,
prosecute, and eliminate terrorists and violent extremists, will ensure a comprehensive

approach for addressing threats that require more than a military response.

Niger

Niger is a country with significant security challenges, including fighting a three-front
battle against extremists along the Malian, Libyan, and Nigerian borders, and facing major
budgetary challenges as one of the least developed countries in the world. The country has
a relatively small military (estimated 12,000) to handle the difficult tasks with which it must
contend. As such, SGI programming in Niger seeks to assist the Nigerien Armed Forces
and has a large DIB component. Two of the SGI focus areas, while not dedicated solely
to supporting the defense sector, require inputs from the Ministry of Defense and seek
to enhance defense institution capacity. Specifically, focus areas are aimed at improving
decision-making processes that determine the allocation of human, materiel, and financial
resources for security sector requirements. SGI work to date with Nigerien defense
institutions includes reviewing processes for managing military personnel, logistics, and
budgets, and establishing systems for multi-year planning to more effectively anticipate
and respond to current and emerging threats. For example, SGI is supporting the Ministry
of Defense to enhance human resourcing procedures, including ensuring consistency in
job qualifications and developing a merit-based promotion system. As a result of active
participation by senior level defense officials in SGI activities, the government has begun to
institute several of these reforms.

Mali
Mali has been in a crisis since the coup and collapse of the government in 2013, and
the subsequent routing of the military by terrorists. This catastrophe weighs heavily on
the country today as it simultaneously works on the peace process, institutes systematic
security sector reform, and conducts limited counterterrorist operations. Mali’s security
institutions, including its defense sector, are addressing several challenges as they work
to consolidate and build on the 2013 restoration of democracy and implementation of
the 2015 Algiers Peace and Reconciliation Agreement. SGI has provided a forum for the
Government of Mali to engage in interministerial discussions on security sector governance
priorities, and the opportunity to explore innovative reform options outside of the current
system of governance. Through SGI, the U.S. government has facilitated discussions with
Ministry of Defense officials to strengthen internal decision-making processes and improve
systems that manage the budget, human and materiel resources, strategy, and policy.
Enhancing its defense institutions’ human capacity and budget management will
allow the Government of Mali to be more efficient in directing defense resources and
governing the defense sector. Establishing processes for managing defense logistics and
matching resources to identified needs will enhance the effectiveness of defense efforts and
assist the Government of Mali in rebuilding defense institutions that address its national
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security, and enhance citizen security throughout the country. This foundation will allow
the Malian military to better address the requirements of the peace process, as well as the
fight against terrorism, in a more sustainable way, which is certainly part of the exit strategy
for the UN Multidimensional Integrated Stabilization Mission in Mali.

Ghana
As a partner with arguably stronger democratic institutions and a closer connection
between the security institutions and the state, Ghana does not have the severity of security
challenges faced by some of the other partners. Still, Ghana contends with increased
threats along its maritime and land borders, and must continue to be an able contributor
to UN and regional peacekeeping operations. The SGI focus in Ghana is to develop and
implement comprehensive strategies that address key security sector challenges, which
include maritime security, border management, and cyber-crime and cyber security. At
the same time, SGI seeks to improve the administration of justice within these domains.
Enhancing defense systems to more effectively coordinate and communicate with
other maritime and border-related agencies is a component of SGI in Ghana. Through SGI
support, the roles, responsibilities, and legal authorities of the various agencies involved in
maritime and border security will be clearly defined. For example, to protect the future of
oil production and the fisheries, both of which are important for state revenue generation,
the Ghanaian Navy must engage with civilian security entities. SGI is working to improve
the ability of Ghanaian defense institutions to coordinate policies and procedures with
other agencies responsible for providing maritime security, and to respond more effectively
and efficiently to maritime threats. A clear definition of roles will ensure that suspects and
evidence are properly gathered and handled following a maritime event, such as piracy,
armed robbery at sea, human trafficking, or illegal fishing. Demonstrating its commitment
to SGI, the government of Ghana has established interministerial working groups to
support the implementation of SGI activities.

Tunisia

In the wake of the Arab Spring, Tunisia has had to contend with a major political transition,
following free and fair elections and the establishment of a new government with high
public expectations. SGI in Tunisia focuses primarily on enhancing the legitimacy, capacity,
and transparency of the civilian security and justice sectors. Specifically, through SGI, the
U.S. government will work with the government of Tunisia to improve police policies
and procedures, particularly with respect to community engagement, and strengthen the
judiciary and law enforcement agencies to address key drivers of radicalization. DIB will be
addressed in Tunisia through the SGI focus on integrating Tunisian border management
functions. SGI aims at defining the roles and responsibilities, and coordination and
decision-making mechanisms for all border-related agencies, including the military. The
coordination and communication between defense institutions and other border-related
agencies is critical to stem the flow of extremists, weapons, and illicit goods in and out of
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Tunisia and, at the same time, facilitate trade and the safe movement of people across the
borders.

Nigeria

Following the corrupt and poorly run administration of President Goodluck Jonathan,
Nigeria under President Muhammadu Buhari faces major challenges and opportunities.
Popular expectations are high and the country must contend with significant security
challenges, from militias and oil bunkering in the Delta region to the terrorist group Boko
Haram in the northeast of the country. The Nigerian military has significant operational
missions with which to contend and still requires significant reform to maximize its
capacity to support the Nigerian public.

Corruption has long diverted resources away from development and governance
in Nigeria, fueled instability and violent extremism, and hindered military readiness and
effectiveness on the battlefield. The enhancement of defense procurement and acquisition
procedures and processes is one of the SGI focus areas for Nigeria. SGI aims to improve
the Ministry of Defense resource management systems through targeted reforms to
procurement and acquisition processes. Established and transparent procedures for needs
identification, management, and accountability of defense materiel acquisitions could
improve the performance and morale of Nigeria’s defense services by ensuring that service
members have the equipment they need and that equipment is maintained and replaced
on an appropriate schedule. Systems that ensure that budgetary resources for military
acquisitions are used effectively also establish safeguards that can deter corruption.

SGI activities will also contribute to the development of Nigeria’s nationwide
emergency response planning and coordination, and the reestablishment of civilian
security and justice in Northeast Nigeria. While these two areas primarily focus on
determining the roles and capacity of civilian agencies to address these goals, current and
future defense sector roles and responsibilities must be reviewed and considered in these
plans. Establishing a plan for transitioning civilian responsibilities from the military to
civilian agencies, and mechanisms for defense institutions to effectively communicate and
coordinate with civilian agencies, especially in the event of an emergency, will be essential
for either of these two focus areas to achieve their objectives.

Lessons for DIB from SGI Implementation

A number of insights can be drawn from SGI’s initial years of implementation and applied
to DIB efforts. Partner governments, for instance, have expressed an appreciation for the
consultative nature of SGI, and have been pleased that focus areas were determined and
shaped based on their priorities. Investing the time to understand a partner’s defense sector
priorities from their perspective could reveal opportunities where a commitment to DIB
exists on the part of the partner. In addition, understanding the role that the leadership
expects defense institutions to play in meeting national security priorities, as well as the
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military’s relationship to other security sector agencies, can contribute to more effective
and efficient security assistance programming. As described below, it is important to ensure
that civil society better understands and appreciates the role of the military in serving
national security interests, and therefore provides greater support for defense resources,
both in terms of human capital and operational requirements.

An SGI partnership requires demonstrated political will in support of improved
security sector governance and support for SGI at the highest levels of government. This
commitment can be gauged through regular diplomatic engagement and an active plan
for monitoring and evaluation. Similarly, through regular dialogue with senior defense
officials and military to military engagements, a commitment to DIB can be determined.
To ensure sustained senior-level commitment, the United States and the partner nation
should share key security interests as well as a common understanding of security threats
and the evolving political environment. The types of long-term reforms recommended
through the SGI process, and for DIB, are often sensitive, difficult to implement, and even
disruptive to existing government processes and structures. A government’s unwavering
commitment to expend the necessary influence and often limited resources to support the
SGI process and principles, and for DIB alike, is imperative. This is the only way that the
United States will be able to positively impact the force generation, executive management,
and operating functions of the DIB enterprise in a sustainable way.

Like SGI, DIB must be a partnership. A government needs the capacity and political
stability to contribute to the dialogue and share the burden in meeting DIB objectives.
Defense officials must be able to articulate priorities, make strategic decisions, and
implement DIB activities. The success of DIB relies on strong leadership and commitment
by a partner. This commitment is weakened by political instability. Low-capacity countries
with weak political frameworks may increase the risk of stalling or even completely ending
SGI and DIB implementation.

Finally, the active involvement of other stakeholders that support the DIB process is
critical for its success. Such stakeholders include the legislature, particularly the defense
and finance committees, civil society organizations, and other international actors involved
in the partner country’s defense sector. Their roles and importance are discussed in more
detail in the following section.

Role of Other Nongovernment Security Sector Stakeholders

Givil Society Organizations

Civil society plays a critical role in the governance of the security sector. Civil society
organizations serve several different functions, including monitoring the performance of
security sector actors and articulating the public demand for safety and security. Their
vigor and courage in demanding transparency and accountability can be a force that pushes
government agencies to be more open in their interactions with the population.

Civil society organizations, both those located in the United States and in the partner
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countries, perform various roles. Organizations that focus on human rights conduct
thorough investigations and publicize their findings, thereby increasing the pressure for
governments to conduct their own investigations and take remedial actions. Other types
of civil society groups devote their talents to assist in elections and the functioning of
institutions such as legislative bodies to make these institutions more democratic and
responsive to the political priorities of the public. These non-partisan institutes take the
lead in making the political process more closely represent the electorate and its priorities.
Think tanks and academics present a long-term view of trends and events from the scholar’s
point of view. They provide the historical perspective as one measure of how the current
government is likely to handle long-term issues and deficiencies in governance.

Countries with a vibrant, professional, and corruption-exposing press provide an
important source of information for reform elements. By their nature they emphasize
transparency and accountability, and cover every element of reform: gross misconduct by
military and police, the fairness of elections, the ability of the criminal justice system to
investigate and prosecute corruption in the governmental sector, and the ability of the
government to engage in budgetary planning and then carry out priorities transparently.
The press also monitors the ability of the legislature to pass legislation that meets the needs
of the nation and to serve in an oversight capacity to governmental institutions.

In some cases, however, a government may feel threatened by public criticism and
pressure from civil society actors to change its policies and approach for providing security.
Despite these tensions, through SGI, partner governments are encouraged to value the
voice of civil society and the population more generally, and explore means for engaging
in constructive dialogue with these groups. Demonstrating the value the U.S. government
places on civil society, U.S. government SGI interagency leadership, the SGI Office, and
U.S. SGI implementers meet regularly with civil society representatives in Washington,
DC, and while visiting an SGI partner country, to learn from their perspectives and solicit
ideas on the challenges and solutions to security sector governance. In Niger, where
formal venues for civil society and Government of Niger interaction were lacking, SGI
activities will include support for media and civil society actors aimed at strengthening
their professionalism and capacity to report on and discuss security issues.

SGI also helps security sector institutions to develop channels for communicating
security policy, plans, and activities with its population, and establish systems for receiving
feedback from communities on their security needs, interests, and priorities. For example,
SGI in Kenya includes programs to enable border management agencies to effectively
communicate with the media and share information directly with border communities; SGI
in Tunisia includes programs to enhance police policies and procedures for engaging and
sharing information with communities; and SGI in Niger includes programs to develop the
capacity of the ministries of defense, interior, and justice to communicate security sector
related information to the population. By establishing more transparent and accountable
security sector institutions, citizens will trust and be more confident in the government’s
ability to effectively, efficiently, and responsibly deliver security and justice.

197




198

Chalfin and Thomas-Greenfield

Legislatures

African legislatures should be one of the most important stakeholders in ensuring the
success of any reform effort. Unfortunately, owing to colonial heritage and a preponderance
of executive-heavy systems, many African parliaments are not able to perform a robust
oversight role. They often lack the legal authority to perform essential functions such
as budgetary review, or the technical capacity to scrutinize the government’s security
institutions. At this early phase of implementation, SGI is primarily focused on enhancing
national-level security strategies and policies, and building the capacity for institutions to
better manage and oversee the delivery of security and justice. However, in order for SGI
objectives to be achieved, partner government security sector institutions must engage
with competent legislatures. As an SGI program evolves, strengthening parliaments to
effectively conduct their oversight role will be required either through SGI programming
or other activities.

International Partners

In many African countries there is sizeable investment by other international partners in
the security and justice sectors. These partners include the European Union, UN, United
Kingdom, France, and many others. The United States must ensure that other donor
activities are considered along with SGI and DIB programming. International partners
provide a vital perspective. Establishing an SGI and DIB community is critical to share best
practices and ideas, provide for a more rigorous analysis of security sector governance, and
prevent the duplication of efforts.

Conclusion

The comprehensive approach that the United States is pursuing with SGI is the culmination
of years of lessons learned through providing security sector assistance to African countries
in a range of developmental and fragility settings—from extremely poor to institutionally
solid, and from post-conflict to steady state. The Department of State prioritizes good
governance and has learned that the solutions to Africa’s security challenges rely on both
the political will of the partner and its adherence to good governance policies and practices.
SGI is helping the U.S. government to avoid past disappointing results from earlier “train
and equip” efforts that were not founded on a solid political and governance dynamic.

SGI provides a blueprint for linking democracy and governance programs and
objectives with security assistance to improve the management, accountability, and
oversight of the security and justice sectors. Involving a multi-year approach and an active
system for monitoring impact, SGI is poised to assist partners to develop security sectors
systems that more effectively and efliciently respond to security challenges, while also
supporting African countries’ need for greater transparency and accountability of their
institutions. This new approach SGI offers also increases the likelihood that U.S. assistance
will be responsibly used and sustained.
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The whole-of-government approach to providing security sector assistance allows
the U.S. government to better coordinate interests and assistance, apply our collective
understanding to designing programs, and present to partners the wide range of expertise
and experience our government has to offer. Engagement with multiple stakeholders,
including incorporating the voice of civil society into the process, allows SGI to support a
path for greater accountability of security institutions, and enhanced legitimacy of African

governments.

Notes
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NATO and the Partnership for Peace

Frank Boland'

uring 1989 and 1990, as the hold of the Soviet Union and the authority of com-

munist regimes evaporated across the countries of Central and Eastern Europe,

North Atlantic Treaty Organization (NATO) Allies attempted to make sense of
this new situation. There was unease that the old certainties of the Cold War era were being
swept away without any guarantees that their replacements would be more comfortable
to live with. There was disquiet that the security linkage with the United States, through
NATO, might no longer be sustainable or, at least, might be substantially more difficult to
sustain than it had been. The complete dissolution of the Soviet Union was barely conceiv-
able at that time. Allies were also wrestling with the complexities of extremely challenging
arms control agreements, while also trying to define the wider role of the Atlantic Alliance
in a Europe where the Conference on Security Cooperation in Europe and, subsequently,
the European Union would also be significant political players.> As they contemplated these
uncertainties, the idea began to take hold that the Alliance had to provide practical assis-
tance and institutional structures to support emerging democratic institutions and states
in resisting the almost inevitable pressures that could emerge and drag them back toward
the authoritarian practices to which they had been accustomed for a generation, or more.

In July 1990, in their London Summit Declaration, NATO Heads of State and
Government extended the “hand of friendship” to the countries of the East that had been
their adversaries in the Cold War.? They also noted that NATO would adapt and could
“help build the structures of a more united continent, supporting security and stability with
the strength of our shared faith in democracy, the rights of the individual, and the peaceful
resolution of disputes.” They also proposed that the countries of the former Warsaw Pact
establish regular diplomatic liaison with the Atlantic Alliance.

At the November 1991 Rome Summit, NATO leaders “applauded” the “rejection
of totalitarian communist rule” by the peoples of Central and Eastern European states.’
They pledged support in their steps toward reform and promised “practical assistance
to help them succeed in this difficult transition.” They also invited the foreign ministers
of these countries, including the newly independent Baltic States, to meet with Alliance
foreign ministers the following month to inaugurate a new North Atlantic Cooperation
Council (NACC) that would “focus on security and related issues where Allies can offer
their experience and expertise, such as defence planning, democratic concepts of civilian-
military relations.” During the course of that inaugural meeting on December 20,
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Ambassador Afanassievsky, representing the Soviet Union, requested that all references to
the Soviet Union (which would formally dissolve itself six days later) be deleted from the
official statement of the meeting and that he now only represented the Russian Federation.?

While the NACC helped build confidence by providing opportunities for multilateral
political consultation and cooperation in the early 1990s, it became clear that many of the
newly democratic countries of Europe wished to fully integrate into European institutions,
such as NATO, that had been closed to them during the Cold War. This was a response to
clear and understandable security concerns, but was also seen as a badge of “respectability”
demonstrating that they had left behind their communist past. These pressures could not
be ignored, even though the most pressing issue for NATO at this time was its growing
involvement in support of a struggling United Nations, in trying to ameliorate the effects of
the bloody conflicts that had broken out in the Western Balkans, Bosnia and Herzegovina
(BiH) in particular.

The January 1994 Brussels NATO Summit—while also focusing on measures to
contain the proliferation of weapons of mass destruction and adjusting NATO military
structures to be better able to support the planned emerging European Security and
Defence Identity—made one crucial policy statement and inaugurated a new process that
would fundamentally affect the development and dynamic of the Alliance for the next two
decades. There was an unambiguous commitment to accept new members into NATO: “We
expect and would welcome NATO expansion that would reach to democratic states to our
East.” This was linked to the new Partnership for Peace (PfP) process, a concept that had
been developed by Ambassador Charles W. Freeman, Assistant Secretary of Defense for
Regional Security Affairs (subsequently International Security Affairs), and Joseph Kruzel,
Deputy Assistant Secretary of Defense for Europe.'® The Summit Declaration stated:

We have decided to launch an immediate and practical programme that will
transform the relationship between NATO and participating states. This new
programme goes beyond dialogue and cooperation to forge a real partnership - a
Partnership for Peace. We invite the other states participating in the NACC, and
other CSCE countries able and willing to contribute to this programme, to join
with us in this Partnership. Active participation in the Partnership for Peace will
play an important role in the evolutionary process of the expansion of NATO."

PfP was to be an essential component of association with NATO for any country that
wanted to become a member, but it also provided a framework in which other countries
could develop a relationship with NATO to the extent and at the speed they wished.

One major component of PfP focused on developing military interoperability between
individual partner countries and those of NATO, but it also emphasized the importance of
measures that form the bedrock of what is now called defense institution building (DIB)."2
In an article published the month after the Summit, the late Les Aspin (U.S. Secretary
of Defense when PfP was launched and who had presented the idea to NATO Defense
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Minister colleagues at their meeting in October 1993) noted that “importantly, the partner
will also demonstrate that it intends to achieve civilian control of its military and make its
defence budgets and policies transparent - that is, making them visible to its citizenry.”"?
This tied in closely to the aims of the George C. Marshall Center, opened by Aspin and the
then German Defense Minister Volker Ruhe in June 1993. The center’s first Director, Dr.
Alvin Bernstein, described it as focusing on “apolitical military under civilian oversight and
the defence priorities necessary for the maintenance of a stable government.”**

P{P had several basic requirements: signature by a partner of the common Framework
Document (the first two objectives of which were transparency in defense planning and
budgeting and democratic control of the armed forces); submission of a Presentation
Document (setting out the main areas of cooperation with NATO in which the partner
country was interested); and the development of an Individual Partnership Programme
between NATO and the partner country detailing the specific activities in which the
partner wished to participate.”* However the PfP concept needed considerably more detail.
Much of this was drawn from feedback from briefing teams that visited potential partner
countries in the months after the Brussels Summit. This information was then considered
by the new Political-Military Steering Committee established in NATO to develop PfP.

Also missing from the original PfP prospectus was the promised planning and
review process that “the members of the North Atlantic Alliance will develop with the
other subscribing states...to provide a basis for identifying and evaluating forces and
capabilities that might be made available by them for multinational training, exercises, and
operations in conjunction with Alliance forces.”'® The importance of such a planning and
review process derived from the experience of NATO force planning, which was initiated
in 1952 and was regarded, despite regular complaints about its complexity and workload,
as an essential pillar of NATO’s collective defense. Work to establish the PfP Planning and
Review Process (or PARP as it became known) began in earnest in the summer of 1995
when representatives of four countries met to hammer out the details before passing their
ideas to the NATO International Staff for discussion among all the Allies."”

A major reason for adopting this unusual approach was a desire on the part of the
four countries to avoid introducing into PARP a number of Cold War-legacy features
that continued to exist in Alliance force planning. This would have been more likely if
the proposal had been drawn up by the International Staff who would, necessarily, have
had to take Alliance force planning as a model. These legacy issues included a rather rigid
demarcation of responsibilities between the NATO military and civilian staffs, and the
sequential involvement of military-led and civilian-led committees, which lengthened
the allied force planning process (with doubtful added value), decreased flexibility and
responsiveness, and created a tendency toward bureaucratic “turf wars.” The four countries
wished the PARP to be capable of being carefully tailored to the needs of each individual
partner. Therefore, it had to be flexible, keep bureaucracy to a minimum, and involve
NATO civilian and military staff working as one team (under civilian lead), with only one
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NATO subordinate committee—the new Political-Military Steering Committee—dealing
with the process in a holistic way.'®

During its early years, PARP did, indeed, focus on identifying and evaluating partner
forces for multinational training, exercises, and operations, and developing planning
targets for such forces, jointly agreed between NATO and the partner country concerned.
But the lessons identified from the accession to NATO of the Czech Republic, Hungary,
and Poland in 1999 demonstrated clearly that PARP needed to go beyond this and put a
much greater focus on reform. This development led to PARP, and especially the planning
targets drawn up within it (now called Partnership Goals), becoming a central mechanism
in NATO’s approach to DIB.

Reviewing their own experiences of preparing for NATO accession, the Czech
Republic, Hungary, and Poland saw that they had been significantly over-optimistic about
what they could achieve in preparing their forces for future NATO membership, over-
optimistic in assessing what forces they could provide to the NATO force structure, and
substantially unprepared for assessing associated costs. These shortcomings had largely
been the result of the prevailing mindset within their military structures, derived from their
communist, Warsaw Pact legacy, which led the military simply to state what they believed
they needed in the expectation that “the politicians” would then provide the cash. When
coupled with the absence of effective evaluation and accounting structures in the military
and ministries of defense, which were hardly needed in such a demand-led environment,
the result was considerable embarrassment that the promises made by the three countries
during the accession process could not be delivered. The three new NATO members
concluded that they should each have conducted a thorough defense review and made any
necessary adjustments before joining the Alliance. Allies agreed with this conclusion and,
at the Washington Summit in 1999, inaugurated the Membership Action Plan (MAP).

The MAP was intended to be a much more comprehensive and intrusive progress
review of countries wishing to join the Alliance.” It consisted of five chapters: political
and economic, defense and military, resources issues, security issues, and legal issues
(corresponding to the five areas covered in the formal NATO accession discussions before
a Protocol of Accession is signed). In the defense and military chapter, PARP was to be the
mechanism to assess progress, but with an expanded mandate. This was despite a proposal
by the United States to introduce a completely new planning process only for aspirant
countries, which, it was eventually recognized, would have been unmanageable. The MAP
document said:

Within the general framework of the expanded and adapted PARP and in
accordance with PARP procedures, planning targets specifically covering areas
most directly relevant for nations preparing their force structures and capabilities
for possible future Alliance membership will be elaborated with aspirants.
Aspirants will undergo a review process on their progress in meeting these planning
targets. These planning targets will be established on the basis of consultations
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between each aspiring country and NATO and may be applied to any component
of their force structures, rather than solely to their PfP-declared forces.*

While targets to develop relevant standards and interoperability of future NATO
forces remained important, the first planning target in the Partnership Goal packages
for all countries in the MAP (and which was non-negotiable) required them to carry out
a strategic defense review and to do so, importantly, in consultation with NATO. This
Partnership Goal required a great deal from MAP countries. For instance, individual
Partnership Goals from a variety of countries included, as a minimum, that the review
should include the missions of armed forces and capabilities necessary to implement them,
and the affordability of current and/or planned force structure against the level of national
resources for defense. Other aspects to be included in the review should address the
equipment-term modernization plans, manning levels of military units, other personnel
aspects (including the proportions between officers, NCOs and professional soldiers in
active service, and a reserve concept), education and training policies and practices, logistic
support capabilities, base closures or realignment, and the disposal of surplus equipment
and ammunition. The wide-ranging Partnership Goal formed the basis for the greater part
of the discussions that took place between the country concerned and the NATO staff
team; the discussions could be very frank and robust.

The PARP procedures required only a limited number of formal interactions between
a partner country and NATO staffs or NATO countries. In even-numbered years there
would be a detailed staft level discussion, typically over a day and a half, of the proposed
package of Partnership Goals in the partner country’s capital. This was followed by a
Political-Military Steering Committee meeting in Brussels between the partner country
and all the Allies to discuss and recommend agreement of the Partnership Goals. In the
following year, the staff level and Political-Military Steering Committee meetings would
focus on the draft PARP Assessment that reviewed progress in implementing Partnership
Goals, developing the armed forces and their interoperability more generally, and
determining progress in the strategic defense review. The Partnership Goals and PARP
Assessment were formally approved through “silence procedure” by NATO ambassadors
and that of the partner country.”

In practice, many of the countries in the MAP actively sought additional consultations
with NATO staffs, and sometimes with the Political-Military Steering Committee, to elicit
feedback on how the direction or elements of their strategic defense reviews were being
perceived. For the countries concerned, there was a clear value in checking that what they
intended to do in their strategic defense reviews would be regarded favorably by the NATO
staffs as they prepared the biennial PARP Assessments that formed part of the annual MAP
assessments by Allies.

Therefore, the role of the NATO staffs expanded to provide a consultancy service
to MAP countries: this became one of the core tasks of the NATO civilian force planners
in the Defence Policy and Planning Division of the International Staff. In this work a key
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element was an insistence that there was no “NATO model” that could, or should, be
applied by a partner country as it developed its defense forces and defense institutions
(and, later, security institutions more widely). The approach was to probe whether the
country had a coherent and effective set of policies, objectives, and management practices
that could stand up to scrutiny from within government, parliament, civil society, and
outside organizations like NATO. If a country could not withstand such scrutiny, this was
pointed out, and suggestions were made on how to adjust matters, drawing on the wide
experience the NATO staffs had of military structures and Ministries of Defense. However,
it was a cardinal objective that this work had to be carried out by staff officers (civilian and
military) of the country concerned. They had to fully understand how the results had been
reached, be able to defend the methodology and conclusions internally and externally, and
thereby ensure that the outcomes were “owned” by the country concerned.

The general range of issues covered in this consultancy work usually followed a
particular format. The first area was a solid definition of the country’s security and defense
objectives: Had they been defined comprehensively and clearly? Were they understood
in the same way by all of those involved in the defense and security field? Was that
understanding shared by the political establishment and the general public? What were
the risks to security that a country believed it faced? Did this constitute a common
understanding across government about the security priorities for the country? What sort
of assumptions were being made as these policies were being developed? How far ahead had
the government looked to try and predict the issues it would need to resolve? How much
money would be available for defense and security, taking into account other important
priorities associated with economic and social issues? Were these questions being properly
addressed in fundamental documents such as a National Threat Assessment, National
Security Strategy, Defense Strategy, Military Doctrine, and Defense Law?

From these issues, the NATO team would then suggest re-examining the proposed
roles of the armed forces and whether there was complete clarity about the objectives they
should pursue. This re-examination had to take into consideration the detailed tasks of
the armed forces and how many of each type of unit or capability would be needed for
each task. These detailed tasks could then be subjected to analysis to determine what might
be the optimum way of fulfilling them. For example, how many light infantry battalions
would be needed, compared to the number of mechanized or armored battalions? How big
should the reserve forces be compared to the active forces, and was there sufficient money
to provide them with worthwhile training and equipment? What were the infrastructure
and logistics requirements needed to allow the front line units to carry out their tasks
most effectively? Would it be possible to perform tasks more effectively by providing more
resources for logistics support, rather than investing in front line capabilities?

Linked questions addressed whether the units in the armed forces would have the
optimum capabilities in terms of equipment, training, and procedures to be able to carry
out their tasks most effectively. This might also lead to a discussion about whether there was
scope to increase effectiveness by greater cooperation between individual services within
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a country, such as shared logistics or education facilities, or by greater cooperation with
other countries, including Allies. It was often necessary to focus on personnel management,
training and education, logistics, and command and control systems to assess whether
they could be improved as well as suggesting ways to assess what might be the best mix of
equipment for the armed forces.

It was always necessary to discuss the financial provision for defense, both in absolute
terms and whether a country was getting the best value for money from the defense budget
it had or would likely have in the future. This usually required considerable discussion
of a country’s ability to identify what it spent on particular activities or capabilities: the
experience of the team was that there was a great temptation for the military to base its
plans on the financial resources that they wished to be available, rather than what the
Ministry of Finance was prepared to allocate.

Finally, there was the question of how to deal with political approval (within
government and outside) and public information about defense and security plans. This
area included how to ensure proper and informed parliamentary scrutiny and public
debate on defense plans, and whether there should be a White Book to ensure a reliable
source of information on policy.

The NATO force planning staffs dealing with these issues and providing consultancy
advice were very small, never exceeding 11 staft officers, and also had to deal with the
cyclical force planning work for all of the Allies. Therefore, it was vital that an effective
working relationship was developed with the staff of the country requesting the consultancy
advice. Consequently, the same staff officer would work with one or more countries over
an extended period (sometimes eight or more years) with continuity and the possibility
of building enduring working relationships given priority. This is significant because the
military members of the NATO team were generally on short-term postings of three years
or less. It was noticeable that in this relatively short period, with only limited opportunities
to interact with the staff of partner countries, few of the military members of the team
were able to make much of a real contribution to the long-term work of guiding a strategic
defense review or building defense institutions.

However, NATO was not the only player in the field offering advice to countries on
defense transformation and institution building. A few countries provided defense advisors
who lived in the partner country and worked within the Ministry of Defense (MOD) (and
sometimes in the General Staff). Defense attachés in allied embassies (and those of wealthier
partners) also played a role in advising or facilitating the provision of advice. The United
States, in particular, provided funds for partner countries that were often used to pay for
contractors to work in the MOD to provide advice. The fact that these individuals were “on
the ground” on a daily basis meant that it was extremely important that the NATO team
liaised with them to ensure that they understood what advice NATO was giving countries,
(and vice-versa) and to ensure that, as far as possible, partner countries were not receiving
contradictory messages. Similarly, other actors, such as U.S. European Command and the
International Security Advisory Board were also providing advice in the area of DIB and it
was important to keep alongside them, as far as possible.
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In addition to work with MAP countries, there was also a special program with
Ukraine which, following independence in 1991, had requested that NATO help in
transforming its large Soviet-style military establishment into smaller, modern, and more
efficient forces. Ukraine was an early member of P{P and the PARP. In 1997, the Charter
on a Distinctive Partnership between NATO and Ukraine was signed. A year later, the
NATO-Ukraine Joint Working Group on Defence Reform was established, co-chaired
by NATO and Ukraine, to facilitate consultation and practical cooperation on defense
and security sector reform issues. The priority for NATO in setting up this body was—in
addition to improving the interoperability of Ukrainian forces with those of Allies—to
strengthen the democratic and civilian control of Ukraine’s armed forces and to enhance
governance more widely.” In April 1999, a NATO Liaison Office was established in Kyiv
to support these efforts.

Ukraine did not then aspire to NATO membership, but there was a clear need
for a structure, going beyond consultation, to try and add impetus to reform efforts for
the Ukrainian armed forces. In 2001, drawing on the PARP framework of Partnership
Goals, a special set of planning targets was developed for each of the individual Ukrainian
services (army, navy, air and air defense) and the General Staft to focus efforts on
reform in each of these institutions. Progress in taking these forward would then be
assessed during regular meetings with the NATO team. These special targets were called
National Defence Reform Objectives and covered preparations for a defense review,
developing coherent strategic documents, establishing transparent and accurate financial
management, improving personnel management, equipment procurement, training and
education, logistics systems, and other management areas.

In addition, the Ukraine country officer from the Force Planning Directorate
of the NATO International Staff was deployed to Kyiv for several periods of roughly
three weeks to assist Ukrainian staff officers in planning to meet these targets and to
help implement mechanisms that would allow a more objective approach to analyzing
defense management issues, and devise solutions to put in place a self-sustaining system.
A program was also created to identify promising young Ukrainian officers who, with
financial assistance from some Allies, were brought to NATO Headquarters in Brussels
to work as interns in the Force Planning Directorate for a year in order to give them
practical NATO experience; they would then return to Kyiv to take up key staft positions.

The National Defence Reform Objectives for Ukraine were subsequently
incorporated into the regular PARP Partnership Goals. However, following Ukrainian
requests, and agreement in the Joint Working Group for Defence Reform, the PARP
for Ukraine was extended. The armed forces and militarized units of the Ministry of
Emergencies had participated in PARP since 1995 but, following the development of
the National Defence Reform Objectives, the Interior Troops (which have now been
superseded by the National Guard), the State Border Guard Service and the Security
Service of Ukraine also began taking part in PARP.
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Further Steps to Enhance the Partnership for Peace

As conceived in 1994, PfP was an open-ended mechanism in which each partner would
set its own objectives, wide or narrow, and pursue them at the speed and to the extent
they wished. This was successful in providing opportunities while not being prescriptive.
However, over time, Allies wished to provide more encouragement for reform in the
defense sector and in other areas. Consequently, following a Comprehensive Review of the
Euro-Atlantic Partnership Council and Partnership for Peace at the 2002 Prague Summit,
Individual Partnership Action Plans (IPAPs) were introduced to “ensure a comprehensive,
tailored and differentiated approach to the Partnership, and which allow for support to
the reform efforts of Partners.”” These plans would enable NATO to “provide its focused,
country specific assistance and advice on reform objectives that interested Partners might
wish to pursue in consultation with the Alliance. Intensified political dialogue on relevant
issues may constitute an integral part of an IPAP process.”*

Over time, eight countries decided to develop IPAPs.** IPAPs were far-reaching
documents covering areas where the individual country committed itself to reform, not only
in the defense area but also more widely, such as in rule of law, human rights, combatting
corruption, promoting stable and sound economic development, relations with neighbors,
and improved public information systems to support democratic oversight.” Essentially,
IPAPs, which were jointly agreed by the Alliance and the partner country, could be seen
as a bargain between the two parties that, if the partner country was serious about reform,
Allies would adjust their cooperation and assistance programs to support these efforts
more actively.

The Prague Summit also saw the launch of the Partnership Action Plan mechanism
that was intended to be “an issue-specific, result-oriented mechanism for practical
cooperation involving Allies and interested Partners,” focused on functional areas.”” It
was envisaged that such areas might include border security, capabilities for joint action,
civil emergency, management of resources, or environmental issues. The first of these was,
unsurprisingly in the wake of September 11, 2001, the Partnership Action Plan-Terrorism
(PAP-T). Although PAP-T did not evolve into a vibrant cooperation mechanism, the
concept of an issue-specific mechanism did lead to the launch of Partnership Action Plan—
Defence Institution Building (PAP-DIB) at the 2004 Istanbul Summit.

The PAP-DIB aimed “to reinforce efforts by EAPC [Euro-Atlantic Partnership
Council] partners to initiate and carry forward reform and restructuring of defence
institutions to meet their needs and the commitments undertaken in the context of the
Partnership for Peace Framework Document and EAPC Basic Document, as well as the
relevant OSCE documents including the OSCE Code of Conduct on Politico-Military
Aspects of Security.”® Although the official text noted that it might have particular
relevance to the partner countries of Central Asia and the Caucasus, as well as Moldova, it
was open to all partners. Its aims were to enhance democratic control of defense activities;
improve legislative and judicial oversight of defense; improve assessments of security risks
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and national defense requirements; develop and maintain affordable and interoperable
capabilities; optimize the management of defense ministries and other agencies with force
structures; encourage compliance with international norms and practices in the defense
sector; foster effective and transparent financial planning and resource allocation; help
improve effective management of defense and the socio-economic consequences of defense
restructuring; ensure effective and transparent personnel structures and practices in the
defense forces; and encourage international cooperation and good neighborly relations in
defense and security matters.

For both IPAPs and the PAP-DIB, it was explicitly recognized that, in the defense and
military sphere, the PARP would play a major role in collecting and analyzing information
about practices and progress in reform, and by using the structured mechanism of
Partnership Goals, negotiated directly with partner countries, as a means to try to hold
countries to account for any perceived backsliding on their declared reform objectives.
It was also clear to the NATO staffs that, although the focus of these programs was on
the defense sector, they could not be viewed in isolation. If reform was to be effective, it
needed to permeate all areas of government. Therefore, Partnership Goals in the PARP had
a deliberately wider emphasis than just the defense sector, and sometimes were addressed
specifically to ministries other than the Defense Ministry.

Special Cases: The Western Balkans

Bosnia and Herzegovina (Bi)

The Dayton Peace Agreements of 1995 ended the fighting, but left BiH with two entity
governments (plus the Brcko District) and a very weak and greatly circumscribed state-
level governmental structure. Both Republika Srpska and the Federation of Bosnia and
Herzegovina had their own defense ministries, and separate armies and command chains (as
well as separate, informal Bosniak and Croat command chains within the Federation army).
The international community was heavily engaged with this complex set of governments
to try and encourage the development of a coherent political entity, rather than one where
different groups had stopped killing each other (perhaps only temporarily). International
engagement was also complex: the Office of the High Representative had one mandate,
the OSCE another; NATO had the job of policing the “peace,” and a number of individual
countries also acted independently in trying to influence political outcomes. Dayton had
also mandated a Standing Committee on Military Matters to provide coordination between
the two entity armies, though it was generally ineffective.

Nonetheless, with much prodding from the international community, work began
to promote communication and coordination between the two armies. As the sense
developed, both among Bosnian politicians and the international community, that the
country’s development would best be anchored in Euro-Atlantic institutions, there was an
aspiration that BiH should apply to join PfP. It was clear that further progress in defense
reform would be necessary. In November 2002, NATO Secretary General Lord Robertson
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set out in a letter to the Presidency of BiH “important areas in which progress in reform
would be needed before membership of Bosnia and Herzegovina could be considered.””
Among these was the important political consideration of unambiguous full cooperation
with the International Criminal Tribunal for the Former Yugoslavia (ICTY).

In May 2003, High Representative Lord Ashdown used his Bonn powers to establish
the Defence Reform Commission (DRC) to “examine the legal measures necessary
to reform defence structures in Bosnia and Herzegovina, identify constitutional and
legislative provisions at variance with such requirements and propose legislation and
other legal instruments.” Lord Ashdown appointed James R. Locher III, a former U.S.
Assistant Secretary of Defense, as Chairman. The DRC was supported by elements of
the international community, including NATO’s Stabilization Force (SFOR) in BiH and
the NATO international Staff in Brussels who organized workshops as part of a Tailored
Cooperation Programme (often in the NATO School at Oberammergau, Germany) to
bring together representatives of the different entity Ministries and armies on “neutral”
ground to facilitate understanding and a willingness to compromise.*!

The DRC’s first report recommended that BiH look beyond PfP and make an explicit
commitment to achieving NATO membership in the future.”> By the end of 2003, a Law
on Defence had entered into force that created a minimal state-level command structure,
but left in place the separate entity armies and MODs. This structure—although not
demonstrating that “the centre of gravity in defence has shifted decisively from the Entities
to the state,” as Lord Robertson described it, nonetheless was regarded as a first step toward
full integration in this sensitive area. In December 2003, NATO Foreign Ministers urged
BiH to envisage the NATO June 2004 Istanbul Summit as a realistic target by which it could
meet the outstanding conditions to join PfP.** In order to maintain progress, Lord Ashdown
extended the DRC’s mandate so it could oversee the implementation of the report’s
recommendations.** To advance this work, an ad-hoc group of international community
experts led by the OSCE worked with the Secretariat of the Standing Committee on Military
Matters to define the structures of the MOD, Joint Staff, and the Operational Command.

During 2004, the first state-level Minister of Defense, Nikola Radovanovic, was
appointed and the process of filling military and civilian positions in the MOD proceeded—
though very slowly. Work to implement the 2003 Law on Defence was also slow as a result
of fundamental disagreements about the extent to which effective state-level institutions
should be developed. Nonetheless, there was progress in developing concepts and producing
a Defense White Paper, but this was not sufficient for the Alliance to invite BiH to join
PfP at Istanbul. Politically, the continued inability of BiH—primarily Republika Srpska—
to cooperate effectively and sincerely with the ICTY, more than offset the progress made
on defense reform, as was noted explicitly by NATO.*® Meanwhile, the security situation
within BiH having greatly improved, NATO was preparing to end the SFOR mission and
hand over principal responsibility for security to the European Union at the end of 2004.
However, NATO maintained a presence in the country, creating NATO Headquarters

Sarajevo, whose primary responsibility was to support defense reform in BiH.
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Lord Ashdown, who was dissatisfied with the lack of progress in putting the entity
armies fully under state-level control, extended the DRC mandate for another year,
until the end of 2005.% This was intended to “inter alia, include assistance to Bosnia
and Herzegovina with regard to further implementation of its recommendations and
to oversee the fulfillment of the benchmarks of [NATO] for Partnership for Peace and
progress toward a single military force for Bosnia and Herzegovina.”” During this period,
the DRC would have two co-chairmen: state-level Defense Minister Radovanovic and a
NATO co-chair. Interestingly, the NATO co-chair was not the Commander of the new
NATO Headquarters Sarajevo; rather it was one of his subordinates, Raffi Gregorian, a
U.S. diplomat experienced in the region who was appointed as Political Advisor to the
Commander of NATO Headquarters Sarajevo. Gregorian’s terms of reference were,
uniquely, agreed by the North Atlantic Council itself, and included an explicit requirement
for him to communicate directly with the International Staff in Brussels to ensure that the
military chain of command did not try to constrain his actions in this inherently political
area. Likewise, to ensure that there was sufficient in-depth expertise to support him, NATO
recruited the principal members of the OSCE-led ad-hoc group of experts established at
the beginning of 2004 to work as part of the NATO Headquarters (though fortunately with
offices in the state-level MOD building in central Sarajevo rather than in Camp Butmir,
some eight miles away, where NATO Headquarters Sarajevo is based). These experts were
necessary since the military personnel appointed to this and other such headquarters would
generally stay for six months to a year.*

By the end of 2005, after substantial work in a variety of sub-groups, a new Law on
Defence and a Law on Service had been drafted and enacted. A new Armed Forces of BiH
had been created with a Joint Staffhaving full authority over military elements. The previous
conscript force structures were replaced by a professional army based on multi-ethnic
brigades under an Operational Command. The two entity armies and MODs had ceased to
exist, and the entity Parliaments had amended their constitutions to remove any defense
role. However, this significant set of achievements still required full implementation and
the structure that was agreed also included many compromises required to satisfy entity
concerns and assuage associated fears. Nonetheless, as an exercise in persuading former
enemies to work together toward a common purpose, it was a major success. In inviting
BiH to join P{P in December 2006, Allies acknowledged that the work on defense reform
and the creation of a “single military force” within the country had been the brightest spot
in terms of attempting to normalize political life in BiH. As a PfP member, BiH continued
to work on developing its defense institutions, including inserting more realism into the
structure set out in the 2005 Defence Law, through their IPAP, PARP Partnership Goals,
and consultative advice from the NATO International Staff and NATO Headquarters
Sarajevo on a further defense review launched in April 2009.

Serbia
Two months after the murder of Prime Minister Zoran Djindjic on March 12, 2003, Boris
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Tadic, the newly appointed Defense Minister of the State Union of Serbia and Montenegro,
visited NATO Headquarters and addressed the North Atlantic Council. During this address
he expressed the desire of Serbia and Montenegro to join PfP. For similar reasons that BiH
could not be invited to join PfP at that time—doubts about the level of cooperation with
the ICTY and the failure to hand over indicted war criminals to the Tribunal—Serbian
membership was, politically, not then possible. However, Allies were keen to help the
Belgrade government with reforms, especially in the defense and security sectors. NATO
staff therefore began cooperation with the Belgrade authorities on defense reform issues
from late 2003, with a number of discussions in Belgrade on defense reform and defense
restructuring, including as part of an established Tailored Cooperation Programme.
Within the MOD, a reform team had been established in December 2003 working with the
UN Development Programme and a number of seconded foreign advisors.

However, the process of reforming the military, which had for so long been a semi-
independent institution, was not going to be straightforward. First steps had been to order
the transfer of the intelligence and security services from the General Staff to the MOD,
and to place the General Staff under the control of the Defense Ministry. These structural
changes needed to be accompanied by changes in mindset and working practices if they
were to be successful; all of this occurred against the background of severely constrained
financial resources for defense and uncertainties about the future of the State Union.”

In mid-2005, the Norwegian Delegation in NATO made a proposal for a special
Defence Reform Group (DRG) to be created between Serbia and NATO. Allies discussed
how such a group might function, and drew up terms of reference, which were then
transmitted to Belgrade for consideration. The DRG would have senior-level co-chairs
from Serbia and the NATO International Staff, and was to involve, to the extent possible,
defense attachés and other representatives of allied countries accredited in Belgrade.
The procedural details were worked out between the two co-chairs. The purpose of the
DRG was to provide advice and assistance to Belgrade in restructuring their military and
implementing transparent and coherent management of the military. Therefore, the most
important objective was to ensure working practices that best suited Belgrade’s assessment
of the most effective methods to achieve the desired results in the circumstances that they
faced; NATO was not intending to tell Belgrade what to do or how to do it.

It was agreed that the DRG would conduct business mainly through “Working Tables”
considering a range of different topics such as policy and planning, finance and budget,
human resources, logistics, civil/military cooperation, professionalization of the military,
base conversion, military health, public relations strategy, reform of the intelligence and
security system, and military housing. These Working Tables would meet on a regular basis
and report back to a coordinator on progress. These progress reports would be the basis for
plenary meetings which, initially, were held about every six to seven weeks and included
presentations by the leaders of each of the Working Tables. The first plenary meeting of
the DRG took place in February 2006. Therefore, well in advance of the November 2006
NATO Riga Summit at which BiH, Montenegro and Serbia were invited to PfP, NATO
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already had an extensive and intensive institutional relationship with Serbia, which was
enhanced with the opening, in December 2006, of a NATO Military Liaison Office in the
Serbian MOD building.

It had always been intended, certainly on the NATO side, that meetings of the
Working Tables would include allied defense attachés that were interested in the subject
covered by the Working Table, and whose countries were providing or contemplating
concrete assistance in these areas, such as financial management. This arrangement
proved very difficult to put into practice and was a source of much frustration among the
defense attaché community, with whom the NATO co-chair had a preliminary meeting
(including later the Military Liaison Office staff) before each of the DRG plenary meetings.
Various reasons were given for the failure to inform defense attachés about—much less
invite them to—forthcoming Working Table meetings; these included the short-notice
nature of the meetings and the demands that interpretation would have put on resources.
It was also made explicitly clear as time went on that there were procedural and quasi-
legal obstacles to (and indeed suspicions about) unsupervised direct contacts between
members of the Serbian armed forces and members of foreign military forces and foreign
governments.

Nonetheless, progress was made in a number of areas, the extent of which was
largely dependent on the personality and energy of the Serbian co-chair.** The DRG
functioned as a mechanism by which the senior leadership of the Ministry could force
the sometimes reluctant lower levels to undertake work and be held accountable for it,
in public, on a regular basis. It was the NATO role to essentially provide support for the
reform efforts of the Serbian leadership, to provide the public audience, and, in the case of
the foreign representatives, to facilitate the provision of whatever assistance their capitals
were prepared to offer. However, the extent to which the Serbian co-chair used the DRG
in this way varied as individuals who held the post changed.

In June 2007, Serbia joined the PARP by submitting its first PARP Survey on the
basis of which a draft PARP Assessment and an initial package of Partnership Goals
were prepared. During the autumn of 2007, however, it became clear that Kosovo was
preparing to declare independence, most Allies would recognize its independence,
and NATO would undertake a number of functions beyond the scope of the existing
UN mandate that would have the effect of supporting that independence.* This was
unacceptable to Serbia and the result was a “de facto” suspension of many activities with
NATO. These included meetings of the DRG, from October 2007, and discussion and
finalization of the PARP Assessment and Partnership Goals. It did not mean, however,
that contacts between NATO and Serbia ceased. By November 2008 there was agreement
on the Serbian side that work on the PARP documents could continue, and that the DRG
would also begin to work again in the future although with a slightly changed emphasis.
The number of Working Tables, which was as high as 16, would be significantly reduced,
and their work would focus on the areas of development covered in the Partnership Goals;
in practice this meant that most areas addressed by the previous Working Table structure
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would continue to be improved. DRG plenary meetings would be held less frequently,
twice yearly. The DRG commenced work again in June 2010.

Kosovo

Following the Kosovo air campaign in 1999, NATO deployed the Kosovo Force (KFOR)
under United Nations Security Council Resolution (UNSCR) 1244 to ensure a “safe
and secure environment.” UNSCR 1244 also authorized a political process to determine
Kosovo’s future status. However, Serbia and Kosovo Albanians, and their respective
foreign supporters, had very different views on what type of future status would be
acceptable; consequently, attempts to secure agreements made little progress. In 1996,
discussions began on a political process to determine the future status of Kosovo, led by
the United Nations Special Envoy Maarti Ahtisaari. The Ahtisaari proposals were never
formally approved and, when it became clear that Kosovo would not wait for a negotiated
political settlement, many of the countries most involved in the process talks began making
preparations for how they would support a “post-independence Kosovo.” In addition to
continuing to ensure a safe and secure environment, NATO agreed to take on three new
tasks: stand down the Kosovo Protection Corps, stand up a new Kosovo Security Force
(KSF), and establish a new civilian-led organization to oversee the KSF.** The first two of
these tasks were given to KFOR, but the third—building a new security-related Ministry
from scratch—was to be the task of NATO HQ in Brussels.

From the outset, some basic principles for this task were determined. Civilian,
democratic control of an armed force would be paramount and the uniformed military (in
the KSF) had to accept this. Therefore, even well before the declaration of independence,
a NATO staff officer from Brussels was deployed to Pristina to work closely with the
institutions of the international community on the ground in drafting the new constitution,
its associated laws, and the framework for the new Ministry. The Ministry’s structure would
include the senior command of the KSF; there would be no separate General Staff.

It was also deemed necessary to have a team on the ground in Pristina to undertake the
work of developing the Ministry. Since NATO International Staff resources were meager,
Allies and some partners were asked to provide and pay for staff to work in the Ministry
Advisory Team—later renamed the NATO Advisory Team (NAT) to accommodate
concerns of the four Allies that did not recognize an independent Kosovo.* The key team
members were in place in January 2008, and others joined over the succeeding months
until it built up to a total of 14 members plus several locally recruited support staft. The
team leader reported directly to NATO HQ in Brussels and—since this was the key post
and the incumbent became de facto a key advisor to the Minister—continuity was regarded
as essential. In the seven years between early 2008 and spring 2015, there were only three
team leaders, an average time in post of almost two and a half years for each individual.

It was also regarded as very important that the team members were integrated into the
Ministry and also into the society. Therefore, a generous offer by the KFOR Commander
to provide the team with working and living accommodation in Film City, the secure
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NATO command compound, was politely refused. The team was initially provided office
accommodation in the Kosovo government building, later in the Ministry for the KSF, and
generally rented apartments in Pristina.

The team needed to prepare for and design the Ministry (during the first months
there were no Kosovar staff in the Ministry), including drafting almost all of the necessary
legislation and regulations covering the personnel management of civilians in the Ministry
and uniformed members of the KSF. They then needed to organize the recruiting of staff;
establish the staff branches and support elements; devise policies, plans, guidelines, and
supporting regulations; provide training; and handle legacy issues such as financial matters
that required resolution. Thereafter, once the Ministry had an initial operation capability,
they advised and mentored Ministry staft and assisted in refining and implementing plans,
policies, and guidelines. This effort led to the development of a Ministry—where there was
nothing before and which still needs to mature—over a relatively short period.

In the meantime, the Kosovo Protection Corps had been stood down in 2009 with
the assistance and involvement of the United Nations Development Programme. The
KSF was established in January 2009 and began to operate in September 2009. It was
mentored by KFOR and assessed by the KFOR Commander in November 2011 as having
reached full operational capability. The North Atlantic Council formally announced
in July 2013 that full operational capability had been reached. The long period between
the KFOR recommendation to declare full operational capability and the formal NATO
announcement was taken up with very difficult and politically-charged discussions within
the Alliance (including non-NATO KFOR troop-contributing countries) on how NATO
would provide support to the KSF in the future.

The task of mentoring and advising the KSF was taken away from KFOR—which
had long wished to distance itself from its KSF responsibility, as it believed that such
responsibilities undermined its perceived impartiality between the two communities in
Kosovo—and was given to a newly-formed NATO Liaison and Advisory Team (NLAT).
The poorly drafted NLAT terms of reference included the provision of advice to the KSF at
brigade-level and above, ignoring the fact that the already-established NAT had the role of
providing advice to the Ministry for the KSF, which already contained within it the senior
command chain of the KSF above brigade level. The NLAT—whose members generally
worked and lived in Film City, rather than being collocated with Kosovar colleagues—
was also to be headed by a military officer. As was usually the case, military personnel
undertake relatively short tours of duty: between July 2013 and September 2016, there were
six commanders of the NLAT, an average time in post of slightly over six months for each
incumbent.

As the NATO committee discussions on support for the KSF dragged on, the
proposition was advanced that having two advisory teams entailed duplication; indeed,
when the NLAT structure was recommended by the same committee in 2013, it did
duplicate a number of functions that had already been successfully carried out by the NAT
since 2008. Finally, in early 2016, NATO took the decision to merge the two teams—in future
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to be known as the NATO Advisory, Liaison and Training Team (NALT)—with a military
officer in charge, thereby undermining the decisions-in-principle taken in 2008 that civilians
should be unambiguously in charge of the KSF, and that continuity of engagement with

Kosovars would be a vital factor in maintaining influence.
Programs that Never Were: Russia, Afghanistan, and Libya

Russia

The Russian Federation joined PfP in June 1994. It developed a package of activities as part
of its Individual Partnership Program, a number of which were pursued very enthusiastically,
such as cooperation in the field of civil emergency planning. It did not, however, join the
PARP, despite a number of approaches from the NATO staffs to explain the potential benefits
of this planning process for Russia. It seemed that Russia felt that it would be inappropriate,
as a major power, to participate in PARP on the same basis as other, much smaller, countries.
In response, NATO staffs offered to create a new process dealing with planning specifically for
Russia that would be separate from PARP, but this was rejected. In 1997, the Permanent Joint
Council was created with Allies and Russia, giving Russia a special forum that distinguished
it from other partners; in 2002, the NATO-Russia Council (NRC) was created, which gav