B1. Universe and Respondent Selection

Surveys covered under this generic clearance will vary regarding the universe and respondent selection. The potential universe for some surveys will include our active and inactive customers, while others may include far fewer.

However, because the United States Mint is attempting to expand its numismatic markets and practically all Americans are users of circulating coinage, the universe for some surveys may include the entire United States population base, with a statistically valid sample selected for research.

B2. Procedures for Collecting Information

The specific method of data collection for each survey will be provided to OMB before each survey is conducted.

B3. Methods To Maximize Response

The United States Mint has found that by sending an advance notice letter to those customers participating in a telephone survey the rate of response can be increased and will employ this technically when possible and cost effective. The United States Mint will employ procedures to review and test questions by survey experts to ensure that questions and instructions are clear, relevant, and unambiguous. Surveys employing non-response follow-up techniques will use multiple contacts by telephone and/or additional mailing of the questionnaire to ensure an adequate response.

B4. Testing of Procedures

In most cases, a pretest of the data collection instruments will be conducted prior to its use. Pretests will include review by knowledgeable United States Mint staff and consultants. In the case of telephone surveys, the pretest will include monitoring of interviewers and respondents by United States Mint staff and/or consultants prior to the actual survey. No pretest will include provisions for contacting more than nine respondents.

B5. Contacts for Statistical Aspects and Data Collection

The contact person for questions regarding any statistical aspects employed or data collection procedures used will be provided to OMB before each survey. Administrative questions regarding the Mint use of this generic clearance should be directed to Manoj Pillai; Sales and Marketing, 5th Floor; United States Mint; 801 9th Street NW; Washington, DC 20220; or by email at BusinessAnalysisBranch ExternalComm@usmint.treas.gov.

[FR Doc. 2024–05474 Filed 3–14–24; 8:45 am]
Contesting Records Procedures is being updated to reflect “Individuals seeking to contest or amend records in this system pertaining to them should contact the System Manager in writing as indicated above. A request to contest or amend records must state clearly and concisely what record is being contested, the reasons for contesting it, and the proposed amendment to the record.”

Notification Procedures is being updated to reflect “Generalized notice is provided by the publication of this notice. For specific notice, see Record Access Procedure, above.”

The Report of Intent to Amend a System of Records Notice and an advance copy of the system notice have been sent to the appropriate Congressional committees and to the Director of the Office of Management and Budget (OMB) as required by 5 U.S.C. 552a(r) (Privacy Act) and guidelines issued by OMB (65 FR 77677), December 12, 2000.

Signing Authority

The Senior Agency Official for Privacy, or designee, approved this document and authorized the undersigned to sign and submit the document to the Office of the Federal Register for publication electronically as an official document of the Department of Veterans Affairs. Kurt D. DelBene, Assistant Secretary for Information and Technology and Chief Information Officer, approved this document on March 11, 2024 for publication.

Dated: March 12, 2024.

Amy L. Rose,
Government Information Specialist, VA Privacy Service, Office of Compliance, Risk and Remediation, Office of Information and Technology, Department of Veterans Affairs.

SYSTEM NAME AND NUMBER:
Call Detail Records-VA 90VA194.

SECURITY CLASSIFICATION:
Unclassified.

SYSTEM LOCATION:
Electronic records are located in VA OIT Trusted internet Gateway Data Centers.

SYSTEM MANAGER(S):
Deputy Director for Operations, Unified Communications. Telephone number (202) 632–9603. (Note: This is not a toll-free number)

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

PURPOSE(S) OF THE SYSTEM:
The system is used to generate call detail records to capture information regarding calls made on telephone systems, including who made the call (calling party number), who was called (called party number), the date and time the call was made, the duration of the call, and other usages and diagnostic information elements.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:
Individuals who are assigned telephone numbers or are authorized to use VA telephone services, and individuals who receive or make calls billed to the VA.

CATEGORIES OF RECORDS IN THE SYSTEM:
Call detail records consist of information on VA Enterprise Telephone system telephone calls placed from VA telephones or otherwise billed to VA including the originating and destination telephone number, date and time of call, duration of call, and Originating and Terminating Devices for internal VA organizational location of telephones.

RECORD SOURCE CATEGORIES:
Records in this system are obtained from the following sources: (a) Local VA telephone directories and other telephone assignment records; (b) call detail records provided by suppliers of telephone services; and c) the individual on whom the record is maintained.

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES OF USERS AND PURPOSES OF SUCH USES:
1. Congress: To a Member of Congress or staff acting upon the Member’s behalf when the Member or staff requests the information on behalf of, and at the request of, the individual who is the subject of the record.
2. Data breach response and remediation, for VA: To appropriate agencies, entities, and persons when (1) VA suspects or has confirmed that there has been a breach of the system of records; (2) VA has determined that as a result of the suspected or confirmed breach there is a risk of harm to individuals, VA (including its information systems, programs, and operations), the Federal Government, or national security; and (3) the disclosure made to such agencies, entities, and persons is reasonably necessary to assist in connection with VA’s efforts to respond to the suspected or confirmed breach or to prevent, minimize, or remedy such harm.
3. Data breach response and remediation, for another Federal agency: To another Federal agency or Federal entity, when VA determines that information from this system of records is reasonably necessary to assist the recipient agency or entity in (1) responding to a suspected or confirmed breach or (2) preventing, minimizing, or remedying the risk of harm to individuals, the recipient agency or entity (including its information systems, programs, and operations), the Federal Government, or national security, resulting from a suspected or confirmed breach.
4. Law Enforcement: To a Federal, state, local, territorial, tribal, or foreign law enforcement authority or other appropriate entity charged with the responsibility of investigating or prosecuting a violation or potential violation of law, whether civil, criminal, or regulatory in nature, or charged with enforcing or implementing such law, provided that the disclosure is limited to information that, either alone or in conjunction with other information, indicates such a violation or potential violation. The disclosure of the names and addresses of veterans and their dependents from VA records under this routine use must also comply with the provisions of 38 U.S.C. 5701.
5. DoJ, Litigation, Administrative Proceeding: To the Department of Justice (DoJ), or in a proceeding before a court, adjudicative body, or other administrative body before which VA is authorized to appear, when: (a) VA or any component thereof; (b) Any VA employee in his or her official capacity; (c) Any VA employee in his or her individual capacity where DoJ has agreed to represent the employee; or (d) The United States, where VA determines that litigation is likely to affect the agency or any of its components is a party to such proceedings or has an interest in such proceedings, and VA determines that use of such records is relevant and necessary to the proceedings.
6. Contractors: To contractors, grantees, experts, consultants, students, and others performing or working on a contract, service, grant, cooperative agreement, or other assignment for VA, when reasonably necessary to accomplish an agency function related to the records.
7. Office of Personnel Management (OPM): To the OPM in connection with the application or effect of civil service laws, rules, regulations, or OPM guidelines in particular situations.
8. Equal Employment Opportunity Commission (EEOC): To the EEOC in connection with investigations of alleged or possible discriminatory practices, examination of Federal affirmative employment programs, or
obtaining a consumer report to determine the ability of the individual to repay an indebtedness to the United States, or assisting in the collection of such indebtedness, provided that the provisions of 38 U.S.C. 5701(g)(2) and (4) have been met, provided that the disclosure is limited to information that is reasonably necessary to identify such individual or concerning that individual’s indebtedness to the United States by virtue of the person’s participation in a benefits program administered by the Department.

POLICIES AND PRACTICES FOR STORAGE OF RECORDS:
Records are maintained in electronic form in VA Data Centers.

POLICIES AND PRACTICES FOR RETRIEVAL OF RECORDS:
Records may be retrieved by VA organizational unit, originating telephone number, destination telephone number, location and/or duration of call.

POLICIES AND PRACTICES FOR RETENTION AND DISPOSAL OF RECORDS:
Records in this system are retained and disposed of in accordance with the schedule approved by the Archivist of the United States, Records Control Schedule 10–1 Item Number 2525.1.

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL SAFEGUARDS:
1. Access to telecommunication areas at VA facilities is generally limited by appropriate locking devices and restricted to authorized employees and vendor personnel. Generally, VA areas are always locked, and the facilities are protected from outside access by the Federal Protective Service or other security personnel. 2. Access to file information or the database is controlled by VA Office of Information and Technology employees. The system recognizes authorized VA employees and Contractors by two factor authentication methods. Accessing the database remotely uses encryption and two factor authentication methods.

RECORD ACCESS PROCEDURES:
Individuals wishing to request access to records pertaining to them should contact the System Manager in writing as indicated above. A request to contest or amend records must state clearly and concisely what record is being contested, the reasons for contesting it, and the proposed amendment to the record.

CONTESTING RECORD PROCEDURES:
Individuals seeking to contest or amend records in this system pertaining to them should contact the System Manager in writing as indicated above. A request to contest or amend records must state clearly and concisely what record is being contested, the reasons for contesting it, and the proposed amendment to the record.

NOTIFICATION PROCEDURES:
Generalized notice is provided by the publication of this notice. For specific notice, see Record Access Procedure, above.

EXEMPTIONS PROMULGATED FOR THE SYSTEM:
None.

HISTORY:
88 FR 87844 (December 19, 2023).
[FR Doc. 2024–05535 Filed 3–14–24; 8:45 am]
BILLING CODE 8320–01–P

DEPARTMENT OF VETERANS AFFAIRS
[OMB Control No. 2900–0856]

Agency Information Collection Activity Under OMB Review: Authorization To Disclose Personal Information To A Third Party

AGENCY: Veterans Benefits Administration, Department of Veterans Affairs.

ACTION: Notice.

SUMMARY: In compliance with the Paperwork Reduction Act (PRA) of 1995, this notice announces that the Veterans Benefits Administration, Department of Veterans Affairs, will submit the collection of information abstracted below to the Office of Management and Budget (OMB) for review and comment. The PRA submission describes the nature of the information collection and its expected cost and burden and it includes the actual data collection instrument.

DATES: Written comments and recommendations for the proposed information collection should be sent within 30 days of publication of this notice to www.reginfo.gov/public/do/PRAMain, select “Currently under Review—Open for Public Comments”, then search the list for the information collection by Title or “OMB Control No. 2900–0856.”

FOR FURTHER INFORMATION CONTACT: Maribel Aponte, Office of Enterprise and Integration, Data Governance Analytics (008), 810 Vermont Ave. NW, Washington, DC 20420. (202) 266–4688 or email maribel.aponte@va.gov. Please refer to “OMB Control No. 2900–0856” in any correspondence.

SUPPLEMENTARY INFORMATION: