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DEPARTMENT OF COMMERCE
National Institute of Standards and Technology
Open Meeting of the Information Security and Privacy Advisory Board
AGENCY: National Institute of Standards and Technology, Department of Commerce.
ACTION: Notice of open meeting.
SUMMARY: The Information Security and Privacy Advisory Board (ISPAB) will meet Wednesday, July 13, 2022, and Thursday, July 14, 2022, from 10:00 a.m. until 4:00 p.m., Eastern Time. All sessions will be open to the public.
DATES: The meeting will be held on Wednesday, July 13, 2022, and Thursday, July 14, 2022, from 10:00 a.m. until 4:00 p.m., Eastern Time.
ADDRESS: The meeting will be a hybrid meeting, held in-person at American Institute of Architects, 1375 New York Ave. NW, Washington, DC 20006, and virtually via Blue Jeans webcast. Please note admittance instructions under the SUPPLEMENTARY INFORMATION section of this notice.
FOR FURTHER INFORMATION CONTACT: Jeff Brewer, Information Technology Laboratory, National Institute of Standards and Technology, Telephone: (301) 975–2489. Email address: jeffrey.brewer@nist.gov.
SUPPLEMENTARY INFORMATION: Pursuant to the Federal Advisory Committee Act, as amended, 5 U.S.C. App., notice is hereby given that the ISPAB will hold an open meeting Wednesday, July 13, 2022, and Thursday, July 14, 2022, from 10:00 a.m. until 4:00 p.m., Eastern Time. All sessions will be open to the public. The ISPAB is authorized by 15 U.S.C. 276g–4, as amended, and advises the National Institute of Standards and Technology (NIST), the Secretary of Commerce, and the Director of the Office of Management and Budget (OMB) on information security and privacy issues pertaining to Federal government information systems, including through review of proposed standards and guidelines developed by NIST. Details regarding the ISPAB’s activities are available at https://csrc.nist.gov/projects/ispab.
The agenda is expected to include the following items:
—Board Introductions and Member Activities,
—Update from the NIST’s Information Technology Laboratory (ITL) Director,
—Introduction to the Board of the newly confirmed NIST Director, Dr. Laurie Locascio,
—NIST Briefing on Transition to new Quantum Safe Encryption,
—OMB Briefing on Software Security Attestation Requirements,
—NIST Briefing on updates to NIST’s Cybersecurity Framework,
—Board Discussion on Executive Order 14067, “Ensuring Responsible Development of Digital Assets”,
—MITRE Briefing on ATT&CK Framework,
—Public Comments,
—Board Discussion on Recommendations.
Note that agenda items may change without notice. The final agenda will be posted on the ISPAB event page at: https://csrc.nist.gov/Events/2022/ispab-july-2022-meeting.
Public Participation: Written questions or comments from the public are invited and may be submitted electronically by email to Jeff Brewer at the contact information indicated in the FOR FURTHER INFORMATION CONTACT section of this notice by 5 p.m. on Tuesday, July 12, 2022.
The ISPAB agenda will include a period, not to exceed thirty minutes, for submitted questions or comments from the public between 3:00 p.m. and 3:30 p.m. on Wednesday, July 13, 2022. Submitted questions or comments from the public will be selected on a first-come, first-served basis and limited to five minutes per person.
Members of the public who wish to expand upon their submitted statements, those who had wished to submit a question or comment but could not be accommodated on the agenda, and those who were unable to attend the meeting via webinar are invited to submit written statements. In addition, written statements are invited and may be submitted to the ISPAB at any time.

All written statements should be directed to the ISPAB Secretariat, Information Technology Laboratory by email to: Jeffrey.Brewer@nist.gov.
Admittance Instructions: Participants planning to attend in-person do not need to register. Participants planning to attend via webinar, must register via the instructions found on ISPAB’s event page at: https://csrc.nist.gov/Events/2022/ispab-july-2022-meeting by 5 p.m. Eastern Time, Tuesday, July 12, 2022.

Alicia Chambers,
NIST Executive Secretariat.
[FR Doc. 2022–11598 Filed 5–27–22; 8:45 am]
BILLING CODE 3510–13–P

DEPARTMENT OF COMMERCE
United States Patent and Trademark Office
Agency Information Collection Activities; Submission to the Office of Management and Budget (OMB) for Review and Approval; Comment Request; COVID–19 Vaccine Supplemental Medical Provider Statement

The United States Patent and Trademark Office (USPTO) will submit the following information collection request to the Office of Management and Budget (OMB) for review and clearance in accordance with the Paperwork Reduction Act of 1995, on or after the date of publication of this notice. The USPTO invites comment on this information collection renewal, which helps the USPTO assess the impact of its information collection requirements and minimize the public’s reporting burden. Public comments were previously requested via the Federal Register on March 24, 2022 (87 16719) during a 60-day comment period. This notice allows for an additional 30 days for public comments.
Title: COVID–19 Vaccine Supplemental Medical Provider Statement.
OMB Control Number: 0651–0087.
Needs and Uses: Consistent with guidance from the Centers for Disease Control and Prevention (CDC), guidance from the Safer Federal Workforce Task Force established pursuant to E.O. 13991 of January 20, 2021, Protecting
COVID–19 vaccination requirement
requests for medical exception from the
any information collection related to
injunction is in place. In other words,
is not necessary so long as the
enjoined and that an exception therefore
pursuant to E.O. 14043 is currently
the employee who submitted the request,
hold it in abeyance, and notify
the submission of any medical
vaccination requirement pursuant to
E.O. 14043 mandates that each
agency “implement, to the extent
consistent with applicable law, a
program to require COVID–19
vaccination for all of its Federal
employees, with exceptions only as
required by law.” This COVID–19
Vaccine Supplemental Medical Provider
Statement is necessary for USPTO to
determine legal exemptions to the
vaccine requirement under the
Rehabilitation Act.

The vaccination requirement issued
pursuant to E.O. 14043, is currently
the subject of a nationwide injunction. While that injunction remains in place, USPTO will not process requests for a medical exception from the COVID–19 vaccination requirement pursuant to E.O. 14043. USPTO will also not request the submission of any medical information related to a request for an exception from the vaccination requirement pursuant to E.O. 14043 while the injunction remains in place. But USPTO may nevertheless receive information regarding a medical exception. That is because, if USPTO were to receive a request for an exception from the COVID–19 vaccination requirement pursuant to E.O. 14043 during the pendency of the injunction, USPTO will accept the request, hold it in abeyance, and notify the employee who submitted the request that implementation and enforcement of the COVID–19 vaccination requirement pursuant to E.O. 14043 is currently enjoined and that an exception therefore is not necessary so long as the injunction is in place. In other words, during the pendency of the injunction, any information collection related to requests for medical exception from the COVID–19 vaccination requirement pursuant to E.O. 14043 is not undertaken to implement or enforce the COVID–19 vaccination requirement.

Form Numbers:
• USPTO–OEOE Form 303 (COVID–19 Vaccine Supplemental Medical Provider Statement)

Type of Review: Extension and revision of a currently approved information collection.

Affected Public: Private sector.

Respondent’s Obligation: Voluntary.

Frequency: On occasion.

Estimated Number of Annual Respondents: 150 respondents.

Estimated Number of Annual Responses: 150 responses.

Estimated Time per Response: The USPTO estimates that the responses in this information collection will take the public 10 minutes (0.167 hours) to complete. This includes the time to gather the necessary information, create the document, and submit the completed request to the USPTO.

Estimated Total Annual Respondent Burden Hours: 25 hours.

Estimated Total Annual Respondent Non-Hourly Cost Burden: $0.

This information collection request may be viewed at www.reginfo.gov. Follow the instructions to view Department of Commerce, USPTO information collections currently under review by OMB.

Written comments and recommendations for this information collection should be submitted within 30 days of the publication of this notice on the following website www.reginfo.gov/public/do/PRAMain. Find this particular information collection by selecting “Currently under 30-day Review—Open for Public Comments” or by using the search function.

FOR FURTHER INFORMATION CONTACT:
Angela Duncan, 571–372–7574, whs.mcalex.esh.egm.dd-dod-information-collections@mail.mil.

SUPPLEMENTARY INFORMATION:
Title: Associated Form; and OMB Number: Authorization to Apply for a “No-Fee” Passport and/or Request for Visa; DD Form 1056; OMB Control Number 0702–0134.

Type of Request: Revision.

Number of Respondents: 175,000.

Responses per Respondent: 1.

Annual Responses: 175,000.

Average Burden per Response: 60 minutes.

Annual Burden Hours: 175,000.

Needs and uses: The information collection requirement is necessary to obtain and record the personally identifiable information of official passport and/or visa applicants. This information is used to process, track, and verify no-fee passport and visa applications and requests for additional visa pages. Status of Forces Agreement endorsements. Authorization to apply for a no-fee passport and/or request for a visa is granted to those who can verify U.S. citizenship and legitimate official travel needs. The information collected on this form is shared with the Department of State and the embassy of the country to which the traveler is going for the production of the needed travel documents. Respondents include DoD civilians and military members and their dependents traveling on official orders.