automatic and customized access to selected food safety news and information. This service is available at: https://www.fsis.usda.gov/subscribe. Options range from recalls to export information, regulations, directives, and notices. Customers can add or delete subscriptions themselves and have the option to password protect their accounts.

Congressional Review Act

Pursuant to the Congressional Review Act at 5 U.S.C. 801 et seq., the Office of Information and Regulatory Affairs has determined that this notice is not a “major rule,” as defined by 5 U.S.C. 804(2).

USDA Non-Discrimination Statement

In accordance with Federal civil rights law and U.S. Department of Agriculture (USDA) civil rights regulations and policies, the USDA, its Agencies, offices, and employees, and institutions participating in or administering USDA programs are prohibited from discriminating based on race, color, national origin, religion, sex, gender identity (including gender expression), sexual orientation, disability, age, marital status, family/parental status, income derived from a public assistance program, political beliefs, or reprisal or retaliation for prior civil rights activity, in any program or activity conducted or funded by USDA (not all bases apply to all programs). Remedies and complaint filing deadlines vary by program or incident.

Persons with disabilities who require alternative means of communication for program information (e.g., Braille, large print, audiotape, American Sign Language, etc.) should contact the responsible Agency or USDA’s TARGET Center at (202) 720–2600 (voice and TTY) or contact USDA through the Federal Relay Service at (800) 877–8339. Additionally, program information may be made available in languages other than English.

To file a program discrimination complaint, complete the USDA Program Discrimination Complaint Form, AD–3027, found online at https://www.usda.gov/oascr/how-to-file-a-program-discrimination-complaint and at any USDA office or write a letter addressed to USDA and provide in the letter all of the information requested in the form. To request a copy of the complaint form, call (866) 632–9992. Submit your completed form or letter to USDA by: (1) Mail: U.S. Department of Agriculture, Office of the Assistant Secretary for Civil Rights, 1400 Independence Avenue SW, Washington, DC 20250–9410; (2) fax: (202) 690–7442; or (3) email: program.intake@usda.gov. USDA is an equal opportunity provider, employer, and lender.

Paul Kiecker,
Administrator.

[FR Doc. 2021–21889 Filed 10–6–21; 8:45 am]
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DEPARTMENT OF AGRICULTURE
Food and Nutrition Service
Privacy Act of 1974; Proposed New System of Records

AGENCY: Food and Nutrition Service (FNS), USDA.

ACTION: Notice of a proposed new privacy system of records.

SUMMARY: Pursuant to the provisions of the Privacy Act of 1974, and Office of Management and Budget (OMB) Circular No. A–108, notice is given that the Food and Nutrition Service (FNS) of the U.S. Department of Agriculture (USDA) is proposing to add a new system of records, entitled USDA/FNS–12, which will replace The Integrity Profile (TIP) as the system used to house State agency vendor management data for the Special Supplemental Nutrition Program for Women, Infants, and Children (WIC). This system maintains records of activities conducted pursuant to FNS’ mission and responsibilities authorized by legislation.

DATES: This notice is effective upon publication, subject to a 30-day notice and comment period in which to comment on the routine uses described below. Comments, if any, must be submitted by November 8, 2021.

ADDRESSES: You may submit comments, identified by USDA/FNS–12, by one of the following methods:

• Federal eRulemaking Portal: http://www.regulations.gov provides the ability to type short comments directly into the comment field on this web page or attach a file for lengthier comments. Follow the online instructions at that site for submitting comments.
• Mail: Amy Herring, Chief, Program Integrity & Monitoring Branch, Food and Nutrition Service, Braddock Metro Center II, 1320 Braddock Place, Office 3030, Alexandria, VA 22314.
• Email: SM.fn.FDPHelp@usda.gov.
• Instructions: All submissions received must include the agency name and docket number for this rulemaking. All comments received will be posted without change to http://www.regulations.gov, including any personal information provided.

• Docket: For access to the docket to read background documents or comments received go to http://www.regulations.gov.

FOR FURTHER INFORMATION CONTACT: For general questions please contact the FNS Privacy Officer via telephone at (703) 305–1827 or via email at SM.fn.Privacy-FNS@usda.gov.

SUPPLEMENTARY INFORMATION:

Statutory Basis

The Statutory Basis for establishing the Food Delivery Portal (FDP) is Title 7, Agriculture of the Code of Federal Regulations, Section 246.12. Section 246.12 sets forth design and operational requirements for food delivery systems; makes State agencies responsible for the fiscal management of, and accountability for, the food delivery systems under its jurisdiction; provides FNS with oversight authority over State agencies; and dictates that all contracts or agreements entered into by the State or local agency for the management or operation of food delivery systems must conform to the requirements of 2 CFR part 200, subpart D, and USDA implementing regulations 2 CFR part 400 and part 415. Food delivery systems are defined as the method by which State and local agencies provide supplemental food to program participants.

Background

The FDP will replace the current TIP system, which was developed in fiscal year (FY) 2005 and has had no major upgrades since FY 2009. Although TIP exceeds industry standards for the software development life cycle, the current data structure and reporting interface make it difficult to conduct the meaningful data analysis necessary to provide effective federal oversight of WIC.

The data collected in TIP is critical to providing effective federal oversight of the WIC Program because the information informs FNS on State agency performance regarding vendor training, compliance, monitoring, and sanctions. TIP data may also be used by State agencies to assess trends in vendor compliance and identify areas for additional training and oversight.

FDP will include functionality that will improve program oversight and integrity in all areas of WIC vendor management, as well as address gaps found in the 2013 Office of Inspector General (OIG) audit. OIG found that two of the three State agencies that OIG visited were not properly monitoring and sanctioning vendors. FDP will collect, monitoring and sanctioning information to enable FNS oversight of those activities. FDP will also reduce...
security risks, facilitate streamlined data collection methods, and utilize data analytics for early detection of fraudulent activities or State agency noncompliance.

Consistent with USDA’s information sharing mission, information stored in FDP may be shared with other USDA components, as well as appropriate Federal, State, local, tribal, foreign, or international government agencies. This sharing will only take place after USDA determines that the receiving component or agency has a need to know the information to carry out national security, law enforcement, immigration, intelligence, or other functions consistent with the routine uses set forth in this System of Records Notice.

FDP will replace TIP as the system used to house State agency data for the WIC Program. The information housed in FDP will be critical to providing effective federal oversight because the information informs FNS on State agency performance regarding vendor training, compliance, monitoring, and sanctions. FDP will improve program oversight and integrity in vendor management as well as addressing gaps found in the 2013 OIG audit report. FDP will also reduce security risks, facilitate streamlined data collection methods, and utilize data analytics for the early detection of fraudulent activities regarding State agency noncompliance.

Privacy Act
The Privacy Act of 1974 (the Privacy Act), 5 U.S.C. 552a, embodies fair information principles in a statutory framework governing the means by which the United States Government collects, maintains, uses, and disseminates personally identifiable information. The Privacy Act applies to information that is maintained in a system of records. A system of records is a group of any records under the control of an agency for which information is retrieved by the name of an individual or by some identifying number, symbol, or other identifying particular assigned to the individual. In the Privacy Act, an individual is defined to encompass United States citizens and legal permanent residents.

The Privacy Act requires each agency to publish in the Federal Register a description denoting the type and character of each system of records that the agency maintains, the routine uses that are contained in each system in order to make agency record keeping practices transparent, to notify individuals regarding the uses to which personally identifiable information is put, and to assist individuals to more easily find such files within the agency. Below is the description of the FDP system of records.

In accordance with 5 U.S.C. 552a(e), USDA has provided a report of this new system to the Office of Management and Budget and to Congress.

SYSTEM NAME AND NUMBER:

SECURITY CLASSIFICATION:
None.

SYSTEM LOCATION:
The FDP is maintained in a cloud infrastructure environment that is used only by Federal employees and contractors and State agency employees and contractors. The data is processed and stored solely within the continental United States. Any paper records which contain PII are located in FNS Regional Offices throughout the United States. The location of each FNS Regional Office may be found in the local phone books or at https://www.fns.usda.gov/fns-regional-offices.

SYSTEM MANAGER(S):

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
7 CFR 246.12.

PURPOSE(S) OF THE SYSTEM:
The purpose of FDP is to house vendor management information submitted by State agencies. The information housed in the FDP will be critical to providing effective federal oversight, because the information informs the FNS on State agency performance regarding vendor training, compliance, monitoring, and sanctions. The FDP will replace The Integrity Profile (TIP), which is the legacy system used to house State agency vendor management data for WIC Program.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:
Categories of individuals covered by this system include USDA employees and contractors, store owners, and State agency users.

CATEGORIES OF RECORDS IN THE SYSTEM:
The following are the Categories of Records for FDP, which are all stored within various logical objects in FDP data model. The Contact object stores:
The store’s owner first and last name; system user first and last name; and an email address for each user. The FDE object stores: The store’s tax identification number; the store’s assigned Supplemental Nutrition Assistance Program (SNAP) number; and the store’s assigned unique Salesforce ID. The Store Tracking and Redemption System (STARS) Store Data object stores: the store’s tax identification number and the store’s assigned SNAP number.

RECORD SOURCE CATEGORIES:
Information in this system is provided to FNS by the State agencies that administer the WIC Program at the State level. If the State agency user provides a store’s assigned SNAP number, then certain data is imported from the USDA STARS system. The data imported from STARS is the store’s owner name(s); store’s tax identification number; and the store’s assigned SNAP number.

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES OF USERS AND PURPOSES OF SUCH USES:
In addition to those disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act, all or a portion of the records or information contained in this system may be disclosed to authorized entities, as is determined to be relevant and necessary, outside USDA as a routine use pursuant to 5 U.S.C. 552a(b)(3) as follows:

(1) To the Department of Justice when: (a) The agency or any component thereof; or (b) any employee of the agency in his or her official capacity where the Department of Justice has agreed to represent the employee; or (c) the United States Government, is a party to litigation or has an interest in such litigation, and by careful review, the agency determines that the records are both relevant and necessary to the litigation and the use of such records by the Department of Justice is therefore deemed by the agency to be for a purpose that is compatible with the purpose for which the agency collected the records;

(2) To a Member of Congress or to a Congressional staff member in response to an inquiry of the Congressional office made at the written request of the constituent about whom the record is maintained.

(3) When a record on its face, or in conjunction with other records, indicates a violation or potential violation of law, whether civil, criminal or regulatory in nature, and whether arising by general statute or particular program statute, or by regulation, rule,
or order issued pursuant thereto, disclosure may be made to the appropriate agency, whether Federal, foreign, State, local, or tribal, or other public authority responsible for enforcing, investigating or prosecuting such violation or charged with enforcing or implementing the statute, or rule, regulation, or order issued pursuant thereto, if the information disclosed is relevant to any enforcement, regulatory, investigative or prosecutive responsibility of the receiving entity.

(4) Disclosure to contractors under section (m): To agency contractors, grantees, experts, consultants or volunteers who have been engaged by the agency to assist in the performance of a service related to this system of records and who need to have access to the records in order to perform the activity. Recipients shall be required to comply with the requirements of the Privacy Act of 1974, as amended, pursuant to 5 U.S.C. § 552a(m).

(5) Disclosure to NARA: Records from this system of records may be disclosed to the National Archives and Records Administration (NARA) or to the General Services Administration for records management inspections conducted under 44 U.S.C. 2904 and 2906.

(6) Information security breaches: To appropriate agencies, entities, and persons when (1) the agency suspects or has confirmed that the security or confidentiality of information in the system of records has been compromised; (2) the Department has determined that as a result of the suspected or confirmed compromise there is a risk of harm to economic or property interests, identity theft or fraud, or harm to the security or integrity of this system or other systems or programs (whether maintained by the Department or another agency or entity) that rely upon the compromised information; and (3) the disclosure made to such agencies, entities, and persons is reasonably necessary to assist in connection with the Department’s efforts to respond to the suspected or confirmed compromise and prevent, minimize, or remedy such harm.

(7) To WIC State agencies when a request is received, to provide back to them any information that originated from the State agency as a part of the normal usage of the system. The FDP system will be used by WIC State agencies to provide data to the agency on WIC vendor management activities. The data provided will include store’s business names; store’s tax identification numbers; the store’s assigned SNAP number; and the store’s assigned unique Salesforce ID. The

Supplemental Nutrition Assistance Program (SNAP) data disclosure to WIC State agencies: State agencies will be provided with data from the SNAP STARS system via FDP screens and reports. This data will only be provided if the WIC State agency provides an exact match of the agency number in SNAP’s STARS system for a specific store. This information is provided to assist the State agency in determining program eligibility and ensuring program integrity in dually authorized stores.

(8) To another Federal agency or Federal entity, when USDA determines that information from this system of records is reasonably necessary to assist the recipient agency or entity in (1) responding to a suspected or confirmed breach or (2) preventing, minimizing, or remedying the risk of harm to individuals, the recipient agency or entity (including its information systems, programs, and operations), the Federal Government, or national security, resulting from a suspected or confirmed breach.

POLICIES AND PRACTICES FOR STORAGE OF RECORDS:

The FDP will be hosted in a cloud infrastructure environment.

POLICIES AND PRACTICES FOR RETRIEVAL OF RECORDS:

The user’s permission level will dictate what records they can retrieve. Records can be retrieved by searching for the Food Delivery Entity (FDE) name, FNS Authorization Number, Federal Employer Identification Number (FEIN), or the State WIC ID (a.k.a. Vendor ID).

POLICIES AND PRACTICES FOR RETENTION AND DISPOSAL OF RECORDS:

FDP is a new System of Records that does not yet have a Records Schedule approved by the National Archives and Records Administration (NARA). The records within FDP will be retained indefinitely until NARA has approved a Records Schedule for FDP. The proposed Record Schedule for FDP dictates that records will be retained and disposed of in accordance with the NARA General Record Schedules (GRSs) 3.1 and 5.2. GRS 3.1 applies to system documentation whereas GRS 5.2 applies to electronic and paper inputs and outputs. Records may be retained for a longer period as required by litigation, investigation, and/or audit. Electronic and/or paper records are retained with USDA employees and contractors at USDA offices.

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL SAFEGUARDS:

USDA safeguards records in this system according to applicable rules and policies, including all applicable USDA automated systems security and access policies. USDA has imposed strict controls to minimize the risk of compromising the information that is being stored. Access to the computer system containing the records in this system is limited to those individuals who have a need to know the information for the performance of their official duties and who have appropriate clearances or permissions.

FDP utilizes a robust collection of technical safeguards to ensure the integrity of the platform. FDP is hosted in a secure server environment that uses a firewall to prevent interference or access from outside intruders. When accessing FDP, Secure Socket Layer (SSL) technology protects the user’s information by using both server authentication and data encryption. FDP administrators will have a suite of security tools that can be used to increase the security of the system.

From a physical security standpoint, the servers that host FDP are stored in a privately owned data center with strict physical access control procedures in place to prevent unauthorized access.

RECORD ACCESS PROCEDURES:

Individuals seeking notification of and access to any record contained in this system of records, or seeking to contest its content, may submit a request in writing to the component’s FOIA Officer, whose contact information can be found at http://www.da.usda.gov/foia Agency_ pocs.htm. If an individual believes more than one component maintains Privacy Act records concerning him or her, the individual may submit the request to the Chief FOIA Officer, Department of Agriculture, 1400 Independence Avenue SW, Washington, DC 20250.

When seeking records about yourself from this system of records or any other Departmental system of records, your request must conform with the Privacy Act regulations set forth in 7 CFR 1.112. You must submit a written request in accordance with the instructions set forth in the system of records. The request should include the name of the individual making the request, the name of the system of records, any other information specified in the system notice, and when the request is one for access, a statement of whether the requester desires to make a personal inspection of the records or by supplied with copies by mail or email.
You must also include with your request sufficient data for FNS to verify your identity. If the sensitivity of the records warrant it, FNS may require that you submit a signed, notarized statement indicating that you are the individual to whom the records pertain and stipulating that you understand that knowingly or willfully seeking or obtaining access to records about another individual under false pretenses is a misdemeanor punishable by fine up to $5,000. No identification shall be required, however, if the records are required by 5 U.S.C. 552 to be released. If FNS determines to grant the requested access, fees may be charged in accordance with § 1.120 before making the necessary copies. In place of a notarization, your signature may be submitted under 28 U.S.C. 1746, a law that permits statements to be made under penalty of perjury as a substitute for notarization.

CONTESTING RECORD PROCEDURES:
Individuals desiring to contest or amend information maintained in the system should direct their requests to the System Manager listed above. The request should identify each particular record in question, state the amendment or correction desired, and state why the individual believes that the record is not accurate, relevant, timely, or complete. The individual may submit any documentation that would be helpful. If the individual believes that the same record is in more than one system of records, the request should state that and be addressed to each component that maintains a system of records containing the record.

NOTIFICATION PROCEDURES:
See RECORD ACCESS PROCEDURES.

EXEMPTIONS PROMULGATED FOR THE SYSTEM:
None.

Cynthia Long,
Administrator, Food and Nutrition Service.
[FR Doc. 2021–21941 Filed 10–6–21; 8:45 am]
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American Battle Monuments Commission Performance Review Board Appointments

AGENCY: American Battle Monuments Commission.

ACTION: Notice of performance review board appointments.

SUMMARY: This notice provides the names of individuals who have been appointed to serve as members of the American Battle Monuments Commission Performance Review Board. The publication of these appointments is required by the Civil Service Reform Act of 1978.

DATES: These appointments are effective as of 01 October 2021.

FOR FURTHER INFORMATION CONTACT: Jamilynn Smyser, Chief of Human Resources and Administration, American Battle Monuments Commission, Courthouse Plaza II Suite 500, 2300 Clarendon Boulevard, Arlington, Virginia 22201. Telephone number: (703) 584–1544.

American Battle Monument Commission SES Performance Review Board—2020/2021

Dr. Erin Mahan, Chief Historian, Office of the Secretary of Defense
Mr. Mark Averill, Deputy Administrative Assistant to the Secretary of the Army
Michael Conley, Chief of Staff, American Battle Monuments Commission

Jamilyn Smyser, Chief, Human Resources and Administration.
[FR Doc. 2021–21882 Filed 10–6–21; 8:45 am]
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COMMISSION ON CIVIL RIGHTS
Sunshine Act Meeting Notice

AGENCY: Commission on Civil Rights.

ACTION: Announcement of meeting.

DATES: Thursday, October 21, 2021, 12:00 p.m. ET.

ADDRESSES: Virtual Briefing via Commission https://www.youtube.com/user/USCCR/videos.

FOR FURTHER INFORMATION CONTACT: Angela Rorison: 202–376–7700; publicaffairs@usccr.gov.

SUPPLEMENTARY INFORMATION: On Thursday, October 21, 2021, at 12 p.m. Eastern Time, the U.S. Commission on Civil Rights will hold a virtual briefing on the civil rights implications of the federal response and impact of Hurricane Harvey in Texas. At this virtual public briefing, the Commissioners will hear from subject matter experts such as government officials, volunteer organizations, non-governmental advocates, and academics. The Commission will accept written materials from the public for consideration as we prepare our report; submit to harveybriefing@usccr.gov no later than November 22, 2021. This briefing is open to the public via livestream on the Commission’s YouTube Page at https://www.youtube.com/user/USCCR/videos. (Streaming information subject to change.) Public participation is available for the event with view access, along with an audio option for listening. Written testimony and other materials can be found on the Commission’s www.usccr.gov.

Computer assisted real-time transcription (CART) will be provided. The web link to access CART (in English) on Thursday, October 21, 2021, is https://www.streamtext.net/player?event=USCCR. Please note that CART is text-only translation that occurs in real time during the meeting and is not an exact transcript.

To request additional accommodations, persons with disabilities should email access@usccr.gov by Monday, October 11, 2021, indicating accommodations in the subject line.

Agenda for Civil Rights Implications of Disaster Relief: Hurricane Harvey in Texas: 12:00 p.m.—2:55 p.m. All Times Eastern

I. Introductory Remarks by Chair Norma V. Cantú: 12:00–12:05 p.m.
II. Remarks by Commissioner Debo Adegbile and Michael Yaki: 12:06–12:10 p.m.
III. Panel 1: 12:11–1:25 p.m.
IV. Break: 1:25–1:35 p.m.
V. Panel 2: 1:35–2:50 p.m.
VI. Closing Remarks by Chair Norma V. Cantú: 2:50–2:55 p.m.

VI. Adjourn Meeting.

** Public Comments will be accepted through written testimony only.

Call for Public Comments

In addition to the testimony collected on Thursday, October 21, 2021, via virtual briefing, the Commission welcomes the submission of material for consideration as we prepare our report. Please submit such information to harveybriefing@usccr.gov no later than November 22, 2021, or by mail to OCRE/Public Comments, ATTN: Harvey Briefing, U.S. Commission on Civil Rights, 1331 Pennsylvania Ave. NW, Suite 1150, Washington, DC 20425. The Commission encourages the use of email to provide public comments due to the current COVID–19 pandemic.

Dated: October 5, 2021.

Angela Rorison, Media and Communications Director, U.S. Commission on Civil Rights.
[FR Doc. 2021–22063 Filed 10–5–21; 4:15 pm]
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