information to the appropriate Federal, State, local, or tribal agency responsible for investigating, prosecuting, enforcing, or implementing a statute, rule, regulation, or order, when the FCC becomes aware of an indication of a potential violation of Federal or criminal law or regulation.

4. Congressional Inquiries—To provide information to a Congressional office from the record of an individual in response to an inquiry from that Congressional office made at the written request of that individual.

5. Government-wide Program Management and Oversight—To provide information to the Department of Justice (DOJ) to obtain that department’s advice regarding disclosure obligations under the Freedom of Information Act; to the Office of Management and Budget (OMB) to obtain that office’s advice regarding obligations under the Privacy Act.

6. Breach Notification—To appropriate agencies, entities, and persons when: (a) the Commission suspects or has confirmed that there has been a breach of PII maintained in the system of records; (b) the Commission has determined that as a result of the suspected or confirmed breach there is a risk of harm to individuals, the Commission (including its information system, programs, and operations), the Federal Government, or national security; and; and (c) the disclosure made to such agencies, entities, and persons is reasonably necessary to assist in connection with the Commission’s efforts to respond to the suspected or confirmed breach or to prevent, minimize, or remedy such harm.

7. Assistance to Federal Agencies and Entities—To another Federal agency or Federal entity, when the Commission determines that information from this system is reasonably necessary to assist the recipient agency or entity in: (a) Responding to a suspected or confirmed breach or (b) preventing, minimizing, or remedying the risk of harm to individuals, the recipient agency or entity (including its information systems, program, and operations), the Federal Government, or national security, resulting from a suspected or confirmed breach.

8. Non-Federal Personnel—To disclose information to non-federal personnel, including contractors, who have been engaged to assist the FCC in the performance of a contract service, grant, cooperative agreement, or other activity related to this system of records and who need to have access to the records in order to perform their activity.

In each of these cases, the FCC will determine whether disclosure of the records is compatible with the purpose for which the records were collected.

REPORTING TO A CONSUMER REPORTING AGENCIES:
In addition to the routine uses cited above, the Commission may share information from this system of records with a consumer reporting agency regarding an individual who has not paid a valid and overdue debt owed to the Commission, following the procedures set out in the Debt Collection Act, 31 U.S.C. 3711(e).

POLICIES AND PRACTICES FOR STORAGE OF RECORDS:
This an electronic system of records that resides on the FCC’s network, USAC’s network, or on an FCC vendor’s network.

POLICIES AND PRACTICES FOR RETRIEVAL OF RECORDS:
Records in this system of records can be retrieved by any category field, e.g., first name or zip code.

POLICIES AND PRACTICES FOR RETENTION AND DISPOSAL:
The information in this system is maintained and disposed of in accordance with the National Archives and Records Administration (NARA) General Records Schedule 6.5, Item 020 (DAA–GRS–2017–0002–0002).

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL SAFEGUARDS:
The electronic records, files, and data are stored within FCC, USAC, or a vendor’s accreditation boundaries and maintained in a database housed in the FCC’s, USAC’s, or vendor’s computer network databases. Access to the electronic files is restricted to authorized employees and contractors; and to IT staff, contractors, and vendors who maintain the IT networks and services. Other employees and contractors may be granted access on a need-to-know basis. The electronic files and records are protected by the FCC, USAC, and third-party privacy safeguards, a comprehensive and dynamic set of IT safety and security protocols and features that are designed to meet all Federal privacy standards, including those required by the Federal Information Security Modernization Act of 2014 (FISMA), the Office of Management and Budget (OMB), and the National Institute of Standards and Technology (NIST).

RECORD ACCESS PROCEDURES:
Individuals wishing to request access to and/or amendment of records about themselves should follow the Notification Procedure below.

CONTESTING RECORD PROCEDURES:
Individuals wishing to request access to and/or amendment of records about themselves should follow the Notification Procedure below.

NOTIFICATION PROCEDURE:
Individuals wishing to determine whether this system of records contains information about themselves may do so by writing Privacy@fcc.gov. Individuals requesting access must also comply with the FCC’s Privacy Act regulations regarding verification of identity to gain access to records as required under 47 CFR part 0, subpart E.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

HISTORY:
This is a new system of records.

Federal Communications Commission.

Katura Jackson,
Federal Register Liaison Officer.

[FPR Doc. 2021–17651 Filed 8–17–21; 8:45 am]

BILLING CODE 6712–01–P

FEDERAL MARITIME COMMISSION
Notice of Agreements Filed

The Commission hereby gives notice of the filing of the following agreements under the Shipping Act of 1984. Interested parties may submit comments, relevant information, or documents regarding the agreements to the Secretary by email at Secretary@fmc.gov, or by mail, Federal Maritime Commission, Washington, DC 20573. Comments will be most helpful to the Commission if received within 12 days of the date this notice appears in the Federal Register. Copies of agreements are available through the Commission’s website (www.fmc.gov) or by contacting the Office of Agreements at (202)–523–5793 or tradeanalysis@fmc.gov.

Agreement No.: 201367.

Agreement Name: CMA CGM/Hapag Lloyd U.S. Gulf Coast to Jamaica Space Charter Agreement.

Parties: CMA CGM S.A. and Hapag-Lloyd AG.

Filing Party: Draughn Arbona; CMA CGM S.A.

Synopsis: The Agreement authorizes CMA CGM to charter space to Hapag-Lloyd in the trade between the U.S. Gulf Coast and Jamaica.

Proposed Effective Date: 8/9/2021.

Location: https://www2.fmc.gov/FMC.Agreements.Web/Public/AgreementHistory/49503.
Agreement No.: 010955–010.
Agreement Name: ACL/H–L
Reciprocal Space Charter and Sailing Agreement.

Parties: Atlantic Container Line A.B. and Hapag-Lloyd AG.
Filing Party: Wayne Rohde; Cozen O’Connor.

Synopsis: The amendment changes the name of the agreement, narrows its geographic scope, adds additional details regarding the cooperation of the parties, clarifies the authority of the parties with respect to joint negotiations, updates the address of ACL, shortens the notice required to terminate the agreement, makes other technical corrections, and deletes obsolete material. The amendment also restates the agreement.

Proposed Effective Date: 9/24/2021.
Location: https://www2.fmc.gov/FMC.Agreements.Web/Public/AgreementHistory/1184.

Agreement No.: 201368.
Agreement Name: ONE/CMA CGM Slot Exchange Agreement.
Parties: CMA CGM S.A. and Ocean Network Express Pte. Ltd.
Filing Party: Robert Magovern; Cozen O’Connor.

Synopsis: The Agreement authorizes CMA CGM and ONE to exchange space in the trade between Asia and the U.S. West Coast.

Proposed Effective Date: 9/26/2021.
Location: https://www2.fmc.gov/FMC.Agreements.Web/Public/AgreementHistory/49505.

Rachel Dickon, Secretary.

FOR FURTHER INFORMATION CONTACT: For further information about the proposed extension with revision of the FFIEC 019 discussed in this notice, please contact the agency staff member whose name appears below. In addition, a copy of the FFIEC 019 form can be obtained at the FFIEC’s website (https://www.ffiec.gov/ffiec_report_forms.htm).


Telecommunications Device for the Deaf users may call (202) 263–4869.

SUPPLEMENTARY INFORMATION: The Board is proposing to extend for three years, with revision, the FFIEC 019.

Form Number: FFIEC 019.
OMB control number: 7100–0213.
Frequency of Response: Quarterly.
Affected Public: Business or other for-profit.

Respondents: All branches and agencies of foreign banks domiciled in the United States with total direct claims on foreign residents in excess of $30 million.

Estimated Number of Respondents: Ongoing: 147; one-time: 20.
Estimated Average Burden per Response: Ongoing: 10 hours; one-time: 4 hours.
Estimated Total Annual Burden: Ongoing: 5,880 hours; one-time: 320 hours.

I. General Description of Report

This information collection is required pursuant to sections 7 and 13 of the International Banking Act (12 U.S.C. 3105 and 3108) for the Board, sections 7 and 10 of the Federal Deposit Insurance Act (12 U.S.C. 1817 and 1820) for the FDIC, and the National Bank Act (12 U.S.C. 161) as applied through section 4 of the International Banking Act (12 U.S.C. 3102) for the OCC. The FFIEC 019 is given confidential treatment consistent with 5 U.S.C. 552(b)(4) and (b)(8).

The FFIEC 019 report must be filed by each U.S. branch or agency of a foreign bank that has total direct claims on foreign residents in excess of $30