Coast Guard expects a reduced burden as the proposed form will require fewer queries and fewer data point checks to complete it.

Comment (20): A commenter questioned why aspects of vessels such as hull material and engine type are necessary in 33 CFR 174 since they are not required elements to be reported on form CGHQ–3923.

Answer: Various aspects of vessels are required to be collected for law enforcement purposes. Even though various vessel aspects such as hull material and engine type are not on the proposed form CGHQ–3923, they are used in accident, theft, and fraud investigations. Using common terminology facilitates common understanding.

Comment (21): A commenter noted that hull material and engine type are of interest to sectors and should be on form CGHQ–3923 since information on them cannot be obtained outside of CGHQ–3923.

Answer: The Coast Guard works with various sectors including government, industry, non-profits, and researchers. If a party requested information other than what is available on CGHQ–3923, the Coast Guard would direct the user to a more appropriate contact.

Comment (22): A commenter provided a recommended version of CGHQ–3923 that is a modification of the previous CGHQ–3923. It includes additional hull material entries, an additional engine type, and changes the names of some categories.

Answer: The Coast Guard thanks the commenter for the suggested form but maintains a desire to have a simplified form for use by the States. The Coast Guard has not used the hull material or engine information collected previously. Because we have not used the data, we removed it from the form so as to reduce the burden of data reporting on the States.

Information Collection Request

Title: State Registration Data.
OMB Control Number: 1625–NEW.

Summary: This Notice provides information on the collection of registration data from the State reporting authorities.

Need: Title 46 U.S.C. 12302 and 33 CFR 174.123 authorizes the collection of this information.

Forms: CG–3923, State Registration Data.

Respondents: 56 State reporting authorities respond.

Frequency: Annually.

Hour Burden Estimate: This is a new information collection request. The estimated burden is 42 hours a year.


Dated: July 22, 2021.

Kathleen Claffie,
Chief, Office of Privacy Management, U.S. Coast Guard.

[FR Doc. 2021–15987 Filed 7–27–21; 8:45 am]

BILLING CODE 9110–04–P

DEPARTMENT OF HOMELAND SECURITY

Cybersecurity and Infrastructure Security Agency; Notice of President’s National Security Telecommunications Advisory Committee Meeting

AGENCY: Cybersecurity and Infrastructure Security Agency (CISA), Department of Homeland Security.

ACTION: Notice of Federal Advisory Committee Act (FACA) meeting: request for comments.

SUMMARY: CISA is publishing this notice to announce the following President’s National Security Telecommunications Advisory Committee (NSTAC) meeting. This meeting will be open to the public.

DATES:

Meeting Registration: Registration to attend the meeting is required and must be received no later than 5:00 p.m. Eastern Time (ET) on August 10, 2021. For more information on how to participate, please contact NSTAC@cisa.dhs.gov.

Speaker Registration: Registration to speak during the meeting’s public comment period must be received no later than 5:00 p.m. ET on August 10, 2021.

Written Comments: Written comments must be received no later than 5:00 p.m. ET on August 10, 2021.

Meeting Date: The NSTAC will meet on August 17, 2021, from 2:00 p.m. to 3:00 p.m. ET. The meeting may close early if the committee has completed its business.

ADDRESSES: The meeting will be held via conference call. For access to the conference call bridge, information on services for individuals with disabilities, or to request special assistance, please email NSTAC@cisa.dhs.gov by 5:00 p.m. ET on August 10, 2021.

Comments: Members of the public are invited to provide comment on the issues that will be considered by the committee as listed in theSUPPLEMENTARY INFORMATIONsection below. Associated materials that may be discussed during the meeting will be
made available for review at https://www.cisa.gov/nstac on August 2, 2021. Comments may be submitted by 5:00 p.m. ET on August 10, 2021 and must be identified by Docket Number CISA–2021–0010. Comments may be submitted by one of the following methods:

- **Federal eRulemaking Portal:** www.regulations.gov. Please follow the instructions for submitting written comments.
- **Email:** NSTAC@cisa.dhs.gov.

Include the Docket Number CISA–2021–0010 in the subject line of the email.

**Instructions:** All submissions received must include the words “Department of Homeland Security” and the Docket Number for this action. Comments received will be posted without alteration to www.regulations.gov, including any personal information provided.

**Docket:** For access to the docket and comments received by the NSTAC, please go to www.regulations.gov and enter docket number CISA–2021–0010.

A public comment period is scheduled to be held during the meeting from 2:25 p.m. to 2:35 p.m. ET. Speakers who wish to participate in the public comment period must email NSTAC@cisa.dhs.gov to register. Speakers should limit their comments to three minutes and will speak in order of registration. Please note that the public comment period may end before the time indicated, following the last request for comments.

**FOR FURTHER INFORMATION CONTACT:**
Sandra Benevides, 202–603–1225, NSTAC@cisa.dhs.gov.

**SUPPLEMENTARY INFORMATION:**

The NSTAC was established by Executive Order (E.O.) 12382, 47 FR 40531 (September 13, 1982), as amended and continued under the authority of E.O. 13889, dated September 27, 2019. Notice of this meeting is given under FACA, 5 U.S.C. appendix (Pub. L. 92–132), and the NSTAC advises the President on matters related to national security and emergency preparedness (NS/EP) telecommunications and cybersecurity policy.

**Agenda:** The NSTAC will hold a conference call on Tuesday, August 17, 2021, to discuss current NSTAC activities and the Government’s ongoing cybersecurity and NS/EP communications initiatives. This meeting is open to the public and will include: (1) Remarks from the Administration and CISA leadership on salient NS/EP and cybersecurity efforts; (2) a status update from the NSTAC Software Assurance Subcommittee; and (3) a discussion of the provisions outlined in E.O. 14028, Improving the Nation’s Cybersecurity, with a particular focus on its implications for public-private partnerships and the NSTAC’s study of enhancing internet resilience in 2021 and beyond.

Sandra J. Benevides, Designated Federal Officer, NSTAC. Cybersecurity and Infrastructure Security Agency, Department of Homeland Security. [FR Doc. 2021–16040 Filed 7–27–21; 8:45 am]

BILLING CODE 9110–99–P

**DEPARTMENT OF HOMELAND SECURITY**

**U.S. Citizenship and Immigration Services**

**[OMB Control Number 1615–0091]**

**Agency Information Collection Activities; Revision of a Currently Approved Collection; Application for Replacement Naturalization/Citizenship Document**

**AGENCY:** U.S. Citizenship and Immigration Services, Department of Homeland Security.

**ACTION:** 30-Day notice.

**SUMMARY:** The Department of Homeland Security (DHS), U.S. Citizenship and Immigration Services (USCIS) will be submitting the following information collection request to the Office of Management and Budget (OMB) for review and clearance in accordance with the Paperwork Reduction Act of 1995. The purpose of this notice is to allow an additional 30 days for public comments.

**DATES:** Comments are encouraged and will be accepted until August 27, 2021.

**ADDRESSES:** Written comments and/or suggestions regarding the item(s) contained in this notice, especially regarding the estimated public burden and associated response time, must be submitted via the Federal eRulemaking Portal website at http://www.regulations.gov and enter USCIS–2006–0052 in the search box. The comments submitted to USCIS via this method are visible to the Office of Management and Budget and comply with the requirements of 5 CFR 1320.12(c). All submissions will be posted, without change, to the Federal eRulemaking Portal at http://www.regulations.gov, and will include any personal information you provide. Therefore, submitting this information makes it public. You may wish to consider limiting the amount of personal information that you provide in any voluntary submission you make to DHS. DHS may withhold information provided in comments from public viewing that it determines may impact the privacy of an individual or is offensive. For additional information, please read the Privacy Act notice that is available via the link in the footer of http://www.regulations.gov.

Written comments and suggestions from the public and affected agencies should address one or more of the following four points:

1. Evaluate whether the proposed collection of information is necessary for the proper performance of the functions of the agency, including whether the information will have practical utility;
2. Evaluate the accuracy of the agency’s estimate of the burden of the proposed collection of information, including the validity of the methodology and assumptions used;
3. Enhance the quality, utility, and clarity of the information to be collected; and
4. Minimize the burden of the collection of information on those who are to respond, including through the use of appropriate automated, electronic, mechanical, or other