deleted from the system. The other information discussed in the Categories of Records section will be readily retrievable for five (5) years and then archived. Ten (10) years after being archived the records will be deleted from the system. This information is stored for this length of time to ensure the analytic process is properly informed and to show patterns or history to analysts in the course of their duty. The requirements supporting the collection and storage of data are reviewed regularly.

Audit records, maintained to document access to information relating to specific individuals, will be readily retrievable for 90 days and then moved to long term storage. After five (5) years the records will be deleted from the system. Access to audit records will only be granted to authorized personnel.

**ADMINISTRATIVE, TECHNICAL, AND PHYSICAL SAFEGUARDS:**

DHS/USCG safeguards records in this system according to applicable rules and policies, including all applicable DHS automated systems security and access policies. USCG has imposed strict controls to minimize the risk of compromising the information that is being stored. Access to the computer system containing the records in this system is limited to those individuals who have a need to know the information for the performance of their official duties and who have appropriate clearances or permissions.

**RECORD ACCESS PROCEDURES:**

The Secretary of Homeland Security has exempted this system from the notification, access, and amendment procedures of the Privacy Act because it is a law enforcement and intelligence system. However, DHS/USCG will consider individual requests to determine whether information may be released. Individuals seeking access to and notification of any record contained in this system of records, or seeking to contest its content, may submit a request in writing to the Chief Privacy Officer and Chief Freedom of Information Act Officer, Department of Homeland Security, Washington, DC 20528–0655. Even if neither the Privacy Act nor the Judicial Redress Act provide a right of access, certain records about the individual may be available under the Freedom of Information Act (FOIA).

When an individual is seeking records about himself or herself from this system of records or any other Departmental system of records, the individual’s request must conform with the Privacy Act regulations set forth in 6 CFR part 5. The individual must first verify his/her identity, meaning that the individual must provide his/her full name, current address, and date and place of birth. The individual must sign the request, and the individual’s signature must either be notarized or submitted under 28 U.S.C. 1746, a law that permits statements to be made under penalty of perjury as a substitute for notarization. While no specific form is required, an individual may obtain forms for this purpose from the Chief Privacy Officer and Chief Freedom of Information Act Officer, http://www.dhs.gov/foia or 1–866–431–0486. In addition, the individual should:

- Explain why he or she believes the Department would have information being requested;
- Identify which component(s) of the Department he or she believes may have the information:
  - Specify when the individual believes the records would have been created; and
  - Provide any other information that will help the FOIA staff determine which DHS component agency may have responsive records.

If an individual’s request is seeking records pertaining to another living individual, the first individual must include a statement from the second individual certifying his/her agreement for the first individual to access his/her records.

Without the above information, the component(s) may not be able to conduct an effective search, and the individual’s request may be denied due to lack of specificity or lack of compliance with applicable regulations.

**CONTESTING RECORD PROCEDURES:**

Because this system contains classified and sensitive but unclassified information related to intelligence, counterterrorism, homeland security, and law enforcement programs, records in this system have been exempted from notification, access, and amendment to the extent permitted by subsections (j)(2) and (k)(1) and (2) of the Privacy Act. A request to amend non-exempt records in this system may be made by writing to the System Manager, identified above, in conformance with 6 CFR part 5, subpart B, which provides the rules for requesting access to Privacy Act records maintained by DHS.

**NOTIFICATION PROCEDURES:**

See “Record Access Procedures.”

**EXEMPTIONS PROMULGATED FOR THE SYSTEM:**

The Secretary of Homeland Security, pursuant to 5 U.S.C. 552a(j)(2), has exempted this system from the following provisions of the Privacy Act:

- 5 U.S.C. 552a(c)(3), (c)(4)(d); (e)(1), (e)(2), (e)(3), (e)(4)(G), (e)(4)(H), (e)(4)(I), (e)(5), (e)(8); (f); and (g)(1). Additionally, the Secretary of Homeland Security, pursuant to 5 U.S.C. 552a(k)(1), and (k)(2), has exempted this system from the following provisions of the Privacy Act, 5 U.S.C. 552a(c)(3); (d); (e)(1), (e)(4)(G), (e)(4)(H), (e)(4)(I); and (f). When this system receives a record from another system exempted in that source system under 5 U.S.C. 552a(j)(2), DHS will claim the same exemptions for those records that are claimed for the original primary systems of records from which they originated and claims any additional exemptions set forth here.

**HISTORY:**

73 FR 28143 (May 15, 2008); 73 FR 56924 (Final Rule) (Sept. 30, 2008).

Constantina Kozanas,
Chief Privacy Officer, Department of Homeland Security.
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BILLING CODE 9110–04–P

DEPARTMENT OF HOMELAND SECURITY

U.S. Citizenship and Immigration Services

[OMB Control Number 1615–0125]

Agency Information Collection Activities; Extension, Without Change, of a Currently Approved Collection: Customer Profile Management System–IDENTity Verification Tool (CPMS–IVT)


ACTION: 30-Day notice.

SUMMARY: The Department of Homeland Security (DHS), U.S. Citizenship and Immigration Services (USCIS) will be submitting the following information collection request to the Office of Management and Budget (OMB) for review and clearance in accordance with the Paperwork Reduction Act of 1995. The purpose of this notice is to allow an additional 30 days for public comments.

DATES: Comments are encouraged and will be accepted until December 23, 2020.
ADDRESS: Written comments and/or suggestions regarding the item(s) contained in this notice, especially regarding the estimated public burden and associated response time, must be submitted via the Federal eRulemaking Portal website at http://www.regulations.gov under e-Docket ID number USCIS–2011–0008. All submissions received must include the OMB Control Number 1615–0125 in the body of the letter, the agency name and Docket ID USCIS–2011–0008.

FOR FURTHER INFORMATION CONTACT: USCIS, Office of Policy and Strategy, Regulatory Coordination Division, Samantha Deshommes, Chief, Telephone number (240) 721–3000 (This is a toll-free number; comments are not accepted via telephone message.). Please note contact information provided here is solely for questions regarding this notice. It is not for individual case status inquiries. Applicants seeking information about the status of their individual cases can check Case Status Online, available at the USCIS website at http://www.uscis.gov, or call the USCIS Contact Center at (800) 375–5283; TTY (800) 767–1833.

SUPPLEMENTARY INFORMATION:

Comments

The information collection notice was previously published in the Federal Register on August 26, 2020, at 85 FR 52626, allowing for a 60-day public comment period. USCIS did receive one comment unrelated to the information collection in connection with the 60-day notice.

You may access the information collection instrument with instructions, or additional information by visiting the Federal eRulemaking Portal site at: http://www.regulations.gov and enter USCIS–2011–0008 in the search box. The comments submitted to USCIS via this method are visible to the Office of Management and Budget and comply with the requirements of 5 CFR 1320.12(c). All submissions will be posted, without change, to the Federal eRulemaking Portal at http://www.regulations.gov, and will include any personal information you provide. Therefore, submitting this information makes it public. You may wish to consider limiting the amount of personal information that you provide in any voluntary submission you make to DHS. DHS may withhold information provided in comments from public viewing that it determines may impact the privacy of an individual or is offensive. For additional information, please read the Privacy Act notice that is available via the link in the footer of http://www.regulations.gov.

Written comments and suggestions from the public and affected agencies should address one or more of the following four points:

1. Evaluate whether the proposed collection of information is necessary for the proper performance of the functions of the agency, including whether the information will have practical utility;
2. Evaluate the accuracy of the agency’s estimate of the burden of the proposed collection of information, including the validity of the methodology and assumptions used;
3. Enhance the quality, utility, and clarity of the information to be collected; and
4. Minimize the burden of the collection of information on those who are to respond, including through the use of appropriate automated, electronic, mechanical, or other technological collection techniques or other forms of information technology, e.g., permitting electronic submission of responses.

Overview of This Information Collection

1. Type of Information Collection Request: Extension, Without Change, of a Currently Approved Collection.
2. Title of the Form/Collection: Customer Profile Management System–IDENTity Verification Tool.
3. Agency form number, if any, and the applicable component of the DHS sponsoring the collection: M–1061; USCIS.
4. Affected public who will be asked or required to respond, as well as a brief abstract: Primary: Individuals or households. Respondents subject to this information collection are all individuals who are appearing at a USCIS District/Field Office for a required interview in connection with their request for an immigration or naturalization benefit, or in order to receive evidence of an immigration benefit such as a temporary travel document, parole authorization, temporary extension of a I–90, or temporary I–551 stamp in a passport or on a Form I–94 evidencing lawful permanent residence.

Respondents are required to have their photograph and fingerprints taken at the USCIS District/Field Office to be inputted into the Customer Profile Management System–IDENTity Verification Tool (CPMS–IVT). The only U.S. citizen respondents subject to enrollment on CPMS–IVT are petitioners filing orphan or adoption petitions (Forms I–600/600A) and U.S. citizen petitioners of family-based petitions required to appear at an ASC for biometric capture for purposes of complying with the Adam Walsh Child Protection and Safety Act of 1996, Public Law 109–248.

5. An estimate of the total number of respondents and the amount of time estimated for an average respondent to respond: The estimated total number of respondents for the information collection M–1061 is 1,500,000 and the estimated hour burden per response is .083 hours. The average number of responses per respondent on an annual basis is 2.
6. An estimate of the total public burden (in hours) associated with the collection: The total estimated annual hour burden associated with this collection is 249,000 hours.

7. An estimate of the total public burden (in cost) associated with the collection: The estimated total annual cost burden associated with this collection of information is $.00. There are no costs to the respondent to submit this collection of information as it supports other USCIS collections that are approved for use where costs are captured.


[FR Doc. 2020–25787 Filed 11–20–20; 8:45 am]

BILLING CODE 9111–97–P

DEPARTMENT OF HOMELAND SECURITY

U.S. Citizenship and Immigration Services

[OMB Control Number 1615–0106]

Agency Information Collection Activities; Extension, Without Change, of a Currently Approved Collection: Petition for Qualifying Family Member of a U–1 Nonimmigrant


ACTION: 30-Day notice.

SUMMARY: The Department of Homeland Security (DHS), U.S. Citizenship and Immigration Services (USCIS) will be submitting the following information collection request to the Office of Management and Budget (OMB) for review and clearance in accordance with the Paperwork Reduction Act of 1995. The purpose of this notice is to