This waiver does not revoke or supersede the previous waivers published in the Federal Register on April 8, 2008 (73 FR 19077 and 73 FR 19078), October 10, 2018 (83 FR 50949), October 11, 2018 (83 FR 51472), July 1, 2019 (84 FR 31328), August 30, 2019 (84 FR 45787), and October 1, 2019 (84 FR 52118), which shall remain in full force and effect in accordance with their respective terms. I reserve the authority to execute further waivers from time to time as I may determine to be necessary under section 102 of IIRIRA.


Kevin K. McAleenan,
Acting Secretary of Homeland Security.
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**Agenda:** The NSTAC will meet in an open session on Thursday, November 14, 2019, to discuss current priorities related to NS/EP communications as well as cybersecurity. Specifically, discussions with senior-level Government Stakeholders will focus on the importance of software defined networking as well as the challenges industry faces with regards to the Information and Communications Technology (ICT) supply chain. Additionally, members will receive an update regarding government progress towards recent NSTAC recommendations.

The committee will also meet in a closed session from 9:30 a.m. to 12:00 p.m. to receive a classified briefing on cybersecurity threats related to 5G and ICT supply chain and discuss future studies based on the Government’s NS/EP priorities and perceived vulnerabilities.

**Basis for Closure:** In accordance with section 10(d) of FACA and 5 U.S.C. 552b(c)(1) and (9)(B), The Government in the Sunshine Act, it has been determined that two agenda items require closure, as the disclosure of the information that will be discussed would not be in the public interest. The first item is a classified threat briefing, which will provide NSTAC members with issues and concerns surrounding 5G and ICT supply chain. Disclosure of potential vulnerabilities and mitigation techniques is a threat to the Nation’s cybersecurity posture since adversaries could use this information to compromise commercial and Government networks. This briefing will be classified at the top secret/sensitive compartmented information level, thereby exempting disclosure of the content by statute. The second agenda item, the discussion of critical cybersecurity vulnerabilities NSTAC study topics, will address areas of the Sunshine Act, thereby exempting disclosure of sensitive compartmented information.

The premature disclosure of information to the public would be likely to significantly frustrate implementation of a proposed agency action. Therefore, this portion of the meeting is required to be closed pursuant to section 10(d) of FACA and 5 U.S.C. 552b(c)(1) and (9)(B).

Dated: October 24, 2019.

**Helen Jackson,**
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**BILLING CODE 9110–9P–P**

**DEPARTMENT OF HOMELAND SECURITY**

**U.S. Immigration and Customs Enforcement**

**[OMB Control Number 1653–0022]**

**Agency Information Collection Activities: Revision of a Currently Approved Collection: Immigration Bond**

**AGENCY:** U.S. Immigration and Customs Enforcement, Department of Homeland Security.

**ACTION:** 30-Day notice.

**SUMMARY:** In accordance with the Paperwork Reduction Act (PRA) of 1995 the Department of Homeland Security (DHS), U.S. Immigration and Customs Enforcement (ICE) will submit the following Information Collection Request (ICR) to the Office of Management and Budget (OMB) for review and clearance. This information collection was previously published in the Federal Register on August 27, 2019, allowing for a 60-day comment period. ICE received one comment in connection with the 60-day notice. The purpose of this notice is to allow an additional 30 days for public comments.

**DATES:** Comments are encouraged and will be accepted until December 2, 2019.

**ADDRESSES:** Interested persons are invited to submit written comments and/or suggestions regarding the item(s) contained in this notice, especially regarding the estimated public burden and associated response time, to the Office of Information and Regulatory Affairs, Office of Management and Budget. Comments should be addressed to the OMB Desk Officer for U.S. Immigration and Customs Enforcement, Department of Homeland Security, and sent via electronic mail to dhsdeskofficer@omb.eop.gov or faxed to (202) 395–5806. All submissions must include the words “Department of Homeland Security” and the OMB Control Number 1653–0022.

**FOR FURTHER INFORMATION CONTACT:** For specific question related to collection activities, please contact: Justin Gellert, 202–732–5462, justin.c.gellert@ice.dhs.gov, Enforcement and Removal Operations, Bond Management Unit, ICE.

**SUPPLEMENTARY INFORMATION:**

**Comments**

Written comments and suggestions from the public and affected agencies concerning the proposed collection of information should address one or more of the following four points:

1. Evaluate whether the proposed collection of information is necessary for the proper performance of the functions of the agency, including whether the information will have practical utility.
2. Evaluate the accuracy of the agency’s estimate of the burden of the proposed collection of information, including the validity of the methodology and assumptions used;
3. Enhance the quality, utility, and clarity of the information to be collected; and
4. Minimize the burden of the collection of information on those who are to respond, including through the use of appropriate automated, electronic, mechanical, or other technological collection techniques or other forms of information technology, e.g., permitting electronic submission of responses.

**Overview of This Information Collection**

1. Type of Information Collection: Revision of a Currently Approved Collection.
2. Title of the Form/Collection: Immigration Bond.
3. Agency form number, if any, and the applicable component of the DHS sponsoring the collection: I–352; ICE.
4. Affected public who will be asked or required to respond, as well as a brief abstract: Primary: Individual or Households, Business or other nonprofit. The data collected on this collection instrument is used by ICE to ensure that the person or company posting the bond is aware of the duties and responsibilities associated with the bond. The collection instrument serves the purpose of instruction in the completion of the form, together with an explanation of the terms and conditions of the bond. Sureties have the capability of accessing, completing and submitting delivery, voluntary departure, and order of supervision bonds electronically through ICE’s eBonds system which encompasses the I–352, while