that Registrant’s DEA registration be revoked.

Order

Pursuant to 28 CFR 0.100(b) and the authority vested in me by 21 U.S.C. 824(a), I hereby revoke DEA Certificate of Registration No. BS2811392 issued to Brent E. Silvers, M.D. Further, I hereby deny any pending application of Brent E. Silvers, M.D. to renew or modify this registration, as well as any pending application of Brent E. Silvers, M.D. for registration in California. This Order is effective September 16, 2019.

Dated: August 2, 2019.

Uttam Dhillon,
Acting Administrator.
[FR Doc. 2019–17622 Filed 8–15–19; 8:45 am]

DEPARTMENT OF JUSTICE

Federal Bureau of Investigation

[OMB Number 1110-New]

Agency Information Collection Activities; Proposed eCollection eComments Requested; New Collection; Background Investigation Medical Release Forms

AGENCY: Federal Bureau of Investigation, Department of Justice.

ACTION: 30-Day notice.

SUMMARY: The Department of Justice, Federal Bureau of Investigation, is submitting the following information collection request to the Office of Management and Budget (OMB) for review and approval in accordance with the Paperwork Reduction Act of 1995.

DATES: The Department of Justice encourages public comment and will accept input until September 16, 2019.

FOR FURTHER INFORMATION CONTACT: If you have additional comments especially on the estimated public burden or associated response time, suggestions, or need a copy of the proposed information collection instrument with instructions or additional information, please contact Gabrielle Fournet, Unit Chief, Federal Bureau of Investigation, 935 Pennsylvania Avenue NW, Washington, DC. HQ-Dir11-OGA1@FBI.gov, 202–651–2906.

Written comments and/or suggestions can also be sent to the Office of Management and Budget, Office of Information and Regulatory Affairs, Attention Department of Justice Desk Officer, Washington, DC 20503 or sent to OIRA_submissions@omb.eop.gov.

SUPPLEMENTARY INFORMATION: Written comments and suggestions from the public and affected agencies concerning the proposed collection of information are encouraged. Your comments should address one or more of the following four points:

➢ Evaluate whether the proposed collection of information is necessary for the proper performance of the functions of the Federal Bureau of Investigation, including whether the information will have practical utility;

➢ Evaluate the accuracy of the agency’s estimate of the burden of the proposed collection of information, including the validity of the methodology and assumptions used;

➢ Evaluate whether and if so how the quality, utility, and clarity of the information to be collected can be enhanced; and

➢ Minimize the burden of the collection of information on those who are to respond, including through the use of appropriate automated, electronic, mechanical, or other technological collection techniques or other forms of information technology, e.g., permitting electronic submission of responses.

Overview of This Information Collection

1. Type of Information Collection: New Collection.

2. The Title of the Form/Collection: Background Investigation Medical Release Forms.

3. The agency form number, if any, and the applicable component of the Department sponsoring the collection:

   - FD–1152
   - FD–1153

The applicable component within the Department of Justice is the Federal Bureau of Investigation.

4. Affected public who will be asked or required to respond, as well as a brief abstract: This form is needed for obtaining medical information for non-FBI personnel, for which the FBI has been requested to obtain medical release information. For instance, when the FBI has been requested to conduct background investigations on non-FBI employees applying for positions with other government agencies, sometimes medical information must be obtained. When it occurs, the non-FBI employee applying for the position is asked to complete the medical release form so the FBI has the authority to seek the medical information.

5. An estimate of the total number of respondents and the amount of time estimated for an average respondent to respond: It is estimated that not more than 50 people would need to complete this form in a year. It should only take each person about 15 minutes to complete the form.

6. An estimate of the total public burden (in hours) associated with the collection: There is an estimated 12.5 total annual burden hours associated with this collection.

If additional information is required contact: Melody Braswell, Department Clearance Officer, United States Department of Justice, Justice Management Division, Policy and Planning Staff, Two Constitution Square, 145 N Street NE, 3E.405A, Washington, DC 20530.


Melody Braswell,
Department Clearance Officer for PRA, U.S. Department of Justice.

BILLING CODE 4410–02–P

DEPARTMENT OF JUSTICE

[CPCL Order No. 004–2019]

Privacy Act of 1974; Systems of Records

AGENCY: Executive Office for Immigration Review, United States Department of Justice.

ACTION: Notice of a new system of records.

SUMMARY: Pursuant to the Privacy Act of 1974, and Office of Management and Budget (OMB) Circular No. A–108, notice is hereby given that the Executive Office for Immigration Review (EOIR), a component within the United States Department of Justice (DOJ or Department), proposes to develop a new system of records titled Office of the Chief Administrative Hearing Officer (OCAHO) Case Management System (CMS); JUSTICE/EOIR–002. The EOIR proposes to establish this system of records to track and manage case information and documents for OCAHO cases. The system provides an electronic platform to track cases and electronically maintain records previously maintained in paper form for the purpose of more efficiently managing these records and providing better access to the records for parties to the proceedings.

DATES: In accordance with 5 U.S.C. 552a(e)(4) and (11), this system of records will begin operation on the publication date, subject to a 30-day period in which to comment on the routine uses, described below. Please submit any comments by September 16, 2019.

ADDRESSES: The public, OMB, and Congress are invited to submit any
comments to the United States Department of Justice, Office of Privacy and Civil Liberties, ATTN: Privacy Analyst, 145 N Street NE, Suite 8W.300, Washington, DC 20530, or by facsimile at 202–307–0693, or email at privacy.compliance@usdoj.gov. To ensure proper handling, please reference the above CPCLO Order No. on your correspondence.

FOR FURTHER INFORMATION CONTACT: Marta Rothwarf and Michelle Curry, Associate General Counsels and Co-Senior Component Officials for Privacy, Office of the General Counsel, Executive Office for Immigration Review, 5107 Leesburg Pike, Suite 2600, Falls Church, VA 22041, by email at martha.rothwarf2@usdoj.gov and michelle.curry@usdoj.gov, or by phone at 202–307–0693.

SUPPLEMENTARY INFORMATION: EOIR proposes to establish a new system of records subject to the Privacy Act of 1974, 5 U.S.C. 552a. The proposed system of records will be used by OCAHO to facilitate adjudication of its cases, track and manage cases and records, consisting of paper and electronic files maintained by OCAHO. The records to be maintained in this new system are comprised of the results of investigations, documents, and other records related to the investigations. The system of records consists of paper and electronic files maintained by OCAHO.

274C cases may seek administrative review of ALJ decisions and orders by the Chief Administrative Hearing Officer (CAHO). Parties in all OCAHO cases may appeal final agency orders to the appropriate United States Circuit Court of Appeals.

In connection with the cases and appeals handled by OCAHO, it collects certain information and documents from and about complainants and respondents. The Immigrant and Employee Rights Section (DOJ/CRT) and Immigration and Customs Enforcement (DHS), which file complaints with OCAHO, will often file investigatory records as exhibits or attachments to their filings. These investigatory records may include notices of inspection, summaries of inspection results, affidavits or memoranda from investigators, results from searches of internal agency databases, and other records related to the investigations. The exhibits or attachments then become part of OCAHO’s official case record. As a result, these investigatory records may be exempt from access or amendment rights.

To improve tracking and storage of case-related information and documents, OCAHO is implementing a new electronic case management system (CMS). The OCAHO CMS will manage the entire life cycle of OCAHO’s case processes, including: (1) Tracking and managing case information and documents from complaint through adjudication, review, and when applicable, appeal; (2) facilitating case research; (3) and reporting on key business functions and metrics. The OCAHO CMS includes an electronic filing capability, which will enable parties to submit case information and documents electronically through a secure web-based portal. The portal will also provide notifications and updates on case status to system users, and will allow authorized parties to a proceeding to access copies of case-related documents electronically. The system contains templates to generate letters, notices, and decisions used in the OCAHO adjudicatory process, and the system generates reports by case status and disposition.

Information from the system may be shared pursuant to the requirements of the Privacy Act and, in the case of its routine uses, when the disclosure is compatible with the purpose for which the information was collected. The system is segregated by “need to know” user controls, and allows authorized users to track various stages of the proceedings.

In accordance with 5 U.S.C. 552a(r), the Department has provided a report to OMB and Congress on this new system of records.

Dated: August 7, 2019.

Peter A. Winn,
Acting Chief Privacy and Civil Liberties Officer United States Department of Justice.

JUSTICE/OEIR–002

SYSTEM NAME AND NUMBER:
EOIR–002, Office of the Chief Administrative Hearing Officer (OCAHO) Case Management System (CMS).

SECURITY CLASSIFICATION:
Unclassified.

SYSTEM LOCATION:
Office of Information Technology, 5109 Leesburg Pike, Suite 900, Falls Church, VA 22041 and EOIR OCAHO, 5107 Leesburg Pike, Suite 2500, Falls Church, VA 22041.

SYSTEM MANAGER(S):
EOIR Chief Information Officer, Office of Information Technology, 5109 Leesburg Pike, Suite 900, Falls Church, VA 22041 and EOIR OCAHO, 5107 Leesburg Pike, Suite 2500, Falls Church, VA 22041.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

PURPOSE(S) OF THE SYSTEM:
The system will manage the entire life cycle of OCAHO’s case processes, reviews and appeals, from the filing of complaints through adjudication, review, and when applicable, appeals, including tracking, managing, and storing all case-related information and documents, facilitating case research, and reporting and creating statistics on key business functions and metrics. The scope of the system of records, as proposed, is commensurate with the purpose(s) of the system because the records collected are limited to those necessary to exercise actions required for the adjudication and review of cases by OCAHO.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:
The system will include information pertaining to individuals who appear as complainants or respondents in OCAHO cases, other individuals directly or indirectly involved in these proceedings, including investigators, witnesses, and others involved with the business in question, adjudicators such as the ALJs, the CAHO, OCAHO personnel as necessary, as well as individuals who appear as attorneys or
representatives for complainants or respondents in OCAHO cases.

CATEGORIES OF RECORDS IN THE SYSTEM:

The system contains paper and electronic case-related information for the following categories of records: Complaints; petitions for review; answers and responses; subpoenas; motions, requests, and briefs; exhibits and other supporting documentation; investigatory records, including, but not limited to, notices of inspection, summaries of inspection results, affidavits or memoranda from investigators, and results from searches of internal agency databases; and notices, orders, and decisions issued by OCAHO ALJs and the CAHO. Records maintained within the system may include: CAHO and adjudicator names and electronic signatures; the parties' full names; addresses; phone numbers; email addresses; business and employment records (including copies of Employment Eligibility Verification Forms [Forms I–9] that may contain social security numbers, payroll records, and other similar records); electronic signatures; and, in some cases, information about an individual complainant's citizenship or immigration status.

In order to register and create an account to use the web-based portal, individuals will be asked to provide their first and last name, the office or agency that they are associated with (if applicable), their email address, and a user-chosen password.

RECORD SOURCE CATEGORIES:

Records contained within the system may be submitted by the parties to OCAHO cases and/or their attorneys or representatives, or may be generated by the courts and court personnel. Parties may include individuals, businesses or non-profit entities, and Federal Government agencies (Immigration and Customs Enforcement in the Department of Homeland Security, and the Customs Enforcement in the Department of Justice). In addition to those disclosures generally permitted under 5 U.S.C. 552a(b), all or a portion of the records or information contained in this system of records may be disclosed as a routine use pursuant to 5 U.S.C. 552a(b)(3) under the circumstances or for the purposes described below, to the extent such disclosures are compatible with the purposes for which the information was collected:

1. Where a record, either alone or in conjunction with other information, indicates a violation or potential violation of law—criminal, civil, or regulatory in nature—the relevant records may be referred to the appropriate federal, state, local, territorial, tribal, or foreign law enforcement authority or other appropriate entity charged with the responsibility for investigating or prosecuting such violation or charged with enforcing or implementing such law.
2. To complainants and/or victims to the extent necessary to provide such persons with information and explanations concerning the progress and/or results of the investigation or case arising from the matters of which they complained and/or of which they were a victim.
3. To any person or entity that EOIR/OCAHO has reason to believe possesses information regarding a matter within the jurisdiction of EOIR/OCAHO, to the extent deemed to be necessary by EOIR/OCAHO in order to elicit such information or cooperation from the recipient for use in the performance of an EOIR/OCAHO authorized activity.
4. In an appropriate proceeding before a court, grand jury, or administrative or adjudicative body, when the Department of Justice determines that the records are arguably relevant to the proceeding; or in an appropriate proceeding before an administrative or adjudicative body when the adjudicator determines the records to be relevant to the proceeding.
5. To an actual or potential party to litigation or the party's authorized representative for the purpose of negotiation or discussion of such matters as settlement, plea bargaining, or informal discovery proceedings.
6. To the news media and the public, including disclosures pursuant to 28 CFR 50.2, unless it is determined that release of the specific information in the context of a particular case would constitute an unwarranted invasion of personal privacy.
7. To contractors, grantees, experts, consultants, students, and others performing or working on a contract, service, grant, cooperative agreement, or other assignment for the Federal Government, when necessary to accomplish an agency function related to this system of records.
8. To designated officers and employees of state, local, territorial, or tribal law enforcement or detention agencies in connection with the hiring or continued employment of an employee or contractor, where the employee or contractor would occupy or occupies a position of public trust as a law enforcement officer or detention officer having direct contact with the public or with prisoners or detainees, to the extent that the information is relevant and necessary to the recipient agency's decision.
9. To appropriate officials and employees of a Federal agency or entity that requires information relevant to a decision concerning the hiring, appointment, or retention of an employee; the assignment, detail, or deployment of an employee; the issuance, renewal, suspension, or revocation of a security clearance; the execution of a security or suitability investigation; the letting of a contract, or the issuance of a grant or benefit.
10. To a former employee of the Department for purposes of: Responding to an official inquiry by a federal, state, or local government entity or professional licensing authority, in accordance with applicable Department regulations; or facilitating communications with a former employee that may be necessary for personnel-related or other official purposes where the Department requires information and/or consultation assistance from the former employee regarding a matter within that person's former area of responsibility.
11. To Federal, state, local, territorial, tribal, foreign, or international licensing agencies or associations which require information concerning the suitability or eligibility of an individual for a license or permit.
12. To a Member of Congress or staff acting upon the Member's behalf when the Member or staff requests the information on behalf of, and at the request of, the individual who is the subject of the record.
13. To the National Archives and Records Administration for purposes of records management inspections conducted under the authority of 44 U.S.C. 2904 and 2906.
14. To appropriate agencies, entities, and persons when (1) the Department suspects or has confirmed that there has been a breach of the system of records, (2) the Department has determined that as a result of the suspected or confirmed breach there is a risk of harm to individuals, the Department (including its information systems, programs, and operations), the Federal Government, or national security, and (3) the disclosure made to such agencies, entities, and persons is reasonably necessary to assist in connection with the Department efforts to respond to the suspected or confirmed breach or to prevent, minimize, or remedy such harm.
15. To another Federal agency or Federal entity, when the Department determines that information from this system of records is reasonably necessary to assist the recipient agency or entity in (1) responding to a suspected or confirmed breach or (2) preventing, minimizing, or remedying the risk of harm to individuals, the recipient agency or entity (including its information systems, programs, and operations), the Federal Government, or national security, resulting from a suspected or confirmed breach.

16. To any agency, organization, or individual for the purpose of performing authorized audit or oversight operations of the Department/EOIR and meeting related reporting requirements.

17. To such recipients and under such circumstances and procedures as are mandated by Federal statute or treaty.

18. To Federal agencies involved in statistical analysis of data, and publication and/or reporting of aggregated or de-identified information designed to improve the efficiency and effectiveness of immigration proceedings at those agencies or to better meet EOIR’s mission of adjudicating cases fairly and expeditiously, and uniformly interpreting and administering the Nation’s immigration laws.

POLICIES AND PRACTICES FOR STORAGE OF RECORDS:

Paper copies of records are maintained in file folders in secure locations. Electronic records are stored on secure servers and storage media.

POLICIES AND PRACTICES FOR RETRIEVAL OF RECORDS:

Authorized internal users may retrieve paper records through OCAHO case numbers and electronic records through an internet portal that will allow searches by a party’s name, OCAHO case number, region, city and state, or fiscal or calendar year. External users granted access because they are a party or authorized representative of a party will be able to retrieve records related to the cases in which they are involved by party name or case number.

POLICIES AND PRACTICES FOR RETENTION AND DISPOSAL OF RECORDS:

Paper and electronic records will be retained and disposed of in accordance with OCAHO’s revised records retention schedule, DAA–0582–2017–0005, currently under review by NARA.

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL SAFEGUARDS:

DOJ/EOIR/OCAHO will implement administrative, technical, and physical safeguards to protect information in the system. For example, internet connections are protected by multiple firewalls, and security personnel conduct periodic vulnerability scans using DOJ-approved software to ensure security compliance. Security logs are enabled for computers to assist in troubleshooting and forensic analysis during incident investigations. Need-to-know access is provided and verified by Personal Identity Verification (PIV) access which requires a valid user identification and password. Electronic records are segregated and stored in secure cloud-based redundant server locations. Paper records are segregated and stored in secure locations with locked cabinets. Both paper and electronic records are accessible only to those with a need to access the information for the performance of their official duties and who have appropriate clearances or permissions.

RECORD ACCESS PROCEDURES:

All requests for access to records must be in writing and should be addressed to the Senior Component Official for Privacy at the EOIR Office of the General Counsel, 5107 Leesburg Pike, Suite 2600, Falls Church, VA 22041, or doj.eoirgeo@usdoj.gov. The envelope and letter should be clearly marked “Privacy Act Access Request.” The request must describe the records sought in sufficient detail to enable Department personnel to locate them with a reasonable amount of effort. The request must include a general description of the records sought and must include the requester’s full name, current address, and date and place of birth, to enable EOIR to verify that the requester is legally authorized to access the records.

The request must be signed and either notarized or submitted under penalty of perjury. Some information may be exempt from the access provisions as described in the “EXEMPTIONS CLAIMED FOR THE SYSTEM” section, below. An individual who is the subject of a record in this system of records may contest or amend those records that are not exempt. A determination of whether a record is exempt from the amendment provisions will be made after a request is received.

More information regarding the Department’s procedures for amending or contesting records in accordance with the Privacy Act can be found at 28 CFR 16.46, “Requests for Amendment or Correction of Records.”

NOTIFICATION PROCEDURES:

Individuals may be notified if a record in this system of records pertains to them when the individuals request information utilizing the same procedures as those identified in the “RECORD ACCESS PROCEDURES” section, above.

EXEMPTIONS PROMULGATED FOR THE SYSTEM:

The Attorney General has exempted this system from subsections 5 U.S.C. 552a(d) of the Privacy Act pursuant to 5 U.S.C. 552a(k) subsections. The exemptions will be applied only to the extent that the information in the system is subject to exemption pursuant to 5 U.S.C. 552a(k) subsections. Rules are in the process of being promulgated in accordance with the requirements of 5 U.S.C. 553(b), (c) and (e), and are in the process of being published in the Federal Register.

HISTORY:

This system was previously part of EOIR–001 Records and Management Information System, 60 FR 52694 (Oct. 10, 1995); 66 FR 35458 (July 5, 2001); 69 FR 26179 (May 11, 2004); 72 FR 3410
DEPARTMENT OF LABOR

Office of the Secretary

Agency Information Collection Activities; Submission for OMB Review; Comment Request; Employee Retirement Income Security Act of 1974 Investment Manager Electronic Registration

ACTION: Notice of availability; request for comments.

SUMMARY: The Department of Labor (DOL) is submitting the Employee Benefits Security Administration (EBSA) sponsored information collection request (ICR) titled, “Employee Retirement Income Security Act of 1974 Investment Manager Electronic Registration,” to the Office of Management and Budget (OMB) for review and approval for continued use, without change, in accordance with the Paperwork Reduction Act of 1995 (PRA). Public comments on the ICR are invited.

DATES: The OMB will consider all written comments that agency receives on or before September 16, 2019.

ADDRESSES: A copy of this ICR with applicable supporting documentation; including a description of the likely respondents, proposed frequency of response, and estimated total burden may be obtained free of charge from the Reginfo.gov website at http://www.reginfo.gov/public/do/PRAViewICR?ref_nbr=201906-1210-008 (this link will only become active on the day following publication of this notice) or by contacting Frederick Licari by telephone at 202–693–8073 TTY 202–693–8064, (these are not toll-free numbers) or by email at DOL_PRA_PUBLIC@dol.gov.

Submit comments about this request by mail to the Office of Information and Regulatory Affairs, Attn: OMB Desk Officer for DOL–EBSA, Office of Management and Budget, Room 10235, 725 17th Street NW, Washington, DC 20503; by Fax: 202–395–5806 (this is not a toll-free number); or by email: OIRA_submission@omb.eop.gov.

Commenters are encouraged, but not required, to send a courtesy copy of any comments by mail or courier to the U.S. Department of Labor–OASAM, Office of the Chief Information Officer, Attn: Departmental Information Compliance Management Program, Room N1301, 200 Constitution Avenue NW, Washington, DC 20210; or by email: DOL_PRA_PUBLIC@dol.gov.

FOR FURTHER INFORMATION CONTACT: Frederick Licari by telephone at 202–693–8073, TTY 202–693–8064, (these are not toll-free numbers) or by email at DOL_PRA_PUBLIC@dol.gov.

SUPPLEMENTARY INFORMATION: This ICR seeks to extend PRA authority for the Employee Retirement Income Security Act of 1974 Investment Manager Electronic Registration information collection. The Department’s regulation provides that, in order to meet the definition of investment manager in section 3(38) of the Employee Retirement Income Security Act of 1974, state-registered investment advisers must register electronically through a centralized electronic filing system established by the SEC or a State investment authority called the Investment Adviser Registration Depository (“IARD”), rather than providing a paper copy of their state registration to the Secretary of Labor. Under section 402(c)(3) of the Employee Retirement Income Security Act of 1974 (ERISA), if an “investment manager” (as defined in section 3(38)) of ERISA manages plan assets, the plan’s trustee is relieved from certain fiduciary obligations relating to the management of the assets for which the investment manager is responsible. ERISA section 3(38) authorizes this information collection. See 29 U.S.C. 1002(38)(B).

This information collection is subject to the PRA. A Federal agency generally cannot conduct or sponsor a collection of information, and the public is generally not required to respond to an information collection, unless it is approved by the OMB under the PRA and displays a currently valid OMB Control Number. In addition, notwithstanding any other provisions of law, no person shall generally be subject to penalty for failing to comply with a collection of information that does not display a valid Control Number. See 5 CFR 1320.5(a) and 1320.6. The DOL obtains OMB approval for this information collection under Control Number 1210–0125.

OMB authorization for an ICR cannot be for more than three (3) years without renewal, and the current approval for this collection is scheduled to expire on August 31, 2019. The DOL seeks to extend PRA authorization for this information collection for three (3) more years, without any change to existing requirements. The DOL notes that existing information collection requirements submitted to the OMB receive a month-to-month extension while they undergo review. For additional substantive information about this ICR, see the related notice published in the Federal Register on March 27, 2019 (84 FR 11573).

Interested parties are encouraged to send comments to the OMB, Office of Information and Regulatory Affairs at the address shown in the ADDRESSES section within thirty (30) days of publication of this notice in the Federal Register. In order to help ensure appropriate consideration, comments should mention OMB Control Number 1210–0125. The OMB is particularly interested in comments that:

• Evaluate whether the proposed collection of information is necessary for the proper performance of the functions of the agency, including whether the information will have practical utility;

• Evaluate the accuracy of the agency’s estimate of the burden of the proposed collection of information, including the validity of the methodology and assumptions used;

• Enhance the quality, utility, and clarity of the information to be collected; and

• Minimize the burden of the collection of information on those who are to respond, including through the use of appropriate automated, electronic, mechanical, or other technological collection techniques or other forms of information technology, e.g., permitting electronic submission of responses.

Agency: DOL–EBSA.


OMB Control Number: 1210–0125.

Affected Public: Private Sector. Not-for-profit institutions, businesses or other for-profits.

Total Estimated Number of Respondents: 4.

Total Estimated Number of Responses: 4.

Total Estimated Annual Time Burden: 4 hours.

Total Estimated Annual Other Costs Burden: $270.


Dated: August 12, 2019.

Frederick Licari.

Departmental Clearance Officer.
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BILLING CODE 4510–29–P