SAMHSA administrative actions; (4) provides advice and guidance to staff on administrative procedures for processing actions such as travel orders, acquisition requests, credit card purchases, office moves, and training documents; (5) ensures administrative actions are consistent with regulations and other requirements, and implements general management policies as prescribed by SAMHSA and higher authorities; (6) coordinates the provision of support in the areas of real and personal property, building management, facility management, health and safety, logistics, security, transportation, parking, and telecommunications; (7) manages Program Management funds including performing budget execution tasks such as certifying funds, maintaining the commitment database, and reconciling accounts for program management for SAMHSA; (8) coordinates and complies with policies and procedures set forth by the Office of Financial Resources (OFR) for budget execution and formulation; and (9) manages continuity of operations (COOP) for the Agency and serves as pan-flu liaison for the Office of Management, Technology and Operations (OMTO).

Administrative Operations Branch (MBHC)

Provides services to support the Agency’s administrative functions including (1) researching, analyzing and evaluating financial obligations and providing budget services for program management funds; (2) analyzing administrative matters impacting Office/Center serviced and developing work plans, and formulating recommendations for modifications of procedures; (3) monitoring and evaluating the effectiveness and efficiency of practices and policies within the Division to simplify operations and/or establish control systems for accurate and timely planning and reporting; (4) interpreting policies, procedures and practices concerning travel and reimbursement for travel expenses and preparing travel documents for travelers; (5) serving as System Administrator for the automated travel system; (6) reviewing and analyzing proposed small acquisitions under $100,000, ensuring appropriate guidelines, processing and procedural requirements are met; (7) providing managers and staff of SAMHSA with guidance, technical support, and training regarding travel, purchases, and related administrative matters; (8) providing travel on various administrative systems, such as travel, federal charge cards, small acquisitions, etc.; (9) developing, monitoring and maintaining staffing status rosters; (10) time and attendance services; analyzing leave and pay discrepancies; training new timekeepers and leave approving officials, updating staff on new leave policies; (11) processing of identification badges and personnel security controls (12) working with components of the HHS/ASA and reporting on various aspects of travel, procurement, conferences, etc.; (13) managing conference policy and procedures for the Agency; and (14) Monitoring and Managing the agency’s travel card program.

Building, Logistics, and Telecommunications Branch (MBHB)

Provides services to support the Agency in (1) building operations including security, interagency agreements and meeting logistics, facilities management, building equipment including installation and removal, oversight of SAMHSA security, purchasing and maintenance, audio visual services, mail services, PIV badging replacements including renewals and damages, property management and GSA vehicle driver services; (2) logistical requirements including building moves, space management, property management, real property management, parking maintenance, managing and monitoring childcare and Transhare subsidy programs, and other Federal Occupational Health provided programs, Safety and Health Officer responsibilities, environmental issues, oversee and assist in all furniture needs from moves to repairs, management of signage, specification for and arrangement of reasonable accommodations, management of shipping and receiving services, and labor services; (3) telecommunication and related services including desk phone services, copier control, conference room management, long distance phone services, audio conferences; and (4) COOP, emergency preparedness.

Division of Technology Management (MBJ)

Provides leadership in the development of policies for and the analysis, performance measurement, and improvement of SAMHSA information systems; (2) manages, operates, and enhances SAMHSA-wide administrative applications software systems; (3) coordinates with other service providers the provision of information technology services, including operation of the local and SAMHSA managed IT Infrastructure, Government Furnished Equipment (GFE); personal computers, laptop, printers, iPhones network servers, databases, scanners etc. and general computer repairs, working with DHHS service components and outside organizations as necessary and monitoring their performance; (4) serves as the Agency focal point for information technology policy, strategic planning, budget preparation, FITARA, coordination with the Department regarding these issues and the submission of required reports to the Department on a timely basis; (5) reviews and analyzes new advances in technology to further SAMHSA’s leadership in technological capabilities; (6) ensures necessary support services are available, implemented, and managed to ensure SAMHSA is able to fulfill its mission; (7) ensures that the appropriate level of information technology cybersecurity is in place so that the safety of Agency data can be assured; (8) oversees Agency-wide database administration and systems configuration management, providing advice, assistance, and training to Agency staff to obtain maximum utilization of and services from its information/application systems and databases; (9) exercises clearance authority for Agency information technology management projects; and (10) serves as the Agency focal point for all technology issues relating to the Intranet/internet activities; (11) ensure that agency records management program activities and special projects are implemented across SAMHSA.

Delegation of Authority

All delegations and re-delegations of authority made to SAMHSA officials that were in effect immediately prior to this reorganization, and that are consistent with this reorganization, shall continue in effect pending further re-delegation.

Summer King,
Statistician.

BILeING CODE 4160-01-P

DEPARTMENT OF HEALTH AND HUMAN SERVICES

Substance Abuse and Mental Health Services Administration

Center for Mental Health Services; Notice of Meeting

Pursuant to Public Law 92–463, notice is hereby given that the Substance Abuse and Mental Health Services Administration (SAMHSA),
Center for Mental Health Services (CMHS) National Advisory Council (NAC) will meet on April 22, 2019, from 11:00 a.m. to 1:00 p.m. (EDT).

The meeting is open and will include consideration of minutes from the August 1, 2018 SAMHSA, CMHS NAC meeting; updates from the CMHS Directors Report, the Hotline Improvement Act, and future NAC meetings.

The meeting will be held via WebEx and telephone only. Interested persons may present data, information, or views, orally or in writing, on issues pending before the Council. Written submissions should be forwarded to the contact person on or before April 15, 2019. Oral presentations from the public will be scheduled at the conclusion of the meeting. Individuals interested in making oral presentation must notify the contact person on or before April 15, 2019. Three minutes will be allotted for each presentation.

This is an open public meeting that will be conducted via WebEx and telephone. Registration is required to participate during this meeting. To attend virtually, or to obtain the call-in number and access code, submit written or brief oral comments, or request special accommodation for persons with disabilities, register on-line at: http://snacregister.samhsa.gov/MeetingList.aspx or communicate with the CMHS National Advisory Council Designated Federal Officer, Pamela Foote (see contact information below).

Meeting information and a roster of Council members may be obtained either by accessing the SAMHSA Council website at: http://www.samhsa.gov/about-us/advisory-councils/cmhs-national-advisory-council or by contacting Ms. Pamela Foote (see contact information below).

Council Name: Substance Abuse and Mental Health Services Administration

---

DEPARTMENT OF HOMELAND SECURITY

Coast Guard

[Docket No. USCG–2018–0873]

**Imposition of Conditions of Entry on Certain Vessels Arriving to the United States From the Republic of Seychelles**

**AGENCY:** Coast Guard, DHS.

**ACTION:** Notice.

**SUMMARY:** The Coast Guard announces that it will impose conditions of entry on vessels arriving from ports in the Republic of Seychelles. Conditions of entry are intended to protect the United States from vessels arriving from countries that have been found to have deficient anti-terrorism port measures in place.

**DATES:** The policy announced in this notice will become effective April 12, 2019.

---

**TABLE 1—CONDITIONS OF ENTRY FOR VESSELS VISITING PORTS IN THE REPUBLIC OF SEYCHELLES**

<table>
<thead>
<tr>
<th>No.</th>
<th>Each vessel must:</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Implement measures per the vessel’s security plan equivalent to Security Level 2 while in a port in the Republic of Seychelles. As defined in the ISPS Code and incorporated herein, “Security Level 2” refers to the “level for which appropriate additional protective security measures shall be maintained for a period of time as a result of heightened risk of a security incident.”</td>
</tr>
<tr>
<td>2</td>
<td>Ensure that each access point to the vessel is guarded and that the guards have total visibility of the exterior (both landside and waterside) of the vessel while the vessel is in ports in the Republic of Seychelles.</td>
</tr>
<tr>
<td>3</td>
<td>Guards may be provided by the vessel’s crew; however, additional crewmembers should be placed on the vessel if necessary to ensure that limits on maximum hours of work are not exceeded and/or minimum hours of rest are met, or provided by outside security forces approved by the vessel’s master and Company Security Officer. As defined in the ISPS Code and incorporated herein, “Company Security Officer” refers to the “person designated by the Company for ensuring that a ship security assessment is carried out; that a ship security plan is developed, submitted for approval, and thereafter implemented and maintained and for liaison with port facility security officers and the ship security officer.”</td>
</tr>
<tr>
<td>4</td>
<td>Attempt to execute a Declaration of Security while in a port in the Republic of Seychelles.</td>
</tr>
<tr>
<td>5</td>
<td>Log all security actions in the vessel’s security records.</td>
</tr>
<tr>
<td>6</td>
<td>Report actions taken to the cognizant Coast Guard Captain of the Port (COTP) prior to arrival into U.S. waters.</td>
</tr>
</tbody>
</table>

---

**FOR FURTHER INFORMATION CONTACT:** For information about this document, call or email Ezekiel Lyons, International Port Security Evaluation Division, United States Coast Guard, telephone 202–372–1296, Ezekiel.J.Lyons@uscg.mil.

**SUPPLEMENTARY INFORMATION:**

Discussion

The authority for this notice is in 5 U.S.C. 552(a), 46 U.S.C. 70110, and Department of Homeland Security Delegation No. 0170.1(II)(97.f). As delegated, section 70110(a) authorizes the Coast Guard to impose conditions of entry on vessels arriving in U.S. waters from ports that the Coast Guard has found to have deficient anti-terrorism measures.

On April 02, 2018, the Coast Guard found that ports in the Republic of Seychelles failed to maintain effective anti-terrorism measures in its ports and that the Republic of Seychelles’s designated authority’s oversight, access control measures, cargo control measures, and facility monitoring measures are all deficient.

On May 28, 2018, as required by 46 U.S.C. 70109, the Republic of Seychelles was notified of this determination, provided recommendations for improving antiterrorism measures, and given 90 days to respond. In August 2018, the Coast Guard re-visited the Republic of Seychelles to review Seychelles’s progress on correcting the security deficiencies. The Coast Guard determined that Seychelles failed to maintain effective anti-terrorism measures in its port facilities.

Accordingly, beginning April 12, 2019, the conditions of entry shown in Table 1 will apply to any vessel that visited a port in the Republic of Seychelles in its last five port calls.