DEPARTMENT OF HOMELAND SECURITY

Coast Guard

[Docket No. USCG–2018–0792]

Information Collection Request to Office of Management and Budget; OMB Control Number: 1625–0069

AGENCY: Coast Guard, DHS.

ACTION: Notice; correction.

SUMMARY: The Coast Guard published a document in the Federal Register on September 6, 2018, concerning a sixty-day notice requesting comments on an Information Collection Request to the Office of Management and Budget, Office of Information and Regulatory Affairs, requesting an extension of its approval for the following collection of information: 1625–0035, Title 46 CFR Subchapter Q: Lifesaving, Electrical, Engineering and Navigation Equipment, Construction and Materials & Marine Sanitation Devices (33 CFR part 159); without change. The document contained an error in the information collection request section.


SUPPLEMENTARY INFORMATION:

Correction

In the Federal Register of September 6, 2018, in FR Doc. 2018–19326, on page 45267, in the third column, correct the “Need” section to read:

Need: Title 46 U.S.C. 2103, 3306, 3703, and 4302 authorize the Coast Guard to establish safety equipment and material regulations. Title 46 CFR parts 159 to 164 prescribe these requirements. Title 33 U.S.C. 1322 authorizes the Coast Guard to establish MSD regulations. Title 33 CFR part 150 prescribes these rules. NVIC 8–01 (Chg 3) prescribes the standards for navigation equipment. This information is used to determine whether manufacturers are in compliance with Coast Guard regulations. When the Coast Guard approves any safety equipment, material or MSD for use on a commercial vessel or pleasure craft, the manufacturer is issued a Certificate or Approval.

Dated: October 11, 2018.

James D. Roppel,
U.S. Coast Guard, Acting Chief, Office of Information Management.

[FR Doc. 2018–22552 Filed 10–16–18; 8:45 am]
BILLING CODE 9110–04–P

DEPARTMENT OF HOMELAND SECURITY

U.S. Customs and Border Protection

[Docket No. USCG–2018–0696]

Agency Information Collection Activities: Application for Extension of Bond for Temporary Importation


ACTION: 60-Day notice and request for comments; extension of an existing collection of information.

SUMMARY: The Department of Homeland Security, U.S. Customs and Border Protection will be submitting the following information collection request to the Office of Management and Budget (OMB) for review and approval in accordance with the Paperwork Reduction Act of 1995 (PRA). The information collection is published in the Federal Register to obtain comments from the public and affected agencies.

DATES: Comments are encouraged and must be submitted (no later than December 17, 2018) to be assured of consideration.

ADDRESSES: Written comments and/or suggestions regarding the item(s) contained in this notice must include the OMB Control Number 1651–0015 in the subject line and the agency name. To avoid duplicate submissions, please use only one of the following methods to submit comments:

(1) Email. Submit comments to: CBP_PRA@cbp.dhs.gov.

(2) Mail. Submit written comments to CBP Paperwork Reduction Act Officer, U.S. Customs and Border Protection, Office of Trade, Regulations and Rulings, Economic Impact Analysis Branch, 90 K Street NE, 10th Floor, Washington, DC 20229–1177.

FOR FURTHER INFORMATION CONTACT: Requests for additional PRA information should be directed to Seth Renkema, Chief, Economic Impact Analysis Branch, U.S. Customs and Border Protection, Office of Trade, Regulations and Rulings, 90 K Street NE, 10th Floor, Washington, DC 20229–1177. Telephone number (202) 325–0056 or via email CBP_PRA@cbp.dhs.gov. Please note that the contact information provided here is solely for questions regarding this notice. Individuals seeking information about other CBP programs should contact the CBP National Customer Service Center at 877–227–5511, (TTY) 1–800–877–8339, or CBP website at https://www.cbp.gov/.

SUPPLEMENTARY INFORMATION: CBP invites the general public and other Federal agencies to comment on the proposed and/or continuing information collections pursuant to the Paperwork Reduction Act of 1995 (44 U.S.C. 3501 et seq.). This process is conducted in accordance with 5 CFR 1320.8. Written comments and suggestions from the public and affected agencies should address one or more of the following four points: (1) Whether the proposed collection of information is necessary for any of the following four points: (1) Whether the proposed collection of information is necessary for any of the four points: (1) Whether the proposed collection of information is necessary for any of the four points: (1) Whether the proposed collection of information is necessary for any of the four points: (1) Whether the proposed collection of information is necessary for any of the four points: (1) Whether the proposed collection of information is necessary for any of the four points: (1) Whether the proposed collection of information is necessary for any of the four points:
for the proper performance of the functions of the agency, including whether the information will have practical utility; (2) the accuracy of the agency’s estimate of the burden of the proposed collection of information, including the validity of the methodology and assumptions used; (3) suggestions to enhance the quality, utility, and clarity of the information to be collected; and (4) suggestions to minimize the burden of the collection of information on those who are to respond, including through the use of appropriate automated, electronic, mechanical, or other technological collection techniques or other forms of information technology, e.g., permitting electronic submission of responses. The comments that are submitted will be summarized and included in the request for approval. All comments will become a matter of public record.

**Overview of This Information Collection**

**Title:** Application for Extension of Bond for Temporary Importation.

**OMB Number:** 1651–0015.

**Form Number:** CBP Form 3173.

**Abstract:** Imported merchandise which is to remain in the customs territory for a period of one year or less without the payment of duties is entered as a temporary importation, as authorized under the Harmonized Tariff Schedule of the United States (19 U.S.C. 1202). When this time period is not sufficient, it may be extended by submitting an application on CBP Form 3173. “Application for Extension of Bond for Temporary Importation.” This form is provided for by 19 CFR 10.37 and is accessible at: https://www.cbp.gov/newsroom/publications/forms?title=3173.

**Current Actions:** CBP proposes to extend the expiration date of this information collection with no changes to the burden hours or to Form 3173.

**Type of Review:** Extension (without change).

**Affected Public:** Businesses.

**Estimated Number of Respondents:** 1,200.

**Estimated Number of Annual Responses per Respondent:** 14.

**Estimated Total Annual Responses:** 16,800.

**Estimated Time per Response:** 13 minutes.

**Estimated Total Annual Burden Hours:** 3,646.

**Dated:** October 11, 2018.

Seth D. Renkema,

Branch Chief, Economic Impact Analysis Branch, U.S. Customs and Border Protection.

DEPARTMENT OF HOMELAND SECURITY

Nationale Cyber Security Review Assessment

**AGENCY:** Office of Cybersecurity and Communications (CS&C), National Protection and Programs Directorate (NPPD), Department of Homeland Security (DHS).

**ACTION:** 30-Day Notice and request for comments; New Collection, 1670–NEW.

**SUMMARY:** DHS NPPD CS&C will submit the following information collection request (ICR) to the Office of Management and Budget (OMB) for review and clearance in accordance with the Paperwork Reduction Act of 1995. DHS previously published this information collection request (ICR) in the Federal Register on Thursday, July 5, 2018 at 83 FR 91412 for a 60-day public comment period. 0 comments were received by DHS. The purpose of this notice is to allow an additional 30 days for public comments.

**DATES:** Comments are encouraged and will be accepted until November 16, 2018.

**ADDRESSES:** Interested persons are invited to submit written comments on the proposed information collection to the Office of Information and Regulatory Affairs, Office of Management and Budget. Comments should be addressed to OMB Desk Officer, Department of Homeland Security and sent via electronic mail to dhsdeskofficer@omb.eop.gov. All submissions must include the words “Department of Homeland Security” and the OMB Control Number 1670–NEW—Nationale Cyber Security Review Assessment.

**FOR FURTHER INFORMATION CONTACT:** For specific questions related to collection activities, please contact Donna Beach at 703–725–6213 or at SLTTCyber@HQ.DHS.GOV.

**SUPPLEMENTARY INFORMATION:** In its reports to the Department of Homeland Security Appropriations Act, 2010, Congress requested a Nationwide Cyber Security Review (NCSR) from the National Cyber Security Division (NCSD), the predecessor organization of the Stakeholder Engagement and Cyber Infrastructure Resilience (SECIR) division. S. Rep. No. 111–31, at 91 (2009), H.R. Rep. No. 111–298, at 96 (2009). The House Conference Report accompanying the Department of Homeland Security Appropriations Act, 2010 “note[d] the importance of a comprehensive effort to assess the security level of cyberspace at all levels of government” and directed DHS to “develop the necessary tools for all levels of government to complete a cyber network security assessment so that a full measure of gaps and capabilities can be completed in the near future.” H.R. Rep. No. 111–298, at 96 (2009). Concurrently, in its report accompanying the Department of Homeland Security Appropriations Bill, 2010, the Senate Committee on Appropriations recommended that DHS “report on the status of cyber security measures in place, and gaps in all 50 States and the largest urban areas.” S. Rep. No. 111–31, at 91 (2009). The Homeland Security Act of 2002, as amended, established “a national cybersecurity and communications integration center [NCCIC] . . . to carry out certain responsibilities of the Under Secretary,’’ including the provision of assessments. 6 U.S.C. 148(b). The Act also directs the composition of the NCCIC to include an entity that collaborates with State and local governments on cybersecurity risks and incidents, and has entered into a voluntary information sharing relationship with the NCCIC. 6 U.S.C. 148(d)(1)(E). The Multistate Information Sharing and Analysis Center (MS–ISAC) currently fulfills this function. NPPD funds the MS–ISAC through a Cooperative Agreement and maintains a close relationship with this entity. As part of the Cooperative Agreement, DHS directs the MS–ISAC to produce the NCSR as contemplated by Congress. Generally, NPPD has authority to perform risk and vulnerability assessments for Federal and non-Federal entities, with consent and upon request. The NCCIC performs these assessments in accordance with its authority to provide voluntary technical assistance to Federal and non-Federal entities. See 6 U.S.C. 148(c)(6), 143(2). This authority