SAFEGUARDS:

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL SAFEGUARDS:

The records contained in this system are safeguarded in accordance with 43 CFR 2.228 and other applicable security and privacy rules and policies. During normal hours of operation, paper records are maintained in locked file cabinets under the control of authorized personnel. Electronic records are safeguarded by permissions set to “Authenticated Users” which require password login. Computer servers on which electronic records are stored are located in secured DOI controlled facilities with physical, technical and administrative levels of security to prevent unauthorized access to the DOI network and information assets. The computer servers in which electronic records are stored are located in DOI facilities that are secured by security guards, alarm systems and off-master key access. Access to servers containing records in this system is limited to DOI personnel and other authorized parties who have a need to know the information for the performance of their official duties. Data exchanged between the servers and the system is encrypted. Backup tapes are encrypted and stored in a locked and controlled room in a secure, off-site location.

Computerized records systems follow the National Institute of Standards and Technology privacy and security standards as developed to comply with the Privacy Act of 1974, 5 U.S.C. 552a; Paperwork Reduction Act of 1995, 44 U.S.C. 3501–3521; Federal Information Security Modernization Act of 2014, 44 U.S.C. 3551–3558; and the Federal Information Processing Standards 199: Standards for Security Categorization of Federal Information and Information Systems. Security controls include user identification, passwords, database permissions, encryption, firewalls, audit logs, and network system security monitoring, and software controls. Access to records in the system is limited to authorized personnel who have a need to access the records in the performance of their official duties, and each user’s access is restricted to only the functions and data necessary to perform that person’s job responsibilities. System administrators and authorized users are trained and required to follow established internal security protocols and must complete all security, privacy, and records management training and sign the DOI Rules of Behavior.

RECORD ACCESS PROCEDURES:

An individual requesting records on himself or herself should send a signed, written inquiry to the applicable System Manager identified above. The request must include the specific bureau or office that maintains the record to facilitate location of the applicable records. The request envelope and letter should both be clearly marked “PRIVACY ACT REQUEST FOR ACCESS.” A request for access must meet the requirements of 43 CFR 2.238.

CONTESTING RECORD PROCEDURES:

An individual requesting corrections or the removal of material from his or her records should send a signed, written request to the applicable System Manager as identified above. The request must include the specific bureau or office that maintains the record to facilitate location of the applicable records. A request for corrections or removal must meet the requirements of 43 CFR 2.246.

NOTIFICATION PROCEDURES:

An individual requesting notification of the existence of records on himself or herself should send a signed, written request to the applicable System Manager as identified above. The request must include the specific bureau or office that maintains the record to facilitate location of the applicable records. The request envelope and letter should both be clearly marked “PRIVACY ACT INQUIRY.” A request for notification must meet the requirements of 43 CFR 2.235.

EXEMPTIONS PROMULGATED FOR THE SYSTEM:

None.

HISTORY:

77 FR 66628 (November 6, 2012).

BILLING CODE 4334–63–P

DEPARTMENT OF THE INTERIOR

Bureau of Land Management

[18XLM109AF LLUTG02000 L13100000.D00000]

Notice of Termination of the San Rafael Swell Master Leasing Plan Amendment is no longer in effect immediately.

FOR FURTHER INFORMATION CONTACT:

Chris Conrad, Price Field Manager, 125 South 600 West, Price, Utah 84501, telephone (435) 636–3600, email cconrad@blm.gov. Persons who use a telecommunications device for the deaf (TDD) may call the Federal Relay Service (FRS) at 1–800–877–8339 to contact the above individual during normal business hours. FRS is available 24 hours a day, 7 days a week, to leave a message or question with the above individual. You will receive a reply during normal business hours.

SUPPLEMENTARY INFORMATION: Since the publication of the NOI, the BLM issued Washington Office Instruction Memo 2018–034, which terminates the Master Leasing Process.

Authority: 40 CFR 1506.6, 40 CFR 1506.10.

Edwin L. Roberson, State Director.

BILLING CODE 4310–DQ–P

DEPARTMENT OF THE INTERIOR

Bureau of Land Management

[LLNVS01000, L51010000.PQ0000, LVRWF09F8730; N–85631; MO#4500119561]

Notice of Intent To Prepare an Environmental Impact Statement and Land Use Plan Amendment, and a Notice of Segregation for the Proposed Gemini Solar Project in Clark County, Nevada

AGENCY: Bureau of Land Management, Interior.

ACTION: Notice of intent.

SUMMARY: As requested by Solar Partners XI, LLC, and in compliance with the National Environmental Policy Act of 1969, as amended (NEPA), the Bureau of Land Management (BLM) Las Vegas Field Office intends to prepare an