DEPARTMENT OF HEALTH AND HUMAN SERVICES

National Institutes of Health

National Institute of Mental Health; Notice of Closed Meetings

Pursuant to section 10(d) of the Federal Advisory Committee Act, as amended, notice is hereby given of the following meetings.

The meetings will be closed to the public in accordance with the provisions set forth in sections 552b(c)(4) and 552b(c)(6), Title 5 U.S.C., as amended. The grant applications and the discussions could disclose confidential trade secrets or commercial property such as patentable material, and personal information concerning individuals associated with the grant applications, the disclosure of which would constitute a clearly unwarranted invasion of personal privacy.

Name of Committee: National Institute of Mental Health Special Emphasis Panel; BRAIN Initiative: Kirschstein NRSA Individual Postdoctoral Fellowship (F32).

Date: June 21, 2018.

Time: 10:30 a.m. to 2:30 p.m.

Agenda: To review and evaluate grant applications.

Place: National Institutes of Health Neuroscience Center, 6001 Executive Boulevard, Rockville, MD 20852 (Virtual Meeting).

Contact Person: Karen Gavin-Evans, Ph.D., Scientific Review Officer Division of Extramural Activities, National Institute of Mental Health, NIH Neuroscience Center, 6001 Executive Boulevard, Room 6153, MSC 9606, Bethesda, MD 20892, 301–496–2536, gavin-evansk@mail.nih.gov.

Name of Committee: National Institute of Mental Health Special Emphasis Panel; BRAIN Initiative: Kirschstein NRSA Individual Postdoctoral Fellowship (F32).

Date: June 21, 2018.

Time: 11:00 a.m. to 5:30 p.m.

Agenda: To review and evaluate grant applications.

Place: National Institutes of Health Neuroscience Center, 6001 Executive Boulevard, Rockville, MD 20852 (Virtual Meeting).

Contact Person: Vinod Charles, Ph.D., Scientific Review Officer Division of Extramural Activities, National Institute of Mental Health, NIH Neuroscience Center, 6001 Executive Blvd., Room 6151, MSC 9606, Bethesda, MD 20892–9606, 301–443–1606, charlesv@mail.nih.gov.

DEPARTMENT OF HOMELAND SECURITY

U.S. Customs and Border Protection [1651–0018]

Agency Information Collection Activities: Ship’s Store Declaration


ACTION: 60-Day notice and request for comments; extension of an existing collection of information.

SUMMARY: The Department of Homeland Security, U.S. Customs and Border Protection will be submitting the following information collection request to the Office of Management and Budget (OMB) for review and approval in accordance with the Paperwork Reduction Act of 1995 (44 U.S.C. 3501 et seq.). This process is conducted in accordance with 5 CFR 1320.8. Written comments and suggestions from the public and affected agencies should address one or more of the following four points: (1) Whether the proposed collection of information is necessary for the proper performance of the functions of the agency, including whether the information will have practical utility; (2) the accuracy of the agency’s estimate of the burden of the proposed collection of information, including the validity of the methodology and assumptions used; (3) suggestions to enhance the quality, utility, and clarity of the information to be collected; and (4) suggestions to minimize the burden of the collection of information on those who are to respond, including through the use of appropriate automated, electronic, mechanical, or other technological collection techniques or other forms of information technology, e.g., permitting electronic submission of responses. The comments that are submitted will be summarized and included in the request for approval. All comments will become a matter of public record.

Overview of This Information Collection

Title: Ship’s Stores Declaration.

OMB Number: 1651–0018.

Form Number: CBP Form 1303.
Current Actions: CBP proposes to extend the expiration date of this information collection with no change to the burden hours. There is no change to the information collected.

Type of Review: Extension (without change).

Affected Public: Businesses.

Abstract: CBP Form 1303, Ship’s Stores Declaration, is used by the carriers to declare articles to be retained on board the vessel, such as sea stores, ship’s stores (e.g. alcohol and tobacco products), controlled narcotic drugs or bunkered fuel in a format that can be readily audited and checked by CBP. This form collects information about the ship, the ports of arrival and departure, and the articles on the ship. CBP Form 1303 form is provided for by 19 CFR 4.7a, 4.81, 4.85 and 4.87 and is accessible at: https://www.cbp.gov/newsroom/publications/forms?title=1303&Apply.

Estimated Number of Respondents: 8,000.

Estimated Number of Responses per Respondent: 13.

Estimated Total Annual Responses: 104,000.

Estimated Total Annual Burden Hours: 26,000.


Seth D. Renkema,
Branch Chief, Economic Impact Analysis Branch, U.S. Customs and Border Protection.

DEPARTMENT OF HOMELAND SECURITY

Private Sector Clearance Program Request Form

AGENCY: National Protection and Programs Directorate (NPPD), Department of Homeland Security (DHS).

ACTION: 30-Day notice and request for comments; revised information collection request: 1670–0013.

SUMMARY: DHS NPPD will submit the following information collection request (ICR) to the Office of Management and Budget (OMB) for review and clearance in accordance with the Paperwork Reduction Act of 1995. NPPD previously published this ICR in the Federal Register on Thursday, February 1, 2018 for a 60-day public comment period. One comment was received by NPPD. The purpose of this notice is to allow an additional 30 days for public comments.

DATES: Comments are encouraged and will be accepted until July 5, 2018.

ADDRESSES: Interested persons are invited to submit written comments on the proposed information collection to the Office of Information and Regulatory Affairs, OMB. Comments should be addressed to OMB Desk Officer, Department of Homeland Security and sent via electronic mail to dhodesk.officer@omb.eop.gov. All submissions must include the words “Department of Homeland Security” and the OMB Control Number 1670–0013.

Comments submitted in response to this notice may be made available to the public through relevant websites. For this reason, please do not include in your comments information of a confidential nature, such as sensitive personal information or proprietary information. Please note that responses to this public comment request containing any routine notice about the confidence of the communication will be treated as public comments that may be made available to the public notwithstanding the inclusion of the routine notice.

FOR FURTHER INFORMATION CONTACT: For specific questions related to collection activities, please contact Quentin Whitaker at 703–235–9485 or at PSCP@HQ.DHS.GOV.

SUPPLEMENTARY INFORMATION:

Partnerships between the U.S. Government and the private sector at times necessitate the sharing of classified information. The Private Sector Clearance Program (PSCP) facilitates this sharing by sponsoring security clearances for “appropriate representatives of sector coordinating councils, sector information sharing and analysis organizations [ISAOs], owners and operators of critical infrastructure, and any other person that the Secretary determines appropriate.” 6 U.S.C. 150. In order to begin this process of approving an applicant to participate in the clearance program, the applicant’s employment information and Personally Identifiable Information (PII) is collected. Their association/SCC membership or employment information is reviewed for approval, and their PII is input into e-QIP, the Office of Personnel Management’s (OPM) secure portal for investigation processing.

The U.S. Government is authorized to ask for this information under Sections 201 and 229 of the Homeland Security Act of 2002 (Pub. L. 107–296, 6 U.S.C. 121, 150), and Executive Orders 12968, 13526, 13549, 13636, and 13691 which authorize the collection of this information.

The PSCP is designed to process security clearances for private sector personnel who have been sponsored for access to classified information by a Federal Agency. In 2010, through Executive Order 13549, the President established the Classified National Security Information Program (otherwise known as the Private Sector Clearance Program) to “safeguard and govern access to classified national security information shared by the Federal Government with State, local, tribal, and private sector (SLTPS) entities. 75 FR 51609, 1.1 (2010). In 2013, in a subsequent Executive Order 13636, the President directed the Secretary of Homeland Security, as Executive Agent for PSCP, to “expedite the processing of security clearances to appropriate personnel employed by critical infrastructure owners and operators, prioritizing the critical infrastructure identified in section 9 of this order.” 78 FR 11739, 11740 4(d) (2013). Section 9 of Executive Order 13636 refers to “critical infrastructure where a cybersecurity incident could reasonably result in catastrophic regional or national effects on public health or safety, economic security, or national security.” Id. at Section 9. In 2014 and 2015, Congress codified PSCP in section 229 of the Homeland Security Act of 2002, authorizing the Secretary of Homeland Security to “make available the process of application for security clearances under Executive Order 13549 . . . or any successor Executive Order to appropriate representatives of sector coordinating councils, sector information sharing and analysis organizations . . . , owners and operators of critical infrastructure, and any other persons that the Secretary determines appropriate.” 6 U.S.C. 150. Also in 2015, through Executive Order 13691, the President designated the National Cybersecurity and Communications Integration Center (NCCIC) as a critical infrastructure protection program and required the Department to manage the sharing of classified cybersecurity information under this designation. E.O. 13691, 80 FR 9349 4(a) (2015); see 6 U.S.C. 132. These partners are subject matter experts within specific industries and have specialized knowledge not available within DHS. Private citizens do not receive monetary compensation for their time. DHS has created this program to facilitate clearances for these individuals who are not employed by an agency of the Federal government or otherwise have a contract, license or grant with an agency of the Federal government pursuant to E.O. 12929 (the traditional means of obtaining a clearance) and must have clearances.

The U.S. Government is authorized to ask for this information under Sections 201 and 229 of the Homeland Security Act of 2002 (Pub. L. 107–296, 6 U.S.C. 121, 150), and Executive Orders 12968, 13526, 13549, 13636, and 13691 which authorize the collection of this information.

The PSCP is designed to process security clearances for private sector personnel who have been sponsored for access to classified information by a Federal Agency. In 2010, through Executive Order 13549, the President established the Classified National Security Information Program (otherwise known as the Private Sector Clearance Program) to “safeguard and govern access to classified national security information shared by the Federal Government with State, local, tribal, and private sector (SLTPS) entities. 75 FR 51609, 1.1 (2010). In 2013, in a subsequent Executive Order 13636, the President directed the Secretary of Homeland Security, as Executive Agent for PSCP, to “expedite the processing of security clearances to appropriate personnel employed by critical infrastructure owners and operators, prioritizing the critical infrastructure identified in section 9 of this order.” 78 FR 11739, 11740 4(d) (2013). Section 9 of Executive Order 13636 refers to “critical infrastructure where a cybersecurity incident could reasonably result in catastrophic regional or national effects on public health or safety, economic security, or national security.” Id. at Section 9. In 2014 and 2015, Congress codified PSCP in section 229 of the Homeland Security Act of 2002, authorizing the Secretary of Homeland Security to “make available the process of application for security clearances under Executive Order 13549 . . . or any successor Executive Order to appropriate representatives of sector coordinating councils, sector information sharing and analysis organizations . . . , owners and operators of critical infrastructure, and any other persons that the Secretary determines appropriate.” 6 U.S.C. 150. Also in 2015, through Executive Order 13691, the President designated the National Cybersecurity and Communications Integration Center (NCCIC) as a critical infrastructure protection program and required the Department to manage the sharing of classified cybersecurity information under this designation. E.O. 13691, 80 FR 9349 4(a) (2015); see 6 U.S.C. 132. These partners are subject matter experts within specific industries and have specialized knowledge not available within DHS. Private citizens do not receive monetary compensation for their time. DHS has created this program to facilitate clearances for these individuals who are not employed by an agency of the Federal government or otherwise have a contract, license or grant with an agency of the Federal government pursuant to E.O. 12929 (the traditional means of obtaining a clearance) and must have clearances.