DEPARTMENT OF DEFENSE

Department of the Army, Corps of Engineers

Inland Waterways Users Board Meeting Notice

AGENCY: Department of the Army, U.S. Army Corps of Engineers, DoD.

ACTION: Notice of open Federal advisory committee meeting.

SUMMARY: The Department of the Army is publishing this notice to announce the following Federal advisory committee meeting of the U.S. Army Corps of Engineers, Inland Waterways Users Board (Board). This meeting is open to the public. For additional information about the Board, please visit the committee’s Web site at http://www.iwr.usace.army.mil/Missions/Navigation/InlandWaterwaysUsersBoard.aspx.

DATES: The Army Corps of Engineers, Inland Waterways Users Board will meet from 9:00 a.m. to 1:00 p.m. on May 17, 2017. Public registration will begin at 8:15 a.m.

ADDRESSES: The Inland Waterways Users Board meeting will be conducted at the Embassy Suites by Hilton Charleston, 300 Court Street, Charleston, WV 25301, 304–347–8700.

FOR FURTHER INFORMATION CONTACT: Mr. Mark R. Pointon, the Designated Federal Officer (DFO) for the committee, in writing at the Institute for Water Resources, U.S. Army Corps of Engineers, ATTN: CEIWR–GW, 7701 Telegraph Road, Casey Building, Alexandria, VA 22315–3868; by telephone at 703–428–6438; and by email at Mark.Pointon@usace.army.mil. Alternatively, contact Mr. Kenneth E. Lichtman, the Alternate Designated Federal Officer (ADFO), in writing at the Institute for Water Resources, U.S. Army Corps of Engineers, ATTN: CEIWR–GW, 7701 Telegraph Road, Casey Building, Alexandria, VA 22315–3868; by telephone at 703–428–8083; and by email at Kenneth.E.Lichtman@usace.army.mil.

SUPPLEMENTARY INFORMATION: The committee meeting is being held under the provisions of the Federal Advisory Committee Act of 1972 (5 U.S.C., Appendix, as amended), the Government in the Sunshine Act of 1976 (5 U.S.C. 552b, as amended), and 41 CFR 102–3.150.

Purpose of the Meeting: The Board is chartered to provide independent advice and recommendations to the Secretary of the Army on construction and rehabilitation project investments on the commercial navigation features of the inland waterways system of the United States. At this meeting, the Board will receive briefings and presentations regarding the investments, projects and status of the inland waterways system of the United States and conduct discussions and deliberations on those matters. The Board is interested in written and verbal comments from the public relevant to these purposes.

Agenda: At this meeting the agenda will include the status of FY 2017 funding for the Navigation Program; status of the Inland Waterways Trust Fund and project updates; implementing modifications to the web viewer of the Performance Monitoring System (LPMS); status of the Olmsted Locks and Dam Project, and the Locks and Dams 2, 3, and 4 on the Monongahela River Project; update of Chickamauga Lock; presentation of Kentucky Lock cost increases and efficient funding; update of the Inner Harbor Navigation Canal (IHNC) Lock Project; and presentation on the combining of Brazos River Floodgates and Colorado River Locks into a single study.

Availability of Materials for the Meeting: A copy of the agenda or any updates to the agenda for the May 17, 2017 meeting. The final version will be provided at the meeting. All materials will be posted to the Web site after the meeting.

Public Accessibility to the Meeting: Pursuant to 5 U.S.C. 552b, as amended, and 41 CFR 102–3.140 through 102–3.165, and subject to the availability of space, this meeting is open to the public. Registration of members of the public who wish to attend the meeting will begin at 8:15 a.m. on the day of the meeting. Seating is limited and is on a first-to-arrive basis. Attendees will be asked to provide their name, title, affiliation, and contact information to include email address and daytime telephone number at registration. Any interested person may attend the meeting, file written comments or statements with the committee, or make verbal comments from the floor during the public meeting, at the times, and in the manner, permitted by the committee, as set forth below.

Special Accommodations: The meeting venue is fully handicapped accessible, with wheelchair access. Individuals requiring special accommodations to access the public meeting or seeking additional information about public access procedures, should contact Mr. Pointon, the committee DFO, or Mr. Lichtman, the ADFO, at the email addresses or telephone numbers listed in the FOR FURTHER INFORMATION CONTACT section, at least five (5) business days prior to the meeting so that appropriate arrangements can be made.

Written Comments or Statements: Pursuant to 41 CFR 102–3.105(j) and 102–3.140 and section 10(a)(3) of the Federal Advisory Committee Act, the public or interested organizations may submit written comments or statements to the Board about its mission and/or the topics to be addressed in this public meeting. Written comments or statements should be submitted to Mr. Pointon, the committee DFO, or Mr. Lichtman, the committee ADFO, via electronic mail, the preferred mode of submission, at the addresses listed in the FOR FURTHER INFORMATION CONTACT section in the following formats: Adobe Acrobat or Microsoft Word. The comment or statement must include the author’s name, title, affiliation, address, and daytime telephone number. Written comments or statements being submitted in response to the agenda set forth in this notice must be received by the committee DFO or ADFO at least five (5) business days prior to the meeting so that they may be made available to the Board for its consideration prior to the meeting. Written comments or statements received after this date may not be provided to the Board until its next meeting. Please note that because the Board operates under the provisions of the Federal Advisory Committee Act, as amended, all written comments will be treated as public documents and will be made available for public inspection.

Verbal Comments: Members of the public will be permitted to make verbal comments during the Board meeting only at the time and in the manner allowed herein. If a member of the public is interested in making a verbal comment at the open meeting, that individual must submit a request, with a brief statement of the subject matter to be addressed by the comment, at least three business (3) days in advance to the committee DFO or ADFO, via electronic mail, the preferred mode of submission, at the addresses listed in the FOR FURTHER INFORMATION CONTACT section. The committee DFO and ADFO will log each request to make a comment in the order received, and determine whether the subject matter of each comment is
relevant to the Board’s mission and/or the topics to be addressed in this public meeting. A 15-minute period near the end of the meeting will be available for verbal public comments. Members of the public who have requested to make a verbal comment and whose comments have been deemed relevant under the process described above, will be allotted no more than three (3) minutes during this period, and will be invited to speak in the order in which their requests were received by the DFO and ADFO.

Brenda S. Bowen,
Army Federal Register Liaison Officer.
[FR Doc.: 2017–07671 Filed 4–17–17; 8:45 am]
BILLING CODE 3720–58–P

DEPARTMENT OF EDUCATION
[Docket No. ED–2017–ICCD–0052]

Agency Information Collection Activities; Comment Request; Revision of the National Center for Education Statistics (NCES) Confidentiality Pledges Under Confidential Information Protection and Statistical Efficiency Act (CIPSEA) and Education Sciences Reform Act of 2002 (ESRA 2002)

AGENCY: National Center for Education Statistics (NCES), Department of Education (ED).

ACTION: Notice.

SUMMARY: The National Center for Education Statistics (NCES) is announcing revisions to the confidentiality pledge(s) it provides to its respondents under the Confidential Information Protection and Statistical Efficiency Act (CIPSEA) and under the Education Sciences Reform Act of 2002 (ESRA 2002). These revisions are required by the passage and implementation of provisions of the Federal Cybersecurity Enhancement Act of 2015, which permits and requires the Secretary of Homeland Security to provide Federal civilian agencies’ information technology systems with cybersecurity protection for their Internet traffic. More details on this announcement are presented in the SUPPLEMENTARY INFORMATION section below.

DATES: Interested persons are invited to submit comments on or before June 19, 2017.

ADDRESSES: To access and review all the documents related to the information collection listed in this notice, please use http://www.regulations.gov by searching the Docket ID number ED–2017–ICCD–0052. Comments submitted in response to this notice should be submitted electronically through the Federal eRulemaking Portal at http://www.regulations.gov by selecting the Docket ID number or via postal mail, commercial delivery, or hand delivery. Please note that comments submitted by fax or email and those submitted after the comment period will not be accepted. Written requests for information or comments submitted by postal mail or delivery should be addressed to the Director of the Information Collection Clearance Division, U.S. Department of Education, 400 Maryland Avenue SW., LBJ, Room 224–94, Washington, DC 20202–4537.

FOR FURTHER INFORMATION CONTACT: Dr. Cleo Redline by telephone at 202–245–7695 (this is not a toll-free number); by email at cleo.redline@ed.gov; or by mail at the National Center for Education Statistics, Potomac Center Plaza, 550 12th Street SW., Washington DC 20202. Because of delays in the receipt of regular mail related to security screening, respondents are encouraged to use electronic communications.

SUPPLEMENTARY INFORMATION: Federal statistics provide key information that the Nation uses to measure its performance and make informed choices about education, employment, health, investments, budgets, taxes, and a host of other significant topics. The overwhelming majority of Federal surveys are conducted on a voluntary basis. Respondents, ranging from businesses to households to institutions, may choose whether or not to provide the requested information. Many of the most valuable Federal statistics come from surveys that ask for highly sensitive information such as proprietary business data from companies or particularly personal information or practices from individuals.

Confidential Information and Protection and Statistical Efficiency Act (CIPSEA)

Strong and trusted confidentiality and exclusively statistical use pledges under the Confidential Information Protection and Statistical Efficiency Act (CIPSEA) and similar statistical confidentiality pledges are effective and necessary in honoring the trust that businesses, individuals, and institutions, by their responses, place in statistical agencies. Under CIPSEA and similar statistical confidentiality protection statutes, many Federal statistical agencies make statutory pledges that the information respondents provide will be seen only by statistical agency personnel or their sworn agents, and will be used only for statistical purposes. CIPSEA and similar statutes protect the confidentiality of information that agencies collect solely for statistical purposes and under a pledge of confidentiality. These acts protect such statistical information from administrative, law enforcement, taxation, regulatory, or any other non-statistical use and immunize the information submitted to statistical agencies from legal process. Moreover, many of these statutes carry criminal penalties of a Class E felony (fines up to $250,000, or up to five years in prison, or both) for conviction of a knowing and willful unauthorized disclosure of covered information.

As part of the Consolidated Appropriations Act for Fiscal Year 2016 signed on December 17, 2015, the Congress included the Federal Cybersecurity Enhancement Act of 2015 (6 U.S.C. 151). This Act, among other provisions, permits and requires the Secretary of Homeland Security to provide Federal civilian agencies’ information technology systems with cybersecurity protection for their Internet traffic. The technology currently used to provide this protection against cyber malware is known as Einstein 3A; it electronically searches Internet traffic in and out of Federal civilian agencies in real time for malware signatures.

When such a signature is found, the Internet packets that contain the malware signature are shunted aside for further inspection by Department of Homeland Security (DHS) personnel. Because it is possible that such packets entering or leaving a statistical agency’s information technology system may contain a small portion of confidential statistical data, statistical agencies can no longer promise their respondents that their responses will be seen only by statistical agency personnel or their sworn agents. Accordingly, DHS and Federal statistical agencies, in cooperation with their parent departments, have developed a Memorandum of Agreement for the installation of Einstein 3A cybersecurity protection technology to monitor their Internet traffic.

However, many current CIPSEA and similar statistical confidentiality pledges promise that respondents’ data will be seen only by statistical agency personnel or their sworn agents. Since it is possible that DHS personnel could see some portion of those confidential data in the course of examining the suspicious Internet packets identified by Einstein 3A sensors, agencies need to revise their confidentiality pledges to reflect this process change.