ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES OF USERS AND THE PURPOSES OF SUCH USES:

The information in this system will be routinely used by CFTC staff members in the Office of Data and Technology to: Facilitate authorized access to and use of CFTC email accounts and internal individual and shared electronic storage and collaboration platforms; enable appropriate access and controls over access to other CFTC systems, applications and information; implement privacy and security controls over CFTC resources and information; generate audit trails for review by staff to understand vulnerabilities and issues to improve system effectiveness and security; and support the communications, telecommunications and audiovisual services CFTC staff members need to fulfill their job duties. Information in this system also may be disclosed in accordance with the blanket routine uses that appear at the beginning of the Commission’s compilation of its system of records notices, see, e.g., 76 FR 5974 (Feb. 2, 2011), and the Commission’s Web site, http://www.cftc.gov.

DISCLOSURE TO CONSUMER REPORTING AGENCIES:

None.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESS CONTROLS, RETAINING, AND DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Paper records are stored in file folders and electronic records are stored on the Commission’s network and other electronic media as needed, such as encrypted hard drives and back-up media.

RETRIEVABILITY:

Certain information covered by this SORN may be retrieved by name, CFTC username, identification number, title, device identifier, Internet Protocol address assigned to CFTC IT network components, email address, and calling card or phone number of the CFTC network user.

SAFEGUARDS:

Records are protected from unauthorized access and improper use through administrative, technical and physical security measures. Technical security measures within CFTC include restrictions on computer access to authorized individuals who have a legitimate need to know the information; required use of strong passwords that are frequently changed; multi-factor authentication for remote access and access to many CFTC network components; use of encryption for certain data types and transfers; firewalls and intrusion detection applications; and regular review of security procedures and best practices to enhance security. Physical measures include restrictions on building access to authorized individuals, 24-hour security guard service, and maintenance of records in lockable offices and filing cabinets.

RETENTION AND DISPOSAL:

The records will be maintained in accordance with records disposition schedules approved by the National Archives and Records Administration. The schedules are available at www.cftc.gov.

SYSTEM MANAGER(S) AND ADDRESS:

The Chief Information Officer, Office of Data and Technology, located at the Commodity Futures Trading Commission, Three Lafayette Centre, 1155 21st Street NW., Washington, DC 20581.

NOTIFICATION PROCEDURE:

Individuals seeking to determine whether this system of records contains information about themselves, seeking access to records about themselves in this system of records, or contesting the content of records about themselves contained in this system of records should address written inquiries to the Office of General Counsel, Paralegal Specialist, Commodity Futures Trading Commission, Three Lafayette Centre, 1155 21st Street NW., Washington, DC 20581. Telephone (202) 418–5011.

RECORD SOURCE CATEGORIES:

Current and former CFTC IT network users, including current and former employees, interns, volunteers, contractors and consultants; individuals communicating with CFTC network users through CFTC communications platforms; and CFTC hardware, software and system components that generate information reflecting activity on the CFTC IT network.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

ACTION: Notice; withdrawal of a Privacy Act system of records notice.

SUMMARY: In accordance with the Privacy Act of 1974, the Commodity Futures Trading Commission (CFTC) is providing notice that it is withdrawing one system of records notice, CFTC–8, “Employment Applications,” from its inventory of record systems because the relevant records are covered by an existing government-wide system notice.

DATES: Effective upon publication.

FOR FURTHER INFORMATION CONTACT:

Kathy Harman-Stokes, Chief Privacy Officer, kharman-stokes@cftc.gov, 202–418–6628, Office of the Executive Director, Commodity Futures Trading Commission, Three Lafayette Centre, 1155 21st Street NW., Washington, DC 20581.

SUPPLEMENTARY INFORMATION: Pursuant to the Privacy Act of 1974, 5 U.S.C. 552a, and as part of the Commodity Futures Trading Commission’s effort to review and update system of records notices, the Commission is withdrawing one system of records notice, CFTC–8, “Employment Applications.” The Commission is withdrawing the system notice because the records are covered by an existing government-wide notice, OPM/GOVT–5, “Recruiting, Examining, and Placement Records.” The Commission will continue to collect and maintain records regarding recruiting, examining and placement as a custodian for such records for the Office of Personnel Management and will rely upon and follow the existing Federal government-wide system of records notice, OPM/GOVT–5 (71 FR 35351, June 19, 2006). Eliminating CFTC–8 will not have an adverse impact on individuals and will promote the overall streamlining and management of CFTC Privacy Act record systems.

Accordingly, this notice formally terminates system of records notice CFTC–8 and removes it from the inventory of the Commodity Futures Trading Commission.

Issued in Washington, DC, on September 26, 2016, by the Commission.

Christopher J. Kirkpatrick,
Secretary of the Commission.

[FR Doc. 2016–23616 Filed 9–29–16; 8:45 am]
BILLING CODE 6351–01–P

COMMODITY FUTURES TRADING COMMISSION

Privacy Act of 1974 System of Records Notice

AGENCY: Commodity Futures Trading Commission.
DEPARTMENT OF DEFENSE

Department of the Air Force

Air University Board of Visitors’ Air Force Institute of Technology Subcommittee Notice of Meeting

AGENCY: Department of the Air Force, Air University, Air Force Institute of Technology.

ACTION: Meeting notice.

SUMMARY: Under the provisions of the Federal Advisory Committee Act of 1972 (5 U.S.C., Appendix, as amended), the Government in the Sunshine Act of 1976 (5 U.S.C. 552b, as amended), and 41 CFR 102–3.150, the Department of Defense announces that the Air University Board of Visitors’ Air Force Institute of Technology (AFIT) Subcommittee meeting will take place on 16 and 17 October, 2016 at the Air Force Institute of Technology, located at 2950 Hobson Way, Wright-Patterson AFB, Dayton, Ohio. The meeting will occur from approximately 8:00 a.m.–4:30 p.m. on Monday, 17 October, 2016 and from approximately 8:00 a.m.–3:00 p.m. on Tuesday, 18 October, 2016. The session that will be closed to the general public will be held from 1:25 p.m. to 5:00 p.m. on 17 October, 2016. The purpose of this Air Force Institute of Technology Subcommittee meeting is to provide independent advice and recommendations on matters pertaining to the educational policies, programs, and strategic direction of the Air Force Institute of Technology and to apportion time for Air Force senior leaders to brief the Air Force Institute of Technology Subcommittee on their most vital STEM updates and concerns. In accordance with 5 U.S.C. 552b, as amended, and 41 CFR 102–3.155, a portion of the AFIT Subcommittee meeting will be closed to the general public because they will discuss For Official Use Only (FOUO) information and matters covered by Section 552b of Title 5, United States Code, subsection (c), subparagraph (1).

Any member of the public that wishes to attend this meeting or provide input to the AFIT Subcommittee must contact the BOV meeting organizer at the phone number or email address listed in this announcement at least ten working days prior to the meeting date. Please ensure that you submit your written statement in accordance with 41 CFR 102–3.140(c) and section 10(a)(3) of the Federal Advisory Committee Act. Statements being submitted in response to the agenda mentioned in this notice must be received by the BOV meeting organizer at least ten calendar days prior to the meeting commencement date. The BOV meeting organizer will review all timely submissions and respond to them prior to the start of the meeting identified in this notice. Written statements received after this date may not be considered by the AFIT Subcommittee until their next scheduled meeting.

FOR FURTHER INFORMATION CONTACT: The BOV meeting organizer, Ms. Lisa Arnold at lisa.arnold.26@us.af.mil or 334–953–2989; Headquarters Air University Chief, Advisory Boards, 55 LeMay Plaza South, Maxwell AFB, AL 36112.


DEPARTMENT OF DEFENSE

Department of the Army

[Docket ID: USA–2009–0021]

Submission for OMB Review; Comment Request

ACTION: Notice.

SUMMARY: The Department of Defense has submitted to OMB for clearance, the following proposal for collection of information under the provisions of the Paperwork Reduction Act.

DATES: Consideration will be given to all comments received by October 31, 2016.

FOR FURTHER INFORMATION CONTACT: Fred Licari, 571–372–0493.

SUPPLEMENTARY INFORMATION:

Title, Associated Form and OMB Number: USMA Pre-Candidate Procedures, 0702–0060.

Type of Request: Reinstatement, with change of a previously approved collection for which approval has expired.

Number of Respondents: 75,000.
Responses per Respondent: 1.
Annual Responses: 75,000.
Average Burden per Response: 25 minutes.
Annual Burden Hours: 10,000.

Needs and Uses: West Point candidates provide personal background information which allows the West Point Admissions Committee to make subjective judgements on non-academic experiences. Data are also used by West Point’s Office of Institutional Research for correlation with success in graduation and military careers.

Affected Public: Individuals or households.

Frequency: On occasion.

Respondent’s Obligation: Required to obtain or retain benefits.

OMB Desk Officer: Ms. Jasmeet Seehra.

Comments and recommendations on the proposed information collection should be emailed to Ms. Jasmeet Seehra, DoD Desk Officer, at Oira_submission@omb.eop.gov. Please identify the proposed information collection by DoD Desk Officer and the Docket ID number and title of the information collection.

You may also submit comments and recommendations, identified by Docket ID number and title, by the following method:

• Federal eRulemaking Portal: http://www.regulations.gov. Follow the instructions for submitting comments.

Instructions: All submissions received must include the agency name, Docket ID number and title for this Federal Register document. The general policy for comments and other submissions from members of the public is to make these submissions available for public viewing on the Internet at http://www.regulations.gov as they are received without change, including any personal identifiers or contact information.

DOD Clearance Officer: Mr. Frederick Licari.

Written requests for copies of the information collection proposal should be sent to Mr. Licari at WHS/ESD Directives Division, 4800 Mark Center Drive, East Tower, Suite 03F09, Alexandria, VA 22350–3100.

Dated: September 27, 2016.

Aaron Siegel, Alternate OSD Federal Register Liaison Officer, Department of Defense.