DEPARTMENT OF STATE

[Public Notice: 9382]

In the Matter of the Designation of Emrah Erdogan aka Salahuddin al-Kurdi as a Specially Designated Global Terrorist Pursuant to Section 1(b) of Executive Order 13224, as Amended

Acting under the authority of and in accordance with section 1(b) of E.O. 13224 of September 23, 2001, as amended by E.O. 13268 of July 2, 2002, and E.O. 13284 of January 23, 2003, I hereby determine that the individual known as Emrah Erdogan, also known as Salahuddin al-Kurdi, committed, or poses a significant risk of committing, acts of terrorism that threaten the security of U.S. nationals or the national security, foreign policy, or economy of the United States.

Consistent with the determination in section 10 of Executive Order 13224 that "prior notice to persons determined to be subject to the Order who might have a constitutional presence in the United States would render ineffectual the blocking and other measures authorized in the Order because of the ability to transfer funds instantaneously," I determine that no prior notice needs to be provided to any person subject to this determination who might have a constitutional presence in the United States, because to do so would render ineffectual the measures authorized in the Order.

This notice shall be published in the Federal Register.

John F. Kerry,
Secretary of State.

[FR Doc. 2015–31557 Filed 12–14–15; 8:45 am]
BILLING CODE 4710–AD–P

DEPARTMENT OF STATE

[Public Notice: 9381]


SUMMARY: Notice is hereby given that the Department of State proposes to amend an existing system of records, Security Records, State–36, pursuant to the provisions of the Privacy Act of 1974, as amended (5 U.S.C. 552a), and the Office of Management and Budget Circular No. A–130, Appendix I.

DATES: This system of records will be effective on January 25, 2016, unless we receive comments that will result in a contrary determination.

ADDRESSES: Any persons interested in commenting on the amended system of records may do so by writing to the Director, Office of Information Programs and Services, A/GIS/IPS; Department of State, SA–2; 515 22nd Street NW., Washington, DC 20522–8100.

FOR FURTHER INFORMATION CONTACT: John Hackett, Director; Office of Information Programs and Services, A/GIS/IPS; Department of State, SA–2; 515 22nd Street NW., Washington, DC 20522–8100, or at Privacy@state.gov.

SUPPLEMENTARY INFORMATION: The Department of State proposes that the current system will retain the name "Security Records" (previously published at 78 FR 27276, May 9, 2013). The records maintained in State–36, Security Records, capture data related to incidents and threats affecting U.S. Government personnel, U.S. Government information, or U.S. Government facilities world-wide, for a variety of legal purposes including federal and state law enforcement and counterterrorism purposes. The information maintained in Security Records may be used to determine general suitability for employment or retention in employment, to grant a contract or issue a license, grant, or security clearance. The proposed system will include modifications and administrative updates to the following sections: Categories of individuals and Categories of records. Additionally, records regarding the Office of Foreign Missions were removed and included in a new SORN to provide greater transparency of their records.

The Department’s report was filed with the Office of Management and Budget. The amended system description, “Security Records, State–36,” will read as set forth below.

Joyce A. Barr,
Assistant Secretary for Administration, U.S. Department of State.

STATE–36

SYSTEM NAME: Security Records.

SECURITY CLASSIFICATION: Unclassified and Classified.

SYSTEM LOCATION: Department of State and its annexes, Bureau of Diplomatic Security, and various field and regional offices throughout the United States, and abroad at some U.S. Embassies, U.S. Consulates General, and U.S. Consulates.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:

Present and former employees of the Department of State; applicants for Department employment who are presently being investigated for security clearance; contractors working for the Department; interns and detailees to the Department; employees of other federal agencies who have accounts on our Department networks; individuals requiring access to the official Department of State premises who have undergone or are undergoing security clearance; some passport and visa applicants concerning matters of adjudication; individuals and