b. To a Federal, State, local, or foreign agency responsible for investigating, prosecuting, enforcing, or carrying out a statute, rule, regulation, or order when GSA becomes aware of a violation or potential violation of civil or criminal law or regulation.

c. To a Member of Congress or his or her staff on behalf of and at the request of the individual who is the subject of the record.

d. To the Office of Personnel Management (OPM), the Office of Management and Budget (OMB), and the Government Accountability Office (GAO) in accordance with their responsibilities for evaluating Federal programs.

e. To an expert, consultant, or contractor of GSA in the performance of a Federal duty to which the information is relevant.

f. To the National Archives and Records Administration (NARA) for records management purposes.

g. To a Federal agency in connection with the hiring or retention of an employee; the issuance of a security clearance; the reporting of an investigation; the letting of a contract; or the issuance of a grant, license, or other benefit to the extent that the information is relevant and necessary to a decision.

h. To appropriate agencies, entities, and persons when (1) the Agency suspects or has confirmed that the security or confidentiality of information in the system of records has been compromised; (2) The Agency has determined that as a result of the suspected or confirmed compromise there is a risk of harm to economic or property interests, identity theft or fraud, or harm to the security or integrity of this system or other systems or programs (whether maintained by GSA or another agency or entity) that rely upon the compromised information; and (3) the disclosure made to such agencies, entities, and persons is reasonably necessary to assist in connection with GSA’s efforts to respond to the suspected or confirmed compromise and prevent, mitigate, or remedy such harm.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING, RETAINING AND DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

All records are stored electronically in a database. Personally identifiable information is encrypted.

RETRIEVABILITY:

Records are retrieved using an authorization protocol. A user of the system grants explicit authorization to an application or government agency to access his or her profile. The system generates a unique token that authorizes only that application or agency to access the user’s account. The system correlates the unique token, ensures that both the agency and the user involved are correct, and returns the information to the agency.

SAFEGUARDS:

System records are safeguarded in accordance with the requirements of the Privacy Act. Access to physical infrastructure is limited to authorized individuals with passwords; the database is maintained behind a firewall certified in accordance with National Institute of Standards and Technology standards and information in the database is encrypted.

Records are safeguarded in accordance with Privacy Act requirements. Access is limited to authorized individuals and protected with two-factor authentication, databases are behind a firewall. Personally Identifiable Information is encrypted at rest, and all transmissions of any information over external networks are encrypted. All passwords, encryption algorithms and firewalls are compliant with National Institute of Standards and Technology standards.

RETENTION AND DISPOSAL:

System records are retained and disposed of according to GSA records maintenance and disposition schedules and the requirements of the National Archives and Records Administration. Users may delete their own information from the system at any time.

SYSTEM MANAGER AND ADDRESS:

Director, MyUSA, General Services Administration, 1800 F Street NW., Washington, DC 20405. https://my.usa.gov/.

NOTIFICATION PROCEDURE:

Individuals or users maintain their own information. Inquiries can be made via the Web site at https://my.usa.gov/ or at the above address under ‘System Manager and Address’.

RECORD ACCESS PROCEDURES:

Individuals or users wishing to access their own records may do so by password.

CONTESTING RECORD PROCEDURES:

Individuals or users of the system may amend or delete their own records online.

RECORD SOURCE CATEGORIES:

The sources for information in the system are the individuals (or system users) for whom the records are maintained and third-party applications which the user has authorized to contribute information to his or her account.
Michael Chertoff, determined, pursuant to section 564(b)(1)(A) of the FD&C Act, that there is a significant potential for a domestic emergency involving a heightened risk of attack with a specified biological, chemical, radiological, or nuclear agent or agents—in this case, *Bacillus anthracis*—although there is no current domestic emergency involving anthrax, no current heightened risk of an anthrax attack, and no credible information indicating an imminent threat of an attack involving *Bacillus anthracis*. On October 1, 2008, on the basis of that determination, and pursuant to section 564(b) of the FD&C Act, former HHS Secretary, Michael O. Leavitt, declared an emergency justifying the emergency use of doxycycline hyclate tablets accompanied by emergency use information subject to the terms of any authorization issued under section 564(a) of the FD&C Act. On October 1, 2009 and October 1, 2010, I renewed the former Secretary’s declaration, and on July 20, 2011, I renewed and amended the declaration to declare that the emergency justifies emergency use of all oral formulations of doxycycline accompanied by emergency use information subject to the terms of any authorization issued under section 564(a) of the FD&C Act. On June 28, 2012, I renewed my July 20, 2011 declaration.

II. Declaration of the Secretary of Health and Human Services

On the basis of the September 23, 2008 determination by the Secretary of Homeland Security and pursuant to section 564(b) of the FD&C Act, I hereby declare that circumstances exist justifying the authorization of emergency use of all oral formulations of doxycycline accompanied by emergency use information subject to the terms of any authorization issued under section 564(a) of the FD&C Act. I am issuing this notice in accordance with section 564(b)(4) of the FD&C Act.

Dated: June 27, 2013.

Kathleen Sebelius,
Secretary.

AGENCY: Office of the Secretary, Department of Health and Human Services.

ACTION: Notice.

SUMMARY: The deadline for all application submissions to the National Biodefense Science Board (NBSB) is extended from July 7, 2013, to August 4, 2013 at 11:59 p.m. The Office of the Secretary is accepting application submissions from qualified individuals who wish to be considered for membership on the NBSB; six members have membership expiration dates of December 31, 2013, therefore, six new voting members will be selected for the Board. Nominees are being accepted in the following categories: Industry, Academia, Healthcare Consumer Organizations, and Organizations Representing Other Appropriate Stakeholders. Please visit the NBSB Web site at www.phe.gov/nbsb for all application submission information and instructions. All members of the public are encouraged to apply.

FOR FURTHER INFORMATION CONTACT:

SUPPLEMENTARY INFORMATION: Pursuant to section 319M of the Public Health Service Act (42 U.S.C. 247d–7f) and section 222 of the Public Health Service Act (42 U.S.C. 217a), the Department of Health and Human Services established the National Biodefense Science Board. The Board shall provide expert advice and guidance to the Secretary on scientific, technical, and other matters of special interest to the Department of Health and Human Services regarding current and future chemical, biological, nuclear, and radiological agents, whether naturally occurring, accidental, or deliberate. The Board may also provide advice and guidance to the Secretary and/or the Assistant Secretary for Preparedness and Response (ASPR) on other matters related to public health emergency preparedness and response. Description of Duties: The Board shall advise the Secretary and/or ASPR on current and future trends, challenges, and opportunities presented by advances in biological and life sciences, biotechnology, and genetic engineering with respect to threats posed by naturally occurring infectious diseases and chemical, biological, radiological, and nuclear agents. At the request of the Secretary and/or ASPR, the Board shall review and consider any information and findings received from the working groups established under 42 U.S.C. 247d–7(b). At the request of the Secretary and/or ASPR, the Board shall provide recommendations and findings for expanded, intensified, and coordinated biodefense research and development activities. Additional advisory duties concerning public health emergency preparedness and response may be assigned at the discretion of the Secretary and/or ASPR. Structure: The Board shall consist of 13 voting members, including the Chairperson; additionally, there may be non-voting ex officio members. Pursuant to 42 U.S.C. 247d–7f(a), members and the chairperson shall be appointed by the Secretary from among the Nation’s preeminent scientific, public health and medical experts, as follows: (a) Such federal officials as the Secretary determines are necessary to support the functions of the Board, (b) four individuals from the pharmaceutical, biotechnology and device industries, (c) four academicians, and (d) five other members as determined appropriate by the Secretary and/or ASPR, one of whom must be a practicing health care professional, one of whom must be from an organization representing health care consumers, one of whom must have pediatric subject matter expertise, and one of whom shall be a State, tribal, territorial, or local public health official. Additional members for category (d), above, will be selected from among emergency medical responders and organizations representing other appropriate stakeholders. A member of