the objectives of the Javits-Wagner-O’Day Act (41 U.S.C. 8501–8506) in connection with the services proposed for addition to the Procurement List.

End of Certification

Accordingly, the following services are added to the Procurement List:

Services

Service Type/Location: Operation of Supply Support Activity Service, 733d Logistics Readiness Division, Building 1608 and 1610, Patch Road, Joint Base Langley-Eustis, VA

NPA: Skookum Educational Programs, Bremerton, WA

Contracting Activity: Dept of the Air Force, FA4800 633 CONS LGCP, Langley AFB, VA

Service Type/Location: Warehousing Service, Fort Hood II Commissary, Warrior Way Building 85020, Fort Hood, TX

NPA: CW Resources, Inc., New Britain, CT

Contracting Activity: Defense Commissary Agency (DECA), Fort Lee, VA

Barry S. Lineback,
Director, Business Operations.

[FR Doc. 2013–13549 Filed 6–6–13; 8:45 am]

BILLING CODE 6353–01–P

BUREAU OF CONSUMER FINANCIAL PROTECTION

[Docket No: CFPB–2013–0016]

Agency Information Collection Activities; Comment Request

AGENCY: Bureau of Consumer Financial Protection.

ACTION: Notice and request for comment.

SUMMARY: In accordance with the Paperwork Reduction Act of 1995 (PRA), the Consumer Financial Protection Bureau (Bureau) is proposing a new information collection, titled “Telephone Survey Exploring Consumer Awareness of and Perceptions Regarding Dispute Resolution Provisions in Credit Card Agreements.”

DATES: Written comments are encouraged and must be received on or before August 6, 2013 to be assured of consideration.

ADDRESSES: You may submit comments, identified by the title of the information collection, Office of Management and Budget (OMB) Control Number (see below), and docket number (see above), by any of the following methods:

• Electronic: http://www.regulations.gov. Follow the instructions for submitting comments.

• Mail/Hand Delivery/Courier: Consumer Financial Protection Bureau (Attention: PRA Office), 1700 G Street NW., Washington, DC 20552.

Please note that comments submitted by fax or email and those submitted after the comment period will not be accepted. In general, all comments received will be posted without change to regulations.gov, including any personal information provided. Sensitive personal information, such as account numbers or social security numbers, should not be included.

FOR FURTHER INFORMATION CONTACT: Documentation prepared in support of this information collection request is available at www.regulations.gov. Requests for additional information should be directed to the Consumer Financial Protection Bureau, (Attention: PRA Office), 1700 G Street NW., Washington, DC 20552, (202) 435–9575, or email: CFPB_Public_PRA@cfpb.gov. Please do not submit comments to this mailbox.

SUPPLEMENTARY INFORMATION:

Title of Collection: Telephone Survey Exploring Consumer Awareness of and Perceptions Regarding Dispute Resolution Provisions in Credit Card Agreements.

OMB Control Number: 3170–XXXX.

Type of Review: Regular.

Affected Public: Individuals or households.

Estimated Number of Respondents: 1,000 (and an additional 6,000 non-respondents).

Estimated Total Annual Burden Hours: 350 hours (including non-response).

Abstract: The Bureau seeks approval from OMB to conduct a national telephone survey of 1,000 credit card holders as part of its study of mandatory pre-dispute arbitration agreements, which is required under Section 1028(a) of the Dodd-Frank Wall Street Reform and Consumer Protection Act, Public Law 111–203, Title XIV.

The survey will explore the extent of consumer awareness of pre-dispute arbitration agreements in their agreements with credit card providers, as well as consumers’ assessments of such provisions. The survey will necessarily seek information regarding consumers’ perceptions and valuations of the two primary forms of dispute resolution: arbitration and litigation. The survey will not, however, gather data regarding respondents’ post-fact satisfaction with arbitration or litigation proceedings.

Request for Comments: Comments are invited on: (a) Whether the collection of information is necessary for the proper performance of the functions of the Bureau, including whether the information shall have practical utility; (b) The accuracy of the Bureau’s estimate of the burden of the collection of information, including the validity of the methods and the assumptions used; (c) Ways to enhance the quality, utility, and clarity of the information to be collected; and (d) Ways to minimize the burden of the collection of information on respondents, including through the use of automated collection techniques or other forms of information technology. Comments submitted in response to this notice will be summarized and/or included in the request for Office of Management and Budget (OMB) approval. All comments will become a matter of public record.


Matthew Burton,
Acting Chief Information Officer, Bureau of Consumer Financial Protection.

[FR Doc. 2013–13490 Filed 6–6–13; 8:45 am]

BILLING CODE 4810–AM–P

DEPARTMENT OF DEFENSE

Office of the Secretary

[Docket ID: DoD–2013–OS–0109]

Privacy Act of 1974; System of Records

AGENCY: Office of the Secretary of Defense, DoD.

ACTION: Notice to add a new System of Records.

SUMMARY: The Office of the Secretary of Defense proposes to add a new system of records in its inventory of record systems subject to the Privacy Act of 1974 (5 U.S.C. 552a), as amended.

DATES: This proposed action will be effective on July 8, 2013 unless comments are received which result in a contrary determination. Comments will be accepted on or before July 8, 2013.

ADDRESSES: You may submit comments, identified by docket number and title, by any of the following methods:


Instructions: All submissions received must include the agency name and docket number for this Federal Register document. The general policy for comments and other submissions from members of the public is to make these submissions available for public viewing on the Internet at http://www.regulations.gov as they are received without change, including any
personal identifiers or contact information.


**SUPPLEMENTARY INFORMATION:** The Defense Information Systems Agency notices for systems of records subject to the Privacy Act of 1974 (5 U.S.C. 552a), as amended, have been published in the Federal Register and are available from the address in **FOR FURTHER INFORMATION CONTACT** or from the Defense Privacy and Civil Liberties Office Web site at http://dpclo.defense.gov/privacy/SORNs/component/osd/index.html. The proposed system report, as required by 5 U.S.C. 552a(r) of the Privacy Act of 1974, as amended, was submitted on May 13, 2013, to the House Committee on Oversight and Government Reform, the Senate Committee on Governmental Affairs, and the Office of Management and Budget (OMB) pursuant to paragraph 4c of Appendix I to OMB Circular No. A–130, “Federal Agency Responsibilities for Maintaining Records About Individuals,” dated February 8, 1996 (February 20, 1996, 61 FR 6427).

Dated: June 3, 2013.

Aaron Siegel,
Alternate OSD Federal Register Liaison Officer, Department of Defense.

**DSCA 04**

**SYSTEM NAME:**
Adjunct Faculty Information Database.

**SYSTEM LOCATION:**
Defense Institute of International Legal Studies (DIILS), 441 Elliot Avenue, Newport, RI 02841–1531.

**CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:**
Military (e.g., Active, National Guard, Reserve, and Coast Guard), civilian and contractor employees, Foreign Nationals and private sector personnel.

**CATEGORIES OF RECORDS IN THE SYSTEM:**
Full name, date and place of birth, Social Security Number (SSN), Department of Defense Identification Number (DoD ID Number), home and work addresses, work, fax, home and personal cell phone numbers, US government credit card number, personal and alternative email addresses, pay grade, military status (e.g., military rank, branch of service, retired and reserves), security clearance and current status, passport information, language capability, self-rating/level of expertise and abilities, training completed (e.g., trafficking in persons, human rights, code of conduct, etc.), biography, and professional references.

**AUTHORITY FOR MAINTENANCE OF THE SYSTEM:**

**PURPOSE(S):**
Defense Institute of International Legal Studies (DIILS) supports U.S. foreign policy and national security policy with rule of law training and education focused on human rights, international humanitarian law, and the law of armed conflict. The purpose of the Adjunct Faculty Information Database is to collect supplied information from qualified adjunct faculty members to make preparations for their overseas travel assignments as well as maintain a record of their qualifications for participation in future training programs. This data will also be used as a resource for future travel and training assignments, as a record of adjunct assignments and a basis to identify training requirements for the adjunct faculty.

**ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES OF USERS AND THE PURPOSES OF SUCH USES:**
In addition to those disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act of 1974, as amended, these records contained herein may specifically be disclosed outside the DoD as a routine use pursuant to 5 U.S.C. 552a(b)(3) as follows:
The DoD Blanket Routine Uses set forth at the beginning of the Office of the Secretary of Defense (OSD) compilation of systems of records notices may apply to this system.

**POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING, RETAINING, AND DISPOSING OF RECORDS IN THE SYSTEM:**
**STORAGE:** Paper and electronic storage media.

**RETRIEVABILITY:** Name, SSN and/or DoD ID Number.

**SAFEGUARDS:** Records are maintained in a controlled facility. Physical entry is restricted by the use of locks, guards, and is accessible only to authorized personnel. Access to records is limited to person(s) responsible for servicing the record in performance of their official duties and who are properly screened and cleared for need-to-know. Access to computerized data is restricted by centralized access control to include the use of Common Access cards (CAC), passwords (which are changed periodically), file permissions, firewalls, and intrusion alert systems, including the use of a “block out” restriction feature when viewing SSNs.

**RETENTION AND DISPOSAL:**
Temporary: Update periodically; destroy when no longer required for reference.

**SYSTEM MANAGER(S) AND ADDRESS:**
Training Specialist, Curriculum Department, Defense Institute of International Legal Studies, 441 Elliot Avenue, Newport, RI 02841–1531.

**NOTIFICATION PROCEDURE:**
Individuals seeking to determine whether information about themselves is contained in this system of records should address written inquiries to the Training Specialist, Curriculum Department, Defense Institute of International Legal Studies, 441 Elliot Avenue, Newport, RI 02841–1531.

**RECORD ACCESS PROCEDURES:**
Individuals seeking access to records about themselves contained in this system should address written inquiries to the Office of the Secretary of Defense/ Joint Staff, Freedom of Information Act Requester Services, 4800 Mark Center Drive, Alexandria, VA 22350–3100.

**CONTESTING RECORD PROCEDURES:**
The Office of the Secretary of Defense (OSD) rules for accessing records, for contesting contents and appealing initial agency determinations are published in OSD Administrative Instruction 81; 32 CFR part 311; or may be obtained from the system manager.

**RECORD SOURCE CATEGORIES:**
Individual.
EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

DEPARTMENT OF DEFENSE

Department of the Navy

[DOCKET ID USN–2013–0017]

Privacy Act of 1974; System of Records

AGENCY: Department of the Navy, DoD.

ACTION: Notice to alter a System of Records.

SUMMARY: The Department of the Navy proposes to alter a system of records in its inventory of record systems subject to the Privacy Act of 1974 (5 U.S.C. 552a), as amended.

DATES: This proposed action will be effective on July 8, 2013 unless comments are received which result in a contrary determination. Comments will be accepted on or before July 8, 2013.

ADDRESSES: You may submit comments, identified by docket number and title, by any of the following methods:

  Instructions: All submissions received must include the agency name and docket number for this Federal Register document. The general policy for comments and other submissions from members of the public is to make these submissions available for public viewing on the Internet at http://www.regulations.gov as they are received without change, including any personal identifiers or contact information.


SUPPLEMENTARY INFORMATION: The Department of the Navy’s notices for systems of records subject to the Privacy Act of 1974 (5 U.S.C. 552a), as amended, have been published in the Federal Register and are available from the address in FOR FURTHER INFORMATION CONTACT or from the Defense Privacy and Civil Liberties Office Web site at http://dpolo.defense.gov/privacy/SORNs/component/navy/index.html.

The proposed system report, as required by 5 U.S.C. 552a(f) of the Privacy Act of 1974, as amended, was submitted on May 14, 2013, to the House Committee on Oversight and Government Reform, the Senate Committee on Governmental Affairs, and the Office of Management and Budget (OMB) pursuant to paragraph 4c of Appendix I to OMB Circular No. A–130, “Federal Agency Responsibilities for Maintaining Records About Individuals,” dated February 8, 1996 (February 20, 1996, 61 FR 6427).

Dated: June 3, 2013.

Aaron Siegel,
Alternate OSD Federal Register Liaison Officer, Department of Defense.

N01080–1

SYSTEM NAME:

CHANGES:
* * * * *

SYSTEM LOCATION:
Delete entry and replace with “Defense Information Systems Agency (DISA), 5450 Carlisle Pike, Mechanicsburg, PA 17050–0975.”

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:
Delete entry and replace with “All Navy enlisted personnel.”

CATEGORIES OF RECORDS IN THE SYSTEM:
Delete entry and replace with “System contains personnel data to support enlisted assignment, planning, programming, accounting, promotions, career development, and procurement, including: name, Social Security Number (SSN), rank, status, education, training, security clearance, qualifications, assignments, performance, service, rotation and retirement dates, marital status, and number of dependents. The system also contains Activity Personnel Diaries, personnel accounting documents, and personnel transaction documents necessary to maintain file accuracy and currency.”

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
Delete entry and replace with “10 U.S.C. 5013, Secretary of the Navy; Department of Defense Instructions DoDI 1336.08, Automated Extract of Active Duty Military Personnel Records; DoDI 1336.05, Automated Extract of Active Duty Military Personnel Records; DoDI 7730.54, Reserve Components Common Personnel Data System (RCCPDS); Chief of Naval Operations Instructions OPNAVINST 1070.2 Series, Automated Extracts of Active Duty Military Personnel Records; and OPNAVINST 1001.19 Series, Reserve Components Common Personnel Data System (RCCPDS); and E.O. 9397 (SSN), as amended.”
* * * * *

STORAGE:
Delete entry and replace with “Paper and electronic storage media.”
* * * * *

SYSTEM MANAGER(S) AND ADDRESS:
Delete entry and replace with “Commander, Navy Personnel Command (PERS–33), 5720 Integrity Drive, Millington, TN 38055–3130.”

NOTIFICATION PROCEDURE:
Delete entry and replace with “Individuals seeking to determine whether this system of records contains information about themselves should address written inquiries to the Commander, Navy Personnel Command (PERS–33), 5720 Integrity Drive, Millington, TN 38055–3130.”

Written request should contain full name, Social Security Number (SSN), rank, status, and signature of requester. The system manager may require an original signature or a notarized signature as a means of proving the identity of the individual requesting access to the records.”

RECORD ACCESS PROCEDURES:
Delete entry and replace with “Individuals seeking access to records about themselves contained in this system of records should address written inquiries to the Commander, Navy Personnel Command (PERS–33), 5720 Integrity Drive, Millington, TN 38055–3130.”

Written request should contain full name, Social Security Number (SSN), rank, status, and signature of requester. The system manager may require an original signature or a notarized signature as a means of proving the identity of the individual requesting access to the records.”
* * * * *