SYSTEM LOCATION:

At each Brigade-level or higher Command. Official mailing addresses are published as an appendix to the Army’s compilation of systems of records notices.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:

Active duty, National Guard and Reserve commissioned officers, warrant officers and enlisted personnel assigned or projected for assignment to Army units.

CATEGORIES OF RECORDS IN THE SYSTEM:

Reports of Soldiers with criminal convictions and investigations included in the report information from witnesses, victims that resulted in founded offenses over the preceding 5-year period and related documentation. Information in the reports includes: Soldier’s name, Social Security Number (SSN), rank, aliases, date, location, and description of the offense; case number of the reported offense, Department of the Army Form 4833, Commander’s Report of Disciplinary or Administrative Action, Department of the Army Form 3975, Military Police Reports-MPRs, and adjudication of the founded offense as guilty, not guilty or unknown. If a Soldier has no criminal history within the preceding 5-year period, the report will show a negative entry.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:


PURPOSE(S):

This system will give Brigade-level or higher commanders an additional tool to help them promote the health, resilience, well-being and readiness of their Soldiers by ensuring command awareness of Soldiers who have engaged in potentially high-risk criminal behaviors. Provides commanders the information they need to take appropriate intervention measures such as referral for counseling, treatment and assistance, as required to mitigate potential risks. Brigade-level or higher Commander may further disclose information from the files only to those with an official need to know.

ROUTINE USE OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES OF USERS AND THE PURPOSES OF SUCH USES:

In addition to those disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act of 1974, as amended, these records contained therein may specifically be disclosed outside the DoD as a routine use pursuant to 5 U.S.C. 552a(b)(3) as follows:

The DoD Blanket Routine Uses set forth at the beginning of the Army’s compilation of systems of records notices may apply to this system.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING, RETAINING, AND DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Paper records and electronic storage media.

RETRIEVABILITY:
By name, SSN and rank.

SAFEGUARDS:
Records are protected by physical security devices, computer hardware and software safeguard features, and restrictions on system access to only those personnel with an official need to know.

Soldiers’ Criminal History Reports will be sent via authorized government electronic mail with Public Key Infrastructure (PKI) encryption only to the Brigade-level or higher Commander who may further disclose information from the files to those with an official need to know. Personnel with an official need to know include individuals with responsibility for risk assessment and management, such as the chain of command, brigade judge advocate, paralegal noncommissioned officer, and administrative personnel.

Paper records are stored in secure container/file cabinets with access restricted to Brigade-level or higher commanders and personnel with an official need to know.

RETENTION AND DISPOSAL:

Soldier’s Criminal history reports sent to commanders are deleted or destroyed by shredding after the Soldier departs the unit.

SYSTEM MANAGERS AND ADDRESS:


NOTIFICATION PROCEDURE:

Individuals seeking to determine whether information about themselves is contained in this system should address written inquiries to the Brigade-level or higher Commander of the unit to which the Soldier is assigned or the designated representative of the Commander. Official mailing addresses are published as an appendix to the Army’s compilation of systems of records notices.

The request should provide their full name, SSN, current address, and sufficient details to permit locating pertinent records.

RECORD ACCESS PROCEDURES:

Individuals seeking access to records about themselves contained in this system should address written inquiries to the Brigade-level or higher Commander of the unit to which the Soldier is assigned or the designated representative of the Commander. Official mailing addresses are published as an appendix to the Army’s compilation of systems of records notices.

The request should provide their full name, SSN, current address, and sufficient details to permit locating pertinent records.

CONTESTING RECORD PROCEDURES:

The Army’s rules for accessing records, and for contesting contents and appealing initial agency determinations are contained in Army Regulation 340–21; 32 CFR part 505; or may be obtained from the system manager.

RECORD SOURCE CATEGORIES:

Subjects of criminal investigations, witnesses, victims, Military Police and U.S. Army Criminal Investigation Command personnel and special agents, informants, various Department of Defense, federal, state and local investigative and law enforcement agencies, departments or agencies of foreign governments, and any other individuals or organizations that may supply pertinent information.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

DEPARTMENT OF DEFENSE

Meeting of the Secretary of the Navy Advisory Panel

AGENCY: Department of the Navy, DoD.

ACTION: Notice of open meeting via audio conferencing.

SUMMARY: The Secretary of the Navy (SECNAV) Advisory Panel will discuss
recommendations from the Naval Research Advisory Committee on "How Autonomy can Transform Naval Operations" and "Lightening the Information Load".

DATES: The Audio Conference will be held on May 13, 2013 from 10:00 a.m. to 12:30 p.m.

ADDRESSES: 1000 Navy Pentagon, Washington, DC 20350–1000. Pentagon Conference Room 4B746. This will be an audio conference. The SECNAV Advisory Panel Staff will have access to one line open to the public, in the conference room 4B746.

Public access is limited due to the Pentagon Security requirements. Any individual wishing to attend or dial into the audio conference should contact LCDR John Halttunen at 703–695–3042 or Captain Peter Brennan at 703–695–3032 no later than May 8, 2013. Members of the public who do not have Pentagon access will be required to also provide Name, Date of Birth and Social Security number by May 8, 2013 in order to obtain a visitor badge. Public transportation is recommended as public parking is not available. Members of the public wishing to attend this event must enter through the Pentagon’s Metro Entrance between 9:00 a.m. and 9:30 a.m. where they will need two forms of identification in order to receive a visitor badge and meet their escort. Members will then be escorted to Room 4B746 to attend the open sessions of the Advisory Panel. Members of the Public shall remain with designated escorts at all times while on the Pentagon Reservation. Members of the public will be escorted back to the Pentagon Metro Entrance upon completion of the meeting.


SUPPLEMENTARY INFORMATION: Individuals or interested groups may submit written statements for consideration by the SECNAV Advisory Panel at any time or in response to the agenda of a scheduled meeting. All requests must be submitted to the Designated Federal Officer at the address detailed below.

If the written statement is in response to the agenda mentioned in this meeting notice then the statement, if it is to be considered by the Panel for this meeting, must be received at least five days prior to the meeting in question. The Designated Federal Officer will review all submissions with the SECNAV Advisory Panel Chairperson, and ensure they are provided to members of the SECNAV Advisory Panel before the meeting that is the subject of this notice.

To contact the Designated Federal Officer, write to: Designated Federal Officer, SECNAV Advisory Panel, 1000 Navy Pentagon, Washington, DC 20350, 703–695–3032.

Dated: May 1, 2013.

D.G. Zimmerman, Lieutenant Commander, Office of the Judge Advocate General, U.S. Navy, Federal Register Liaison Officer.

[FR Doc. 2013–10779 Filed 5–6–13; 8:45 am]
BILLING CODE 3810–FF–P

DEPARTMENT OF EDUCATION
[Docket No. ED–2013–ICCD–0064]

Agency Information Collection Activities; Comment Request; Guaranty Agency Financial Report

AGENCY: Federal Student Aid (FSA), Department of Education (ED).

ACTION: Notice.

SUMMARY: In accordance with the Paperwork Reduction Act of 1995 (44 U.S.C. chapter 3501 et seq.), ED is proposing an extension of an existing information collection.

DATES: Interested persons are invited to submit comments on or before July 8, 2013.

ADDRESSES: Comments submitted in response to this notice should be submitted electronically through the Federal eRulemaking Portal at http://www.regulations.gov by selecting Docket ID number ED–2013–ICCD–0064 or via postal mail, commercial delivery, or hand delivery.


SUPPLEMENTARY INFORMATION: Individuals or interested groups may submit written statements for consideration by the SECNAV Advisory Panel at any time or in response to the agenda of a scheduled meeting. All requests must be submitted to the Designated Federal Officer at the address detailed below.

If the written statement is in response to the agenda mentioned in this meeting notice then the statement, if it is to be considered by the Panel for this meeting, must be received at least five days prior to the meeting in question. The Designated Federal Officer will review all submissions with the SECNAV Advisory Panel Chairperson, and ensure they are provided to assess the impact of its information collection requirements and minimize the public’s reporting burden. It also helps the public understand the Department’s information collection requirements and provide the requested data in the desired format. ED is soliciting comments on the proposed information collection request (ICR) that is described below. The Department of Education is especially interested in public comment addressing the following issues: (1) Is this collection necessary to the proper functions of the Department; (2) will this information be processed and used in a timely manner; (3) is the estimate of burden accurate; (4) how might the Department enhance the quality, utility, and clarity of the information to be collected; and (5) how might the Department minimize the burden of this collection on the respondents, including through the use of information technology. Please note that written comments received in response to this notice will be considered public records.


OMB Control Number: 1845–0026.

Type of Review: An extension of an existing information collection.

Respondents/Affected Public: State, Local, or Tribal Governments.

Total Estimated Number of Annual Responses: 744.

Total Estimated Number of Annual Burden Hours: 40,920.

Abstract: The Guaranty Agency Financial Report (GAFR), Education Form 2000, is used by the thirty-one (31) guaranty agencies under the Federal Family Education Loan (FFEL) program, authorized by Title IV, Part B of the HEA of 1965, as amended. Guaranty agencies use the GAFR to: (1) Request reinsurance from Education; (2) request payment on death, disability, closed school, and false certification claim payments to lenders; (3) remit to Education refunds on rehabilitated loans and consolidation loans; (4) remit to Education default and wage garnishment collections. Education also uses report data to monitor the guaranty agency’s financial activities (agency federal fund and agency operating fund) and each agency’s federal receivable balance.

Dated: May 1, 2013.

Kate Mullan, Acting Director, Information Collection Clearance Division, Privacy, Information and Records Management Services, Office of Management.

[FR Doc. 2013–10706 Filed 5–6–13; 8:45 am]
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