**SUMMARY:** The Department of Commerce, as part of its continuing effort to reduce paperwork and respondent burden, invites the general public and other Federal agencies to take this opportunity to comment on proposed and/or continuing information collections, as required by the Paperwork Reduction Act of 1995.

**DATES:** Written comments must be submitted on or before June 21, 2013.

**ADDRESS:** Direct all written comments to Jennifer Jessup, Departmental Paperwork Clearance Officer, Department of Commerce, Room 6616, 14th and Constitution Avenue NW., Washington, DC 20230 (or via the Internet at JJessup@doc.gov).

**FOR FURTHER INFORMATION CONTACT:** Requests for additional information or copies of the information collection instrument and instructions should be directed to Larry Hall, BIS ICB Liaison, (202) 482–4895.

**SUPPLEMENTARY INFORMATION:**

I. Abstract

Foreign governments, on occasions, require U.S. importers of strategic commodities to furnish their foreign supplier with a U.S. Delivery Verification Certificate validating that the commodities shipped to the U.S. were, in fact, received. This procedure increases the effectiveness of controls on the international trade of strategic commodities.

II. Method of Collection

Submitted electronically or on paper.

III. Data

**OMB Control Number:** 0694–0016.

**Form Number(s):** BIS–647P.

**Type of Review:** Regular submission (extension of a current information collection).

**Affected Public:** Business or other for-profit organizations.

**Estimated Number of Respondents:** 100.

**Estimated Time per Response:** 31 minutes.

**Estimated Total Annual Burden Hours:** 56.

**Estimated Total Annual Cost to Public:** $0.

IV. Request for Comments

Comments are invited on: (a) Whether the proposed collection of information is necessary for the proper performance of the functions of the agency, including whether the information shall have practical utility; (b) the accuracy of the agency’s estimate of the burden (including hours and cost) of the proposed collection of information; (c) ways to enhance the quality, utility, and clarity of the information to be collected; and (d) ways to minimize the burden of the collection of information on respondents, including through the use of automated collection techniques or other forms of information technology.

Comments submitted in response to this notice will be summarized and/or included in the request for OMB approval of this information collection; other comments will also become a matter of public record.

**Dated:** April 16, 2013.

**Gwellnar Banks,**

Management Analyst, Office of the Chief Information Officer.

[FR Doc. 2013–09342 Filed 4–19–13; 8:45 am]

**BILLING CODE 3510–33–P**

**DEPARTMENT OF COMMERCE**

**National Institute of Standards and Technology**

[Docket No.: 130212127–3127–01]

**Proposed Establishment of a Federally Funded Research and Development Center-First Notice**

**AGENCY:** National Institute of Standards and Technology, Department of Commerce.

**ACTION:** Notice.

**SUMMARY:** The National Institute of Standards and Technology (NIST), Department of Commerce, intends to sponsor a Federally Funded Research and Development Center (FFRDC) to facilitate public-private collaboration for accelerating the widespread adoption of integrated cybersecurity tools and technologies. This is the first of three notices which must be published over a 90-day period in order to advise the public of the agency’s intention to sponsor an FFRDC.

**DATES:** Written comments must be received by 5:00 p.m. Eastern time on July 22, 2013.

**ADDRESS:** Comments on this notice must be received by Keith Bubar, Contracting Officer, National Institute of Standards and Technology, 100 Bureau Drive, Mailstop 1640, Gaithersburg, MD 20899, including by email to Mr. Bubar at keith.bubar@nist.gov.

**FOR FURTHER INFORMATION CONTACT:** Keith Bubar via email at keith.bubar@nist.gov.

**SUPPLEMENTARY INFORMATION:**

The National Cybersecurity Center of Excellence (NCCoE), hosted by NIST, is a public-private collaboration for accelerating the widespread adoption of integrated cybersecurity tools and technologies. The NCCoE will bring together experts from industry, government, and academia under one roof to develop practical, interoperable cybersecurity approaches that address the real world needs of complex Information Technology (IT) systems. By accelerating dissemination and use of these integrated tools and technologies for protecting IT assets, the NCCoE will enhance trust in U.S. IT communications, data, and storage systems, lower risk for companies and individuals in the use of IT systems, and encourage development of innovative, job-creating cybersecurity products and services.

NIST has identified the need to support the NCCoE’s mission through the establishment of an FFRDC. In evaluating the need for the FFRDC, NIST determined that no existing FFRDC or contract vehicles provide the scope of services NIST requires. The proposed NCCoE FFRDC will have three primary purposes: (1) Research, Development, Engineering, and Technical support; (2) Program/Project Management, to include but not limited to expert advice and guidance in the areas of program and project management focused on increasing the effectiveness and efficiency of cybersecurity applications, prototyping, demonstrations, and technical activities; and (3) Facilities Management. The proposed NCCoE FFRDC may also be utilized by non-sponsors.

The FFRDC will be established under the authority of 48 CFR 35.017.

The NCCoE FFRDC Contractor will be available to provide a wide range of support including, but not limited to:

- Research, Development, Engineering and Technical Support:
  - Establish relationships with private sector organizations to use private sector resources to accomplish tasks that are integral to the operations and mission of the NCCoE.
  - Research and develop frameworks and implementation strategies for inducing industry to invest in and expedite adoption of effective cybersecurity controls and mechanisms on an enterprise-wide scale; and in collaboration with Federal and local governments, deliver planning and documentation support needed to transfer technologies developed by Federal cybersecurity organizations and the NCCoE to production, integration,
economic development, and operational implementation entities.

Provide systems engineering support to NCCoE programs and proposed security platform development, selection, and implementation. This will include NCCoE infrastructure, project planning, project implementation, and technology transfer components of the NCCoE's efforts to accelerate adoption of robust cybersecurity technologies in the government and private sectors.

Generate technical expertise to create a relevant cybersecurity workforce in coordination with the NCCoE staff and in close collaboration with the National Initiative for Cybersecurity Education and with Federal government, university, and industry participants and collaborators in NCCoE activities.

Deliver strategies and plans for applying cybersecurity standards, guidelines, and best practice inducements and capabilities to both government and private sectors.

Program/Project Management:

Work within the purpose, mission, general scope, or competency as assigned by the sponsoring agency.

Develop and maintain in-depth institutional knowledge of NCCoE programs and operations in order to maintain continuity in the field of cybersecurity and to maintain a high degree of competence, objectivity, and independence in order to respond effectively to the emerging cybersecurity needs of the Nation.

Facilities Management:

In coordination with NCCoE staff, and in collaboration with the State of Maryland and Montgomery County, Maryland, manage physical and logical collaborative facilities to support the acceleration and adoption of robust cybersecurity technologies in the government and private sectors. The activity includes staff support for information technology operations, custodial functions, physical access management, and maintenance operations.

The FFRDC will partner with the sponsoring agency in the design and pursuit of mission goals; provide rapid responsiveness to changing requirements for personnel in all aspects of strategic, technical and program management; recognize Government objectives as its own objectives, partner in pursuit of excellence in public service; and allow for use of the FFRDC by non-sponsors.

We are publishing this notice in accordance with 48 CFR 5.205(b) of the Federal Acquisition Regulations (FAR), to enable interested members of the public to provide comments on this proposed action. This is the first of three notices issued under the authority of 48 CFR 5.205(b). In particular, we are interested in feedback regarding the proposed scope of the work to be performed by the FFRDC, and the presence of any existing private- or public-sector capabilities in this area that NIST should be considering.

It is anticipated that a Request for Proposal (RFP) will be posted on FedBizOpps in the Summer of 2013. Alternatively, a copy of the RFP can be obtained by contacting the person listed in the FOR FURTHER INFORMATION CONTACT section above once the RFP is posted.


Mary Saunders, Associate Director for Management Resources.

DEPARTMENT OF COMMERCE

National Oceanic and Atmospheric Administration

RIN 0648–XC635

South Atlantic Fishery Management Council; Public Meeting

AGENCY: National Marine Fisheries Service (NMFS), National Oceanic and Atmospheric Administration (NOAA), Commerce.

ACTION: Meeting of the South Atlantic Fishery Management Council.

SUMMARY: The South Atlantic Fishery Management Council (Council) will hold a special webinar meeting in order to address Snapper Grouper Regulatory Amendment 19 as well as the Proposed Rule for Gulf Council Permit Transfer and Renewal Requirements. The Council will take action as necessary. The Council will also hold a public comment session via webinar.

DATES: The Council meeting will be held from 1 p.m. until 5 p.m. on Monday, May 13, 2013.

ADDRESSES: Meeting address: The meeting will be held via GoToWebinar. The webinar is open to members of the public. Those interested in participating should contact Mike Collins (see Contact Information below) to request an invitation providing webinar access information. Please request meeting information at least 24 hours in advance of the meeting. Council address: South Atlantic Fishery Management Council, 4055 Faber Place Drive, Suite 201, N. Charleston, SC 29405.

FOR FURTHER INFORMATION CONTACT: Mike Collins, Administrative Officer, SAFMC; telephone: (843) 571–4366 or toll free: (866) SAFMC–10; fax: (843) 769–4520; email: mike.collins@sacmc.net.

SUPPLEMENTARY INFORMATION: The items of discussion are as follows:

Council Session Agenda, Monday, May 13, 2013, 1 p.m. until 5 p.m.

1. Call the meeting to order, adopt the agenda and approve the March 2013 minutes.

Public comment will be accepted on Snapper Grouper Regulatory Amendment 19 and the Proposed Rule to address Permit Transfer and Renewal Requirements for Gulf of Mexico For-Hire Permits. Individuals wishing to comment verbally must use the question feature (box) on the webinar control panel to indicate their desire to speak. This must be done by 1:15 p.m. (The webinar page will be available from 12 noon until 1:15 p.m. on May 13, 2013 for individuals to register their desire to comment verbally.) At 1:15 p.m., the Chairman will begin the public comment period by calling on those individuals that registered using the webinar control panel question feature.

Snapper Grouper Regulatory Amendment 19

1. Receive an update on the Scientific and Statistical Committee (SSC) review and recommendations of the 2013 stock assessment update for black sea bass.

2. Receive an overview and a summary of public comments pertaining to Regulatory Amendment 19. This amendment proposes changes in Annual Catch Limits (ACLs), Annual Catch Targets (ACTs), and the Allowable Biological Catch (ABC) for black sea bass.

3. Discuss the amendment, modify it as appropriate, select preferred alternatives, deem the codified text as necessary, and approve Regulatory Amendment 19 for formal Secretarial review.

Gulf Council Permit Transfer and Renewal Requirements

1. Receive an overview of the Proposed Rule to address permit transfer and renewal requirement for Gulf of Mexico for-hire permits only. This action would revise current transfer restrictions and would allow a for-hire vessel to maintain greater capacity for non-activities. While fishing, however, the passenger capacity listed on the for-hire permit