enacted or otherwise effectuated, such legislation or regulation will be applicable to the OTA, and the FAA may update or amend the OTA to reflect these changes.

(4) Transmission of data from the Site Operator to the FAA or its designee must only include those data listed in Appendix B to the OTA. (Appendix B to the OTA is available as part of the SIR [Screening Information Request] at http://fsacco.faa.gov.)

The FAA anticipates that test site operator privacy practices as discussed in their privacy policies will help inform the dialogue among policymakers, privacy advocates, and the industry regarding broader questions concerning the use of UAS technologies. The privacy requirements proposed here are specifically designed for the operation of the UAS Test Sites. They are not intended to pre-determine the long-term policy and regulatory framework under which commercial UASs would operate. Rather, they aim to assure maximum transparency of privacy policies associated with UAS test site operations in order to engage all stakeholders in discussion about which privacy issues are raised by UASs and how law, public policy, and industry practices should respond to those issues in the long run.

Issued in Washington, DC on March 21, 2013.

Nathan Tash,
Assistant Chief Counsel, Acquisition and Fiscal Law Division, Federal Aviation Administration.
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