Quest Diagnostics Incorporated, 8401 Fallbrook Ave., West Hills, CA 91304, 818–737–6370, (Formerly: SmithKline Beecham Clinical Laboratories)

Redwood Toxicology Laboratory, 3650 Westwind Blvd., Santa Rosa, CA 95403, 707–570–4434

South Bend Medical Foundation, Inc., 530 N. Lafayette Blvd., South Bend, IN 46601, 574–234–4176 x1276

Southwest Laboratories, 4625 E. Cotton Center Boulevard, Suite 177, Phoenix, AZ 85040, 602–436–8507/800–279–0027

STERLING Reference Laboratories, 2617 East 1st Street, Tacoma, Washington 98421, 800–442–0438

Toxicology & Drug Monitoring Laboratory, University of Missouri Hospital & Clinics, 301 Business Loop 70 West, Suite 208, Columbia, MO 65203, 573–882–1273

U.S. Army Forensic Toxicology Drug Testing Laboratory, 2490 Wilson St., Fort George G. Meade, MD 20755–5235, 301–677–7085

"The Standards Council of Canada (SCC) voted to end its Laboratory Accreditation Program for Substance Abuse (LAPSA) effective May 12, 1998. Laboratories certified through that program were accredited to conduct forensic urine drug testing as required by U.S. Department of Transportation (DOT) regulations. As of that date, the certification of those accredited Canadian laboratories will continue under DOT authority. The responsibility for conducting quarterly performance testing plus periodic on-site inspections of those LAPSA-accredited laboratories was transferred to the U.S. HHS, with the HHS’ NLCP contractor continuing to have an active role in the performance testing and laboratory inspection processes. Other Canadian laboratories wishing to be considered for the NLCP may apply directly to the NLCP contractor just as U.S. laboratories do.

Upon finding a Canadian laboratory to be qualified, HHS will recommend that DOT certify the laboratory (Federal Register, July 16, 1996) as meeting the minimum standards of the Mandatory Guidelines published in the Federal Register on April 30, 2010 (75 FR 22809). After receiving DOT certification, the laboratory will be included in the monthly list of HHS-certified laboratories and participate in the NLCP certification maintenance program.

Janine Denis Cook,
Chemist, Division of Workplace Programs, Center for Substance Abuse Prevention, SAMHSA.

[FR Doc. 2013–02310 Filed 2–1–13; 8:45 am]
BILLING CODE 4160–20–P

DEPARTMENT OF HOMELAND SECURITY

[Docket No. DHS–2013–0005]

Homeland Security Information Network Advisory Committee (HSINAC)

AGENCY: OPS/OCIO, DHS.

ACTION: Committee Management; Notice of Federal Advisory Committee Meeting.

SUMMARY: The Homeland Security Information Network Advisory Committee (HSIN AC) will meet on February 27th–28th, 2013 in Washington, DC. The meeting will be open to the public.

DATES: HSIN AC will meet Wednesday, February 27th, 2013 from 9 a.m. to 5 p.m. and on Thursday, February 28th, 2013 from 9 a.m. to 2 p.m. Please note that the meeting may end early if the committee has completed its business.

ADDRESSES: The meeting will be held at the Ronald Reagan International Trade Center (Ronald Reagan Building), 1300 Pennsylvania Ave. NW., Washington DC 20004. All visitors to the Ronald Reagan International Trade Center are required to show government identification for admittance to the building. In the event of inclement weather affecting the Washington, DC area, creating a delay in the opening of Federal offices, the contingency plan will be to hold the conference via a teleconference call and if possible Adobe Connect session, requesting that all participants and visitors participate virtually. If the Federal government is closed, the meeting will be rescheduled. Please provide your name, telephone number and email by close of business on February 25th, 2013, to the contact person listed in FOR FURTHER INFORMATION CONTACT below. Teleconference lines will be available for this meeting.

For information on facilities or services for individuals with disabilities or to request special assistance at the meeting, contact David Steigman, david.steigman@hq.dhs.gov, 202–357–7809, Fax: 202–357–7678, or Alternate Designated Federal Officer, Sarah Schwettman, sarah.schwettman@hq.dhs.gov, Phone: 202–357–7882.


The HSINAC provides advice and recommendations to the U.S. Department of Homeland Security (DHS) on matters relating to HSI N. These matters include system requirements, operating policies, community organization, knowledge management, interoperability and federation with other systems, and any other aspect of HSIN that supports the operations of DHS and its Federal, State, territorial, local, tribal, international, and private sector mission partners. The HSINAC provides independent advice and recommendations to the leadership...
of DHS regarding HSIN. The duties of the HSINAC are solely advisory in nature.

The HSINAC will meet to review, discuss and make recommendations on key messaging to stakeholder community showcasing the vision of HSIN and its progressive development efforts.

**Agenda**

1. Opening and introductions
2. Federal Advisory Committee Act 101: Ethics
3. Discuss the revised HSINAC Charter.
4. How Far We’ve Come: Provide an update on HSIN program status since the August 2010 HSIN AC Meeting, including the OMB TechStat Review and HSIN Business Case.
5. The HSIN Release 3 Value Proposition: The development of the revised program upgrade known as HSIN Release 3 and a review of related program technology.
6. HSIN’s Alignment to the National Information Sharing and Safeguarding Strategy and how HSIN aligns to the Federal Information Sharing Environment.
7. How We’ve Acted on Your Recommendations: Provide a review of updates across the HSIN Work Streams the Analysis of Alternatives, HSIN Business Case, and the Tech Stat Review and how those program reviews led to the decision to proceed with HSIN Release 3.
8. Respectfully request the development of recommendations for submission to the HSIN Program Management Office and DHS leadership going forward. The HSIN Program Management Office seeks guidance on HSIN Release 3’s identity proofing process, communication messaging and training guidance on the suggested topics of identity proofing, migration, two-factor authentication, federated users and community of interest (COI) charter implementation.


James Lanoue,
HSIN Acting Program Manager.

---

**DEPARTMENT OF HOMELAND SECURITY**

**Office of the Secretary**

[Docket No. DHS–2012–0074]

**Privacy Act of 1974: Department of Homeland Security U.S. Immigration and Customs Enforcement—010 Confidential and Other Sources of Information System of Records**

**AGENCY:** Department of Homeland Security, Privacy Office.

**ACTION:** Notice of Privacy Act System of Records.

**SUMMARY:** In accordance with the Privacy Act of 1974, the Department of Homeland Security proposes to update and reissue a current Department of Homeland Security system of records titled, “Department of Homeland Security/U.S. Immigration and Customs Enforcement—010 Confidential and Other Sources of Information System of Records.” This system of records allows the Department of Homeland Security/ U.S. Immigration and Customs Enforcement to collect and maintain records concerning the identities of and information received from documented Confidential Informants and other sources who supply information to U.S. Immigration and Customs Enforcement regarding possible violations of law or otherwise in support of law enforcement investigations and activities. With the publication of this updated system of records, several changes are being made: (1) The categories of individuals are being updated; (2) new categories of records are being added; (3) routine uses are being updated; (4) new routine uses are being added to allow ICE to share information from the system; and (5) the retention period of records related to confidential and other sources is being updated. The exemptions for the existing system of records notice will continue to be applicable for this system of records notice. This updated system will continue to be included in the Department of Homeland Security’s inventory of record systems.

**Dates and Comments:** Submit comments on or before March 6, 2013. In particular, comments are requested concerning the application of the exemptions to the newly added categories of records. This updated system will be effective March 6, 2013.

**ADDRESSES:** You may submit comments, identified by docket number DHS–2012–0074 by one of the following methods:


- Fax: 202–434–4010.

**FOR FURTHER INFORMATION CONTACT:** For general questions, please contact: Lyn Rahilly, Privacy Officer, Immigration and Customs Enforcement, (202) 732–3300, 500 12th Street SW., Washington, DC 20536–5004. For privacy questions, please contact: Jonathan R. Cantor, Acting Chief Privacy Officer, Privacy Office, Department of Homeland Security, (202) 343–1717, Washington, DC 20528.

**SUPPLEMENTARY INFORMATION:**

1. **Background**

   In accordance with the Privacy Act of 1974, 5 U.S.C. 552a, the Department of Homeland Security (DHS) U.S. Immigration and Customs Enforcement (ICE) proposes to update and reissue a current DHS system of records titled, “DHS/ICE—010 Confidential and Other Sources of Information (COSI) System of Records.” 73 FR 237 (Dec. 9, 2008). This System of Records Notice (SORN) will update the categories of individuals, add new categories of records in the system, add and update routine uses, and update the retention period of records related to confidential and other sources. As a law enforcement investigatory agency, ICE collects and maintains information regarding possible violations of law from a number of sources, including Confidential Informants; federal, state, local, tribal, territorial, and foreign law enforcement agencies; and members of the public. This system of records allows ICE to collect and maintain records concerning the identities of and information received from documented Confidential Informants and other sources who supply information to ICE regarding possible violations of law or otherwise in support of law enforcement investigations and activities.

   Categories of individuals have been updated in the DHS/ICE—010 COSI SORN to more accurately describe the individuals about whom ICE collects information. Previously categorized as “Non-Confidential Informants.”