• Interaction with other systems in terms of data synchronization and storage

Although a number of components are available to address some of these concerns in some healthcare environments, security platforms that are composed of available capabilities in a secure, usable, and affordable manner to provide comprehensive solutions are needed for the very large number of small healthcare providers. The goal for this project is to provide a security platform to enable small healthcare providers to exchange electronic health information in support of the U.S. federal government and the health IT community.

Requirements: Each organization must complete and execute the certification letter and certify that it is accurate and complete.

Each organization will be asked to identify which security platform components or capabilities it is offering. Product components or capabilities include one or more of the following:

1. Electronic health information entry and display devices,
2. Authentication and authorization mechanisms,
3. Data transfer/communications components,
4. Electronic health information storage and retrieval components,
5. Forms generation capabilities, and
6. Printer devices or interfaces.

Specific requirements of the Secure Exchange of Electronic Health Information demonstration project are as follows:

1. Compatibility with various electronic health record (EHR) systems in use by small healthcare providers;
2. Use of, or capability with, healthcare data exchange standards and implementation specifications (e.g., HL7, DICOM, IHE), including the transport standards adopted by the Department of Health and Human Services at 45 CFR 170.202;
3. Access by project staff to component interfaces and the organization’s experts necessary to make functional connections among security platform components;
4. Enterprise security policy enforcement on the client devices through a hardware root of trust, such as implementing secure configuration baselines for operating systems and applications; automatically continuously monitoring, detecting, and reporting policy violations; and performing system health checks;
5. Support for standardized security automation technologies (e.g., SCAP);
6. Strong encryption of data communications and local storage;
7. User authentication, including support of directory services, multi-factor authentication, and key management;
8. Use of secure infrastructure components (e.g., DNSSEC, IPv4, and IPv6);
9. Development and demonstration of use cases in NCCoE facilities; and
10. Development and demonstration activities will be conducted in a manner consistent with Federal requirements (e.g., FIPS 200, FIPS 201, SP 800–53, and SP 800–63).

Additional details about the Secure Exchange of Electronic Health Information Use Case project will be available for organizations to look at specifics that are relevant to capability and component identification at: http://nccoe.nist.gov/hit.

NIST cannot guarantee that all of the products proposed by respondents will be used in the demonstration. Each prospective participant will be expected to work collaboratively with NIST staff and other project participants under the terms of the consortium CRADA in the development of the Secure Exchange of Electronic Health Information capability. Prospective participants’ contribution to the collaborative effort will include assistance in establishing the necessary interface functionality, connection and set-up capabilities and procedures, demonstration harnesses, environmental and safety conditions for use, integrated platform user instructions, and demonstration plans and scripts necessary to demonstrate the desired capabilities. Each prospective participant will train NIST personnel as necessary, to operate its product in capability demonstrations to the healthcare community. Following successful demonstrations, NIST will publish a description of the security platform and its performance characteristics sufficient to permit other organizations to develop and deploy security platforms that meet the security objectives of the Secure Exchange of Electronic Health Information Demonstration project. These descriptions will be public information.

Under the terms of the consortium CRADA, NIST will support development of interfaces among participants’ products, including IT infrastructure, laboratory facilities, office facilities, collaboration facilities, and staff support to component composition, security platform documentation, and demonstration activities.

The dates of the demonstration of the Secure Exchange of Electronic Health Information capability to the healthcare community will be announced on the NCCoE Web site at least two weeks in advance at: http://csrc.nist.gov/nccoe. The expected outcome of the demonstration is to enable healthcare providers to exchange electronic health information. Participating organizations will gain from the knowledge that their products are interoperable with other participants’ offerings.

For additional information on the NCCoE governance, business processes, and NCCoE operational structure, visit the NCCoE Web site http://csrc.nist.gov/nccoe.

Dated: January 10, 2013.

Willie E. May,
Associate Director for Laboratory Programs.
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National Oceanic and Atmospheric Administration

RIN 0648–XC442

South Atlantic Fishery Management Council (Council)—Public Meetings

AGENCY: National Marine Fisheries Service (NMFS), National Oceanic and Atmospheric Administration (NOAA), Commerce.

ACTION: Notice of public hearings and scoping meetings.

SUMMARY: The South Atlantic Fishery Management Council (SAFMC) will hold a series of scoping meetings and public hearings pertaining to Amendment 5 to the Dolphin Wahoo Fishery Management Plan (FMP) and Amendment 27 to the Snapper Grouper FMP.

DATES: The meetings will be held from January 22, 2013, through January 24, 2013 and from January 28, 2013, through January 30, 2013. All meetings will be held from 4 p.m. to 7 p.m.

ADDRESSES:

Meeting Addresses


Council Address: South Atlantic Fishery Management Council, 4055 Faber Place Drive, Suite 201, N. Charleston, SC 29405.

FOR FURTHER INFORMATION CONTACT: Kim Iverson, Public Information Officer, SAFMC; phone 866/SAFMC–10; FAX 843/769–4520; email: kim.iverson@safmc.net.

SUPPLEMENTARY INFORMATION: The items of discussion are as follows:

Scoping: Amendment 5 to the Dolphin Wahoo FMP

1. This amendment would revise: the Allowable Biological Catch (ABC); the Annual Catch Limit (ACL), including sector ACLs; sector allocations; and recreational Annual Catch Targets (ACT) for dolphin and wahoo based on Marine Recreational Information Program (MRIP) estimates.

2. Additionally, the amendment would: revise the accountability measures for dolphin and wahoo; modify the dolphin sector allocations; and revise the framework procedure in the Dolphin Wahoo FMP.

3. Written comments may be directed to Bob Mahood, Executive Director, SAFMC (see Council address) or via email to: DWAmend5ScopingComments@safmc.net. Comments will be accepted until 5 p.m. on February 4, 2013.

Public Hearing: Amendment 27 to the Snapper Grouper FMP

1. This amendment would: extend management responsibility of Nassau grouper in Gulf of Mexico waters to the SAFMC; increase the number of allowable crew members on dual-permitted snapper grouper vessels; and address captain and crew bag limit retention of snapper grouper.

2. Additionally, the amendment would: modify snapper grouper framework procedures to allow ABC levels, ACLs and ACTs to be adjusted via Federal Register notice; and modify management measures for blue runner.

3. Written comments may be directed to Bob Mahood, Executive Director, SAFMC (see Council address) or via email to: SGAmmend27Comments@safmc.net. Comments will be accepted until 5 p.m. on February 4, 2013.

Council staff will present an overview of the amendments and will be available for informal discussions and to answer questions. Members of the public will have an opportunity to go on record at any time during the meeting hours to record their comments on the public hearing and scoping topics for consideration by the Council. Local Council representatives will attend the meetings and listen to public comment. Although non-emergency issues not contained in this agenda may come before this group for discussion, those issues may not be the subject of formal action during this meeting. Action will be restricted to any issues arising after publication of this notice that require emergency action under section 305(c) of the Magnuson–Stevens Fishery Conservation and Management Act, provided the public has been notified of the Council’s intent to take final action to address the emergency.

Special Accommodations

These meetings are physically accessible to people with disabilities. Requests for auxiliary aids should be directed to the council office (see ADDRESSES) three (3) days prior to the meeting.

Note: The times and sequence specified in this agenda are subject to change.

Authority: 16 U.S.C. 1801 et seq.

Dated: January 9, 2013.

Tracey L. Thompson,
Acting Deputy Director, Office of Sustainable Fisheries, National Marine Fisheries Service.
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Marine Mammals; File Nos. 14451, 14353, and 13846

AGENCY: National Marine Fisheries Service (NMFS), National Oceanic and Atmospheric Administration (NOAA), Commerce.

ACTION: Notice; receipt of applications for permit amendments.

SUMMARY: Notice is hereby given that Joseph Mobley, Jr., University of Hawaii at Manoa, 2528 McCarthy Mall, Honolulu, HI 96816; Ann Zoidis, Cetos Research Organization, 33 Echo Ave., Suite 5, Oakland, CA 94611; and Jim Darling, Ph.D., Whale Trust, P.O. Box 384, Toftno, BC V0R2Z0, Canada, have applied for amendments to Scientific Research Permit Nos. 14451, 14353, and 13846, respectively.

DATES: Written, telefaxed, or email comments must be received on or before February 14, 2013.

ADDRESSES: The application and related documents are available for review by selecting “Records Open for Public Comment” from the Features box on the Applications and Permits for Protected Species home page, https://apps.nmfs.noaa.gov, and then selecting the appropriate File No. from the list of available applications.

These documents are also available upon written request or by appointment in the following offices:

Permits and Conservation Division, Office of Protected Resources, NMFS, 1315 East-West Highway, Room 13705, Silver Spring, MD 20910; phone (301) 427–8401; fax (301) 713–0376; and Pacific Islands Region, NMFS, 1601 Kapiolani Blvd., Rm 1110, Honolulu, HI 96814–4700; phone (808) 944–2200; fax (808) 973–2941.

Written comments on this application should be submitted to the Chief, Permits and Conservation Division, at the address listed above. Comments may also be submitted by facsimile to (301) 713–0376, or by email to NMFS.PriComments@noaa.gov. Please include the File No. in the subject line of the email comment.

Those individuals requesting a public hearing should submit a written request to the Chief, Permits and Conservation Division at the address listed above. The request should set forth the specific reasons why a hearing on this application would be appropriate.

FOR FURTHER INFORMATION CONTACT: Kristy Beard or Carrie Hubard, (301) 427–8401.


Permit No. 14451, issued on July 14, 2010 (75 FR 43151), authorizes the permit holder, Joseph Mobley, Jr., to study cetaceans off the east and west coast of the United States, Hawaii, Alaska, Guam, and the Mariana Islands. Researchers target numerous cetacean species including endangered blue whales (Balaenoptera musculus), fin whales (B. physalus), humpback whales (Megaptera novaeangliae), sei whales (Mesoplodon paradoxus), and transient and resident killer whales (Orcinus tuncorum, Orcinus orca).