Analysis


Title: Critical Infrastructure and Key Resources (CIKR) Asset Protection Technical Assistance Program (CAPTAP) Survey.

OMB Number: 1670–0011.

Frequency: Annually.


Number of Respondents: 700 respondents (estimate).

Estimated Time per Respondent: 10 minutes.

Total Burden Hours: 116.69 annual burden hours.

Total Burden Cost (capital/startup): $0.

Total Recordkeeping Burden: $0.

Total Burden Cost (operating/maintaining): $13,145.00.

Dated: June 12, 2012.

Richard Driggers,

Acting Chief Information Officer, National Protection and Programs Directorate, Department of Homeland Security.
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DEPARTMENT OF HOMELAND SECURITY

Office of the Secretary

[Docket No. DHS–2012–0014]

DHS Data Privacy and Integrity Advisory Committee

AGENCY: Privacy Office, DHS.

ACTION: Notice of Federal Advisory Committee Meeting.

SUMMARY: The DHS Data Privacy and Integrity Advisory Committee will meet on July 17, 2012, in Washington, DC. The meeting will be open to the public.

DATES: The DHS Data Privacy and Integrity Advisory Committee will meet on Tuesday, July 17, 2012, from 1 p.m. to 5 p.m. Please note that the meeting may end early if the Committee has completed its business.

ADDRESSES: The meeting will be held at the U.S. Access Board, 1331 F Street NW., Suite 800, (across from the National Press Building) Washington, DC 20004–1111.

For information on facilities or services for individuals with disabilities, or to request special assistance at the meeting, contact Shannon Ballard, Designated Federal Officer, DHS Data Privacy and Integrity Advisory Committee, at PrivacyCommittee@dhs.gov. Advance registration is voluntary. The Privacy Act Statement below explains how DHS uses the registration information you may provide and how you may access or correct information retained by DHS, if any.

Docket: For access to the docket to read background documents or comments received by the DHS Data Privacy and Integrity Advisory Committee, go to http://www.regulations.gov.

FOR FURTHER INFORMATION CONTACT: Shannon Ballard, Designated Federal Officer, DHS Data Privacy and Integrity Advisory Committee, Department of Homeland Security, 245 Murray Lane SW., Mail Stop 0655, Washington, DC 20528, by telephone (703) 235–6780, by fax (703) 235–0442, or by email to PrivacyCommittee@dhs.gov.

SUPPLEMENTARY INFORMATION: Notice of this meeting is given under the Federal Advisory Committee Act (FACA), 5 U.S.C. App. 2. The DHS Data Privacy and Integrity Advisory Committee provides advice at the request of the Secretary of Homeland Security and the DHS Chief Privacy Officer on programmatic, policy, operational, administrative, and technological issues within the DHS that relate to personally identifiable information, as well as data integrity and other privacy-related matters. The committee was established by the Secretary of Homeland Security under the authority of 6 U.S.C. 451.

Agenda

During the meeting, the Chief Privacy Officer will provide the Committee an update on the activities of the DHS Privacy Office.

In support of the Committee’s ongoing advice to the Department on implementing privacy protections in DHS operations, the Committee will hear and discuss a presentation on the DHS Office of Operations’ use of social media for situational awareness. The Committee will also hear and discuss a presentation on privacy considerations surrounding the United States Coast Guard (USCG) pilot program to use biometrics in their illegal immigration interdiction process at sea.

During the meeting, the Committee plans to discuss and may vote on a draft report to the Department providing guidance on privacy protections for cybersecurity pilot programs. The draft report will be posted on the Committee’s Web site (www.dhs.gov/privacy) on or before July 13, 2012. If you wish to submit comments on the draft report, you may do so in advance of the meeting by forwarding them to...
the Committee at the locations listed under ADDRESSES. The agenda will be posted on or before July 13, 2012, on the Committee’s Web site at www.dhs.gov/privacy. Please note that the meeting may end early if all business is completed.

Privacy Act Statement: DHS’s Use of Your Information


Principal Purposes: When you register to attend a DHS Data Privacy and Integrity Advisory Committee meeting, DHS collects your name, contact information, and the organization you represent, if any. We use this information to contact you for purposes related to the meeting, such as to confirm your registration, to advise you of any changes in the meeting, or to assure that we have sufficient materials to distribute to all attendees. We may also use the information you provide for public record purposes such as posting publicly available transcripts and meeting minutes.

Routine Uses and Sharing: In general, DHS will not use the information you provide for any purpose other than the Principal Purposes, and will not share this information within or outside the agency. In certain circumstances, DHS may share this information on a case-by-case basis as required by law or as necessary for a specific purpose, as described in the DHS/ALL–002 Mailing and Other Lists System of Records Notice (November 25, 2008, 73 FR 71659).

Effects of Not Providing Information: You may choose not to provide the requested information or to provide only some of the information DHS requests. If you choose not to provide some or all of the requested information, DHS may not be able to contact you for purposes related to the meeting.

Accessing and Correcting Information: If you are unable to access or correct this information by using the method that you originally used to submit it, you may direct your request in writing to the DHS Deputy Chief FOIA Officer at foia@hq.dhs.gov. Additional instructions are available at http://www.dhs.gov/foia and in the DHS/ALL–002 Mailing and Other Lists System of Records referenced above.

Dated: June 4, 2012.
Mary Ellen Callahan,
Chief Privacy Officer, Department of Homeland Security.

[FR Doc. 2012–13969 Filed 6–19–12; 8:45 am]
BILLING CODE 9110–9L–P

DEPARTMENT OF HOMELAND SECURITY
Transportation Security Administration

Intent To Request Approval From OMB of One New Public Collection of Information: Office of Law Enforcement/Federal Air Marshal Service LEO Reimbursement Request

AGENCY: Transportation Security Administration, DHS.

ACTION: 60-day Notice.

SUMMARY: The Transportation Security Administration (TSA) invites public comment on a new Information Collection Request (ICR) abstracted below that we will submit to the Office of Management and Budget (OMB) for approval in compliance with the Paperwork Reduction Act (PRA). The ICR describes the nature of the information collection and its expected burden. The collection involves the reimbursement of expenses incurred by airport operators for the provision of law enforcement officers (LEOs) to support airport checkpoint screening.

DATES: Send your comments by August 20, 2012.

ADDRESSES: Comments may be emailed to TSAPRA@dhs.gov or delivered to the TSA PRA Officer, Office of Information Technology (OIT), TSA–11, Transportation Security Administration, 601 South 12th Street, Arlington, VA 20598–6011.

FOR FURTHER INFORMATION CONTACT: Susan L. Perkins at the above address, or by telephone (571) 227–3398.

SUPPLEMENTARY INFORMATION:

Comments Invited

In accordance with the Paperwork Reduction Act of 1995 (44 U.S.C. 3501 et seq.), an agency may not conduct or sponsor, and a person is not required to respond to, a collection of information unless it displays a valid OMB control number. The ICR documentation is available at http://www.reginfo.gov. Therefore, in preparation for OMB review and approval of the following information collection, TSA is soliciting comments to—

(1) Evaluate whether the proposed information requirement is necessary for the proper performance of the functions of the agency, including whether the information will have practical utility;
(2) Evaluate the accuracy of the agency’s estimate of the burden;
(3) Enhance the quality, utility, and clarity of the information to be collected; and
(4) Minimize the burden of the collection of information on those who are to respond, including using appropriate automated, electronic, mechanical, or other technological collection techniques or other forms of information technology.

Information Collection Requirement

Pursuant to 49 U.S.C. 114(g), 44901(g), 44903(e) and 44922(f), TSA has authority to enter into agreements with participants to reimburse expenses incurred by airport operators for the provision of LEOs in support of screening at airport checkpoints. Consistent with this authority, TSA has created the LEO Reimbursement Program, which is run by the Office of Law Enforcement/Federal Air Marshal Service (OLE/FAMS).

TSA OLE/FAMS requires that participants in the LEO Reimbursement Program record the details of all reimbursements sought. In order to provide for the orderly tracking of reimbursements, the LEO Reimbursement Program seeks to establish a new form titled LEO Reimbursement Request.

The LEO Reimbursement Request form will be available at www.tsa.gov. Upon completion, participants submit the LEO Reimbursement Request Form directly to the OLE/FAMS LEO Reimbursement Program via fax, electronic upload via scanning the document, mail, or in person. The OLE/FAMS Reimbursement Program reviews all requests for reimbursement forms received. TSA estimates that there will be 326 participants responding monthly, equaling an estimated annual total of 3,912 responses.

TSA estimates each respondent will spend approximately one hour to complete the request for reimbursement form, for a total annual hour burden of 3,912 hours.

Issued in Arlington, Virginia, on June 12, 2012.

Susan Perkins,
TSA Paperwork Reduction Act Officer, Office of Information Technology.
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BILLING CODE 9110–05–P