Division, and either emailed to pubcomment-ees.enrd@usdoj.gov or mailed to P.O. Box 7611, U.S. Department of Justice, Washington, DC 20044–7611, and should refer to American Sugar, D.J. Ref. 90–5–2–1–09801.

During the public comment period, the Consent Decree may also be examined on the following Department of Justice Web site, at http://www.usdoj.gov/enrd/Consent_Decrees.html. A copy of the Consent Decree may also be obtained by mail from the Consent Decree Library, P.O. Box 7611, U.S. Department of Justice, Washington, DC 20044–7611 or by faxing or emailing a request to “Consent Decree Copy” (EESCDCopy.ENRD@usdoj.gov), fax no. (202) 514–0097, phone confirmation number (202) 514–5271. If requesting a copy from the Consent Decree Library by mail, please enclose a check in the amount of $11.00 (25 cents per page reproduction cost) payable to the U.S. Treasury or, if requesting by email or reproduction cost) payable to the U.S. Treasury or, if requesting by email or fax, forward a check in that amount to the Consent Decree Library at the address given above.

Robert Brook,
Assistant Chief, Environmental Enforcement Section, Environment and Natural Resources Division.

For further information contact:

Supplementary Information:
Community policing is a philosophy that promotes organizational strategies, which support the systematic use of partnerships and problem-solving techniques to proactively address the immediate conditions that give rise to public safety issues such as crime, social disorder, and fear of crime. COPS advances the practice of community policing in America’s state, local, and tribal law enforcement agencies through information-sharing and grant-making. The knowledge resource products available from COPS provide essential information in the field of best practices for law enforcement, problem-oriented policing guides addressing crime-related problems, and publications composed by subject-matter experts on topics ranging from bullying in schools to computer mapping.

COPS Online Ordering System facilitates the distribution of free COPS knowledge resource products and updates (e.g., publications, best practices guides, etc.) on a wide range of community policing topics, and it authorizes system users to effectively search, integrate, display, maintain and record information in support of the COPS’s community policing mission.

In accordance with 5 U.S.C. 552a(f), the Department has provided a report to OMB and to Congress on this system of records.


Nancy C. Libin,
Chief Privacy and Civil Liberties Officer, United States Department of Justice.

Justice/COPS–002

System Name:
COPS Online Ordering System.

Security Classification:
Unclassified.

System Location:
Records are maintained at two locations where the Office of Community Oriented Policing Services (COPS) operations are supported: 145 N Street NE., Washington, DC 20530, and 1151–D Seven Locks Road, Rockville, MD 20854. Contact information is listed on the COPS Internet Web site, http://www.cops.usdoj.gov/.

Categories of Individuals Covered by the System:
Individuals who submit requests via online order forms on the COPS Internet Web site, or via other means such as mail, telephone, or fax, to receive free COPS knowledge resource products or other COPS-related information. These individuals include, but are not limited to, law enforcement officers, government officials, scholars, researchers, and members of the general public.

Categories of Records in the System:
The COPS Online Ordering System contains contact information for requesters, including names, organizations, organization types, agency types, titles, street addresses, phone numbers, fax numbers, and email addresses. The system also contains order information, such as a requester’s preferences regarding products or information to be provided and future updates.

Authority for Maintenance of the System:
General authority for COPS mission activities includes the Violent Crime Control and Law Enforcement Act of 1994 (Pub. L. 103–322) and the Violence Against Women and Department of Justice Reauthorization Act of 2005 (Pub. L. 109–162). Specifically, COPS is authorized to provide technical assistance to States, units of local government, Indian tribal governments, and public and private entities to advance community policing.

Purpose(s):
The system collects contact and order information from individuals who request specific COPS knowledge resource products, or other COPS-related information, for the purpose of assisting COPS in managing and responding to such requests.

Routine Uses of Records Maintained in the System, Including Categories of Users and the Purposes of Such Uses:
In addition to those disclosures generally permitted under 5 U.S.C. 552a(b), all or a portion of the records or information contained in this system may be disclosed outside the Department as a routine use pursuant to...
5 U.S.C. 552a(b)(3) under the circumstances and for the purposes described below, to the extent such disclosures are compatible with the purposes for which the information was collected:

A. To the news media and the public, including disclosures pursuant to 28 CFR 50.2, unless it is determined that release of the specific information in the context of a particular case would constitute an unwarranted invasion of personal privacy.

B. To a Member of Congress or staff acting upon the Member’s behalf when the Member or staff requests the information on behalf of, and at the request of, the individual who is the subject of the record.

C. To the National Archives and Records Administration for purposes of records management inspections conducted under the authority of 44 U.S.C. 2904 and 2006.

D. To appropriate agencies, entities, and persons when (1) the Department suspects or has confirmed that the security or confidentiality of information in the system of records has been compromised; (2) the Department has determined that as a result of the suspected or confirmed compromise there is a risk of harm to economic or property interests, identity theft or fraud, or harm to the security or integrity of this system or other systems or programs (whether maintained by the Department or another agency or entity) that rely upon the compromised information; and (3) the disclosure made to such agencies, entities, and persons is reasonably necessary to assist in connection with the Department’s efforts to respond to the suspected or confirmed compromise and prevent, minimize, or remedy such harm.

E. To contractors, grantees, experts, consultants, students, and others performing or working on a contract, service, grant, cooperative agreement, or other assignment for the federal government, when necessary to accomplish an agency function related to this system of records.

F. To a former employee of the Department for purposes of: Responding to an official inquiry by a federal, state, or local government entity or professional licensing authority, in accordance with applicable Department regulations; or facilitating communications with a former employee that may be necessary for personnel-related or other official purposes where the Department requires information and/or consultation assistance from the former employee regarding a matter within that person’s former area of responsibility.

G. Where a record, either alone or in conjunction with other information, indicates a violation or potential violation of law—criminal, civil, or regulatory in nature—the relevant records may be referred to the appropriate federal, state, local, territorial, tribal, or foreign law enforcement authority or other appropriate entity charged with the responsibility for investigating or prosecuting such violation or charged with enforcing or implementing such law.

H. To such recipients and under such circumstances and procedures as are mandated by federal statute or treaty.

I. In an appropriate proceeding before a court, grand jury, or administrative or adjudicative body, when the Department of Justice determines that the records are arguably relevant to the proceeding; or in an appropriate proceeding before an administrative or adjudicative body when the adjudicator determines the records to be relevant to the proceeding.

DISCLOSURE TO CONSUMER REPORTING AGENCIES:

None.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING, RETAINING, AND DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Information in this system is retrieved by an individual’s name or other identifying information.

SAFEGUARDS:

Information in this system is safeguarded in accordance with appropriate laws, rules, and policies, including the Department’s automated systems security and access policies. Records and technical equipment are maintained in buildings with restricted access. The required use of password protection identification features and other system protection methods also restrict access. Access is limited to those who have an official need for access to perform their official duties. Electronic records are accessed only by authorized personnel with accounts on the COPS computer network. Additionally, direct access to certain information may be restricted depending on a user’s role and responsibility within the system. Paper records are safeguarded in accordance with appropriate laws, rules, and policies based on the classification and handling restrictions of the particular document.

RETENTION AND DISPOSAL:

Records are destroyed three years after the calendar year in which the information was collected, Disposition Authority N1–060–10–023, item 001.

SYSTEM MANAGER(S) AND ADDRESS:

Information Technology Operations Manager, COPS, 145 N Street NE., Washington, DC 20530.

NOTIFICATION PROCEDURE:

Same as the Record Access Procedures, below.

RECORDS ACCESS PROCEDURES:

Requests for access to a record in this system must be in writing and should be addressed to the System Manager named above. The envelope and the letter should be clearly marked “Privacy Act Request.” Requests for access to records must comply with the Department’s Privacy Act regulations set forth in 28 CFR subpart D (Protection of Privacy and Access to Individual Records Under the Privacy Act of 1974). The request should include a description of the records sought and must include sufficient information to verify identity, including the requester’s full name, current address, and place and date of birth. The request must be signed and dated and either notarized or submitted under 28 U.S.C. 1746, a law that permits statements to be made under penalty of perjury as a substitute for notarization. While no specific form is required, you may obtain a form (Form DOJ–361) for use in certification of your identity by writing to the FOIA/PA Mail Referral Unit, Department of Justice, Room 115, LOC Building, Washington, DC 20530–0001, or by visiting the Department’s Web site at http://www.justice.gov/oip/forms/cert_ind.pdf.

CONTESTING RECORD PROCEDURES:

Requests for amendment or correction of information maintained in the system should be directed to the System Manager and follow the Record Access Procedures provided above. In addition, the request should also comply with the provisions of 28 CFR 16.46, which include requirements to identify each particular record in question and state clearly and concisely what information is being contested, the reasons for contesting it, and the proposed amendment or correction desired. (Individuals may also submit changes to contact or order information by
DEPARTMENT OF LABOR

Employment and Training Administration

Amended Certification Regarding Eligibility to Apply for Worker Adjustment Assistance

TA–W–81,004
Pace American Enterprises, Inc., Mcgregor, Texas
TA–W–81,004A
Pace American Enterprises, Inc., Middlebury, Indiana
TA–W–81,004B
Pace American Enterprises, Inc., Fitzgerald, Georgia
TA–W–81,004C
Pace American Enterprises, Inc., Lebanon, Oregon
TA–W–81,004D
Pace American Enterprises, Inc., Hurricane, Utah
TA–W–81,004E
Pace American Enterprises, Inc., Bannockburn, Illinois


At the request of a State Workforce Office, the Department reviewed the certification for workers of Pace American Enterprises, Inc (subject firm). The State Workforce Office reports that some workers’ wages were reported under Pace American Enterprises, Inc., Bannockburn, Illinois.

The Department has received confirmation that there was corporate office at Bannockburn, Illinois and that workers have been separated from that location as well as the other subject firm locations.

The amended notice applicable to TA–W–81,004 is hereby issued as follows:


Signed in Washington, DC this 8th day of May, 2012.

Del Min Amy Chen, Certifying Officer, Office of Trade Adjustment Assistance.

DEPARTMENT OF LABOR

Employment and Training Administration

[TA–W–72,121]


In accordance with Section 223 of the Trade Act of 1974, as amended (“Act”),