Under the provisions of 33 CFR 165.160, a vessel may not enter the regulated area unless given express permission from the COTP or the designated representative. Spectator vessels may transit outside the regulated area but may not anchor, block, loiter in, or impede the transit of other vessels. The Coast Guard may be assisted by other Federal, State, or local law enforcement agencies in enforcing this regulation.

This notice is issued under authority of 33 CFR 165.160(a) and 5 U.S.C. 552(a). In addition to this notice in the Federal Register, the Coast Guard will provide mariners with advanced notification of enforcement periods via the Local Notice to Mariners and marine information broadcasts. If the COTP determines that the regulated area need not be enforced for the full duration stated in this notice, a Broadcast Notice to Mariners may be used to grant general permission to enter the regulated area.


L.L. Fagan,
Rear Admiral, U.S. Coast Guard, Captain of the Port New York.

For Further Information Contact:

Supplementary Information:
Providers currently must disclose all findings or results of any testing concerning the security or revenue protection features, capabilities, or failings of any PES, as well as all potential security weaknesses or methods of tampering with the PES. This rule applies the same standard to cyber attacks against the provider’s systems.

List of Subjects in 39 CFR Part 501
Postal Service.

Accordingly, for the reasons stated, 39 CFR Part 501 is amended as follows:

PART 501—AUTHORIZATION TO MANUFACTURE AND DISTRIBUTE POSTAGE EVIDENCING SYSTEMS

1. The authority citation for 39 CFR Part 501 continues to read as follows:


2. Section 501.11 is amended by adding paragraph (b)(3) as follows:

§501.11 Reporting Postage Evidencing System security weaknesses.

(b) * * * * *

(3) Cyber attacks that include, but are not limited to, gaining unauthorized access to digital systems for purposes of misappropriating assets or sensitive information, data corruption, or causing operational disruption. Cyber attacks may also be conducted in a manner that does not require gaining unauthorized access, such as by causing denial-of-service attacks on Web sites. Cyber attacks may be carried out by third parties or insiders using techniques that range from highly sophisticated efforts to electronically circumvent network security or overwhelm Web sites to more traditional intelligence gathering and social engineering aimed at obtaining information necessary to gain access. Cyber security risk disclosures reported must adequately describe the nature of the material risks and specify how each risk affects the Postage Evidencing System.

* * * * *

Stanley F. Mires,
Attorney, Legal Policy & Legislative Advice.

[FR Doc. 2012–9363 Filed 4–18–12; 8:45 am]

BILLING CODE 7710–12–P

ENVIRONMENTAL PROTECTION AGENCY

40 CFR Parts 52, 60 and 61
[FRL 9660–3]

Change of Address for Region 4, State and Local Agencies; Technical Correction

AGENCY: Environmental Protection Agency (EPA).

ACTION: Final rule; technical amendment.

SUMMARY: EPA is amending its regulations to reflect a change in address for EPA’s Region 4 office as well as the state agencies for Georgia,