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to complete the data collection forms is
36 hours, that is 18 grantees completing
a form twice a year with an estimated
completion time for the form being one
hour.

If additional information is required
contact: Jerri Murray, Department
Clearance Officer, United States
Department of Justice, Justice
Management Division, Policy and
Planning Staff, Two Constitution
Square, 145 N Street NE., Room 2E-508,
Washington, DC 20530.

Jerri Murray,

Department Clearance Officer, PRA, United
States Department of Justice.

[FR Doc. 2012-6487 Filed 3—16—12; 8:45 am]
BILLING CODE 4410-FX-P

DEPARTMENT OF JUSTICE

Notice of Lodging of Consent Decree
Under the Comprehensive
Environmental Response,
Compensation, and Liability Act

Notice is hereby given that on July 21,
2009, a proposed Consent Decree
(“Decree”) in United States v. Princeton
Gamma-Tech, et al. (D.N.].) Civil Action
No. 91-809 (AET), was lodged with the
United States District Court for the
District of New Jersey.

The Decree recovers costs incurred by
the United States in connection with the
Rocky Hill Municipal Wellfield
Superfund Site and the Montgomery
Township Housing Development
Superfund Site (the “Sites”), both
located in New Jersey. Pursuant to the
Decree, the Settling Defendants will pay
to the United States $1,842,500 in
reimbursement of past and future
response costs incurred by the United
States with respect to the Sites. In
addition, the Settling Defendants will
pay $907,500 to the State of New Jersey
in reimbursement of past and future
response costs and natural resource
damages related to the Sites. The Decree
resolves claims of the United States and
the State of New Jersey pursuant to
Sections 106 and 107 of the
Comprehensive Environmental
Response, Compensation, and Liability
Act (“CERCLA”), 42 U.S.C. 9606, 9607,
against the Settling Defendants with
respect to the Sites.

Notice of the lodging of this Decree
was provided earlier on July 31, 2009.
74 FR 38230 (July 31, 2009). The Decree
has not been revised in any way, but
because entry of the Decree has been
delayed due to a delay in submission of
settlement documents (upon which the
Decree is contingent) resolving one
Settling Defendant’s claims against its
insurance carriers, we are now

providing an additional period for
public comment. The Department of
Justice will receive for a period of
fifteen (15) days from the date of this
publication comments relating to the
Decree. Comments should be addressed
to the Assistant Attorney General,
Environmental and Natural Resources
Division, and either emailed to
pubcomment-ees.enrd@usdoj.gov or
mailed to P.O. Box 7611, U.S.
Department of Justice, Washington, DC
20044-7611, and should refer to United
States v. Princeton Gamma-Tech, et al.,
Civil Action No. 91-809, D.]. Ref. 90—
11-2-290.

During the public comment period,
the Consent Decree also may be
examined on the following Department
of Justice Web site: http://
www.usdoj.gov/enrd/

Consent Decrees.html.A copy of the
Decree may also be obtained by mail
from the Consent Decree Library, P.O.
Box 7611, U.S. Department of Justice,
Washington, DC 20044-7611 or by
faxing or emailing a request to “Consent
Decree Copy”’
(EESCDCopy.ENRD@usdoj.gov), fax no.
(202) 514—0097, phone confirmation
number (202) 514-5271. If requesting a
copy from the Consent Decree Library,
please enclose a check in the amount of
$14.00 (25 cents per page reproduction
cost) payable to the U.S. Treasury or, if
by email or fax, forward a check in that
amount to the Consent Decree Library at
the address given above.

Ronald Gluck,

Assistant Chief, Environmental Enforcement
Section, Environment and Natural Resources
Division.

[FR Doc. 2012—6494 Filed 3-16-12; 8:45 am]
BILLING CODE 4410-15-P

DEPARTMENT OF JUSTICE
[CPCLO Order No. 004-2012]

Privacy Act of 1974; System of
Records

AGENCY: United States Department of
Justice.

ACTION: Modified system of records.

SUMMARY: Pursuant to the Privacy Act of
1974 (5 U.S.C. 552a), the United States
Department of Justice (“Department”)
proposes to modify the system of
records entitled, “Freedom of
Information Act, Privacy Act, and
Mandatory Declassification Review
Requests and Administrative Appeals
for the Department of Justice (DOJ-
004),” 66 FR 29994 (June 4, 2001), and
rename it “Freedom of Information Act,
Privacy Act, and Mandatory

Declassification Review Records (DOJ—
004).” In addition to the name change,
modifications to the notice include
updates to and additions of several
routine uses to reflect new uses, as well
as to conform with Department-wide
model routine use language; additions
of the Security Classification and
Disclosure to Consumer Reporting
Agencies sections; additions throughout
the notice of references to the system’s
inclusion of records related to requests
for the Office of Information Policy to
serve as Ombudsman in disputes
between federal agencies and
individuals who submit requests under
the Freedom of Information Act (FOIA);
updates to the Record Access
Procedures section to reflect the Office
of Privacy and Civil Liberties’ role in
addressing Privacy Act amendment
appeals; and minor modifications
throughout the notice to reflect the
name change of the Office of
Information and Privacy to the Office of
Information Policy, and removal of the
reference to the Immigration and
Naturalization Service (INS), as INS is
no longer within the Department of
Justice.

DATES: In accordance with 5 U.S.C.
552a(e)(4) and (11), the public is given
a 30-day period in which to comment.
Therefore, please submit any comments
by April 18, 2012.

ADDRESSES: The public, Office of
Management and Budget (OMB), and
Congress are invited to submit any
comments to the Department of Justice,
ATTN: Privacy Analyst, Office of
Privacy and Civil Liberties, Department
of Justice, National Place Building, 1331
Pennsylvania Avenue NW., Suite 1000,
Washington, DC 20530-0001, or by
facsimile to (202) 307—0693.

FOR FURTHER INFORMATION CONTACT:
Carmen L. Mallon, Chief of Staff, Office
of Information Policy, Department of
Justice, Suite 11050, 1425 New York
Avenue NW., Washington DC 20530.

In accordance with 5 U.S.C. 552a(r),
the Department has provided a report to
OMB and the Congress on the
modifications to this system of records.

Dated: March 2, 2012.
Nancy C. Libin,

Chief Privacy and Civil Liberties Officer,
United States Department of Justice.

JUSTICE/DOJ-004

SYSTEM NAME:

Freedom of Information Act, Privacy
Act, and Mandatory Declassification
Review Records.

SECURITY CLASSIFICATION:
Unclassified and classified
information.


http://www.usdoj.gov/enrd/Consent_Decrees.html
http://www.usdoj.gov/enrd/Consent_Decrees.html
http://www.usdoj.gov/enrd/Consent_Decrees.html
mailto:pubcomment-ees.enrd@usdoj.gov
mailto:EESCDCopy.ENRD@usdoj.gov
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SYSTEM LOCATION:

United States Department of Justice,
950 Pennsylvania Ave., NW.,
Washington, DC 20530-0001, and other
Department of Justice offices throughout
the country.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

The system encompasses all
individuals who submit Freedom of
Information Act (FOIA), Privacy Act,
and Mandatory Declassification Review
Requests and administrative appeals to
the Department of Justice; individuals
whose requests and/or records have
been referred to the Department of
Justice by other agencies; all individuals
who submit requests to the Department
of Justice Office of Information Policy
(OIP) for its assistance as Ombudsman
in disputes between the individuals and
federal agencies concerning FOIA
requests submitted by the individuals;
and, in some instances, attorneys
representing individuals submitting
such requests and appeals, individuals
who are the subjects of such requests
and appeals, and/or the Department of
Justice personnel assigned to handle
such requests and appeals.

CATEGORIES OF RECORDS IN THE SYSTEM:

The system consists of records created
or compiled in response to FOIA,
Privacy Act, and Mandatory
Declassification Review requests and
administrative appeals, including: The
original requests and administrative
appeals; responses to such requests and
administrative appeals; all related
memoranda, correspondence, notes, and
other related or supporting
documentation; and, in some instances,
copies of requested records and records
under administrative appeal. This
system also consists of records related to
requests for OIP to serve as Ombudsman
in disputes between federal agencies
and individuals who submit FOIA
requests, and all records related to the
resolution of such disputes.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

The system was established and is
maintained pursuant to 5 U.S.C. 301
and 44 U.S.C. 3101 to implement the
provisions of 5 U.S.C. 552 and 5 U.S.C.
552a, and the applicable executive
order(s) governing classified national
security information.

PURPOSE(S):

This system is maintained for the
purpose of processing access requests
and administrative appeals under the
FOIA, access and amendment requests
and administrative appeals under the
Privacy Act, and requests and

administrative appeals for mandatory
declassification review under the
applicable executive order(s) governing
classified national security information;
for the purpose of participating in
litigation regarding agency action on
such requests and appeals; for the
purpose of responding to requests for
OIP to serve as Ombudsman in disputes
between federal agencies and
individuals who submit requests under
the FOIA and resolving such disputes;
and for the purpose of assisting the
Department of Justice in carrying out
any other responsibilities under the
FOIA, the Privacy Act, and applicable
executive orders.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

(a) To a federal, state, local, or foreign
agency or entity for the purpose of
consulting with that agency or entity to
enable the Department of Justice to
make a determination as to the propriety
of access to or correction of information,
or for the purpose of verifying the
identity of an individual or the accuracy
of information submitted by an
individual who has requested access to
or amendment of information.

(b) To a federal agency or entity that
furnished the record or information for
the purpose of permitting that agency or
entity to make a decision as to access to
or correction of the record or
information, or to a federal agency or
entity for purposes of providing
guidance or advice regarding the
handling of particular requests.

(c) To a submitter or subject of a
record or information in order to obtain
assistance to the Department in making
a determination as to access or
amendment.

(d) To the National Archives and
Records Administration, Information
Security Oversight Office, Interagency
Security Classification Appeals Panel,
for the purpose of adjudicating an
appeal from a Department of Justice
denial of a request for mandatory
declassification review of records, made
under the applicable executive order(s)
governing classification.

(e) To appropriate agencies, for the
purpose of resolving a Freedom of
Information Act Ombudsman inquiry
matter.

(f) To the National Archives and
Records Administration, Office of
Government Information Services, in
connection with the offering of
mediation services by that office
pursuant to 5 U.S.C. 552(h).

(g) To contractors, grantees, experts,
consultants, students, and others
performing or working on a contract,

service, grant, cooperative agreement, or
other assignment for the federal
government, when necessary to
accomplish an agency function related
to this system of records.

(h) To a Member of Congress or staff
acting upon the Member’s behalf when
the Member or staff requests the
information on behalf of, and at the
request of, the individual who is the
subject of the record.

(i) In an appropriate proceeding
before a court, grand jury, or
administrative or adjudicative body,
when the Department of Justice
determines that the records are arguably
relevant to the proceeding; or in an
appropriate proceeding before an
administrative or adjudicative body
when the adjudicator determines the
records to be relevant to the proceeding.

(j) Where a record, either alone or in
conjunction with other information,
indicates a violation or potential
violation of law—criminal, civil, or
regulatory in nature—the relevant
records may be referred to the
appropriate federal, state, local,
territorial, tribal, or foreign law
enforcement authority or other
appropriate entity charged with the
responsibility for investigating or
prosecuting such violation or charged
with enforcing or implementing such
law.

(k) To appropriate officials and
employees of a federal agency or entity
when the information is relevant to a
decision concerning the hiring,
appointment, or retention of an
employee; the assignment, detail, or
deployment of an employee; the
issuance, renewal, suspension, or
revocation of a security clearance; the
execution of a security or suitability
investigation; the letting of a contract; or
the issuance of a grant or benefit.

(1) To the National Archives and
Records Administration for purposes of
records management inspections
conducted under the authority of
44 U.S.C. 2904 and 2906.

(m) To a former employee of the
Department for purposes of: responding
to an official inquiry by a federal, state,
or local government entity or
professional licensing authority, in
accordance with applicable Department
regulations; or facilitating
communications with a former
employee that may be necessary for
personnel-related or other official
purposes where the Department requires
information and/or consultation
assistance from the former employee
regarding a matter within that person’s
former area of responsibility.

(n) To the news media and the public,
including disclosures pursuant to 28
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CFR 50.2, unless it is determined that
release of the specific information in the
context of a particular case would
constitute an unwarranted invasion of
personal privacy.

(o) To federal, state, local, territorial,
tribal, foreign, or international licensing
agencies or associations which require
information concerning the suitability
or eligibility of an individual for a
license or permit.

(p) To appropriate agencies, entities,
and persons when (1) the Department
suspects or has confirmed that the
security or confidentiality of
information in the system of records has
been compromised; (2) the Department
has determined that as a result of the
suspected or confirmed compromise
there is a risk of harm to economic or
property interests, identity theft or
fraud, or harm to the security or
integrity of this system or other systems
or programs (whether maintained by the
Department or another agency or entity)
that rely upon the compromised
information; and (3) the disclosure
made to such agencies, entities, and
persons is reasonably necessary to assist
in connection with the Department’s
efforts to respond to the suspected or
confirmed compromise and prevent,
minimize, or remedy such harm.

() To such recipients and under such
circumstances and procedures as are
mandated by federal statute or treaty.

DISCLOSURE TO CONSUMER REPORTING
AGENCIES:

None.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Records in this system are stored on
paper and/or in electronic form. Records
that contain national security
information and are classified are stored
in accordance with applicable executive
orders, statutes, and agency
implementing regulations.

RETRIEVABILITY:

Records are retrieved by the name of
the requester or appellant; the number
assigned to the request or appeal; and in
some instances the name of the attorney
representing the requester or appellant,
the name of an individual who is the
subject of such a request or appeal, and/
or the name or other identifier of
Department of Justice personnel
assigned to handle such requests or
appeals.

SAFEGUARDS:

Information in this system is
safeguarded in accordance with

applicable laws, rules, and policies,
including the Department’s automated
systems security and access policies.
Classified information is appropriately
stored in safes and in accordance with
other applicable requirements. In
general, records and technical
equipment are maintained in buildings
with restricted access. The required use
of password protection identification
features and other system protection
methods also restrict access. Access is
limited to those officers and employees
of the agency who have an official need
for access in order to perform their
duties.

RETENTION AND DISPOSAL:

Records are retained and disposed of
in accordance with the National
Archives and Records Administration’s
General Records Schedule 14.

SYSTEM MANAGER(S) AND ADDRESS:

Chief of Staff, Office of Information
Policy, United States Department of
Justice, 950 Pennsylvania Avenue NW.,
Washington, DC 20530-0001.

NOTIFICATION PROCEDURE:
Same as Record Access Procedures.

RECORD ACCESS PROCEDURES:

Records concerning initial requests
under the FOIA, the Privacy Act, and
the applicable executive order(s)
governing classified national security
information are maintained by the
individual Department of Justice
component to which the initial request
was addressed or directed. Inquiries
regarding these records should be
addressed to the particular Department
of Justice component maintaining the
records.

Records concerning administrative
appeals for access requests under the
FOIA; records concerning
administrative appeals for access
requests and accountings of disclosure
requests under the Privacy Act; records
concerning administrative appeals for
access requests under the applicable
executive order(s) governing classified
national security information, with the
exception of those made to the United
States Parole Commission; and records
concerning disputes between federal
agencies and individuals who submit
FOIA requests in which OIP serves as
Ombudsman, are maintained by OIP.
Inquiries regarding these records should
be addressed to the Office of
Information Policy, United States
Department of Justice, 950 Pennsylvania
Avenue NW., Washington, DC 20530—
0001. Inquiries regarding administrative
appeals made to the United States
Parole Commission should be addressed

to the United States Parole Commission,
United States Department of Justice, 950
Pennsylvania Avenue NW., Washington,
DC 20530-0001.

Records concerning administrative
appeals for amendment requests under
the Privacy Act should be addressed to
the Office of Privacy and Civil Liberties,
United States Department of Justice,
1331 Pennsylvania Ave. NW., Suite
1000, National Place Building,
Washington, DC 20350—-0001.

All requests for access must be in
writing and should be addressed to the
System Manager named above. The
envelope and letter should be clearly
marked ‘“Privacy Act Access Request.”
The request should include a general
description of the records sought and
must include the requester’s full name,
current address, and date and place of
birth. The request must be signed and
either notarized or submitted under
penalty of perjury. Some information
may be exempt from access provisions
as described in the section entitled
“Exemptions Claimed for the System.”
An individual who is the subject of a
record in this system may access those
records that are not exempt from
disclosure. A determination whether a
record may be accessed will be made at
the time a request is received.

Although no specific form is required,
you may obtain forms for this purpose
from the FOIA/Privacy Act Mail Referral
Unit, Justice Management Division,
United States Department of Justice, 950
Pennsylvania Avenue NW., Washington,
DC 20530-0001, or on the Department
of Justice Web site at www.usdoj.gov/
04foia/att d.htm.

CONTESTING RECORD PROCEDURES:

Individuals seeking to contest or
amend information maintained in the
system should direct their requests to
the appropriate office indicated in the
“Record Access Procedures” section,
above, stating clearly and concisely
what information is being contested, the
reasons for contesting it, and the
proposed amendment to the information
sought. Some information may be
exempt from contesting record
procedures as described in the section
entitled “Exemptions Claimed for the
System.” An individual who is the
subject of a record in this system may
seek amendment of those records that
are not exempt. A determination of
whether a record is exempt from
amendment will be made after a request
is received.

RECORD SOURCE CATEGORIES:

Those individuals who submit initial
requests and administrative appeals
pursuant to the FOIA, the Privacy Act,


http://www.usdoj.gov/04foia/att_d.htm
http://www.usdoj.gov/04foia/att_d.htm

Federal Register/Vol. 77, No. 53/Monday, March 19, 2012/ Notices

16069

or the applicable executive order(s)
governing classified national security
information; the agency records
searched in the process of responding to
such requests and appeals; Department
of Justice personnel assigned to handle
such requests and appeals; other
agencies or entities that have referred to
the Department of Justice requests
concerning Department of Justice
records, or that have consulted with the
Department of Justice regarding the
handling of particular requests;
individuals and agencies who are
involved in disputes concerning FOIA
requests where OIP is serving as
Ombudsman to resolve such disputes;
and submitters or subjects of records or
information that have provided
assistance to the Department of Justice
in making access or amendment
determinations.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

The Attorney General has exempted
this system from subsections (c)(3) and
(4), (d)(1), (2), (3), and (4); (e)(1), (2), (3),
(5), and (8); and (g) of the Privacy Act
pursuant to 5 U.S.C. 552a(j) and (k).
These exemptions apply only to the
extent that information in the system is
subject to exemption pursuant to 5
U.S.C. 552a(j) and (k). Rules have been
promulgated in accordance with the
requirements of 5 U.S.C. 553(b), (c), and
(e), and have been published in the
Federal Register.

[FR Doc. 2012—-6557 Filed 3—16—12; 8:45 am]
BILLING CODE 4410-FB-P

DEPARTMENT OF LABOR

Agency Information Collection
Activities; Submission for OMB
Review; Comment Request;
Disclosures by Insurers to General
Account Policyholders

AGENCY: Office of the Secretary, Labor.
ACTION: Notice.

SUMMARY: The Department of Labor
(DOL) is submitting the Employee
Benefits Security Administration
(EBSA) sponsored information
collection request (ICR) titled,
“Disclosures by Insurers to General
Account Policyholders,” to the Office of
Management and Budget (OMB) for
review and approval for continued use
in accordance with the Paperwork
Reduction Act (PRA) of 1995 (44 U.S.C.
3501 et seq.).

DATES: Submit comments on or before
April 18, 2012.

ADDRESSES: A copy of this ICR with
applicable supporting documentation;
including a description of the likely

respondents, proposed frequency of
response, and estimated total burden
may be obtained from the Reglnfo.gov
Web site, http://www.reginfo.gov/
public/do/PRAMain, on the day
following publication of this notice or
by contacting Michel Smyth by
telephone at 202—-693—4129 (this is not
a toll-free number) or sending an email
to DOL PRA PUBLIC@dol.gov.

Submit comments about this request
to the Office of Information and
Regulatory Affairs, Attn: OMB Desk
Officer for the Department of Labor—
EBSA, Office of Management and
Budget, Room 10235, Washington, DC
20503, Telephone: 202—395-6929/Fax:
202—-395-6881 (these are not toll-free
numbers), email:

OIRA submission@omb.eop.gov.

FOR FURTHER INFORMATION CONTACT:
Contact Michel Smyth by telephone at
202—693—4129 (this is not a toll-free
number) or by email at

DOL PRA PUBLIC@dol.gov.

SUPPLEMENTARY INFORMATION:
Regulations 29 CFR 2550.401(c)-1
imposes specific requirements on
insurers that are parties to Transition
Policies, in order to ensure fiduciaries
acting on behalf of plans have adequate
information and understanding of how
the Transition Policies work. Certain of
these requirements constitute
information collections subject to the
PRA. Specifically, to the extent a
Transition Policy first issued prior to
January 1, 1999, to or for the benefit of
an employee benefit plan is not a
guaranteed benefit policy, the insurer
must annually disclose to the plan
fiduciary: (1) The methods by which
income and expenses of the insurer’s
general account are allocated to the
policy, the actual annual return to the
plan, and other pertinent information;
(2) the extent to which alternative
arrangements supported by the assets of
the insurer’s separate accounts are
available; (3) any rights under the policy
to transfer funds to a separate account
and the terms governing such right; and
(4) the extent to which support by assets
of the insurer’s separate accounts might
pose differing risks to the plan.

A Federal agency generally cannot
conduct or sponsor a collection of
information, and the public is generally
not required to respond to an
information collection, unless it is
approved by the OMB under the PRA
and displays a currently valid OMB
Control Number. In addition,
notwithstanding any other provisions of
law, no person shall generally be subject
to penalty for failing to comply with a
collection of information if the
collection of information does not

display a valid OMB Control Number.
See 5 CFR 1320.5(a) and 1320.6. The
DOL obtains OMB approval for this
information collection under OMB
Control Number 1210-0114. The current
OMB approval is scheduled to expire on
March 31, 2012; however, it should be
noted that existing information
collection requirements submitted to the
OMB receive a month-to-month
extension while they undergo review.
For additional information, see the
related notice published in the Federal
Register on December 7, 2011 (76 FR
76439).

Interested parties are encouraged to
send comments to the OMB, Office of
Information and Regulatory Affairs at
the address shown in the ADDRESSES
section within 30 days of publication of
this notice in the Federal Register. In
order to help ensure appropriate
consideration, comments should
reference OMB Control Number 1210-
0114. The OMB is particularly
interested in comments that:

¢ Evaluate whether the proposed
collection of information is necessary
for the proper performance of the
functions of the agency, including
whether the information will have
practical utility;

e Evaluate the accuracy of the
agency’s estimate of the burden of the
proposed collection of information,
including the validity of the
methodology and assumptions used;

¢ Enhance the quality, utility, and
clarity of the information to be
collected; and

e Minimize the burden of the
collection of information on those who
are to respond, including through the
use of appropriate automated,
electronic, mechanical, or other
technological collection techniques or
other forms of information technology,
e.g., permitting electronic submission of
responses.

Agency: DOL-EBSA.

Title of Collection: Disclosures by
Insurers to General Account
Policyholders.

OMB Control Number: 1210-0114.

Affected Public: Private Sector—
Businesses or other for profits.

Total Estimated Number of
Respondents: 104.

Total Estimated Number of
Responses: 96,223.

Total Estimated Annual Burden
Hours: 408,948.

Total Estimated Annual Other Costs
Burden: $33,678.

Dated: March 14, 2012.

Michel Smyth,

Departmental Clearance Officer.

[FR Doc. 20126568 Filed 3-16-12; 8:45 am]
BILLING CODE 4510-29-P
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