The Government of the United Arab Emirates (UAE) has requested a possible sale of 260 JAVELIN Anti-Tank Guided Missiles, tripods, JAVELIN Weapon Effects Simulators, enhanced basic skills trainers, containers, rechargeable and non-rechargeable batteries, battery chargers and disposables, battery coolant units, support equipment, spare and repair parts, publications and technical documentation, personnel training and training equipment, U.S. Government and contractor engineering and logistics support services, and other related elements of logistical support. The estimated cost is $60 million.

This proposed sale will contribute to the foreign policy and national security of the United States by helping to improve the security of a friendly country that has been and continues to be an important force for political stability and economic progress in the Middle East.

The proposed sale of these missiles will provide the United Arab Emirates with a medium-range, man-portable, shoulder-launched, fire and forget anti-armor weapon system. The proposed sale will enhance UAE’s existing anti-tank capability to meet current and future threats. UAE, which already has JAVELIN Anti-Tank missiles in its inventory, will have no difficulty absorbing these additional missiles into its armed forces.

The proposed sale of this weapon system will not alter the basic military balance in the region.

The prime contractor is a JAVELIN joint venture of Lockheed-Martin in Orlando, Florida, and Raytheon in Tucson, Arizona. There are no known offset agreements proposed in connection with this potential sale.

Implementation of this proposed sale will not require the assignment of any additional U.S. Government or contractor representatives to UAE.

There will be no adverse impact on U.S. defense readiness as a result of this proposed sale.

Notice of Proposed Issuance of Letter of Offer Pursuant to Section 36(b)(1) of the Arms Export Control Act
Annex Item No. vii

(vii) Sensitivity of Technology: 1. The JAVELIN Weapon System hardware and the documentation provided with the sale are Unclassified. However, sensitive technology is contained within the system itself. This sensitivity is primarily in the software programs that instruct the system on how to operate in the presence of countermeasures.

2. The JAVELIN Anti-Tank Missile system provides a man-portable, medium anti-tank capability to infantry, scouts, and combat engineers. JAVELIN is comprised of two major tactical components: a reusable Command Launch Unit (CLU) and a missile sealed in a disposable launch tube assembly. The CLU provides the interface between the operator and the missile. The CLU incorporates an integrated day/night sight and provides target engagement capability in adverse weather and countermeasure environments. The CLU’s thermal sight is a second-generation Forward Looking Infrared (FLIR) sensor, operating in the 8 to 10 microns wavelength, and is a 240x2 scanning array integral with a Dewar/Cooler unit. To facilitate initial loading and subsequent updating of software, all on-board missile software is uploaded via the CLU after mating and prior to launch. JAVELIN is Unclassified; however, information associated with the system is classified up to Secret.

3. The software programs contained in the JAVELIN Weapon System are in the form of microprocessors equipped with available Read Out Memory maps. However, the system does not allow access to the actual software program. The overall hardware is considered sensitive in that the modulation frequency and infrared wavelengths could be useful in attempted countermeasure developments.

4. If a technologically advanced adversary were to obtain knowledge of the specific hardware in the proposed sale, the information could be used to develop countermeasures which might reduce weapons system effectiveness or be used in the development of a system with similar or advanced capabilities.
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AGENCY: Defense Information Systems Agency, DoD.

ACTION: Notice to delete a system of records.

SUMMARY: The Defense Information Systems Agency is deleting one system of records notices in its existing inventory of record systems subject to the Privacy Act of 1974 (5 U.S.C. 552a), as amended.

DATES: This proposed action will be effective without further notice on January 23, 2012 unless comments are received which result in a contrary determination.

ADDRESSES: You may submit comments, identified by docket number and title, by any of the following methods:


Follow the instructions for submitting comments.


Instructions: All submissions received must include the agency name and docket number for this Federal Register document. The general policy for comments and other submissions from members of the public is to make these submissions available for public viewing on the Internet at http://www.regulations.gov as they are received without change, including any personal identifiers or contact information.

FOR FURTHER INFORMATION CONTACT: Ms. Jeanette M. Weathers-Jenkins, Defense Information Systems Agency, 6916 Cooper Avenue, Fort Meade, MD 20755–7901, or by phone at (301) 225–8158.

SUPPLEMENTARY INFORMATION: The Defense Information Systems Agency systems of records notices subject to the Privacy Act of 1974 (5 U.S.C. 552a), as amended, have been published in the Federal Register and are available from the address in FOR FURTHER INFORMATION CONTACT.

The Defense Information Systems Agency proposes to delete a system of records notice from its inventory of record systems subject to the Privacy Act of 1974 (5 U.S.C. 552a), as amended. The proposed deletion is not within the purview of subsection (r) of the Privacy Act of 1974 (5 U.S.C. 552a), as amended,
which requires the submission of a new or altered system report.

Dated: December 19, 2011.

Aaron Siegel,
Alternate OSD Federal Register Liaison Officer, Department of Defense.

Deletion:
KPACE.03

SYSTEM NAME:
420–20 Permanent Change of Station and Temporary Travel Order File (February 22, 1993, 58 FR 10562).

REASON:
DISA Pacific no longer maintains records on Permanent Change of Station orders. Records are maintained by the Services or the Defense Finance and Accounting Service (DFAS). Temporary Duty travel records are now covered by DHRA 08 DoD, Defense Travel System (March 24, 2010, 75 FR 14142). DISA Pacific does not maintain any records for these systems requiring a SORN. Records in this system will not be destroyed until the National Archives and Records Administration (NARA) retention has been fulfilled.

SUPPLEMENTARY INFORMATION:
The Office of the Secretary of Defense systems of records notices subject to the Privacy Act of 1974 (5 U.S.C. 552a), as amended, have been published in the Federal Register and are available from the address in FOR FURTHER INFORMATION CONTACT. The specific changes to the records systems being amended are set forth below followed by the notices, as amended, published in their entirety. The proposed amendments are not within the purview of subsection (r) of the Privacy Act of 1974, (5 U.S.C. 552a), as amended, which requires the submission of a new or altered system report.

Dated: December 19, 2011.

Aaron Siegel,
Alternate OSD Federal Register Liaison Officer, Department of Defense.

DHRA 05

SYSTEM NAME:

CHANGES:
* * * * *

SYSTEM LOCATION:
Epsilon Marketing Technology, Inc.,
601 Edgewater Drive, Wakefield, MA 01880–6235.

AFTER CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM INSERT THE FOLLOWING:

OPT-OUT INFORMATION:
Individuals, who are 15½ years old or older, or parents or legal guardians acting on behalf of individuals who are between the ages of 15½ and 18 years old, seeking to have their name or the name of their child or ward, as well as other identifying data, removed from this system of records (or removed in the future when such information is obtained), should address written Opt-Out requests to Joint Advertising, Marketing Research & Studies (JAMRS), Attn: Survey Project Officer, Suite 06J25, 4800 Mark Center Drive, Alexandria, VA 22350–4000. Such requests must contain the full name, date of birth, and current address of the individual.

Opt-Out requests will be honored until the individual is no longer eligible for recruitment. However, because opt-out screening is based, in part, on the current address of the individual, any change in address will require the submission of a new opt-out request with the new address.

* * * * *

SYSTEM MANAGER(S) AND ADDRESS:
Delete entry and replace with “Program Manager, Joint Advertising, Market Research & Studies (JAMRS), Suite 06J25, 4800 Mark Center Drive, Alexandria, VA 22350–4000.”

NOTIFICATION PROCEDURE:
Delete entry and replace with “Individuals seeking to determine whether information about themselves is contained in this system should address written inquiries to the Joint Advertising, Market Research & Studies (JAMRS), Direct Marketing Program Officer, Suite 06J25, 4800 Mark Center Drive, Alexandria, VA 22350–4000. Requests must include the name and number of this system of records notice as well as the requester’s name and current address and be signed.”

RECORD ACCESS PROCEDURES:
Delete entry and replace with “Individuals seeking access to records about themselves contained in this system of records should address written requests to the OSD FOIA Requester Service Center, 1155 Defense Pentagon, Washington DC 20301–1155. Requests must include the name and number of this system of records notice as well as the requester’s name and current address and be signed.”

* * * * *

DHRA 05

SYSTEM NAME:
Joint Advertising, Market Research & Studies (JAMRS) Survey Database.

SYSTEM LOCATION:
Epsilon Marketing Technology, Inc.,
601 Edgewater Drive, Wakefield, MA 01880–6235.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:
Individuals aged 16 through maximum recruiting age; Selective